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Challenges and Best-praCtiCes:  
OverCOming the Barriers tO a suCCessful 

implementatiOn Of e-gOvernment

During recent decades, e-government initiatives have spread all over the 
world. Countries in all regions are increasingly embracing innovation and 
using Information and Communication Technologies (ICTs) to deliver 
services and engage people in decision-making processes (UN 2016). The 
efforts, through funding programs, guidelines, studies and policies of 
international organizations, by the World Bank, the Organization for 
Economic Co-operation and Development, the International Monetary 
Fund and the United Nations, highlight the importance of e-government 
for developed and developing countries. Through advanced electronic 
and mobile services, e-government aims at improving the relationship 
between people and their government; making public services delivery 
more effective, accessible and responsive to people’s needs; increasing par-
ticipation in decision-making and making public institutions more trans-
parent and accountable (UN 2016).

However, as in many other public administration reforms, e-govern-
ment initiatives can fail to achieve their objectives. Ndou (2004) argues 
that these failures are due to a lack of understanding of the concept of 
e-government, while Alcaide and Rodríguez, in Chap. 1, show that there 
may be also a lack of a clear e-government strategy. At the same time, 
probably linked to the latter, there are often insufficient mechanisms to 
measure the effectiveness of e-government initiatives (Rodriguez-Bolivar 
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2014). Moreover, ICTs and e-government usually come with an addi-
tional barrier or challenge, namely, the digital gap.

Besides these barriers, both the developed and developing world are 
taking steps towards ICT implementation, and e-government initiatives 
are reaching higher levels of sophistication and maturity. Thus, in this rap-
idly changing environment, there is a need for governments to take a step 
back and rethink their e-government aims and strategies. ICTs and e-gov-
ernment require an integrated approach to public policy which would help 
governments to avoid failures and confront the barriers and risks of e-gov-
ernment. Making clear that e-government should be more than just add-
ing the “e” and that it requires planning and resources, this book provides 
a comprehensive view of e-government practices around the world along 
with answers and tools for success. The editors have posed and solved 
some of the key questions that an e-government strategy should address.

Government readiness varies across nations (UN 2016). Decisions 
about e-government strategies should take readiness as their starting point. 
The roles of organizational structures and processes, investment in infra-
structures and citizen training are acknowledged in Chap. 1 as part of the 
strategic planning process of e-government initiatives. Chapter 2 shows 
that e-government is not only about the readiness of developed and devel-
oping countries but also about creating a collaborative research framework 
that may lead to a better diffusion of best practices and their feasibility. 
Chapter 3 illustrates the trade-offs between tradition and innovation and 
between law and ICTs, acknowledging that certain settings, such as jus-
tice, require an even more careful definition of what e-government is for 
and how it can be implemented. It has been argued that an enabling legal 
framework is essential for e-government (Gasco 2005). This chapter also 
shows that law and e-government sometimes require a mutual adaptation. 
The last chapter of the first section, Chap. 4, not only emphasizes the role 
of e-government in citizen engagement but also highlights how readiness 
in this field requires training both citizens and leaders/decision-makers. 
To deal with new decision-making environments, a consensus about the 
changing role of politicians and managers is necessary.

Each nation has a different level of e-government scope and density 
(Kahill 2011), but these variations are also found between regions and 
local governments within the same country. This variety means that there 
are a large number of experiences to learn from and also provides the 
adequate setting to test potential barriers and to identify explanatory fac-
tors and cultural influences. In the second section, this book assumes the 
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challenge of identifying the explanatory factors that should be used for 
future reforms to determine the strengths and weaknesses of an organiza-
tion when implementing e-government initiatives. This section not only 
highlights the importance of a strategy but also provides a list of barriers 
that should be carefully dealt with. Chapter 5 shows the importance of 
privacy issues, while it addresses the problems of legal stability within the 
rapid changing environment of ICTs. Factors affecting the development 
of ICTs, such as economic levels, location, corruption, the digital divide, 
leadership, organizational culture and integration, are discussed in Chaps. 
5, 6 and 7 showing their effects in Asia and Latin America. This section 
ends with Chap. 8 that includes an analysis of the preconditions for success 
and indicates the steps to be followed in the implementation of e-govern-
ment, applying the analysis to Africa but providing conclusions that are 
applicable elsewhere.

After a thoughtful review of existing problems and barriers and of the 
preconditions for success, there is a need to establish a route to follow 
and/or the tasks pending for the future. This is done in the last section of 
the book. Chapter 9 provides an analysis of e-democracy measurement 
systems, showing clearly that, in order to move forward in this area, addi-
tional theoretical work is necessary. As indicated before, e-government is 
continuously evolving and the co-creation of public value (Chap. 10) and 
Open Data (Chap. 11) are two ICT-related innovations that require 
research attention to provide professionals with the adequate knowledge. 
These two chapters give us both an example of best practices and a series 
of questions to be answered. The section finishes with the views of the citi-
zens, who are the ultimate target of the e-government reforms but who 
frequently receive little attention. Chapter 12 gives interesting clues about 
how transparency in webpages could be linked to improved trust. It also 
shows the characteristics that the information provided should have to be 
perceived as valuable.

This book makes a significant contribution to the e-government litera-
ture as it provides a thoughtful analysis of existing experiences, shows how 
to evaluate the readiness of institutions to implement e-government, anal-
yses the key ingredients of successful implementations and the barriers 
that may hinder this implementation and, finally, suggests questions for 
future research.

Universidad de Zaragoza
Zaragoza, Spain Ana Yetano
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CHAPTER 1

Experiences of E-Government Development 
Implementation in Developing Countries: 

Challenges and Solutions

Laura Alcaide Muñoz 
and Manuel Pedro Rodríguez Bolívar

1.1  IntroductIon

In the past decade, many governments have made numerous efforts to 
innovate the public sector and implement e-government strategic projects, 
which many of them have adopted successfully while others have fallen by 
the wayside. These implementations and experiences have been collected 
in a number of studies and research projects published in different knowl-
edge disciplines (Alcaide Muñoz and Rodríguez Bolívar 2015; Alcaide 
Muñoz et al. 2014).

Most e-Government research has been focused on developed countries, 
neglecting the area of developing economics (Rodríguez Bolívar et  al. 
2016). However, this analysis is of particular importance in developing 
countries because prior research has indicated that e-Government consti-
tutes a central element in the process of modernizing the public sector 
(Chan and Chow 2007) and strengthening governance within democratic 

L. Alcaide Muñoz (*) • M.P. Rodríguez Bolívar 
University of Granada, Granada, Spain
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societies (Calista and Melitski 2007). In addition, academic studies have 
indicated that countries which invest more in e-Government achieve larger 
reductions in levels of corruption than those which do not make such 
investments (Andersen et al. 2011; Andersen 2009; UNDESA 2016).

In addition, many of these efforts fail because a great deal of 
e- Government implementations were not carried out in the end, were 
implemented but immediately abandoned, or were implemented but 
major goals were not attained and there were undesirable outcomes (Choi 
et al. 2016). Research in this field of knowledge shows that only an ade-
quate implementation of e-Government, and its subsequent evolution and 
development, promotes the economic growth of the country (Serenko 
et  al. 2010), especially developing countries (Lee et  al. 2011), seeking 
contexts wherein to build solid structures for participatory democracies 
(Reddick 2011).

Therefore, the success in the implementation of e-Government is essen-
tial, with special attention paid to developing countries, since these coun-
tries have a limited number of resources at their disposal and cannot afford 
to waste the large amounts of money necessary to carry out e-Government 
projects (Weerakkody et  al. 2009). Given the organizational transcen-
dence and support with economic resources and political awareness that 
involves the adoption and implementation of Information and 
Communication Technologies (ICTs), knowledge of the conditions and 
processes of socio-technical change in developing countries acquires gen-
eral significance for research and practice.

To acquire this knowledge, the analysis of research into e-Government 
initiatives implementation could be relevant. According to King (2004), 
the quality and quantity of scholarly publications reflect a nation’s scien-
tific wealth and boost its economic prosperity. In fact, there is a positive 
relationship between the gross domestic product and the volume of scien-
tific research (Serenko et  al. 2010), which is particularly apparent in 
underdeveloped countries (Lee et al. 2011). Nevertheless, previous stud-
ies have highlighted that the academic research of information systems in 
developing countries are poorly understood (Liu and Yuan 2015; Alcaide 
and Rodríguez 2015). In this regard, we need to examine experiences in 
the implementation of e-Government in developing countries with the 
aim of identifying mistakes in order to correct and prevent them in the 
future. Similarly, it is also relevant to highlight challenges that the political 
leaders of developing countries have to face in adopting e-Government 
initiatives.

 L. ALCAIDE MUÑOZ AND M.P. RODRÍGUEZ BOLÍVAR
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So, the objective of this chapter is to highlight the challenges, problems 
and recommended solutions for improving the implementation of 
e- Government in developing countries in the future, which could help to 
achieve more transparent, participative and democratic societies. To this 
end, this chapter is organized as follows. Section 1.2 describes the context 
and importance of e-Government in developing countries. Then, Section 
1.3identifies the limiting factors that hinder the successful implementation 
of e-Government in developing countries and, examine possible and rec-
ommended solutions for preventing failed implementation in the future. 
Finally, the discussions and conclusions section (Section 1.4) reflects on 
issues raised in the chapter.

1.2  Importance of e-Government In developInG 
countrIes

Previous studies highlighted that e-Government promotes civic engage-
ment by enabling the public to interact with government officials (Susha 
and Grönlund 2014; Cheng et al. 2015), providing greater access to gov-
ernment information, making government more accountable and reduc-
ing corruption (Andersen 2009; Andersen et  al. 2011), and delivering 
higher quality services to citizens (Sá et al. 2016). Therefore, the imple-
mentation and adoption of e-Government has many advantages for gov-
ernmental organizations around the world, given that it can support 
integrated services delivery in the economic, social and environmental 
dimensions of sustainable development, while also supporting integration 
across these three dimensions (UNDESA 2016; Estevez and Janowski 
2013).

However, this development of e-Government has not occurred equally 
in all countries. The United Nations e-Government Survey 2016 (UNDESA 
2016) shows that the number of countries with a low e-Government 
Development Index (EGDI) value remains at 32 in 2016, out of which 29 
are least developed countries. So, in the light of this data, there is the risk 
that the digital divide persists and remains anchored in time in developing 
countries, despite many developments and efforts carried on in many 
countries.

The United Nations’ Programme of Action (UN 2011) shows that low 
productive capacity and structural challenges, as well as lack of ICT infra-
structure and limited access to technologies are related problems and 
 limitations, which continue to challenge e-Government advancement in 

 EXPERIENCES OF E-GOVERNMENT DEVELOPMENT IMPLEMENTATION... 
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developing countries. These technological issues provoke system incom-
patibility and problems in the use of e-Government applications, which, in 
turn, generate distrust in citizens when using e-Government services, plat-
forms, apps and tools (Arendsen et al. 2014). Therefore, it is important 
that the political leaders and public managers in developing countries have 
clear ideas of how to provide universal access to quality services while 
ensuring coherent decisions, developing integrated policies and increasing 
effectiveness, transparency and accountability.

But to achieve these goals, governments of developing countries must 
take many decisions and undertake coordinated actions plans, i.e. political 
leaders and managers in the public sector will need a more strategic, inte-
grated and sustained approach that is ambitious yet focused, with realistic 
commitments towards sustainable development and concrete ways to 
ensure the inclusiveness of online services (Axelsson et al. 2013). These 
countries will need to avoid the technocratic approach to e-Government 
which means providing basic online services and irrelevant websites, given 
that the use of ICT is not merely a cost or labour saving tool, but should 
go further (UN 2002).

Previous studies have highlighted that e-Government, coupled with 
smart and timely governmental policies, has the potential to reach devel-
opment objectives faster and at a lower cost than conventional approaches 
(Brown and Thompson 2011). But developing countries need to make 
enormous efforts to provide and develop an ICT infrastructure in order to 
improve access to knowledge and technologies. In this way, governments 
will respond to their citizens increasingly varied and complex needs, as 
well as the persistent call for new, better and faster public services.

Together with the provision of appropriate and modern ICT infrastruc-
ture, the governments of developing countries must face the limited inter-
net access of certain sectors of the population—the so-called digital 
divide—(Zhao et al. 2014). To deal with this problem, political leaders 
and governmental organizations should provide communal access through 
village computer centres or kiosks, and combine access with training 
courses, communication programmes and promotion campaigns on the 
importance of using the Internet in everyday life (Atkin et  al. 2008; 
Schuppan 2009).

Also, access to ICT infrastructure and the provision of education, 
including ICT literacy, are highly related to the income level of a nation. 
This correlation shows that countries that have performed well in 
e- Government development are more competitive. E-Government gives 

 L. ALCAIDE MUÑOZ AND M.P. RODRÍGUEZ BOLÍVAR
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rise to new business models and revolutionizes industries, bringing greater 
promise of a future wave of innovations in both the public and private sec-
tors that could drive longer-term growth (Schwab and Sala-i-Martín 2015).

In addition, e-Government has the potential to involve citizens in the 
governance process by engaging them in interaction with policymakers 
through the policy cycle (Callanan 2005). Strengthening civic engage-
ment contributes to building public trust in government. This is associ-
ated with the high commitment to promote transparency and accountability, 
which also leads to fighting corruption (Andersen 2009; Andersen et al. 
2011; UNDESA 2016). Finally, these initiatives increase trust in the gov-
ernment and the way it is perceived by citizens.

In brief, e-Government implementation in developing countries is nec-
essary to help them on their way to improve economic and social develop-
ment, as well as build stronger democracies.

1.3  challenGes, problems and solutIons 
In the ImplementatIon of e-Government 

In developInG countrIes

Previous research has shown that the unsuccessful implementation of 
e-Government initiatives by public administrations in developing coun-
tries is due to some major limiting factors—see Table 1.1.

1. Strategic E-Government Plan. One of the major problems lies 
when a project is initiated without a strategy, clear objectives and decisions 
about the use of financial resources, and a clear description of the role of 
government. Hence, there are many developing countries that have prjects 
which show a lack of project scoping, have unrealistic goals and lack align-
ment with organizational goals (Picazo-Vela et al. 2012; Zhao et al. 2012). 
Offline processes need to be consolidated before putting them online, and 
the focus of projects and online services should be from the users’ perspec-
tive in order to respond to local needs.

These limitations favour the lack of control mechanism and vision, and 
coordination between government departments, causing efficiency prob-
lems and limiting the participatory process. Also, lack of cooperation 
inside governments and incoordination between departments favour the 
implementation of a rigid structure that does not encourage open debates 
and an open concept. To solve this problem, governments should estab-
lish an organization for programming, supervising, implementing and 
controlling e-Government development projects—elaborate systems for 

 EXPERIENCES OF E-GOVERNMENT DEVELOPMENT IMPLEMENTATION... 
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Table 1.1 E-Government challenges and recommended solutions

Challenges and problems Initiatives and public policies to face the 
challenges

(1) Strategic e-Government plan
  • No defined strategy e-business plan for 

the implementation of e-Government
  • No clear objectives and decisions—

unrealistic goals
  • No clear description of the role of the 

government
  • Lack of control mechanism
  • No coordination and cooperation 

between departments—efficiency 
problems

  – Elaborate systems for reporting and 
monitoring

  – Establish a strategic plan for ICT
  – Formulation of appropriate policies
  – Integrated development plan—short 

and long-term plans
  – Decentralization improves the 

participation and representation of 
marginal groups

  – Ensure commitment of resources for 
the long-term

(2) Technologies used
  • Governments adopted obsolete 

technology
  • System incompatibility and problems in 

use of e-Government apps
  • Delays in the implementation of new 

technologies—decrease in organizational 
flexibility

  • Limited and conservative/bureaucratic 
organizational structures

  – Build an interagency network of 
systems, software (free software or open 
source), hardware and organization

  – Adopt the performance-oriented 
strategic planning model Balanced 
Scorecard (BSC) and new operations 
routines

  – Develop a system thinking mindset to 
deal with the key issues

  – Conduct strategic planning for a time 
horizon (3–5 years)

(3) Organizational and management issues
  • Rigid organizational and management 

structures—incorrect use of ICT
  • Incompatibility of systems
  • No integration of different 

organizational structure—interoperability

  – Implement a common infrastructure
  – Specialized planners—outside the 

government
  – Favour participation and consultation 

with employees
(4) Technological systems
  • Technological incompatibility, 

complexity, newness of technology
  • Lack of IT technical skills and 

experience, and security issues

  – Hold training courses—national and 
foreign professionals and academics

  – Strategy of national policies and 
programmes for human capital training

  – Cooperation with international 
organizations

(5) Leadership and management skills—
human resources

(continued)

 L. ALCAIDE MUÑOZ AND M.P. RODRÍGUEZ BOLÍVAR
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Table 1.1 (continued)

Challenges and problems Initiatives and public policies to face the 
challenges

  • No assumed leadership of public 
managers

  • Resistance among staff to use of 
ICT—negative attitude

  • Officials fear that the use of ICT will 
result in the loss of status and power

  • Lack of support from the main leaders
  • Delayed by several unjustified 

interruptions

  – Strong leadership in order to create a 
team project—good balance of 
relationships.

  – An environment where employees are 
encouraged to use the new technologies

  – Leadership, planning and management 
of e-Government implementation

  – Dispel resistance of civil servants by 
training and incentives to support 
reforms

  – Create and office and designate a 
senior official as a key point for 
e-Government

(6) Policies—Programmes
  • Lack of appropriate government ICT 

policy formulation
  • Perceived lack of need to adopt 

financing of policies
  • Internet does not reach all zones
  • No education and skills for the use of 

ICT

  – Property planning for the adoption 
and diffusion of ICT

  – Stimulate the improvement of 
productivity and creativity

  – Create websites with easy design and 
navigation

  – Education and communication 
programmes—promotion campaigns

(7) Digital divide—Citizens acceptance
  • Lack of infrastructure in 

telecommunications implementation
  • High price of Internet access
  • Need to reduce the digital divide
  • Inefficient access to online services
  • Lack of adequate equipment and 

computers

  – Government must build the 
telecommunication infrastructure—
increase public investment in the ICT 
infrastructure

  – Access to services which 
telecommunications has enabled

  – Online kiosks and articulated customer 
relations mamagement (CRM) efforts

  – Improve the design of websites—
reduce the risk of virus attacks and other 
security breaches

Source: Own elaboration based on Rodríguez et al. (2016)
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reporting and monitoring (Sharifi and Manian 2010). In this sense, it is 
essential to carry on short- and long-terms plans, with expected expendi-
ture, income streams and deadlines.

2. Technologies Used. Along with the above, governments of the 
developed countries adapted obsolete technology, and skipped some 
stages or even created their own individual paths (Basu 2004). In this 
regard, Zhao et al. (2012) argue that development requires building an 
interagency network of systems, networks, software (free software or open 
source), hardware and organization, which is important in the early stages 
of implementing an e-Government element, since the success of 
e- Government requires a well-defined and well-formulated, forward- 
looking and system-thinking, strategy and the implementation of that 
strategy.

All this supposes a delay in the implementation of new technologies, a 
framework of e-Government, innovation and e-transformation in the pub-
lic sector and a decrease in organizational flexibility, which hinder access to 
the advantages offered by e-Government to citizenry. Therefore, it is rec-
ommended that Government departments and entities develop a system- 
thinking mind set to deal with the key issues of e-Government development, 
such as, e-integration and quality, and conduct strategic planning for a 
time horizon from three to five years.

3. Institutional and Organizational Issues. Researchers have empha-
sized that the organizational and management structures do not favour 
implanted, appropriate, coordination and evolution of e-Government ini-
tiatives (Luna-Reyes and Gil-García 2011; Reddick et  al. 2011), which 
could lead to incorrect use ICT (Picazo-Vela et al. 2012). Thus, it would 
be advisable to implement a common infrastructure so that all of 
Government could use the services. The implementation of these initia-
tives should have appropriate agents from the beginning of project imple-
mentation, allowing for the definition of the project, consultation with 
employees to facilitate the careful preparation of the project, and the 
choice of the best qualified contractors, which will encourage participation 
by all at various stages of project implementation (Sharifi and Manian 
2010).

4. Technological Issues. Technological incompatibility, complexity, 
newness of technology, lack of ICT technical skills and experience, and 
security issues are some challenges that can potentially affect e- Government 
development. So, it is necessary not only to hold training courses, which 
should be taught by national and foreign professionals and academics 
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(Sharifi and Manian 2010), but also have a strategy incorporating national 
policies and programmes for human capital training. Furthermore, coop-
eration with international organizations (non-governmental agencies 
(NGOs) and other Government agencies) that have more experience in 
developing e-Government projects has positive effects on the implementa-
tion of these initiatives (Kromidha 2012).

5. Leadership and Management Skills—Human Resources. 
Regarding human resources, any resistance to new ICT initiatives should 
be dispelled by training and incentives to support reform. In this sense, 
managers should provide an environment where employees are encour-
aged to use the new technology, making clear the benefits of its use and 
the impact this would have on their work, trying to reduce resistance 
among staff to the use of ICT, and combatting any negative attitudes 
(Luna-Reyes and Gil-García 2011).

Similarly, the implementation initiatives of e-Government are blocked 
by a lack of funding, and lack of support from the main leaders. In this 
regard, fear that the use of ICT could cause leaders to lose their status and 
power cause many projects to be delayed by unjustified interruptions 
(Weerakkody et al. 2009). This is due to ignorance and the unwillingness 
of top Government officials to adopt new ICT, which provokes a lack of 
leadership that encourages the creation of teams to undertake such initia-
tives (Choi et al. 2016).

6. Policies—Programmes. This lack of support from major public 
leaders may be reflected in the lack of appropriate Government ICT policy 
formulation to promote the dissemination of information, proper plan-
ning for the adoption and diffusion of ICT development network infra-
structure, and stimulating the improvement of productivity and creativity 
(Navarra 2010). These shortcomings and inadequate policies make ICT 
evolve slowly, but specifically, the Internet does not reach all zones. These 
circumstances force public administration to continue to provide basic ser-
vices through multiple channels in the short term to avoid excluding those 
segments of the population without access to the Internet.

7. Digital Divide—Citizens’ Acceptance. Limited access to the 
Internet is primarily due to a lack of telecommunications infrastructure in 
developing countries. In addition the population lacks education and illit-
eracy rates are high (Weerakkody et al. 2009). So, governments must build 
telecommunications infrastructure in their countries, favour the spread of 
ICT and reduce the price Internet access and access to services for which 
the liberalization of telecommunications is relevant (Zhao et al. 2012).
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8. Legal and Policy Barriers. Finally, the adoption of e-Government 
may encounter legal or policy barriers, and privacy and security issues. It is 
necessary to design applications that integrate privacy protection, and 
minimize the collection and retention of personal information. Also, trust 
is a vitally important component of e-Government projects, so a senior 
official responsible for computer security must be designated, and on- 
going training to employees on computer security should be provided. 
Similarly, information must be backed up regularly and back-ups stored in 
a separate location.

1.4  conclusIons and dIscussIons

The main challenge for introducing e-Government in developing coun-
tries is the lack of a well-planned strategic plan. In this sense, developing 
countries’ Governments should understand the potential of ICT in intro-
ducing changes to domains far beyond structural tools. They are facing 
huge difficulties in developing technological capacity, allocating sufficient 
financial resources and adjusting institutional contexts accordingly.

These challenging situations require global measures, not individual 
ones. To achieve, this aim, the systemic thinking approach could help 
developing countries to implement ICT successfully. If we want different 
outcomes from a situation, we have to change the system that underpins 
it in such a way that it delivers different outputs, for example, employee 
training in ICT technological skills, the definition of alignment of ICT 
goals with organization goals, or the positive attitude of personnel in the 
implementation of ICT. However, the key factor to success is that politi-
cians in developing countries must be aware that an e-Government imple-
mentation means an organizational innovation in their Governments.

To achieve this aim, previous studies have highlighted that the Balanced 
Scorecard is an invaluable tool for public managers in transforming their 
organizations (Chan 2004). This strategic tool would allow public sector 
managers and leaders to translate the mission and strategy of the imple-
mentation of e-Government into a balanced set of integrated performance 
measures, which provide a comprehensive view of what is really happening 
in the organizations.

In addition, it seems clear that e-Government cannot be effective if 
stakeholders do not have the necessary means to access Government infor-
mation and services. In this regard, public policies must be driven to 
improve technological infrastructure and to make the Internet a secure 
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site with efficient privacy measures, efficiency in public sector services and 
e-participation. All this could have a positive impact on how citizens trust 
Governments. Therefore, it would also be interesting for the Government 
to play a lead role in providing a culture of privacy protection and security. 
It should provide this leadership through the development of public poli-
cies, as an owner and operator of systems and networks, and as a user of 
such systems and networks (Gil-García and Pardo 2005). This could allow 
citizens to interact safety, which would increase the use of online public 
services and applications of e-Government.

Finally, it is also necessary to implement other policies, which should 
improve the education standards of citizens. It seems clear that it is neces-
sary to initially invest in training programmes for citizen to create a tech-
nological culture (Evans and Yen 2006). These training programmes 
could be addressed to provide: (1) information programmes to spread to 
use of the Internet and new technologies; (2) training and awareness pro-
grammes about the efficient use of ICT; (3) creation of social networks to 
allow users to share their experiences; and (4) provision of ICT equip-
ment. In other words, it is necessary to promote e-trust and best online 
practices aimed at citizens, with the aim of increasing trust in ICT among 
them (Alcaide Muñoz et al. 2014; Smith 2010).

In brief, a systemic thinking approach needs to be applied in developing 
countries to undertake successful e-Government implementation. Indeed, 
this can provide valuable practical insights to help developing countriesde-
fine, evaluate and enhance their e-Government initiatives. This means act-
ing in three different scopes at the same time: (1) organizational structure 
and processes; (2) investment in ICT infrastructure; and (3) investment in 
education to make citizens ready to use ICT. In order to apply a systemic 
thinking approach, strategic planning in the implementation of 
e- Government applications is essential.

In this regard, financial aid to help developing countries in implementing 
e-Government initiatives should be driven, at least, by three different, but 
complementary, actions. First, to analyse the current situation of e-Govern-
ment development in the country analysed using appropriate methodolo-
gies that enable us to measure this issue. Guidelines and best practices codes 
to evaluate e-services, the disclosure of online information and e-participa-
tion development have been issued by relevant international bodies (UN 
2012; OECD 2013) and by prior research (Caba et al. 2005).

As the situation stands today, international organizations such as United 
Nations or the World Bank must play an important role in promoting 
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technology adoption in developing countries, providing the financial 
funds to invest in them (UNDESA 2016). These e-Government initiatives 
would not achieve their full development potential without this financial 
support and the experience of international agencies in basic services such 
as healthcare or education (e-literacy).

Second, promoting the development of a project for training both 
employees and citizens regarding e-Government applications. In this 
milieu, it would be desirable to finance employee training in IT technical 
skills and e-Government initiatives in order to make users aware of the 
need for e-Government implementation to achieve better social, demo-
cratic and economic outcomes. In this regard, prior research has shown 
that professional training courses using foreign and domestic professionals 
and college professors, as well as cooperating with international organiza-
tions that have significant experience in e-Government development proj-
ects could help to successfully implement e-Government projects in 
developing countries.

Finally, international bodies should finance the creation of an observa-
tory of e-Government practices in developing countries in order to moni-
tor and promote best practices in e-Government initiatives. This observatory 
should undertake timely research regarding e-Government development in 
developing countries and issue a specific route for developing countries in 
order to improve their e-Government implementation. In this regard, issu-
ing reports about the reforms of governmental structures could be a rele-
vant outcome of this observatory to help developing countries to implement 
efficient e-Government initiatives. These projects may have a large impact 
in developing countries, and they may require assessment before, during, 
and after the project to avoid failure or partial failure (De’ 2006).

In parallel, governments in developing countries should also introduce 
official mechanisms to monitor e-Government initiatives and to coordinate 
all systems involved in these initiatives. Coordination plays a key role in this 
milieu because it can avoid reduced efficiency and erosion of responsibility 
in e-Government implementation as, for example, in the supply of e-ser-
vices to citizens, the disclosure of government information or the manage-
ment of information about citizens in the delivery of public sector services.

In addition, to make e-Government implementation successful, all  
the bodies involved in e-Government projects must be made perfectly 
aware of the functions assigned to and executed by each one, and use the 
information flows among them in order to detect anomalies in the perfor-
mance of e-Government applications.
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In conclusion, we think that this process needs a systemic thinking 
approach, which suggests the use of strategic planning for e-Government 
success. In this regard, successful implementation of e-Government is not 
siply linked to the technologies to be introduced in the public sector enti-
ties. Political and social changes are required alongside the implementa-
tion of electronic mediums. International bodies should fund activities 
that allow developing countries to achieve all these changes and should 
monitor e-Government efficiency in developing countries with the aim of 
improving their economic, democratic and social development.
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CHAPTER 2

Comparative Analysis of E-Gov Services: 
An Ontology-Based Approach

Aurora Sánchez-Ortiz, Arkalgud Ramaprasad, 
and Thant Syn

2.1  IntroductIon

Advances in information technology (IT) over the past 20 years have 
motivated many governments at different levels around the world to use it 
to improve their services. This initiative to electronify and transform their 
services has been termed e-Government, e-Governance, and e- Democracy. 
The use of these terms has become common among researchers in the 
field; at least 23 journals publish research on them (Madsen et al. 2014). 
The term e-Government as such can be traced back to a model proposed 
by Layne and Lee (2001) to assess the stages of its development. Their 
view of such government focuses on: (a) the importance of the interaction 
between citizens, businesses, and government; (b) the need to assess the 
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level of development to identify the current state; and (c) how to work 
towards the implementation of a more efficient government. E-Government 
as a research field has been analysed by many researchers who have high-
lighted the interdisciplinarity of the field and the heterogeneity of its lit-
erature (Scholl 2006; Heeks and Bailur 2007; Alcaide-Muñoz and 
Rodríguez Bolívar 2015). Scholl (2006) further argues that e- Government 
is not a classical discipline, because it (a) spans various disciplines, (b) is a 
multi-, inter-, and trans-discipline, and (c) also lacks its own theories and 
accepted methodologies. Rodríguez Bolívar et  al. (2016) also add that 
studies have illustrated debate in the e-Government literature regarding 
(a) the transformation of the distribution of online services in the public 
sector, and (b) how e-Government could support the provision of these 
services. A more detailed discussion of the history of the construct, its 
definition, and frameworks for its development is provided by Ramaprasad 
et al. (2015b).

There is often confusion between e-Government as the name of a class 
of services and also a member of that class. To distinguish the two uses of 
the term we will refer to the class of e-Government, e-Governance, and 
e-Democracy as e-Gov.

In two earlier papers, Ramaprasad et al. (2015a, b), present an onto-
logical framework for e-Gov. The relationship between research and prac-
tice has been a concern for researchers in the e-Gov field. Heeks and Bailur 
(2007) in this context studied the e-Gov literature and found that less 
than 50% of the articles analysed, out of 84, had any specific practical rec-
ommendation. These authors also concluded that most articles in the 
field, at that time, did not add to the body of theory or help to improve 
practice. In Ramaprasad et  al. (2015a) the authors use an ontological 
framework to study gaps in local e-Gov research, practice (in Chile), and 
between research and practice. They argue that the ontology makes visible 
the combinatorial complexity of e-Gov and is amenable to systematic and 
systemic study.

The ontology, the method of mapping the corpus of research, and the 
insights from the maps will be useful to researchers, policy makers, and 
practitioners. It can portray the “big picture” of the domain and help 
understand its strengths and weaknesses. Over time, it can be used to 
assess the trajectory of the domain. These assessments will help maintain 
or change the trajectory as necessary. For example, they can be used to 
direct funding to underemphasized topics and away from overemphasized 
ones.
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The challenge in constructing an ontology of e-Gov is to transform the 
core logic encapsulated in the linear natural language representation of the 
domain in the research, policy, and practice documents into a structured 
natural language representation as a text-matrix. It is to transform the 
voluminous description of the logic of e-Gov into a parsimonious visual-
ization of the same, while being true to its combinatorial complexity. A 
second part of the challenge is that the fragments of the core logic of 
e-Gov may be formalized to different degrees in various locations. The 
logic may be implicit in many cases and needs to be made explicit. A third 
part of the challenge is that the logic encapsulated in the corpus of e-Gov 
research, policy, and practice may be incomplete. The ontology has to 
make it complete. Fourth, and last, there is the challenge of defining the 
e-Gov domain itself. Defined too broadly, the ontology may become too 
complex and unwieldy. Defined too narrowly, the ontology may become 
simple but also simplistic.

The method of constructing the ontology is iterative, with the objec-
tive of making the core logic of the domain and the ontology isomorphic. 
The logic of the linear natural language text is represented in the struc-
tured natural language of the ontology. And, the derivations from the 
ontology have to be semantically meaningful when represented in the lin-
ear natural language as text.

In this chapter we refine and advance the work using the ontology by 
Ramaprasad et al. (2015a, b) in two ways. First, we revise their ontology 
by adding the Quality dimension. Second, we map the corpus of research 
on the subject published in the years 2013–2015 onto the ontology. The 
mapping emphasises the gaps in the current state of the research. Third, 
we compare research on the topic by global regions. The comparison will 
reveal the differences and similarities between e-Gov research focused on 
different parts of the world. Rodríguez Bolívar et  al. (2016) have sug-
gested that the e-Gov field could benefit greatly from the identification of 
the leading countries and institutions publishing at top level on the topic. 
In the following we first present the revised ontology of e-Gov. Next, we 
present details of the search for and creation of the research corpus for the 
three-year period spanning 2013–2015 (both years inclusive). Third, we 
describe the method of coding the corpus onto the ontology. Fourth, we 
present the results of the coding as ontological maps and cluster dendro-
grams—overall and by region. Fifth, we discuss the results and their impli-
cations. Finally, we conclude with the limitations, future extensions, and 
implications of a comparative analysis of e-Gov using the ontology.
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2.2  ontology of E-gov SErvIcES

We deconstruct e-Government into four dimensions (one with two sub- 
dimensions), each represented by a taxonomy (Fig. 2.1). They are, from 
left to right, Medium, Entity, Service, and Outcome. Service has two sub- 
dimensions: Quality and Type. The dimensions and elements of the tax-
onomies are defined in the glossary below the ontology and described 
below. Four illustrative components of e-Government derived from the 
ontology are listed below the ontology with examples. A more detailed 
description of an earlier version of the ontology and its application to map-
ping research and practice is given in Ramaprasad et al. (2015a, b). The 
methods of ontology construction and ontological meta-analysis and syn-
thesis are given in Ramaprasad and Syn (2014, 2015), respectively. Here 
we will discuss the use of ontology as a framework or lens for comparative 
analysis of e-Government development.

The ontology is a systemic and systematic description of e-Gov—
including e-Government and its progenies e-Governance and e- Democracy. 
The ontology is systemic in that it has all the key elements necessary to 
describe e-Gov. It covers the elements of all the key definitions of e-Gov 
and extends them (Ramaprasad et al. 2015b). For example, it recognizes 
the continued importance of People and Paper Media in addition to the 
e-media and includes them. (Note: References to individual elements in 
the ontology are capitalized to distinguish them from their natural use.) 
These elements are defined in the glossary below the ontology. Often, 
instead of the elements their synonyms, hypernyms, or hyponyms may be 
used in the discourse about e-Gov. For example, government staff may be 
used synonymously with People in the Medium dimension. Some of the 
synonyms, hypernyms, and hyponyms are shown in the glossary. As such, 
the elements are adequate to describe e-Gov as a system.

Thus:

eGov = Medium + Entity + Service (Quality + Type) + Outcomes
Medium ⊂ (People, Paper, Electronics (PC/Web, Smart phone. Social 

media))
Entity ⊂ (Governments (Local/Municipal, Provincial/State, Central/

Federal), Intermediaries, Citizens. Businesses, NGOs)
Service-Quality ⊂ (Secure, Private, Reliable, Timely)
Service-Type ⊂ (Information, Transaction, Interaction)
Outcomes ⊂ (e-Government, e-Governance, e-Democracy)

 A. SÁNCHEZ-ORTIZ ET AL.



 23

The ontology can be used to systematically enumerate all possible com-
ponents of e-Gov. It encapsulates 5*7*4*3*3 = 1260 components, four of 
which are illustrated with examples in Fig. 2.1 below the ontology. A com-
ponent in the ontology may be instantiated as is or as an analog as shown 
by the examples of each illustrative component. Thus, a component may 
be instantiated in many ways.

Further, a component may not be instantiated in its entirety but as a 
fragment with one or two dimensions missing. For example, the Quality 
element may be missing or not explicitly stated.

A selection of the 1260 components, their analogs, and fragments con-
stitute a system of e-Gov. It is neither possible nor necessary for the system 
to contain all the possible components. On the other hand, the selection 
of the components defines the properties of an e-Gov system. Exclusion of 
Paper-based components from the definition of an e-Gov system may, for 
example, be idealistic but impractical. Despite all the advances in informa-
tion technology, paper continues to persist as a medium of information 
storage, transaction, and interaction. This is true not only of legacy sys-
tems but also of new ones. Excluding paper from consideration in design 
will likely undermine the efficiency and effectiveness of the system.

2.3  MEthod

We synthesize the focus of e-Gov research by mapping it to the ontology. 
The mappings are then used to generate ontological maps and dendro-
grams to visualize the emphases and themes of the domain. The domain 
corpus was collected from Scopus1 and Web of Science2—two of the 
 largest curated databases of scholarly literature across major disciplines 

Medium Entity Quality Type Outcomes
People Governments Secure Information eGovernment
Paper Local/Municipal Private Transaction eGovernance
Electronics (E-) Provincial/State Reliable Interaction eDemocracy

PC/Web Central/Federal Timely
Smart phone Intermediaries
Social media Citizens

Businesses
NGOs
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Fig. 2.1 Ontology of e-Gov service, illustrative components, and glossary
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including e-Government. We searched the articles which contain the fol-
lowing in the title, abstract, and keywords and published in the years 
2013–2015 (the latest three full years of publication):

((“electronic government” OR “e-government” OR “egovernment”) OR 
(“electronic governance” OR “e-governance” OR “egovernence”) OR 
(“electronic democracy” OR “e-democracy” OR “edemocracy”)) AND 
(“electronic service” OR “e-service” OR “eservice”)

The search also focused explicitly on e-Gov services not the concept of 
e-Gov per se. The results were filtered for journal articles written in English 
which represent only a high-quality collection of peer-reviewed research 
on e-Government. The details of the search process and results, following 
the PRISMA guidelines (Liberati et al. 2009) are shown in Fig. 2.2. The 
selected articles are downloaded and imported into an Excel spreadsheet 
for mapping.

The corpus of 453 articles was coded onto the ontology by the three 
authors. Each author coded two-thirds of the articles. Consequently, each 
article was coded by two authors. Each coder reviewed the title, abstract, 
and keywords (when available) of each article and mapped the presence/

Fig. 2.2 Data collection process and results

 A. SÁNCHEZ-ORTIZ ET AL.



 25

absence of reference to each element of the ontology in the article. The 
coding was binary (1 for present, Blank for absent) and not weighted—each 
article and each element was assigned an equal weight. The coding was 
done using the custom-developed Excel spreadsheet. Thus, the final coding 
for an article was the union of its two coding. Review articles, those tangen-
tially related to e-Gov, and those making a passing mention of e-Gov, were 
not coded. A total of 438 articles in the corpus of 453 articles were coded.

All articles were not coded on all the dimensions. Only the dimensions 
and their elements explicitly articulated in the title, abstract, and keywords 
were coded. The authors sought to minimize imputing their judgement—
and consequently overcoding or undercoding—by strictly adhering to the 
available text. Thus, for example, if a Quality (Secure, Private, Reliable, 
Timely) was not explicitly mentioned that article was not coded on that 
dimension. Further, if multiple elements of a dimension were mentioned 
in an article (for example, Central/Federal and Municipal/Local Entity), 
it was coded for both. Thus, an article could be coded on one or more 
dimensions and none or many categories in each dimension.

2.4  rESultS

The results are presented as the ontological map of monads (overall and 
comparative) and dendrogram of clusters of ontology elements. In the 
following, we will discuss them in greater detail. We will analyse the onto-
logical map of e-Gov research in terms of the dominant, less-dominant, 
and non-dominant categories and components. The analysis is visual and 
subjective. There are no predetermined frequency bands for the dominant 
and less-dominant spots—the differences are easy to see. The non- 
dominant spots by definition have zero or very close to zero frequency. 
This is a form of gap analysis which is systemic and systematic, and hence 
more comprehensive than traditional gap analysis. By highlighting all the 
gaps, both surpluses (possibly more than desired) and deficits (possibly 
less than desired), this facilitates a synoptic understanding instead of an 
incremental understanding of e-Gov research. It is a simple, yet practical, 
representation of a complex phenomenon.

2.4.1  Ontological Map of e-Gov Service Research

The bars in the ontological map of monads (Fig. 2.3) are proportional to 
the parenthetical numbers and represent the frequency of the respective 
category in the e-Government research studied. Thus, for example, the 
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Entity dimension is mentioned in 345 of the 438 articles coded. About 
20% of the coded articles do not mention a specific entity. Further, among 
the entities Governments-Municipal/Local are mentioned 100 times, 
Governments-Provincial/State 39 times, Governments-Central/Federal 
150 times. Since an article may mention multiple entities (for example, a 
type of Government and Citizens), the Entity frequency is less than the 
sum of the frequencies of its constituent elements. In the following we will 
discuss each dimension in greater detail.

Explicit reference to a Medium (188) is only in about 43% of the arti-
cles. Among the media, the most common reference is to Electronic-PC/
Web (124) followed by Electronics-Smart Phone (36), Electronics-Social 
Media (33), and People (28). There is hardly any mention of Paper (4).

Among the Entities (345) the most frequent reference is to Citizens 
(219), followed by Governments-Central/Federal (150), and 
Governments-Municipal/Local (100). There is very little focus on 
Governments-Provincial/State (39), Intermediaries (21), and Businesses 
(20). There is hardly any focus on NGOs (3). It is noted that an entity is 
explicitly identified in about 79% of the articles.

In Service, there is greater focus on Service-Type (182) than on Service- 
Quality (95). The two are explicitly identified only in about 42% and 22% 
of the articles respectively. Information (122) is the dominant type of ser-
vice; Transaction (64) and Interaction (55) are less dominant. In 
 Service- Quality, Security (48) and Reliability (41) are emphasized a little 
more than Privacy (32) and Timeliness (32).

Outcomes (425) are explicitly mentioned in about 97% of the articles. 
The dominant outcome is eGovernment (401) followed substantively 
behind by eGovernance (98); eDemocracy (17) is non-dominant.

Medium [188] Entity [345] Quality [95] Type [182] Outcomes [425]
People (28) Governments -- Municipal/Local (100) Secure (48) Information (122) eGovernment (401)

Paper (4) Governments -- Provincial/State (39) Private (32) Transaction (64) eGovernance (98)

Electronics -- PC/Web (124) Governments -- Central/Federal (150) Reliable (41) Interaction (55) eDemocracy (17)

Electronics -- Smart Phone (36) Intermediaries (21) Timely (32)

Electronics -- Social Media (33) Citizens (219)

Businesses (20)

NGOs (3)
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Fig. 2.3 Ontological map of e-Gov monads
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Based on the ontological map of monads one may infer the dominant 
theme of the corpus from the most frequently occurring elements to be:

Electronics-PC/Web based system for citizens and governments-central/
federal to provide/obtain information services for eGovernment.

Similarly, one may infer the following theme to be a non-dominant 
theme of the corpus based on the less frequently occurring elements:

Electronics-Smart Phone based system for businesses to provide/obtain 
timely interaction services for eGovernance.

While one may infer the probability of co-occurrence of elements in the 
ontological map by their relative frequencies, as in the above themes, it has 
to be confirmed based on the co-occurrence data. (There is a greater 
probability of high-frequency elements co-occurring than low-frequency 
elements.) These results are presented in the dendrogram from the cluster 
analysis in Fig. 2.5.

2.4.2  Geographical Comparison of e-Gov Service 
Ontological Maps

We compared the ontological maps of eGov monads by five continental 
regions: Africa, America, Asia, Australia, and Europe. From the 438 arti-
cles coded from the corpus of 453, we could geographically code 366. 
The others were either geographically independent (for example, about 
cloud-based e-Gov) or did not have geographical data. The maps for the 
five regions are shown in Fig. 2.4.

The largest number of articles is about Asia and Europe; the fewest are 
from Africa and Australia; the Americas are in the middle. All the regions’ 
dominant focus is on e-Government; relatively Asia and Europe focus 
more on e-Governance; none of the regions focus much on e-Democracy. 
It could be noted that even though America is in the middle, the USA 
itself has 36 articles accounting for almost 65.5% of all articles in the 
Americas Region and it is the single country with the most papers. In the 
second place is China with 22 articles that account for 14.3% of all articles 
in Asia. Clearly in the Americas, the USA is the country that is doing most 
of the research in the region but it is not the same in Asia and Europe 
where the contribution is more dispersed.

 COMPARATIVE ANALYSIS OF E-GOV SERVICES: AN ONTOLOGY-BASED... 



28 

M
ed

iu
m

 [1
88

]
E

nt
ity

 [3
45

]
Q

ua
lit

y 
[9

5]
Ty

pe
 [1

82
]

O
ut

co
m

es
 [4

25
]

Pe
op

le
G

ov
er

nm
en

ts
 --

 M
un

ic
ip

al
/L

oc
al

Se
cu

re
In

fo
rm

at
io

n
eG

ov
er

nm
en

t
(3

)
(1

)
(2

)
(3

)
(2

0)
(5

)
(1

8)
(6

)
(2

5)
(5

2)
(6

)
(2

9)
(2

0)
(3

8)
(1

36
)

(1
)

(1
)

(0
)

(2
)

(4
)

(1
0)

(4
3)

(1
0)

(3
3)

(1
24

)

Pa
pe

r
G

ov
er

nm
en

ts
 --

 P
ro

vi
nc

ia
l/S

ta
te

Pr
iv

at
e

Tr
an

sa
ct

io
n

eG
ov

er
na

nc
e

(1
)

(0
)

(0
)

(6
)

(9
)

(2
)

(1
1)

(6
)

(1
3)

(1
0)

(0
)

(1
6)

(1
2)

(2
6)

(3
2)

(0
)

(1
)

(0
)

(1
)

(0
)

(1
)

(8
)

(9
)

(1
1)

(3
3)

El
ec

tro
ni

cs
 --

 P
C

/W
eb

G
ov

er
nm

en
ts

 --
 C

en
tra

l/F
ed

er
al

R
el

ia
bl

e
In

te
ra

ct
io

n
eD

em
oc

ra
cy

(7
)

(1
3)

(1
)

(2
)

(0
)

(2
3)

(1
2)

(5
)

(1
3)

(4
)

(4
5)

(7
3)

(1
9)

(1
8)

(3
)

(1
)

(3
)

(1
)

(0
)

(0
)

(3
0)

(4
0)

(9
)

(1
7)

(5
)

El
ec

tro
ni

cs
 --

 S
m

ar
t P

ho
ne

In
te

rm
ed

ia
rie

s
Ti

m
el

y
(3

)
(1

)
(2

)
(2

)
(6

)
(6

)
(1

6)
(5

)
(1

2)
(0

)
(1

)
(0

)
(7

)
(6

)
(9

)

El
ec

tro
ni

cs
 --

 S
oc

ia
l M

ed
ia

C
iti

ze
ns

(0
)

(1
1)

(9
)

(3
7)

(8
)

(8
5)

(0
)

(2
)

(9
)

(5
2)

B
us

in
es

se
s

(1
)

(2
)

(7
)

(0
)

(7
)

N
G

O
s

(1
)

(1
)

(1
)

(0
)

(1
0)

[functions]

Se
rv

ic
e

[based system for]

[to provide/obtain]

[+]

[services for]

A
fr

ic
a

A
m

er
ic

a
s A

si
a

A
us

tra
li a

Eu
ro

pe

Fi
g.

 2
.4

 
O

nt
ol

og
ic

al
 m

ap
 o

f e
-G

ov
 m

on
ad

s 
by

 r
eg

io
n

 A. SÁNCHEZ-ORTIZ ET AL.



 29

In the same vein, the dominant focus of all regions except Africa is on 
Information; Asia focuses relatively more on Transaction than do Europe 
and the Americas. Asia, Europe, and the Americas focus significantly on 
Interaction. Africa focuses more on Transaction than it does on Information 
and Interaction.

The profile of the regions with respect to Quality (Security, Privacy, 
Reliability, and Timeliness) is similar. Asian articles emphasize these attri-
butes the most, European next, the Americas third, followed by Africa and 
Australia.

The profile of emphasis on the Entities is similar across all the regions 
and similar to the overall profile. The dominant emphasis is on Citizens, 
Governments-Central/Federal, and Governments-Municipal/Local, in 
that order. There is very little focus on Governments-Provincial/State, 
Intermediaries, Businesses, and NGOs. Relatively, Europe appears to focus 
on NGOs and Businesses more than the other regions. Africa is basically 

Fig. 2.5 Dendrogram of e-Gov elements
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researching at the Central/Federal level of Government and it has very 
little research at Local level. In this sense, Europe is the country that is 
researching most at the Local level.

Last, the profile of emphasis on the Medium is also similar across 
regions. The dominant emphasis is on Electronics-PC/Web. Asia has rela-
tively more emphasis on Electronics-Smart Phone compared to the other 
regions; Europe, the Americas, and Asia focus on Electronics-Social 
Media.

2.4.3  Dendrogram of e-Gov Service Research

The clusters of ontology elements are shown in Fig. 2.5. The clusters are 
formed based on the coding similarity between pairs of ontology elements 
in the corpus measured by the simple matching coefficient (SMC) (Sokal 
and Michener 1958). SMC is a symmetric similarity measure which con-
siders presence (coded as ‘1’) and absence (coded as ‘0’ or Blank) of ele-
ments in the articles equally, in contrast to other binary similarity/distance 
measures such as Jaccard (Jaccard 1912) and Sørensen-Dice (Dice 1945) 
which only consider the presence of elements (Cheetham and Hazel 1969; 
Gower 1971). In ontological analysis both presence and absence of ele-
ments in articles convey equally important information. Hence, we have 
used a symmetric measure. SMC will thus provide a more consistent com-
parison across pairs of elements. Further, the cluster analysis is used to 
descriptively summarize the data about the population of articles and not 
to make astatistical inference about the population from a sample of arti-
cles. In sum, SMC satisfies all criteria required to measure similarity of 
mappings between two articles.

The clustering was conducted in SPSS based on the nearest single- 
linkage distance between the clusters. The agglomerative hierarchical clus-
tering is preferred to K-means clustering and its variants because the 
primary purpose of the cluster analysis is to descriptively summarize the 
mappings of articles without any preconceptions about the clusters. It 
provides an isomorphic visualization of the association between the 
 ontology elements which can be interpreted in conjunction with the fre-
quencies of the elements in the ontological map (Fig. 2.3).

The clusters in Fig. 2.5 highlight groups of elements dominantly and 
lightly emphasized in e-Gov research. The clusters are discussed in greater 
detail below. Broadly, the bottom clusters contain the most frequent ele-
ments in the ontological map (Fig. 2.3) and the top clusters the elements 
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that occur least frequently. While this pattern may be predicted from the 
ontological map, with some uncertainty, the clusters validate it.

By using the five equidistant divisions of SMC we can infer the follow-
ing five themes in descending order of dominance in the e-Gov corpus. 
Considering more divisions will result in finer-grained themes; fewer divi-
sions will result in coarser-grained themes. We will focus on these clusters 
and summarize them as themes by concatenating the elements within. 
They indicate the co-presence and co-absence of ontology elements in the 
research corpus.

The bottom cluster (actually dyad) of elements (e-Government and 
Citizens) may be summarized as follows:

System for citizens to provide/obtain services for e-Government functions.

This is the primary theme of e-Gov research. In a sense, it captures the 
definition of e-Government.

The second cluster has only one element—Governments-Central/
Federal. In combination with the first cluster the theme may be summa-
rized as follows:

System for government—central/federal and citizens to provide/obtain 
services for e-Government functions.

This is the secondary theme of the e-Gov research corpus. It highlights 
the dominant focus on central/federal in the e-Gov research.

The third cluster of elements is Electronics-PC/Web, Information, 
Government-Municipal/Local, and e-Governance. In combination with 
the first two clusters the overall theme may be summarized as follows:

Electronics-PC/Web based system for governments-central/federal, 
governments- municipal/local, and citizens to provide/obtain information 
services for e-Government and e-Governance functions.

This is the tertiary theme of the e-Gov research corpus. In a sense, it 
represents the traditional focus of e-Gov.

The fourth cluster of elements includes Transaction, Interaction, 
Reliable, and Secure. It includes two Types of Service and two Quality of 
Service elements. In combination with the first three clusters the overall 
theme may be summarized as follows:
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Electronics-PC/Web based system for governments-central/federal, 
governments- municipal/local, and citizens to provide/obtain reliable and 
secure information, transaction, and interaction services for e-Government 
and e-Governance functions.

This is the most general, quaternary, characterization of the e-Gov cor-
pus. We note the exclusion of the elements in the fifth cluster which occur 
infrequently in the ontological map.

The fifth cluster of elements includes Government-Provincial/State, 
Secure, Electronics-Smart Phone, Electronics-Social Media, Private, 
Timely, People, Intermediaries, Businesses, e-Democracy, NGOs, and 
Paper. These elements are seldom or never mentioned in the e-Gov cor-
pus. It includes four Media (People, Electronics-Smart Phone, Electronics- 
Social Media, and Paper); four Entities (Government-Provincial/State, 
Intermediaries, Businesses, e-Democracy, and NGOs); two Qualities 
(Private, and Timely); no Type; and one Outcome (e-Democracy). These 
elements represent the absent theme of the e-Gov corpus.

The five clusters mapped onto the ontology is shown in Fig. 2.6. In the 
following section, we discuss the implications of the above analysis and 
results. Finally, we conclude with a suggestion for a roadmap for 
e- Government research.

2.5  dIScuSSIon

The state of the research on e-Gov appears to be neither systematic nor 
systemic. It may be characterized as being selective and scattered, where 
the value of the corpus as a whole may be less than the sum of its parts due 
to very significant gaps. Overall, the trajectory of e-Gov research appears 
to lag the trajectory of e-Gov evolution. This conclusion is in accordance 

Medium Entity Quality Type Outcome
People Governments Secure Information eGovernment Legend
Paper Local/Municipal Private Transaction eGovernance Primary
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with Heeks and Bailur (2007) who stated that e-Gov research is in a poor 
state and there are some constraints to the development of e-Gov. We 
discuss these attributes and their consequences below.

Even in 2015, e-Gov research is still very much stuck on e-Government 
and has not moved on to the subsequent phases of e-Governance and 
e-Democracy. By the same token, it is stuck on basic information services 
and has not moved on to the more advanced transaction and interaction 
services. And the research providing these services pays limited attention 
to security, privacy, reliability, and timeliness. Such a profile can hardly be 
expected to set the agenda for e-Gov research and practice; it follows the 
historical agenda and may at best extend it. One may also argue in this 
context (partly from personal experience and partly from the study of 
practices in Chile’s local governments) that e-Gov practice has probably 
moved ahead of research and may be setting the agenda in the future. The 
research corpus is not proactive with reference to practice; one may hope 
that that it will at least be reactive to developments in the present and in 
the future. The second and third clusters in the dendrogram, which high-
light the emphasis on the new media and qualities of service, suggest this 
possibility.

If e-Gov is to be effective it has to systematically include all the entities. 
The governmental entities and citizens are central to e-Gov; the other 
entities—intermediaries, businesses, and NGOs—will be critical to advanc-
ing e-Gov from e-Government to e-Governance to e-Democracy. Further, 
for e-Gov to be effective it has to integrate the three levels of government 
entities. The present profile of emphasis in Fig. 2.3 does not augur well for 
the advancement of e-Gov—it is low and very uneven. Even the govern-
ment entities are explicitly addressed only in about a third of the articles in 
the corpus. Last, the limited emphasis on the provincial/state govern-
ments and its separation from the other two levels of government (third 
and fourth clusters respectively in Fig. 2.5) highlight the disconnection. 
These too may be a reflection of the past agenda and research and the lack 
of movement to a proactive attitude.

Among the Entities mentioned in the articles the most frequent is 
Citizens; they account for a total of 219 articles. Among these 219 the 
most frequent research topic is the acceptance/adoption of information 
technology (IT). About one third of the 219 (73, 33.3%) focus on this 
topic. However, there are significant differences between regions. Of 
the 73, more than half (37, 50.7%) are Asia based. The rest are allocated 
as Europe (12, 16.4%), the Americas (7, 9.6%), Africa (6, 8.2%), and 
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Australia/New Zealand (1, 1.4%) in that order. Thus, Asia-based 
research appears to be more concerned about acceptance/adoption of 
IT than other regions. They primarily apply theories of technology 
acceptance and adoption. They scarcely apply other theories of manage-
ment information systems or management in e-Gov research.

The ‘e’ in e-Gov represents electronification in all the three forms—
PC/Web, Smart Phone, and Social Media. Of the three, the PC/Web is 
the traditional medium, the other two are current. Interestingly only 
about 35% of the articles explicitly discuss an electronic medium, and 
among them the dominant focus is on the PC/Web. It represents conti-
nuity with the past but not proactivity about the future. Yet, paradoxically, 
where continuity is needed there is very little. Despite electronification, 
paper and people continue to be critical to the success of e-Gov as a sys-
tem. Their functions, role, and importance may change, but they are 
unlikely to be eliminated in any integrated e-Gov system which harmoni-
ously co-ordinates all the media. Contrary to intuition, it will be proactive 
to explicitly include people and paper in the design of e-Gov systems and 
research on the design of these systems. Heeks and Bailur (2007) consid-
ered e-Gov research’s recognition of humans and other contextual factors 
that influence or mediate its impact a “good practice” (p. 260).

Among the regions, Asia and Europe appear to be slightly ahead, with 
the Americas a little behind, in the e-Gov trajectory in their research focus, 
with their relatively greater focus on e-Governance, Transactions, and 
Interaction. The first two regions also appear to have broadened their 
focus on Entities more than the other regions. One cannot infer whether 
the slightly more advanced state of the research with regard to Asia and 
Europe corresponds to the state of the practice in these regions. At least 
they highlight concern for emerging issues in e-Gov.

In summary, there are significant gaps in e-Gov research and the 
emphases on the different elements are unbalanced. These shortcomings 
will not only hinder the advancement of meaningful e-Gov research but 
also its translation into practice. An effective research agenda has to be 
systematic and systemic. In the conclusion, we will discuss how the onto-
logical framework, the method of mapping the corpus, and the insights 
from the analysis can be used to redirect the trajectory of e-Gov research.

The gaps in and the uneven topography of e-Gov service research 
may be partly due to errors in selection of the articles and in coding 
them. While the authors have exercised due diligence in minimizing 
them, the limited formalization of the language of the domain make 
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errors likely. For example, e-Government is sometimes used generically 
to connote all three elements of what we have called e-Gov—namely 
e-Government, e-Governance, and e-Democracy. Similarly, the discus-
sion of media may focus exclusively on the salient “e” media to the 
exclusion of the others.

However, these possible errors should not distract from the main find-
ings discussed earlier. The signals from the data are very strong compared 
to the potential noise due to the errors. The researchers in the domain 
have to heed them.

2.6  concluSIon

e-Gov is too important a topic to be muddled through. The best practices 
in e-Gov have to be informed by research, and the critical questions have 
to be researched systematically. The analysis of e-Gov research through the 
lens of the ontological framework has brought to light the gaps in research 
showing the need for studies that assess good practices in e-Governance 
and e-Democracy. Many countries could benefit from research in 
e- Governance that could share results about the implementation of initia-
tives in areas like Infrastructure in local governments, politics to develop 
citizens’ participation, interoperability of web platforms, project manage-
ment in central government, etc., There is also a need for research ori-
ented to improve or create suitable environments for the delivery of better 
services to all entities. Research that address issues in e-Democracy need 
to be developed in order to support countries in topics like the critical suc-
cess factors in achieving e-Democracy, experiences of dealing with the role 
of citizens, businesses, political culture, and how to separate e-Gov from 
e-Democracy policies.

Since this study showed that most e-Gov research seems disconnected 
at the entity level, we need to know about the experiences in various coun-
tries regarding how to improve their e-Gov performance by integrating 
those entities. Experiences that could focus on achieving interoperability 
of platforms and data among the different levels of government, security 
and privacy issues that need convergence at central and local levels, trans-
action services that could be supported at all government level are required.

The gap in e-Gov research among the continents shows the need to 
support more collaborative research between researchers in developed and 
less developed countries and also among different continents in order to 
share their experiences and replicate the best practices.
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The ontology-based approach to comparative analysis of e-Gov could 
be the anchor for an ongoing programme of generating and managing 
knowledge about the domain. The ontology can be extended and refined, 
if necessary. The method can be used to analyse and synthesize large vol-
umes of text data on global research and policies on, and practices of, 
e-Gov. It can portray the “big picture” longitudinally at different levels of 
granularity.

The ontology provides a lens to map not only the state of the research 
(as we have done for a three-year period in this paper) but also the state of 
the practice (as illustrated by the study of local e-Gov by Ramaprasad et al. 
2015a). The maps can be used to highlight gaps in the research, in prac-
tice, and between research and practice. They can also be used for a com-
parative study of different regions (as discussed earlier) and different 
periods.

Analysis of these gaps, their antecedents, and their consequences will 
help develop a systematic roadmap for e-Gov research (and practice). The 
research maps can be used to inform practice; and the practice maps can 
be used to inform research. Thus, innovative advances in research can be 
translated into innovative practice, and innovative practices can be trans-
lated into innovative research to formalize their understanding and to 
generalize them. The comparative maps can also be used to cross-pollinate 
research and practice across geographical domains, keeping in mind the 
similarities and differences between them.
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CHAPTER 3

E-Justice in Europe: From National 
Experiences to EU Cross-Border Service 

Provision

Marco Velicogna

3.1  IntroductIon

Information and Communication Technologies (ICTs) are increasingly 
affecting the core elements of the justice systems (Contini and Lanzara 
2009, 2014; Fabri 2009; Reiling 2009; Velicogna 2008). The changes 
that are taking place range from the modalities in which access to justice 
is granted to the reshaping of judicial actions and the outcomes of judi-
cial proceedings, and to the reconfiguration of justice institutions 
(Contini and Cordella 2016). At the same time, the development, 
implementation and deployment of ICTs, and the complex intertwining 
between law, technology and organizations, which characterize e-Justice 
experiences, remains poorly understood (Contini and Lanzara 2009, 
2014; Carnevali 2009). The aim of this chapter is therefore to shed 
some light on this phenomenon and to provide a glance at its key ele-
ments, building on the European Union e-Justice experience at national 
and Community level. The analysis of concrete e-Justice cases allows us 
to clarify some of the practical implications of different experiences, 
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providing useful indications of the elements which have made feasible 
the development of effective e-Justice systems.

These e-Justice experiences need to be observed, keeping in mind the 
broader judicial reform context but also the judicial system’s specificities 
when compared to other public sectors. In recent years, justice adminis-
trations throughout Europe have embarked upon a wave of innovation 
initiatives that draw upon new public management (NPM) principles and 
the use of ICTs. Within this wave of initiatives, ICTs have been seen ini-
tially as a way to automate court activities and then, more and more, as a 
way to re-engineer business processes and to reshape the relation between 
the courts and their users. While this experience has many elements in 
common with other domains such as health, welfare, procurement, taxa-
tion and education, where technology is seen as a means for the “reorgan-
isation of the public sector, broadly stating that ICTs could impact on the 
four classical ‘pillars’ of the NPM agenda: efficiency, accountability, 
decentralisation and marketization” (Cordella 2007, p. 265), the justice 
domain has some peculiarities. An element of this can be seen in the fact 
that the EU e-Government assessment framework did not include any 
specific justice- related benchmarks until 2012–2013, when “starting a 
small claims procedure” was introduced (Lourenço et al. 2017; European 
Commission 2014).

Indeed, justice administrations are—and are part of—“highly struc-
tured and regulated systems, characterized by high level of formality, 
where standardized procedures and practices are designed to support 
and uphold the Law (and its liturgy) through the justice service provi-
sion” (Velicogna and Steigenga 2016, p. 7). Furthermore, values such as 
independence and impartiality of the judiciary and of the judges are 
strongly rooted in the fabric of democratic societies and are typically 
constitutionally guaranteed. NPM values such as efficiency and account-
ability and innovation initiatives need therefore to be balanced against 
them (Contini and Mohr 2007). This has resulted in complex processes 
of negotiation, mediation or conflict between law, technology and orga-
nizational and professional actors (e.g. CEPEJ 2010; Velicogna 2008; 
Contini and Fabri 2003).

Quantitative data collected on the diffusion of ICT in Europe by the 
CEPEJ (the European Commission for the Efficiency of Justice) through 
its 2016 evaluation exercise lead “to a confirmation of the trend outlined 
in previous reports: most States have invested significantly in IT for the 
functioning of their courts” (CEPEJ 2016, p. 5). At the same time, the 
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same report clearly states that the diffusion “of IT tools cannot be system-
atically linked to a good level of court performance” (CEPEJ 2016, p. 5).

The focus of this chapter is on e-Justice, which should be distinguished 
from two other groups of ICT initiatives that are affecting the justice 
domain: e-Legislation and e-Law. To e-Legislation pertains all those initia-
tives “that offer digital support for the process to draft legislation. Most of 
the initiatives in this field are within the Member States, as for example in 
Slovakia, Estonia and The Netherlands” (Steigenga and Velicogna 2016). 
e-Law, on the other hand, refers to access to national and EU legislation 
and jurisprudence. e-Justice at national level includes all those ICT tools 
and infrastructures developed to translate into digital format the justice 
service provision, including the creation of electronic databases and court 
records, case management systems and electronic communication with the 
parties in a case. At the EU level, e-Justice refers to all those ICTs that 
enable cross-border cooperation, including digital processing of cross- 
border legal procedures and the use of digital tools for cooperation 
between justice professionals (judges, public prosecutors, lawyers) located 
in different Member States. A number of such tools have been developed 
and implemented over time including video conferencing, Find a Lawyer, 
the Court Database and the e-CODEX infrastructure for the digital pro-
cessing of cross-border legal procedures (Steigenga and Velicogna 2016).

e-Justice has been the object of increasing attention from researchers 
and practitioners. Investigations have focused on different levels of analysis: 
a broad comparison of e-Justice national experiences (e.g.: Velicogna 2007, 
2008; CEPEJ 2010, 2012, 2014, 2016), an assessment of national experi-
ences (e.g.: Fabri 2007; Oskamp et al. 2004; Contini and Fabri 2003; Fabri 
and Contini 2001) and analysis of case studies (e.g.: van Dijk et al. 2016; 
Velicogna et  al. 2011, 2013). Furthermore, the initiatives to introduce 
e-Justice at the national level have been grouped into several categories 
depending on the level of the analysis and on the organizational level being 
involved in the adoption of the technology (e.g. individual, court office, 
justice administration and overall public administration) and the type of 
technology being introduced (e.g. basic infrastructure, basic tools for the 
direct assistance of court administrative staff and judges, case tracking and 
management, administration and management of the court, national data-
bases—interorganizational interoperability between justice and e-services) 
(Contini and Fabri 2003; Velicogna 2007, 2008; CEPEJ 2016).

An emerging element increasingly highlighted by the research is that 
“the introduction of ICT in the judiciary is not neutral and leads to pro-

 E-JUSTICE IN EUROPE: FROM NATIONAL EXPERIENCES TO EU... 



42 

found transformations in this branch of the administration” (Contini and 
Cordella 2016, p. 2), and that “technology cannot be grafted into well 
established and normatively regulated procedures without unpredictable 
consequences” (Velicogna 2011). It should not come as a surprise there-
fore that “the development and introduction of ICT in the justice sector 
is proving more complex than expected, especially when moving outside 
the traditional borders of the court”1 (Velicogna 2011). “New actors, 
such as technological partners and network providers make their appear-
ance. Power and organizational borders alter, as ‘who-does-what’ changes 
in the translation of procedures from paper to digital and from one form 
of digital to another” (Velicogna 2011).

To discuss the complex interaction between ICTs, justice systems and 
justice service provision, this chapter focuses on key elements of concrete 
e-Justice cases from national and EU experiences. National experiences are 
taken from MCOL (England and Wales), ERV (Austria), eBarreau 
(France) and the PCT (Italy), while EU experiences are derived from the 
EU e-Justice portal and from e-CODEX.

The experiences have been selected in relation to their ability to repre-
sent and clarify aspects of a more general discourse on the dynamics of 
ICT development, implementation and deployment. These experiences 
are taken from the more complex cases in which the ICTs adopted breach 
the traditional organizational and institutional borders of the court, link-
ing it to its actual and potential users and to its constituency. As we will 
see, in some cases, while smoothly functioning, e-Justice instead of disin-
termediation, easiness of and openness, may even complicate access to 
justice, while in other cases may reduce it only in relation to specific 
procedures.

3.2  natIonal ExpErIEncEs

ICT innovation in national justice systems is quite a complex phenome-
non, which has evolved over time through different but sometimes inter-
connected paths as experiences, standards and approaches have been 
shared. It is characterized by histories of tensions between different forces 
which have led to different results in different national contexts but with 
some frequent, if not common, elements: the struggle between the local 
and ad-hoc solutions and low standardization, versus centralized, stan-
dardized systems for the electronic tracking and management of cases; the 
development of tools answering specific needs versus systems that provide 
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more general—and generic—answers; ownership and control over the 
process and the data versus sharing; and security of the data versus allow-
ing access to users and citizens who have the right to have it (Velicogna 
2010). Depending on national specificities such as the organization of the 
judiciary and on other context-related factors, the institutional settings 
that emerged to manage ICT governance differ widely. The choice, for 
example, fell on the Ministry of Justice in Austria and France; on the 
Court Service in Ireland, Sweden and England and Wales; has been alter-
nating between the Judicial Council and the Ministry of Justice in the 
Netherlands; and is shared by the Ministry of Justice and the Judicial 
Council in Italy (Velicogna 2010).

What follows are three experiences that highlight some of the many 
complexities of what has been shown to be the most challenging aspect of 
e-Justice development at national level: the communications with legal 
validity between the various actors involved in the justice procedures. In 
particular, the English and Welsh case, Money Claim On Line, shows the 
advantages and limits of developing a system dedicated to a single simpli-
fied judicial procedure. The Austrian ERV case shows the growth and 
evolution of a complex e-Justice infrastructure involving a plurality of pri-
vate and public organizations over time, as scope, technological standards 
and legal framework have changed. Finally, the French e-Barreau case 
shows the complex development of e-Justice systems which take place out-
side the borders of the justice administration but are still within the justice 
domain, and which constitute key components of the e-Justice service.

3.2.1  England and Wales Single Judicial Procedure 
Application: Money Claim On Line

Money Claim On Line (MCOL) provides a good example of how a dedi-
cated e-Justice service can be implemented by building on existing tech-
nologies and organizations and allowing for delocalization. The case 
shows how rapid development and uptake was achieved by building on an 
existing installed base (organizations, software components, etc.) and 
leaving some space for incremental development (UK Government 
Gateway, etc.). The choice of having a single national jurisdiction for this 
online procedure has reduced the complexity (Lupo 2014a) of organiza-
tional adoption (compared to cases in which the technology must be 
adopted in a plurality of courts) creating a loosely coupled and relatively 
independent subsystem, easing problem solving and improving overall 

 E-JUSTICE IN EUROPE: FROM NATIONAL EXPERIENCES TO EU... 



44 

evolvability. Functional simplification of the technological requirements, 
limiting the scope of application of the procedure and moving it offline 
when complexity increased, has also reduced the complexity of the 
system.

MCOL was “designed to be a relatively simple way to commence a 
county court claim for a fixed amount of money”.2 It was set up in 2001 as 
part of the Northampton County Court Bulk Centre, which already pro-
vided a service for “bulk users” such as credit card companies and utility 
providers to electronically file large volumes of county court claims for 
money.3 Northampton County Court Bulk Centre handles the repetitive, 
staff intensive administrative part of county court cases. If a court hearing is 
required, then the case is heard by a Judge in one of the England and Wales 
county courts who has jurisdiction to decide on the case (Lupo 2011).

The development of MCOL was undertaken by the Department of 
Constitutional Affairs (now Her Majesty’s Courts and Tribunals Service—
HMCTS) in cooperation with the private company, EDS (Lupo 2014b). 
This was not a development from scratch, but the system was the result of 
the assembly, integration and adaptation “of antecedent technologies and 
institutional initiatives that formed the necessary, as it were, conditions for 
the development and setting up of the service” (Kallinikos 2009). Indeed, 
it was conceived as the front-end of the Northampton County Court Bulk 
Centre system, which provided its technological and organizational back- 
end (Kallinikos 2009). Furthermore, to expedite the implementation of 
the project, EDS subcontracted EzGov, a firm specializing in web prod-
ucts for government offices, to create the end website. In order to identify 
the user and allow payments it was also decided to adopt the functional-
ities inbuilt in FlexFoundation and not to use the UK Government 
Gateway as the payment engine as the latter, at the time, was not ready. 
The system uses a user’s credit card as a means of payment but also to 
identify the claimant (Kallinikos 2009). At present though, MCOL has 
been moved onto the e-Government Interoperability Framework plat-
form (e-GIF). In order to begin using the system, the claimant (or defen-
dant) is required to register for an account with the UK Government 
Gateway.4 Once the registration process is complete, the user is given a 
GG User ID and password and a unique MCOL Customer number.5 In 
this way, MCOL can be accessed directly through DirectGov, the govern-
ment’s citizen portal website. As a result of this integration, all existing 
MCOL users were required to re-register to continue to use the MCOL 
service (Velicogna 2011).
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Another element that supported the quick and successful implementa-
tion of MCOL was that development took place “against a background of 
procedural and administrative simplification which shaped the functional-
ities of the service to a large extent and combined with the installed base 
to determine the pattern of its implementation” (Kallinikos 2009). The 
development of the technology has taken place in parallel with the simpli-
fication of the legal procedure, including an attempt to draft it in a “plain 
text” understandable to lay users (Lupo 2014a).

A number of restrictions have been introduced to limit the complexity 
to be managed by the system. In order to be processed, the claim must 
meet the MCOL claim criteria.6 These criteria are indeed a way to simplify 
the characteristics of the claims that are processed through MCOL. So, for 
example, the claim must concern a fixed amount of money less than 
£100,000, it must be against no more than two defendants and the defen-
dant or defendant(s) must have an address in England or Wales where the 
claim can be served. The claimant must have a valid credit or debit card to 
pay the court fees, an address in the United Kingdom and an email address, 
be over 18 years old, etc. There are also limitations to the categories of 
defendants against whom a claim cannot be made, such as a person under 
18  years old, someone who lacks “mental capacity”, the Crown or 
Government departments etc.7 It is up to the claimant to ensure that such 
criteria are met. If a claim that does not meet them is filed online, it may 
be struck out or dismissed and the claimant will not be allowed to take any 
further action on it. Furthermore, a refund is not granted if the claim does 
not satisfy the criteria.8 Another simplification is related to the jurisdiction 
as all MCOL claims are issued in the name of Northampton County 
Court. In other words, there is no “obligatory court competence: The 
users themselves can decide whether to use the Northampton court or not 
because the relative competence of courts (where to go to with one’s case) 
is not obligatory” (Reiling 2009, p. 129). Also, “In England and Wales, 
no formal summons is needed to start a civil claim. The claimant sends his 
or her claim to the court, and the court notifies the defender by mail” 
(Reiling 2009, p. 129). In other countries, such as in the Netherlands or 
in Italy, a formal summons is required, increasing the complexity of the 
system.

In addition to the simplification introduced to reduce the complexity of 
the procedure to be made electronic, “MCOL has been essentially sup-
ported by an elaborate system of offline arrangements that supplements 
what can be done through the online service, acting at the same time as a 
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mechanism for offloading complexity onto the traditional system and as a 
buffer to the reintroduction of complexities into MCOL” (Kallinikos 
2009). Thanks to all these procedural simplifications and the effective 
assembly of existing technologies, procedures and organizational arrange-
ments, “the project went from defining the user requirement to live run-
ning in 17 weeks” (Fraser 2004).

What follows is a description of the MCOL procedure from the user 
perspective. The description puts into perspective the technical and proce-
dural solutions that have been devised to simplify the tasks that can be 
carried out online, and to observe the examples of switching from online 
to offline when the complexity of providing the online solution increases 
over a certain level. At the same time it also provides an idea of the incen-
tives for users to use the tool properly.

In order to begin, the claimant needs to possess certain information to 
proceed with a claim online. If the claimant makes any error in filling in 
the details of the claim he/she may have to pay a further fee at a later stage 
if they need to be amended. When the claim has been submitted, the 
claimant receives a claim number, which must be quoted in any future 
correspondence. The claimant must pay a fee to start a claim. The amount 
to pay depends on the amount of the claim (including interest). The 
claimant can then check the status of the claim and, where appropriate, 
request entry of judgment and enforce a judgment by way of warrant of 
execution. In an MCOL claim, judgment can be requested in the absence 
of a response (default judgment) or where the claim is admitted (judg-
ment by admission). The plaintiff does not have to pay a fee to request 
judgment.

The service of the document is then carried out offline through the 
postal service. The defendant has a specified period after service of the 
claim to respond. Defendants can reply to and check the status of their 
claims online. If the defendant fails to respond within the time allowed the 
plaintiff may request a default judgment be entered through 
MCOL. MCOL only processes default judgment requests at the end of 
each day. If a response is received from the defendant (acknowledgment of 
service, defence, part admission) on the same day as a judgment request is 
made, the defendant’s response takes priority, even if it is filed late. If judg-
ment is not requested within six months of the period for filing a defence, 
the claim will automatically be stayed and no further action may be taken 
on it unless the stay is lifted. If the plaintiff receives a signed admission 
from the defendant, a judgment by admission can be entered. The court 
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can ask the plaintiff to submit proof of the admission at any stage. If proof 
is not provided on request, the claim and judgment are automatically dis-
missed and the plaintiff may be ordered to pay costs. If the defendant 
admits only part of the claim, the court sends to the plaintiff a copy of the 
part admission to decide whether to accept it or not. If the plaintiff accepts, 
he/she can request a judgment against the defendant. If the claimant does 
not accept, the procedure goes offline and is transferred to a local court, 
and no further action can be taken online.

Over time, the procedure has changed to allow for more flexibility. So 
for example, in the past,if initially the claim could not be described within 
the allowed 1080 characters of the form, the claimant had to proceed 
offline. At present, if the claimant needs more text he/she can provide a 
brief summary of the claim within the particulars section of the form and 
send detailed particulars directly to the defendant. At the same time, in 
this case the claimant is then required to serve the detailed particulars on 
the defendant. Also it is possible here to see how greater complexity has 
been managed through offline means. Furthermore, the complexity 
increase is shifted mainly to the claimant, who not only has to serve the 
additional information, but must also provide confirmation to the court of 
the additional service details.

As a consequence of the system’s simplicity from the user perspective 
and of the incentives, both in terms of monetary costs and in terms of the 
advantage of being able to deal with the case online, MCOL is now issuing 
more claims than any local county court.9 While there is limited judicial 
involvement in money claims, the centralization of all online claims in a 
single electronic jurisdiction has resulted in less work for local court 
administrators and a speedy service provision.

3.2.2  Austrian E-Justice System: ERV and ERV-Web

The Austrian e-Justice experience is characterized by a steady incremental 
approach over a very long period of time. It shows how a system initially 
built to support a single simplified procedure for a limited group of profes-
sional users and on a given technological infrastructure has been increas-
ingly extended to include new procedures and users and has evolved over 
time as technological standards have changed. It also shows the role law 
needs to play in authorizing and supporting the use of technology, and the 
role of economic incentives in attracting users but also intermediaries and 
developers needed for the smooth functioning of the system.
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The experimentation of the possibility of electronically exchanging 
structured data between courts, parties and their representatives began in 
Austria in 1989, with the development of a system called Elektronischer 
Rechtsverkehr (ERV). The system was initially introduced in 1990 to sup-
port filing requests for injunction (Mahnklagen), a simplified money claim 
procedure (Bauer and Graf 2003). The system was developed by the 
Austrian Federal Ministry of Justice in collaboration with the Bundesre-
chenzentrum (the Federal Computing Centre) which developed the soft-
ware, Radio Austria (now Telekom Austria AG) acting as clearing house, 
and the Bar Association. “Interestingly, the costs were mostly borne by 
Radio Austria […], which refinanced these through the volume of transac-
tions later on” (Koch and Bernoider 2009).

In order to allow the use of technological means in place of the tradi-
tional ones for the exchange of data and information10 between lawyers and 
courts, a number of legislative changes were required. In particular, the 
possibility of formally communicating between courts and parties was intro-
duced in 1990 with an important change in the Court Organization Statute, 
including, among other things, the e-filing regulation framework, provid-
ing rules for contents, relevant dates and warranty (§ 89a Abs 1 & 2, § 
89b–e). Within this procedure, the possibility of e-filing legal actions which 
result in an order of payment was subject to the condition that no objec-
tions were made by the other parties involved (Koch and Bernoider 2009).

After its introduction, the system was gradually extended both in terms 
of potential users and in terms of available procedures. At the same time, 
the technological component has evolved. As far as users are concerned, 
ERV was initially open only to lawyers, notaries and the Federal Law 
Office of the Republic of Austria acting as a representative for the regional 
authorities. Starting from 1994, the system was then gradually opened to 
other users including public law bodies and certain organizations subject 
to government supervision such as banks and insurance companies (Koch 
and Bernoider 2009). The restriction to authorized ERV-users (lawyers, 
notaries, banks, insurance companies etc.) was finally cancelled in 2000 so 
in principle every citizen can now use the system.11 Since 1999 the system 
has also been open to the communication from courts to parties. While 
initially receiving such communication from the court was voluntary, since 
mid-2000 it became compulsory for the legal professionals using the sys-
tem (Koch and Bernoider 2009).

In addition, the matters for which electronic communication is avail-
able have gradually extended. So, while initially the system allowed only 
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the filing of requests for injunction, in 1995 ERV functionalities were 
extended to include requests for enforcement (Exekutionsanträge), in 
1996 the informal motions and complaints in labour court proceedings 
(formlose Anträge und Klagen in arbeitsgerichtlichen Verfahren) and in 
2003 court complaints (Klagen an Gerichtshöfe). In order to allow data 
exchange in these new areas, changes were required to several decrees 
dealing with forms to be used in the judiciary system (ADV- 
Formverordnung AFV 2002, 3. Formblat-Verordnung Formblatt-V).

At the same time, in order to incentivize the use of the system, changes 
were introduced to the law governing court fees, reducing them in cases of 
e-filing. Also, the fee requested by the clearing house for managing the 
procedure is half that of the postal fee. While initially economic incentives 
were introduced to attract potential users, from 1999, all law firms are 
“required to have the necessary technical facilities to support the system, 
and, in accordance with the new budget law, their agreement to be able to 
receive documents from courts is not solicited” (Koch and Bernoider 2009).

From a technological perspective, ERV has been developed as a closed 
system. It was based on a dial-up connection using a modem and a propri-
etary communications protocol. Since 2007 the data exchange takes place 
via Web Service—SOAP12 or XML—but the new version of ERV 
(webERV) is not based on the WWW service. Transmissions are encrypted 
using an SSL protocol. On 31 December 2008, Telekom Austria closed 
the ERV dial-up service and at present the transmission takes place only 
via Web Service. In order to allow the use of webERV, regulations on 
electronic legal transactions (Verordnung der Bundesministerin für Justiz 
über den elektronischen Rechtsverkehr - ERV 2006, BGBl II 481/2005) 
had to be introduced. Details both on the technical and security features 
and on the types of pleadings that can be transmitted through webERV 
are provided (Velicogna 2011). Among other things, the introduction of 
Internet technology has provided the opportunity to include attachments 
to the structured messages.13

The overall architecture (see Fig. 3.1) enabling the electronic commu-
nication is quite complex and includes several components managed by 
different actors, which are placed between the end user and the court. Apart 
from an Internet connection and a PC, an end user (e.g. lawyer) must have 
an Austrian bank account and ERV client software provided by an autho-
rized software company (and supported by a “clearing house”). Furthermore, 
each user needs a unique identification code. The code is provided by the 
Bar Association to lawyers, by the Chamber of Notaries to Notaries, and by 
the Ministry of Justice to the other users (Koch and Bernoider 2009).
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Using the ERV client software, the end user sends its applications or 
submissions to a “Clearing House”. The Clearing Houses provide an 
intermediation service between the ERV service and end users. The 
Clearing Houses are responsible for the registration of end users, for the 
payment procedure and for the validation of documents sent by end users. 
Furthermore, they are responsible for delivering messages received by the 
courts to end users. The messages received by end users are therefore vali-
dated and forwarded once a day to Bundesrechenzentrum, which man-
ages ERV Services for the Federal Ministry of Justice. ERV Services 
includes a central access point responsible for retrieving applications or 
submissions from the Clearing Houses and delivering them to the corre-
sponding automated court procedures and for sending court documents 
to the Clearing Houses. The messages from end users are therefore deliv-
ered to the courts through the dedicated automated court procedure. 
Once received by the courts, the messages are catalogued and given to the 
judges in electronic or printed form. An acknowledgment is then sent to 
the petitioner with data, including case number, through the ERV infra-
structure (see Fig. 3.1) (Koch and Bernoider 2009).

In 2015, through ERV a total of 15.4 million electronic transactions 
took place, including 4.7 million communications and 7.8 million trans-
missions sent via the “return traffic stream”. In the same year, 94 per cent 
of all civil suits and 91 per cent of the applications for enforcement were 
filed electronically.14

3.2.3  E-Barreau, the French e-Justice Infrastructure 
for Lawyers

The French e-Barreau experience shows how in the development of large 
information infrastructures such as e-Justice systems, users and user 
 organizations may become relevant players. It also shows how e-Justice 
development, when looked at from a diachronic perspective, shows non-
linear and emergent dynamics that get lost when looking at the system 
once it has been implemented. It also shows how the choice of the stan-
dards and systems to be implemented may be more the result of political 
decisions than technical or cost/efficiency choices.

In France, official electronic communication between the courts of 
ordinary jurisdiction and lawyers began in 2003 with the deployment of a 
system called E-Greffe. This electronic communication system was intro-
duced in the Paris tribunal de grande instance. E-Greffe went into service 
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in Paris from 2003 to early 2009. Following the initial E-Greffe experi-
ence, in 2004, the National Bar Council (CNB) proposed to the Ministry 
of Justice a nationwide electronic communication project called e- Barreau, 
to exchange official judicial data and documents between lawyers and the 
courts (Velicogna et al. 2011). One of the CNB objectives with e-Barreau 
was the development of an electronic communication system in compli-
ance “with the rules regarding attorney-client privilege and confidential-
ity” (Velicogna et al. 2011, p. 172). On the other hand, the Ministry of 
Justice was interested in extending the E-Greffe experience at the national 
level as it was seen as a means to reduce court workload and improve the 
efficiency of the justice service delivery.

On 4 May 2005, the National Bar Council and the Ministry of Justice 
signed a convention providing a national framework defining the rules to 
be followed by official electronic communication between courts and law-
yers. These covered lawyers’ access to relevant information available on 
the court CMS in relation to their cases, two-way official communication 
between courts and lawyers, and the exchange of legally valid documents. 
Within the framework of the convention, the National Bar Council “had 
to provide lawyers with a solution allowing them to connect to the courts’ 
registers” (Velicogna et al. 2011, p. 174). Accordingly, the National Bar 
Council invested in the development of a “lawyers’ e-Barreau package that 
included broadband internet access, a secured mail inbox, a digital certifi-
cate stored on a USB key, and a digital signature tool” (Velicogna et al. 
2011, p. 174).

Also according to the framework, the Ministry of Justice was to develop 
a communication add-on to allow access to the Justice VPN (virtual pri-
vate network) and to connect to the court Case Management Systems. 
The trialling of such add-ons began in 2006 in three tribunaux de grande 
instance. At the same time, the National Bar Council ICT chose to 
 introduce an Internet provider monopoly and high fees (€55 per month), 
and this coupled with a lack of concrete advantages in the use of the law-
yers’ VPN, resulted in a very low number of subscribers between 2005 
and 2007 (Velicogna et al. 2011, p. 175). Furthermore, criticisms were 
directed at the CNB for being not transparent in the methods used for 
selecting software providers and for the resulting ICT choices.

In 2007 though, a strong impetus for the development of e-Barreau 
came from the new Ministry of Justice. On the Ministry of Justice side, the 
deployment of the tribunaux de grande instance add-on was speeded up. 
A new framework agreement was also signed between the Ministry of 
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Justice and the CNB15 to reinforce the commitment of both institutions 
and further define roles and organizations in the official electronic data 
exchange (Velicogna et al. 2011).

In particular, the Ministry of Justice agreed to determine the terms of 
the interconnection between the justice network and the lawyers’ net-
work, in consultation with the CNB, and authorized a single national 
access between the two independent private networks. At the same time, 
according to the agreement, the CNB is responsible for the implementa-
tion of the technical infrastructure allowing the connection of lawyers 
(e-Barreau), and for maintaining the software responsible for connecting 
lawyers to the courts.16

In parallel, the National Bar Council worked to reduce the drawbacks 
of the lawyers’ e-Barreau infrastructure. First of all, with the introduction 
of a data encryption box, mandatory Internet access subscription was no 
longer required. Secondly, the fee was reduced to €32 per month. 
Furthermore, the Paris Bar was allowed to use an ad-hoc solution to access 
the system which went through the existing E-Greffe at much cheaper 
rates (Velicogna et  al. 2011). While this solved some of the problems, 
allowing a faster diffusion of e-Barreau, it left other problems on the table, 
such as the concern about the CNB methods used to select software pro-
viders and ICT choices (an encryption box monopoly was introduced). It 
also introduced a new problem, relating to the exception made for the 
Paris Bar Association and for none other.

These problems, in time, caused a reaction in the unsatisfied lawyers 
and some of their local bar associations. The situation became critical in 
Marseille, where the Bar Association developed an ad-hoc system that 
allowed the use of a single encryption box for all its lawyers. As the encryp-
tion box provider cut the service to Marseille, the problem became a legal 
and political one. While in the end the Marseille lawyers did not win their 
legal battle, the reports drafted discussing the alternative technical solu-
tions showed that the e-Barreau was not “better” from a technical 
perspective.

Also, while the system started to be diffused on a national scale, courts 
were unable to recognize and proof the digital signatures on documents 
submitted by lawyers. A temporary solution was provided under Décret 
no 2010-434 du 29 avril 2010 which stated that until 2014 submission 
thorough e-Barreau was equivalent to signature. Conventions ratified 
between the local bar associations and courts allowed sending electronic 
documents in place of paper originals. At the same time, for all cases in 
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which the handwritten signature was mandatory, the signed paper original 
had to be scanned and then sent as an attachment.

As of 2016, all this complexity seems to be in the past as e-Barreau 
allows its lawyers to communicate not only with the ordinary jurisdiction 
courts but also with the administrative ones. A free application for iPhone 
and Android for registered lawyers has been launched to allow access to all 
e-Barreau information in real time17 and it has become possible to move 
to the Cloud, and to access all e-Barreau services and functionalities 
through the Cloud Privé des Avocats.18

3.3  E-JustIcE In thE Eu
EU e-Justice is an umbrella term under which a variety of initiatives and 
policies coexist at different levels. According to Kramer, “the overriding 
aim of e-justice at the EU level is to improve access to justice, in particular 
for cross-border cases in civil and commercial matters, and, more recently, 
to enhance administration and collaboration in criminal matters” (Kramer 
2015, p. 1).

“While the first European research seminar on information and com-
munication technology in the European judicial systems was held in 
Bologna in September 2000,19 the political discussion on EU e-Justice 
started back in 2006 when the Austrian Presidency organized the first 
e-Justice conference. The central theme was how Justice could benefit 
from digital support and what approach would be fruitful” (Steigenga and 
Velicogna 2016). An year later, in June 2007, the Justice and Home 
Affairs (JHA) Council conclusions indicated “that work should be carried 
out with a view to developing at European level the use of information 
and communication technologies in the field of justice, particularly by 
creating a European portal to facilitate access to justice in cross-border 
situations”.20 Since then, EU Member States, the EU Council, the EU 
Commission and the EU Parliament have worked to foster an overall 
e-Justice strategy and to create synergies between efforts at European and 
national levels.

Following the indications provided by the European Council, the 
Commission presented a communication ‘Towards a European e-Justice 
Strategy’ in June 2008.21 According to the Strategy, while the “develop-
ment of e-Justice depends primarily on the will of the Member States”22 at 
national level, the Commission has financed the development, operation 
and translations of the European e-Justice Portal and provided funding 
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opportunities for e-Justice projects through a number of means, including 
DG Justice, the Connecting Europe Facility, the Interoperability Solutions 
for European public administrations, and the Competitiveness and 
Innovation Framework programmes.

At the same time, “the European Parliament has demonstrated its inter-
est in the work carried out in the area of e-justice. On 18 December 2008, 
it adopted a Resolution on e-justice[23], in which it stated, inter alia, that 
a suitable machinery should be set up to ensure that future legislation is 
designed in such a way that it can be used in online applications”.24

In March 2009, the Council adopted the first Multiannual European 
e-Justice Action Plan (2009–2013), prepared in cooperation with the 
Commission and the European Parliament.25 According to the Action 
Plan, European e-Justice must be designed respecting the principle of the 
independence of the judiciary. At the same time, “from a technical view-
point, e-Justice must take into account the more general framework of 
[EU] e-Government”,26 and in particular of the body of expertise already 
developed in fields such as secure infrastructure and the authentication of 
documents, e-Signature and e-Identity. Furthermore, the European 
interoperability framework (EIF) developed within the IDABC pro-
gramme should be promoted in cooperation with the European 
Commission.27 In conjunction with the adoption of the first action plan 
the Council endorsed the setting up of a new working structure, the 
Working Party on e-Law.

The current Strategy on European e-Justice (2014–2018) builds on the 
work done so far emphasizing “the key role of the European e-Justice 
Portal, and outlines the key objectives and the modes and measures of 
implementation” (Kramer 2015, p. 1). Figure 3.2, elaborated within the 
API for Justice project, provides a map of some of the key e-Justice proj-
ects ongoing at the EU level, dividing them by user group, channel 
(e- Justice portal, closed or open public national application or third party 
application) and kind of service provided).

While these initiatives are laudable, so far e-Justice and its governance 
have been typically characterized by an instrumental stance, according to 
which technology is seen as a passive tool that may support the justice 
service provision. As an example, in its communication to the Council, the 
European Parliament and the European Economic and Social Committee, 
‘Towards a European e-Justice Strategy’, and the European Commission, 
e-Justice represents a means of “placing information and communication 
technologies (ICT) at the service of judicial systems creates possible 
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solutions by improving their functioning and contributing to a streamlin-
ing of procedures and reduction in costs”.28 The theme of the latest e-Jus-
tice conference organized under the Dutch presidency of the EU 
“e-Justice: it’s not about technology!” though, seems to indicate that a 
shift in perspective is starting to take place.

The following sub-sections describe the two most relevant develop-
ments in EU e-Justice: the EU e-Justice portal and the e-CODEX.

3.3.1  The EU E-Justice Portal

As previously mentioned, in June 2007, the JHA Council decided that a 
“European portal to facilitate access to justice in cross-border situations”29 
should be created. On the basis of this decision, the EU Commission 
drafted a first overall strategy for the development of e-Justice at the 
European level in synergy with the Member States (Xanthoulis 2010). In 
June 2008, “the Council welcomed the initiative to ‘progressively estab-

Fig. 3.2 Representation of European e-Justice landscape. Source: Own 
elaboration
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lish a uniform EU e-Justice portal by the end of 2009’”.30 The aim of the 
portal was identified as to “provide a single, multilingual, user-friendly 
access point (‘one-stop shop’) to the whole European e-Justice system, i.e. 
to European and national information websites and/or services”.31 The 
European e-Justice Portal has been defined as “one of the most challeng-
ing and innovative initiatives recently taken by the European Union to 
promote the harmonization of rules in several fields, in order to improve 
access to justice” (Carboni 2014).

The portal was launched on 16 July 2010 to “make life easier for citi-
zens, businesses and practitioners in Europe”,32 and as a means to improve 
access to justice and its delivery. In her inauguration speech, Viviane Reding 
(Member of the European Parliament) portrayed its function as that of 
increasing knowledge of EU legal systems, to increase trust and “the con-
fidence that your rights will be protected no matter where you are in 
Europe”,33 and as a “one-stop cyber shop for justice information”34 for EU 
citizens, businesses and lawyers. More than just information, it was intended 
to be a means of quickly providing citizens with legal information and 
advice.35 The EU e-Justice Portal is hosted and operated by the European 
Commission in line with the indications provided by the Council.36

When the e-Justice Portal began operating in 2010, it built upon previ-
ous EU e-Justice experiences. In particular, since 2003 the Commission 
had sustained “the creation of a web-portal for the European Judicial 
Network in civil and commercial matters, to support the exchange of 
information and experience and boost cooperation between the Member 
States as regards civil and commercial law” (Velicogna 2010). It had also 
supported the set-up of legal “atlases” for criminal and civil matters. The 
European Judicial Atlas in Criminal Matters was established to facilitate 
the work of legal practitioners in the practical implementation of requests 
for mutual legal assistance between the Member States, supporting the 
identification of the local competent authority and the direct transmission 
of requests.37 At the same time, the European Judicial Atlas in Civil Matters 
was set up to provide legal professionals, EU citizens and businesses’ with 
access to information relevant for cross-border judicial procedures in civil 
matters. This includes the information needed to identify the competent 
courts or contact authorities using online forms. As the European e- Justice 
Portal came online, the European Judicial Atlases were phased out and 
their contents were moved to the Portal.38

The e-Justice Portal supports access to judicial information and to 
functionalities designed to support access to justice. It is a source of infor-

 E-JUSTICE IN EUROPE: FROM NATIONAL EXPERIENCES TO EU... 



58 

mation for specific categories of justice users, including citizens, busi-
nesses, legal practitioners and judiciary. As an example, it provides 
European citizens with information ranging from victims’ and citizens’ 
rights in criminal proceedings to guidelines to initiate different kinds of 
civil proceeding in another Member State. Different information is pro-
vided for each of the 28 Member States by the national competent author-
ities. The pages are then translated over time into all EU official languages. 
Increasingly, though the e-Justice Portal also offers access to a number of 
tools, such as the EU legislation database, Eur-lex, which can be searched 
by legal professionals who needed to access justice services; and the ECLI 
search engine, designed to facilitate access to jurisprudence in the EU 
cross-border context by allowing EU citizens and legal practitioners to 
easily locate case law and featuring an European Case Law Identifier.

Online multilingual dynamic forms that support the direct use of cross- 
border judicial procedures, such as the European Order for Payment pro-
cedure providing electronic forms that can be filled in online, printed and 
then sent to the competent court. User guides to cross-border procedures 
have recently been made available and are being constantly improved, to 
provide help to the more or less expert users to select the right legal tool 
and identify the actions that need to be carried out. At the same time, 
these guides seem to fail to convey the practical knowledge needed to deal 
with concrete cases, as the level of harmonization of EU procedures is 
often quite low for key steps, and the national implementations are char-
acterized by “divergent practices and interpretations” (Ontanu 2016). A 
wizard has been introduced to support the selection of one of the cross- 
border civil procedures by answering a tree of questions, but its usefulness 
has been also questioned (Velicogna and Lupo 2016).

Users can register and log in to the portal through the European 
Commission Authentication Service (ECAS), although this is not required 
by the general public for accessing the above-mentioned services. 
Nevertheless, services which will be made available in the near future make 
use of this feature of the Portal.

Additional functionalities are also provided in cooperation with third 
parties and additional tools are being connected. As an example, a “find-
ing a competent court” function is available to “help you identify the 
competent court for a specific case”, although the tool does not help 
understanding if a court is actually competent for a given case but provides 
just a number of courts that have competence in a given area, telephone 
numbers and other contact information.39 Another functionality is a search 
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engine called Find-A-Lawyer,40 which help portal users to find lawyers on 
the base of different criteria such as country, practice area or language. 
This functionality is provided by the European Commission in collabora-
tion with the participating national bar registers and with the support of 
the Council of Bars and Law Societies of Europe (CCBE). The next step, 
Find-A-Lawyer 2 (FAL 2) provides a tool to verify lawyers’ e-identity and 
status in cross-border legal transactions.41 The system has already been 
developed and should be made available in 2017. A similar tool is Find-A- 
Notary, which is provided to the general public by the European 
Commission, the Council of Notaries of the European Union and the 
national chambers of notaries participating in the project. The 
Interconnection of Insolvency Registers service supports the search of 
information on insolvency proceedings in the participating Member 
States’ national registers. The portal is also in the process of being inter-
connected with the e-CODEX infrastructure, to support the electronic 
communication and transmission of legal documents in EU cross-border 
judicial procedures. The services should be accessible through ECAS cre-
dentials and require the user to be the owner of a digital signature issued 
by a provider on the EU Trusted list.42 By the end of 2016 the service was 
still in the technical testing phase.

3.3.2  E-CODEX Project: Enabling Electronic Judicial 
Communication in Cross-Border EU Procedures

As pointed out by Velicogna and Steigenga in their attempt to tackle 
e-CODEX complexity, “the first problem that presents itself in describing 
e-CODEX is its definition. Depending on the focus of the attention and 
on the objective of the analysis, e-CODEX has been defined as a project,43 
a technology,44 a cross border infrastructure developed and implemented 
in the EU justice domain,45 a governance player in the EU justice domain,46 
an assemblage of heterogeneous components, a method.47” (Velicogna 
and Steigenga 2016, p. 9) and a Complex Adaptive System (ibidem).

Defined as a project, e-CODEX is a EU cofunded Large Scale Project 
(LSP) in the domain of e-Justice.48 It started in December 2010 as a 
36-month project involving 19 partners and 15 European States, mainly 
through their Ministries of Justice or their representatives, but also three 
other institutions: the Council of Bars and Law Societies of Europe, the 
Council of the Notaries of the European Union and the National Research 
Council of Italy. The project was then extended twice to last 66 months. 
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The extension also had a budget rise from €15 million to €24 million (EU 
contribution: €12 million). It lasted 66 months running from December 
2010 to May 2016 with a €24 million budget (EU contribution: €12 mil-
lion).49 The number of participants increased to 27 and the number of 
countries actively involved to 22 (20 EU Member States plus Norway and 
Turkey). e-CODEX features in the Strategy on European e-Justice 
2014–2018, which has been endorsed by the Council of the European 
Union and the European Parliament. The e-CODEX Project aims to 
improve interoperability between legal authorities within the EU with a 
minimum impact on existing national ICT solutions. In this context trans-
port of data and documents is a key element of the solution. Any function-
ality to be developed for a cross-border e-Justice service necessarily means 
transport of information from one country to another  (Velicogna et al. 
2016; Lupo and Velicogna 2017).

In terms of technology, the e-CODEX project developed a content 
agnostic e-delivery solution that uses building blocks from previous EU 
Large Scale Projects50 and national projects, to allow electronic communi-
cation in cross-border justice procedures. The e-CODEX “solution is con-
tent agnostic, in the sense that the transport of data is independent from the 
format of the files being exchanged and from the business processes being 
supported” (Velicogna and Steigenga 2016, p. 12). As a key requirement of 
electronic communication in judicial procedures is its legal effectiveness, the 
e-CODEX solution also supports the validation and cross-border recogni-
tion of e-identities and e-signatures (Velicogna 2014, 2015).

As several Member States participating in the project had already made 
consistent investments in national e-Justice systems,51 in light of the indi-
cations of the Multiannual European e-Justice Action Plan (2009–2013),52 
and of the subsidiarity principle, a centralized approach was rejected and a 
multilateral gateway-based architecture was selected. As a result, no cen-
tral technical component is involved in the communication, as the inter-
connection is provided through national gateways (Hommik and Klar 
2016; Velicogna and Steigenga 2016). The function of the gateways is to 
separate national solutions from e-CODEX allowing them to exist inde-
pendently. It converts messages from the national standards to common 
standards supported by e-CODEX and vice versa (Borsari et  al. 2012, 
p. 9). The system is therefore based on common standards agreed upon by 
the partners and not on bilateral arrangements which would create the 
need for the development and maintenance of a high number of solutions 
and agreements (Borsari et al. 2011).
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The resulting e-CODEX architecture enables the interconnection of 
national systems by using the ebMS (3.0) standard for this electronic com-
munication. The e-CODEX e-Delivery solution maps the (proprietary) 
national formats to an ebMS-based standard transport format used 
between the gateways. Through this, e-CODEX limits the impact of the 
interconnection of national systems (e-CODEX 2015).

At the same time, the function of the e-CODEX technical infrastruc-
ture is not limited to the e-delivery of data and documents. “To enable 
meaningful exchange of information between national systems, it also sup-
ports semantic interoperability” (Velicogna and Steigenga 2016, p. 12). 
As previously mentioned, Member States have developed national e- Justice 
solutions. Such solutions are based on semantic structures developed 
domestically and therefore the direct exchange of structured data between 
them is not possible, as semantic information does not match. To support 
the exchange of semantic information, e-CODEX developed common 
document standards and semantics. “Specific coding schemas used by 
national systems need to be transformed in order to be interpreted by 
other systems using different schemas. This transformation is better known 
as mapping” (Velicogna and Steigenga 2016, p. 12). As a result, e-CODEX 
provides the “means to connect rightfully and meaningfully that data that 
is presented in a different format and may carry different interpretations 
within the Member States” (Francesconi et al. 2011). The common docu-
ment standards and semantics are created following a use-case centric 
modelling approach developed by the project which, with the support of 
national experts, define and update the specifications which ensure “mutu-
ally equal interpretation of data exchanged between national electronic 
systems in cross border legal procedures” (Velicogna and Steigenga 2016, 
p. 12). In practice, when processed through e-CODEX, the national com-
munication semantic concepts are transformed into “European” semantic 
concepts. Member States are responsible for when, if and how the messages 
are transformed from European to national standards and vice versa. The 
result is that the data being exchanged “is clearly and uniformly under-
stood when exchanged through the e-CODEX infrastructure” (Francesconi 
et al. 2011).

In addition to the e-Delivery and semantic transformation functions, 
cross-border e-Justice communication also requires the development of 
means to ensure e-Identification and Expression of Will solutions. From a 
technical perspective, identity management systems, systems supporting 
the indication of intention by identified users and signature verification 
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solutions were already in place in the different Member States but were 
not interoperable across national borders. To solve this problem, 
e-CODEX developed a mechanism to validate the signature/identifica-
tion that works at the level of the sender’s e-CODEX gateway, which cre-
ates a certification signed by the sending authority (i.e. the Ministry of 
Justice of the sending Member State). This certification is called Trust- 
Ok- Token (e-CODEX 2015). At the time of the e-CODEX system’s 
development the legal framework on e-Identification and Expression of 
Will was not sufficient to support the legal validity of e-signed documents 
or to perform legal steps in the cross-border judicial context. So, the 
e-CODEX partners drafted an agreement called the Circle of Trust, 
signed by all piloting Member Stat competent authorities (i.e. the 
Ministries of Justice). This established a firm basis to recognize exchanged 
electronic information with a minimum level of organizational require-
ments needed for operational and technical matters related to, or in con-
nection with, the functioning of the e-CODEX system. One of the key 
concepts supported by the Circle of Trust is that if the information is 
trusted by the Member State where it originates from, then it may also be 
trusted by the receiving State/s, subject to certain conditions. A Circle of 
Trust is understood as the mutual recognition between Member States of 
electronic data, documents and signatures within the existing legal frame-
work (Velicogna et al. 2014, pp. 32–33).

During the project, the system was tested through piloting with “live 
cases”, which refers to the use of the system by real people involved with 
real cases. By the end of the project in May 2016, the project had five 
services in the live phase: the European order for Payment, live since 
August 2013 with seven Member States connected;53 the EU Small 
Claims, live since June 2015 with four Member States connected;54 the 
Synchronous Communication applied to Business Registers, live since 
September 2015 and providing services in three Member States;55 the 
Secure Exchange of Sensitive Data (which includes Mutual Legal Assistance 
for criminal law, civil justice Taking of Evidence, EURegio and the Mutual 
Recognition of Custodial Sentences), live since November 2015 and pro-
viding services in three Member States;56 and finally, the Financial Penalties, 
live since May 2016 and providing services in two Member States.57 
Overall, 13 Member States are involved in the piloting (Hvillum et  al. 
2016, pp. 17–26).

After the end of the project, a viable solution for e-CODEX sustain-
ability “taking into account the principles of voluntary action, decentrali-
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sation, interoperability and independence of the judiciary, and the need to 
take into account the interests of those Member States not currently par-
ticipating in the e-CODEX project” is being implemented.58 The sustain-
ability of the technical generic components is being ensured by the 
“Connecting Europe Facility” (CEF). At the same time, the “e-CODEX 
system was recognized as more than just the sum of the technical parts, 
and as an essential element in the future of European Justice”. To that end 
the e-CODEX partners, the Member States, the EU Council and the EU 
Commission devised a multi-step approach to ensure the long-term sus-
tainability of e-CODEX. In the short term, a EU cofunded project called 
Me-CODEX (Maintenance of e-CODEX) will cover the maintenance of 
the e-CODEX assets specifically related to the e-Justice service provision. 
Me-CODEX should ensure a swift and sustainable transition of the 
e-CODEX project towards long-term sustainability. In the long term, 
e-CODEX e-Justice assets should be handed over to an EU agency that 
will take responsibility for the daily maintenance of the solutions, on- 
going development and support to EU Member States and associated 
countries (Velicogna and Steigenga 2016).

While e-CODEX core system sustainability has been ensured after the 
end of the project, a constellation of activities in the e-Justice domain was 
also triggered from e-CODEX’s achievements. To cite four initiatives that 
started in the first half of 2016:

 1. The CCBE, within an EU cofunded project, is planning to connect 
Find a Lawyer 2 (a tool that allows lawyers to verify e-ID in cross- 
border procedures) to e-CODEX. “Within the framework of 
e-CODEX, FAL 2 will provide the necessary solution to ensure that 
the person claiming to be a lawyer is indeed a qualified lawyer in his/
her home jurisdiction and is, thus, able to fill in claims on behalf of the 
client through e-Justice procedures available, for instance, under 
e-CODEX”.59 More concretely, a use case on Lawyer2Court commu-
nication consisting of testing the participation of lawyers in EPO via 
the European e-Justice Portal using the outcome of the projects FAL2 
and FAL3 has been initiated and will be finalized in the context of the 
expected Me-CODEX project.60

 2. Pro-CODEX (Connecting legal practitioners’ national applications 
with the e-CODEX infrastructure), a EU cofunded project that inves-
tigates the conditions to make e-CODEX and the applications used by 
legal professionals (lawyers and notaries) interoperable. e-CODEX 
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provides general solutions and is well tailored to meet national courts’ 
needs, while the e-Justice Portal should provide a solution for non- 
repetitive players. At the same time, software houses providing systems 
for legal professionals do not seem interested in developing e-CODEX 
interfaces due to the limited number of users. Thus, Pro-CODEX will 
provide the means to extend the user bases of e-CODEX, investigating 
the issues related to the connection of legal professionals’ applications 
to the e-CODEX infrastructure and develop running pilots in a limited 
number of countries.

 3. The “API for Justice” EU cofunded project, coordinated by the Dutch 
Ministry of Justice, aims to open up the infrastructure for cross-border 
legal services provided by e-CODEX and the European e-Justice por-
tal, by means of an API (Application Programming Interface). This 
would make it possible for third parties to build applications which use 
the e-CODEX services.

 4. e-CODEX 2.0, a research initiative funded by the Research Institute 
on Judicial Systems of the National Research Council of Italy (IRSIG- 
CNR), which participated in the e-CODEX project, to investigate 
through a multidisciplinary approach e-CODEX project developments 
and to follow its long-term sustainability path.

3.4  concludIng rEmarks

This chapter has shown many of the different elements that are part of 
e-Justice’s complexity at national and EU levels. The use of case studies 
has allowed us to highlight the complex intertwining of technological, 
legal, organizational and political elements which combine over time in 
the building of e-Justice systems, which is lost in the quantitative represen-
tations provided by tools such as overall e-Justice development or global 
level of IT equipment indices.

Several lessons can be learnt to help policy makers and practitioners 
involved in the planning or implementation of e-Justice systems. The first 
lesson is that, as just mentioned, e-Justice is not just about the develop-
ment of a technological layer to improve the efficiency of the system. 
Technology needs to be authorized and regulated at the normative level 
to produce “legal” effects. At the same time, while single, simple, legal 
procedures may be “quickly” redesigned to “accommodate” the new 
technologies, such as in the MCOL case, the development of complex 
e-Justice systems, such as the Austrian infrastructure system, can only take 
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place over time and through mutual adaptation at the legal and techno-
logical level. Furthermore, even in the case of MCOL, the system is assem-
bled by building on the existing legal, technological and organizational 
framework and from its components.

Furthermore, the examples provided show how e-Justice has clear 
implications as far as traditional organizational borders and logics of action 
are concerned. Political, legal and operational consequences of the institu-
tional reconfigurations that take place as offline procedures go online need 
to be not only carefully considered, but also monitored, as many of the 
consequences are emergent and not easily predictable. As the ERV case 
shows, for example, in the digital world the offline space, which is occu-
pied by the court counter that stays between the lawyer filing a document 
and the court clerk, becomes populated by a number of technological 
systems and organizations (the Clearing Houses, the Federal Computing 
Centre, the ERV, the justice applications). The borders between private 
and public, between party, law firm and court become more blurred. To 
the French lawyer accessing his court hearing calendar it is not obvious 
where the information he or she is consulting is located. Is it in his or her 
computer, in a server in the court, in a centralized database of the ICT 
department or in some private data warehouse? Is it updated? At the same 
time, if everything is working properly there is no need to know. The 
problem is that as some of the case examples show, the practice is full of 
moments in which the techno-legal systems do not work seamlessly. In 
those moments, the understanding of the online architecture becomes 
relevant again.

Another important element, which emerged from the cases, is the par-
tial nature of the online systems. While MCOL shows how this on/offline 
nature can be used to simplify the provision of e-Justice services, the 
offline component is part of all systems described. Forms for cross-border 
procedures can be filled and printed from the EU e-Justice portal,  paper 
originals are scanned and attached to structured messages by the Austrian 
lawyers, and so on. This on/offline possibility allows limiting the com-
plexity of the e-Justice systems to a manageable level.

Finally, the cases show how e-Justice cannot be understood if it is con-
ceived as a static object once implemented. All cases show that apart from 
the non-linear path that characterizes the e-Justice systems’ development, 
not just their technical, legal and organizational components, but also 
their objectives, keep evolving over time. This is the clear case of the 
Austrian ERV in its over 25 years of life. From a system developed to 
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support the e-filing of a single simplified procedure for selected groups of 
users it has evolved to provide two-way communications to a much 
broader number of users and cases. Technological standards and legal 
norms authorizing and regulating its use have changed over time, while 
the number of actors involved in the service provision has also changed. 
The story of e-Barreau shows some similar features, both from the tech-
nological and normative sides. It has also shown the political nature of the 
choices involved in the evolution of an e-Justice system. The political 
dimension has also been clearly shown in the EU cases, where political 
commitment and decisions have been part of the shaping of the EU justice 
portal and of e-CODEX.
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CHAPTER 4

Democratizing Government: What We Know 
About E-Government and Civic Engagement

Nina David

4.1  IntroductIon

Civic engagement is the cornerstone of any democratic society. Rightly so, 
such engagement is seen as essential for the creation of a just society where 
citizens have better access to government and government is in turn trans-
parent, accountable to its citizens, more responsive, and provides more 
efficient services. Although much sought after, civic participation is diffi-
cult to attain and the quest to achieve more of it means that reforms and 
new tools are constantly pursued. Because information and communica-
tion technologies provide opportunities to liberalize government (Norris 
2001; Kang and Gearhart 2010), e-government, defined as, “the use by 
government agencies of information technologies that have the ability to 
transform relations with citizens, businesses, and other arms of govern-
ment” has the potential to lead to better civic participation and engage-
ment (Evans-Cowley and Conroy 2004, 16; Scott 2006). In fact, civic 
engagement should be central to most e-government initiatives (Nijkamp 
and Cohen-Blankshtain 2009). But is it?

The universe of e-government includes systems that link governments 
and citizens; governments and businesses; governments and other 

N. David (*) 
University of Delaware, Newark, DE, USA



74 

 governments; and intra-government or governments and employees 
(Evans- Cowley and Conroy 2004). Within e-government systems that 
link governments to citizens at large, scholars assert that governments 
emphasize their entrepreneurial function (e.g., service delivery) over their 
civic functions (e.g., democratic participation) (Musso et  al. 2000). 
Further, within the context of civic functions, it is important to decon-
struct whether communication is unidirectional, two-way, interactive, and 
whether citizens have the ability to influence public policy decisions 
through e- government systems (see Arnstein 1969; Greitens and Strachan 
2011; Reece 2006).

In this chapter, I explore the literature (both theoretical and empirical) 
on civic engagement, in the context of e-government. In the process, I 
identify key debates surrounding civic engagement through e- government, 
reveal some of the nuances associated with it, and highlight the tools and 
techniques that are used to achieve it. The chapter is organized as follows. 
First, I start with a brief review of the literature on citizen engagement and 
e-government to illustrate the breadth of this topical area. Second, I pro-
vide a brief review of the theoretical and empirical literature on the con-
nection between e-governance and civic engagement.  Finally, I provide 
best practices from the literature and recommendations on how 
e- governance systems could be maximized so that civic engagement 
opportunities can be enhanced and fully realized.

4.2  What Is cIvIc EngagEmEnt?
First and foremost, civic engagement is about citizenship (Dalton 2008). 
Its protagonists are ordinary citizens and not the political elite.  Civic 
engagement may be “formal or informal, direct or indirect, electoral or 
extra-electoral” (Johnson 2015, 767). Civic engagement is a multifaceted 
concept that is encompassing of and often interchangeably referred to as 
public participation, citizen participation, public involvement, community 
involvement, community participation, political participation, or political 
behaviour (Gearhart and Kang 2010). It can therefore be broadly defined 
as “membership in collective activities for establishment and nourishment 
of the community through active citizenry” (Gearhart and Kang 2010, 
444). This chapter focuses particularly on one component of civic engage-
ment—the intersection of civil society and democratic polity by focusing 
on civic engagement in governmental activities.
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4.3  Why cIvIc EngagEmEnt?
In recent years, we have seen many calls for greater civic engagement both 
practically and theoretically—that is, including the public in the practice of 
policy making, and improving decision-making models to allow for this 
incorporation. These calls have resulted in responses to what is perceived 
as a “democracy deficit” in governing (Norris 2011). From a theoretical 
perspective, paradigm shifts have moved us from elitist approaches where 
experts play key roles in public policy to more deliberative approaches 
where the public at large is not only included in decision making but plays 
a fundamental role in it. This evolution from the rational comprehensive 
planning model of decision making to communicative planning, which 
invokes Habermasian ideals of communicative rationality, supposes that 
rationality does not depend on objectivity alone but can also be attained 
through deliberation and dialogue. The reasons for including civic partici-
pation in the practice of democracy are many. They can be broadly divided 
into the following categories of procedural and substantive benefits accru-
ing to citizens on one the hand and government on the other (see Irvin 
and Stansbury 2004).

4.3.1  Procedural Benefits to Citizens

Social capital can be defined as the “connections among individuals—
social networks and the norms of reciprocity and trustworthiness that arise 
from them,” (Putnam 2000, 19) and as what results when neighbours talk 
to each other (Berry et al. 1993). Civic engagement allows individuals to 
connect, deliberate together, form networks, and reap some of the intel-
lectual and social capital that might accrue from such interactions. The 
exchange of information and mutual understanding that result the accu-
mulation of social capital (Wondolleck and Yaffee 2000) through civic 
engagement will allow participants to learn. Learning might allow partici-
pants to optimize or might result in fundamental changes to participants’ 
values, beliefs, and preferences (Argyris and Schön 1978; Jordan and 
Maloney 1996).

4.3.2  Procedural Benefits to Government

Civic participation promotes greater trust in government by providing 
access to citizens, increasing the transparency of decision-making  processes, 
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improving procedural justice, and consequently greater support for gov-
ernmental institutions (see Levi and Sacks 2009; Tyler 2006). All of these 
characteristics enhance the legitimacy of decision-making processes and 
governmental action. That is, democratic legitimacy arises from process—
particularly from deliberation (Dryzek 1999; Manin 1987) that arises 
from civic engagement. Finally, “the networks of political engagement”  
(Syed and Whiteley 1997, 128), legitimacy, and trustworthiness of gov-
ernmental institutions that arise from civic engagement provide decision 
makers with the political capital needed for policy making.

4.3.3  Substantive Benefits to Citizens

Pateman (1970) and Sabatier (1988) believe that the primary role of civic 
engagement in democracy is educative. That is, civic engagement allows 
the accumulation of knowledge. This knowledge might be about govern-
mental institutions and how government works, the policy process, sub-
stantive, technical, or the values and preferences of others. Innes and 
Booher (1999) argue that this kind of knowledge is emancipatory and 
essential for change. This knowledge, in turn, allows citizens to better 
leverage their access to government by exerting influence. The power to 
influence action results in empowerment and allows citizens to gain some 
control over decision making.

4.3.4  Substantive Benefits to Government

Including citizens in policy processes will allow decision makers to better 
understand citizen preferences and therefore, develop a more comprehen-
sive assessment of wicked problems. In this manner, civic participation can 
lead to better quality decisions (see Thomas 1995) that are not one size 
fits all but tailored to and context sensitive to the community at hand. 
Further, as citizens get more educated through participation, the quality 
of their feedback will increase, thus impacting decisions positively. Also, 
policies are no good if they only exist on paper and their implementation 
is stymied and “more often than not, the impetus for public involvement 
comes from a need to obtain acceptance as a prerequisite to successful 
implementation” (Thomas 1995, 113). Civic engagement can lead to 
greater buy-in and lesser opposition during policy implementation. This 
could in turn lead to greater efficiencies in the decision-making process.
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4.4  E-govErnmEnt

Broadly speaking, “e-government includes the use of all information and 
communication technologies, from fax machines to wireless palm pilots 
[and web 2.0 technologies]  (see Aladalah et al. 2015), to facilitate the 
daily administration of government [in a way] that improves citizen access 
to government information, services and expertise to ensure citizen par-
ticipation in, and satisfaction with the government process…it is a perma-
nent commitment by government to improving the relationship between 
the private citizen and the public sector through enhanced, cost-effective 
and efficient delivery of services, information and knowledge. It is the 
practical realization of the best that government has to offer” (Moon 
2002, 425). Similarly, e-government can be narrowly defined as any way 
of using information and communication technology (ICT) to improve 
the relationship between governments and constituents, businesses, and 
other governmental agencies (Moon 2002).

The benefits of e-government are many and scholars continue to assess 
its impacts across a range of areas that would be meaningful to public 
administration and policy. E-government has the potential to expand 
democracy (Reece 2006) by bolstering democratic processes. It has the 
potential to increase transparency and governmental accountability (Caba 
Pérez et  al. 2010; David et  al. 2015). Other benefits include greater 
administrative efficiencies, governmental responsiveness, increased trust in 
government, and reduced corruption (Jun et al. 2014). Although there is 
the fear that it might reinforce existing structural inequalities, e- government 
also has the potential to mobilize and provide a voice to those who are 
typically under-represented in decision-making processes (Firmstone and 
Coleman 2015). E-government has the potential to involve citizens in the 
solving of wicked problems and in doing so creating partnerships between 
citizens and their government (Linders 2012). That is, no longer is 
e- government primarily focused on using ICT to provide information 
with the anticipation that access to information would enable a more 
active citizenry. Finally, today, because the evolution of ICT has allowed 
for more interaction and dialogue, citizens’ role in e-government 
(Firmstone and Coleman 2015) has changed from consumers of informa-
tion to co-producers of knowledge resulting in what Linders (2012) calls 
we-government.

Hiller and Bélanger (2001) deconstruct e-government into several 
constituent categories. Government to individuals (service delivery)  
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where government directly interacts with citizens to deliver services. This 
is not always unidirectional and could also include responses to citizen 
queries about services from government. Government to individuals 
(political) where citizens are part of the political process by voting and 
commenting online. Government to business as a citizen where businesses 
pay taxes online. Government to business in the marketplace where gov-
ernment interacts with business for procurement (e.g., hiring contrac-
tors). Government to employees where employees are able to manage 
health care, receive a paycheque, etc. through the intranet. Government 
to government where governmental agencies are able to review and com-
ment on policies, apply for funding, and collaborate. One can also think of 
the citizen-government interaction in the following ways: citizen to gov-
ernment (e.g., citizen sourcing) where citizens serve as co-producers of 
information; government to citizen (e.g., governmental platforms) where 
government produces resources to develop citizens’ capacity; and citizen 
to citizen (e.g., do-it-yourself government) where government provides 
the framework to citizens to act individually or collectively (see Linders 
2012). Finally, in terms of the interaction of citizens and government, 
particularly, scholars identify two broad e-governance categories: the 
entrepreneurial or enterprise function of government (e.g., service deliv-
ery) and the civic function of government (e.g., participation) (Musso 
et al. 2000).

4.5  E-govErnmEnt and cIvIc EngagEmEnt

Layne and Lee (2001) see the primary purpose of investment in 
e- government as the enhancement of the interaction between citizens and 
their government. Through the use of ICTs for this purpose, e- participation 
can be defined as the process of engaging citizens through ICTs in policy, 
decision-making, and service design and delivery in order to make it par-
ticipatory, collaborative, inclusive, and deliberative (UNDESA 2016). In 
fact, the EU defines e-government as “the use of information and com-
munication technologies in public administration combined with organi-
zational change and new skills in order to improve public services and 
democratic processes” (Macintosh and Tambouris 2009, 16). This defini-
tion highlights that civic engagement is an integral part of e-government 
and the use of ICT is not only to ensure efficient service provision but also 
promote an engaged citizenry. That is, e-government improves citizen- 
government interaction (Reece 2006). This conceptualization also 
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includes both of Held’s (1987) models of democracy, namely protective 
democracy where the rights and interests of citizens as consumers of gov-
ernmental services are protected and developmental democracy where the 
primary focus is on an informed, committed, and developing citizenry. In 
this manner, current conceptualizations of e-government integrate both 
the entrepreneurial and civic functions of government.

Citizen engagement1 in governance can be categorized in at least the 
following ways: government provides general information to citizens. This 
information might be about the activities of government, governmental 
actors, events, and upcoming avenues for participation (e.g., hearings). 
Government provides resources to citizens. These resources might be 
used to educate citizens, and help build their skills (e.g., workshops, fact 
sheets, how-to reports). Government engages in transparency and pro-
vides accountability to citizens. Transparency includes at a minimum, 
making available meeting minutes, ordinances, plans, updates on imple-
mentation of plans and ordinances, governmental investments (e.g., 
streetscape improvements), governmental activity at large (e.g., upcoming 
land development permits and projects), and data (e.g., socio-economic, 
housing, property, tax, etc.). Accountability is related to transparency. For 
example, it includes aspects of fiscal transparency where government pro-
vides budgets and justifications for how money was spent, by whom, for 
whom, and the expected impacts of those investments. Government 
engages in a transactional interaction with citizens. These transactions are 
primarily economic in nature (e.g., parking tickets, parking passes, taxes 
etc.). Government provides a diverse array of opportunities for all citizens 
to be involved (see Kennedy 2007) and institutionalizes mechanisms 
through which citizens can participate even when their involvement is not 
directly solicited (e.g., protest petitions). Citizens participate in gover-
nance by providing information to government. They might play a role in 
problem definition, visioning solutions, provide feedback on policy pro-
posals, and explicate preferences. Citizens play a direct role in decision 
making (e.g., planning commissions, advisory boards). Government 
responds to citizen feedback and requests. Government collaborates with 
citizens in the policy-making process and engages in deliberation with citi-
zens. Finally, citizens play a role in creating their government and its insti-
tutions (e.g., elections).2

Note that the above categorization includes both active and passive 
participation and is broadly encompassing of the provision of information 
by governments to citizens (e-information),  interaction with stakeholders 
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(e-consultation), and engagement in decision-making processes (e- decision 
making)  (UNDESA 2016). Similarly, it can be deconstructed using the 
framework offered by McMillan (2002) to characterize cyber-interaction: 
monologue where interaction is unidirectional; feedback, which is one- 
way communication but allows limited responses (e.g., e-mail); responsive 
dialogue, which is a two-way communication channel but the power to 
communicate is asymmetric (e.g., e-commerce and customer support 
websites); and mutual discourse, which resembles a conversation and pro-
vides equal standing to all participants. This is also encompassing of all the 
roles a citizen might play—a customer, a tax payer, a guardian of the dem-
ocratic process, a casual observer, and an active participant. As (Richard 
1999, 102 cited in Reece 2006) describes, “the Internet blends tools for 
public participation and representation in a unique way. The medium is 
like a library, a news wire, a deliberation room and a voting booth, all 
meshed together in a dynamic process at the tip of the citizen’s fingers.”

To make the argument that ICT can offer positive benefits to gover-
nance and civic engagement, it would be useful to ask a two-part question. 
First, how does one conceptualize the intersection of good governance 
and meaningful citizen participation? Second, how can ICT help in this 
regard?

To answer the first question, Dalton (2008) argues that in their partici-
pation in governance, citizens should be able to interact with others and 
engage in collective deliberation. Innes and Booher (1999) extend this to 
explain that participation should be inclusive of those with a variety of 
preferences, interests, and backgrounds so that citizens are exposed to a 
variety of viewpoints on policy matters and for the deliberation to be 
meaningful. Autonomy, that is, the idea that citizens are informed about 
government and its activities, is also important for meaningful participa-
tion (Dalton 2008). Like Arnstein’s (1969) conceptualization of a ladder 
of participation and advocacy that citizens should be involved in, in ways 
that give them greater control over decision-making processes, King et al. 
(1998, 320) argue for “deep continuous involvement” of citizens in gov-
ernment. Citizen involvement from the outset is essential (Innes and 
Booher 1999) and this involvement should be more than tokenism, placa-
tion, or symbolic (Arnstein 1969). Further, this involvement that begins 
at the outset should be carried throughout the policy process. That is, a 
democratic system also assumes that the preferences of citizens serve not 
only as policy inputs but are also reflected in the outputs of the policy 
process. Also, the relationship between governmental actors and citizens 
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should be more than a practitioner-client hierarchy. It should be collab-
orative, and citizens should be empowered to believe that their engage-
ment has a discernible impact on decisions (King et al. 1998). Finally, full 
transparency and accountability of all aspects of government (fiscal, policy, 
process, outcome, impact) to citizens is important (see King et al. 1998; 
Rodríguez Bolívar et  al. 2013). This discussion suggests that there are 
several aspects of good governance and authentic civic engagement that 
must be considered for ICT (through e-government) to play a role in 
optimizing civic engagement. These are, allowing citizens to truly deliber-
ate and interact, involving citizens from the first to the last step of the 
policy process, governmental accountability and transparency, govern-
mental response, and access to information. But can it?

In response to the second question, there is tremendous optimism for 
the role of ICT in not just facilitating engagement but also better connect-
ing individuals as part of a greater collective—community. The use of ICT, 
opens the door for the creation of a virtual community of engaged citizens 
(Norris 2001) by making it easier for citizens to gain knowledge, stay con-
nected, and engage in joint action (Shah et al. 2001). By better enabling 
deliberations, ICT creates a virtual public sphere where Malina (1999) 
suggests it might be possible to foster Habermasian ideal speech 
conditions.

Scholars routinely emphasize the importance of representation in civic 
engagement (see Innes and Booher 1999). ICT has the ability to be trans-
formative in this regard by bringing under its umbrella youth who are typi-
cally disengaged from civic life and the political process (Bachen et  al. 
2008). Research shows that about 94% of youth are online by grade 12 and 
they use the Internet for more than entertainment—for news and political 
information. They also use the Internet as a platform to share their views 
and ideas and engage in discussions with their peers. Research also shows 
that there are discernible impacts on youths’ political knowledge, civic atti-
tudes and behaviours, and interest in politics and government when they 
use the Internet to follow news and politics (Bachen et al. 2008).

In terms of accountability, ICT can make it more convenient for citi-
zens to access information from the comforts of their home or workplace. 
They no longer have to interrupt their work schedule and physically visit 
city hall to access information or participate in government. They do not 
have to be physically present at legislative meetings to be updated on pol-
icy decisions. These can be streamed live or watched later. In addition, 
meeting minutes can be accessed online. Through online platforms,  others 
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who are present at the meeting will be able to share their views of the 
proceedings. Because there are opportunities to connect with others virtu-
ally, citizens can also share the information they find and become net-
worked communal watchdogs. Similarly, much like citizen response to 
government, Manza and Cook (2002, 630) write that “the capacity of a 
political system to respond to the preferences of its citizens is central to 
democratic theory and practice.” It is conceivable that ICT makes govern-
mental responsiveness easier, more efficient, and expedient.

In terms of the all-important access to information (Dalton 2008), ICT 
makes it easier and more efficient to produce, gather, and disseminate 
information to citizens. It also makes it easier to make available a greater 
volume of information, allows greater choice to citizens, and decentralizes 
the production and dissemination of knowledge (Abramson et al. 1988 as 
cited in Reece 2006). By decentralizing the creation of knowledge, ICT 
makes it easier for citizens to consume information, digest it, and contrib-
ute. ICT promotes both inwards and outwards transparency. Inwards 
transparency refers to citizens’ knowledge of decision makers’ actions and 
outwards transparency refers to decision makers’ knowledge of citizens’ 
needs, and preferences (David et  al. 2015). Therefore, ICT facilitates 
mutual learning and the co-production of knowledge. Finally, Layne and 
Lee (2001) assert that it is possible for citizens’ interaction with govern-
ment to be streamlined such that this interaction is a one-stop shop and all 
governmental systems are fully integrated within and without.

Using the above discussion, I frame, identify, and operationalize the 
opportunities for civic engagement through e-government (see Table 4.1).
This table is divided into three main functions: information provision; 
transaction; and citizen engagement. Within citizen engagement, the 
opportunities for engagement that are listed cover the breadth of 
McMillan’s (2002) conceptualization. For example, monologue where 
interaction is unidirectional includes an interactive geographic informa-
tion system; feedback, which is one-way communication but allows lim-
ited responses includes e-mail communication and comments; responsive 
dialogue, which is asymmetric communication includes transactional 
interactions. Finally, although Evans-Cowley and Conroy (2006) report 
that 0% of the governmental websites they surveyed provided opportuni-
ties for mutual discourse, this nonetheless is important and characterizes 
two-way communication and interaction. The list of participation 
 mechanisms provided include several opportunities that allow decision 
makers and citizens to engage in mutual discourse (e.g., chats, blogs).

 N. DAVID



 83

T
ab

le
 4

.1
 

O
pe

ra
tio

na
liz

in
g 

op
po

rt
un

iti
es

 fo
r 

ci
vi

c 
en

ga
ge

m
en

t 
in

 e
-g

ov
er

nm
en

t

In
fo

rm
at

io
n 

pr
ov

is
io

n.
 

A
da

pt
ed

 fr
om

 (
K

an
g 

an
d 

G
ea

rh
ar

t 
20

10
)

In
fo

rm
at

io
n 

ab
ou

t 
ci

ty
 r

es
id

en
tia

l s
er

vi
ce

s 
(h

ou
si

ng
 p

ro
gr

am
m

es
, g

ar
ba

ge
 c

ol
le

ct
io

n/
en

vi
ro

nm
en

t)
In

fo
rm

at
io

n 
ab

ou
t 

ci
ty

 r
ec

re
at

io
n 

an
d 

he
al

th
 p

ro
gr

am
m

es
In

fo
rm

at
io

n 
ab

ou
t 

ci
ty

 t
ra

ns
po

rt
at

io
n 

pr
og

ra
m

m
es

In
fo

rm
at

io
n 

ab
ou

t 
an

d 
di

re
ct

 li
nk

s 
to

 g
ro

w
th

 la
nd

 d
ev

el
op

m
en

t 
pl

an
s 

(e
.g

., 
m

as
te

r 
pl

an
s)

, n
ei

gh
bo

ur
ho

od
 

pl
an

s,
 r

ec
re

at
io

n 
pl

an
s,

 h
ou

si
ng

 p
la

ns
, c

iti
ze

n 
pa

rt
ic

ip
at

io
n 

pl
an

s,
 z

on
in

g 
or

di
na

nc
es

, a
nd

 o
th

er
 c

ity
 c

od
es

In
fo

rm
at

io
n 

ab
ou

t 
ta

xe
s 

an
d 

ac
ce

ss
 t

o 
pr

op
er

ty
 t

ax
 a

ss
es

sm
en

ts
O

pe
n 

da
ta

 a
bo

ut
 a

ll 
go

ve
rn

m
en

ta
l a

ff
ai

rs
 (

e.
g.

, b
ud

ge
ts

)
A

rc
hi

va
l d

at
a 

ab
ou

t 
al

l g
ov

er
nm

en
ta

l a
ff

ai
rs

 (
e.

g.
, b

ud
ge

ts
 d

at
in

g 
ba

ck
 s

ev
er

al
 y

ea
rs

; p
la

ns
; m

ap
s;

 o
ld

 
or

di
na

nc
es

 a
nd

 d
oc

um
en

ts
 d

ig
iti

ze
d)

In
fo

rm
at

io
n 

ab
ou

t 
ac

tiv
iti

es
 fo

r 
to

ur
is

ts
 (

e.
g.

, l
od

gi
ng

, a
tt

ra
ct

io
ns

, v
ir

tu
al

 t
ou

r, 
ph

ot
o 

ga
lle

ry
)

U
p-

to
-d

at
e 

ne
w

s 
st

or
ie

s 
ab

ou
t 

th
e 

co
m

m
un

ity
Pr

om
ot

io
na

l v
id

eo
s 

of
 t

he
 c

om
m

un
ity

L
in

ks
 t

o 
lo

ca
l m

ed
ia

 (
te

le
vi

si
on

, n
ew

sp
ap

er
s,

 r
ad

io
)

L
in

ks
 t

o 
ot

he
r 

ci
vi

c 
or

ga
ni

za
tio

ns
 (

ch
ar

iti
es

 a
nd

 r
el

ig
io

us
 o

rg
an

iz
at

io
ns

)
L

in
ks

 t
o 

ne
ig

hb
ou

rh
oo

d 
w

eb
si

te
s.

C
om

m
un

ity
 h

is
to

ry
C

ity
 c

ou
nc

il 
m

ee
tin

gs
 a

nd
 m

ee
tin

gs
 o

f t
he

 n
um

er
ou

s 
ag

en
ci

es
 a

nd
 c

om
m

is
si

on
s 

as
so

ci
at

ed
 w

ith
 

go
ve

rn
m

en
t

T
ra

ns
ac

tio
ns

Pa
yi

ng
 fi

ne
s

Pa
yi

ng
 fe

es
Pa

yi
ng

 t
ax

es
E

nr
ol

lin
g 

in
 p

ro
gr

am
m

es
 (

e.
g.

, h
ou

si
ng

 a
ss

is
ta

nc
e)

A
pp

ly
in

g 
fo

r 
jo

bs
A

pp
ly

in
g 

fo
r 

pe
rm

its
A

pp
ly

in
g 

to
 v

ol
un

te
er

 fo
r 

st
re

et
 c

le
an

-u
ps

 a
nd

 o
th

er
 lo

ca
l e

ve
nt

s

(c
on

ti
nu

ed
)

 DEMOCRATIZING GOVERNMENT: WHAT WE KNOW... 



84 

T
ab

le
 4

.1
 

(c
on

tin
ue

d)

C
iti

ze
n 

E
ng

ag
em

en
t

R
ep

or
tin

g 
pr

ob
le

m
s 

(e
.g

., 
B

os
to

n 
31

1,
 a

ls
o 

se
e 

A
la

da
la

h 
et

 a
l. 

20
15

)
T

he
 a

bi
lit

y 
to

 u
pl

oa
d 

ph
ot

og
ra

ph
ic

 e
vi

de
nc

e 
of

 r
ep

or
te

d 
pr

ob
le

m
s

T
ra

ck
in

g 
re

po
rt

ed
 p

ro
bl

em
s 

an
d 

co
ns

eq
ue

nt
 g

ov
er

nm
en

ta
l a

ct
io

n 
on

 r
ep

or
te

d 
pr

ob
le

m
s

A
bi

lit
y 

to
 s

ee
 if

 o
th

er
s 

ha
ve

 r
ep

or
te

d 
th

e 
sa

m
e 

pr
ob

le
m

E
-m

ai
l a

nd
 s

oc
ia

l m
ed

ia
 u

pd
at

es
 a

nd
 a

le
rt

s 
on

 m
un

ic
ip

al
 a

ff
ai

rs
 (

e.
g.

, u
pc

om
in

g 
pe

rm
its

 in
 y

ou
r 

ne
ig

hb
ou

rh
oo

d,
 u

pc
om

in
g 

le
gi

sl
at

iv
e 

ac
tio

ns
)

A
bi

lit
y 

to
 t

ai
lo

r 
up

da
te

s 
an

d 
al

er
ts

 a
cc

or
di

ng
 t

o 
us

er
s’

 p
re

fe
re

nc
es

In
te

ra
ct

iv
e 

G
eo

gr
ap

hi
c 

In
fo

rm
at

io
n 

Sy
st

em
 (

G
IS

) 
th

at
 a

llo
w

s 
ci

tiz
en

s 
to

 a
cq

ui
re

 d
iff

er
en

t 
ty

pe
s 

of
 

in
fo

rm
at

io
n 

as
 a

 o
ne

-s
to

p 
sh

op
 (

e.
g.

, t
he

 a
bi

lit
y 

to
 lo

ok
 a

t 
pr

op
er

ty
, s

ite
 p

la
n,

 p
ro

pe
rt

y 
ta

x 
as

se
ss

m
en

ts
, 

pr
op

er
ty

 t
ax

 r
ec

or
ds

, z
on

in
g,

 s
to

rm
 w

at
er

 a
ss

es
sm

en
t,

 t
re

e 
ca

no
py

 c
ov

er
, p

ro
xi

m
ity

 t
o 

fr
es

h 
fo

od
, p

ro
xi

m
ity

 
to

 o
th

er
 a

m
en

iti
es

, s
ch

oo
l d

is
tr

ic
ts

, s
ch

oo
l d

is
tr

ic
t 

pe
rf

or
m

an
ce

 m
et

ri
cs

, v
ot

in
g 

lo
ca

tio
ns

, a
ll 

go
ve

rn
m

en
ta

l 
po

lic
ie

s 
th

at
 a

ff
ec

t 
yo

ur
 p

ro
pe

rt
y,

 e
le

ct
ed

 r
ep

re
se

nt
at

iv
es

, t
he

 a
bi

lit
y 

to
 c

on
ta

ct
 e

le
ct

ed
 r

ep
re

se
nt

at
iv

es
) 

fr
om

 
a 

m
ap

Fe
ed

ba
ck

 li
nk

 fo
r 

co
nt

ac
tin

g 
ch

ie
f e

le
ct

ed
 o

ffi
ci

al
s 

on
lin

e,
 o

th
er

 e
le

ct
ed

 r
ep

re
se

nt
at

iv
es

, c
om

m
is

si
on

er
s,

 
ot

he
r 

de
ci

si
on

 m
ak

er
s,

 a
nd

 a
dm

in
is

tr
at

or
s

A
bi

lit
y 

to
 v

ie
w

 m
ee

tin
g 

m
in

ut
es

 (
ar

ch
iv

al
 a

nd
 c

ur
re

nt
) 

fr
om

 a
ll 

co
m

m
itt

ee
s,

 c
ou

nc
ils

, a
nd

 c
om

m
is

si
on

s 
co

nd
uc

tin
g 

go
ve

rn
m

en
ta

l a
ff

ai
rs

O
pp

or
tu

ni
tie

s 
fo

r 
ci

tiz
en

s 
to

 r
eq

ue
st

 in
fo

rm
at

io
n 

an
d 

da
ta

 e
as

ily
O

pp
or

tu
ni

tie
s 

fo
r 

ci
tiz

en
s 

to
 r

ec
ei

ve
 t

he
 r

eq
ue

st
ed

 in
fo

rm
at

io
n 

in
 a

 v
ar

ie
ty

 o
f f

or
m

s 
(e

.g
., 

so
ft

 v
er

si
on

s,
 

E
xc

el
, S

PS
S,

 G
IS

)
A

bi
lit

y 
to

 v
ie

w
 a

ll 
ap

pr
ov

al
s 

(e
.g

., 
on

 p
er

m
its

 a
nd

 d
ev

el
op

m
en

t 
pr

op
os

al
s)

 p
er

fo
rm

ed
 b

y 
go

ve
rn

m
en

t
A

bi
lit

y 
to

 v
ie

w
 a

ll 
go

ve
rn

m
en

t 
bu

si
ne

ss
 (

e.
g.

, s
ta

ff
 r

ep
or

ts
 t

ha
t 

ac
co

m
pa

ny
 g

ov
er

nm
en

ta
l a

pp
ro

va
ls

)
A

bi
lit

y 
to

 c
om

m
en

t 
on

 a
ll 

cu
rr

en
t 

m
at

te
rs

 b
ef

or
e 

go
ve

rn
m

en
t 

th
ro

ug
h 

on
lin

e 
pl

at
fo

rm
s

G
ov

er
nm

en
ts

’ e
ff

or
ts

 t
o 

co
nn

ec
t 

to
 c

iti
ze

ns
 in

 a
 w

id
e 

va
ri

et
y 

of
 w

ay
s 

to
 in

cr
ea

se
 p

ar
tic

ip
at

io
n

 
 • 

Fo
ru

m
s

 
 • 

Su
rv

ey
s 

(e
.g

., 
te

xt
ua

l, 
vi

su
al

 p
re

fe
re

nc
e)

 
 • 

Si
m

ul
at

io
ns

(c
on

ti
nu

ed
)

 N. DAVID



 85

 
 • 

G
am

es
 

 • 
V

ir
tu

al
 m

ee
tin

gs
 

 • 
St

re
am

 p
ub

lic
 h

ea
ri

ng
s,

 t
ow

n 
ha

lls
 a

nd
 o

th
er

 in
-p

er
so

n 
m

ee
tin

gs
 

 • 
R

ec
or

di
ng

s 
of

 p
ub

lic
 h

ea
ri

ng
s,

 t
ow

n 
ha

lls
 a

nd
 o

th
er

 in
-p

er
so

n 
m

ee
tin

gs
 

 • 
W

eb
 2

.0
/

G
ov

 2
.0

 (
se

e 
A

la
da

la
h 

et
 a

l. 
20

15
)

 
  

– 
So

ci
al

 m
ed

ia
 (

e.
g.

, F
ac

eb
oo

k)
 

  
– 

B
lo

gs
 

  
– 

M
ic

ro
bl

og
s 

(t
w

itt
er

)
 

  
– 

W
ik

is
 

  
– 

M
ul

tim
ed

ia
 s

ha
ri

ng
 (

Yo
uT

ub
e 

an
d 

Fl
ic

kr
)

 
  

– 
M

as
hu

ps
 

  
• 

D
is

cu
ss

io
n 

bo
ar

ds
 

  
• 

C
ha

t 
ro

om
s

 
  

• 
O

nl
in

e 
vo

tin
g

 
  

• 
E

-m
ai

l a
cc

es
s 

to
 a

ll 
ad

m
in

is
tr

at
or

s 
an

d 
de

ci
si

on
 m

ak
er

s
 

  
• 

In
co

rp
or

at
io

n 
of

 n
ei

gh
bo

ur
ho

od
 g

ro
up

s’
 w

eb
si

te
s 

an
d 

so
ci

al
 m

ed
ia

 p
ag

es
 in

to
 t

he
 g

ov
er

nm
en

ta
l 

IC
T

 s
ys

te
m

 
  

• 
D

ec
is

io
n 

m
ak

er
s’

 p
ar

tic
ip

at
io

n 
an

d 
re

sp
on

se
 t

o 
ci

tiz
en

 c
om

m
en

ts
 in

 s
oc

ia
l m

ed
ia

 
  

• 
C

om
m

un
ity

 p
ol

ic
in

g 
an

d 
op

po
rt

un
iti

es
 fo

r 
ci

tiz
en

s 
to

 c
on

ta
ct

 p
ol

ic
e 

of
fic

er
s 

in
fo

rm
al

ly
 

  
• 

V
ir

tu
al

 g
ov

er
nm

en
t 

(e
.g

., 
se

co
nd

 li
fe

) 
(L

ar
is

 2
00

9)
 

  
• 

R
es

ul
ts

 o
f s

ur
ve

ys
 a

nd
 p

ar
tic

ip
at

io
n 

m
ec

ha
ni

sm
s

 
  

• 
R

ep
or

t 
on

 h
ow

 c
iti

ze
ns

’ f
ee

db
ac

k 
w

as
 in

co
rp

or
at

ed
 in

 p
ol

ic
y 

de
ci

si
on

s
 

  
• 

O
pp

or
tu

ni
tie

s 
to

 t
ra

ck
 a

 p
ol

ic
y 

is
su

e 
fr

om
 b

eg
in

ni
ng

 t
o 

en
d,

 p
ar

tic
ip

at
e 

in
 a

ll 
st

ag
es

 v
ir

tu
al

ly
, a

nd
 t

he
 

ab
ili

ty
 t

o 
ga

in
 e

nt
ry

 t
o 

pa
rt

ic
ip

at
e 

at
 a

ny
 t

im
e 

in
 t

he
 p

ro
ce

ss
 

  
• 

O
pp

or
tu

ni
tie

s 
to

 p
ar

tic
ip

at
e 

in
 m

ul
tip

le
 la

ng
ua

ge
s 

an
d 

vi
ew

 g
ov

er
nm

en
ta

l d
oc

um
en

ts
 in

 m
ul

tip
le

 
la

ng
ua

ge
s

 
  

• 
O

pp
or

tu
ni

tie
s 

fo
r 

th
os

e 
w

ho
 a

re
 d

is
ab

le
d 

to
 p

ar
tic

ip
at

e
G

ov
er

nm
en

t 
pr

ov
id

es
 o

pp
or

tu
ni

tie
s 

fo
r 

ci
tiz

en
s 

to
 le

ar
n 

to
 e

na
bl

e 
be

tt
er

 p
ar

tic
ip

at
io

n

So
ur

ce
: O

w
n 

el
ab

or
at

io
n

T
ab

le
 4

.1
 

(c
on

tin
ue

d)

 DEMOCRATIZING GOVERNMENT: WHAT WE KNOW... 



86 

4.6  BEst PractIcEs and LEssons LEarnEd

The literature surveyed offers several lessons for optimizing citizen engage-
ment in e-government. Bachen et al. (2008) argue that to truly engage, 
citizens ought to have facility with ICT. They emphasize the importance 
of developing the capacity of citizens to use ICT for both learning and 
doing. This means that citizens should be trained and educated not just on 
ICT but also on government, civics, the policy process, and “how to work 
within and with the system” (King et  al. 1998, 324). Administrators 
should also be trained on the effective use of ICT, how to interact with 
citizens, and the use of a variety of participation techniques (also see King 
et al. 1998). “The rapid development of new technologies makes it diffi-
cult for agencies to maintain currency with technological developments” 
(Reece 2006, 94). This means that government should be nimble and 
should engage in a pulse-taking function. An organizational culture that 
can adapt and change is important. King et al. (1998) argue for a constant 
re-education of administrators. Also, it is important to institutionalize 
policies and procedures that will promote greater civic engagement to cre-
ate institutional memory.

Atkinson and Leigh (2003) advocate putting citizens first in the design 
of e-governance and civic engagement systems so that all features (e.g., 
businesses; non-profits; vertical layers of government like local, state and 
federal; horizontal layers of government like the myriad of governmental 
agencies and departments) are seamlessly integrated such that a citizen can 
participate and engage in information gathering, surveillance, transac-
tions, and participation alike with efficiency. Layne and Lee (2001) offer a 
four-stage model that will allow governments to do exactly this. 
Operationally, Layne and Lee (2001) identify four stages for the seamless 
development of e-government systems: catalogue, transaction, vertical 
integration, and horizontal integration with the aim of allowing easy 
access, convenience, and efficiency for users. Others argue that two types 
of interactivity are important from an engagement standpoint. First, con-
tent interactivity allows the users an automatic personalization of site con-
tent and allows the user to navigate easily through linked pages and 
documents, and participate in polls and surveys without much effort. 
Second, interpersonal interactivity involves person-to-person interaction 
via the Internet, including e-mail, instant messaging, chat, message boards,  
listservs, and multiplayer games. While both types of interactivity are 
equally important, the indictment is that “most civic websites make 
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 minimal use if any of games, quizzes, simulations, collaborative-learning 
projects, and other activities that tap the internet’s capacity for interac-
tion” (Montgomery et al. 2004, 294 cited in Bachen et al. 2008).

Similarly, while it is equally important for citizens to transact with gov-
ernment through ICT (e.g., pay fees online) and engage in the policy 
process (e.g., vote), Musso et  al. (2000) observe that governments are 
quicker to adopt ICT for their entrepreneurial functions as opposed to 
their civic functions (also see Greitens and Strachan 2011). They report 
that while information about economic development or service provision 
was easily accessible, information related to democratic participation is 
more likely to be completely omitted from municipal websites. Similarly, 
in a review of US state government websites, Greitens and Strachan (2011) 
found that on average state governments do not focus much on citizen 
engagement in their websites and even when they do, the information 
provided is simplistic in the form of a billboard. This is especially discour-
aging given Li and Gregor’s (2011) conclusion that more sophisticated 
explanations on e-government systems led to greater citizen satisfaction, 
greater perception of transparency, greater sense of control and power, 
and more empowerment. In terms of practice, therefore, it should be 
noted that the quality of participation and the ability to participate will 
depend on the quality and sophistication of the ICT mechanisms that 
allow this participation.

In their study of youth engagement in government, Bachen et  al. 
(2008) found that government sites are weaker than non-profit sites at 
allowing youth to actively learn from participation. Further, the best sites 
in terms of pedagogy and active learning were ones that were co-produced 
by youth participants. This suggests that involving users as part of the 
design of ICT focused civic engagement will strengthen the means 
through which this engagement is offered. In a similar vein, although 
scholars argue that the communication component of ICT is most effec-
tive when it is provided through innovative multiple channels, Conroy and 
Evans-Cowley (2004) found that governments are quicker to provide 
information (e.g., plans and ordinances) to citizens through their websites 
than opportunities to interact (e.g., e-mails, forums). This is much like the 
token participation outlined by Arnstein (1969). They argue that the gov-
ernmental websites that offer better opportunities for participation have 
been designed from a citizen centric standpoint of “what does the citizen 
need to know” versus “what information do we have to provide”(Conroy 
and Evans-Cowley 2004, 90).
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Planning is part of the policy process. Planning is what governments 
do—they plan budgets, they plan economic investments, they plan for 
growth and land development. Why not plan for participation? It has 
become increasingly common for citizen participation toolkits to recom-
mend “participation plans”  and governments in the United States are 
slowly starting to develop participation plans where they outline how they 
plan to include citizens in the policy-making process. It is not inconceiv-
able to push for these participation plans to include strategies for elec-
tronic participation.

Finally, Atkinson and Leigh (2003) caution that transitioning to effec-
tive ICT infrastructure for civic engagement and e-governance will require 
aggressive marketing of such engagement opportunities by governmental 
units. Having a blasé attitude about the use of innovative participation 
approaches using ICT will not move us effectively in that direction. They 
make the case that effective integration of ICT systems will not only pro-
vide savings in terms of time for the citizen but also cost savings (e.g., 
reduction in paper and physical storage space) and personnel capacity sav-
ings (e.g., mailing out tickets to citizens) for the unit of government.

Table 4.23 provides examples of governmental and non-governmental 
websites that serve as innovative platforms of engagement,  interaction, 
and transparency. Although these websites are not individually compre-
hensive, together they are transformational in presenting a window into 
the possibilities of e-governance and citizen engagement. Globally, how-
ever, studies have found that even governments that are innovative—for 
example, active on social media, appear to use social media primarily to 
push information as opposed to using social media as a platform for inter-
action. Governments, it seems, fear that they will lose control if they allow 
for full civic-governmental interaction (Aladalah et al. 2015). Therefore, 
those evaluating e-government for civic engagement should develop crite-
ria for evaluation that are derived from multiple frameworks to ensure 
comprehensiveness of the criteria.

A good starting point might be Arnstein’s (1969) ladder of participa-
tion. The lowest rungs of the ladder (e.g., manipulation and therapy) are 
governmental efforts to give citizens a sense of participation without 
allowing them to participate and the top of the ladder (e.g., citizen control 
and delegated power)  allow citizens control in decision-making processes. 
While this framework is useful for addressing the quality of participation 
and distribution of power, citizen engagement and governmental relin-
quishing of power need not be seen as a zero sum game (Aladalah et al. 
2015) and building capacity to participate might be just as important as 
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Table 4.2 Innovative civic engagement examples

Websites Notable features

We the People (United States)
https://petitions.whitehouse.gov/

Petitions for government to consider that 
are offered by ordinary citizens and 
endorsed by others through voting
Offers opportunities to learn about policy 
issues, agenda setting, and how the 
community at large responds

The National Archive’s Citizen Archivist 
Dashboard (United States)
http://www.archives.gov/citizen-archivist/

Uses the collective muscle of the public to 
enhance governmental capacity by 
recruiting the public to play a role in 
liberalizing governmental documents by 
transcribing and translating them

Neighbourhood Planner (United Kingdom)
http://neighbourhoodplanner.org.uk/

Allows citizens to play an active role in 
planning their neighbourhoods

Edinburgh Living Lab (United Kingdom)
http://edinburghlivinglab.org/

Collaboration between businesses, 
academia, and government to mobilize 
access to data, participatory design 
processes, and innovation

Amsterdam Smart City (Netherlands)
https://amsterdamsmartcity.com/

Marketing of Amsterdam’s smart city 
innovations, events, and projects

Monitoring Marathon (Italy)
http://www.monithon.it/

A platform that allows citizens to monitor 
public projects

Citizen Investor (United States)
http://www.citizinvestor.com/

Allows citizens to directly invest in public 
projects

Fix my Street (United Kingdom)
https://www.fixmystreet.com/

Allows citizens to report problems (e.g. 
graffiti, paving issues, potholes)

Next stop design (United States)
http://second.nextstopdesign.com/about

Collaboration between multiple levels of 
government, a transit authority, and a 
university.
Crowdsourcing public participation where 
the public submits ideas and designs and 
plays a role in voting

Participatory Budgeting New York (United 
States)
http://labs.council.nyc/pb/

Collaboration between government (the 
New York City Council), other 
organizations (e.g., Community Voices 
Heard which represents low income 
residents) and the public
Engaged citizens in municipal budgeting

Open budget (United States)
http://openbudget.ny.gov/

Fiscal transparency and accountability

Source: Own elaboration
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participation itself (Macintosh and Tambouris 2009). Similarly, Fung’s 
(2015) democracy cube allows scholars to conceptualize how to design 
civic participation. Some scholars have suggested that governmental web-
sites can be evaluated based on four stages: billboards, partial service- 
deliveries, portals, and interactive democracy (West 2005 as cited in 
Greitens and Strachan 2011).

Other frameworks for assessing participation opportunities and partici-
pation tools include e-informing, e-consulting, e-involving, e- collaborating, 
and e-empowerment (see Panopoulou et al. 2008 as cited in Macintosh 
and Tambouris 2009). In order to lead to the highest level of empower-
ment, e-government should allow citizens to: feel a sense of impact (i.e., 
the belief that they are able to influence action); feel competent (i.e., self- 
efficacy); feel their engagement is meaningful; and feel a sense of control 
(Aladalah et  al. 2015). Macintosh (2004, 2) argues that “democratic 
political participation must involve the means to be informed [informa-
tion], the mechanisms to take part in the decision-making [consultation] 
and the ability to contribute and influence the policy agenda [active par-
ticipation].” Using this basic premise she defines three levels of participa-
tion namely e-enabling, e-engaging, and e-empowering. These 
conceptualizations, in addition to others already provided in the previous 
sections of this chapter (e.g., McMillan’s (2002) monologue, feedback, 
responsive dialogue, and mutual discourse) will allow those interested to 
develop a comprehensive framework with which to evaluate the examples 
provided here and any other cases selected for analysis.

4.7  concLusIon

Citizen engagement through e-government has the same shortcomings and 
caveats of citizen participation generally. For example, citizens might not be 
interested; they might be NIMBYist (Not In My Back Yard); citizens who 
participate are often a self-selected group of those who are able to partici-
pate and participate often; citizen participation often leaves behind those 
whose voices are most needed; certain populations are typically under-rep-
resented (e.g., minorities, those with disabilities, elderly, youth); some 
voices are louder than others; it takes time, patience, and resources; admin-
istrators and decision makers need training to deal with citizens; and citi-
zens’ feedback might be solicited but not incorporated. ICT may not offer 
immediate and natural advantages for reconciling each of these common 
participation issues. To this extent, government will have to strive to mini-
mize these issues (for all types of civic engagement) as much as possible.
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However, the use of ICT itself brings with it additional challenges. In 
the United States alone, about 16% of the population reported “no inter-
net connectivity” at all. These individuals with no-connectivity were dis-
proportionately old (36% of individuals 65 years and older), Black (25%) 
and/or Hispanic (25%), low income (36% of those making less than 
$25,000  in annual income), and poorly educated (44.9% of individuals 
with less than a high school degree) (U.S. Census Bureau and File 2013). 
One of the arguments in favour of citizen engagement through 
e- government is that it makes such engagement convenient as citizens will 
be able to engage at their preferred location (e.g., home), and at a conve-
nient time or times. However, data shows that only 58.3% of Hispanic 
households and 56.9% of Black households have internet use at home 
compared to 76.2% of non-Hispanic White households and 82.7% of 
Asian households. Internet use varies by geography as well (U.S. Census 
Bureau and File 2013). Internet use also varies globally with 98.5% of 
households using the Internet in Korea, 65.6% in Greece, and 34.4% in 
Mexico in 2014 (OECD 2016).

In the global context, Heeks (2005) suggests that the same ICT could 
have differential impacts, especially in developing and transitioning 
 economies. Moon (2002, 431) suggests that community size is a significant 
institutional factor in the implementation and development of e- government 
with larger governments being more proactive and strategic in advancing 
e-government. Also, technical, personnel, and fiscal capacity have tremen-
dous impacts on the development of e-government initiatives broadly. 
Further, the success of the use of ICTs to encourage citizen engagement 
will depend on the extent to which such technologies are fully embraced by 
administrators and decision makers (Bertot et al. 2010). Also, some citizens 
might be averse to the idea of using ICT preferring instead to engage in 
face-to-face or phone conversations with government employees.

“ICT-enabled services are often limited by problems with usability, 
searchability, language, government and technological literacy, sufficiency 
of technological infrastructure, trust of social institutions providing access, 
and availability of computers and internet access for many segments of the 
general population, among other issues” (Bertot et  al. 2010, 266). 
Further, the extent to which governments are incorporating social 
 networking, and other web 2.0 technologies matters. Paying close atten-
tion to user evaluation of participation mechanisms and nuances of what 
techniques are preferred by whom and for what purposes is also impor-
tant. It also matters that citizens trust that their feedback is welcomed and 
that the information they share will not negatively impact them in any way.
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While the convenience of ICT means that social services,  health ser-
vices, and financial services can be accessed online, the “privacy, anonym-
ity, and security of information of citizens’ personal information will be of 
significant concern to most users” (Jaeger and Bertot 2010, 6). That is, 
some scholars highlight the “dark side” of ICT implementation by argu-
ing that technology might not always be used for democratic ends, and 
that the Internet can enhance isolation, threaten privacy, raise the public 
dialogue to cacophonous levels, and extend the possibility of a “big 
brother” effect (Reece 2006, 73).

Finally, despite the challenges, there is tremendous optimism for the 
convergence of civic engagement and e-governance. If quality control 
measures are followed there is the possibility that the use of ICT for civic 
engagement will produce all the benefits that are commonly attributed to 
communication, consensus building, and collaboration in addition to ICT 
specific benefits: high-quality policies; the prevention of a stalemate; inno-
vative and creative ideas; diversity of ideas; single and double loop learn-
ing; social, intellectual, and political capital; co-production of knowledge 
and therefore greater governmental capacity; buy-in; better responses to 
change and conflict; and spin-off partnerships and collaborations.

notEs

1. See (Bachen et  al. 2008) for a conceptualization of youth civic 
engagement.

2. See (Kennedy 2007) for a list of public participation techniques and see 
(Coleman 1999) for a different version of this conceptualization.

3. One source for scholars interested in evaluating cases of participation in 
e-Governance is “Participedia,”which serves as a portal for decentralized 
collaborative decision making. It contains a roster of participatory gover-
nance cases from around the world. Please see: http://participedia.net/en. 
For a peer reviewed assessment of the Participedia project, see Fung and 
Warren (2011).
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CHAPTER 5

Online Privacy Protection in Chinese City 
Governments: An Analysis of Privacy 

Statements

Christopher G. Reddick and Yueping Zheng

5.1  IntroductIon

E-government in China has made great progress in the past two decades 
with the rise of the web. Governments at various levels provide convenient 
services to citizens through digital channels. However, many challenges 
still persist, among which privacy protection is a serious concern for citi-
zens. With the greater collection and use of data because of advances in 
information technology this has made privacy protection an increased 
concern. The numbers of cases and reports of privacy breaches in public 
and private sectors reflects the serious threats to personal privacy. All of 
these bring privacy protection to the forefront as a big issue attracting 
attention from both academics and practitioners.

A website privacy statement can be viewed as the contract between citi-
zens and governments indicating how to protect citizens’ personal privacy 
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when they use e-government services, an important component and pri-
mary step of privacy protection. Privacy can only be well protected if citi-
zens are clearly informed how their private information and data is 
collected, stored, and used by government. However, there is a lack of 
study on government performance in privacy statements (Beldad et  al. 
2010; Al-Jamal and Abu-Shanab 2015a). As a result, in this chapter we 
designed an index with 16 questions in eight categories examining the 
availability of privacy policy, data collection, data security, data usage, 
users’ rights, privacy protection of minors, exemption, inquiry, and feed-
back. We examined 100 cities in China and their performance in privacy 
statements with an index created from the data collected from our 
survey.

Governments’ protection of citizens’ privacy has two dimensions. The 
first one involves the privacy statements on local government websites, 
clearly informing public users how their personal information is collected, 
stored, and used. The second dimension relates to how governments 
adopt laws and technologies to protect the safety of public users’ personal 
information and data after governments collect this information. Although 
privacy statements are not the whole of privacy protection, they are the 
primary and foundational step, as it is the “contract” between government 
and public users. Privacy can only be well protected when users clearly 
understand how their data is collected, stored, and used. Although studies 
related to privacy statements have been conducted in developed countries 
like the United States and Europe, there is a lack of study in developing 
countries such as China (Al-Jamal and Abu-Shanab 2015a). In addition, 
there is a little empirical research that explains what factors promote the 
adoption of privacy statements. As a result, this study poses the following 
two research questions:

RQ1: What is the performance, as measured in benchmarking, in privacy 
statements for city governments in China?

RQ2: What are the economic, budget, and location factors that explain 
privacy statement adoption in Chinese city governments?

In order to examine privacy protection in Chinese city governments 
this chapter is divided into several sections. Section 2 provides a litera-
ture review, which discusses the major research on privacy protection 
and privacy statements. Section 3 provides brief background information 
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on the current state of privacy protection and threats in China. Section 
4 describes the research methods, explaining how we built our index to 
examine government performance in privacy statements. Section 5 dis-
cusses the major findings from our survey. Section 6 provides a conclu-
sion, discussing the findings and limitations, and presenting future 
research possibilities.

5.2  LIterature revIew

5.2.1  Privacy Policies

There are many different definitions of privacy but at its core the central 
element is the ability of individuals to choose if, when, and to what extent 
they interact and reveal information about themselves to others (Wu 
2014). Information privacy is the desire of individuals to control, or at 
least have some influence over, data about themselves (Bélanger and 
Crossler 2011). Advances in e-government have created more concerns 
about information privacy and its impact on individuals. Bannister (2005) 
argues that information privacy is the right to privacy of one’s personal 
information. He believes that there has been a tension between the right 
of individual’s to privacy and the right of the state to protect itself for 
security purposes.

In regards to privacy and e-government there has been a loss of privacy 
and security of users’ personal information because of the increased cen-
tralization and collection of data (Al-Jamal and Abu-Shanab 2015b). 
There has been a move for governments to be more transparent, which 
has increased the amount of collected information and created concerns 
over privacy. The privacy calculus is whereby citizens weigh the anticipated 
benefits and consequences before disclosing personal information. 
Research suggests that citizens are more likely to disclose personal infor-
mation after they have been informed about the agency’s privacy policies 
(Carter and McBride 2010).

Dawes (2010) argues that for information policy and government 
agencies there should be two guiding principles of stewardship and useful-
ness. Stewardship is the careful and responsible management of informa-
tion entrusted to government. Under stewardship public officials are 
responsible for handling government information with care and integrity. 
While usefulness entails government information being a valuable resource 
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that can be used to promote innovation and governments are encouraged 
to create policies that promote public access to government information. 
Essentially, stewardship is concerned with responsibility, validity, and 
 legitimacy; and usefulness is associated with application, exploration, and 
innovation (Dawes 2010). Both concepts should be taken into account 
when governments consider privacy policies.

Examining the application of privacy and e-government development 
Hiller and Bélanger (2001) state that as e-government moves from cata-
loguing information, two-way communication, e-services, and political 
participation then more advancement in e-government brings about 
greater concerns over privacy through greater data collection. Consumers 
often agree to give up personal information on the web if this means that 
they will be able to get more convenience, better customer service, or 
other particularized benefits (Bélanger and Hiller 2006).

There are two important standards that have been used to create 
principles for privacy policies (Al-Jamal and Abu-Shanab 2015b). The 
U.S.  Federal Trade Commission (FTC) is one example and the 
Organization for Economic Cooperation and Development (OECD)  
provides another example. Privacy concerns about computers have led 
to the development in 1980 of the OECD guidelines which included 
eight basic fair information practices (Dutton et al. 2005). The OECD 
privacy principles are: safeguard, collection limitation, data quality, 
purpose specification, use limitation, openness, individual participa-
tion, and accountability. These guidelines have contributed to the EU 
Directive on Privacy of July 2002. The FTC has five main privacy prin-
ciples, which are notice, choice, access, security, and enforcement. The 
FTC’s standards are believed to be more flexible and provide a more 
realistic framework to guide privacy policies (Al-Jamal and Abu-Shanab 
2015a).

Privacy protection in China is relatively new with the constitution pro-
viding explicit protection for communication privacy through Article 40, 
but the legal system has treated privacy as a low priority issue. As a result 
government regulation of e-government privacy in China lags behind 
many other developed countries (Wu 2014). For instance, China and the 
United States traditionally rely more on the private sector handling of 
personal data and on self-regulatory certification schemes and voluntary 
codes of conduct for business (Wu 2014).

 C.G. REDDICK AND Y. ZHENG



 103

5.2.2  Privacy Policy Statements

A privacy policy is a legal document that defines how the website will 
gather information from the user and how it uses this information, and 
provides details about access to this information. The use of a privacy 
policy is said to be one method of increasing user confidence in the web-
site and provides assurances to users before they disclose information 
(Alhomod and Shafi 2012). Typically privacy statements explicitly state 
what personal information such as email addresses and users’ names is col-
lected and whether this information is shared or sold to third parties and 
for how long it is retained (Drogkaris et al. 2013). Beldad et al. (2010, 
242) argues that “ensuring that privacy statements are available on web-
sites should not only be seen as an exercise of compliance with existing 
laws on personal data protection, but should also be regarded as an ethical 
act of adequately informing users how their personal data will be 
handled.”

Privacy statements are simply documents posted on organizational 
websites that describe how organizations collect, use, and disclose their 
client’s information (Beldad et al. 2010). Privacy statements are typically 
placed on websites to relieve the concerns of the public on how their per-
sonal information will be used. Research shows that privacy statements are 
not typically read or consulted, but their presence is enough to give users 
some assurance that the website can be trusted (Beldad et  al. 2010). 
Essentially, research shows that privacy statements are vital for establishing 
the credibility of websites, with research showing that for Dutch municipal 
governments the presence and ease of finding an online privacy statement 
was sufficient for users to disclose requested personal information (Beldad 
et al. 2010). Research also shows that the presence of an online privacy 
statement is one criterion that is used by the individual in assessing the 
trustworthiness of the government agency (Beldad et al. 2009). Essentially, 
with the use of privacy statement’s public organizations can more easily 
convince the public to disclose personal information necessary to com-
plete an online transaction.

What is the prevalence of privacy policy statements in governments? In 
an analysis of privacy and security policies in state governments in the 
United States, most state e-government websites posted privacy policies at 
88% (Zhao and Zhao 2010); with these statements describing how to 
handle and protect personally identifiable information and demonstrating 
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a commitment to ensuring a secure environment for data. Research on 
Portugal’s municipalities indicated that privacy was not a priority for these 
governments, since only 26% of them had publicly available privacy state-
ments (Dias et al. 2013). However, even with their availability there was 
important information missing. Other research showed that Dutch privacy 
statements were found in 77% of governments, and 55% of the most 
 populated European cities had privacy statements. In an analysis of privacy 
policy statements on Saudi Arabian e-government websites, only 28% of 
them had a privacy statement (Alhomod and Shafi 2012). Of the 28% that 
had a privacy statement, 60% of them had strong privacy statements but 
the remainder were considered weak according to the FTC standards. An 
empirical examination of privacy statements in Dutch municipal websites 
showed that not all governments even bothered to post privacy statements 
on their websites, many of the statements are hard to find, and many of the 
privacy statements have divergent language that does not reflect best prac-
tices (Beldad et al. 2009). Even with the adoption of privacy statements by 
these governments there is an inconsistency in the quality of these 
statements.

5.2.3  Technology and Privacy

Technological change has enabled government to more easily monitor 
individuals and their actions (Bannister 2005). With advances in big data 
governments can more easily assemble information from many different 
sources about an individual. For instance, rapid technological advances 
have brought about new challenges in data protection such as social net-
working sites, cloud computing, location-based services and smart cards 
which has brought about rising concerns about privacy and security of 
personal information (Tsohou et al. 2014). Even knowing that public ser-
vices can benefit from these innovations, the compliance of protecting 
personal data is still developing.

Furthermore, there is an increasing move by governments to provide 
greater transparency and open government. There has also been the rise of 
the Internet of Things (IoT)  and other innovations that have made our 
lives easier, but at the same time can threaten individual privacy (Janssen 
and van den Hoven 2015). As Janssen and van den Hoven (2015) argue 
Big and Open Linked Data (BOLD) challenges privacy and transparency 
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since in order to create one you must not limit the other: therefore, full 
transparency may not even feasibly exist.

Other examples of challenges to privacy are persistent cookies, which 
allow users to select setting preferences while at the same time provide 
the cookie owner with valuable information for analytics to get better 
website conveniences (McCarthy and Yates 2010). Federal agencies in 
the United States have been banned since 2000 from the use of cookies 
in federal government websites. One beneficial aspect of cookies is to use 
web  tracking to customize the user’s experience when visiting govern-
ment websites (McCarthy and Yates 2010). By using persistent cookies 
the website would remember the user’s preferences and settings. Another 
benefit derives from the analytics of persistent cookies because of 
enhanced web analytics. However, making the case for cookies is not 
clear given the “big brother” issue of privacy. Do cookies constitute an 
invasion of one’s privacy? E-government research has shown that cus-
tomer privacy concerns may reduce the perceived benefits of e-govern-
ment for citizens. However, research is mixed with perceived privacy not 
having an impact on smartcard use in Spain for example (Belanche-
Gracia et al. 2015).

5.2.4  Privacy and Trust

Research shows that if there is an increased perception of trustworthiness 
of government agencies, with such mechanisms as privacy statements, this 
can assure citizens about the reliability of e-government and increase 
intention to its use (Carter and Bélanger 2005). Bannister and Connolly 
(2011) argue that e-government has been seen as a mechanism for creat-
ing more trust in government. However, the empirical evidence does not 
find a direct link between e-government and increasing trust. What the 
literature does say is that e-government can create greater transparency, 
and this increases trust since citizens know more about their government. 
Empirical results of a public opinion survey show that citizens that are 
more satisfied with e-government also trust the government more, and 
those individuals who trust the government more, are also more likely to 
be satisfied with e-government (Welch et al. 2005).

Empirical research on Dutch respondents to a survey on privacy state-
ments revealed that Internet user’s confidence in online privacy statements 
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is a very important determinate of their trust in government organizations 
and how they use their personal information (Beldad et al. 2012). In an 
examination of usability and credibility, with privacy and security being 
one factor, of local e-government in the UK, results from a statistical anal-
ysis revealed that there was a close correlation between e-government 
websites’ usability and credibility (Huang and Benyoucef 2014). Therefore, 
a high degree of usability of an e-government website that is also seen as 
credible is believed to enhance trust in government.

5.2.5  Benchmarking Studies

Providing benchmarks of e-government development, such as what we do 
in this chapter, has developed very quickly in the research. E-government 
benchmarking and rankings measure the past achievements of govern-
ment agencies at different levels of government and contexts and their use 
of websites (Rorissa et al. 2011). Policymakers can use these rankings to 
monitor the implementation of e-government to have an influence on 
investments. However, one of the major concerns with these rankings is 
that websites and technology evolve over time, which makes it difficult to 
create categories that are still comparable but take technology change into 
account (Rorissa et al. 2011).

Although critical of benchmarking studies, Bannister (2007) argues 
that these studies provide a useful purpose of focusing attention on the 
need to develop e-government for greater efficiency, better service deliv-
ery, and improved transparency and accountability. This high level of stan-
dardization can be difficult to interpret when comparing different 
government agencies, and these results should be viewed with a sense of 
caution.

More specifically, examining privacy on e-government websites using 
18 measures of privacy/security on websites in the 100 most populous 
cities in the world, research showed that the performance of these cities 
has continued to increase with only 26 cities scoring zero on privacy in 
2007 compared to 31  in 2005 (Holzer et al. 2010). In contrast, other 
2011 survey research showed that cities have performed poorly in privacy, 
indicting a lack of significant progress in this important e-government area 
(Manoharan et al. 2015).
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5.2.6  Factors That Influence Privacy Statement Adoption

There have been several important governmental, economic, and social 
factors used to test the development of e-government through bench-
marking studies. In an examination of EU local governments and bench-
marking of their websites, and factors that predicted e-government 
development, this indicated that size of the city, population size, public 
administration style, and e-commerce showed more positive e- government 
maturity (Pina et al. 2009). In an analysis of e-government in a 2012 New 
Jersey municipal e-government survey of website benchmarking, which 
examined the impact of e-participation on local government structures, 
budget size, and municipal size, e-services, transparency, and technology, 
its found that form of government but not budget or city size had an 
impact (Zheng et al. 2014).

Examining the development of e-government in US state government 
rankings showed that extensive use of e-government was associated with 
legislative professionalism and professional networks (McNeal et al. 2003). 
However, state wealth and budget resources were not found to be signifi-
cant. Therefore, greater professionalism drives innovation and reform as 
seen through state e-government rankings. Further research on public 
sector e-commerce rankings by Reddick (2004), showed that traditional 
factors used to explain technology diffusion, such as state wealth, was not 
statistically significant.

Research also shows more innovation and reform is supported by 
greater development of e-government (Tolbert et al. 2008). In an exam-
ination of US counties and their adoption of e-government portals, just 
over half have adopted them and e-government was significantly corre-
lated with the county’s population, ethnicity, education, housing, 
income, and business factors. Essentially, adopter counties were associ-
ated with demographic factors (Huang 2007). Studies have shown that 
larger cities are more developed in e-government because of the diverse 
environment that they face and all of the demands placed on them for 
innovative public service delivery (Torres et  al. 2005). Overall, the 
empirical studies show that the common variables used to predict inno-
vation in e-government are population size, political complexion, overall 
spending, and demographics. Most of the studies have found mixed evi-
dence of these predictors for e-government development. In this chapter 
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we will test some of the common factors already examined in the litera-
ture—namely economy, budget, and location—to explain privacy state-
ment benchmarking performance.

5.3  Background

Over the past two decades, China has made great progress as a developing 
county in the development of e-government, while facing many challenges 
such as privacy and security of information. With the fast development of 
e-government in China since 1999, governments at all levels have started 
to build their websites for information provision and service delivery. In 
2006, China had around 12,000 government websites in total. By 2015, 
it has increased to around 58,000, covering 100% of government sectors 
at the national level, 100% of governments at the province level, 99.1% at 
the city level, and more than 85% at the county level. Local governments 
in China have increasingly been making greater use of mobile apps to pro-
vide for more convenient services. In addition, various city governments 
utilized big data to promote policy-making and have implemented strate-
gies to develop smart cities.

However, the dramatic progress cannot cover problems in the protec-
tion of personal privacy, as indicated in many media reports. The Railway 
Ticketing System “12306” in China showed that it has a lot of website 
vulnerabilities and thousands of users’ private information was disclosed, 
including identification numbers, phone numbers, email addresses, user-
names, and passcodes (Liu and Lin 2014). In addition, based on the latest 
“2015 China Websites Security Report” from Qihoo 360, a famous 
Chinese Internet security company, there were 28,000 website vulnerabil-
ities recorded, including thousands of government and public sectors 
websites (Qihoo 360 2015). The report also showed that the healthcare 
systems in several provinces and cities have high-risk website vulnerabili-
ties, involving millions of patients’ private information. Since there is 
much private data belonging to citizens stored on government websites, 
these websites’ vulnerabilities put citizens’ privacy at great risk. In China, 
compared to the fast development in e-government services, the protec-
tion of citizens’ personal privacy is still lacking.

Even worse, compared with developed countries, the Internet privacy 
laws and regulations in China are not as comprehensive as many developed 
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countries. In 2000, the NPC Standing Committee (NPC, China’s top leg-
islative body) passed the Decision on Safeguarding Internet Security (Shao 
2012, 31), in which Article 4 clearly stated that the “illegal interception, 
alteration or deletion of others e-mail or other data is an infringement upon 
citizens’ freedom and privacy” and may constitute a crime (Zhang 2015). 
After that, many public sectors agencies, such as the Ministry of Industry 
and Information Technology, implemented related policies and regulations 
to protect personal privacy and information security. In 2012, the NPC 
Standing Committee passed the Decision on Strengthening Network 
Information Protection, which strictly preserves the secrecy of citizens’ per-
sonal electronic data that they collect; not to divulge, distort, or damage the 
data; and not to sell or provide the data to others illegally and adopt techni-
cal measures and other necessary methods to ensure information security 
and prevent divulging, damaging or losing the personal electronic data col-
lected during business activities (Zhang 2013). However, until now, there is 
no special law in China particularly for personal information security and 
privacy protection as there are in most developed countries. A complete 
legal system to protect individual Internet information security has, to date, 
not been devised (Liu and Jiang 2015).

5.4  research Methods

Referring to previous studies, we built up a benchmarking index to mea-
sure government performance in privacy statement with 16 questions in 
eight categories, including the availability of privacy policy, data collec-
tion, data security, data usage, users’ rights, privacy protection of minors, 
exemption, inquiry and feedback. We underscore our concerns as to how 
governments collect, store, and use data, and how citizens’ private infor-
mation is protected.

As for the sample, we chose the top 100 cities in China based on their 
gross domestic product (GDP) ranking. Most e-government services that 
citizens have access to in China are provided by local governments, espe-
cially larger, fast economic growth, city governments. In this study, we 
want to focus on privacy protection in city governments. Cities are increas-
ingly providing more e-government services and are facing many chal-
lenges in privacy protection, because of frequent transactions and storing 
large amounts of private data and information collected from citizens. The 

 ONLINE PRIVACY PROTECTION IN CHINESE CITY GOVERNMENTS:... 



110 

larger cities are the ones with high Internet use, and are located on the east 
coastline and middle part of China where most of the population and eco-
nomic growth occurs. Thus, for our sample, we choose the top 100 cities 
based on their GDP ranking because there are the innovators in 
e- government development.

The preparation of the evaluation index was initially done in an Excel 
spreadsheet. The evaluation was pretested for one week by evaluating five 
cities (out of 100), the results of which contributed to revisions to the 
index. After that, we finalized the index and spent June 2016 evaluating 
the privacy statements of the top 100 cities. After the data was collected 
we found data for these cities with measures for GDP, budget, and loca-
tion, from various government sources.

Our analysis firstly examined whether a privacy statement is available on 
the main page of government websites. Usually, the statement is located at 
the bottom of this page. Furthermore, we checked if the statement could 
be accessed directly from each page. As for data collection, we determined 
whether the statement clearly indicates which organization or department 
collects users’ personal data and information. We checked if the statement 
showed what data or information about users was collected, and by what 
means it was gathered by government. For data security, our analysis 
focused on to what extent the statement indicates that appropriate mea-
sures are taken to ensure that personal data or information is safely stored, 
and that it will not be illegally obtained and used after it is collected.

In the data use part, we started by examining whether governments 
explicitly state their intended use of the data and the purpose of use. We 
determined whether users would be informed or need approval when their 
personal data or information is used and whether users have rights to 
refuse the use of their data or information. We also looked for whether 
users’ data or information will be disclosed to third parties, and if yes, 
whether users have rights to refuse or decline the disclosure.

Furthermore, our analysis also examined users’ rights and the protec-
tion of minors. We addressed whether users have rights or the ability to 
inquire, review, correct, or delete their personal data or information col-
lected by government. We also examined whether the statement indi-
cates how minors’ personal data or information is protected. In addition, 
we tested if governments clearly showed under what conditions they are 
not required to take responsibility. Finally, we examined whether conve-
nient tools and methods are provided for users for inquiry and feedback. 
See Table  5.1 for details of the questions in our survey of privacy 
statements.
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5.5  FIndIngs

5.5.1  Descriptive Statistics

Table 5.2 shows the score that each city received towards its performance 
in privacy statement performance. The top 10 cities were Wuhan, Ningbo, 
Qingdao, Suqian, Taian, Taizhou (Zhejiang), Shenzhen, Wenzhou, Yangzhou, 
and Zibo. From these, six cities got a full score (100) and the rest of the 
four cities are higher than 90, reflecting the highest level in China. The 

Table 5.1 Evaluation index for the city government privacy statements

Categories Measurements

1 Statement 
availability

Does the site have a privacy/security statement?
Whether the statement can be accessed directly on each page?

2 Data collection Whether the statement clearly indicates: which organization or 
department collects users’ personal data or information?
Whether the statement clearly indicates: what data or information 
is collected?
Whether the statement clearly indicates: under what condition or 
by what means is the data or information collected?

3 Data security Whether the statement clearly indicates: how personal data or 
information is safely stored and protected?
Whether the statement clearly indicates: what appropriate measures 
have been taken to ensure that the data or information will not be 
illegally obtained and used?

4 Data use Whether the statement clearly indicate: the use purpose of personal 
data or information?
Whether the statement clearly indicate: users will be informed or 
need to approve when their personal data or information is used?
Whether the statement clearly indicate: users have rights to refuse 
their data or information to be used?
Whether the statement clearly indicate: users’ data or information 
will be disclosed to third parties?
Whether the statement clearly indicates: that users have rights to 
refuse that their data or information be disclosed to third parties?

5 Users’ rights Whether the statement clearly indicates: that users have rights to 
inquire, correct, or delete their personal data or information collected?

6 Protection of 
minors

Whether the statement clearly indicates: how minors’ personal data 
or information is protected?

7 Disclaimer Whether the statement clearly indicates: under what condition 
government is not required to take responsibility?

8 Inquiry and 
feedback

Are there any contact methods (phone number, email, etc.) for users 
to inquire or give feedback towards the privacy/security statement?

Source: Own elaboration

 ONLINE PRIVACY PROTECTION IN CHINESE CITY GOVERNMENTS:... 



112 

Table 5.2 Score and rankings of privacy statement performance in city 
governments

Ranking City Score Ranking City Score

1 Wuhan 100 51 Baotou 0
2 Ningbo 100 52 Changde 0
3 Qingdao 100 53 Guiyang 0
4 Suqian 100 54 Huizhou 0
5 Taian 100 55 Jilin 0
6 Taizhou (Zhejiang) 100 56 Lanzhou 0
7 Shenzhen 93.75 57 Quanzhou 0
8 Wenzhou 93.75 58 Wulumuqi 0
9 Yangzhou 93.75 59 Xuzhou 0
10 Zibo 93.75 60 Yichang 0
11 Guangzhou 87.5 61 Zunyi 0
12 Hangzhou 87.5 62 Kunming 0
13 Xiangyang 87.5 63 Luoyang 0
14 Hohhot 81.25 64 Nanjing 0
15 Jining 81.25 65 Nanning 0
16 Zhanjiang 81.25 66 Xiamen 0
17 Beijing 75 67 Shenyang 0
18 Dalian 75 68 Suzhou 0
19 Jinhua 75 69 Nanyang 0
20 Jinan 75 70 Nantong 0
21 Shaoxing 75 71 Liuzhou 0
22 Yueyang 68.75 72 Linxi 0
23 Tongliao 68.75 73 Lianyungang 0
24 Huzhou 68.75 74 Langfang 0
25 Nangchang 62.5 75 Xinxiang 0
26 Wuhu 62.5 76 Xianyang 0
27 Jiangmen 62.5 77 Weifang 0
28 Foshan 62.5 78 Weihai 0
29 Zhenjiang 62.5 79 Taizhou (Jiangsu) 0
30 Liaocheng 50 80 Jiaxing 0
31 Wuxi 43.75 81 Hengyang 0
32 Zhongshan 43.75 82 Heze 0
33 Shanghai 37.5 83 Handan 0
34 Maoming 31.25 84 Ordos 0
35 Huaian 31.25 85 Dongying 0
36 Binzhou (Shandong) 31.25 86 Dongguan 0
37 Chengdu 18.75 87 Dezhou 0
38 Fuzhou 0 88 Daqing 0
39 Harbin 0 89 Binzhou (Hunan) 0
40 Hefei 0 90 Changzhou 0

(continued)
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results indicated that 71 cities received scores lower than 60. Even worse, 
63 cities had a score of 0, which means that they do not have a privacy 
statement on their official government website. The average score for all 
100 cities is 26.63, which is very low.
Table 5.3 shows the distribution of the 100 cities in their privacy statement 
performance. We found that 10 cities received scores higher than 90; six cit-
ies are between 80 and 90; and 13 cities received scores between 60 and 80. 

Table 5.2 (continued)

Ranking City Score Ranking City Score

41 Shijiazhuang 0 91 Cangzhou 0
42 Taiyuan 0 92 Baoding 0
43 Tangshan 0 93 Anshan 0
44 Tianjin 0 94 Zhuzhou 0
45 Xi’an 0 95 Zhoukou 0
46 Yantai 0 96 Zhangzhou 0
47 Changchun 0 97 Zaozhuang 0
48 Changsha 0 98 Yulin 0
49 Zhengzhou 0 99 Yancheng 0
50 Chongqing 0 100 Xuchang 0

Average Score: 26.63

Table 5.3 Distribution 
of 100 cities in privacy 
statement performance

Score Frequency Percentage (%)

100 6 6.00
93.75 4 4.00
87.5 3 3.00
81.25 3 3.00
75 5 5.00
68.75 3 3.00
62.5 5 5.00
50 1 1.00
43.75 2 2.00
37.5 1 1.00
31.25 3 3.00
18.75 1 1.00
0 63 63.00

Average Score: 26.63

Source: Own elaboration
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The results indicate the great divide among all these cities: 16 cities received 
scores higher than 80 while 66 cities received 0. These two groups make up 
90% of all the cities, reflecting the “U” shaped pattern among these cities.

Table 5.4 shows the government performance of these 100 cities in indi-
vidual measurements. Results show that 30% of the cities enable  citizens to 
access the privacy statement on any page of the website. Government per-
formance in data security and disclaimer is better than the other categories. 
The results showed that 32% of cities clearly indicated how personal data or 
information is safely stored and protected; 31% of cities stated appropriate 
measures have been taken to ensure that the data or information will not be 
illegally obtained and used; and 31% of cities indicated under what condi-
tion government is not required to take responsibility. However, only 16% 
of cities specify whether the organization or department collects users’ per-
sonal data or information and 19% of them clearly indicate how minors’ 
personal data or information is protected.

5.5.2  Chi-square Tests

In this study, Chi-square tests were also used to further examine the rela-
tionships between these city governments’ performance in privacy state-
ments and the economy, budget, and location of the city. GDP was used 
to measure the economy and all of the cities were classified into four 
groups based on their GDP (low = below 500,000 million RMB; 2 = below 
1,000,000 million RMB; 3 = below 2,000,000 million RMB; 4 = above 
2,000,000  million RMB). The result indicates that the Chi-square test 
statistic is 97.20 with a significance level of 0.01. City government’s per-
formance in privacy statements is significantly related with the GDP in 
2015. Similarly, for the budget, all the cities were divided into four groups 
based on their budget (1 = below 50,000  million RMB; 2  =  below 
100,000  million RMB; 3  =  below 200,000  million RMB; 4  =  above 
200,000 million RMB). The result indicates that city government’s per-
formance in privacy statement is significantly related with the budget size. 
The Chi-square test statistic is 79.40 which is significant at the 0.01 level. 
That is, cities with a stronger economy and with more budget resources 
are more likely to perform better in their website privacy statements.

As for the location, we divided all the cities into different groups based 
on the provinces these cities belong to. The Chi-square results show that 
city government’s performance in privacy statements is significantly related 
to the provinces they belong to (i.e., the Chi-square test statistic is 364.07 
and significant at the 0.05 level). Essentially, cities performing better in 
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Table 5.4 Performance in each measurement of city government privacy 
statements

Categories Measurements Percentage (%)

1 Statement 
availability

Does the site have a privacy/security statement? 37.00
Whether the statement can be accessed directly on 
each page?

30.00

2 Data collection Whether the statement clearly indicates: which 
organization or department collects users’ personal 
data or information?

16.00

Whether the statement clearly indicates: what data 
or information is collected?

27.00

Whether the statement clearly indicates: under what 
condition or by what means is the data or 
information collected?

32.00

3 Data security Whether the statement clearly indicates: how 
personal data or information is safely stored and 
protected?

32.00

Whether the statement clearly indicates: what 
appropriate measures have been taken to ensure that 
the data or information will not be illegally obtained 
and used?

31.00

4 Data use Whether the statement clearly indicates: the use and 
purpose of personal data or information?

22.00

Whether the statement clearly indicates: that users 
will be informed or need to approve when their 
personal data or information is used?

28.00

Whether the statement clearly indicates: that users have 
rights to refuse their data or information be used?

24.00

Whether the statement clearly indicates: that users’ 
data or information will be disclosed to third parties?

27.00

Whether the statement clearly indicates: that users 
have rights to refuse their data or information be 
disclosed to third parties?

22.00

5 Users’ rights Whether the statement clearly indicates: that users 
have rights to inquire, correct, or delete their 
personal data or information collected?

25.00

6 Protection of 
minors

Whether the statement clearly indicates: how 
minors’ personal data or information is protected?

19.00

7 Disclaimer Whether the statement clearly indicates: under what 
condition government is not required to take 
responsibility?

31.00

8 Inquiry and 
feedback

Are there any contact methods (phone number, 
email, etc.) for users to inquire or give feedback 
towards the privacy/security statement?

24.00
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privacy statements are more likely to be from the same provinces. For 
example, the average score for the cities in Zhejiang province is 75 and the 
average score for the cities in Guangdong province is 51.4, both of which 
are much higher than the average of the 100 cities at 26.6.

5.6  concLusIons

As we step into the era of big data, emphasis has been increasingly given 
to the value of data and its use for better decisions. The practices in busi-
nesses indicate how data integration and analysis put personal information 
privacy at risk, as shown in the research. Developments in information 
technologies on the one hand bring modern conveniences, while on the 
other hand more threats to privacy and information security are prevalent. 
Even worse, the lack of comprehensive laws and regulations makes privacy 
protection in China more difficult. All of this results in privacy protection 
being a big issue, attracting the attention of governments and citizens.

The improvement of privacy protection in e-government in China is 
based on an understanding of the fast paced development of e- government 
and privacy laws not catching up with this rapid development. We chose 
the 100 largest cities based on GDP ranking and evaluated their perfor-
mance in privacy protection when citizens use their official government 
websites. A privacy statement is a contract between citizens and govern-
ments toward how to protect citizens’ privacy, and is an important com-
ponent of privacy protection. In this study, we focused on the privacy 
statements and examined privacy protection through a benchmarking 
index composed of 16 questions in eight categories.

The study found that the overall performance of city governments in 
privacy statements was poor. The majority of the cities did not provided 
comprehensive information in the privacy statement regarding how they 
collect, store, and use personal data from public users. We found that 63 
cities received a score of 0, with no privacy statement at all on their official 
government website. The average score was 26.63, which is very low, but 
comparable to other research in developing countries (Al-Jamal and Abu- 
Shanab 2015a). In addition, governments perform differently depending 
on the category of the index. The performance in data security and dis-
claimer is better than other categories, although the level is still low 
(around 30%). The performance in the category of protection of minors is 
poor at only 19%, clearly indicating how minors’ personal data or informa-
tion will be protected. City level governments need to have stronger 
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privacy protection in place and take further steps to improve individual 
privacy protection, which will create a more favourable environment and 
citizen support for further e-government development. Finally, we found 
evidence that economic, budgetary, and city location were factors that 
predicted greater performance in privacy statement adoption.

The practical implications of this research should be mentioned. This 
research showed the importance of benchmarking privacy in these city 
governments, to learn more about how they are performing relative to 
one another. Public managers can also use this information to identify 
which cities are performing well and the areas for improvement in the 
laggards.

This study has limitations of a small sample size and many smaller cities 
in the middle and western part of China were not examined. Future 
research needs to expand the cities included, and better define and improve 
the evaluation index, exploring more factors that determine city govern-
ment performance regarding privacy statements.
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CHAPTER 6

E-Government Development in the Central 
Asian States: Best Practices, Challenges 

and Lessons Learned

Ulan Brimkulov and Kasym Baryktabasov

6.1  IntroductIon

Nowadays e-government plays an important role in many countries. 
E-government is the use of information and communication technologies 
(ICTs) and particularly the Internet, as a tool to achieve better govern-
ment (OECD 2003). It is widely perceived to be fundamental to reform 
and modernization in the public sector in order to improve service quality 
(OECD 2003; Foley and Alfonso 2009; Norris and Moon 2005).

E-government is transformative in nature affecting the management of 
human, technological, and organizational resources and processes (Grant 
and Chau 2006). The transformation agenda focuses on the need for gov-
ernments to more effectively manage inputs, processes, and outputs of 
public administration organizations, and covers broad classes of institu-
tional reform (Osborne and Gaebler 1992; Muhammad Rais 1999). The 
advent of new public management transforms traditional systems and adds 
new dimensions to the functioning of modern government to provide the 
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best services for its citizens by strengthening its internal operational effi-
ciency (Imran and Gregor 2010; Saxena 2005).

ICTs are seen by many as a cost-effective and convenient means of pro-
moting openness and transparency, and reducing corruption (Bertot et al. 
2010). Heeks points out that experience suggests public servants often 
perceive that IT introduction is going to have a significant effect in reduc-
ing corruption (Heeks 1998).

A 2003 World Bank report reveals that the application of ICTs in gov-
ernment operations can result in better delivery of government services to 
citizens, improved interactions with business and industry, citizen empow-
erment through access to information, or efficient government manage-
ment (Bhuiyan 2011). The 2010 United Nations’ (UN) E-Government 
Survey also finds that citizens are benefiting from more advanced e-service 
delivery, better access to information, more efficient government manage-
ment, and improved interactions with governments, primarily as a result of 
increasing use by the public sector of ICT (UN 2010).

The history of e-government development around the world shows 
that e-government development in many countries faces a number of 
problems and challenges. Strejcek and Theil, based on EU country mate-
rial, emphasize the existing gap between the ambition of e-government 
projects and their actual implementation (Strejcek and Theil 2002).

It is well known that e-government development initiatives cannot 
succeed without the appropriate level of development in such areas as 
ICT, economy, legal framework, and citizens’ literacy. Political stability 
and leadership is also very important. This chapter attempts to cor-
roborate this by using the example of the Central Asian (CA) coun-
tries. In order to avoid the mistakes and learn from the past it is also 
very important to know which problems and obstacles face the govern-
ment bodies in their e-government development efforts. It should also 
be noted that there is insufficient research on e-government develop-
ment in CA countries, especially in those such as Tajikistan and 
Turkmenistan.

Therefore the objective of this chapter is to show the dependency 
between e-government development and ICT, economy and legal frame-
work development, to analyse the e-government initiatives in the CA 
countries, and to share the best practices and generalize the main chal-
lenges and obstacles of e-government development in the region.

This chapter is primarily based on the analysis of secondary sources. 
Most of the information has been received from academic sources on 
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e-government development in the CA countries. Some information has 
been obtained from analytical reports of governmental and non- 
governmental organizations. Some data have been obtained from well- 
known international organizations, such as the World Bank, International 
Budget Partnership, International Telecommunication Union (ITU), 
Transparency International, and United Nations Division for Public 
Administration and Development Management. Information from the 
government and news websites has also been used.

Section 6.2 presents a general overview of the CA countries, their land 
area, population size, gross domestic product (GDP) etc. Section 6.3 pres-
ents the situation in ICT development and its influence on e-government 
development in the region. Section 6.4 contains information on the legal 
framework of ICT and e-government development in the CA countries. 
Section 6.5 describes the best practices of e-government development in 
the region. Section 6.6 points out the main challenges and obstacles of 
e-government development in CA countries. Section 6.7 discusses the 
results of the study and lessons learned and Sect. 6.8 concludes the 
chapter.

6.2  General overvIew of the central  
asIan countrIes

Central Asia is the core region of the Asian continent and stretches from 
the Caspian Sea in the west to China in the east and from Afghanistan in 
the south to Russia in the north. It is also sometimes referred to as Middle 
Asia and, colloquially, “the ’stans” (as the six countries generally consid-
ered to be within the region all have names ending with the Persian suffix 
“-stan”, meaning “land of”) and is within the scope of the wider Eurasian 
continent. In modern contexts, all definitions of CA include these five 
republics of the former Soviet Union: Kazakhstan, Kyrgyzstan (Kyrgyz 
Republic), Tajikistan, Turkmenistan, and Uzbekistan (Wikipedia the Free 
Encyclopedia 2016) (see Table 6.1)

The literacy rate in the region is above 99% (Central Intelligence 
Agency 2016). But after the collapse of the Soviet Union all of the CA 
countries faced considerable problems ranging from their economic devel-
opment, governance, accountability of government officials, corruption, 
political stability, social life etc. Even though more than 20 years have 
passed since then, many of these problems are still on the agenda. The 
Worldwide Governance Indicators (WGI) project reveals these problems. 
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Table 6.2 presents ranking by four dimensions of governance as of 2014. 
In the table, rank means percentile rank among all countries and ranges 
from 0 (lowest) to 100 (highest).

As we can see from Table 6.2, the position of the CA countries is very 
low in all of the four dimensions of governance of the WGI report.

The level of corruption in the CA countries can be assessed using the 
Corruption Perceptions Index (CPI) prepared by Transparency 

Table 6.1 The CA countries. General information

Country name Surface area  
(sq. km), 2015

Population, total, 
2014

GDP per capita  
(current US$), 2014

Kazakhstan 2,724,902 17,289,224 12,601.62
Kyrgyz Republic 199,949 5,835,500 1268.86
Tajikistan 142,550 8,295,840 1114.01
Turkmenistan 488,100 5,307,188 9031.51
Uzbekistan 447,400 30,757,700 2036.69

Source: The World Bank (2016b)

Table 6.2 The World Governance Indicators for the CA countries

Years 2014 2013 2012 2014 2013 2012

Voice and accountability Political stability and absence of 
violence/terrorism

Country/territory

Kazakhstan 15.27 14.22 15.17 47.57 34.60 36.02
Kyrgyz Republic 31.03 30.33 28.44 19.90 18.96 18.96
Tajikistan 7.39 7.11 9.00 23.30 14.22 13.74
Turkmenistan 0.00 0.95 0.47 48.54 53.55 59.24
Uzbekistan 2.46 2.37 1.90 36.41 26.54 29.38

Rule of law Government effectiveness
Kazakhstan 34.13 30.33 30.81 54.33 35.41 39.71
Kyrgyz Republic 15.87 12.80 12.32 18.75 28.71 29.19
Tajikistan 15.38 9.95 10.90 22.60 14.35 18.18
Turkmenistan 7.21 6.64 5.21 17.79 8.61 8.13
Uzbekistan 12.02 11.37 7.58 27.40 18.18 17.22

Source: The World Bank (2016a)
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International. As shown in Table 6.3, the position of these states relative 
to the other countries is very low.

One of the reasons for the high corruption levels in the CA countries is 
absence of open information on how the government bodies spend their 
financial resources. Research findings of the International Budget 
Partnership (IBP) on budget transparency measured by the Open Budget 
Index (OBI) complement this thesis (The International Budget Partnership 
2016). As shown in Table 6.4, after the development of the open budget 
portals, Kazakhstan and Kyrgyzstan have achieved better ranks since 2012. 
At the same time these two countries improved their positions according 
to the CPI (see Table 6.3). On the other hand there is no information on 
the level of budget transparency (by OBI) in such countries as Uzbekistan 
and Turkmenistan; at the same time the position of these countries is 
much worse in CPI terms.

Table 6.3 Ranking of the CA countries by the CPI

Country/territory Ranks

2015 2014 2013 2012

Kazakhstan 123 126 140 133
Kyrgyzstan 123 136 150 154
Tajikistan 136 152 154 157
Uzbekistan 153 166 168 170
Turkmenistan 154 169 168 170

Source: Transparency International (2015)

Table 6.4 Ranking of the CA countries by the OBI

Country 2006 2008 2010 2012 2015a

Kazakhstan 31 53 56 47 39
Kyrgyz Republic – 71 74 75 34
Tajikistan – – – 79 83
Turkmenistan – – – – –
Uzbekistan – – – – –

Source: The International Budget Partnership (2016)

Note: aIt should be noted that the Open Budget Survey methodology and questionnaire underwent some 
revisions since the 2012 Survey round, which among other things affected the number and numbering of 
the questions.
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Because of the issues described above it is necessary to develop 
e- government in the CA countries as it is one of the ways to decrease the 
level of corruption and improve the openness of governments for better 
service delivery to citizens.

There are many factors that affect the result of e-government imple-
mentation initiatives such as the level of development of ICT infrastruc-
ture, citizen’s literacy in general and ability to use ICT in particular, the 
level of economic development, the level of legal framework development, 
political leadership etc.

The next section describes the level of ICT infrastructure development 
in the CA countries as one of the main factors that influence the result of 
e-government implementation activities.

6.3  the extent of Ict sector development 
In central asIa

The ICT sector has been developing very fast during the past few years in 
the CA countries. According to the International Telecommunication 
Union, Kazakhstan is the leader in the region in ICT infrastructure devel-
opment. Kazakhstan’s rank in the ICT Development Index (IDI) is rela-
tively high (see Table 6.5).

At the same time Kyrgyzstan showed considerable improvement, rising 
by 15 places from 2013 to 2015 and becomes one of the 10 most dynamic 
countries in the Commonwealth of Independent States region 
(International Telecommunication Union 2015).

One of the most notable growth areas is mobile technology (see 
Fig. 6.1). As shown in Table 6.6, there are more than 100 mobile cellular 
subscriptions per 100 people in Kazakhstan, Kyrgyzstan, and Turkmenistan. 
This means that there are good opportunities for citizens to use mobile 

Economy 2015 2013 2012 2010

Kazakhstan 58 53 53 62
Kyrgyzstan 97 108 107 112
Uzbekistan 115 116
Tajikistan
Turkmenistan

Source: International Telecommunication Union (2015)

Table 6.5 The CA countries 
IDI ranking
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internet in order to access government online services. Based on this 
information, government officials may also decide to develop mobile gov-
ernment (m-government).

Even though there are many mobile subscriptions, there are much 
fewer fixed telephone and fixed broadband subscriptions (see Table 6.7). 
The number of Internet users is also low. One of the reasons for the low 
number of Internet users is the high price for Internet connection and use. 
As it has been mentioned above, GDP per capita in such countries like 
Kyrgyzstan and Tajikistan is a little more than 1000USD (see Table 6.1). 
So it is just not affordable for citizens of these countries to have a fixed 
broadband subscription. As a result, we can see the lower numbers of 

Table 6.6 Fixed telephone and mobile cellular subscription

Country name Fixed telephone subscriptions  
(per 100 people)

Mobile cellular subscriptions  
(per 100 people)

2013 2014 2013 2014

Kazakhstan 26.71 26.21 184.69 172.19
Kyrgyz Republic 8.31 7.88 121.45 134.46
Tajikistan 5.18 5.24 91.83 95.13
Turkmenistan 11.49 11.77 116.89 135.78
Uzbekistan 6.91 8.55 74.31 78.42

Source: The World Bank (2016b)

Table 6.7 Fixed broadband subscriptions and Internet users

Country name Fixed broadband subscriptions  
(per 100 people)

Internet users  
(per 100 people)

2013 2014 2013 2014

Kazakhstan 11.91 12.93 54 54.89
Kyrgyz Republic 2.45 4.16 23 28.30
Tajikistan 0.07 0.07 16 17.49
Turkmenistan 0.03 0.04 9.6 12.20
Uzbekistan 1.06 1.87 38.2 43.55

Source: The World Bank (2016b)

 U. BRIMKULOV AND K. BARYKTABASOV



 129

Internet users in Kyrgyzstan and Tajikistan comparing to Kazakhstan and 
Uzbekistan.

The research conducted by the International Telecommunication 
Union complement this finding. Tables 6.8 and 6.9 show prices for 
Internet and mobile services. As we can see, fixed broadband and mobile 
broadband prices in Tajikistan and Kyrgyzstan constitute a significant part 
of gross national income (GNI) per capita in comparison to other coun-
tries in the region.

The data presented above show that Kazakhstan is the leader in the 
region in many aspects. The GDP per capita in Kazakhstan is highest 
among other countries of the region; there are lowest prices for Internet 
access as a percentage of GNI per capita; the rank of the country by OBI 

Table 6.8 ICT prices, fixed-broadband sub-basket, 2014

Rank Economy As % of  
GNI p.c.

USD Speed in 
Mbit/s

Cap per month in 
GB

30 Kazakhstan 1.12 10.77 1.00 10.00
95 Turkmenistan 4.30 24.65 2.00 1.00
102 Uzbekistan 4.73 7.40 0.25 1.17
129 Kyrgyzstan 10.66 10.74 0.50 Unlimited

Tajikistan

Source: International Telecommunication Union (2015)

Table 6.9 Mobile-broadband prices, prepaid handset-based 500 MB, 2013

Rank Economy As % of  
GNI p.c.

USD GNI p.c.,  
USD, 2013a

Monthly data 
allowance (MB)

19 Kazakhstan 0.69 6.51 11,380 1024
87 Turkmenistan 3.06 17.54 6880 500
93 Uzbekistan 3.79 6.00 1900 500
115 Kyrgyzstan 8.88 8.88 1200 500
127 Tajikistan 17.01 14.03 990 1000

Source: International Telecommunication Union (2014a)

Note: aData correspond to the GNI per capita (Atlas method) in 2013 or latest available year adjusted with 
the international inflation rates.
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and CPI is also the best in the region. On the other hand, sometimes there 
is a lack of sufficient information on Turkmenistan and Tajikistan.

This economic and ICT infrastructure development influence 
e- government development in the region. As we can see from the 
E-government Development Index data provided by UN Department of 
Economic and Social Affairs, Kazakhstan is the leader in e-government 
development in the region, but Turkmenistan and Tajikistan have the low-
est ranks among the other CA countries (see Figs. 6.2 and 6.3).

The level of e-government development also depends on the legal 
framework in the state. It is hard to succeed without appropriate strate-
gies, laws, and political leadership to move towards enhancing the use of 
ICT for better service delivery. For this reason the next section describes 
the main laws, national strategies, and programmes in the CA countries.

Fig. 6.2 UN E-Government Development Index of the CA states. Source: 
United Nations, Department of Economic and Social Affairs (2016)
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6.4  the leGal framework of Ict 
and e-Government development In ca countrIes

6.4.1  Kazakhstan

The following documents have been enacted in Kazakhstan in order to 
develop e-government (see Table 6.10).

The following documents also in use:

• State Program “Information Kazakhstan-2020”, approved by the 
Decree of the President of the Republic of Kazakhstan as of January 
8, 2013 #464 (Sadykov et al. 2014).

• National programme for building up e-government
• Law on Public Services as of April 15, 2013.

Table 6.10 Important documents on e-government development in Kazakhstan

Document Objective Enacted 
date

The message of the President to 
the nation “Kazakhstan-2030”

To establish the priority of an 
independent and effective system of 
telecommunications services of its own, 
competitive in future with similar 
infrastructures of the world developed 
economies

1997

The presidential decree on 
formation of the common 
information space

1997

The conception of the single 
information space of Kazakhstan

1998

The state programme on 
formation and development of 
national information infrastructure 
in the Republic of Kazakhstan

2001

The law on informatization To regulate the informatization process, 
development and protection of 
information resources and information 
systems, to establish the competence of 
government, rights and responsibilities of 
citizens and businesses in this sphere

2003

The law on electronic document 
and digital signature

To regulate the use of digital signatures, 
modification or termination of legal 
relations, as well as rights and duties of 
parties in the e-document flow process

2003

Source: Kassen (2010)
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6.4.2  Kyrgyz Republic

Several important documents to enable e-government development in the 
Kyrgyz Republic have been approved (Table 6.11).

Several laws to enable e-government development in Kyrgyzstan have 
also been adopted. Some of them are listed in Table 6.12.

The following documents have been also approved (Nurashbekov 
2015):

Table 6.11 The concept, programme and strategy for e-government develop-
ment in Kyrgyzstan

Document title Objective Document 
type

Approved date 
and number

The “Concept of 
Creation and 
Development of 
Information Network of 
the Kyrgyz Republic”

To enable access to 
information for citizens

Concept September 23, 
1994 #722

The “Programme of 
Information and 
Communication 
Technologies 
Development in the 
Kyrgyz Republic”

To prepare the main mechanism 
of integration and coordination 
of the different ICT 
programmes, subprogrammes 
and projects, and development 
of the integrated information 
environment of the Kyrgyz 
Republic.

Programme November 8, 
2001.
Government 
decree #697

“Information and 
Communication 
Technologies for the 
Kyrgyz Republic 
Development”

It defines the main objectives, 
common principles, and state 
policy of ICT development in 
Kyrgyzstan. The most 
important priority of the 
strategy is using ICT for 
effective and transparent 
governance (e-government).

National 
Strategy

March 10, 2002. 
Presidential 
decree #54

The “Action Plan on 
Implementation of the 
Programme of ICT 
Development in the 
Kyrgyz Republic”

Action Plan April 2002

The National Action 
Plan on Implementation 
of the ICT Strategy

Action Plan September 6, 
2003

Source: Brimkulov and Baryktabasov (2014)
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• The National strategy for sustainable development of Kyrgyz 
Republic 2013–2017.

• The Program of transition of Kyrgyz Republic towards sustainable 
development for 2013–2017, approved by the government decree as 
of December 18, 2013 #3694-V.

• The Program of the Government of Kyrgyz Republic on implemen-
tation of electronic governance in the public administration for 
2014–2017, approved by the Decree of the government as of 
November 17, 2014 #651.

The International Telecommunication Union states that the legal 
framework related to e-government in the Kyrgyz Republic is quite suffi-
cient and comprises 16 laws on ICTs. However, additional laws need to be 
prepared and adopted in order to open the door to further  implementation 
of electronic services and information exchange in the country (for exam-
ple, a law on e-commerce, and unify technical standards and requirements) 
(International Telecommunication Union 2014b).

Table 6.12 Legal framework for e-government in Kyrgyzstan

Document title Objective Approved date 
and number

The law on “Guarantees 
and Free Access to 
Information”

To provide citizens with the rights to 
search, obtain, analyse, and disseminate 
information.

December 5, 
1997. #89

The law on “ICT 
Dissemination and Usage 
(Informatization)”

To create an enabling environment to 
satisfy informational needs of citizens and 
development of the modern information 
infrastructure of the Kyrgyz Republic 
integrated with international networks and 
systems.

October 8, 
1999. #107

The law on “Electronic 
Payments”

Legal regulation of electronic payments November 6, 
1999. #121.

The law on “Electronic 
Signature”

To regulate the permitted types and usage 
of digital signature in the Kyrgyz 
Republic

July 7, 2004. 
#92

The law on 
“E-procurement”

To obligate all government bodies to 
procure online using the web portal 
http://zakupki.gov.kg

April 3, 2015. 
#72

Source: Brimkulov and Baryktabasov (2014)
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6.4.3  Tajikistan

Table 6.13 shows a list of the main documents regulating ICT and 
e- government development in Tajikistan (Republic of Tajikistan’s 
Government 2004).

For the purpose of contributing to development of e-government in 
the Republic of Tajikistan the following documents also have been 
approved (Nurashbekov 2015):

• The state strategy “The ICT for development of the Republic of 
Tajikistan”;

Table 6.13 Legacy Framework of ICT and e-government development in 
Tajikistan

# Document title Approved date and 
number

The decrees of the government of the Republic of Tajikistan
1 “On creation of the united automated system of preparing 

documents in the state apparatus of the Republic of Tajikistan”
#108 February 19, 
1997

2 “On creation of the Republic wide data transfer networks and 
measures to regulate access to the global information 
networks”

#389 August 08, 
2001

3 “The rules of Internet service provision in the Republic of 
Tajikistan”

#389 August 08, 
2001

4 “About the State support of formation, usage and protection of 
information resources of the Republic of Tajikistan”

#532 December  
05, 2003

The decrees of the President of the Republic of Tajikistan
5 “On measures of providing access to the global information 

networks”
#1347 September  
16, 1999

6 About the State Strategy “ICT for development of the 
Republic of Tajikistan”

#1174 November  
05, 2003

7 About the “Concept of information security of the Republic of 
Tajikistan”

#1175 November 
07, 2003

The laws of the Republic of Tajikistan
8 “On informatization” #40 August 06, 

2001
9 “On e-document” #51 May 10, 2002
10 “On information” #55 May 10, 2002
11 “On telecommunications” #56 May 10, 2002
12 “On protection of information” #71 December 02, 

2002

Source: Republic of Tajikistan’s Government (2004)
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• The state program “Development and implementation of ICT in the 
Republic of Tajikistan, 2014–2017”;

• The programme for the provision of information security in the 
Republic of Tajikistan.

• There are also the following:
• The state programme on development and implementation of ICT 

in Tajikistan approved by Government Decree of Republic of 
Tajikistan as of December 3, 2004 #468;

• The Concept of State Information Policy of Tajikistan approved by 
the decree of President of the Republic of Tajikistan as of April 30, 
2008, #451;

• The Concept of formation of e-government in the Republic of 
Tajikistan approved by the decree of the government of the Republic 
of Tajikistan as of December 30, 2001 #643.

6.4.4  Turkmenistan

In Turkmenistan, the main direction of ICT development has been defined 
in the National Programme for social and economic development for 
2011–2030. In this were defined the long-term development strategy pri-
orities, key indicators and ways of phasing (Orazbayev 2012). However, in 
an analytical report (Nurashbekov 2015) it has been stated that there are 
no special national programmes or strategic documents for ICT develop-
ment in Turkmenistan. The authors of this study could not find any related 
documents themselves.

6.4.5  Uzbekistan

Table 6.14 lists the laws that are in force in Uzbekistan to support and 
regulate e-government development.

National programmes on ICT and e-government development in 
Uzbekistan have also been accepted (Makhkamov 2015):

• The Complex program of development of National information and 
communication system of the Republic of Uzbekistan for 2013–2020;

• The program of development of telecommunication technologies, 
networks and infrastructure of communication in the Republic of 
Uzbekistan for 2013–2020.
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There are also a variety of projects on e-government development such 
as “Promoting e-government for increasing the quality of the public ser-
vices” carried out by the United Nations Development Program (UNDP) 
(Nurashbekov 2015).

6.5  Best practIces of e-Government development 
In central asIa

6.5.1  Kazakhstan

One of the most recent and significant reforms to take place in Kazakhstan 
is the introduction of performance standards for public services. This 
development appears to have been ignored by analysts of public sector 
reform in developing countries. In fact, performance measurement in 
Kazakhstan is a central plank in the reform strategy aimed at improving 
the quality of public services (Knox 2008).

Table 6.15 also describes the best e-government initiatives in 
Kazakhstan.

6.5.2  Kyrgyz Republic

6.5.2.1  Unified Automated Land and Real Estate Registration System
Among the successfully implemented World Bank initiatives with proac-
tive use of ICT in Kyrgyzstan was the project on Land and Real Estate 

Table 6.14 The list of e-government supporting law for Uzbekistan

The title of the law Source

• About communication
• About informatization
• About electronic document management
• About electronic signature
• About electronic commerce
•  About openness of the activities of public administration 

bodies and management

Kasimova (2015)

• About electronic government Yakubov and Kubaev 
(2016).

Source: Authors’ own elaboration
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Table 6.15 E-government initiatives in Kazakhstan

Initiative title Objective of initiative Results achieved

The National database of legal 
entities

Automation of business 
processes of legal entities 
registration, 
re-registration and 
termination of activities 
and information sharing 
with other government 
bodies and interested 
citizens according to 
their privileges

As a result the time needed 
for registration of a 
corporate entity is shortened 
from 3 days to 1 hour.

The National database of 
individuals

Providing information 
on individuals to 
government entities and 
other interested or 
concerned persons 
according to their 
privileges

The database is already 
integrated with 28 
government information 
systems.
As of January 2010, NDI 
contained data on 90% of all 
citizens (Janenova 2010)

United system of electronic 
document management

To raise efficiency and 
transparency of the 
workflow and business 
processes of the state 
and local government 
bodies

The system implemented in 
65 state bodies, 2574 
territorial units, in 16 local 
executive authorities (LEA) 
and 2370 government 
organizations of the LEA.
Using the system shortened 
the time for document 
delivery to the local 
municipalities from 7 days 
to 20 minutes, improved 
efficiency, shortened the 
time to discuss and 
negotiate the documents, 
allowed saving of financial 
resources regarding paper 
and delivery of the 
documents.

The infrastructure of the open 
keys of the National 
Identification System

Providing the tools of 
secure authentication 
and electronic digital 
signature to the citizens 
and legal entities of the 
Republic of Kazakhstan

At the moment 8.3 million 
electronic digital signatures 
have been granted to 
citizens.

(continued)
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Registration. Within this project a unified automated registration system 
was developed and implemented in all 50 local registration offices across 
the country. The main outcomes of the project for people are that they are 
now served more quickly and in a more convenient way. Now citizens do 
not need to visit the registration office several times as they did before 
(Abdrisaev et al. 2011).

Table 6.15 (continued)

Initiative title Objective of initiative Results achieved

E-government web portal 
https://egov.kz

Rising efficiency and 
transparency of public 
service delivery by 
providing e-services to 
citizens

215 e-services have been 
implemented on the web 
portal. The services were 
used more than 30.7 million 
times during the period 
from January 1 to October 
15, 2015. There are 
4.2 million registered users 
of the portal (Sheryazdanova 
et al. 2016).

The project of implementation 
of online e-payment

Development of the 
automated system to 
provide payments by 
cash and cashless online 
payments for 
government online 
services

The total number of 
payments during the period 
from January 1 to October 
15, 2015 reached 1 million, 
and gross transaction 
amount exceeded 7.7 billion 
Tenge (the local currency).

The Information system 
“National database of 
E-licensing” http://www.
elicense.kz/

Automation of business 
processes for granting 
licences and authorizing 
documents, and 
providing efficient and 
transparent information 
sharing with government 
bodies and business

The system is integrated 
with 27 information systems 
of government bodies; 1612 
documents have been 
optimized.
The system was evaluated as 
the best project in the 
category of “E-business” in 
the competition WSIS 
Project Prizes 2013 
conducted during the World 
Summit on Information 
Society in Geneva on May 
13, 2013.

Source: Nurashbekov (2015)
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6.5.2.2  Transparent Budget
The Ministry of Finance of the Kyrgyz Republic launched in 2012 a few 
e-initiatives on budget transparency, such as: “Transparent budget” 
(http://budget.okmot.kg)—an automatic system for providing data on 
revenue and expenditure of central and local budgets. For the first time in 
the country’s history, ordinary citizens and legal entities have free access 
to detailed data on implementation of the state budget (International 
Telecommunication Union 2014b).

6.5.2.3  E-Procurement
State e-procurement (http://zakupki.gov.kg) is an automatic system for 
state procurements, including online registration, bid participation and 
other related information and actions (International Telecommunication 
Union 2014b). This initiative made the process of procurement transpar-
ent, improved the discipline of government bodies and helped to improve 
efficiency of government procurements.

The following government websites have been highlighted as providing 
interesting e-services (The public fund “Civil Initiative on Internet Policy” 
2013):

• Website of the Ministry of Justice, which has published the base of 
the legal framework and a database of legal persons of the country;

• The web portals “Open budget”, “Economic card” of the Ministry 
of Finance.

• The website of the Tax service which provides an opportunity to 
search the invoices and official stamps of the legal entities.

• One of the most demanded and interesting resources during  
elections—the system of online election monitoring.

The following services were highlighted as the most interesting online 
transactional services of governmental organizations (Brimkulov and 
Baryktabasov 2014):

• The availability to submit tax reports online to the State Tax 
Inspection of the Kyrgyz Republic.

• Several different state websites for citizens’ complaints about corrup-
tion (for example http://www.aks.kg) have been developed. There 
are also similar special sections on many state websites serving the 
same purpose.
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6.5.3  Uzbekistan

6.5.3.1  E-Government Web Portal
The e-government portal www.mygov.uz is a single window to govern-
ment information and more than 200 online e-services. As of July 2015 
254,770 applications have been made, 58% of which are from legal entities 
and 42% from individuals. Some 139 sets of data located on the web portal 
have been used 6600 times (Kasimova 2015).

6.5.3.2  E-Procurement
In the Republic of Uzbekistan e-procurement operations are conducted 
through the Republic’s commodity stock exchange in the form of an elec-
tronic auction for the lowest prices. In 2014 government procurement 
volume exceeded 470 billion Sum (local currency), up 13% from the pre-
vious year (Kasimova 2015).

6.5.3.3  E-Tax Reporting
About 98% of all legal entities and organizations are submitting their tax 
reports in electronic format. In 2009 there were 349,000 visits to the 
State Tax Service’s web portal, and in 2014 the total number of visits 
exceeded 30 million, showing the demand for information and services on 
the web portal (Avezova 2015).

6.6  the maIn challenGes and oBstacles 
to e-Government development In the  

central asIan countrIes

E-government development is a very complex task, and governments all 
around the world face plenty of challenges and obstacles during the imple-
mentation of e-government initiatives. The CA countries are no excep-
tion. All of these countries have very similar problems and issues.

Based on the literature review of e-government development in CA 
countries the authors tried to map the problems and issues specific to the 
countries of the region. The following is a list of the issues and the refer-
ences to the research papers indicate the appropriate issue according to the 
country of origin.

Digital divide. One of the main challenges of e-government develop-
ment is the digital divide, lack of qualifications and specific knowledge of 
civil servants, and citizens’ lack of IT skills (see Table 6.16).
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This is mostly because of low levels of income, insufficient development 
of ICT infrastructure, high price of Internet access, and insufficient educa-
tion in IT skills. As a result, there is poor demand for e-services from citi-
zens (see Table 6.17), and the absence of strong leadership among civil 
servants with their poor performance in e-government initiatives.

Corruption should be pointed out as another challenge of e- government 
development in the CA countries (see Table 6.18). As many government 
officials do not want to lose their unofficial income, they are not moti-
vated or incentivized to promote e-government initiatives and sometimes 
resist change (Kyrgyzstan: Dzhusupova 2013). Many government officials 
participate in e-government projects to obtain grants and financial support 
from international and non-governmental organizations (CA generally: 
Morozov 2011).

The insufficient development of ICT infrastructure and other tech-
nological problems are also very important challenges to e-government 
development in CA countries, especially in the rural regions (see 
Table 6.19). Often the state governments cannot communicate with the 
local municipalities located in mountainous or remote areas because of the 
absence of Internet connections (Kazakhstan: Janenova 2010). Sometimes 

Table 6.16 The sources indicating the digital divide

Kazakhstan Bhuiyan (2011), Nurashbekov (2015), Janenova (2010), Janenova 
and Kim (2016)

Kyrgyzstan Abdrisaev et al. (2011), Thakur (2013), Dzhusupova (2013)
Tajikistan Republic of Tajikistan’s Government (2004), Dietrich et al. (2015)
Turkmenistan Orazbayev (2012)
Uzbekistan Kasimova (2015), Yakubov and Kubaev (2016)
CA generally Bershadskaya et al. (2013a, b), Warf (2014), Yigitcanlar and Baum 

(2006), Warf (2013)

Source: Authors’ own elaboration

Table 6.17 The sources pointed to poor demand for e-services from citizens

Kazakhstan Ibrayeva et al. (2016)
Kyrgyzstan Brimkulov and Baryktabasov (2014), The public fund “Civil Initiative 

on Internet Policy” (2013), Kasymova et al. (2016)
CA generally Jaeger and Thompson (2003)

Source: Authors’ own elaboration
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the problem is outdated software and old hardware used by the munici-
palities. In other cases, ICT systems are incompatible.

The lack of coordination of efforts for e-government development 
between government bodies often results in fragmentation, duplication of 
effort, inefficient use of financial resources, incompatibility of developed 
systems, and absence of horizontal data sharing. Cooperation of all stake-
holders, vertically and horizontally, to allow information to flow across 
government bodies is vital. Unified standards and mechanisms (methodol-
ogy) of data sharing and construction of communication networks are also 
needed. All of the CA countries that faced these obstacles, as reported in 
plenty of studies (see Table 6.20).

Lack of political support and leadership also challenges e- government 
development in CA countries (see Table 6.21). The reason for this may be 
corruption, cultural resistance, and lack of knowledge and IT skills of the 
leaders or even the authoritarian political regime. Local administrations 
with a strong leadership and understanding of the benefits of democratic 

Table 6.19 The sources pointed to insufficient development of ICT 
infrastructure

Insufficient development of ICT 
infrastructure

Incompatibility of ICT 
systems

Kazakhstan Bhuiyan (2011), Kassen (2010),  
Janenova and Kim (2016)

Sadykov et al. (2014), 
Janenova (2010)

Kyrgyzstan Thakur (2013)
Tajikistan Republic of Tajikistan’s Government 

(2004), Dietrich et al. (2015), Republic  
of Tajikistan’s Government (2008)

Republic of Tajikistan’s 
Government (2004)

Uzbekistan Gafurova (2015)

Source: Authors’ own elaboration

Table 6.18 The sources 
pointed to corruption as a 
challenge to e- govern-
ment development

Kazakhstan Bhuiyan (2011), Janenova (2010)
Kyrgyzstan Brimkulov and Baryktabasov 

(2014), UNDP (2010)
Tajikistan Dietrich et al. (2015)
Uzbekistan Rakhmanov (2009)
Generally CA Johnson and Kolko (2010)

Source: Authors’ own elaboration
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local governance, and with support from the central government, are able 
to create an enabling environment and encourage staff in the sustainable 
operation of local e-government while weak leaders cannot provide even 
the basic conditions required for establishing the system (Kyrgyzstan: 
Dzhusupova 2013).

Insufficient development of the legal framework often slows down 
development and implementation of e-government initiatives (see 
Table  6.22). Because all of the CA countries are former Soviet Union 
republics, they have inherited from the Soviet Union a legal framework 
that has become outdated and insufficient for the modern needs of the 
countries in transition. Although there have been many laws, programmes 
and strategies, there is still work needed in this domain to develop new 
documents or change old ones in specific areas.

There is a low level of accountability, monitoring and performance 
evaluation of ongoing projects (see Table 6.23), which can affect the proj-

Table 6.20 The sources pointed to a lack of coordination of efforts

Kazakhstan Sadykov et al. (2014), Nurashbekov (2015), Janenova (2010), 
Kassen (2015)

Kyrgyzstan Brimkulov and Baryktabasov (2014), Thakur (2013)
Tajikistan Republic of Tajikistan’s Government (2004), Dietrich et al. (2015), 

Analysis of E-government Projects in Tajikistan (2014)
Turkmenistan Orazbayev (2012)
Generally CA International Telecommunication Union (2014b)

Source: Authors’ own elaboration

Table 6.21 The sources pointed to the lack of political support and leadership

Kazakhstan Bhuiyan (2011), Janenova (2010), Knox (2008)
Kyrgyzstan Dzhusupova (2013)
Generally CA International Telecommunication Union (2014b)

Source: Authors’ own elaboration

Table 6.22 The sources pointed to insufficient development of the legal 
framework

Kazakhstan Kassen (2010), Nurashbekov (2015), Kassen (2015)
Tajikistan Dietrich et al. (2015)

Source: Authors’ own elaboration
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ect results and cause an inefficient use of financial resources etc. The low 
level of accountability also negatively impacts the level of transparency of 
public authorities’ activities (Kazakhstan: Ibrayeva et al. 2016). To over-
come this kind of challenge, the projects should have clear objectives and 
measurable indicators to be successful.

Financing e-government projects in some cases becomes challenging 
for governments, especially in conditions of economic crisis (see 
Table 6.24). For countries such as the Kyrgyz Republic and the Republic 
of Tajikistan, most e-government initiatives have been supported by inter-
national and non-governmental organizations. Compared to the above 
mentioned states, Kazakhstan and Uzbekistan have more opportunities to 
fund e-government initiatives themselves.

Political stability became another challenge for countries such as the 
Kyrgyz Republic (Brimkulov and Baryktabasov 2014; Dzhusupova 2013). 
As a result of two revolutions during the past 11 years, many e- government 
initiatives paused or stopped. The Republic lost several positions in the 
international e-government development rankings.

Low level of information security is also an important issue that 
should be addressed to protect personal data and closed information from 
unauthorized access (see Table 6.25).

The governments of the CA countries also face cultural impediments 
such as language difficulties. Many studies report that the most of the 
information contained in government portals and websites of the CA 
countries are in Russian even though the Russians are a minority of the 

Table 6.23 The sources 
pointed to a low level of 
accountability

Kazakhstan Nurashbekov (2015), Janenova (2010)
Kyrgyzstan Baimyrzaeva (2011)
Turkmenistan Orazbayev (2012)

Source: Authors’ own elaboration

Table 6.24 The sources pointed to problems with financing e-government 
projects

Kazakhstan Kassen (2010)
Kyrgyzstan Brimkulov and Baryktabasov (2014)
Tajikistan Dietrich et al. (2015), Analysis of E-government  

Projects in Tajikistan (2014)

Source: Authors’ own elaboration
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population (see Table 6.26). This leads to the problem that local citizens 
who do not speak Russian cannot use the e-services and information 
provided.

There is also a lack of surveys initiated by government on the views of 
customers about their choice of public services, channels of delivery, and 
quality of received service to make e-government initiatives more cus-
tomer oriented (Kazakhstan: Janenova and Kim 2016).

6.7  dIscussIon

It is widely accepted by the most researchers that e-government leads to 
transparency, operational effectiveness, reduction of corruption, and citi-
zen satisfaction. But there is also another point of view. For example, in 
the study by Mcglinchey and Johnson (2007) the authors found that 
Internet regulatory policy in the CA countries varies according to who 
provides the financial capital for ICT. Where international aid organiza-
tions and non-governmental organizations provide capital and assistance 
for ICT infrastructure, such as in Kyrgyzstan and Tajikistan and, to a lesser 
extent, in Uzbekistan, the formal regulatory environment is more open, 
clearly articulated, and permissive of electronic media. In contrast, where 
domestic actors fund the development of ICT infrastructure, as in 
Kazakhstan, regulation is vague and government control and interference 
more extensive (Mcglinchey and Johnson 2007).

Moreover, Erica Johnson and Beth Kolko argue that in authoritarian 
countries a government’s online presence may, in fact, be a continuation of 

Table 6.25 The sources 
pointed to a low level of 
information security

Kazakhstan Kassen (2010), Sadykov et al. (2014)
Kyrgyzstan Ismailova (2015)

Source: Authors’ own elaboration

Table 6.26 The sources pointed to cultural impediments

Kazakhstan Bhuiyan (2011), Janenova (2010)
Kyrgyzstan Brimkulov and Baryktabasov (2014), The public fund “Civil Initiative 

on Internet Policy” (2013)
Generally CA Warf (2013)

Source: Authors’ own elaboration
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the repressive and bureaucratic processes that permeate all other state- 
citizen interfaces. E-government initiatives in such countries seem, at 
times, to be driven by a desire to embrace modernity and the global infor-
mation society rather than a desire to increase transparency, the flow of free 
information, or citizen access to services. Such findings have important 
implications for how we think about the roles and functions of e- government 
in authoritarian states. Rather than liberalizing and democratizing, e-gov-
ernment sites allow governments to extend their control into the digital 
sphere (Johnson and Kolko 2010; Bowe et al. 2012). There is a wide vari-
ety of methods that are used to restrict and/or regulate Internet access, 
including applying laws and licences, content filtering, tapping and surveil-
lance, discriminatory pricing and taxation policies, harassment of bloggers 
(e.g., via libel laws or invoking national security), hardware and software 
manipulation, and pervasive self-censorship (Warf 2013).

Uzbekistan and Turkmenistan, regarded by Reporters Without Borders 
as two of its Internet enemies, have engaged in widespread and systematic 
Internet censorship (Warf 2013).

Morozov revealed the reason why the CA countries pursue such mod-
ernization—it is not because they want to shorten the distance between the 
citizen and the bureaucrat but because they see it as a way to attract funds 
from foreign donors (e.g., the IMF and the World Bank) while also remov-
ing the unnecessary red tape barriers to economic growth (Morozov 2011).

Another issue for discussion is the adoption of developed countries’ 
best practices in the CA countries. In Mcglinchey and Johnson (2007) the 
authors argue that foreign aid programmes are woefully ignorant of local 
culture and political traditions and, thus, are destined to fail. For example, 
in Kazakhstan the country-specific model of “alternative-access” service 
delivery was unable to implement in-depth changes in the work of the 
public sector and improve service quality. The main conclusion is that the 
governments of transitional countries need to critically analyse the pros 
and cons of the new policies and reflect on their cultures before making 
further steps to adopt Western managerial initiatives (Kazakhstan: Janenova 
and Kim 2016; CA in general: McCourt 2002; Larbi 2006).

The same applies in Uzbekistan, where it became apparent that import-
ing governance one-size-fits-all recipes from the market-based sophisti-
cated Western economies to the countries in transition was not a solution 
either, as they were often either rejected or manipulated to reflect the 
dominant cultural influences (Uzbekistan: Aminova and Jegers 2011).

In Kyrgyzstan, Dzhusupova argues that the most critical key lesson is 
that e-government initiatives can support democratic local governance 
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when it is designed carefully, based on a comprehensive analysis of local 
needs and priorities, and considers institutional, organizational, cultural, 
and human factors specific to a local area (Kyrgyzstan: Dzhusupova 2013).

One more lesson has been learned from Erica Johnson and Beth Kolko. 
They found that e- government sites at the national level do not increase 
the transparency or accountability of the government institutions and 
agencies that they represent. They also found that city/regional level 
e-government initiatives are more citizen-oriented and transparent 
(Johnson and Kolko 2010).

6.8  conclusIon

As a result of the study it can be stated that the CA countries are on their 
way in e-government development, but while there are many similarities 
between them, there are also many differences. Kazakhstan, for example, 
is the leader in e-government development as it has a more powerful econ-
omy compared to other countries in the region. Kazakhstan can fund 
many of its e-government development initiatives itself, while Kyrgyzstan 
and Tajikistan rely on the help of international organizations. The weak 
economy of Kyrgyzstan and Tajikistan does not make ICT services such as 
Internet connection affordable for most citizens. From this point of view, 
this study confirmed that e-government development depends on the 
level of economic and ICT development.

Turkmenistan is the most closed country of the region as it is hard to 
obtain enough information about it. Because of the policies of the govern-
ments of Uzbekistan and Turkmenistan, their ICT infrastructure is under 
more strict control compared to the other countries in the region.

The digital divide, corruption, insufficient ICT development and 
Internet penetration, and lack of political leadership are the most common 
obstacles to e-government development in the region.

The governments of the region should analyse the opportunities of 
developing mobile technologies and m-government. It would be very 
beneficial to research the views of citizens of the CA countries to enable 
them to choose which public services they need, what channels of delivery 
are more convenient, and obtain feedback about the quality of the received 
service to make further e-government initiatives more customer oriented. 
It is also advised that more attention should be paid to government web-
sites’ security and usability.
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CHAPTER 7

Brazilian E-Government Policy 
and Implementation

Valeria Esther Nigri Musafir

7.1  IntroductIon

Electronic government (e-government or e-gov) officially started in Brazil 
in 2000. Since then, new technologies such as mobile data, social media, 
and cloud computing, have enabled new forms of public engagement with 
government. Citizens now expect to obtain services and participate in 
governmental decision-making in the same manner that they do with the 
private sector.

The concept of e-government as the provision by government of elec-
tronic services to the citizen has been expanded to digital government, 
where the citizen goes from being passive to being active, using not only 
the Internet but other digital media. According to the Organization for 
Economic Co-operation and Development—OECD (2014), “new public 
governance approaches are needed to support a shift from governments 
anticipating citizens’ and business’s needs (citizen-centric approaches) to 
citizens and businesses determining their own needs and addressing them 
in partnership with governments (citizen-driven approaches)”.

For the World Bank (2015), the concept of digital government is 
changing the way governments around the world are acting: “from setting 
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measurable administrative goals to improving public service delivery, from 
making data-driven decisions to enacting evidence-based policies, from 
ensuring greater accountability and transparency within government to 
building greater public trust, governments are leveraging the power of 
information technologies in transformative ways”.

The recent Brazilian “Digital Governance Policy” established in January 
2016 aims to generate benefits to society through the use of ICT in the 
provision of public services and to encourage participation in the formula-
tion, implementation, monitoring, and evaluation of public policies and 
services using digital media (Brasil 2016a).

According to the OECD (2014), the new digital governance context 
brings challenges and risks. The challenge is not related to new digital 
technologies alone, but to their integration into public sector moderniza-
tion processes. For the organization, “this shift to use technology to shape 
public governance outcomes, and not simply to support government pro-
cesses, requires coherent and strategic planning of policies for digital tech-
nologies in all areas and at all levels of the administration”.

Based on the above considerations, this chapter proposes to answer the 
following questions: “What has been the Brazilian Electronic Government 
Development Policy in the past eight years? To what degree has it been 
aligned with International Organizations’ guidelines? What are the 
Brazilian e-government challenges and best practices, including its most 
innovative implementations?”

The Brazilian e-government policy has been studied by the author since 
2014, when interviews were conducted with 15 government executives 
from the Ministry of Planning, Development, and Management (MP) and 
Serpro (the Federal Data Processing Service), responsible for the planning 
and coordination of public policies in this sector.

Since the popular demonstrations in June 2013, the impeachment of 
President Dilma and the recent government of President Michel Temer, 
Brazil has faced a troubled political period, worsened by economic and 
financial crises reflected in all government programmes. Currently, inno-
vation plays a central role within government strategies and, in this trou-
bled scenario, it gains even more importance.

The objective of this research is to analyse the strategic direction of the 
Brazilian Electronic Government Programme from 2008 to 2016, through 
document research of strategic planning based on three e-governance cat-
egories: e-services, e-administration, and e-democracy; and interviews 
with government executives from the MP and Serpro. The United Nations 
e-Government Survey and other international reports were used to 
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 examine a possible alignment of national strategic guidelines with those 
suggested by International Organizations. This research also shows the 
top Brazilian innovative solutions, the challenges, and best practices of 
e- government development.

In the literature, and specifically in Brazil, the term e-government is 
being replaced by digital government and e-governance by digital gover-
nance. For this study, both terms will be used depending on the context 
or period analysed.

This chapter is divided into four more sections: a literature review (Sect. 
7.2); research methodology (Sect. 7.3); research results (Sect. 7.4); and 
finally, the conclusion (Sect. 7.5), showing new perspectives that may 
enhance governance, improve the efficiency of public management, and 
reduce costs.

7.2  LIterature revIew

This section consists of four sub-sections. First, the UNESCO conceptu-
alization and UN e-government evaluation methodology is introduced. 
Second, the Brazilian e-Government Programme evolution and the cur-
rent Digital Governance Policy are described. Third, the e-government 
elements are categorized under the three UNESCO fields. The final sec-
tion analyses e-government strategic planning in both the Federal Public 
Administration (FPA) and Serpro.

7.2.1  E-Government According to the United Nations

Since 2003, the UN e-Government Survey has evaluated e-government in 
193 countries using a weighted average of three dimensions: an online 
services index—OSI; a telecommunication infrastructure index—TII; and 
a human capital index—HCI.  The OSI index, in turn, also uses an 
e- participation index—EPI—in its composition. The overall ranking is 
known as the e-Government Development Index—EGDI (United 
Nations 2012).

Several researchers use these indexes to evaluate their e-government 
programmes. According to research developed by Celso et al. (2012), all 
the BRIC(S) countries—Brazil, Russia, India and China (the study did not 
include South Africa, which is now considered part of BRICS)—have suf-
fered a decline in EGDI index in 2010 due to the economic crisis of 2008, 
with the exception of Russia. Despite suffering a slight drop in 2008, 
Russia is the only country that increased its index in 2010 and also 
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exceeded Brazil. China, despite having an authoritarian government, 
obtained the group’s leadership position in the e-participation index in 
2010, reaching the 32nd position in the global rankings while Brazil was 
in the 42nd position. However, analysing the 2012 Survey we observed 
that the ranking in e-participation was reversed, with Russia surprisingly 
going up from the 86th position to the 19th and therefore leading the 
group. Brazil assumed the 31st position and China dropped to 66th, los-
ing 34 positions.

Alshomrani (2012) used the EGDI index and its three sub-indexes 
(OSI, TII, and HCI) in order to compare e-government development 
between Saudi Arabia and the USA, using gap analysis and trends to rec-
ommend policies to improve e-government in Saudi Arabia.

Since the 2012 UN Survey, researchers have started to take into account 
the rising importance of a whole-of-government (WoG) approach and 
integrated online service delivery. The 2016 Survey stated that “WoG ser-
vice delivery, enabled by e-government technology, can offer people ser-
vices from various public agencies bundled together as a single, joined-up 
service in a one-stop-shop. For people, it means that interacting with pub-
lic administration becomes much simpler” (United Nations 2016).

The terms e-government and e-governance are being synonymously 
used by academia, but it is important to understand the difference between 
them. According to UNESCO (2005b) “government is the institution 
itself, whereas governance is a broader concept describing forms of gov-
erning which are not necessarily in the hands of the formal government, 
ensuring a wider participation and involvement of citizens, institutions, 
NGO as well as private firms. Governance is the societal synthesis of poli-
tics, policies, and programs”.

The purpose of implementing e-governance is to enhance good gover-
nance that is generally characterized by participation, transparency, and 
accountability. For UNESCO (2005b), “e-Governance is the public sec-
tor’s use of information and communication technologies with the aim of 
improving information and service delivery, encouraging citizen participa-
tion in the decision-making process and making government more 
accountable, transparent and effective”.

7.2.2  From the Brazilian E-Government Programme 
to Digital Governance

Electronic government in Brazil started in 2000 through a Presidential 
Decree. The Executive Committee for Electronic Government (CEGE)  

 V.E.N. MUSAFIR



 159

was created to formulate policies, establish guidelines, and coordinate and 
articulate the actions for e-government implementation (Chahin et  al. 
2004). The basic principle is to make all government information and 
public services available on the Internet and to assure and expand digital 
and social inclusion. In 2003, eight technical committees (e.g. free soft-
ware implementation; digital inclusion; and management of sites and 
online services) of CEGE were established under the Ministry of Planning 
(Brasil 2013).

The Information Technology Resource Administration System (SISP) 
was created by decree in January 1994 and updated in October 2011 with 
the objective of coordinating the IT resources of more than 200 agencies 
of the Federal Public Administration (FPA). One of its purposes is to 
define the strategic policy of IT management for the Federal Executive 
Branch (EGTI 2011).

The Secretariat of Information Technology—STI (previously Secretariat 
of Logistic and Information Technology—SLTI)—of the Ministry of 
Planning is responsible for planning, coordinating, and standardizing the 
activities of the Electronic Government Programme (MP/SLTI 2013).

The “National Public Management and Debureaucratization 
Programme”—GESPÚBLICA (2005) was launched by Presidential 
Decree in February 2005 with the aim of establishing an excellence model 
of management focused on results and citizen-oriented services. Ten years 
later, in February 2015, the government launched the “Programa Bem 
Mais Simples” (“Much More Simple Programme”) with the objective of 
simplifying the day to day needs of citizens and enterprises and reducing 
bureaucracy in public administration. The Programme has six guidelines: 
eliminate formalities that have become obsolete with new technology; 
unify the registration and identification of citizens; centralize public ser-
vices in one place; keep citizen data for queries; restore confidence in the 
word of the Brazilian citizen; and do not ask for information that the 
government already has (Brasil 2016c).

The “Digital Governance Policy” was established by Presidential 
Decree in January 2016 extinguishing the CEGE and its eight technical 
committees. It establishes that each agency of the FPA should create a 
digital governance committee and it also creates the “Redes de 
Conhecimento” (“Knowledge Network”) in order to debate, in an open 
and participative way, technical themes that are important for public policy 
(Brasil 2016a).

In March 2016, the government launched the “Digital Governance 
Strategy”—EGD 2016–2019—to implement the Digital Governance 
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Policy. This strategic plan intends to promote a simplification and improve-
ment of the public management efficiency as suggested by the “Much 
More Simple Programme” (EGD 2016).

7.2.3  E-Governance Elements and UNESCO Categorization

7.2.3.1  E-Services or Digital Public Services
The Services Portal (services.gov.br)  was first launched in 2013, but was 
restructured in 2015 as an open platform that brings all the services of the 
government agencies to the same entry point. It has about 600 services 
available. The Apps Catalogue Portal (aplicativos.gov.br) shows all the 
apps that can be downloaded, classified by thematic categories or federal 
organizations.

7.2.3.2  Interoperability, Integration, and Standardization
Establishing the integration and sharing of information requires the use of 
interoperability standards that are vital for the provision of e-government 
services geared to the needs of citizens, such as e-PING (Electronic 
Government Interoperability Standards) in Brazil and e-GIF (Government 
Interoperability Framework) in the United Kingdom. Since 2003, efforts 
have been made to consolidate the standard e-PING in e-government 
projects and to establish the Brazilian interoperability framework (MP/
SLTI 2010).

The standard of accessibility, described in the “Electronic Government 
Accessibility Model” (e-MAG) launched in 2005 aims at promoting uni-
versal access to e-government services through technical recommendations 
for building portal websites. In 2007, the e-MAG was institutionalized and 
its compliance became mandatory on sites and portals of the FPA. Finally, 
in 2010, the “Web Standards in Electronic Government” (e-PWG) was 
created, which consists of recommendations of good practices developed 
under the Digital Identity of the Federal Government (Brasil 2013).

The Federal Government is working on the “Framework for Enterprise 
Architecture and Interoperability Standards”—FACIN (2016) that will 
support the Brazilian Digital Governance Strategy. After public consulta-
tion, FACIN will be incorporated to the e-PING interoperability architec-
ture version 2017. One interesting fact is that the most advanced countries 
on the UN EGDI index, such as South Korea, Singapore, the USA, 
Denmark, and Australia are already adopting enterprise architectures.
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7.2.3.3  Structuring Systems
In Brazil, the concept of government “structuring systems” is applied to 
define transversal systems that are used by various agencies of the Federal 
Public Administration that represent the foundation of government sys-
tems. Serpro is responsible for the development of the majority of those 
systems that cover among others, the financial, accounting, organizational 
information, and people management areas.

7.2.3.4  Open Data and Transparency
In 2014, the Office of the Comptroller General—CGU (2014)—launched 
the Transparency Portal which is intended to allow citizens to track how 
public money is being used. Another mechanism which allows for greater 
popular participation and social control of government actions since 2011 
is the “Access to Information Law” (LAI), which granted society access to 
all information produced by the government not classified as 
confidential.

The Open Government Partnership (OGP)—of which Brazil is co- 
leader—is recognized as an effort of several partner countries to make 
governments more transparent, effective, and reliable through the estab-
lishment of Open Government goals included in the agendas of each 
country. The National Infrastructure Open Data (INDA) established on 
April 2012 was built based on a participatory process and its purpose is to 
coordinate the open data policies. The Brazilian Open Data Portal (dados.
gov.br) was also built in a participatory way, in order to be the central 
point of search, access, and use of governmental data. The “Open Data 
Policy” was established by a Presidential Decree on May 2016, with the 
objective of promoting the publication of data extracted from government 
databases, enhancing transparency, and delivering services in an integrated 
way. It calls for all agencies to have their Open Data Plan (PDA) published 
on their websites 60 days after the publication of the Decree. The gover-
nance of this Policy will be held by the Ministry of Planning (Brasil 2016b).

7.2.3.5  E-Participation or Social Participation
In a participatory democracy, there is a greater integration between the 
public and the civil spheres, having as a foundation the idea that the direct 
participation of the population in political processes is beneficial to the 
improvement of society. Parliaments of several countries have participa-
tory experiences for promoting debate, discussion, and creating law 
proposals.
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In Brazil there are several initiatives fostering participatory democracy. 
Created in 2009, the initiative called e-Democracia was developed by the 
Chamber of Deputies of the National Congress of Brazil to engage citi-
zens in the process of elaborating legal proposals (Freitas 2015). The 
Brazilian Senate developed the portal e-Cidadania, a similar initiative to 
promote an online institutional space for political participation and direct 
collaboration of citizens in the parliamentary decision-making process. 
Recently the Brazilian citizen could vote on a proposed amendment to 
reduce the number of deputies in the House of Representatives and Senate 
while the legislation was pending (Brasil 2015b).

The “General Secretariat of the Republic Presidency”—SGPR—is 
responsible for policies developed to stimulate and increase social partici-
pation. In June 2014 the “Inter-council Forum” received the United 
Nations Public Service Award (UNPSA) as one of the best innovative 
practices of social participation in the world. This initiative encourages 
society to provide feedback and to monitor the implementation of the 
Multi-Annual Plans (PPA). According to SGPR, in the last Plan, 629 con-
tributions were presented by civil society, of which 77% have been fully 
incorporated (SGPR 2014).

7.2.3.6  E-Governance Categorization
UNESCO (2005a) categorizes e-Governance in three fields: e-Services—
improvement in the delivery of public services to citizens; 
e- Administration—improvement of internal government processes; and 
e-Democracy—processes to encourage active citizen participation in politi-
cal decision-making.

Under this classification, the elements of interoperability, integration, 
standardization, and structuring systems compose the category 
e- Administration. When government improves its internal processes, 
modernizing its structuring systems with a concern for interoperability 
and integration between systems, we obtain cost savings and increased the 
supply of electronic services.

The elements Open Data, Transparency, and e-Participation compose 
the category e-Democracy that is related to government initiatives that 
increase transparency and encourage citizen participation in democratic 
processes and government decision-making.

The conceptual division of e-governance applied here was also used by 
Prado et  al. (2011) and Cunha et  al. (2011) to facilitate data analysis. 
However, the boundary between these concepts is not always clear.
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7.2.4  Strategic Planning of the Federal Public Administration 
and Serpro

The Multi-Annual Plan (PPA) integrates public programmes (not only of 
IT) that should be implemented by each of the state ministries to achieve 
the long-term strategic objectives of the government. In the 2008–2011 
plan, a specific thematic programme related to e-government was defined 
under the responsibility of the Ministry of Planning (MP 2014). It was 
aimed at “coordinating, standardizing and streamlining information and 
computing resources, ensuring the agencies and entities of the FPA had 
adequate support in ICT” (MP/SPIE 2007).

In the 2012–2015 PPA—also called the “More Brazil Plan”—this topic 
was addressed in another thematic programme. These programmes were 
organized under strategic objectives which, in turn, were detailed under 
goals and initiatives. The alignment of strategic plans to PPA’s actions is 
seen as crucial for government agencies to achieve common objectives 
(MP/SPIE 2011).

In the 2016–2019 PPA, one of the strategic axis addresses the 
“Strengthening of public institutions with participation and social control, 
transparency and quality management”. It is mentioned that “a participa-
tive democracy together with a digital governance strategy, with transpar-
ency of government data leads to solid mechanisms of social control” 
(MP/SPIE 2016).

The MP/SLTI 2011–2015 is aligned with PPA and the General 
Information Technology Strategy (EGTI). Their strategic objectives are 
direct and specifically linked to e-government strategies (MP/SLTI 2013).

The “General Information Technology Strategy”—EGTI—is a tool of 
the Information Technology Resource Administration System (SISP) 
which defines guidelines to promote the continuous improvement of 
management and IT governance. Under SISP, five versions of EGTI were 
published in the period 2008–2014 (EGTI 2008–2014). The last one, 
called General Information Technology and Communication Strategy—
EGTIC 2014–2015—uses the Balance ScoreCard (BSC) methodology. It 
has four perspectives (society; federal government; internal processes; peo-
ple and learning) and seven strategic objectives (EGTIC 2014).

The “Digital Governance Strategy”—EGD 2016–2019—substituted 
the EGTIC 2014–2015 and should implement the Digital Governance 
Policy. Among many international references used on the EGD elabora-
tion, the recommendations of the Council on Digital Government 
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Strategies of OECD and the alignment with its digital governance 
approach can be highlighted.

The EGD policy is guided by nine principles: focus on the needs of 
society; openness and transparency; simplicity; prioritization of public ser-
vices in digital media; share of resources; security and privacy; participa-
tion and social control; government as a platform; and innovation. The 
strategy had three axis (Information Access, Services Delivery, and Social 
Participation) and nine strategic objectives. The Information Access axis 
uses the strategic index EGDI and the Social Participation axis uses the 
e-Participation index of the UN Survey to monitor their evolution (EGD 
2016).

Serpro is the largest public information technology service provider in 
Brazil. It was established in 1964 under the Ministry of Finance. Its pri-
mary client is the Ministry of Finance, but it also works with the Ministry 
of Planning, the Chief of Staff of the Presidency of the Republic, and the 
Ministry of Justice, among others (Serpro 2014). Dataprev is the other 
large public IT service provider for social policy in Brazil, including retire-
ment benefits, unemployment insurance, and social security information 
from the Federal Revenue of Brazil.

During the analysed period, Serpro produced three long-term strategic 
plans: 2008–2011, 2013–2016, and 2014–2022. The 2008–2011 plan 
defined direction in the following dimensions: customer and government; 
society; technology; people; management and organization.

For 2013–2016, seven strategic objectives were defined, established by 
the board of directors and superintendents. However, in the course of this 
plan, Serpro developed in 2014 an eight-year strategic plan instead of the 
usual four-year one. For the 2014–2022 plan, Serpro adopted a new 
model and only one strategic objective: the institution of the centre for 
solution and information for the Brazilian government, with a broader 
scope, divided into three dimensions (Government and Society, Economy, 
and Technology) and six strategic guidelines (Serpro 2014).

However, for the 2014–2022 plan cycle 2016, the enterprise guidelines 
was more focused on financial and economic sustainability and efficiency 
improvements. The plan returned to the BSC methodology, and was 
divided into five dimensions (Economic and Financial; Clients; Internal 
Processes; Social Responsibility; People and Learning) and nine strategic 
objectives like “enhance the economic result for sustainability” and 
“obtain more clients and increase revenues”.
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7.3  MethodoLogy

This research analysed the strategic directions of the Brazilian e- Government 
Programme from 2008 to 2016. This period corresponds to the second term 
of President Luis Inacio Lula da Silva (2007–2010), the first (2011–2014) 
and second term (January 2015–May 2016) of President Dilma Roussef, 
until she was suspended to face an impeachment trial, and the beginning of 
President Michel Temer’s government (May–October 2016).

The methodological procedures of this research can be grouped into 
four phases. In the first phase, research was done based on document 
analysis from international organizations like the United Nations 
e- Government Surveys from 2008 to 2016, UNESCO, Open Knowledge 
International, and the OECD. In the second phase, a document research 
was elaborated to identify strategic objectives, goals, indicators, and 
actions from the federal government’s strategic planning based on three 
categories: e-services, e-administration (interoperability, integration; stan-
dardization; structuring systems) and e-democracy (open data and trans-
parency; e-participation). In the third phase, relevant federal e-government 
initiatives were selected and analysed with the aim of presenting the chal-
lenges and best practices found in their implementation. In the fourth 
phase, eight semi-structured interviews were conducted with government 
strategic executives, five from Serpro (president, directors, and strategic 
coordinators) and three from the Secretariat of Information Technology/
Ministry of Planning (ex-secretary, deputy secretary, and director). Four 
out of five executives from Serpro also participated on the previous inter-
view held in May 2014 as presented in Musafir (2014). Five and a half 
hours of interviews were recorded in Brasilia in June 2016. The interviews 
consisted of 10 open questions. The main ones were: (1) “Is the govern-
ment concerned with improving Brazil’s position in the UN e- Government 
Survey and with other international organizations e-government  policies?” 
(2) “What did the federal government learn and what were the main 
problems identified?” (3) “List the three most relevant and innovative 
e-government initiatives in the last few years, including what were the 
challenges and best practices.” (4) “What are the challenges and best prac-
tices of Brazilian Digital Governance compared to those of other 
countries?”.

The objective of the interviews was to evaluate the strategic direction of 
the federal government, the problems found to achieve the targets of the 
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previous plans, and to present some challenges and best practices of the 
top Brazilian e-government initiatives from their perspectives.

The qualitative analysis interview results presented important strategic 
information, complementing the document analysis, which allowed us to 
understand the motivations, and the economic and political context that 
were not explicit in the documents, and identify the influence of interna-
tional organizations’ reports on the Brazilian government’s strategic 
policy.

From the results obtained in the previous phases, complemented by the 
evolution of the Brazilian ranking position on the global e-government 
development index, online index and e-participation index from the latest 
UN Surveys, and also the Global Open Data Index, we were able to reflect 
on the challenges to be overcome by the government to offer more ser-
vices at the “connected” level, where they are no longer centred on the 
government, but become citizen-centric services, increasing interoperabil-
ity between various government agencies. The alignment of national stra-
tegic guidelines with those suggested by the International Organizations 
could also be verified.

7.4  research resuLts

The research results comprise six sections. First, the UN Survey and Open 
Data Index analysis. Second, the Brazilian e-government programme evo-
lution and Digital Governance. The next sections named the three 
e- governance categories: e-Services, e-Administration, and e-Democracy. 
The final section presents the Top Brazilian e-Government Initiatives 
(G2C, G2B and G2G), its challenges, and best practices.

7.4.1  United Nations E-Government Survey and Global Open 
Data Index Analysis

In the first phase of the research, the following elements were analysed: the 
evolution of the e-participation index (EPI) and online service index (OSI) 
and its influence on the composition of the e-government development 
index (EGDI) in Brazil, from the collection of secondary data extracted 
from the e-Government Surveys published by the United Nations 
(2008–2016). Table 7.1 shows that in 2008 Brazil was ranked 45th in the 
global ranking and, in 2010, the country had its worst performance, drop-
ping to 61st position. It has moved up two positions every two years, 
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reaching 57th position in 2014. However, in the 2016 Survey, Brazil got 
51st place in the world ranking. The top position went to United Kingdom, 
for the first time, followed by Australia and the Republic of Korea.

From Table 7.1 it can be observed that in 2010 Brazil had its worst 
performance also in the indexes that make up EGDI. In the OSI index, 
the country reached 22nd position in 2012. Since 2014 the ranking of the 
indexes that compose EGDI are not being published. Analysing the 2016 
Survey, it can be observed that the six places that Brazil got in the EGDI 
index are due primarily to the improvement of the OSI index that went 
from 0.5984 to 0.7319, because the other two indexes had a slight varia-
tion up and down this year.

The EPI index measures e-participation according to a three-level 
model of participation that includes: e-information—provision of informa-
tion on the Internet to the citizen; e-consultation—organizing public con-
sultations online; and e-decision-making—engagement of citizens directly 
in decision processes. From 2008 to 2012 this index had the same behav-
iour as the OSI index. The EPI reached 23rd position in 2008 and 42nd 
position in 2010. From 2012 to 2014, Brazil moved up seven positions 
and reached 24th position on the global ranking. In 2014 Brazil got 
92.59% (e-information), 54.55% (e-consultation), and 0% (e-decision- 
making), totalling 63.79%. In 2016, the country got respectively 85.3%, 
78.9%, and 0%, totalling 73.3%. Although in 2016, the EPI went up to 

Table 7.1 EGDI Index, its components and the Brazilian position on the world 
ranking

2008 2010 2012 2014 2016

E-government Development 
Index (EGDI)

0.5679 0.5006 0.6167 0.6008 0.6377

EGDI ranking 45 61 59 57 51
Online Service Index (OSI) 0.6020 0.3683 0.6732 0.5984 0.7319
OSI ranking 30 55 22 – –
Telecommunication 
Infrastructure Index (TII)

0.2181 0.2538 0.3568 0.4668 0.5025

TII ranking – 70 77 – –
Human Capital Index (HCI) 0.8825 0.8837 0.8203 0.7372 0.6787
HCI ranking – 83 78 – –
E-participation Index (EPI) 0.4545 0.2857 0.5000 0.7059 0.7288
EPI ranking 23 42 31 24 37

Source: Extracted from the United Nations e-Government Survey 2008–2016 (United Nations 
2008–2016)
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0.7288, Brazil lost 11 places, apparently because of the improvement of 
other countries. In the last research, many countries advanced more than 
25 positions in the EPI world ranking mainly because of progress on 
e-consultation (public consultation on policy options). Nevertheless, 
Brazil still needs to engage in decision-making processes to score the 
e-decision-making sub-index and consequently advance in e-participation 
(United Nations 2016).

Another interesting index analysed was the Global Open Data Index, 
run by Open Knowledge International in collaboration with a global net-
work of experts and contributors. The Index ranks countries annually 
since 2013 based on the availability and accessibility of data in 13 key 
categories, including government budget and spending, election results, 
procurement, and pollution levels (OKFN 2015).

As shown in Table 7.2, Brazil moved from 24th position among 60 
countries in 2013 to 26th position among 97 countries in 2014. However, 
in 2015, Brazil rose 14 positions and is now placed number 12 out of 122 
countries. In 2015, the top three countries were Taiwan, the United 
Kingdom, and Denmark (OKFN 2015).

All of the MP interviewees said that Brazil undertook an international 
benchmarking using documents from the OECD, UNESCO, World 
Bank, Network of e-Government Leaders of Latin America and the 
Caribbean (RED GEALC), and also from advanced countries like the 
USA, United Kingdom, New Zealand, and Singapore to build the Brazilian 
strategy guidelines. They added that alignment with these best practices 
will automatically reflect Brazil’s ranking position on the United Nations 
index as well as others like the Global Open Data index. A couple of 
months after the interviews, the improvement in Brazilian e-government 
was actually observed, as mentioned above.

These results can be observed as an expression of significant incentives 
and new initiatives fostered by the Brazilian government to improve online 

Table 7.2 Global Open Data Index and the Brazilian position in the world ranking

2013 2014 2015

Global Open Data Index 24 26 12
Number of countries assessed 60 97 122

Source: Extracted from the Open Knowledge International (OKFN 2015)
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services and to consolidate a participatory democracy environment. This 
demonstrates that Brazil needs to continue investing in digital services, 
but also needs to invest much more in telecommunication infrastructure 
and human capital in order to leverage e-government. As seen in these two 
indexes, Brazil’s performance in the world falls far short of what is desired.

7.4.2  Electronic Government Programme Evolution 
and Digital Governance

The “Brazilian Electronic Government Programme” has undergone some 
changes over time as illustrated in Fig. 7.1. In the 2008 PPA, the govern-
ment demonstrated its importance through the creation of the Electronic 
Government Programme. In addition, the government created in 2012 
the Improvement of Public Management Programme, in order to imple-
ment and make available to society the “Brazilian Digital Agenda for 
Electronic Government”. SLTI also proposed as a strategic initiative an 
“Electronic Government Agenda” in 2011.

In 2008, in the document which defines the General Information 
Technology Strategy (EGTI), SLTI was committed to establishing mecha-
nisms that would reinforce actions of the National Electronic Government 
Plan, which had also been proposed by the Federal Court of Accounts of 
Brazil (TCU 2006). In 2010, IT in federal government became strategic 

Fig. 7.1 E-Government Programme and Digital Governance. Source: Own 
elaboration
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by attending the citizen directly and as a result of this guideline, actions 
were designed for the participation of IT in strategic planning of the 
Federal Government. In the following EGTI and in the 2011 SLTI 
 document there is a greater concern from the Ministry of Planning in 
improving IT governance and strengthening the alignment between IT 
planning and the organization’s strategies, strengthening SISP and e-gov-
ernment policy.

After the popular demonstrations in June 2013, the Republic Presidency 
created the “Gabinete Digital” (“Digital Office”) that implemented various 
e-government initiatives like the new Brazilian main portal (www.brasil.gov.
br) and the environment of e-participation, but it lost its political impor-
tance only five months later with the departure of the coordinator to the 
Chief of Staff of the Presidency of the Republic (Musafir and Freitas 2015).

Some of the problems cited in the 2014 interviews were addressed by 
the Brazilian government during the past two years: the “Much More 
Simple Programme” to simplify public services and reduce bureaucracy; 
the institutionalization of the “Digital Governance Policy” with the elimi-
nation of CEGE and its eight technical committees that were not working 
properly; and the Digital Governance Strategy (EGD), as a substitution of 
the EGTIC 2014–2015.

According to the MP respondents, since the first EGTI launched on 
2008, the goal was the empowerment and structuring of the IT areas. The 
EGTI was a strategy made from IT for IT, while the EGD is a strategy 
made from IT to the businesses areas of the agencies. It is a paradigm shift.

Serpro’s 2014–2022 strategic plan had a unique objective of establish-
ing a centre for solution and information for the Brazilian government. 
However in 2016, the plan underwent a substantial change, returning to 
the BSC methodology with nine strategic objectives. It is not aligned with 
EGD and this unique objective was not explicitly shown. According to 
Serpro interviewees, this change was necessary because of the economic 
and financial problems that the enterprise is facing that require urgent 
solutions. However, Serpro’s Quartzo product helped achieve the strate-
gic objective of increasing revenues through use of information from gov-
ernment databases.

7.4.3  E-Services

A significant concern for improving and expanding the supply of e-services 
to society was observed in three government strategic plans starting in 
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2011, as shown in Fig. 7.2. In EGTI (2011), the objective was to “improve 
continuously the delivery of electronic services to society”. In the subse-
quent EGTI new elements were added. Thus in 2013 the EGTI’s goal 
turned into “improving continuously the delivery of electronic services 
and the transparency of information to society”. In the EGTIC (2014) the 
intention becomes slightly different, turning into “improving the delivery 
of public services, the transparency of information and social participation 
through the effective use of ICT”. This strategic goal is aligned with the 
broader concept of e-government and guidelines stipulated by the UN, 
not restricted to the provision of electronic services to citizens but also 
encouraging digital democracy by increasing transparency, democratic 
participation, and accountability of governments. In the EGD (2016) the 
strategic objective turned to “expand and innovate digital services”. It can 
be observed that the term electronic service was replaced by digital service 
in government documents.

The Services Portal was first launched in 2013, but was technologically 
restructured in 2015. According to one MP respondent “the new Services 
Portal is an open source platform. It is ready for use. The challenges are to 
integrate services from many different agencies into the portal and to use 
the portal for any new electronic services that are created”.

Fig. 7.2 E-services. Source: Own elaboration
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The explicit concern for offering more e-services was observed in 
Serpro’s 2014–2022 strategic plan in two strategic requirements as shown 
in Fig. 7.2. These guidelines directly meet the criteria for e-government 
published by the UN. However these explicit e-service concerns could not 
be observed in the 2016 plan.

7.4.4  E-Administration (Interoperability and Integration; 
Standardization; Structuring Systems)

Since the 2008 EGTI the Ministry of Planning has addressed the need to 
integrate government information systems and to promote the use of stan-
dard e-PING for interoperability (EGTI 2008). The 2011 SLTI docu-
ment listed the strategic initiative of “strengthening the interoperability of 
structuring systems of the federal government” as shown in Fig. 7.3 (MP/
SLTI 2013).

In the EGD (2016) plan, the strategic objective “share and integrate 
data, processes, systems, services and infrastructure” and the strategic ini-
tiative “promote the use of e-government standards” can be observed.

Some 2014 interviewees mentioned the need for a corporative architec-
ture and the majority of the 2016 interviewees are optimistic about the 
development of FACIN (Framework for Enterprise Architecture and 
Interoperability Standards). One MP respondent said that the challenge 
will be the adoption of this architecture by the agencies. This concern is 

Fig. 7.3 E-administration. Source: Own elaboration
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shared by one respondent from Serpro who added that “FACIN innova-
tion is that it uses the e-PING experience, but it is being developed by 
organizations specialized in the subject. The government, because of its 
impartiality, is consolidating the contributions and this collaborative work 
will facilitate its adoption by the agencies”.

Although Serpro has had a strong role in the development of e-PING, 
the adoption of e-PING and e-MAG standards were not explicitly written 
in the strategic plans of this period and many systems and portals devel-
oped did not follow what were intended to be mandatory standards.

Only in Serpro’s 2014–2022 strategic plan, concern for improving the 
structuring systems by modernizing the architecture to facilitate interop-
erability could be explicitly observed. While these explicit concerns could 
not be observed in the 2016 plan, some Serpro interviewees said that the 
enterprise will modernize the structuring system if clients demand it, even 
if it is not in the strategic plan.

7.4.5  E-Democracy (Open Data and Transparency; 
E-Participation)

The issue of open data could be seen in the government’s agenda in 2011, 
in several plans, with the strategic objectives of “implementing the 
National Infrastructure of Open Data (INDA)” and “encouraging states 
and municipalities to participate in the INDA” (MP/SLTI 2013). The 
EGTIC (2014) adds the need to “map out active transparency opportuni-
ties by opening up data from the FPA” as illustrated in Fig. 7.4. The EGD 
(2016) strategic objectives to “promote the availability and use of open 
data” and “expand the use of ICT to promote transparency and to publi-
cize the application of public resources” reinforce the government’s open 
data and transparency concern.

According to one MP respondent, “in recent years we took a leap in 
transparency. Despite the perception that corruption in Brazil has 
increased, it is undeniable that increased transparency in the medium term 
for the Brazilian State will be very good”. Another respondent added that 
the Access to Information Law (LAI) was a milestone for the Brazilian 
transparency policy.

Serpro presented two strategic requirements related to open data in its 
2014 strategic plan (see Fig. 7.4), but it was not explicitly written into the 
2016 plan.
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The theme “Social Participation” has been included in the Brazilian 
agenda since the 2012 PPA with the strategic objective of “increasing 
dialogue, transparency and social participation in Public Administration, 
in order to promote greater interaction between state and society”. The 
goals concerning the creation of new forms, languages, and instruments of 
social participation, as well as the creation of a proposal for a National 
Social Participation System were set out. This guideline can also be seen in 
the 2014 EGTIC with the strategic action to “encourage the use of par-
ticipa.br virtual environment for e-participation” and in the EGD (2016) 
with the objective “expand and encourage social participation in the cre-
ation and improvement of public services”. It could be observed that the 
social participation theme, being one of the three strategic axes, was more 
strongly emphasized in the EGD plan.

From the beginning, President Dilma’s government has shown interest 
in encouraging greater citizen participation. In July 2015 the e- participation 
platform Dialoga Brasil (“Dialogue Brazil”) was launched, based on the 
participa.br environment, with the objective of enhancing political partici-
pation by encouraging citizens to propose specific actions related to sub-
jects like health, education, security, and culture where the most popular 
suggestions could contribute to the formulation of public policies (Brasil 
2015a). The MP also used the participa.br for public consultations about 
the EGD strategy and the FACIN architecture.

According to one MP respondent, in the past two years, we can high-
light: “the improvement of the Brazilian position on the Global Open Data 

Fig. 7.4 E-democracy. Source: Own elaboration
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Index (12th), the Open Data Policy and the Social Participation through the 
use of participa.br environment” and another respondent concluded that 
“Brazil is advancing a lot with the Transparency, Open Data and Participa.br 
Portals…the technological infrastructure already exists, the society needs to 
appropriate and use it, so that our democracy can take a leap”.

7.4.6  Top Brazilian E-Government Initiatives

In the literature, e-government includes electronic interactions of three 
types: G2C (Government-to-Citizen), G2B (Government-to-Business), 
and G2G (Government-to-Government). According to the interviewees, 
the top Brazilian e-government innovative initiatives of each type of inter-
action, its challenges and best practices, are listed below.

7.4.6.1  Top G2C E-Services
Table 7.3 shows the three top G2C services, a brief description, the orga-
nization responsible for the system and “owner” of the data, the website, 

Table 7.3 Top G2C e-services

IRPF SPED/e-social ENEM/SISU/FIES

Description Brazilian Tax Revenue 
system launched on 
1997, but each year 
new functionalities are 
added which makes it a 
still innovative 
e-service. Since 2013, 
the citizen can send 
also by mobile media 
and since 2014 the 
citizen can fill a draft 
of the income tax 
return during the year

The “Household 
Employer Portal” 
launched on October 
2015 was the most 
recent module of the 
“Public Digital 
Bookkeeping System” 
(SPED) created in 2007 
with the purpose of 
unifying the fiscal, social 
security and labours 
taxes in order to 
facilitate labour 
obligations

These three education 
services provide the 
nationwide public 
policy for higher 
education: 
registration for the 
ENEM qualifying 
exams, appliance to a 
selection process to 
enter a public 
university through the 
ENEM grades using 
SISU Portal (since 
2010) and provision 
of finance to students 
enrolled in private 
universities under 
specific conditions 
using the FIES Portal

(continued)
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Table 7.3 (continued)

IRPF SPED/e-social ENEM/SISU/FIES

Responsibility Secretariat of the 
Federal Revenue of 
Brazil (RFB)/Ministry 
of Finance

Ministry of Labour and 
Social Security

Ministry of Education 
(MEC)

URL http://receita.fazenda.
gov.br

http://www.esocial.gov.
br

http://www.mec.gov.
br

Coverage RFB interoperates with 
many government 
organizations

Ministry of Labour and 
Social Security, Federal 
Saving Bank (CEF), 
National Institute of 
Social Security (INSS), 
Ministry of Planning and 
RFB

Ministry of 
Education, INSS, 
Federal and some 
State Universities

Challenge Reduce fraud and 
increase revenue 
enhancing data 
crossover

Interoperation with 
CEF, INSS, Ministry of 
Labour, Ministry of 
Planning and RFB

The SISU service is 
100% digital, but 
FIES is 90% digital 
because MEC is not 
interoperating with 
INSS, which increased 
the number of 
students going in 
person to the INSS 
agency to ask for 
paycheck documents

Best practice Simplification of the 
income tax return with 
more pre-filled data 
each year, availability 
in mobile medias, use 
of high security 
procedures.

Reduction of 
bureaucracy, processes 
integration, increased 
government revenue and 
simplification on the 
relation of the citizen as 
a household employer

Simplification, 
facilitates the student 
procedures to enter a 
public university in 
any city of Brazil and 
to apply for public 
finance

Notes/
Volumes

3.9 million income 
taxes sent on the last 
day with security out 
of 27.9 million and 
89,000 sent by 
smartphone and 
tablets, in 2016

Until 2017 the system 
may achieve 10 million 
employers and 
65 million employees

9.2 million students 
registered for ENEM 
2016

Source: Own elaboration
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the government agencies that the system needs to interoperate with, the 
huge volume of information, the challenges, and best practices.

 1. IRPF—Tax Revenue System
 2. SPED/eSocial—Public Digital Bookkeeping System/Household 

Employer Portal
 3. ENEM/SISU/FIES—Higher Education Services.

7.4.6.2  Top G2B E-Services
Table 7.4 shows the two top G2B services, a brief description, the organi-
zation responsible for the service, the website, the government agencies 

Table 7.4 Top G2B e-services

Simple enterprise portal Single portal for foreign trade

Description The system simplifies the process of 
opening and closing enterprises, 
interoperating data from the federal 
level (RFB) with state level (Board 
of Trade) to reduce bureaucracy

The Exterior Trade Portal is an 
initiative that will reformulate the 
importation, exportation and 
customs transit processes

Responsibility Secretariat of Micro and Small 
Businesses

Ministry of Development, Industry 
and Foreign Trade (MDIC)

URL http://www.empresasimples.gov.br/ http://www.portalsiscomex.gov.br/
Coverage Secretariat of Micro and Small 

Businesses, RFB and Board of Trades
22 agencies including MDIC, RFB, 
Anvisa and Federal Policy

Challenge Reduce the average time to start a 
business from 83 to 5 days and the 
cost to Brazil

This is a complex project over many 
years and it aims to modernize 
processes in the customs area in 
order to reduce the average time to 
import and export goods and the 
cost to Brazil; interoperates with 22 
agencies in order to be 100% digital

Best practice Simplification, reduction of 
bureaucracy, process integration, 
use of agile methodology and use 
of digital certificate to enhance the 
security and solve more than 90% 
of the requests digitally

Simplification, reduction of 
bureaucracy, process integration, 
use of digital certificate, use the 
single window approach defined by 
the United Nations Centre for 
Trade Facilitation and Electronic 
Business (UN/CEFACT)

Note It was a strategic project of the 
Serpro 2014–2022 strategic plan

It is a strategic project of EGD and 
it is at the beginning of its 
development

Source: Own elaboration
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that the system needs to interoperate with, notes related to the strategic 
plans, the challenges and best practices.

 1. Portal Empresa Simples—Simple Enterprise Portal
 2. Portal Único do Comercio Exterior—Single Portal for Foreign 

Trade.

7.4.6.3  Top G2G Structuring Systems and Processes (E-Administration)
Lastly, Table 7.5 presents the top three G2G structuring systems and one 
transversal process of APF, a brief description, the organization responsi-
ble for the system, the website, the government agencies that the system 
needs to interoperate with, notes about the strategies and volumes, the 
challenges and best practices.

 1. SICONFI—Accounting and Tax Information System of the 
Brazilian Public Sector

 2. SIGEPE—People Management System for the Federal Government
 3. SINESP—National System of Information of Public Security, Prison 

and Drugs
 4. PEN/SEI—National Electronic Process/Electronic Information 

System.

7.5  concLusIon

The objective of this research was to analyse the strategic direction of 
Brazilian e-government policy and implementation from 2008 to 2016. 
The scope of this study was limited to the Federal Executive Branch, 
although many of the policies and best practices implemented could be 
applied to state and local levels, as well as to legislative and judicial govern-
ment branches.

Since 2008, Brazilian e-government public policies have advanced. In 
particular, the research has shown that in the past two years, digital gov-
ernment strategies have become much more aligned with international 
organizations’ guidelines, like those of the the United Nations, OECD, 
and UNESCO.

The concern for improving and expanding the supply of e-services 
could be observed in the strategic plans since 2011, with the addition of 
the elements of transparency, social participation, and innovation in the 
following plans.
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Government strategies in the 2011–2013 period have shown signifi-
cant impetus with the promotion of greater interaction between govern-
ment and society, stimulating mechanisms that generate more public 
transparency since the “Access to Information Law” in 2011. The recent 
“Open Data Policy” established in May 2016 will be a great incentive to 
promote publication of data from all FPA agencies and enhance transpar-
ency. Brazil reached 12th position in the Global Open Data Index in 
2015, but there are still a lot of issues regarding what data should be pub-
lic and what to do with that data.

The expansion of social participation had already been a government 
strategic direction since 2012, and it gained more importance in the 
Digital Governance Strategy—EGD 2016. This concern made Brazil 
reach 24th position in the 2014 UN e-participation index. Although in 
2016, when the index value went up, Brazil lost 13 places. As e-democracy 
has been significantly stimulated in public policies and plays a key role in 
the outcomes of digital governance strategies, citizens need to effectively 
engage in government decision-making processes to advance more in 
e-participation.

We can conclude from the research, complemented by the interviews, 
that the Brazilian challenges for the development of e-government or digi-
tal governance are:

 1. “Organizational Culture”—the size of the federal government; the 
fragmentation of our organizations; constant political change; and 
the appointment of government executives based on politics rather 
than technical or meritocratic considerations.

 2. “Integration Challenge”—many agencies act independently and do 
not work together to simplify processes. Integration across levels of 
government is critical, but very difficult.
According to the president of Serpro, Gloria Guimarães,

one of our biggest challenge is to generate useful information for our 
clients, using big data analytics. In order to do this, it is essential to sur-
pass another great challenge: the integration challenge. At Serpro we 
work with two levels of integration: data and services.

 3. “Financial Problem”—all of the government ministries are facing 
budget cuts that are substantially affecting the IT budget.
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And in order to address these problems, the Brazilian government 
should:

 1. Advance in corporate governance with the objective of making pub-
lic management more professional with less political influence. Two 
good solutions for the organizations’ fragmentation problem are: 
(1) the use of the “Knowledge Network” of SISP and the allocation 
of technicians by the Ministry of Planning to agencies of SISP linked 
to the achievement of EGD goals defined between them; and (2) 
implementation of flexible careers where people can move and bring 
innovation from one department to another.

 2. Simplify processes so that they can be automated without replicating 
the bureaucracy. “Think Simple”—treat the exceptions as excep-
tions without penalizing the citizen who just wants to consume a 
service offered by the state in a simple way.

 3. Increase IT revenue through a new business model where govern-
ment organizations sell the data or service to other government or 
private organizations that need that information for their businesses, 
in order to reduce their costs. This is already a strategic direction in 
Serpro’s latest strategic plan.

Despite these challenges, the top Brazilian e-government implementa-
tions pointed out by the interviewees such as “Tax Revenue System”, 
“e-Social”, “Simple Enterprise Portal”, SICONFI, and SIGEPE are inno-
vative global solutions because of their best practices such as: simplifica-
tion of processes; reduction of bureaucracy; reduction of Brazil’s cost; 
improvement of transparency; great integration and interoperability 
between agencies at different government levels; use of agile methodology 
in the development of the systems; use of international standards (e.g., 
XBRL); and use of digital certificates to enhance security and provide 
100% digital services.

Although the Brazilian tax and fiscal processes from the Ministry of 
Finance are fully automated and are very well known by the CIAT (Inter- 
American Center of Tax Administrations) and, as shown in this chapter, 
there are others successful initiatives, there are still many processes that 
need to be improved.

Future research could examine other government organizations that 
are also very important for e-governance, such as the “Chief of Staff of the 
Presidency of the Republic”, the “Government Secretariat of the 
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Presidency of the Republic”, and the “Secretariat of Communication of 
the Presidency of the Republic”.

In the past two years, Brazil has been facing political, economic, and 
financial crises, which are now resulting in some important policy changes 
by President Temer’s government. For example, the “Law of Responsibility 
for State Companies” approved in June 2016, establishes more rigid rules 
for purchasing, bidding, and nomination of top state companies’ execu-
tives (technical instead of political); and also by reducing the size of Brazil’s 
government, cutting ministries and commissioned positions.

The paradigm shift that the Digital Governance Strategy (EGD) is 
bringing to Brazilian e-governance policy could very well be summarized 
by the citation of Fernando Siqueira, deputy secretary of the Ministry of 
Planning:

The EGD brings a paradigm shift…Instead of designing public services 
thinking on the citizen, we have to design public services from the citizen 
point of view…If we succeed on presenting this new focus to the business 
analysts, developers and technicians, than we will be building digital 
governance.

As the federal government is pursuing digital governance guidelines 
and a whole-of-government approach, focusing on the citizen, acting 
more across-the-board, with cross-agency collaboration, the state will 
improve the efficiency and effectiveness of public management and reduce 
Brazil’s costs over the following years. We expect to see Brazil improve its 
position in the international indexes.
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CHAPTER 8

Designing Effervescent E-Government 
Solutions: Lessons from a Developing World 

Context

Bwalya Kelvin Joseph

8.1  IntroductIon

Electronic government (e-Government) entails the provision of public 
services through technology platforms thereby opening up channels for 
transparency and accountability. The foundations of e-Government hinge 
on the concept of New Public Management (NPM) which was based on 
providing citizen-centric public services. The use of different technology 
platforms in e-Government arose out of the desire to allow citizens access 
to public services as long as they are connected to Internet-enabled tech-
nology gadgets. Over the years, e-Government has evolved into Digital 
Government and now to Open Government (Navarra and Cornford 
2012; Panopoulou et al. 2014). Traditionally, e-Government only entailed 
making available public information on technology platforms for citizens 
in a uni-directional flow of information mode. This has since changed, in 
that today, a bi-directional interaction environment is required of any 
meaningful e-Government, i.e. where both consumers (citizens,  businesses 
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etc.) and government departments are able to exchange information 
through IT platforms.

The gamut of e-Government is changing from an information sharing 
platform to being an information analysis and synthesis platform where 
different traits in heterogeneous information (big data) can be perceived. 
Clearly, there is now a transition from perceiving e-Government as a plat-
form built on an electronic media for accessing government information 
to one hinged on openness and a data platform which allows big data and 
predictive analytics, thereby adequately informing government policies 
and decisions. Given that e-Government platforms need to continuously 
evolve and be as scalable as possible, it follows that any e-Government 
platform, system or solution design should be as responsive as possible to 
the changes in the environment where it is implemented. A dynamic plat-
form is an open one which allows different technologies to be incorpo-
rated into the e-Government solution as technology or customers’/
stakeholders’ preferences evolve.

In order to develop dynamic e-Government solutions, it is important 
that the factors pertinent to the anticipated customers/stakeholders are 
included in the design. Therefore, the focus of this chapter is on under-
standing the pertinent factors from the individuals’ side that need to be 
incorporated in any effervescent e-Government design in the case of 
Zambia and other contextually similar settings. It is worth noting that 
e-Government is a multi-dimensional phenomenon and its success depends 
on many factors. However, this chapter only focuses on individuals’ expec-
tations of any e-Government solutions, and other factors can be observed 
from other studies and publications.

Section 8.2 presents the background which articulates the general 
aspects of the multi-dimensional nature of e-Government in order to pro-
vide leaders with a general mental model of the complexity of 
e- Government. Thereafter, the ethos for failure or success of e- Government 
implementation and the design efforts for effervescent e-Government in 
different parts of the world is presented (Sects. 8.3 to 8.5). The chapter 
continues (Secs. 8.6 to 8.9) with the presentation of the case for Zambia 
where empirical results and analysis are articulated. In general, the research 
intended to understand what matters with regards to e-Government 
comes from the perspective of individual citizens. The chapter posits that 
citizens’ interest in e-Government needs to be included in the 
e- Government design regardless of the area in which it is implemented, 
and concludes in Sect. 8.10).
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8.2  Background

Although e-Government has been implemented in developed countries 
for over three decades, it is only recently that many developing countries 
are jumping onto the bandwagon of using technology in the provision of 
public services (Joseph 2014; Anthopoulos et  al. 2016). Consequently, 
there are very few examples that can be referenced from the developing 
world context in as far as design of responsive e-Government is concerned 
(Lee 2010). This means that countries intending to design citizen- relevant 
e-Government solutions may not have adequate choices about how to 
craft their designs so that e-Government responds to the information and 
public service needs of their citizens. In order to achieve citizen-centric 
e-Government, it is important that citizens are considered and included in 
the design process.

Inclusion of citizens in the design process entails that their interest in 
e-Government will be considered in the design process culminating in 
higher chances that they will be involved in the decision-making processes 
of the government using technology (e-Inclusion). The use of technology 
platforms to access information, public services and participation in the 
decision-making processes accords citizens a chance to provide their input 
in governance using technology (e-Participation) regardless of their socio- 
economic status. However, citizens’ interest in politics, the world over, 
has been following a downward spiral and this is a concern as this trans-
lates into less participation in the established democratic processes and is a 
direct concern for e-Government design (Panopoulou et al. 2014). When 
e-Government is accessible and used by all citizens for the greater good of 
society, it will be considered as a public value preposition and thus a ‘pub-
lic good’ (Hellberg and Grönlund 2013). Therefore, since e-Government 
revolves around citizens, it is important that citizens are involved at all 
stages of the e-Government design and implementation cycle so as to 
achieve citizen-centric e-Government solutions. It is worth noting that 
most e-Government design has been top-down, where governments are 
the sole responsible entity, supervising the development initiatives without 
a critical analysis of the needs of the e-Government users (Anthopoulos 
et al. 2007). This has resulted in a scenario where users are left out in the 
design endeavours and therefore their interests are not taken on board in 
the design.

The main purpose of this chapter is to explore individual factors that 
should be considered in the design of e-Government solutions. The 
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 bottom- up approach rightly recognises e-Government as a hierarchical 
system with main sub-systems which have to be identified and analysed 
from multiple vantage points and integrated into a whole e-Government 
system. In this context, a system is considered a domain with different 
attributes such as people, technology, organisational environment, policies 
and processes. The different attributes define the multi-dimensional nature 
of e- Government. Each of the different attributes need to be considered 
in the design of responsive e-Government.

8.3  ProsPects for e-government Projects

In order to appreciate what factors influence success or failure of 
e- Government projects, it is important to explore different projects in dif-
ferent contextual settings. One of the key attributes of successful 
e- Government design is the inclusion of users in the design process, care-
fully checking the design philosophies to bridge the design-reality gaps, 
effective project management and realistic planning (Anthopoulos et al. 
2016).

Many studies investigating e-Government have posited that many ini-
tiatives failed due to lack of consideration for the local contextual charac-
teristics in the area in which it is implemented; limited consideration of the 
would-be users; inappropriate legal and institutional frameworks; incom-
patible government structures and e-Government solutions; limited con-
sumer readiness (willingness to adopt and use the available services); a 
general lack of adequately and appropriately trained e-Government per-
sonnel; lack of sustained public leadership, commitment and institutionali-
sation; lack of involvement of all stakeholders in the design of e-Government 
solutions; shift in the power relationships leading to ultimate failure in 
many of the e-Government initiatives; lack of responsive evaluation and 
monitoring, etc. (Gil-Garcı´a and Pardo 2005; Kumar and Best 2006; Luk 
2009; Wade and Grant 2010; Elkadi 2013; Joseph 2014; Anthopoulos 
et  al. 2016). Current thinking is that failure of e-Government projects 
occurs right at the design stage and not the implementation stage 
(Anthopoulos et al. 2016). On the other hand, success has largely been 
achieved by designing e-Government solutions that are non-rigid and able 
to transform given the evolution of technology or citizens’ needs, highly 
integrated e-Government solutions into government business processes, 
robust teams of experts, etc. (Jaeger and Bertot 2010; Joseph 2014). It is 
anticipated that successful e-Government design needs to consider all the 
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individual, organizational, managerial and technological issues in a given 
context and should, at the onset, incorporate all these in its design.

Many researchers and practitioners have measured the success of 
e- Government by considering the e-Government stage models. 
Measurement of success of e-Government projects cannot be defined 
solely by the stage models, such as the Layne and Lee model, as these only 
explore the general status of development and do not consider contextual 
issues that influence development (Khalil 2011; Joseph 2015; Epstein 
et al. 2014). Although this section has only articulated factors influencing 
success or failure of e-Government solutions, it is worth mentioning that 
lack of proper planning, poor design and inappropriate management are 
the core bottlenecks to successful e-Government implementation 
(Sarrayrih and Sriram 2015).

8.4  e-government desIgn Process

As posited in the previous section, the probability of failure or success of 
e-Government is defined right at the design stage of e-Government solu-
tions. If inappropriate design philosophies are used in the design of 
e- Government, it is likely that the overall e-Government initiative may be 
prone to failure. It is worth noting that in order to design usable public 
services, a holistic, multi-level, user-centred approach where user and 
business requirements are embedded into the design is required (Hamilton 
et al. 2011).

Responsive e-Government design entails coming up with designs that 
are easyily changed whenever there is a change in the technology solu-
tions. Planning for and dealing with intermittent changes in the 
e- Government environment is a big challenge which has robbed govern-
ments and e-Government designers of the privilege of effectively dealing 
with contextual changes (Apostolou et  al. 2011). The planning phase 
entails that the different entities of e-Government are domiciled together 
in a logical and coherent manner so as to produce a responsive system.

One of the key requirements for e-Government is that it should be used 
as an enabler for citizens’ inclusion in the democracy value chains. In order 
to project e-Government as a democracy platform, it is needed an enabler 
for e-Inclusion of individuals and businesses in the governance value 
chains regardless of their socio-economic status. E-Inclusion can be 
achieved if there is appropriate and adequate usage of e-Government plat-
forms defined by the ease of use of the platforms and users’ information 
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and technology (ICT) skills. With regards to access and use, which are 
precedents to e-Inclusion and anticipated participatory governance in the 
realm of democracy, e-Government design need to perceive the antici-
pated users and their characteristics to embed these aspects into the design. 
To facilitate appropriate participation of ordinary citizens into the 
e- Government discourse, there is need to ensure that conducive and easy- 
to- use online platforms (such as Facebook or any social media platforms) 
are available to them.

The need for user involvement in e-Government service design cannot 
be over-emphasised. One of the ways in which centric-centric e- Government 
services can be achieved is to involve the anticipated users right at the 
beginning of the design cycle. One of the ways to achieve user-centric 
e-Government is to flag up the design process with user requirements 
engineering (van Velsen et  al. 2009). Yenicioglu and Suerdem (2015) 
underscored the importance of participation of all relevant stakeholders in 
the development of any innovation within the concept of collaborative 
design, including e-Government. In order to understand what needs to go 
into the design of e-Government, there is need to understand what in 
context e-Government is to be employed. For example, stakeholder analy-
sis can be used to understand the role and interest of each possible stake-
holder in the e-Government agenda.

In the realm of facilitating collaborative design of e-Government, one 
of the models that should be used is the Public Private Partnership (P3). 
The P3 arrangement allows private entities to partner with government in 
e-Government conceptualisation, design and implementation. This model 
has not been utilised globally in e-Government design and is something 
that could be pursued (Abednego and Ogunlana 2006). When pursuing 
collaborative e-Government design, “discourse of dependency” and “dis-
course of consumerism” between providers and consumers of government 
services should be noted so that, during the design, both consumers and 
providers, are looked at using the same lens. Further, in order for citizens 
to participate in any e-Government efforts, there is need to educate them 
on their civic right to participate in decision-making.

In general, it can be posited that some of the issues that need to be 
carefully considered in the design of e-Government include the following: 
(1) ensuring that all anticipated e-Government users, regardless of their 
level of ICT skills and literacy (computer self-efficacy) or capabilities, are 
involved and considered in the design; (2) understand which e- Government 
services would impact to the most pn citizens and businesses; (3) engage 
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anticipated users so that they are able to articulate what their expectations 
are of the e-Government intervention in the public service delivery value 
chain(s); (4) come up with design metrics and solutions to ensure that the 
transition to e-Government from traditional public service routes does not 
culminate in reducing the responsiveness of public service officials; (5) 
understand the legal ramifications of not providing the agreed upon level 
of service (Wade and Grant 2010; Epstein et al. 2014).

In understanding e-Government’s development failure and success, the 
growth models which have been widely utilised have been found not to be 
comprehensive enough for a single model to be used as a global guiding 
framework. Lee (2010) employed meta-synthesis to come up with a single 
five-stage model which considered technological, organizational, and citi-
zen service perspectives altogether. Technological possibilities, other than 
user needs, have set the tone of e-Government design in many places 
where e-Government has been implemented. A lot of algorithms have 
been proposed such as the Liu and Hu metadata extraction algorithm to 
aid faster retrieval of information in the e-Government environment (Liu 
and Hu 2012). E-Government readiness should be based on the level of 
democratic responsiveness (Nour et al. 2008).

It is extremely difficult to come up with global conceptual design 
frameworks for e-Government because it is implemented in different con-
texts with varying socio-economic, government and technology settings 
(Nour et  al. 2008). Therefore, several e-Government researchers and 
practitioners have come up with diverse interventions as core elements 
guiding their designs of e-Government. For example, Joseph (2014) 
designed a framework for measuring e-Government readiness. Trkman 
and Turk (2009) proposed a conceptual framework for development of 
broadband and e-Government. They further underscored the importance 
of broadband reliable and faster connections for accessing e-Government 
applications to ensure that citizens/businesses can access e-Government 
solutions without having to wait for a long time. Using the ontology- 
based approach, Apostolou et al. (2011) proposed a collaborative decision 
framework for developing and maintaining e-Government services. This 
framework provides constructs and guidelines for managing change dur-
ing the implementation of e-Government. From a technology point-of- 
view, e-Government has many options to choose from. For example, Paiva 
Dias and Aberto Rafael (2007) proposed an e-Government distributed 
architecture that aimed to integrate the different government departments 
in the realm of e-Government. This architecture uses a client-centred 

 DESIGNING EFFERVESCENT E-GOVERNMENT SOLUTIONS: LESSONS... 



194 

approach and facilitates channel multiplicity, concurrent access points, ver-
satility and security.

Of late, there have been movements towards promoting social media as 
an effective tool for transparency and openness and one which can be 
embedded into e-Government technology platforms to form a wider open 
infrastructure for information sharing (Tsai et  al. 2009). Further, the 
authors advocate the development of e-Government using the ‘systems 
development life cycle approach [technology centric view]’. Nograšek and 
Vintar (2014) proposed a framework that aims to provide a clear explana-
tion of ICTs as a force at the centre of organisational transformation for 
future e-Government development. This framework is important as it 
espouses the critical points to one when Business Process Reengineering is 
implemented in the face of ever-changing technology. The framework 
notes that the transformation power of ICTs is dependent on a host of 
other factors such as business processes, organisational structures, people, 
the organisational environment as a whole and its culture.

Lack of government departments’ information system integration is 
one of the reasons why e-Government interventions fail as e-Government 
solutions do not achieve the intended benefits. With the overall goal of 
achieving effectiveness and efficiency of public services, interoperability is 
one of the key dimensions to achieving a one-stop information space for 
different government departments (Hellberg and Grönlund 2013). 
However, it is worth noting that interoperability is to a great extent a 
governance problem. Since e-Government is multi-dimensional, it 
depends on many types of expertise in its design phase—viz social, juridi-
cal, economic, organizational and technological perspectives (Batini et al. 
2009).

8.5  theoretIcal framework

This research uses the Technology Acceptance Model (TAM) as a theo-
retical lens to understand factors that influence individuals to engage in 
e-Government. The study hypothesised that acceptance of technology 
already deployed in diverse public service platforms may indicate the likeli-
hood that e-Government will succeed. The lessons learnt from this study 
may be used to further design e-Government projects in Zambia and in 
contextually similar environments. The TAM is shown in Fig. 8.1.

The TAM is used as a theoretical lens to measure the key factors that 
may influence individuals to engage in e-Government.

 B.K. JOSEPH



 195

8.6  methodology

Using both the positivist and interpretivist research paradigms, question-
naires (with both closed and open-ended questions) and interviews data 
was collected which was analysed using multivariate analysis. Use of two 
research paradigms was important because the researcher aimed at under-
standing each of the e-Government phenomenon from two vantage points 
(Ngulube et al. 2009).

Data in this research was obtained both from the primary and second-
ary sources using empirical analysis and exploration of extensive literature 
and document analysis. It was a requirement that participants were at least 
16 years of age, able to read/write and had accessed the Internet at least 
once in their lifetime. The preliminary stages of this research involved 
interviews with a total of 22 government workers from five government 
ministries and three parastatal organisations in order to explore the cur-
rent status of e-Government implementation in Zambia, the challenges 
faced, etc. Interviewees were selected from different branches of the gov-
ernment: four general workers, seven line managers, sectional heads or 
mid-level management, and 11 senior managers and/or policymakers. 
The pilot study involved randomly selecting 40 participants among the 
students and academics at the University of Zambia. The main empirical 
part of the study distributed a total of 721 questionnaires in Livingstone, 
Lusaka and Kitwe targeting employees and students from the University 
of Zambia, employees from government line ministries and departments, 
and parastatal/business representatives including small businesses from 

Fig. 8.1 Technology acceptance model (adapted from: Ajzen 1991)
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the three provincial centres. Some 411 questionnaires were returned for 
analysis and eventually 408 questionnaires were included in the final analy-
sis (response rate: 57%).

Standard multiple regression (Kolmogorov-Smirnov and the Shapiro- 
Wilk tests) was used to analyse the data which was a priori checked for 
normality by checking its fit in the Gaussian normal distribution. Outliers 
were removed and data subjected to data transformation using natural 
logarithmic ramifications. Factor analysis (using multicolinearity values 
with factors >0.5 included for analysis) was then conducted, in conjunc-
tion with the Kaiser-Meyer-Olkin (KMO) to measure sampling adequacy. 
After that, simple ANOVA tests were conducted to check for R-squared 
values and degree of variance of each of the factors.

This study used standard multiple regression analysis to analyse the 
data. To be included in the data analysis, all the data was pre-tested for 
normality using the Gaussian normal distribution function, the 
Kolmogorov-Smirnov and the Shapiro-Wilk tests. Because of the pro-
nounced negative skewness and the presence of outliers in the dataset, 
data transformation was performed using a logarithmic function. To mea-
sure the sampling adequacy of the study data, the Kaiser-Meyer-Olkin 
(KMO) recorded values greater than 0.5 on all the datasets analysed, 
thereby qualifying all the datasets for statistical analysis in the study. The 
dataset was tested for multicolinearity and singularity with a view to ana-
lysing the relationship between the different independent variables 
(Table 8.1).

To eliminate the extreme cases (outliers) and the non-linearity from the 
original dataset, the dataset was subjected to logarithmic data transforma-
tion. The major data transformation procedure removed the negatively 
skewed data from the identified factors. After data transformation, 
Table  8.4 (in the appendix) represents the measurement items that 
anchored the study.

Table 8.1 KMO and Bartlett’s test

Kaiser-Meyer-Olkin measure of sampling adequacy. 0.872
Bartlett’s test of sphericity Approx. Chi-Square
Df 2556
Sig. 0.000

Source: Own elaboration
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8.7  emPIrIcal results

In order to gain an insight into what factors are critical in the design and 
development of e-Government in Zambia, a series of factor analysis (22 
iterations) were conducted using Principal Axis Factoring as the extraction 
methodology and using Promax with Kaiser Normalisation as the rotation 
methodology. This process yielded five factors: ICT infrastructure, PEOU, 
PU, computer self-efficacy and trust. Other factors had negligible impact 
on e-Government given their lower communalities. In order to under-
stand the general awareness of e-Government by the citizens in Zambia, 
respondents were asked several questions as shown in the following tables. 
Table 8.2 shows the general awareness levels of citizens about e- Government 
applications/solutions/initiatives in Zambia.

Table 8.3 shows citizens’ perceptions about each of the different aspects 
of the e-Government development process

Table 8.2 Awareness of e-Government initiatives in Zambia

Not at 
all 
aware

Slightly 
aware

Somewhat 
aware

Moderately 
aware

Fully 
aware

Total

E-Government 
websites of the Lusaka 
City Council and other 
government agencies 
in Zambia.

N 129 66 90 38 38 399
% 32.3% 16.5% 22.6% 9.5% 9.5% 100.0%

The benefits of using 
Zambian 
e-Government 
websites.

N 108 67 74 50 50 397
% 27.2% 16.9% 18.6% 12.6% 12.6% 100.0%

Educational/training 
programmes about the 
overall features of 
Zambian 
e-Government 
websites.

N 138 86 70 31 31 400
% 34.5% 21.5% 17.5% 7.8% 7.8% 100.0%

Government campaign 
advertisements 
encouraging the use of 
e-Government 
websites in Zambia.

N 169 72 65 23 23 400
% 42.3% 18.0% 16.3% 5.8% 5.8% 100.0%

Source: Own elaboration

 DESIGNING EFFERVESCENT E-GOVERNMENT SOLUTIONS: LESSONS... 



198 

Table 8.3 Potential barriers to e-Government development (N = 408)

Strongly 
disagree

Disagree Neutral Agree Strongly 
agree

Total

Lack of readily 
available Internet 
access points.

Count 4 19 34 143 184 384
Row N% 1.0% 4.9% 8.9% 37.2% 47.9% 100%

Lack of affordable 
Internet access 
points.

Count 5 26 27 139 186 383
Row N% 1.3% 6.8% 7.0% 36.3% 48.6% 100%

Lack of services 
relevant to the 
local context.

Count 1 17 68 162 131 379
Row N% 0.3% 4.5% 17.9% 42.7% 34.6% 100%

Lack of user- 
friendly 
e-Government 
platforms.

Count 0 13 79 148 143 383
Row N% 0.0% 3.4% 20.6% 38.6% 37.3% 100%

Lack of availability 
of ICT 
infrastructure.

Count 1 9 49 140 180 379
Row N% 0.3% 2.4% 12.9% 36.9% 47.5% 100%

Risk of 
information 
ending up in the 
hands of 
unauthorised 
individuals.

Count 2 14 75 138 149 378
Row N% 0.5% 3.7% 19.8% 36.5% 39.4% 100%

Fear of change on 
the part of the 
customer and/or 
government staff.

Count 1 13 84 163 116 377
Row N% 0.3% 3.4% 22.3% 43.2% 30.8% 100%

Limited ICT skills 
on the part of the 
customer.

Count 4 9 66 176 125 380
Row N% 1.1% 2.4% 17.4% 46.3% 32.9% 100%

Limited ICT skills 
on the part of 
government 
employees.

Count 5 18 71 157 129 380
Row N% 1.3% 4.7% 18.7% 41.3% 33.9% 100%

The customers’ 
limited experience 
in interacting with 
ICT platforms and 
the Internet.

Count 3 14 54 196 113 380
Row N% 0.8% 3.7% 14.2% 51.6% 29.7% 100%

(continued)
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Table 8.3 (continued)

Strongly 
disagree

Disagree Neutral Agree Strongly 
agree

Total

Non-availability of 
native language 
(mother tongue) 
option on the 
website which 
could help the 
customer to 
perform tasks 
better.

Count 30 51 87 116 96 380
Row N% 7.9% 13.4% 22.9% 30.5% 25.3% 100%

Lack of protection 
of the end-user in 
the online 
environment.

Count 8 20 94 152 106 380
Row N% 2.1% 5.3% 24.7% 40.0% 27.9% 100%

Lack of awareness 
campaigns on the 
benefits of 
engaging in 
e-Government.

Count 3 13 29 158 179 382
Row N% 0.8% 3.4% 7.6% 41.4% 46.9% 100%

Lack of 
appropriate 
end-user support.

Count 2 10 70 159 133 374
Row N% 0.5% 2.7% 18.7% 42.5% 35.6% 100%

Other Count 0 0 9 17 19 45
Row N% 0.0% 0.0% 20.0% 37.8% 42.2% 100%

Source: Own elaboration

8.8  fIndIngs

The likelihood that individuals will engage in e-Government can be artic-
ulated by their awareness of the available e-Government solutions, ability 
to use ICT and willingness to engage in e-Government. Individuals need 
to be aware of what e-government solutions or initiatives are in place and 
appreciate their value (benefits obtained from using them) as opposed to 
traditional governance systems.

In order to nurture a fertile ground for successful e-Government imple-
mentation, the Zambian government and other cooperating partners have 
implemented several initiatives aimed at promoting use of ICT in gover-
nance value chains. Many of these initiatives are aimed at ensuring that 
government departments are enabled to use ICTs in their everyday 
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 business value chains. Document review, interviews and empirical research 
conducted in this study has revealed that some of the prominent interven-
tions include the following:

• Introduction of a computerised human resource and payroll system 
in the public service using the Integrated Public Financial 
Management Information System (IFMIS) targeted at further 
increasing information transparency;

• Launching of the ICT policy in 2007 to facilitate mainstreaming of 
ICT in the different socio-economic frameworks in Zambia;

• Introduction of the Payroll Management and Establishment Control 
(PMEC) system targeted at improving information flows amongst 
different government departments;

• Computerization of the Customs system at the Zambia Revenue 
Authority through the Automated SYstem for CUstoms Data 
(ASYCUDA), etc. (IRMT 2007);

• Introduction of the Zambia Immigration Management System 
(ZIMS) aimed at improving efficiency in immigration processes, etc.

The tables shown in the previous section revealed that there are a few 
individuals who are aware of the different e-Government solutions in 
Zambia. For example, less than 30% are aware that there are websites 
where e-government services can be accessed in Zambia. Further, close to 
30% of the participants were unaware of the benefits of using e- Government 
websites to access government information thereby casting doubt on their 
awareness of e-Government in general.

With regards to potential barriers to e-Government, results of this 
study have shown that a majority (over 60%) of the respondents agree that 
most of the mentioned barriers have a considerable impact on 
e- Government development. The summary of responses from the partici-
pants is as follows:

• Over 50% of the respondents indicated that they possess the appro-
priate requisite ICT skills necessary to efficiently use a computer so 
as to effectively engage in e-Government services. Further, over half 
of the respondents indicated that their adequate ICT skills were cou-
pled with adequate levels of computer self-efficacy. Computer self- 
efficacy was important for individuals to effectively engage with the 
ICT platforms and e-government content. Despite potential 
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e- Government users having the requisite ICT skills and good com-
puter self-efficacy, usage of e-Government applications is low (only 
27% of the respondents access e-Government applications);

• About half (49%) of the respondents indicated that they were not 
aware at all of any e-Government services in Zambia; only 30% said 
they were moderately or slightly aware; and the rest indicated that 
they were fully aware of e-Government services in Zambia;

• Over 61% of the respondents indicated non-reliability of information 
on the e-Government websites—69% indicated that they are unaware 
of any policies in place to protect the user in the online environment. 
This makes it difficult for most of the respondents to engage in 
e-Government as they are not guaranteed that their privacy and well- 
being are safeguarded in the online environments. Further, 84% 
indicated that there are no security policies stated on e-Government 
websites. In addition, 84% of the respondents mentioned that they 
would not allow the government to share their information with 
other sites or store it in a central repository for fear of victimisation 
at a later stage;

• Over 50% of the respondents acknowledged the ready availability of 
Internet connectivity in Zambia. However, universal access to the 
Internet is hampered by expensive usage fees, non-availability of 
appropriate and readily accessible ICT infrastructure, non- availability 
of native language options, and lack of appropriate awareness cam-
paigns about the benefits of e-Government;

• Citizens are willing to adopt and continue using e-Government 
applications if appropriate interventions are put in place.

Further, individuals’ unwillingness to participate in e-Government was 
encouraged by the general non-reliability of information on e- Government 
websites, very expensive Internet, lack of awareness of e-Government ser-
vices, etc. Given the above, it is evident that the demand side is not mature 
as many of the potential e-Government consumers are unaware of 
e- Government applications being implemented in Zambia at the moment.

8.9  e-government desIgn

With evidence from the literature (e.g. Panetto and Molina 2008; Khalil 
2011) and the empirical evidence from the case of Zambia presented 
above, it is evident that e-Government is a multi-dimensional issue 
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depending on many success factors. Given the fact that it is a multi- 
dimensional issue, e-Government needs to be designed while considering 
all the factors in a given context bordering on technology and technology 
perspectives. Effervescent e-Government designs need to ensure that the 
concerns of individuals are taken into consideration and the desired tech-
nology attributes are included (Paiva Dias and Aberto Rafael 2007; 
Prokopios et  al. 2009; Lee 2010; Apostolou et  al. 2011; Liu and Hu 
2012; Joseph 2014; Nograšek and Vintar 2014; Epstein et al. 2014). This 
study has helped identify some of the key factors that influence individuals 
to engage in e-Government. Considering the local contextual 
 characteristics, insights from this study’s empirical research and a rigorous 
review of the literature, the following presents a framework that may be 
used for designing e-Government programmes/solutions in Zambia and 
other similar contexts.

Generally, Fig. 8.2 presents a reference point that needs to be visited 
when e-Government programmes, solutions and interventions are being 
designed. The key factors identified in this empirical research are included 
at the bottom of Fig. 8.2, accentuating the fact that individuals need to be 
included when conceptualization or designing e-Government solutions so 
that their aspirations and concerns are included in the design. The upper 
part of Fig.  8.2 show the constructs important in the design of 
e- Government as obtained from the literature review and careful consid-
eration of the contextual setting in Zambia. Process-engineering capability 
entails that e-Government need to be designed in such a way that applica-
tions are scalable, open and can be re-designed at any time to accommo-
date changes in technology or citizens’ information needs. Leadership 
entails individuals driving the development path of e-Government. 
Appropriate ICT infrastructure is needed to anchor the different 
e- Government applications and lastly, there needs to be a careful consider-
ation of the local contextual characteristics, such as individuals’ ICT skills, 
e-Readiness of the area, etc.

Although the proposed framework acts as a reference point for the 
design of effervescent e-Government applications, there is a lot that 
needs to be done for e-Government research to be appropriately mean-
ingful to the practice of e-Government. For example, future research 
work needs to empirically test this framework by practically designing 
e-Government solutions based on this framework so as to confirm its 
validity. E-Government research needs to conduct more empirical 
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studies so as to test theories and frameworks in the field so that the 
leitmotif of lack of theory in e-Government research is done away with 
and the field is recognised as a genuine scientific undertaking (Bannister 
and Connolly 2014).

8.10  conclusIon

This chapter has highlighted the major factors that need to be considered 
when designing responsive e-Government solutions especially in a devel-
oping world context. Since technologies, users’ preferences and the other 
factors influencing the success of e-Government change with time, it can-
not be over-emphasised that there is need to design responsive and 
dynamic (scalable) e-Government solutions. In order to design such kinds 
of e-Government solutions/programmes, it is important to recognise all 
the different factors that may significantly impact on e-Government 
growth. Using the case of Zambia, this chapter proposes a conceptual 
framework that can be used as a reference point to guide e-Government 
design in contextually similar environments.

This chapter posits that further to the guidance provided by the pro-
posed conceptual framework, it is important to ensure that other guid-
ing principles are considered in the design of e-Government. For 
example, the DPADM/UNDESA has outlined guiding principles for 
successful e- Government implementation, viz (1) the government’s 
active involvement in the e-Government design so that the society’s 
priority needs are embedded into the design; (2) efficiency and effec-
tiveness as key pillars guiding the design; (3) availability of adequate 
funding with a clear understanding of the costs involved; (4) active and 
responsive coordination between government departments; (5) unique 
legal requirements need to be carefully considered; (6) there should be 
the requisite ICT infrastructure in place; (7) reliable leadership and 
long-term political leadership are required; (8) public engagement to 
ensure that there is real collaborative engagement in the design; (9) 
proper plans for the development of human capital and ICT infrastruc-
ture; (10) meaningful partnerships; and (11) the need to set clear 
responsibilities and realistic benchmarks with regards to monitoring and 
evaluation; etc.
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aPPendIx

Table 8.4 Measurement items

Measured item aCorresponding question number Research 
sub- question(s)

Source

Perceived 
Usefulness (PU)

aQ9.4 To what extent do you 
agree on the usefulness or value 
of e-Government applications 
listed below?

1–9 Davis (1989), 
Venkatesh et al. 
(2003)

Q9.1 Do you think the benefits 
of engaging in e-Government 
have adequately been explained 
to stakeholders and potential 
users (citizens and government 
workers)?

N/A

Perceived Ease of 
Use (PEOU)

Q9.6 To what extent do you 
agree with the ease of use of 
e-Government websites?

1–4 Davis (1989), 
Saadé and Kira 
(2007), Shen and 
Chiou (2010)Q11 To what extent would you 

agree that the potential barriers 
(listed below) delay the 
wide-scale usage of ICTs within 
government departments?

4

Behaviour/
Intention to use

Q11 To what extent would you 
agree that the potential barriers 
(listed below) delay the 
wide-scale usage of ICTs within 
government departments?

7 Davis (1989), 
Venkatesh et al. 
(2003)

Q13 To what extent will you 
engage/continue to engage 
with e-Government?

3

ICT 
Infrastructure

Q11 To what extent would you 
agree that the potential barriers 
(listed below) delay the 
wide-scale usage of ICTs within 
government departments?

1, 2, 5 Weerakkody et al. 
(2007), 
Habeenzu 
(2010), Sander 
et al. (2005)

Q12 What level of priority do 
the ICT developments listed 
below have in encouraging 
meaningful e-Government 
development in Zambia?

1, 2, 5, 7, 8, 11

(continued)
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Table 8.4 (continued)

Measured item aCorresponding question number Research 
sub- question(s)

Source

Language and 
content

Q9.5 What relationship exists 
between language and access to 
e-Government applications?

1–3 Al Nagi and 
Hamdan (2009), 
Khalil (2011)

Q11 To what extent would you 
agree that the potential barriers 
(listed below) delay the 
wide-scale usage of ICTs within 
government departments?

3, 11

Q12 What level of priority do 
the ICT developments listed 
below have in encouraging 
meaningful e-Government 
development in Zambia?

9, 10

Actual system use Q8 General status of 
e-Government in Zambia

8(a), 8(b), 8(c) Shareef et al. 
(2011), Lean 
et al. (2009)Q9.3 Given a chance to use 

technologies that would allow 
access to Zambian 
e-Government platforms, how 
important do you consider the 
following applications?

1–19

Computer Self 
efficacy

Q7 Behaviour /Usage of the 
Internet

1–4 Anttiroiko and 
Malkia (2006)

Q11 To what extent would you 
agree that the potential barriers 
(listed below) delay the 
wide-scale usage of ICTs within 
government departments?

8, 9, 10

Lower access cost Q12 what level of priority do 
the ICT developments listed 
below have in encouraging 
meaningful e-Government 
development in Zambia?

3, 6 Napitupulu 
(2014)

Appropriate legal 
and regulatory 
frameworks

Q10 In terms of trusting 
e-Government transactions, 
privacy and security, to what 
extend would you agree with 
the following statements?

4, 5, 7 Prokopios et al. 
(2009)

(continued)
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Table 8.4 (continued)

Measured item aCorresponding question number Research 
sub- question(s)

Source

Appropriate and 
continued user 
support

Q11 To what extent would you 
agree that the potential barriers 
(listed below) delay the 
wide-scale usage of ICTs within 
government departments?

14 Misuraca et al. 
(2013)

Trust Q10 In terms of trusting 
e-Government transactions, 
privacy and security, to what 
extend would you agree with 
the following statements?

1–8 Papadopoulou 
et al. (2010), 
IRMT (2007), 
Tassabehji and 
Elliman (2006)

Q11 To what extent would you 
agree that the potential barriers 
(listed below) delay the 
wide-scale usage of ICTs within 
government departments?

6, 12

Q13 To what extent will you 
engage/continue to engage 
with e-Government?

1–3

Continuance 
usage

Q13 To what extent will you 
engage/continue to engage 
with e-Government?

1–3 Coates and 
Nikolaus (2010)

aThe actual questionnaire measuring most of these items can be found in the Ph.D. thesis at: https://
ujcontent.uj.ac.za/vital/access/manager/Repository/uj:10439;jsessionid=6A66FC88FFEC81FE11B6
3D3F4D92DDA6?f1=sm_type%3A%22Thesis%22&f0=sm_subject%3A%22Public+administration%22&f
2=sm_creator%3A%22Bwalya%2C+Kelvin+Joseph%22
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CHAPTER 9

Progress in Global Assessments 
of E-Democracy: Refined Measurements 

and New Findings

Gustav Lidén

9.1  IntroductIon

Political processes are commonly situated in a digital context, ranging 
from voters briefing themselves before elections via parties’ and candi-
dates’ websites to deliberative online processes in which citizens can get 
direct access to decision-making processes (e.g. Dutton 2013). Since digi-
tal media facilitate technical conditions for enlarging participation and 
thereby could enhance equity in deliberative political processes, it is prob-
lematic that the expansion of such tools is not uniformly distributed 
(Bessant 2014a; Papacharissi 2010). On the global level there are signifi-
cant variations in the opportunities for citizens to politically engage 
through the Internet (Jorba and Bimber 2012). This is due to the fact that 
citizens’ involvement in digital politics is dependent on the supply side 
(e.g. Koc-Michalska et al. 2014; Rose 2005; Saglie and Vabo 2009; Vaccari 
2013), meaning the presence of political actors and the structures created 
by them for citizens’ involvement through information and communica-
tion technologies (ICTs). It is only through a comparative approach that 
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targets the global patterns of variation in this supply side that the precon-
ditions for digital politics can be understood.

How ICTs shape such conditions for the creation of an electronic 
democracy (e-democracy) is the subject matter of a rising field of research. 
Recent examples (Åström et al. 2012; Gulati et al. 2014; Jho and Song 
2015; Katz and Halpern 2013; Lee et al. 2011) examine different coun-
tries’ success in e-democracy. Through cross-sectional analyses they iden-
tify the influencing determinants. The most concordant finding is how 
technological aspects are of importance for the supply of e-democracy. In 
terms of the influence of socio-economic and political aspects, results are 
more ambiguous.

Measuring e-democracy on a global scale is challenging, though, and at 
least two obstacles should be emphasized. First, there are no benchmark 
solutions to the question of how to quantify e-democracy. Alternatives 
range from collecting data from governmental or party websites (Katz and 
Halpern 2013; Vaccari 2013) to relying on international indexes (Åström 
et al. 2012; Lee et al. 2011). Regarding the latter, the UN’s ‘E-Participation 
index’ (E-Part) has been established as the principal alternative.1 However, 
scholars have criticized the usage of this index, referring both to concep-
tual problems (Potnis and Pardo 2011) as well as to irrational empirical 
outcomes (Grönlund 2011). Second, the constant and rapid innovations 
of ICTs will create extra difficulties for scholars in their ambition of reach-
ing reliable results; the assumptions that found traditionally applied 
research methods will risk being violated (Karpf 2012). In works both 
from the USA (Bimber and Copeland 2013) and Europe (Koc-Michalska 
et al. 2014) that examine data of a longitudinal character it is verified that, 
not only are technological preconditions in rapid change but ideas on 
what drives online engagement appear also to be subject to constant 
change. Hence, coping with this technological development and how it 
affects society requires longitudinal data for reliable analysis.

This study will employ strategies to overcome both these caveats by 
drawing from a times-series cross-sectional data set that includes all recog-
nized countries in the world from 2003 until 2014 with the aim of explain-
ing global variations in e-democracy. The rational driving such an ambition 
is twofold. First, inconsistent results in previous research indicate a need 
for studies that can cover a longer time frame. Second, problems with 
validity in the measurement of e-democracy on the global level need to be 
minimized to accomplish a more robust test. To curtail conceptual prob-
lems, this inquiry challenges the E-Part index by applying a previously 
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presented modification of it that aims to strengthen conceptual validity 
(Lidén 2015).

9.2  the theoretIcal nature of e-democracy

As has frequently been argued (Macintosh et al. 2009; Sæbø et al. 2008; 
Susha and Grönlund 2012), the theoretical underpinnings of e-democracy 
are vague and imprecise. Still, quantifying concepts in social sciences 
depends on a solid understanding of what they are made up of. In the case 
of e-democracy, two different aspects need to be elaborated for assuring 
this. First, e-democracy must be related to the wider concept of democ-
racy. Second, the different analytical perspectives on e-democracy need to 
be discussed.

Regarding the theoretical foundations of e-democracy, they are right-
fully described as dependent on the tradition of democratic theory 
(Macintosh et  al. 2009). This involves how a wider understanding of 
democracy, commonly denoted as liberal democracy, will also be a neces-
sary foundation for the concept of e-democracy. This approach conveys 
the idea that the political and civil rights that constitute the liberal parts of 
democracy (e.g. Dahl 1989) will also be the dimensions that are required 
to facilitate the political processes of e-democracy.

Turning more specifically to the conceptualization of e-democracy, 
such achievements are challenging since they will be characterized by the 
inconsistency of prior research (Macintosh et al. 2009). There are, though, 
some common features among the most established definitions of 
e-democracy (Coleman and Norris 2005). The perspective that was out-
lined some years ago and still prevails (e.g. Kersting 2012) is a view of 
e-democracy as the use of ICTs in political processes. ICTs are used in this 
way in a broad sense, but it should be acknowledged that current 
e- democratic projects will tend to draw from the increased possibilities 
summarized in the term web 2.0, meaning a transition to an era in which 
social networking sites could enable more participatory and interactive 
features on the Internet (Chadwick 2008; Gibson and McAllister 2014). 
More specifically, Vedel (2006) describes how e-democracy is the applica-
tion of ICTs in three political processes: information, discussion and 
decision- making. This gives us an idea of a concept that is based on apply-
ing specific technological applications in a political system.

Whereas an instrumental perspective of e-democracy provides the  
best possibilities both for a theoretical understanding and for analytical 
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purposes (Vedel 2006) it need to be complemented with the features of 
liberal democracy previously discussed. Put more concretely, these proce-
dures must be permeated by political and civil rights that make up the 
liberal parts of democracy. As democratic theorists have argued (Dahl 
1989; e.g. Diamond 1999) such rights are upheld by a Rechtsstat and 
include the freedom of speech, the right to form and join associations and 
the existence of alternative forms of information. In relation to e-democ-
racy, this can vigorously be expressed as ‘No democracy, no e-democracy’ 
(Lidén 2015). However, this does not mean that democracies automati-
cally produce e-democracy but that e-democracy cannot be established in 
a political regime that is not democratic. Hence, e-democracy is depicted 
as the appliance of ICTs in political processes concerning information, 
discussion and decision-making, whereas these processes are characterized 
by their inclusion of political and civil rights.

In empirical studies, though, the relation between democracy and 
e-democracy has frequently been violated. Strategies to make e-democ-
racy measurable have chiefly been oriented towards the existence and 
usage of specific technological artefacts (Larsson and Grönlund 2014), 
irrespective of their democratic qualities. To some degree this is surpris-
ing because of the vast amount of research that is carried out through 
in-depth studies that have the potential of delivering dense and theoreti-
cally developed concepts (Sæbø et al. 2008). As stated in overviews (e.g. 
Sæbø et  al. 2008; Susha and Grönlund 2012), such tendencies can 
 probably be related to the field being theoretically immature, for exam-
ple theories are often applied in quite an ad hoc way without careful 
systematization.

Establishing democratic theory as a natural point of departure for con-
ceptualizing e-democracy would add several advantages. First, claims for 
embedding the understanding of e-democracy into the history of demo-
cratic theory can bring clarity by distinguishing e-democracy as a subordi-
nate concept of democracy (Macintosh et  al. 2009). Second, research 
deriving from this theoretical background can successfully draw from the 
progress of democratic theory in terms of increasing precision further by 
making distinctions between different models of democracy (e.g. Held 
2006). The different characteristics of democratic models and their conse-
quences for citizens have, in some cases, transformed into novel examples 
in research on e-democracy (e.g. Hacker and van Dijk 2000). Nevertheless, 
such examples are exceptions since the predominant part of previous 
research has been portrayed as being incapable of establishing any valid 
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correspondence of e-democracy to democratic models (Susha and 
Grönlund 2012).

A prevailing perspective that can enhance the understanding of 
e-democracy is the distinction between the supply of and the demand for 
e-democratic services. Theoretically, such a framework has been estab-
lished through a number of important contributions (e.g. Coleman and 
Blumler 2009; Rose 2005). The analytical value of this distinction builds 
upon the idea that e-democracy is symbiotically dependent on both per-
spectives. Without political actors maintaining or being involved in chan-
nels that enable the spread of political information or facilitate online 
deliberation, the point of citizen engagement will be futile. Similarly, 
e-democracy would be just an empty shell without citizens’ participation. 
Being able to carry out empirical research that on a global scale simultane-
ously examines these perspectives would require unique data that does not 
exist today. Even so, these two dimensions of e-democracy have still not 
been sufficiently examined one at a time. As argued by Vaccari (2013, 
p. 14), fully comparative research on the supply side has still not been car-
ried out.

9.3  PotentIal exPlanatIons of e-democracy

Systematized models presenting expected predictors of e-democracy at the 
level of nation states are rare. The work by Norris (2001) and Vaccari 
(2013) are particularly important since a number of broader categories on 
a structural level are identified. A similar approach will be employed for 
distinguishing between different explanations.

Starting with development theories, an economic focus is emphasized, 
stating that structural changes in societies’ economies result in social and 
political changes. Bell’s (1973) paradigmatic description of the emergence 
of a post-industrial society is intimately related to the information technol-
ogy that today’s knowledge economies are dependent on. The character-
istics of a post-industrial society can be crucial as factors that explain 
e-democracy. More specifically, an advanced and knowledge-based econ-
omy, driven by a well-educated workforce, especially when it comes to 
computing and Internet skills, is strongly argued to be a determinant of 
e-democracy. This potential effect could be considered as having dual 
mechanisms in play. Affluence will increase the potential for government 
investment in digital politics, which can corresponds to a citizenry that  
is strong in resources and therefore demands additional channels for 
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 participation (e.g. Schlozman et  al. 2010). However, quantifications of 
such aspects report ambiguous results. On a global level, education and 
urbanization show as being important (Gulati et al. 2014). From a party 
perspective, however, Vaccari (2013) can verify that financial resources are 
influential for the level of e-democratic features of parties’ websites.

From the viewpoint of technical determinism, an alternative explanation 
is presented. Clearly, e-democracy is dependent on the right technological 
conditions, that is the diffusion of infrastructure for the internet, but 
whether isolated societal or technological factors are the most important 
determinants is an empirical question, Chadwick (2006, p. 18) relates this 
to the Internet and notes that scholars argue that by identifying properties 
related to the Internet political development can also be predicted. As 
exemplified by Norris (2001, p. 106), countries that have the conditions 
that allow communication technology to progress will also create better 
possibilities for the development of digital politics. One assumption of the 
mechanism is based on how development of technology increases pressure 
for online political services (e.g. Katz and Halpern 2013). Empirical stud-
ies have repeatedly stressed the importance of technological aspects. Lee 
et al. (2011), Åström et al. (2012), Jho and Song (2015) and Katz and 
Halpern (2013) have proven that technology, measured through the share 
of Internet users, seems to have a significant effect on e-democracy. This 
occurs despite the fact that the concept is operationalized differently. 
Further, Katz and Halpern (2013) notice variety in the technological pre-
conditions, stating that high-speed access will be of specific importance for 
the more advanced functions of digital politics.

Some authors both argue and find indications of empirical evidence for 
aspects of democratization as an important factor influencing e-democracy 
(e.g. Jho and Song 2015; Norris 2001). Claiming that virtual politics will 
mirror the traditional political system, Norris reveals how the existence of 
democracy can be seen as a factor explaining e-democracy but also, more 
indirectly, how the use of the extensive alternative theories that explain 
democracy can be seen. Although the connection between democracy and 
e-democracy appears to be perfectly reasonable it has not yet reported any 
solid empirical evidence (Åström et al. 2012; Gulati et al. 2014; Katz and 
Halpern 2013; Lee et al. 2011). However, confusion about the relation-
ship between the two concepts still exists. An example of this is the analysis 
by Chatfield and Alhujran (2009) of Arabic countries’ success in usage of 
ICTs in processes of governance and democracy; they state that the United 
Arab Emirates, Bahrain and Qatar are regional leaders, notwithstanding 
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that they are authoritarian states. Based on the theoretical assumption pre-
sented in this study, this indicates a violation of the quantification of 
e-democracy (Grönlund 2011; Lidén 2015). Consistency between the 
theoretical idea of e-democracy and strategies for making it measurable 
would imply that democratic features are more of a characterizing trade-
mark than independent explanations.

In addition to these explanatory theories, physical factors have proven 
not only to be important in the explanation of political regimes (Dahl and 
Tufte 1973) but also reported crucial explanatory power of variations in 
e-democracy (Gulati et al. 2014; Lee et al. 2011). Studies, including the 
size of the population in models, unanimously report that larger societies 
in general are more e-democratic than smaller ones. As discussed in the 
literature, this could be due to the varying economic preconditions 
between small and large societies in which an economy of scale is influen-
tial (Viborg Andersen et al. 2007). Although not thoroughly inquired in 
previous research, the composition of population is also an assumingly 
important factor. The effect could, though, be dual, both making larger 
areas in more need of online services as well as their sparse populations 
presenting more challenges in investing in such techniques (Gulati et al. 
2014).

9.4  research methods

The theoretical concepts discussed previously will be quantified in this sec-
tion. How the theoretical concept of e-democracy can be made measur-
able without jeopardizing conceptual validity will be presented. Similarly, 
the quantification of independent variables will also be explained, and then 
a strategy for dealing with statistical estimations and data sources will be 
discussed. First, however, some potential caveats will be dealt with.

First, one important caveat with a design that aims to examine 
e- democracy over time is the on-going transformation of the Internet, 
which has the potential to violate assumptions about traditional methods 
of quantitative research (Karpf 2012). In the E-Part, the solution for mak-
ing data comparable over the years is reached through normalization of 
the index. In essence, this implicitly means that a top score in 2003 will 
reflect the most successful e-democracy at that time, bearing in mind the 
technological preconditions, while the situation in 2014 will give the cor-
responding outcome. Hence, the qualitative assessment forming this index 
drew on features present during 2003, but, in 2012, the technological 
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development made it necessary to examine contemporary possibilities 
such as, for example, social media (United Nations 2003, 2012). Put dif-
ferently, a top score in both 2003 and 2014 will still imply a development 
of e-democracy over the years in relation to the on-going technological 
development. This construction will control for the temporal technologi-
cal context and will make comparisons over time meaningful. Empirical 
inquiries of the development denote it as curvilinear, in which countries 
tend to develop at a different pace due to which phase they belong in 
(Calista and Melitski 2013).

Second, another potential problem is more in the character of a 
reminder. In this study, the supply of e-democratic services is investigated. 
The value of this approach is that it enables, on a global scale, the identi-
fication of determinants that influence the distribution of e-democratic 
services. However, this will not make it possible to investigate citizens’ 
engagement in e-democracy, nor will it be possible to assess in detail the 
symbiotic relationship between the supply of and the demand for 
e- democracy. Further, decision-makers’ own motives when deciding on 
the creation of an e-democratic infrastructure, irrespective of actions, 
based on ideological or rational motives (cf. Lee 2014; Lilleker et  al. 
2010), cannot be assessed with this design. Instead, because it is an inquiry 
at the global level, this study requires the construction of measurements 
with great travelling capacity (cf. Sartori 1970). The advantage of a cross- 
national study, however, is the opportunity to assess the causal effects 
determining e-democracy; the downside will be the obstacles in the way of 
giving an in-depth explanation of the nuts and bolts of the mechanisms 
leading to the development of the phenomenon.

9.4.1  Measurements: Dependent Variables

In this study, e-democracy will be quantified through two related mea-
surements. The given perspective of e-democracy is to some extent consis-
tent with the UN’s repeated method of measuring e-participation, which 
stresses both the supply of e-democratic functions and the procedural per-
spective of the phenomenon. The E-Part derives from measuring func-
tions on government websites that allow the spreading of information and 
citizen involvement through consultation and decision-making (United 
Nations 2003, 2004, 2005, 2008, 2010, 2012, 2014). Qualitative judge-
ments of these dimensions are applied through a battery of questions, for 
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example: does the political information distributed allow involvement in 
decision-making? are applications allowing two-way communications pro-
vided? and can input from citizens through these channels actually influ-
ence the decision-making? Countries are then graded on the fulfilment of 
each of these questions covering the three dimensions, and then the over-
all judgement is normalized in the interval of 0.0 to 1.0.

As stated above, this measurement has also been strongly questioned. 
This critique has been presented in many forms. Through an intensive 
analysis, Potnis and Pardo (2011) point out several weaknesses, such as 
not accounting for traditional democratic processes when assessing E-Part. 
Further, Grönlund (2011) especially argues that appropriate measure-
ments must prove consistent to ways of measure democracy. Analogous 
with the discussion above, this argument sets high standards for the opera-
tionalization of e-democracy. However, in his study Grönlund finds no 
relation between the E-Part and applied indexes of democracy. If that 
were the case it would clearly violate the theoretical assumptions of 
e-democracy and hence highlight this index as having a low level of mea-
surement validity. Although assessments of Grönlund’s critique have con-
sidered it as exaggerated (Lidén 2015), crucial problems with the E-Part 
index can still be found.

To correct for potential flaws of the index, and also to truly let the theo-
retical foundations of e-democracy be mirrored in the quantification of 
the concept, an alternative measurement will also be applied as quantifica-
tion of e-democracy. This measurement, denoted as the e-democracy 
index (E-Dem), has been proven to confirm crucial theoretical points of 
departure of e-democracy by precluding non-democracies from receiving 
high scores (Lidén 2015). More specifically, E-Dem derives from both the 
E-Part and one of the most established measurements of democracy, that 
is the combination of Freedom House’s two indexes and Polity IV (FHP).2 
FHP has in previous literature been described as the most valid measure-
ment of democracy that is accessible (Hadenius and Teorell 2004). Based 
on these two indexes, E-Dem is constructed simply by multiplying the 
E-Part index with FHP and thereby stating that both these two dimen-
sions are essential for e-democracy. In other words, a high level of E-Part 
cannot compensate for a country being undemocratic, or vice versa. This 
creates an e-democratic index with the possibility ranging from 0.00 to 
1.00. Descriptive statistics of the dependent variables are presented in 
Table 9.1.
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9.4.2  Measurements: Independent Variables

Addressing the variation in the two dependent variables, E-Part and 
E-Dem, will be done through a set of independent variables that are 
derived from previous theoretical discussions. These are systematized in 
accordance with the framework presented.

In order to estimate the explanatory power of developmental factors 
(Norris 2001), three indicators will be applied. First, gross domestic prod-
uct (GDP)/capita is used as a self-evident way of measuring development. 
In addition, modern and developed societies are often described in con-
junction with them also being highly urbanized, making such a measure-
ment relevant to include. The most reasonable argument would be that 
these aspects represent characteristics of a modern and well-developed 
society that could shape preconditions for e-democracy (Norris 2001). To 
control not only for economic prosperity per se but also for the potential 
consequences of it, socio-economic dimensions will be included. Since 
utilizing e-democracy could be dependent on certain educational precon-
ditions (Gulati et al. 2014), a measurement for the level of enrolment in 
secondary education in countries is included.

In relation to technological preconditions, theorists argue that tech-
nologies will be a decisive force in the development of society. On the 
assumption that the growth and progression of ICTs will produce new 
forms for political processes, e-democracy is expected to be strong in tech-
nologically affluent societies. As shown by Katz and Halpern (2013), tech-
nological preconditions will positively affect e-democratic opportunities. 
To measure success in ICTs the share of Internet users in the population 
will be included.

In line with the proposed arguments, democracy and e-democracy can 
be assumed to go hand in hand. It therefore seems contradictory to  
apply democratic theories as explanations of e-democracy. However, in 

Table 9.1 Descriptive 
statistics of dependent 
variables

E-Part E-Dem

Mean 0.206 0.162
Min-Max 0–1 0–1
Std. Dev. 0.241 0.223
N 1342 1336

Source: Own elaboration
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explaining E-Part and to maintain consistency with earlier research 
(Åström 2001; Lidén 2015), the same indicator (FHP) that constitutes 
half of the e-democratic measurement will be used. Since the FHP is 
endogenous in relation to the E-Dem it cannot be applied as a determi-
nant in estimations of the E-Dem.

Finally, the assumed importance of physical dimensions will be exam-
ined by including two variables. Population size has in prior research indi-
cated a positive effect on e-democracy. The potential effect of population 
density, on the other hand, has not been addressed in previous research. 
Based on similar assumptions, there are theoretical arguments that imply 
that the linkage could be both positive, based on additional needs of 
e-democracy in such sparsely populated areas, as well as negative, due to 
representing a more challenging investment in such techniques (Gulati 
et al. 2014).

9.4.3  Analytical Strategy and Data

The used data is multidimensional, meaning that it is characterized by 
both a spatial and a temporal dynamic and measures of the used variables 
are collected repeatedly through time (Finkel 1995). The data set ulti-
mately spans the years 2002–2014 for 192 of the UN member states of 
the world,3 but variation exists due to both when the E-Part was con-
ducted and because of missing data. Working with such data, often 
denominated as time-series cross-section (TSCS), this chapter follows the 
convincing arguments laid out by Beck and Katz and uses ordinary least 
squares (OLS) estimations combined with robust standard errors that cor-
rect for problems with heteroscedasticity (Beck and Katz 1995). The 
chapter concludes by estimating the TSCS data with panel-corrected stan-
dard errors together with either an AR(1)-term or a lagged version of the 
dependent variable (LDV) for minimizing autocorrelation. Including a 
LDV also makes it possible to control for additional historical circum-
stances that otherwise can be hard to quantify.

The E-Part index has been applied for seven years (2003, 2004, 2005, 
2008, 2010, 2012, 2014). The fact that there are different time intervals 
for the occurrence of the index creates a need for special considerations in 
cases in which an LDV is included. To increase the number of cases, a time 
lag of two years is employed for the LDV, meaning that the dependent 
variable is measured on four occasions in such estimations. In general, 
time lags of both independent variables and the LDV are applied to 
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 mitigate the potential problem of reversed causation by assuring that 
explanatory variables precede the dependent ones.

The data set is compiled from a few sources. First, country scores on 
the E-Part are directly collected from the UN surveys. Second, data found 
from the utilized measurement of democracy is gathered from Freedom 
House and the Polity IV project. All other data is collected from the World 
Bank. See Table 9.2 for more detailed references. As expected, there are 
significant correlations between the independent variables, see Table 9.3. 
Since the number of included observations is so high the p-values are not 
that robust for detecting multicollinearity. Therefore, the regression mod-
els will estimate the variance inflation factor.

9.5  fIndIngs on the VarIatIon of e-democracy

The analyses are presented in turn, beginning with E-Part as a dependent 
variable, and then turning to E-Dem. Different models for increased com-
parability are conducted, see Table 9.4. In model 1 the E-Part index is 
examined in relation to the four types of theoretical categories. All inde-
pendent variables besides GDP report influence, and together they explain 
more than 60% of the variation in the dependent variable. The findings are 
quite consistent with earlier research, even if the scope of explanatory vari-
ables is broader. Levels of democracy, education, population size and 
urbanization influence E-Part as well as technological conditions. The pre-
dictor concerning population density, not investigated previously, also 
implies the assumed effect.

In model 2 a LDV has been included that enables an estimation in line 
with the Beck and Katz standard (Beck and Katz 1995). The obvious 
drawback of this strategy is that it considerably lowers the number of cases 
down to 446. Compared to the previous model, three variables lose effect 
on the E-Part index, that is population density, the measurement of 
democracy and secondary enrolment. The fact that these estimations can-
not prove any significant relation between the dependent variable and the 
level of democracy feeds doubts about the validity of the E-Part. However, 
similar obscurities have been reported in previous research in which levels 
of democracy have proven to be unable to influence the dependent vari-
able (Gulati et  al. 2014; e.g. Lee et  al. 2011). The second model also 
reports an unsuspected finding related to economic prosperity and the 
dependent variable that appears to be negative.
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The inclusion of an LDV could, though, be regarded as a problematic 
strategy. It risks suppressing substantive independent variables (Keele and 
Kelly 2006) and will also lower the number of observations. In model 3 an 
alternative estimation is therefore given in which an AR(1)-term is included 
instead. To a large extent the produced model is concordant with model 1 
but does, however, represent an approach that could be expected to pro-
duce more robust findings. In general, the results both function as verifi-
cation of prior research but also imply previously unseen outcomes. To 
name some examples, the potential effect of the education levels found is 
not convincingly supported by previous cross-sectional research. The only 

Table 9.4 Time-series cross-sectional regressions for e-democracy scores

Dependent variable: E-Part index Dependent variable: E-Dem

(1) (2) (3) (4) (5) (6)

Secondary 
education 
enrolment

0.00051* 
(0.0002)

0.00085 
(0.0005)

0.00061* 
(0.0003)

0.0004* 
(0.0002)

0.0006 
(0.0004)

0.0005** 
(0.0002)

Population 
density

4.58E-5** 
(1.52E-5)

4.2E-5 
(2.16E-5)

0.0001** 
(1.84E-5)

2.13E- 5** 
(6.17E- 06)

1.52E-5 
(7.95E- 06)

1.9E-5 
(1.06E-5)

Urban 
population

0.00165** 
(0.00020)

0.0011** 
(0.0004)

0.0017** 
(0.0003)

0.0009** 
(0.0002)

0.0005 
(0.0003)

0.0009** 
(0.0002)

Internet 
users

0.0048** 
(0.0006)

0.0039** 
(0.0009)

0.00474** 
(0.0007)

0.0054** 
(0.0007)

0.0032** 
(0.0008)

0.005** 
(0.0008)

Level of 
democracy 
(FHP)

0.1214** 
(0.0344)

0.02470 
(0.0324)

0.10165** 
(0.0377)

Population 
(log)

0.04106** 
(0.0023)

0.0238** 
(0.006)

0.0408** 
(0.0027)

0.0331** 
(0.0020)

0.0157** 
(0.005)

0.0333** 
(0.0025)

GDP/cap 
(log)

−0.0103 
(0.0076)

−0.0273* 
(0.0107)

−0.0108 
(0.0095)

0.0043 
(0.0010)

−0.0176 
(0.0092)

0.0046 
(0.0118)

Lag of 
dependent 
variable 
(t−2)

0.4780** 
(0.0128)

0.6181** 
(0.1119)

AR(1) Yes Yes
N 939 446 939 938 445 938
R-squared 0.6197 0.7368 0.6176 0.6111 0.7926 0.6094

Note: Entries are coefficients followed by panel corrected standard errors. All independent variables are 
lagged one year besides the lag of the dependent variable in which two years is applied. Concerning mul-
ticollinearity, the variance inflation factor does not reach above 7. *Significant at the 0.05-level, ** 
Significant at the 0.01-level
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exception is a similar pattern noticed by Gulati et al. (2014), who exam-
ined the E-Part of 2010 but did not elaborate on the role of education. 
Further, technological preconditions and population size show impor-
tance; the importance of the former has repeatedly been found in previous 
research (e.g. Åström et al. 2012; Jho and Song 2015), while the effect of 
the latter variable has been more ambiguous (cf. Katz and Halpern 2013; 
Lee et al. 2011). Finally, that not only population size but also the spatial 
composition of the populace indicates effect has only been implied previ-
ously (Gulati et al. 2014). These models do though emphasize that larger 
shares of an urban population and a higher population density appear to 
positively affect the E-Part.

As has been discussed throughout this study, the E-Part index is associ-
ated with some flaws that lower validity when employing it as an opera-
tionalization of e-democracy (Grönlund 2011; Lidén 2015; Potnis and 
Pardo 2011). Therefore, we continue with corresponding estimations of 
the predictors for the E-Dem index. In these estimations, the independent 
variable measuring the level of democracy has been omitted since the 
E-Dem is partly based on the very same data.

In model 4, the 938 observations that were analysed lead to an explana-
tory power of 61%. Five out of six independent variables yield significance. 
The only predictor not reporting the expected effect is the measurement 
of GDP. Generally, this outcome is consistent with the investigation of the 
E-Part and what could be theoretically expected.

In model 5, a LDV has been included that lowers the number of obser-
vations down to 445. Compared to the outcome of the previous estima-
tion, the number of significant indicators dramatically diminishes. With 
the control for previous versions of the dependent variable, the share of 
Internet users and the measurement of population are the two remaining 
significant predictors. This being a strict test of the determinants of 
e-democracy, a technological infrastructure, measured through the pro-
portion of Internet users, still report importance and thereby harmonizes 
with what has been evident in much previous research (e.g. Jho and Song 
2015; Katz and Halpern 2013). Taken together, this test of the E-Dem 
points to relevant explanatory factors being of a more limited scope.

In model 6 the data is estimated with an AR(1)-term instead. This 
brings back the effect of the gross enrolment indicator as well as the mea-
surement of urbanization. Although this model opens up for the effect of 
sociodemographic aspects, it also continues to stress that demography and 
technology stand out to influence countries’ success in e-democracy.

 G. LIDÉN



 231

On the basis of these findings, it is impossible to neglect the importance 
of technological conditions. A detailed understanding of these relations is 
presented as a scatter plot Fig. 9.1. Quite clear patterns are revealed in 
these plots. A higher proportion of Internet users in countries is correlated 
with higher levels of both the E-Part and the E-Dem. The correlation is 
somewhat stronger between Internet users and the E-Dem. This is, for 
example, revealed through the low number of observations that have a 
high score on the E-Dem index in combination with a low proportion of 
Internet users.

9.6  dIscussIon and conclusIon

The aim of this study corresponds to two drawbacks in previous research, 
counting both inconsistencies in findings of global variations of 
e- democracy as well as inability to reaching valid measurements of the 
examined concept. These challenges have been addressed by utilizing an 
expanded data set and, more importantly, a novel way of measuring 
e-democracy at the global level.

For enabling comparisons with previous research the variation of the 
E-Part index has been addressed. In all, three theoretically different aspects 
of explanations were found. Educational levels as a proxy for a developed 
society, the absolute size and spatial composition of the population and, 
finally, the proportion of users of the Internet all appear to influence 
 governments’ supply of digital politics. In relation to previous research, 

Fig. 9.1 Scatter plots of relations between E-Part (left) and E-Dem (right) and 
proportion of Internet users. Source: Own elaboration
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educational aspects have been somewhat overseen, although exceptions 
exist (Gulati et al. 2014; Lee et al. 2011). That those larger societies could 
have better possibilities for developing online services are once again con-
firmed. That urbanization also appears to be working as a driver adds 
nuance to the general argument of size. Finally, technology remains to be 
one of the core pieces in an explanation of the E-part. Even if different 
indicators of success in modern technologies have been applied (Gulati 
et al. 2014; Jho and Song 2015), their general effect persists.

In this chapter more focus was, though, directed towards what is con-
sidered a more valid measurement of e-democracy, that is the E-Dem 
index. As explanations of the E-Dem two predictors emerge as robust, 
that is the indicator of population size and proportion of internet users. 
The consequences of these findings will be handled in turn.

In relation to the positive effect of population size, two contrasting 
assumptions can be made. First, the positive effect could be due to the 
varying economic preconditions between small and large societies in 
which an economy of scale is influential (Viborg Andersen et al. 2007). 
On the other hand, it could be expected that the measurement of eco-
nomic prosperity would rather, or at least simultaneously, be the driving 
force. Nevertheless, GDP is without relevance in estimated models. 
Another expected effect would be that e-democratic services are more 
called for in larger societies in which the distance between citizens and 
decision-makers is considerable. This is particularly relevant at the local 
level that represents the arena for political involvement with the lowest 
barrier (Lidén 2016). However, it seems that this argument is less appli-
cable when  discussing nation states since the distance anyhow ought to be 
considered as significant, to some extent, irrespective of population size 
due to vertical power hierarchies. In conclusion, that a size effect exists 
appears to be highly plausible but the actual reasons for it are not fully 
known. By also taking a closer look at the role of the distribution of the 
population in rural and urban areas future research could enhance our 
understanding.

Besides size, the importance of technological preconditions needs to be 
underscored. The indicator of Internet users could, though, be problema-
tized further. For example, is it even reasonable to expect any form of 
meaningful e-democracy without a significant proportion of Internet 
users? As reported in Fig.  9.1 though such combinations exist, which 
means that e-democracy could in some cases predate technological pre-
conditions. Such anomalies imply an agency-based explanation in which 
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e-democracy is enforced on the population, reasonably without any sig-
nificant demand. This could be interpreted in at least two ways. First, if 
e-democracy is well-developed but the number of potential users of such 
services is low, only an exclusive elite can engage in online democratic 
tools. Vaccari (2013), for example, shows how education and, to a lesser 
extent, income will influence citizens to be involved in e-democratic func-
tions. Second, development of e-democracy without citizen engagement 
could be an example of regimes trying to establish what appears to be a 
successful front. Such ‘Potemkin e-villages’ are discussed as seemingly 
e-democratic tools, though without any citizen involvement (Åström et al. 
2012; Katchanovski and La Porte 2005).

The education indicator loses its significance in model 5. Although the 
potential importance of education on e-democracy must, at this stage, be 
rejected, its potential mechanism can still be discussed with claims of addi-
tional inquiries due to its dubious effect. If valid, it seems reasonable to 
expect there to be a causal chain in which a better-educated population is 
more inclined to demand additional channels for political participation. If 
this assumption is correct, citizens should be provided with what they ask 
for by the government. Studies covering a large number of countries uni-
formly stress educational background as one of the most decisive individ-
ual factors that predicts online political engagement (e.g. Anduiza Perea 
et  al. 2012; Vaccari 2013). Yet, as has been emphasized in the field of 
political participation research (Persson 2013), education per se may not 
necessarily be the causal effect but may instead be a proxy for factors such 
as family tradition of participation and social status. Whether the same 
 pattern also holds true when participation is online is, however, still an 
unanswered empirical question.

There is no doubt that ICTs have influenced and will continue to influ-
ence political systems around the globe and that, as stated by Bessant 
(2014b), we could expect that such processes will produce new forms of 
politics with great democratic capacity. Judging by recent empirical 
research, it is still apparent that we are only at the early stage of compre-
hending the determinants of this phenomenon. This study contributes to 
reducing uncertainty by conducting longitudinal research through a 
refined measurement of e-democracy and concludes that even though 
technological conditions and population size are important for 
e- democracy, the other explanatory factors are, to a large extent, shrouded 
in mystery. In terms of future research, the outcome indicates that 
 additional predictors of e-democracy ought to be elucidated. In addition 
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to the necessity of conducting large-N analysis, more comparative and 
qualitative work could bring important insights to our understanding of 
e-democracy.

notes

1. Existing alternatives are for example Freedom House’s Freedom on the Net 
and the Open Net Initiative. The basic shortcoming of these measurements 
is that a considerable proportion of the countries of the world are excluded.

2. FHP is based on average score between Freedom House’s two indexes and 
Polity IV with imputed data for countries from which data is missing. The 
index has been scaled down, ranging from 0.0 (low democracy) to 1.0 (high 
democracy). Values are imputed for countries for which data on Polity IV is 
missing. This is done by regressing Polity IV on the average Freedom House 
measure.

3. This excludes South Sudan since the country joined the UN in 2011.
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CHAPTER 10

Public Value Co-creation via Gov2.0 
Complexity Cube

Mohammed Aladalah, Yen Cheung, Vicent C.S. Lee, 
and Sultan Alamri

10.1  IntroductIon

Globally, the use of social media has significantly increased as reported 
recently. For instance, Facebook and Twitter have more than one-seventh 
of the world population as monthly active users as of the second quarter 
of 2016 (Statista 2016). According to a report from the Australian Bureau 
of Statistics, the second most popular online activity in Australia was social 
networking with 72% of Internet users (ABS 2016). Social media is 
increasingly becoming the main channel for information seeking and social 
interactions.

Following these trends, many government agencies have adopted social 
media technologies as they provide a powerful means of communication, 
allowing them to reach citizens and stay relevant (Mergel 2012a). Others 
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were under pressure to fulfil citizens’ expectations (Nam 2012). According 
to the Center for Technology in Government report (2009) many govern-
ment agencies are using social media in order to be perceived as being “in 
touch” and for the “coolness factor”; this could be viewed as responding 
quickly to emerging technologies and at the same time relating to the 
younger generation, thus improving the public image of the agency and 
government in general.

Mainly, the current Gov2.0 use from the government side is manifest in 
two types. The first are reluctant to use and use only a single platform. The 
second are using multiple platforms without hesitation in order to be 
everywhere, extending their reach and visibility (Mergel 2012a). The lat-
ter group seems to be affected by the “coolness factor”. However, govern-
ment agencies are acknowledging the popularity of Web 2.0 tools and are 
gradually beginning to use Gov2.0. Although government agencies’ use 
of Gov2.0 comes with many challenges and risks, the benefits outweigh 
the negatives. Gov2.0 offers rich capabilities such as citizen empower-
ment, participation, and satisfaction (Aladalah et al. 2015b).

While there is still no agreement regarding the terms used in the litera-
ture, in this chapter we use the term Gov2.0 to encompass the govern-
ment agencies’ use of Web2.0 technologies and social media tools. 
Unsurprisingly, Australian government agencies have widely embraced 
Gov2.0, especially Twitter and Facebook. According to the australia.gov.
au website, which is the most updated list of government sector social 
media accounts, there are more than 400 official Twitter accounts and 
around 370 Facebook accounts at different levels of the Australian gov-
ernment agencies. These numbers show the popularity of Twitter and 
Facebook among different levels of Australian government agencies. 
Consequently, the use of Gov2.0 from the citizens’ side as a means to 
contact government agencies has increased in popularity. According to the 
research conducted by Sensis in 2016, the number of people in Australia 
who use social media to engage with government agencies has doubled 
from less than 5% in 2011 to more than 10% in 2016. The same report 
revealed that no real differences emerge in terms of gender and age. Thus, 
we were interested to theorize and compare different citizen groups when 
co-creating public value via Gov2.0.

As Tim O’Reilly argued, Gov2.0, is about “what we do together that 
we can’t do alone” (2011). Thus, we proposed that citizen engagement 
is crucial for Gov2.0 (Aladalah et al. 2016b), and is key to public value 
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co- creation. In spite of the growing interest in Gov2.0 among researchers 
and practitioners, there has been little work done to conceptualize the 
government- citizen-community interaction via Gov2.0, and the condi-
tions under which it is most likely to co-create public value. This chapter 
views Gov2.0 as the means to enable public value co-creation.

Much of the academic research on public value co-creation via Gov2.0 
has sought to understand the design, execution and monitoring of these 
systems (Bovaird 2007; Linders 2012). This body of work tends to focus 
on the government-citizen relationship, and as such describes them as 
demand versus supply dimension, government-to-citizen (G2C) and 
citizen- to-government (C2G) collaborations (Jaeger 2003). Gov2.0 pro-
vides interactive platforms whereby multi-dimensional sharing and co- 
creation of public value may exist. Therefore, this chapter introduces the 
Gov. 2.0 complexity cube to cover possible current and future multi- 
faceted challenges of government-citizen-community interaction via 
Gov2.0.

Little is known about the underlying nature of public value co-cre-
ation in such settings. This is a significant gap in our understanding. For 
researchers, this means that little systematic work has been done to 
understand the extent to which Gov2.0 facilitates the co-creation of 
public value. For instance, recent theoretical work on how Gov2.0 can 
encourage the development of ecosystem networks (Ceccagnoli et  al. 
2012) would benefit from empirical validation of the public value co-
creation via the proposed Gov. 2.0 complexity cube. For practitioners, 
Gov2.0 currently has no systematic means of determine the way it should 
be used to achieve public value. In addition, efforts of government agen-
cies to use citizen engagement as a vehicle for public value will have 
meaning only if citizens know how such a relationship is likely to benefit 
both parties.

This chapter is structured as follows. First we review the relevant con-
cepts of the proposed Gov2.0 complexity cube (Sects. 10.2 to 10.4), then 
we describe and discuss the proposed Gov2.0 complexity cube (Sect. 
10.5). This is followed by an overview of our case study and the research 
method (Sect. 10.6). Next, the analysis and results are discussed in the 
context of the proposed Gov2.0 complexity cube (Sect. 10.7). Finally, 
drawing on key themes emerging from our analysis, the discussion section 
emphasizes the theoretical understanding gained and outlines some future 
research directions (Sect. 10.8).
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10.2  cItIzen engagement

The World Bank group defined citizens as: the ultimate client of govern-
ment and/or public–private partnership (PPP) in a country (World Bank 
2014, p. 4), and citizen engagement as: the two-way interaction between 
citizens and governments or PPP which give citizens a voice in the 
decision- making process to improve the immediate output and final out-
comes (World Bank 2014, p. 5). Similarly, OECD (2014) proposed three 
types of citizen engagement starting from the one-way interaction (infor-
mation dissemination), to the two-way interaction initiated from the gov-
ernment side (consultation), and finally, the highest form of engagement, 
the two-way interaction from citizens to governments and vice versa 
(active participation), which enables an equal citizen-government 
relationship.

Citizen engagement via ICT has become a concept that is widely used, 
but also has extensively different instantiations. Some of these terms are 
e-democracy, e-participation, e-voting and e-inclusion. The UK Cabinet 
Office (2002), on the other hand, published a consultation paper that 
argued that e-democracy could be divided into two areas: e-voting and 
e-participation. E-voting refers to the use of ICT to facilitate participation 
in elections or other ballots under legislative control. However, voting is 
certainly not the only mechanism whereby citizens can influence demo-
cratic decision-making. E-participation refers to the use of ICT-enabled 
methods and tools enhancing the interactions between citizens, politicians 
and public sector officials that take place between elections (Andersen 
et al. 2010).

Islam (2008) extended e-participation as a self-managed concept to 
indicate that it does not have to be offered and managed by the govern-
ment. Rather, as an informal activity by an organization or group of peo-
ple. Macintosh (2004) developed three levels of e-participation that can 
be used to distinguish initiatives. E-enabling refers to supporting citizens 
who would not usually access the Internet and take advantage of the avail-
able information. E-engaging refers to consulting a wider audience to 
deepen contributions on policy issues. E-empowering refers to supporting 
active participation and facilitating bottom-up ideas to influence the 
administration agenda.

E-inclusion, on the other hand, refers to the active participation of indi-
viduals and communities in all dimensions of society through their access 
to ICT.  Further, e-inclusion in the e-government context promotes 
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 participation at all levels of government (Sahraoui 2007). The digital 
divide evaluates the gap between those who are empowered to participate, 
and those who are not (Kaplan 2005). E-inclusion is considered as a tran-
scendental objective of e-government, which is to narrow the digital divide 
gap.

In this chapter, citizen engagement is broadly defined as citizen involve-
ment in any organized activity to achieve a common objective (Zimmerman 
and Rappaport 1988). We propose the term as a continuum, spanning 
from individual action such as simply discussing policies with one’s follow-
ers, to collective action, such as an activity within a Facebook group. 
Citizen engagement has been seen as a zero-sum game: citizens gain 
power and responsibility whenever government relinquishes it (Arnstein 
1969). However, we argue that citizen engagement via Gov2.0 creates a 
win-win situation; citizen input provides the government with justifica-
tions at the end of the decision-making process (Aladalah et al. 2015a).

Citizen engagement should not be taken for granted. Gov2.0 face 
many challenges such as citizens’ lack of interest in public affairs and the 
perception of “pseudoparticipation”, where governments are going 
through the motions of listening, with little intention of following up 
(Detert and Burris 2016). Even though Gov2.0 makes it easier to reach 
more citizens, simply offering a platform for people to voice their ideas, 
issues and concerns does not ensure that they will use it (Burris 2016). In 
fact, several e-government researchers suggest that citizens are unlikely to 
use it unless the government explicitly states the kind of citizen participa-
tion they are seeking and then spell out what actions should be taken in 
response to it (Sandoval-Almazan and Gil-Garcia 2012). Building on this 
understanding of citizen engagement, we view citizen engagement as 
complementary, not an alternative, to representatives or expertise.

Citizens are sharing more of their personal lives on Facebook and 
Twitter and are more digitally connected; thus, they expect government 
agencies to be the same. Gov2.0, if properly managed, can encourage citi-
zen engagement. These platforms can facilitate interaction far better than 
traditional methods. Nevertheless, Gov2.0, as any other network, needs to 
attract a sufficient number of users in order to be more valuable to its 
users, the so-called network effects (Choudary et  al. 2016). “Network 
effects” refers to the positive impact that the number of users of a platform 
has on the value created for each user of the platform. Positive network 
effects are the main source of value in a platform. Citizens attract govern-
ment agencies, and government agencies attract citizens; thus, the primary 
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venue for interaction in which public value is created for participant shifts 
from being only internal on the government side to being a collection of 
external resources as depicted in the Gov2.0 complexity cube in Fig. 10.1 
(i.e. citizens, community). Hence, there is a need for an integrated 
approach that involves citizens, allowing them to co-create public value, 
which is discussed in the following section.

10.3  co-creatIon

Prahalad and Ramaswamy (2004) defined co-creation as the process in 
which consumers take an active role and co-create value together with 
the producers (Aladalah et al. 2014). The distinctive nature of co-cre-
ation has been mentioned and highlighted by Kohli and Grover (2008) 
among others, who argued that in many contexts, it is unclear who cre-
ates the value, and how the value is jointly created (i.e., co-created). 
Moreover, value co-creation initiatives usually result in failure (Sarker 
et al. 2012). Thus, given the challenges in public value co-creation via 
Gov2.0, an investigation of this phenomenon is necessary. It goes with-
out saying that government agencies are far more complex, often involv-
ing multiple stakeholders (Rowley 2011), which can make co-creation 
even more challenging. Sarker et al. (2012) identified three types of co-
creation: exchange, additive, and synergy. Exchange is about offering 
resources that the other party needs. Additive is about building on the 
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contributions of the other party to develop value for both. Synergy is 
about working collaboratively and using resources harmoniously, which 
is the highest level of co- creation. In synergy both parties can potentially 
create more value than if working separately. Researchers and practitio-
ners interested in the synergy concept use a variety of terms, including 
strategic relationship (Grover and Kohli 2012) and positive emergent 
capabilities (Nevo and Wade 2010). The three types of co-creation are 
not mutually exclusive, but present a distinct pattern. Of these three 
types, synergy is the ultimate goal when co- creating, as suggested by 
earlier findings (Venkatesh and Bala 2012). Table 10.1 presents a typol-
ogy of public value co-creation via Gov2.0.

Gov2.0 connectivity may be the next evolutionary stage of co-creation. 
Gov2.0 technologies are seen as enabling platforms for co-creation for 
two main reasons. First, combining the latest technological and behav-
ioural/social advances into the co-creation process enhances existing 
methods by enabling simultaneous, media-rich and extremely interactive 
collaboration between governments and citizens. Second, Gov2.0 tech-
nologies herald open innovation initiatives (e.g. crowdsourcing) that build 
on a new mode of co-creation where governments can facilitate citizen 
empowerment and satisfaction (Aladalah et al. 2016a). Supporting the US 
federal government agencies in implementing the Open Government 
Initiative, a platform called Challenge.gov was built to bring new ideas to 
support major breakthroughs and help address social, science and technol-
ogy challenges (White House 2010). It was based on the private sector’s 
open innovation approach that had proven to be successful (Mergel and 
Desouza 2013).

Table 10.1 A Typology of public value co-creation via Gov2.0

Co-creation 
type

How it works Examples

Exchange Offering resources that the other 
party needs

Government posts regular 
information about policy and 
regulation

Additive Building on the contributions of the 
other party to develop value for both

Government posts open data that 
citizens can use to build apps

Synergy Working collaboratively and using 
resources harmoniously

Government and citizen mutually 
solve common issues (i.e. 
crowdsourcing)

Source: Own elaboration
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Because crowdsourcing draws input from the collective communities, it 
has the potential to be a useful digital tool to supplement traditional citi-
zen participation (Brabham 2009). And as mentioned previously, involv-
ing citizens in the process can lead to widely accepted outcomes by users 
(Burby 2003). The unlimited possibilities of Gov2.0 have become more 
visible, and as the boundaries between governments and citizens dissolve, 
citizens could use their creativity to co-create public value (Bryer and 
Zavattaro 2011). These platforms provide the freedom to experiment, and 
encourage citizens to iteratively create and share the action of creation 
with others. In this chapter, we explore how co-creation experiences via 
the Gov2.0 complexity cube evolve. We discuss which co-creation mode 
(i.e. exchange, additive and synergy) is dominant via the Gov2.0 complex-
ity cube to develop theoretical and practical implications as well as direc-
tions for future research.

10.4  PublIc Value

Public value has been attracting growing interest among public practi-
tioners and researchers around the globe since its introduction by Mark 
Moore in his seminal book Creating Public Value (Moore 1995). He 
proposed the public value strategic triangle with three components: sub-
stantively valuable for the public, legitimate and politically sustainable, 
and operationally and administratively feasible with available capabilities. 
The UK Cabinet Office has extended the concept of public value by 
applying it to the UK context (Kelly et al. 2002). They developed three 
key dimensions of public value: trust in government; services; and out-
comes. Trust refers to the legitimacy and confidence levels in govern-
ment. Services refer to the methods used to deliver public value, whilst 
outcomes refer to higher objectives. For example, police services deliver 
benefits for specific individuals, and at the same time help to ensure pub-
lic safety and security outcomes for the wider society. This view dismisses 
the idea of aggregating individual preferences to represent public value 
as it clearly distinguishes between one’s value, and public value. Thus, 
public value is delivered from governments to its citizens as opposed to 
individuals (Alford and O’Flynn 2009). Kelly et al. (2002) argued that 
the failure of any of the three dimensions (i.e. trust, services and out-
comes) would demolish public value.

Stoker (2006) echoed the view of Kelly et al. (2002) and proposed that 
public value was more than the sum of individuals’ preferences: it is 

 M. ALADALAH ET AL.



 247

collectively created through citizen engagement. Citizens can precisely 
express the public value they desire (Alford and O’Flynn 2009). The UN 
report (2003) put forward that public value is embedded in the citizens’ 
preference. This suggests that the public value concept can be co-created 
via citizen engagement. We defined public value as collectively expressed 
preferences by citizens, created through processes and outcomes of achiev-
ing trust and commitment (O’Flynn 2007). Despite the relevance of citi-
zen engagement via Gov2.0 to co-create public value, our understanding 
is quite limited. One of the challenges of public value research has been 
the lack of clarity between its drivers, and outcomes, which make these 
concepts overlapping. Even though there are strong indications of the 
importance of citizen engagement to public value, there is no agreement 
about the nature of their relationship. Does citizen engagement create pub-
lic value? Is citizen engagement public value? Or is citizen engagement an 
effect of public value? For example, O’Flynn (2007) among others argued 
that citizen engagement is a driver of public value. Benington (2009) on 
the other hand, claimed that citizen engagement is a dimension of public 
value. While a detailed discussion about public value is essential, it is 
beyond the scope of this chapter. This chapter complements the 
e- government literature by investigating the relationships between citizen 
engagement and public value.

Public value is more complex than private sector value because, although 
partially indirect, it serves all citizens. For some public services (e.g. fire 
brigade, police) citizens have no choice but to rely on the government. 
The complexity of public value is driven by many reasons such as the direct 
chain of command establishing the rules and regulations in accordance 
with political decisions (Peristeras et al. 2009). Furthermore, government 
agencies often operate in an obligatory situation where there is no exit 
(Lindgren and Jansson 2013). Other reasons for public value complexity 
include, but are not limited to, transparency and accountability, and the 
long-term vision (Ndou 2004). A growing body of literature called for a 
shift away from government-led to citizen-led models of public value 
(Benington 2009; Le Grand 2009). Therefore, we argue that engaging 
citizen via Gov2.0 could lead to changes, because it challenges the status 
quo. Gov2.0 provides the infrastructure to support greater citizen engage-
ment to co-create public value. Thus, this chapter proposes that the 
Gov2.0 complexity cube could be a token of public value co-creation. In 
the following sections, we describe our Gov2.0 complexity cube, which 
allows us to explore co-creation experiences.
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10.5  goV2.0 comPlexIty cube

According to Rapoport (1966), a system is comprised of interrelated enti-
ties connected by behaviour and includes a set of identifiable elements and 
their relations. As these relations become complex at a given time, this 
implies a certain complexity of the system at a later time. Government 
agencies are looking for solutions to their problems and interests; at the 
same time, citizens and other stakeholders are looking for better services 
and accountability tools, which produce continuous pressures for 
e- government requirements (Gil-Garcia and Martinez-Moyano 2007). 
Consequently, e-government is evolving toward more sophisticated and 
complex systems. Initially, e-government systems are shaped by govern-
ments’ concerns. Ultimately, citizens, businesses and other stakeholders 
gain more control over what e-government should be, and what services 
they want. However, it is important to clarify that the demand side’s (citi-
zens’ and other stakeholders’) expectations may or may not have a direct 
effect on e-government functionality but will definitely have a more com-
plex indirect influence (Reddick 2004).

According to Scholl (2008), one reason for e-government complexity 
is the related problems and the scope of the phenomenon itself, which 
goes beyond a single academic discipline. Previous e-government classifi-
cations have generally overlooked the complexity of Gov2.0 and the added 
communication layer. For example, all of them ignored the social com-
plexity of the citizens and dealt with this aspect as a whole. There is no 
reference to several actors and their conduct but only to the overall prac-
tice of e-government. Furthermore, not many classifications considered 
the different levels of government (local, state and federal) and how their 
different powers and obligations might affect the e-government system. 
On the basis of this discussion of the literature, we developed a cube that 
consists of three dimensions: (1) citizen, (2) government and (3) com-
munity. This chapter takes a novel approach to conceptualize the relation-
ships, and proposes a new classification that takes into account the range 
of possibilities for interactions and incorporates them into the Gov2.0 
complexity cube as shown in Fig. 10.1.

As seen from Fig. 10.1, the multi-layered challenges of the current 
Gov2.0 need a complex way to manage these interactions and require 
stakeholders’ participation. This chapter proposes the Gov2.0 complex-
ity cube for understanding the range of possibilities for citizens’ interac-
tions and ultimately public value co-creation. The cube consists of three 
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important dimensions: the participants (type of citizens), the govern-
ment (level of government) and the wider community. These three 
dimensions constitute a space in which any particular interaction is pos-
sible. For example, a two-dimensional view of this space is when only two 
parties are involved. However, in the case of Gov2.0, at least two parties 
will be involved: government agencies as suppliers, and citizens, busi-
nesses or other stakeholders as demanders.

The three-dimensional interaction is the holy grail of the Gov2.0 com-
plexity cube, probably the most challenging to implement but most 
impactful if successful (Chang and Kannan 2008). This involves govern-
ment agencies giving up power and control over the content and applica-
tions to deliver and co-create public value. Furthermore, the potential for 
superior, efficient, customized public value is enhanced.

The use of Gov2.0 to experiment with co-creation and to attain citizen 
input also falls into this category of multi-dimensional interaction. To 
date, there are not many government exemplars in this field; however, 
several reports lately suggest potential scenarios. For example:

• Banks file taxes for their customers by combing the government data 
with their customers’ data internally to make the process more effi-
cient and effective (Di Maio 2007).

• The beverage industry links inspection data with foodies’ online 
reviews and recommendations to co-create and enhance value for the 
public (eC3 2007).

• Travel agents could combine their services with government immi-
gration and health systems to provide “visa” services to their cus-
tomers (Di Maio 2007).

• Healthcare information could be linked to patient feedback and cost 
comparisons (eC3 2007).

The possibilities are numerous, but it requires government agencies to 
provide information in a readable and accessible format and to trust and 
give authority to other stakeholders to create and provide public value. 
This reduces the overall cost of government operations. Although the use 
of third parties could offer a wider reach and more tailored services at 
lower costs, the issue of discrepancy in service quality for all stakeholders 
can be problematic. At the same time, the privacy and security concerns 
about citizen data in government control, whether it is transferred or 
shared amongst stakeholders, is also another area of concern. These issues 
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need special attention from the government, in order to safely guarantee 
privacy, security and legality of citizens’ data. All these challenges show 
that there are many concerns that need to be addressed before the full 
utilization of the Gov2.0 complexity cube on a large scale. Kaplan and 
Haenlein (2010) stressed that any classification scheme for social media 
must consider applications that may be forthcoming. Thus, the Gov2.0 
complexity cube provides a novel but parsimonious framework for classify-
ing existing co-creation modes, and for identifying more possible combi-
nations of the three dimensions (citizen, government and community) to 
potentially co-create public value (see Fig. 10.1).

10.5.1  Dimension 1: Citizens

The first dimension covers the social complexity of the participants. The 
recent proliferation of Gov2.0 applications and tools has been a game 
changer, enabling the active role of users, who proactively participate in 
the service design and delivery, in both the public and private sectors 
(Ferro and Molinari 2010). August et al. (2007) have suggested that indi-
viduals use social media in three ways: consuming, participating and pro-
ducing. Consuming is about the individuals who only read, view or watch 
but never participate. Participating includes both user-to-user interaction 
and user-to-content interaction (e.g. ranking the content, posting com-
ments). It does not include one’s actual production. Producing involves 
the creation of one’s personal content by writing or posting text, images, 
audio and video. Moreover, different uses are driven by different motiva-
tions: people consume the content for information and entertainment, 
participate for social interaction and sense of community, and produce 
their own content for self-expression and self-actualization (Shao 2009). 
We argue that co-creation via Gov2.0 offers different motivations for dif-
ferent types of citizens (e.g. millennials use it for self-expression, matures 
for sense of community etc.).

This chapter suggests that practitioners and scholars could use the 
Gov2.0 complexity cube as a guide when investigating Gov2.0. The Gen 
Xers can be exploited through the crowdsourcing of ideas and concepts, 
which leads to social innovation. The Millennials can be listened to and 
their opinions known, by using systematic collection of feedback from the 
“crowd”. This leads to improving the design of content and services and, 
consequently enhances citizens’ trust in their government. The Baby 
Boomers who are connected (to the Internet, not Gov2.0) can be offered 
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incentives to use Gov2.0. Finally, the digital divide can be reached by 
mobile Internet, which is more widely diffused. Furthermore, mobile gov-
ernment (m-government) can also help governments to find citizens where 
they are using GPS features, and keep them continuously updated. Also, to 
push them to socialize and interact more, involve them more in the public 
decision-making process, and exploit new ways of providing public ser-
vices (e.g. through co-production with users). Mergel (2012b) has stressed 
the importance of classifying citizens based on their demographics as a 
success metric when measuring Gov2.0 performance. Table 10.2 presents 
citizens’ different characteristics when participating via Gov2.0.

10.5.2  Dimension 2: Government

The second crucial dimension of the Gov2.0 complexity cube specifies 
who will serve the stakeholders amongst the different levels of govern-
ment. The vast majority of government levels can be classified into: local 

Table 10.2 Citizens’ characteristics via Gov2.0

Dimension Millennials Xers Baby boomers Matures

Technology 
orientation

Digital natives Assimilated Acquired Digital divide

Age 13–24 25–41 42–60 61–75
Interactive style Participative Entrepreneur Team player Individual
Involvement in 
decision-making

Collaborative Efficient Equal 
opportunity

Conservative

Typical activity Create 
communities and 
social network of 
peers

Create, critique, 
and propose 
own views

Join, read, and 
use social 
networking 
sites

Lack of access 
and motivation

Perceived 
benefits

Relaxed Unimpressed Impressed Respectful

Average 
percentage

Medium number 
of the population

Small number of 
the population

The remaining 
part of the 
Internet 
population

The rest of the 
unconnected 
population

Response to 
participation

Low interests to 
participate

Respond to 
government calls 
to participate

Do not respond 
to government 
calls to 
participate

Cannot respond 
to government 
calls to 
participate

Source: Own elaboration
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(municipality), state (regional) and federal (national). Table 10.3 presents 
the three levels and examples of their responsibilities.

The municipality is the first point of contact between the government, 
citizens and private sector, and is often the most used because it deals 
mainly with everyday tasks. Many scholars share the view that government 
is closer to citizens at the local level, and as a consequence, the degree of 
responsiveness and accountability needs to be greater in  local govern-
ments (Hand and Ching 2011; Holden et al. 2003). Indeed, research on 
decentralization has identified that the state and local governments are 
more responsive to citizens’ needs and theoretically more accountable to 
them (Thompson and Riccucci 1998; West 2004). Once government 
agencies began offering Gov2.0 at different levels (i.e., federal, state and 
local), and stakeholders (citizens, businesses and other governments) start 
realizing its usefulness (e.g. for transparency and accountability purposes), 
then they will began demanding more (Bertot et al. 2012; Gil-Garcia and 
Martinez-Moyano 2007). The fact that more agencies are providing 
Gov2.0 creates pressure on other governmental agencies to follow suit 
and become part of the e-government characterization (Gil-Garcia and 
Martinez-Moyano 2007).

10.5.3  Dimension 3: Community

The third important dimension of the Gov2.0 complexity cube identifies 
the community-based groups as supporters of the supply or as participants 
of the demand. This dimension includes businesses and NGOs as previous 
classifications, but the cube proposes social enterprise as a new concept to 
this classification. Social enterprise has emerged as a business-like contrast 

Table 10.3 Government levels and responsibilities (adapted from AEC 2014)

Government level Responsibilities

Federal government Foreign affairs, social security, industrial relations, trade, 
immigration, currency, defence

State government Justice, consumer affairs, health, education, forestry, public 
transport, main roads

Local government Local road maintenance, garbage collection, building regulations 
and land subdivisions, public health and recreation facilities such 
as swimming pools

Source: Own elaboration
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to the classic non-profit organization and has been around for a while, first 
appearing around 1990  in the USA and Western Europe. Defourny 
(2001) defined it as “a business with primarily social objectives whose 
surpluses are principally reinvested for that purpose in the business or in 
the community, rather than being driven by the need to maximise profit 
for shareholders and owners” (p.18). The social enterprise can be identi-
fied on the basis of economic and social criteria as depicted in Table 10.4. 
Borzaga and Defourny (2004) considered it as a bridge between the busi-
nesses (corporate) and NGO objectives.

Social enterprise was originally developed as a way of encouraging col-
laborative public and private enterprise. This allowed addressing a variety 
of social issues using social enterprise as a tool (Dart 2004). According to 
the UK Department of Trade and Industry (DTI) “social enterprises have 
the potential to play a far greater role in the delivery and reform of public 
services. Entrepreneurial behaviour combined with a continuing commit-
ment to delivering public value, can lead to local innovation, greater 
choice, and higher quality of service for users” (DTI 2002, p.  24). 
Therefore, it is included as a part of the community dimension of the 
cube.

Previous research has largely focused on well-known models of infor-
mation system research to explain individuals’ attitude and behaviour 
when it comes to Gov2.0. The community dimension has received limited 
attention in research and practical implications. However, the concept of 
community needs to be addressed differently compared to the aforemen-
tioned. The concept is not used in a political sense, rather as a bundle of 
entities, which can share a degree of activeness and interest as a social 

Table 10.4 Social enterprise criteria (adapted from Borzaga and Defourny 
2004)

Economic criteria Social criteria

High degree of autonomy Explicit aim to benefit the community
Continuous activity producing 
goods and/or services

Initiative launched by a group of citizens

Significant level of economic risk Decision-making power not based on capital 
ownership, and participatory nature, which involves 
the persons affected by the activity

Minimum amount of paid work Limited profit distribution

Source: Own elaboration
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entity to enhance public value via Gov2.0. Kavanaugh et al. (2012) dem-
onstrated that the role of community via Gov2.0 has changed with the 
unique opportunities to inform, and be informed by, citizens, elected offi-
cials and government service providers. In addition, Bonsón et al. (2012) 
called for more empirical research and the need to develop a set of meth-
ods and tools for evaluating the usage and impact of communities on 
Gov2.0.

Thus far, the dimensions were analysed independently. To identify 
interactions between the dimensions, we analysed whether certain combi-
nations of perspectives were more likely to co-create public value than 
others. We examine the different levels of government (federal, state, 
local) as our starting point against the co-creation modes (exchange, addi-
tion, synergy) in the follow case study.

10.6  case study

10.6.1  Twitter

Few studies have argued that the government agencies’ use of Twitter is 
only constrained to broadcasting information and connecting groups of 
people in critical situations (Yin et al. 2012). Nevertheless, growing num-
bers of people are using Twitter to interact with others and extended 
exchanges, although it was not designed primarily for such use. Lately, 
Twitter use has evolved from being just an online platform where users 
answered questions to a “new platform of sharing and connectivity” 
(Sarno 2009).

For example, the Victorian Government’s Twitter policy states that the 
use of Twitter is to supplement, not compete with, their information 
channel and to better communicate with their citizens. Recently, Twitter 
has become one of Gov2.0 tools that increases hopes with regard to 
 transparency, participation and public value enhancement (Aladalah et al. 
2016a).

Even though the literature on the use of Twitter has increased, there is 
still a lack of studies on the use of Gov2.0 in general, and Twitter in par-
ticular, by governments for public value co-creation. Hence, this chapter 
aims to provide a snapshot of the use of Twitter as a co-creation tool by 
Australian government agencies, using content analysis and tweet catego-
rization. In accordance with the main theme of this publication, our study, 
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in the context of citizen engagement via Gov2.0, analyses whether Twitter 
is used to co-create public value. Moreover, this study also aims to deter-
mine the purposes of Twitter use by different levels of government agen-
cies. In this context, we examine and analyse Twitter use via the lens of the 
Gov2.0 complexity cube (Fig. 10.1).

From a study of the literature on Twitter, it can be argued that the lit-
erature on the government use of Twitter is still nascent. Also, most stud-
ies aim to answer the questions of how (i.e. process) and what (i.e. results) 
Twitter is used by both in the government-citizen context. Further, many 
studies usually focus on the use of Twitter at the local government level. 
Thus, there is a need for studies that investigate the why (i.e. purpose) of 
different levels of government agencies’ use of Twitter. Based on these 
observations, we focus on an empirical case study that aims to investigate 
whether Twitter provides a means for public value co-creation. In the next 
sub-section, we provide a brief description and discussion of our adopted 
methodology.

10.6.2  Methods

Australia has a federal system with three tiers of government: the first level 
is the national government based in Canberra; the second is the state level 
comprising six states each with its own state parliament and two mainland 
territories; and the third level is the local governments (councils). In order 
to determine whether Australian government agencies use Twitter to co- 
create public value, the accepted method of tweet content analysis and 
categorization was employed (Golbeck et  al. 2010; Honeycutt and 
Herring 2009; Java et al. 2007). Because the three types of co-creation 
(Table 10.1) have been discussed only conceptually in relation to Web2.0 
tools (e.g. Criado et al. 2013), it was necessary to review the existing lit-
erature to identify potential characteristics for how each type could be 
represented on Twitter. Table  10.5 presents the tweet categories with 
tweet samples framing each respective category.

Once the items for the proposed classification scheme have been 
derived from the literature, it was revised based on an initial analysis of a 
sample of 100 tweets. Multiple iterations by two coders were conducted 
on the categories listed to refine and adjust in order to achieve clarity and 
consistency. Each tweet was grouped under one or more categories. 
Therefore, the tweets were coded and analysed in terms of their content. 
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When developing the categories, earlier studies that had adopted the 
method of tweet categorization were used (Golbeck et al. 2010; Honeycutt 
and Herring 2009; Java et al. 2007). Moreover, when developing catego-
ries, tweets were subjected to a random preliminary examination.

To create a sample, the researchers randomly selected 10 official 
accounts of government agencies at each government level (local, state 
and national) from the Australia.gov.au website, .which is the most 
updated list of government sector social media accounts including Twitter. 
Once the 30 accounts had been chosen, using a random number genera-
tor, the researchers randomly selected 30 of their tweets from the previous 
six months (February–July 2016). For each account, the total number of 
tweets made during the six months was tabulated; the results varied from 
a low of 60 to a high of 3281. A total of 900 tweets from the selected 
Australian government official accounts between February 1, 2016 and 
July 30, 2016 were grouped under the identified categories (Table 10.5). 
Additional data, such as the number of people following the account and 
the number of tweets, were recorded to help provide additional informa-
tion on government agencies’ Twitter usage.

Table 10.5 Tweet categories and their descriptions

Tweet categories Descriptions

Exchange Under this category, we find tweets of the government agency that 
include exchange of information, news or events organized by the 
government agency.
For example:
“Hi @ it’s @VicRoads property: we have sought meeting with them 
next week to discuss cleaning & maintenance” (May 12, 2016)

Additive Under this category, we find tweets of the government agency that 
include additive effects.
For example:
“Hi @ Pity as we have dog xxx bag dispensers there. Will see if 
rangers can increase patrols & speak to people doing wrong thing” 
(June 16, 2016).

Synergy Under this category, we find tweets of the government agency that 
include synergy effects.
For example:
“@Engagement collaborator. #publicengagement # 
#digitalengagement” (June 28, 2016).

Source: Own elaboration
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10.7  analysIs of results

The 30 randomly sampled government agencies represented a broad range 
of government departments including the Department of Education and 
Training and the Department of Finance, Victoria Police, Department of 
Health, the City of Melbourne and Monash City Council, to name a few. 
At the time of coding, the local government agencies had an average of 
21,421 people following their accounts [standard deviation 
(SD) = 55,383.6], which ranged from a minimum of 1738 followers (i.e. 
followers are people who receive other people’s Twitter updates) to a high 
of 179,000 followers. The state government agencies had an average of 
32,353 people following their accounts [standard deviation 
(SD) = 46,636.7], which ranged from a minimum of 1739 followers to a 
high of 152,000 followers. The national government agencies had an 
average of 11,921 people following their accounts [standard deviation 
(SD) = 10,665.8], which ranged from a minimum of (1763) followers to 
a high of (33,700) followers. The results show that the state government 
agencies had the highest average (32,353) and local government had the 
highest single (179,000) number of followers. This is in line with previous 
research where the local governments usually attracted the largest number 
of followers (Hand and Ching 2011).

The local government agencies followed an average of 815 other Twitter 
users (SD = 531.6), which ranged from following 340 other Twitter users 
to a high of following 2020. The state government agencies followed an 
average of 1301 other Twitter users (SD = 1837.2), which ranged from fol-
lowing 160 other Twitter users to a high of following 5837. The national 
government agencies followed an average of 907 other Twitter users 
(SD = 1623.9), which ranged from following 29 other Twitter users to a 
high of following 5290. Of the 90 accounts, the profile information about 
the account had a link to the agency’s website most of the time (84.6%). The 
first adopter from the list was from the state government level dating back 
to October, 2008. Tables 10.6, 10.7 and 10.8 illustrate the general informa-
tion about the three levels of government Twitter accounts analysed.

From Fig. 10.2, we observe that during the period between February 
1, 2016 and July 30, 2016, the national government agencies used Twitter 
mostly for none of the three types of co-creation with a total of 126 tweets 
(42%). Thus, nearly half of the tweets sent by the national government 
agencies during the study period was not related to co-creation. In the 
study period, out of the three categories, “additive” mode tweets ranked 
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first, with a total of 93 tweets (31%). Thus, almost one out of each three 
tweets was related to building on the contributions of the other party to 
develop value for both. Ranked second, the “exchange” mode category 
counted for (19%) with 57 tweets. Of all the tweets sent by the national 
government agencies, only 24 (8%) are in the category of “synergy” mode. 
This significant category regarding the purpose of this study ranked last.

From Fig.  10.3 regarding Victorian state government agencies, we 
observe that 99 tweets (33%) from the state government agencies were 
used for purposes other than co-creation. During the study period, a total 
of 85 tweets (28%) in the “additive” category were sent. Therefore, this 

Table 10.6 National government in Australia and Twitter

Account Year joined Tweets (n) Follower (n) Following (n)

1 @AFPmedia Jun-2013 662 10,800 132
2 @Eduspokesperson Aug-2011 3092 11,900 5290
3 @AusGovFinance May-2013 181 2895 29
4 @healthgovau Mar-2010 5295 33,700 31
5 @DIBPAustralia Dec-2012 4423 11,900 117
6 @CommsAu Jul-2010 11,800 11,300 1525
7 @EmploymentGovAU Sep-2012 944 1763 248
8 @envirogov Sep-2010 682 4335 418
9 @DVAAus Sep-2010 3408 3422 111
10 @business_gov_au Apr-2009 5888 27,200 1177

Source: Own elaboration

Table 10.7 Victoria state government in Australia and Twitter

Account Year joined Tweets (n) Follower (n) Following (n)

1 @CultureVictoria Nov-10 1345 1739 372
2 @businessvic Aug-09 8503 12,800 5837
3 @justice_vic Feb-09 4194 7577 253
4 @ParksVictoria Nov-10 3587 10,700 488
5 @VicRoads Dec-08 52,500 70,000 160
6 @ZoosVictoria Mar-09 7548 14,400 1359
7 @VicHealth Mar-09 3903 16,000 919
8 @AmbulanceVic Feb-09 3085 35,000 176
9 @InvestVictoria May-09 1961 3315 3158
10 @VictoriaPolice Oct-08 31,300 152,000 293

Source: Own elaboration
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category of “additive” tweets ranked first. This is similar to the national 
government agencies. The second co-creation type was “exchange” with 
67 tweets (22%). Again, this was similar to the national level agencies. 
However, the important category of “synergy”, which ranked last, counted 
for only 49 tweets (16%). The number of tweets in this category for the 
state government agencies has doubled compared to the national govern-
ment agencies. This suggests that the state governments are utilizing the 
synergetic integration far better than national government agencies.

Finally, from Fig. 10.4 regarding Victorian local government agencies, 
the numbers were less encouraging, although we expected the opposite. 

Table 10.8 Victoria local government in Australia and Twitter

Account Year joined Tweets (n) Follower (n) Following (n)

1 @Boroondara Feb-09 3322 4444 990
2 @cityportphillip Mar-09 6603 6238 553
3 @MaribyrnongCC Apr-09 3950 4347 550
4 @BaysideCouncil Apr-09 1557 4582 2020
5 @MonashCouncil Jul-09 3181 4388 1386
6 @kingstoncc Sep-09 1345 3351 340
7 @StonningtonNews Nov-10 879 1831 719
8 @cityofmelbourne Jan-11 4735 179,000 816
9 @HobsonsBayCC Nov-11 6684 1738 383
10 @YarraCouncil May-12 4148 4295 397

Source: Own elaboration

19%

31%

8%

42%

Federal  government Tweets

Exchange

Addi�ve

Synergy

Others

Fig. 10.2 Tweet con-
tents of National govern-
ment agencies in Australia. 
Source: (February 1, 
2016–July 30, 2016)
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We observed that 150 tweets (50%) from the local government agencies 
were used for purposes other than co-creation, i.e. half of all the tweets 
were not related to public value. A total of 74 tweets (25%) in the 
“exchange” category were sent. So, this category of “exchange” ranked 
first. This was in contrast to the previous two levels of government (national 
and state). It is justifiable as usually local governments use this category for 
exchange of information, news or events. The second co- creation type was 
additive with 58 tweets (19%). Again, similar to the national and state level 
agencies, the category of “synergy” ranked last with only 18 tweets (6%). 
The number of tweets in this category for the local government agencies is 

23%

28%

16%

33%

Victoria state government Tweets

Exchange

Addi�ve

Synergy

Others

Fig. 10.3 Tweet con-
tents of Victoria state gov-
ernment agencies in 
Australia. Source: (January 
1, 2012–June 30, 2016)
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Synergy

Others

Fig. 10.4 Tweet con-
tents of Victoria local gov-
ernment agencies in 
Australia. Source: (January 
1, 2012–June 30, 2016)
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the lowest compared to the national and state government agencies. This 
suggests that the local governments need to examine their co-creation 
approaches and aim towards synergetic integration.

Based on the analysis of the results, Fig. 10.5 shows why the different 
levels of government used Gov2.0 to co-create public value. The results 
presented above can now be linked to the Gov2.0 complexity cube with 
empirical data.

Figure 10.5 shows that the Gov2.0 complexity cube block containing 
the most “exchange” mode was the local government block with 25% of all 
results found in this block. The second block at the centre of the cube is 
the “additive” mode, which appears to be dominant in federal government 
with 31% of all interaction. This shows that there are more possibilities for 
participants to build on the contribution of others to enhance public value 
for both. Finally, and perhaps more importantly, the “synergy” mode 
scored only 16% in the state level block and even below 10% in the other 
two levels of government (federal, and local). One can thus safely con-
clude that the synergy mode of co-creation is currently underutilized, and 
this is not particularly due to lack of rewarding capacities. The application 
of the co-creation modes highlighted that the Gov2.0 complexity cube 
was most useful for mapping and identifying possible interactions between 
the cube dimensions.

10.8  dIscussIon and future Work

The objective of this chapter is to understand how Gov2.0 facilitates citi-
zen engagement to co-create public value using the theoretical lens of the 
proposed Gov2.0 complexity cube. We conducted an extensive literature 

25%

31%

16%

Local

State

Federal
Exchange Additive Synergy

Government

Co-creation modes

Fig. 10.5 Gov2.0 complexity cube co-creation mode results
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review of various concepts (including citizen engagement, co-creation and 
public value) and synthesized it with prior e-government research to 
develop the Gov2.0 complexity cube as an ecosystem. The complexity of 
public value co-creation requires a multi-dimensional approach. The pro-
posed framework is intended to contribute to a better understanding of 
the complex citizen-government relationship. The cube encompasses all 
three dimensions—the type of citizens, the level of government and the 
wider community—and treats them separately. Using the case study, we 
have demonstrated how the Gov2.0 cube can be used to trace co-creation 
processes empirically. We tested the government dimension of the Gov2.0 
complexity cube in a content analysis of tweets and demonstrated how the 
co-creation process could be used to map the dominance of certain modes 
and the neglect of others by different levels of governments.

To the best of our knowledge, this chapter is the first attempt that 
focuses exclusively on the conceptualization of co-creation modes via 
Gov2.0. Although the three dimensions can be measured separately, it is 
more useful if they are discussed together. This requires a multi- dimensional 
presentation of the results. Further, as mentioned earlier, the Gov2.0 
complexity cube is not a yardstick in itself but can be used to empirically 
examine public value co-creation in general. As we have argued, it is antici-
pated that the proposed Gov2.0 complexity cube will benefit the 
e- government field by providing insights into citizen engagement via 
Gov2.0 to co-create public value. Important contributions of the chapter 
include the proposed Gov2.0 complexity cube, drawing attention to pub-
lic value co-creation as a new approach to studying e-government, and 
theorizing citizen engagement via Gov2.0. This chapter contributes to 
both theory and practice. From a theoretical perspective, it introduces a 
new theoretical lens: co-creation. From a practical viewpoint, the Gov2.0 
complexity cube can be considered by government agencies when utiliz-
ing Gov2.0 for engagement purposes.

Due to little empirical research in this field, more studies are needed in 
order to understand the relationship between citizens and governments 
via Gov2.0. The Gov2.0 complexity cube can serve as a theoretical foun-
dation for examining citizen engagement via Gov2.0. It is anticipated that 
the validation of the Gov2.0 complexity cube will provide evidence to help 
governments and policymakers to enhance public value via Gov2.0 to 
meet citizens’ expectation, which should lead to higher levels of engage-
ment. With this theoretical introduction to public value co-creation via 
Gov2.0, there are avenues for future research.
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First, we have identified citizen engagement as an important concept 
that enables public value co-creation between citizens and govern-
ments. Investigating other possible concepts such as citizen satisfaction 
and empowerment in the context of Gov2.0 are also critical research 
directions. Second, we have proposed the Gov2.0 complexity cube and 
tested the co-creation types only on one dimension of the cube—the 
government levels. Future research could empirically validate the other 
two dimensions, i.e. community and citizens, to reveal other types of 
co- creation. Further, we used a relatively reduced sample size and we 
collected data from Twitter only; more studies could address larger 
sample sizes and other platforms such as Facebook. This would provide 
a holistic view of Gov2.0 and offer more insights into the phenome-
non. As these Gov2.0 platforms appear quickly in government agen-
cies, it would be meaningful to investigate their similarities and 
differences to reach conclusions. Qualitative methods such as inter-
views with government agency managers and citizens could provide 
further insights into related issues. This would provide a better under-
standing of their interactions via Gov2.0 and what they expect from 
government agencies.
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CHAPTER 11

Learning from Opening Data in the Context 
of E-Governance: Finland, with Special 

Reference to Government Location Data

Pertti Ahonen

11.1  IntroductIon

In this article “e-governance” refers to institutional arrangements and activ-
ities within the bounds of these arrangements, such as analyzing, planning, 
deciding, organizing, implementing, managing, controlling, communicat-
ing, cooperating, and collaborating with the mediation of information and 
communication technologies (ICTs) (Milakovich 2012). The actors may be 
comprised of public governments, supra- and multi- national organizations, 
businesses, non-profit private organizations, and individual citizens, clients, 
or customers. It is possible to subdivide e- governance further, for instance, 
into e-government, e-democracy, e-business, e-commerce, e-management, 
and so on, and into components in which priority lies with individuals, insti-
tutional sectors, institutional structures, data, or decision-making (Veljković 
et al. 2014).

The purpose of this chapter is to adopt and modify conceptual elements 
to construct a framework to examine e-governance and its change, to try 
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this framework out in a one-country case study on the opening of govern-
ment location data, and draw conclusions from the results. The research 
purpose is general, whereas the empirical focus is delimited in order to 
examine actual actions by actual actors and the results of these actions, 
rather than generalities or official plans. The ambiguity of e-governance 
notions became evident during the research process. For instance, in the 
Finnish language and in this chapter, the empirical subject matter exam-
ined is comprised of paikkatieto or literally “location data” instead of “spa-
tial data” or “geodata”, for instance.

In order to be open, data must be primary, complete, timely, accessible, 
capable of machine processing, offered without discrimination towards 
the users, unbound to any proprietary data format, available under an 
open license, and accompanied with possibilities to review the depth and 
extent of the openness (Kitchin 2014, 49–66; OpenGovData 2016). 
More specific requirements have been outlined for “open data ecosys-
tems” with “infomediaries” that process the opened data, the formats for 
data packaging, and the availability of source code in open data reposito-
ries (Zuiderwijk et  al. 2014). “Open data” may extend towards “open 
information” and “open knowledge” by means of linked data accessible by 
means of semantic queries concerning the data contents (Berners-Lee 
2007; MF 2015a, b).

Despite appearances, the scope of e-governance in the open data 
domain is often confined to aspects of e-government only. This is also true 
of widespread global indexes of open data performance. Therefore 
Finland’s comparatively good record (see the OUR open data index in 
OECD 2015, 201–203; GODI 2016; ODB 2016) says as little about 
actual open data performance in this country as it does in other 
countries.

Systematic generation of location data started in Finland during the 
period that Finland was part of Sweden, whose government launched sys-
tematic land surveying in the seventeenth century. After Finland was sepa-
rated from Sweden in 1809, a national land survey administration was 
established in the autonomous Finnish grand duchy of the Russian empire. 
The present-day Finnish government agency, the National Land Survey, 
and its predecessor agencies since 1809 have been situated in the adminis-
tration sector of a specific ministry or equivalent organization, meaning 
today the Ministry of Agriculture and Forestry.

With global influences and national interpretations interacting, open-
ing data in Finland has not been without contradictions. Instead of an 
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e-governance emphasis upon opening data irrespective of ownership, the 
e-government emphasis has predominated. The priorities have been on 
the unilateral opening of government data for domestic and international 
users motivated by generating societal benefits. However, emulation of 
international models rather than ideology (see, e.g., Bates 2014) has been 
the driver of developments in the Finnish case.

Systematic Finnish e-government policies of opening location data 
started in the early 2010s at the same time as other open data policies. The 
opening of location data has primarily provided for web access to maps for 
domestic and international individuals and corporate users on condition of 
user registration (Maanmittauslaitos 2015; RI 2015, 2016.)

Representing multi-disciplinary political and social research rather than 
any confined discipline (see, e.g., Bannister and Connolly 2015), a con-
ceptual framework is elaborated in Sect. 11.2. In the subsequent sections 
(Sects. 11.3 to 11.5), working hypotheses are proposed, and the research 
methodology is introduced. Next, the empirical results are presented in 
three major sections (Secs. 11.6 to 11.8), and in the final section (Sect. 
11.9) conclusions and implications for practice and future research are 
drawn.

11.2  theory and WorkIng hypotheses

11.2.1  Theory

Like e-governance in general, policies on opening data have widely dif-
fused globally. However, decisions concerning the opening of data may 
not take place in the same way in all countries nor lead to similar results 
everywhere. In this chapter an effort is made to explain the opening of 
data with reference to contributing influences and preventing obstacles. 
This article shares the neo-institutional idea first elaborated by Meyer and 
Rowan (1977) that institutions—including those influencing the opening 
of data—may not be merely rational tools to ensure performance, but may 
also have characteristics of political and social legitimation. This indicates 
examination of “e-governance”, “e-government” and “open data” with 
attention to the possibility that the mere indication of the ends and the 
means to these ends may not exhaust the “words” uttered to deliver the 
“things” announced, but legitimatory language may be employed in addi-
tion. Neo-institutional research has also pointed out that not every policy- 
making cycle smoothly advances from initiation to implementation and 
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ultimate results (Brunsson 2009), but may be incomplete, and many of 
the stages of policy-making processes may be coupled with each other in a 
loose rather than tight way. Interestingly, these imperfections have not 
gone unnoticed in the Open data barometer (ODB 2016) ranking of 
achieved data openness.

It is also relevant to refer to the work of Tilly and Tarrow (2012) on 
“contentious agency”, which grounds the actions of agents that try to 
utilize existing opportunities to generate change that would not otherwise 
occur. As a related development within neo-institutional research proper, 
Meyer and Hammerschmid (2006) have offered evidence that successful 
persuasion pursued by actors skillfully wielding their agency may effec-
tively contribute to fundamental institutional change.

For quite a while neo-institutional research, first arising in the late 
1970s, was weak in addressing questions of fundamental institutional 
change. The above emphasis upon the agency of actors helps approach 
such institutional change properly. However, change does not imply that 
everything necessarily changes. New institutional elements, first diffused 
from the outside into a new context, are commonly modified rather than 
applied as such, and are sedimented amongst earlier elements. The ulti-
mate results of institutionalization and re-institutionalization may repre-
sent heterogeneity despite common tendencies towards isomorphism of 
structures and other institutional elements (Lee and Strang 2006; for an 
application, see Lee et al. 2011). This type of neo-institutional research is 
well in accordance with e-governance research examining developments in 
stages (Kalampokis et al. 2011; Heimstädt et al. 2014).

The above considerations indicate the importance of historically, politi-
cally, and socially specific contextual mechanisms that enable or constrain 
change, and demarcate opportunities for actors to generate change (Blatter 
and Haverland 2012). This depends on the competence of these actors to 
utilize the available opportunities for change until change actually takes 
place. Zuiderwijk et al. (2014) credibly argue that despite the proliferation 
of open data policies, there has been a dearth of widely different frame-
works to examine these policies. While recognizing the value of their con-
ceptual framework, for the purposes of chapter article a different framework 
has to be applied.

Given the emphasis upon historical, political, and social contextual 
characteristics of institutionalization and institutional change, “empirical 
generalizations” presented as valid over all empirical cases and satisfying 
statistical criteria will not be drawn in this chapter as they cannot. Insofar 
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as generalizations will be drawn, they represent “possibilistic generaliza-
tions” (Blatter and Haverland 2012) from the initial case to other cases in 
other contexts, after necessary contextual adjustments have been made to 
the assumptions concerning the mechanisms examined in the initial study.

11.2.2  Working Hypotheses

Four working hypotheses are formulated on conditions for and obstacles 
to opening data to guide the study. These working hypotheses are formu-
lated in a more general way than putting the focus upon opening data in 
order to make the hypotheses potentially relevant in later other e- governance 
research. These hypotheses can be spelled out as follows:

 1. Sufficient political or other will must accumulate and possibly be 
expressed in general or more specific programmes or plans including 
blueprints for actual implementation.

 2. Benefits to society and other wide-reaching impacts must be legiti-
mately accounted for.

 3. The cost incurred must be calculated and included in relevant plans 
and accounts.

 4. “Infomediaries” and other facilitators, from organizations to individu-
als to analogies to social movements for change, may play important 
roles.

11.3  Methodology

The research material is comprised of documents and results of semi- 
structured interviews. Because the opening of data is comprised of pro-
cesses that have spread only relatively recently, many documents available 
on the web could be utilized. Six people were interviewed in 2015 and 
three more in 2016 (Appendix 1). In the interviews a specific series of 
questions were used (Appendix 2), and at the beginning of each interview 
the interviewee was told that his or her identity would not be revealed. 
Following good practice for qualitative empirical research, data collection 
was continued until saturation was indicated by the surfacing of themes 
and details that had been acquired in earlier data collection. Saturation 
also represents data triangulation in this study (Fusch and Ness 2015).

Valuable feedback was received on conference papers delivered in the 
Permanent Study Group (PSG) on e-Government in the 2015 and 2016 
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conferences of the European Group of Public Administration (EGPA). 
Anonymous reviewers for this book and the editors of the book also con-
tributed with suggestions for revision.

11.4  overcoMIng InstItutIonal obstacles 
to openIng governMent data

It is a common complaint that many governments are comprised of 
“stovepipes” or “silos” of functionally specialized domains that are “joined 
up” deficiently (see, e.g., OECD 2010; Uusikylä 2013). Insofar as digita-
lization does not make the stovepipes and silos disappear, these formations 
comprise some of the historically, politically, and socially specific mecha-
nisms that either increase or decrease actors’ opportunities to influence 
e-governance developments.

Finland adheres to entrenched Nordic traditions of government open-
ness and transparency, with their earliest roots in eighteenth-century 
Sweden, prescribing that government documents shall be public except 
for those documents that are explicitly classified or not yet public at the 
current stage of their preparation (Erkkilä 2012). Analogous principles 
apply to electronic public documents. The 2008–2011 Finnish govern-
ment led by PM Matti Vanhanen of the Centre party had considered 
removing some of the fees imposed for data collected by government 
agencies. The 2010–2011 successor government led by PM Mari Kiviniemi 
from the same party made a decision-in-principle on 3 March 2011 on 
opening government data. However, the government of PM Jyrki 
Katainen, a Conservative, nominated on 22 June 2011, was the first gov-
ernment to make the opening of data a point in its political programme 
(Katainen 2011, 86, official English translation):

Information resources produced using public funding will be opened up for 
public and corporate access. The goal is to make digital data materials man-
aged by the public sector available to citizens, companies, enterprises and 
organisations, authorities, and for research and education purposes in an 
easily reusable format via information networks.

The opening of Finnish governmental location data became a suspense 
story during 2011 (RI 2015, 2016). The Ministry of Agriculture and 
Forestry had agreed with its subordinate agency, the National Land 
Survey, that customer fees be moderated to advance the opening of data. 

 P. AHONEN



 277

However, the Ministry of Finance, preparing the decisions taken by the 
statutory Ministerial Committee on Finance (chaired by the PM and other 
ministers in its membership), opposed the revision. Seeing that the open-
ing of location data might fail, during the regular MPs’ questioning hour 
to the government ministers, MP Oras Tynkkynen of the Green League 
(at that time a member of the government coalition) asked the Finance 
Minister, Jutta Urpilainen of the SDP, if her ministry indeed opposed the 
implementation of the government programme on opening the location 
data of the National Land Survey. The minister, who had been informed 
that the question would be raised, smoothly replied that the issue would 
be taken care of.

The Ministerial Committee on Finance decided against the opinion of 
the Ministry of Finance and, consequently, legislation enabling the 
National Land Survey to open location data was passed at the end of 2011. 
Finance Minister Urpilainen had thus agreed with the proposal and the 
government programme rather than with the expert civil servants of her 
own ministry and their ethos of austerity. However, the fact that the 
National Land Survey had promised to absorb the cost of opening its loca-
tion data (1.5 million euros, or 10 per cent of the annual production cost 
of the data) without compensation from the government budget, possibly 
also facilitated resolving this issue.

In 2013–2014 the Katainen government and in 2014–2015 the succes-
sor government, headed by PM Alexander Stubb of the same party as 
Katainen, implemented a specific government programme on opening 
data (MF 2015a, b). With the 2012 opening of the National Land Survey 
location data as the starting point, during the programme implementation 
steps were taken to open weather data, climate data, maritime data, and 
climate model data. The programme foresaw continuation with the open-
ing of several other types of data. During the programme implementation, 
a national open data portal was launched in September 2014 (Open Data 
Finland 2015). Developing an “open location data ecosystem” comprised 
a specific pilot project within the programme in 2014–2015. By 2015, 
more than 1400 government datasets had been opened, and by 2020, all 
government data that can be opened in the first place should be open.

According to the Finnish government programme nominated on 29 
May 2015, headed by PM Juha Sipilä of the Centre party, the opening of 
government data should continue as an aspect of the government’s wider 
emphasis upon the digitalization of government, governance, and society. 
The digitalization of government is supposed to enable a considerable part 
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of the cost savings to which the government aims, or up to one half, the 
other mostly comprised of budgetary cutbacks (RI 2015, 2016). The 
Sipilä government programme states (Sipilä 2015, 28; official English 
translation; see also MF 2015c):

Innovation and service platforms will be promoted in sectors where the 
public administration plays a role in terms of the functioning of the markets. 
Such sectors include mobility as a service, health care, learning and the 
Industrial Internet. The introduction of new technologies, digitalisation and 
new business concepts will be promoted by legislative means. With the help 
of open data and the better use of data resources, favourable conditions will 
be provided for new business ideas.

We can envisage countries in which full coordination prevails in 
e- governance developments in the federal or national government and 
in  local government. However, the Finnish municipalities both have a 
constitutional political autonomy and comprise an influential political 
interest sector that does not necessarily yield to government demands. 
This means that in the Finnish case, local government open data develop-
ments are pronouncedly separate from those in national government. 
Several Finnish municipalities have been opening their data, most exten-
sively in the Helsinki metropolitan region. Relevant institutionalization 
includes, for instance, the open data net service Helsinki Region Infoshare 
of the local cities, and the digital services development company Forum 
Virium Helsinki Ltd. owned by the city of Helsinki but with important 
public-private-partnership characteristics (Jaakkola et al. 2015).

11.5  legItIMatIng the openIng of locatIon data

Institutional elements introduced in Finland to open data have global 
rather than domestic origins. However, these elements typically have not 
been transferred from their original contexts to the Finnish context as 
such, but have been modified.

The EU legislation on infrastructures for spatial information apparently 
represents substantially more than general legitimation for member state 
measures concerning location data. However, the fact that this legislation 
consists of EU Directive 2007/2, best known under the acronym 
INSPIRE, gives the member states leeway in implementing it in their 
national legislation (Directive 2007). Moreover, the Commission has 
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passed a good number of implementing regulations concerning the 
INSPIRE directive, adding further complexity. The INSPIRE directive 
also addresses no fewer than 34 spatial data themes, which hardly pro-
motes simplicity, either. Finland implemented the INSPIRE directive by 
passing an Act of Parliament on location data infrastructure (Laki paikka-
tietoinfrastruktuurista 2009), and participates in the EU network set up to 
support and follow up the national implementation experiences of the 
directive (EU 2016). According to an evaluation, the INSPIRE directive 
has by and large served its purpose despite certain implementation prob-
lems (EC 2016).

From among the international organizations in which Finland is a 
member, the OECD sponsors measures to open government data and to 
follow up these measures (Ubaldi 2013; OECD 2015). Looser interna-
tional cooperation also exists, such as the Open Government Partnership 
(OGP) comprising 65 countries in mid-2015, Finland joining in April 
2013 (RI 2015, 2016).

References to other countries and organizations in these countries have 
been common sources of ex post rather than ex ante legitimation of open-
ing government data in Finland (RI 2015, 2016). These references have 
included, for instance, the open data policies of the British 2010–2015 
coalition government, the Obama administration in the United States 
since 2008, the Spanish opening of the location data of the General 
Directorate of the Cadastre, and opening the location data of Britain’s 
Ordnance Survey and the Dutch Cadastre, Land Registry and Mapping 
Agency.

Calculations of the costs of opening governmental location data in 
Finland have also served ex post legitimation purposes rather than ex ante 
financial planning (RI 2015, 2016). In the ex post legitimation indicated, 
arguments have been common concerning the public interest, the societal 
benefits, and the importance of free-of-charge collective goods funded by 
taxpayers.

The first major study on the effects of the opening of the National 
Land Survey data in 2012 (Ahonen-Rainio et al. 2014) built on a ques-
tionnaire survey to examine the uses of location data and the benefits of 
these data to their users. The economic effects were assessed in a qualita-
tive way without monetizing these effects. According to the results, 
companies had drawn benefits from open location data insofar as these 
data had enabled new services and products, better operative efficiency, 
or improved domestic or international competitive advantage. However, 
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the opening had failed to give rise to substantial new markets because of 
the limited demand for Finnish location data. The Finnish Ministry of 
Finance also commissioned a study on the impacts of open data from an 
outsourced provider, including economic impacts (Koski 2015), but the 
study was only a preliminary rather than a true empirical account of the 
economic impacts.

Concerning the opening of governmental location data in Finland, 
business interests have hardly directly influenced the opening decisions. 
The foremost paying customer for the National Land Survey open loca-
tion data had been the Finnish subsidiary of the American company ESRI 
of Redlands, California, which was practically unknown to the Finnish 
public. Finns have had few strong opinions on opening government data, 
as they characteristically see only the end products such as printed maps or 
newer digital location data applications, or utilize location data acquired 
by companies that resell these data once built into motor vehicle naviga-
tors or personal navigators, or made available in free applications that pub-
lic transportation providers supply. However, issues have been raised, 
asking if opening data is always value-neutral and beneficial to everybody 
(Kitchin 2014, 62–64; RI 2015, 2016). In the Finnish case, rather than 
common citizens, smaller developer communities including those with 
linkages to startup companies and principled activists for opening govern-
ment data have played roles as representatives of the beneficiaries (RI 
2015, 2016).

11.6  accountIng for the costs of openIng 
locatIon data

While the benefits weigh heavily in the scales in the ex ante and ex post 
assessment of opening government data, so to do the costs (RI 2015, 
2016). Opening location data in 2012 represented a modest annual 
reduction of 1.5 million euros in operational revenue to government gen-
erated at the Finnish National Land Survey, or about 10 per cent of the 
cost of generating these data. Moreover, the increased demand for the 
data after their opening—with 50 times more users and 50 times greater 
data demand—incurred costs for the National Land Survey. However, as 
indicated (Sect. 11.4), the fact that the National Land Survey was ready 
to absorb the costs of opening its location data without compensation 
from the annual government budget probably facilitated its ultimate 
opening.
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Gaps have been identified in the Finnish location data opening proce-
dures (RI 2015, 2016). The data have been opened for citizens, compa-
nies, local governments, and other users groups, but not within the Finnish 
national government administration itself so that different authorities 
could tap a common topographical database. Many functions exist in 
which location data are not utilized, such as awarding permits for mea-
sures influencing the environment or fire and rescue services, but instead 
traditional address data are used (RI 2015, 2016).

11.7  openIng governMent locatIon data 
In stages

Some of the roots of opening government data in Finland derive from the 
historical Nordic principles and practices of openness and transparency in 
the dealings of government authorities. More recent roots grow from the 
Finnish political interest in creating a world-class information society since 
the 1990s, and from the diffusion of global institutional models and scripts 
of opening governmental data into this country.

In Finland in the first decade of the second millennium, the legal norms 
applied to numerous government services frequently posed obstacles to 
the use of government-generated data that satisfy socio-economic effi-
ciency. The “suspense story” told in Sect. 11.4 above indicates contradic-
tions between the Ministry of Finance as the guardian of government 
austerity on the one hand and a government with a clause in its political 
programme on opening government data.

The examination in this chapter reveals certain institutional and other 
obstacles to opening data (RI 2015, 2016; see also Barry and Bannister 
2014; Dulong de Rosnay and Janssen 2014). Frequently, despite the fact 
that data could in principle be opened and the opening decisions receive 
substantial political support, a single legal norm may prevent the opening 
or limit its scope. Norms restricting the opening have been issued to pro-
tect the privacy of citizens, business secrets, copyright, and national secu-
rity. According to one of the interviewees (RI 2015, 2016, my translation), 
the “protected interests of one per cent of the population may prevent 
opening government data for the benefit for the remaining ninety-nine 
per cent”. In the specific case of location data in Finland, the protection of 
the privacy of ownership has constrained the opening of real estate loca-
tion data, which is in certain respects more detailed than other location 
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data. Moreover, sales of real estate data comprise a revenue source for 
many Finnish local governments, of which some have not been willing 
supporters for the more extensive opening of location data.

What has been opened may reveal better what is still closed. We might 
expect that the post office codes, related to all addresses in Finland, would 
have been made available given the importance and widespread utilization 
of these codes as a specific type of location data. However, the postal ser-
vices are run by a joint-stock company that despite its national govern-
ment ownership operates like a private enterprise (and in some respects 
even more so), and the opening of the post office code data has been lag-
ging (RI 2015, 2016).

11.8  facIlItators In openIng governMent data: 
organIzatIons, events, netWorks, and IndIvIduals

The Finnish government has three times, in 2010, 2013 and 2016, nomi-
nated a consultative commission on location data and the national loca-
tion data infrastructure (Paikkatietoasioiden neuvottelukunta) for a 
three-year term. In 2014, this commission published a national strategy 
on location data (MAF 2014). A more informal institution, the Location 
Data Network, connects 120 organizations and 350 individual members 
from the public, commercial, and private non-profit sectors. The Finnish 
National Land Survey also actively promotes the elaboration of its user 
interface by means of organizing the annual paikkatietomarkkinat (the 
“location data marketplace”).

In its turn, ProGIS is a non-profit organization promoting the utiliza-
tion of geographic information (GI) and geographic information systems 
(GIS) for the benefit of Finnish society in the capacity of a link between 
producers and users of GI and vendors of GI services and software. 
Moreover, commercial providers of location data services, infrastructures 
and technology have established the Finnish Location Information Cluster 
(FLIC) of about 30 members (FLIC 2016). The National Land Survey, 
ProGIS, and FLIC cooperate in organizing the annual location data 
marketplace.

Individual experts have been invited to Finland in connection with the 
opening of the location data of the Finnish National Land Survey (RI 
2015, 2016). Peter ter Haar of the British Ordnance Survey visited the 
annual “location data marketplace” of the Finnish National Land Survey 
on 2–3 November 2011, explaining the British process of opening loca-
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tion data. The following year, Ton Zijlstra from the Netherlands visited 
the Apps4Finland competition and demonstrated the Dutch case of open-
ing governmental location data.

Besides the Ministry of Agriculture and Forestry and the Ministry of 
Finance, the Ministry of Transport and Communications has also been 
active in matters related to opening governmental data, and has commis-
sioned a guidebook on the subject (Poikola et al. 2010). The first author, 
Antti Poikola widely known as “Jogi” (Yogi) Poikola, later became the 
chair of Open Knowledge Finland in the capacity of a social activist pro-
moting the case of opening government data.

From among civil servants, the catalytic role of Antti Rainio must be 
mentioned (RI 2015, 2016). Rainio, moving between functions in the 
Finnish National Land Survey and the Ministry of Finance, played key 
roles in catalysing the opening of the location data of the Finnish National 
Land Survey in 2011–2012. A pioneer in opening location data since the 
1980s and the civil servant head responsible for preparing Finland’s infor-
mation society strategy in the late 1990s, Rainio was a member of the 
2010–2011 working group of the Ministry of Transport and 
Communications that prepared the 2011 Finnish government decision- 
in- principle on opening government data.

11.9  conclusIons and IMplIcatIons for future 
research and practIce

11.9.1  Conclusions

Driven by four working hypotheses, in this chapter the e-governance and 
e-government case for opening governmental location data in Finland has 
been examined. In respect of the first working hypothesis, accumulation of 
political will definitely affect the opening of location data accumulated by 
the Finnish National Land Survey. A crucial turning point was the decision- 
in- principle on opening data taken by the 2010–2011 government led by 
Mari Kiviniemi of the Center party. The participation of a civil servant, 
Antti Rainio, moving between the National Land Survey and the Ministry 
of Finance in the preparatory group of the decision-in-principle, func-
tioned as an important catalyst to open governmental location data. 
Opening government data in general was first explicitly written into the 
political programme of the subsequent 2011–2014 government led by 
Jyrki Katainen of the Conservatives, and reference to this programme in 
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late 2011 clearly contributed to the opening decision concerning govern-
mental location data at the end of the same year.

Referring to the second working hypothesis, the broader socio- 
economic framing was also found to be important. Many arguments in 
favour of opening government data have been presented as ex post legiti-
mation rather than as ex ante motivation for opening governmental data 
in Finland. And as concerns the third working hypothesis, the decision to 
open the location data of the Finnish National Land Survey hinged on 
overcoming the resistance of the Ministry of Finance despite the fact that 
the fiscal cost of opening was negligible.

The fourth working hypothesis directed attention towards organiza-
tions, regular or extraordinary events, networks, and individuals with roles 
in catalysing the opening of government data. Nothing less than a short- 
lived, single-purpose, social movement arose in support of the opening of 
governmental location data.

11.9.2  Implications for Future Research

Broadly speaking, this chapter implies the need for future studies on the 
same aspects as those emphasized by the four working hypotheses: the will 
for change, accounting for benefits to society and other wide-reaching 
impacts, accounting for economic costs, and the facilitation of change by 
change agents. As indicated in Sect. 11.2.1. above, using this study in 
future research requires “possibilistic generalizations” (Blatter and 
Haverland 2012) from the case examined to other cases with suitable mod-
ifications to the contextual conditions that prevailed in the initial study 
object. In the other cases, the subject matter may be different, and differ-
ent mechanisms may influence this subject matter. The more the subject 
matter diverges from opening governmental location data and the more 
different the contextual conditions are from those in Finland, the heavier 
the modifications must be. Some of these modifications become necessary 
insofar as e-governance in developing countries is examined, in particular.

During the research process the author became aware of possible blind 
spots in e-governance research. Possibly too many researchers of 
e- governance, e-government, opening data, and opening governmental 
location data have repeated “grand narratives” of technological 
 advancement, human improvement, and economic growth by means of 
technology, and almost unlimited progress. However, technology also has 
its risky and contingent downside, including the availability of networked 
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ICT not only for honest businesses, ethically behaving governments, and 
citizens of integrity, but businesses that are fraudulent or worse, govern-
ment authorities overstepping their mark, groups envisaging violent 
attacks, and hostile foreign powers. Keeping to location data, these data 
can certainly be utilized for improving the supply of basic necessities and 
other commodities, societal equality, and the quality of individuals’ lives. 
However, these data can alternatively be used for negative purposes. This 
implies that e-governance research should by no means consign to silence 
the fragility of corporate social responsibility, the vulnerability of political 
freedom and other citizens’ rights, and the pressure on local, national, and 
global peace.

11.9.3  Implications for Practice in Developed and Less 
Developed Countries

To consider the practical lessons in countries with different levels of devel-
opment we need to take into consideration the specific situation of each 
individual country (see also Dey et al. 2016). The accumulation of politi-
cal will may, for example, take place in a developing country with only 
weak support from democratic decision-making majorities and with lower 
acceptance of political opposition groups than in many highly developed 
countries. In such circumstances, accomplishing e-governance changes 
rather than official declarations may be particularly difficult. These diffi-
culties are aggravated insofar as the institutions of implementation suffer 
from weakness, fragility, or lack of integrity. Highly developed countries 
may have a substantial tolerance towards failure in e-governance policies, 
whereas developing countries may not be able to afford similar let alone 
higher failure rates. The adverse effects of gaps between official policies 
and actual implementation rates, and actual policy impacts, may therefore 
be more serious in developing than in highly developed countries.

However, lower levels of development also offer certain e-governance 
advantages. One of these is the latecomer’s advantage, enabling learning 
from the mistakes of early adopters (Nugroho et al. 2015). Examples also 
exist of the particularly favourable effects of ICTs in developing countries, 
compensating for the lesser development of infrastructures that have been 
taken for granted in highly developed countries for decades. In developing 
countries, for instance, ICTs may compensate for the relative underdevel-
opment of fixed telecommunication lines, land transportation, and bank-
ing and finance (van der Boor et  al. 2014). Last but not least, the 
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introduction of innovations in developing countries may support the elab-
oration of stronger social networks of the civil society and better political 
inclusion (see, e.g., Holden and Van Klyton 2016), although risks are also 
involved, including the expansion of political and social dissatisfaction 
with movements that lack peaceful outlets to articulate their demands.
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appendIx 2 fraMeWork for QuestIons In the  
seMI-structured IntervIeWs

The framework was heuristically used in the interviews as a source of 
prompts to the interviewees rather than questions posed to the 
interviewees.

 1. When efforts to open data evolved, did problems emerge threaten-
ing the opening project?

 2. Did the problems derive from the characteristics of the case?
 3. Did the actors intending to open data commit mistakes?
 4. Did or did not they ultimately gain control over the situation?
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 5. To resolve the problems indicated, what kinds of measures did the 
actors take or attempt?

 6. How well did these measures succeed?
 7. Were alternative courses of action to those originally pursued con-

sidered and, possibly, followed?
 8. What, if any, procedures were used to learn from the mistakes 

made?
 9. What lessons were possibly learned?
10. Can these lessons be generalized beyond the specific case, such as 

to other cases in the same country?
11. What theoretical or other generally valid ideas and pieces of practi-

cal advice if any emerged from the case?
12. How do the experiences of the case fit in with any of the existing 

theories or other established views of ICT success of failure?
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CHAPTER 12

E-Government Implementation: 
Transparency, Accessibility and Usability 

of Government Websites

Francisco J. Alcaraz-Quiles, Elena Urquia-Grande, 
Clara I. Muñoz-Colomina, and Antti Rautiainen

12.1  IntroductIon

The implementation of innovations in Internet technologies have become 
a key objective in political agendas (Rodríguez Bolívar et al. 2013; Jaeger 
and Bertot 2010). Different governments and supranational organizations 
have incorporated into their agendas of public policy the promotion and 
development of the advances of the information society (Katz and Rice 
2002). So, the adoption of information and communication technologies 
(ICTs), have caused a significant change in the relationships between 
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 governments and their different stakeholders (Osborne and Gaebler 
1992). This process of modernization has enabled greater information 
accessibility and transparency. In this sense, initiatives such as websites for 
public entities, data portals, social media tools, online meetings and public 
feedback on public policies are playing a crucial role in order to promote 
government transparency, participation and collaboration (Jaeger and 
Bertot 2010). Moreover, as highlighted by International Transparency 
(IT 2015), ICTs have contributed to the adoption and dissemination of 
government transparency, providing relevant information in a timely, use-
ful and comparable way and in an accessible format. In this regard, 
Bannister and Connolly (2014) affirm that ICTs are a powerful tool to 
improve transparency.

In this context, different stakeholders and international institutions, in 
particular the European Union (EU) in their Directive 2011/85/EU 
(Council of Europe 2011), are requiring public bodies to introduce infor-
mation systems capable of providing the necessary transparency at all gov-
ernment levels: central, regional and local. Additionally, as pointed out 
(Lourenço et al. 2014) the promotion of sustainability activities and the 
publication of sustainability reports is recognized as a source of competi-
tive advantage for corporations.

Following the World Commission (1987), we can define sustainability 
as “equity between generations, i.e. meeting the [human] needs of the 
present without compromising the ability of future generations to meet 
their own needs”. Internationally, the Global Reporting Initiative (GRI) 
guidelines are considered the standard of sustainability reporting, and are 
widely used as a means of transparency on sustainability matters. In our 
study, transparency means the disclosure of agendas and conditions, 
accompanied by the availability of full information required for collabora-
tion, cooperation and collective decision making of regional managers. 
Sustainability can be defined as the capability of local government to main-
tain, promote and preserve the social well-being of its citizens through the 
resources it has available, bearing in mind that this definition is suitable for 
measuring the degree to which a government fulfils the responsibilities for 
which it was established.

In addition, accessibility to sustainable information from RGs is defined 
in this chapter as the time used for achieving the sustainability information 
disclosed in government websites. We understand usability as the ease of 
use of governments’ webpages by users. In this sense, usability is measured 
by 12 items in line with Pina et  al. (2007), embedding issues such as 
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whether the RG webpage has a section for frequently asked questions, 
information in another language, a current news section and glossary ter-
minology, for example.

Contributing to earlier research methodologically, we have used the 
Pina et al. (2009) model to measure usability and the Alcaraz-Quiles et al. 
(2014) model to measure GRI items’ disclosure, joined these models and 
added accessibility variables in order to analyse transparency in RGs. Our 
combined or global model facilitates stakeholders to observe, compare 
and analyse the transparency information of RGs, in order to improve the 
accountability of management and access to information for citizens.

Therefore, this chapter seeks to enhance the sustainability and account-
ability of Spanish Regional Government management and, secondly,  
to evaluate whether the reporting of the Spanish Regional Governments  
is transparent in terms of citizens’ accessibility and usability. To this  
end, we have run a multivariate analysis. The conclusions obtained could 
help politicians and mangers to improve their process of developing 
e-government.

This chapter is structured as follows. Section 12.2 presents a bibliogra-
phy revision about these issues. Section 12.3 shows the sample selection 
and describes the methodology. Finally, the last sections (Sects. 12.4 to 
12.6) cover the empirical results and conclusions.

12.2  transparency of sustaInable InformatIon 
In regIonal governments

Concepts of sustainability and transparency are key issues for companies 
and for public entities to demonstrate their committment towards society 
(Rodríguez Bolívar et al. 2013; Jaeger and Bertot 2010). The concept of 
transparency means making something visible, instead of hiding, for 
example, the decision-making principles or performance indicator scores 
(see Roberts 2009). Transparency is generally accompanied by a belief 
that it reveals the bad and helps to discover the good organizations, sub- 
units and managers (Roberts 2009). For example, Angluin and Scapens 
(2000) suggest that a high degree of transparency supports the perceived 
fairness of resource allocation. Focusing on transparency in websites may 
facilitate analyses of information about internal work, decision processes 
and procedures (Pina et al. 2009). However, even clearly presented infor-
mation is not necessarily fair, and transparency has limits because the data 
presented may be inaccurate or symbolic, because there are often several 
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ways to present accounting data and account for costs, such as deprecia-
tion (Hines 1988). In this vein, Roberts (2009) suggests that full trans-
parency is often a fantasy, especially if there is an attached belief that a high 
degree of transparency automatically leads to increased accountability and 
effectiveness. Further, transparency may be used to produce guilt or blame 
in order to gain benefits in some personal or sub-unit power game, which 
leads to deterioration of the organizational or societal performance as a 
whole (Hood 2007; Hopwood 1972; Roberts 2009). Thus, transparency 
is relatively difficult to assess: it is not just the visibility of information, we 
may need to consider the quality (e.g. relevance, comparability and timeli-
ness) of the information presented and its accessibility. For example, dis-
closing information according to some standard, such as the GRI, can be 
considered relatively objective and value-neutral, improving both rele-
vance and comparability as well as diminishing the potential to deliberately 
manipulate the presentation of sustainability information (see also Angluin 
and Scapens 2000).

Further, the concept of accessibility refers to the ease with which differ-
ent stakeholders can get their hands on the information. Accessibility may 
be judged based on whether the information is made visible, or access is 
denied (e.g. without a password), or if information is deliberately hidden, 
for example in the myriad of internet pages of a company (see also Angluin 
and Scapens 2000). Thus, regarding data on the internet we might analyse 
the time it takes for an educated internet user to find appropriate data 
from the internet pages of the organization in question. Thus a few key 
aspects, such as comparability and accessibility, may be assessed and then 
given a score or grade. For example, Angluin and Scapens (2000) used 
grades or categories of low, medium or high financial transparency. Such 
grades or overall scores may serve as a measure of the transparency of the 
information disclosed.

Following Pina et  al. (2009), we measure usability using 12 items 
related to the ease of use of RG webpages. These items assess diverse 
aspects such as the existence of sitemaps, the availability of the website in 
foreign languages or the existence of a FAQ section in government web-
sites. Three of the items are specifically designed to assess the online facili-
ties for people with some kind of disability, for example, if the website 
provides audio access for the visually impaired. The results obtained for 
each RG website about usability, give us a measure of how easy it is to use 
from the standpoint of the citizens who use the government website as a 
source of public information.
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Considering sustainability analysis, several researchers have proposed 
analysing the disclosure of government information about sustainability 
based on the GRI framework (Alcaraz-Quiles et  al. 2014). The GRI 
includes 75 parameters divided into general, economic, social and envi-
ronmental areas which aid measuring RG sustainability. The GRI guide-
lines aim to advise organizations on how to provide comparable 
information about their activities in general, economic, social and envi-
ronmental areas for the exchange of reliable and transparent information 
on sustainability.

Currently, Spanish RGs are making improvements in both informing 
citizens about their initiatives, activities and achievements, and attaining 
more interaction with citizen suggestions. However, it is not known what 
kind of information, and with what kind of transparency, this is disclosed, 
for example, by the RGs in Spain regarding sustainability. In this chapter 
sustainability information will be measured by items selected from the 
GRI index in Spain.

Bearing all this in mind we define the following research questions:

RQ1: Has the implementation of e-government improvd transparency 
about sustainability in Spanish regional governments?

RQ2: Do citizens perceive the advantages of implementation of 
e- government in terms of accessibility and usability of RGs 
websites?

RQ3: Is there any relation between transparency, accessibility and usabil-
ity of RGs websites?

12.3  sample descrIptIon and methodology

The European Union is developing active policies to promote innovation 
strategies under the new place-based approach characterizing regional 
development interventions. In this context, the role of government insti-
tutions in this phase is to provide adequate incentives for the development 
of effective collaborations among all stakeholders in the innovation sys-
tem, setting the conditions for an “inclusive” approach (Rodríguez-Posé 
et al. 2014). Specifically, in the sphere of RGs, authors such as Charron 
(2016) affirm that in the EU, regions with greater autonomy have greater 
lobbying power and are better equipped to manage funds and to promote 
transparency.
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The particular case of Spain, with 17 RGs is intriguing because it is a 
country with a relatively recent and on-going process of decentralization. 
The Spanish RGs have a high grade of autonomy, self-government and 
resources managed (Colomer 1998). The process carried out on territorial 
reform has, over time, exerted important “feedback effects” of decentral-
ization. In this sense, the devolution of competences had not been accom-
panied by an adequate transfer of fiscal resource (Verge 2013). On the 
other hand, the process of decentralization increases the incentives of 
regional leaders to follow differentiated regional agendas by diminishing 
their potential costs (León 2014).

In addition to the above, the Spanish RGs have suffered more markedly 
a crisis of public finances, maintaining high levels of debt and deficit. In 
this sense, the IGAE report (2013) shows that 22.47% of the total deficit 
is due to RGs, this being 1.5% of GDP.  Moreover, all Spanish RGs 
accounted for 31.8% of non-financial public expense.

Finally, Spanish RGs have a peculiarity: they are, at the same time, pro-
viders and funders of services. In this sense, they are responsible for man-
aging important services as health, education, environment or social issues. 
On the other hand, the RGs finance some services provided by local gov-
ernments, such as culture, sports and the provision of infrastructures and 
equipment (León 2014; Bäck et al. 2013).

Therefore, the position of the Spanish RGs, dovetailing their proximity 
to stakeholders with their position as funder of local governments, the 
volume of public expenditure managed and the scarcity of studies on 
e-government at the regional level are the reasons that led us to research 
the 17 Spanish RGs (León 2014; Bäck et al. 2013; IGAE 2013; Colomer 
1998). In addition, the conclusions obtained by studying the implementa-
tion of e-government in RGs within a short period and with deep financial 
difficulties could help politicians and managers to improve their process of 
developing e-government.

As affirmed by authors such as Bertot et al. (2010), Jaeger and Bertot 
(2010), Meijer (2007) and La Porte et al. (2002), the web offers a wide 
variety of advantages as a transparency channel. First, the vast majority of 
government information is now born digital, and many users want access 
to it in electronic form. Second, the web also increased interest in access-
ing government information. Third, the information disclosed via the web 
has greatly reduced the cost of collecting, distributing and accessing 
 government information. Fourth, websites have made it much easier to 
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create channels for interaction between stakeholders and administration. 
And in the end, government information must survive in an accessible 
format and location. So, following previous research (Alcaraz-Quiles et al. 
2015; Navarro-Galera et al. 2016; Ortiz-Rodríguez et al. 2015) we have 
tested the websites of 17 Spanish RGs using a list of 75 items based on 
GRI guidelines.

The levels of information disclosure can be calculated based on total 
GRI items or, in more detail, divided according to four GRI areas: Strategic 
and general information, Economic, Social and Environmental. 
Internationally, the GRI guidelines are the standard report of 
sustainability.

The level of accessibility is measured by the time a citizen (or a 
researcher) consumes in finding (accessing) the information disclosed. 
However, we have assumed that the user (citizen or researcher) is not 
a specialized one and therefore does not have an economic and finan-
cial education but has an average cultural education. The levels of 
usability are measured within 12 parameters in line with Pina et  al. 
(2009).

So, we have carried out a content analysis to assess, first, the informa-
tion about sustainability disclosed; second, the accessibility of informa-
tion; and third, the usability of websites. This system of scoring give us a 
measure of the degree of publication in an objective and transparent man-
ner, and has been used in previous studies (Bastida and Benito 2007; Pina 
et al. 2007).

Once we obtained the scores for transparency, accessibility and usabil-
ity, we carried out a Spearman correlation rank analysis. This technique 
has been used for similar cases and samples in many studies, as the best 
statistical means to test variables where a rank order exists (Sánchez 2004; 
Rodríguez Bolivar and Navarro Galera 2007).

12.4  analysIs of results

Table 12.1 shows the results of information disclosed, accessibility and 
usability. We can observe that the RGs’ strategic, general, economic, social 
and environmental information is above 60% of disclosure. The majority 
of the social and economic indicators are disclosed while the  environmental 
ones have the least disclosure (42.08%). The RGs that publish the most 
information relating to the GRI list of items are Andalusia (72%), followed 
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by Catalonia (70.67%). The lower percentages are for the Balearic Islands 
and Murcia (44% and 40%). In this sense, it seems than the implementa-
tion and development of e-government has a positive impact on transpar-
ency, specifically on transparency about sustainability, with an average 
disclosure of 60%. Nevertheless, it is necessary to achieve an upper average 
of information disclosed in order to increase the sustainability of 
transparency.

In the case of accessibility (Table  12.2), the information that is the 
most accessible is economic: we have to spend 6.33 minutes by item in this 
category. On the other hand, to obtain environmental information we 
have to spend 8.5  minutes by item, followed by social information 
(7.1 minutes by item). We realize that a standard citizen takes more than 
an hour to search for any information. Concerning strategic and general 
information, which includes a total of 28 items including RGs’ 
 commitment, strategic lines and similar issues, 60%, was available but it 
took an average of three hours to find the information. Regarding eco-
nomic information, where there are 24 items, this entailed an average of 
two and a half hours to find it. With respect to social information, it took 
an average of one hour and 11 minutes to find it. It is interesting to 
observe that this information is the easiest to access, possibly because it 
embeds the easiest information for a standard citizen to find. Regarding 
environmental information, which includes 12 items, there is little infor-
mation disclosed and it consumes two hours approximately to find it. If we 
observe the usability by RGs, the most accessible are Valencia and 
Extremadura (50 and 75 minutes), while the citizens of the Basque 
Country and Castilla La Mancha have to spend the most time looking for 
information (140 and 130 minutes).

The average usability indicates than users of webpages appreciate their 
ease of use by just over half (62.75%). By RGs, the two most usable web-
sites are Andalusia and Galicia (83.00%). On the other hand, the websites 

Table 12.1 Descriptive analysis of GRI items disclosed

Information disclosed (%)

Total Strategic and general Economic Social Environmental
Average 57.25% 60.08% 60.05% 62.35% 42.08%
Std. deviation 0.0997 0.1350 0.1113 0.1147 0.2055

Source: Own elaboration
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with a lower usability are Extremadura, the Balearic Islands and Castilla 
Leon (33.33%). The average and standard deviation have been calculated 
in Table 12.3.

In short, the perception by citizens of the advantages of implementa-
tion of e-government in terms of accessibility and usability of government 
websites depends on the location of the RGs. In general, accessibility is 
low, and we have to spend, on average, eight and a half hours in finding all 
the information required. The kind of information that we are looking for 
affects accessibility: we have to spend longer in order to access environ-
mental information than economic information. Nevertheless, the percep-
tion by citizens of websites’ usability achieved two-thirds of the 
requirements established in our study.

As a starting analysis, Andalusia is the most transparent RG, and holds 
the first position in usability, with an intermediate position in accessibility. 
On the other hand, the Balearic Islands is the least transparent RG, and 
holds the last position in usability, and is positioned in the fourth quartile 
for accessibility. Additionally, Extremadura ranks second in time used in 
searching for information (accessibility), but has a low perception of 
usability. So, in view of these results, it seems that a direct relation between 
transparency and usability exists. The more transparent RGs are those who 

Table 12.2 Descriptive analysis of accessibility

Accessibility (minutes)

Total Strategy and general Economic Social Environmental
Mean total 
time

514 180 152 71 110

Minutes by 
item

6.8533 6.4286 6.3333 7.1 8.4615

Std. deviation 66.6591 24.6477 31.8478 15.7331 21.5355

Source: Own elaboration

Table 12.3 Descriptive analysis 
of usability

Usability

Average 62.75%
Std. Deviation 2.0346

Source: Own elaboration
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have more usable websites, and the RGs with a lower level of usability also 
have a below average in transparency.

The statistical data analysis was made with SPSS 22 (see Tables 12.4, 12.5 
and 12.6). Due to the size of the sample, we have done two complementary 
tests: Spearman and Kendall. In both of them the results are similar. We have 
carried out the test comparing, individually, the percentages of transparency 
obtained, both total and for each information category determined, with the 
total value obtained in accessibility, and the values obtained in accessibility in 
each block of information. The test generates only one significant relation: 
the level of general information disclosure is inversely related to citizens’ 
accessibility to the RG website. This means that information about strategic 
and main objectives is published, but  citizens have to spend a lot of time in 
looking for it. On the other hand, the percentage of total (cumulative) infor-
mation disclosed about GRI items is positively related to web usability, as we 
have pointed out in the preliminary test. Citizens perceive the more usable 
websites to be those that are more transparent. Although the time spent 
accessing information is high, citizens perceive that the website is easy to use. 
The results show that the remaining relations are not significant, including 
the relation between accessibility and usability.

Table 12.4 Scores obtained by RGs in transparency, accessibility and usability

Transparency (%) Accessibility Usability (%)

Andalusia 72.00a 116 83.33a

Catalonia 70.67a 120 75.00
Aragón 69.33 117 58.33
La Rioja 68.00 99 66.66
Valencia 64.00 50a 75.00
Madrid 62.67 124 75.00
Navarra 61.33 100 75.00
Basque Country 61.33 130b 75.00
Castilla la Mancha 58.67 140b 58.33
Galicia 56.00 121 83.33a

Canary islands 52.00 127 75.00
Castilla Leon 49.33 121 33.33b

Asturias 48.00 118 58.33
Cantabria 48.00 103 50.00
Extremadura 48.00 75a 33.33b

Balearic Islands 44.00b 103 33.33b

Murcia 40.00b 109 58.33

aIn bold are the more transparent, accessible and usable RGs.
bIn italic and bold are the less transparent, accessible and usable RGs.
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Table 12.5 Spearman correlations among GRI indicators for disclosure and 
accessibility

Spearman R T(N−2) p-level

Total −0.4093 −1.7376 0.1027
Strategy and general −0.5626 −2.6357 0.0187*
Economic −0.1105 −0.4308 0.6726
Social −0.3519 −1.45632 0.1659
Environmental 0.0519 0.2015 0.8429

Asterisk symbol and bold represent the relations that are statistically significative.

Table 12.6 Spearman correlations among GRI indicators

Spearman R T(N−2) p-level

Total information disclosed: Usability 0.6407 3.2320 0.0056*
Accessibility: Usability −0.4743 −2.087 0.0544

Asterisk symbol and bold represent the relations that are statistically significative.

12.5  dIscussIon

Regional Governments’ accountability is doubtful because although an 
average of 60% of the information searched from the strategic, economic 
social and environmental contexts was found it took an average of three 
hours to access it. The complexity of understanding both the strategic and 
economic information increased the complexity of accessing it, so the time 
taken to access these two areas cannot be related to the time consumed in 
accessing the social and environmental areas. In general, the GRI issues 
have a high component of complexity which justifies the high consump-
tion time it took to find many of the issues.

We have had real difficulty in finding the environmental information, 
which is the opposite to Alcaraz-Quiles et al. (2014), who found many 
environmental indicators at an international level. This difficulty may be 
due to a greater increase of environmental information, establishing 
RG-specific websites for this type of information, and disclosing in the RG 
official website only a small part of the total environmental information. 
Moreover, in line with the results obtained by Navarro-Galera et  al. 
(2016), social information is the most widely disclosed, highlighting the 
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commitment of the regional administration to this type of information. 
The priority for disclosing social information could in response to demands 
of stakeholders with specials needs.

In general, and with the exception of environmental information, the 
time spent finding information well exceeds the amount of this kind of 
information published on the website. In addition, environmental infor-
mation is that which has a greater ratio of time spent by item. Therefore, 
although the information exists on the website, one has to spend too 
much time finding it.

As regards the usability of websites, users generally perceive that they 
are easy to use, and this perception increases when the volume of informa-
tion disclosed is greater. In this sense, our findings corroborated the results 
obtained by authors such as Pina et al. (2007), who have associated high 
degrees of transparency with high website usability.

12.6  conclusIons

Governments worldwide recognize that ICT is a way of enhancing citizen 
trust in government. Most of the websites analysed disseminate a great 
amount of information. In this chapter, we attempted to find out if the 
implementation of e-government initiatives in the application of ICT, has 
some effect on transparency, accessibility and usability regarding Spanish 
RGs’ websites.

Contributing to earlier research methodologically, we have taken the 
Pina et al. (2009) model to measure usability and the Alcaraz-Quiles et al. 
(2014) model to measure GRI item disclosure, joined these models and 
added accessibility variables in order to analyse transparency in RGs. Our 
combined or global model allows stakeholders to observe, compare and 
analyse the transparency of RG information, in order to improve manage-
ment accountability and access to information for citizens.

The implementation of e-government is an opportunity and has huge 
potential to contribute to the modernization of government. It could 
increase the contribution of websites as a way to increase transparency, 
accessibility and usability.

Our results show that the transparency of RG websites is inversely 
related to accessibility. The information is available but one has to spend 
too much time finding it. Nevertheless, transparency is positively related 
to usability, so the users of websites with a greater percentage of informa-
tion disclosed, perceive that websites achieve the standards of usability; 
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anyone could easily navigate them. The RG websites offer an easy method 
of access and navigation.

In general, the efforts of politicians and managers of Spanish RGs could 
be directed to improve the accessibility of websites. While Andalusia and 
Catalonia have higher levels of transparency and usability, their levels of 
accessibility are lower. On the other hand, Murcia and the Balearic Islands 
have lower levels of transparency and usability (specifically the Balearic 
Islands), and their level of transparency is in the mid-range. Finally, 
Valencia takes the fifth position on transparency, the first on accessibility 
and the third on usability.

The main limitation to the research work is that accessibility was mea-
sured in minutes taken to find the different GRI issues but this should be 
reclassified in a Likert way. So that the highest punctuation is allocated to 
the lowest rank of time taken to access any GRI items, while the lowest 
punctuation would be given to the highest time consumption in accessing 
the GRI items.

For further research in this area, we believe it is necessary to extend the 
scope of the statistical study, complementing it with the analysis of other 
variables such as population, and political and financial nature, and com-
paring these results with those obtained in other fields. It would also be 
interesting to compare these results with those for other levels of govern-
ment, both local and national.
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CHAPTER 13

Concluding Remarks: The Path for Solving 
E-Government in Developing Countries

Laura Alcaide Muñoz 
and Manuel Pedro Rodríguez Bolívar

13.1  IntroductIon

The content of this book highlights that the introduction of new tech-
nologies and the implementation of e-government favour public sector 
services and improve the engagement of citizens in political and manage-
rial participation. The Organization for Economic Co-operation and 
Development (OECD) (2005) considers that e-government helps estab-
lish citizen-centric services, greater service innovation and access, a better 
approach to common business processes, a reduction of duplication of 
public services and economies of scale. It can help governments to improve 
their internal managerial efficiency, the quality of public service delivery, 
citizens’ access to government information and, thus, increases citizen 
participation and satisfaction with government (OECD 2005). At all lev-
els of government, administrations are striving to address the challenge of 
achieving transparency, effectiveness and efficiency, and information and 
communication technologies (ICTs) provide an invaluable means of doing 
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so. Also, e-government initiatives help to reduce corruption, increases 
openness and trust in government, and thus contributes to economic pol-
icy objectives.

However, according to the United Nations E-Government Survey 2016 
(UNDESA 2016), due to a number of factors—lack of IT technical skills, 
lack of infrastructures, unclear objectives, lack of financial resources, 
among others—there are wide disparities among regions and countries in 
their status of their e-government development. In this regard, this book 
provides the most up-to-date information on important developments 
regarding maturity stages in government and action plans on e- government 
around the world.

E-government projects have always been presented in the action plans 
and policies of international organizations, such as the World Bank, United 
Nations (UN), International Monetary Fund (IMF) and the OECD, 
which have assumed a leadership role in the reform of political institu-
tions. For example, the UN, under the auspices of its Development 
Programmes section, set up a public administration and civil service man-
agement reform project. This project coordinated external assistance in 
promoting a professional civil service, transparency, the use of ICT and 
other areas of government reform in more than 90 United Nations devel-
opment programme (UNDP) countries.

In this way, ICTs have been considered by the World Bank and OECD 
as not just another factor of production, but rather a unique opportunity 
for achieving higher standards of living and greater economic and social 
empowerment for millions of citizens around the world. The World Bank 
Group has had an important role to play in this area: as a catalyst in 
improving access to information and communication technologies and in 
promoting their use for stimulating economic growth, promoting equal 
rights and reducing poverty.

Meanwhile, the UN has declared that the paradigm of development 
requires a review of the way countries consider ICTs and e-government. It 
needs innovative approaches to government and the public sector, to busi-
ness and the citizen, and to culture and society: in other words, a holistic 
approach which fully exploits the centrality of ICT for the vision of a 
future knowledge society. Thus, these institutions consider that develop-
ment is principally about policy reform in which ICTs are the strategic tool 
for implementing organizational and institutional consolidation.

In this regard, the international organizations have developed extensive 
programmes offering financial resources, although governments need to 
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continue their reinvention efforts and work in close cooperation with 
 societal actors. Even though alternative visions and models for governance 
are emerging around the world, particularly within the developing coun-
tries, there are some basic principles of good governance that all countries 
must promote or achieve.

13.2  InternatIonal organIzatIons’ e-government 
Programmes

This book offers a vision of the policies implemented by international 
organizations, and analyses the results obtained from those policies and 
initiatives. To begin with, it is first necessary to analyse the current situa-
tion of e-government development in a specific country using appropriate 
methodologies that enable us to measure this issue. To achieve this aim, 
guidelines and best practices codes to evaluate e-service, disclosure of 
online information and e-participation development have been issued by 
relevant international bodies (UN 2012; OECD 2013).

Alcaide Muñoz and Rodríguez Bolívar (2017) in Chap. 1 highlight 
that the main challenge to introducing e-government in developing coun-
tries is the lack of a well-planned strategic plan, as well as understanding 
the advantage of structural tools, the scarcity of financial resources and the 
adjustment of institutional contexts. Also, they consider that these chal-
lenging situations require global measures—a systemic thinking 
approach—which could help developing countries to implement ICTs 
successfully.

The findings of Chap. 1 provide valuable practical insights to help 
developing countries define, evaluate and enhance their e-government ini-
tiatives. This means acting in three different scopes at the same time: (a) 
organizational structure and processes; (b) investment in IT infrastruc-
ture; and (c) investment in education to make citizens ready to use IT. In 
order to apply a systemic thinking approach, strategic planning in the 
implementation of e-government applications is essential.

In Chap. 2, Arkalgud Ramprasad et al. (2017) point out that infrastruc-
ture in local governments, the political will to develop citizens’ participa-
tion, interoperability of web platforms and project management in central 
government are challenges that the public managers and political leaders 
must face. Similarly, their chapter show the need to support more collab-
orative research between researchers in developed and developing 
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 countries, and among different continents, in order to share their experi-
ences and replicate the best practices.

On the other hand, Marco Velicogna (2017) in Chap. 3 shows several 
lessons to help policy makers and practitioners involved in the planning or 
implementation of e-justice systems. In this sense, firstly, e-justice is not 
just about the development of a technological layer to improve the effi-
ciency of the system. Technology needs to be authorized and regulated at 
the normative level to produce ‘legal’ effects. At the same time, while 
single, simple, legal procedures may be ‘quickly’ redesigned to ‘accom-
modate’ the new technologies, such as in the Money Claim Online 
(MCOL) case, the development of complex e-justice systems such as in 
the Austrian infrastructure can only take place over time and through 
mutual adaptation at the legal and technological level. Furthermore, even 
in the case of MCOL, the system is assembled and built on the existing 
legal, technological and organizational framework and from its 
components.

The examples provided Chap. 3 show how e-justice has clear implica-
tions as far as traditional organizational borders and the logic of actions 
are concerned. Political, legal and operational consequences of the institu-
tional reconfigurations that take place as off-line procedures go on-line 
needs to be not only carefully considered, but also monitored, as many of 
the consequences are emergent and not easily predictable. Another impor-
tant element which emerged from the cases, is the partial nature of the 
on-line systems. While MCOL shows how this on-/off-line nature can be 
used to simplify the provision of e-justice services, the off-line component 
is part of all systems described. Cross-border procedure forms can be filled 
and printed from the EU e-justice portal, paper originals are scanned and 
attached to structured messages by the Austrian lawyers, and so on. This 
on-/off-line possibility allows limiting the complexity of the e-justice sys-
tems to a manageable level.

Finally, in Chap. 4, the last chapter in Part I, Nina David (2017) analy-
ses the shortcoming and caveats of citizen engagement via e-government. 
In this sense, the public managers and political leaders need training to 
deal with citizens, as well as facing up to the fact that citizens might not be 
interested, certain populations are typically underrepresented, and it takes 
time, patience and resources. In this sense, this chapter suggests that tech-
nical, personnel and fiscal capacity have a tremendous impact on the devel-
opment of e-government initiatives broadly. Further, the success of the 
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use of ICTs to encourage citizen engagement will depend on the extent to 
which such technologies are fully embraced by administrators and decision 
makers. But, if quality control measures are followed there is the possibil-
ity that the use of ICT for civic engagement will produce all the benefits 
that are commonly attributed to communication, consensus building and 
collaboration, in addition to ICT specific benefits.

13.3  actIon Plans In sPecIfIc countrIes: 
casestudIes

Once e-government programmes have been analysed, this book offers a 
current overview of the implementation and improvement of e- government 
projects around the world in Part II. The implementation of these projects 
requires a technological complexity and needs to overcome incompatibil-
ity difficulties. One of the major problems is initiating a project without a 
strategy, clear objective and a clear description of the role of government. 
Also, a lack of IT technical skills, experience and security issues are some 
challenges that can potentially affect e-government development. Finally, 
the implementation initiatives of e-government are blocked by the lack of 
funding policies and support from the main leaders. This part provides an 
overview of findings obtained from e-government initiatives in different 
countries such as China, Kazakhstan, Kyrgyzstan, Tajikistan, Turkmenistan, 
Uzbekistan, Brazil and Zambia.

In this sense, Christopher Reddick and Yueping Zheng (2017) in Chap. 
5 show how data integration and analysis puts personal information pri-
vacy at risk. In China, this situation is even worse due to the lack of com-
prehensive laws and regulations for privacy protection in e-government in 
this country. Privacy lawas are not keeping up with the fast-paced develop-
ment of e-government in China. City level governments need to have 
stronger privacy protection in place and take further steps to improve indi-
viduals’ privacy protection, which will create a more favourable environ-
ment and citizen support for further e-government development. Finally, 
they found evidence that economic, budgetary and locational factors had 
a role to play in predicting greater performance in privacy statement 
adoption.

In Chap. 6, Ulan Brimkulov and Kasmy Baryktabasov (2017) affirm 
that Central Asia States are on the path of e-government development 
although there is no homogeneous pattern. Kazakhstan, for example, is 
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the leader in e-government development as it has a more powerful 
 economy compared to the other states in the region. Kazakhstan can fund 
many of the e-government development initiatives itself, whereas 
Kyrgyzstan and Tajikistan rely on the help of international organizations. 
The weak economy of Kyrgyzstan and Tajikistan do not make ICT ser-
vices such as Internet connection affordable for most citizens. From this 
point of view, this chapter confirmed that e-government development 
depends on the level of economic and ICT development. Therefore, the 
authors highlight that the digital divide, corruption, insufficient ICT 
development, Internet penetration, and a lack of political leadership are 
the most common obstacles to e-government development in the Central 
Asian Countries.

Also, Valeria Musafir (2017) in Chap. 7 analyses the strategic direc-
tion of Brazilian e-government policy and implementation from 2008 to 
2016. The chapter shows that the Brazilian digital government strategies 
have become much more aligned with international organizations’ 
guidelines, like those of the United Nations, OECD and UNESCO. The 
various governments have implemented strategies and initiatives which 
have favoured transparency and publication of the data from all agencies. 
However, there are still many issues regarding what data should be pub-
lic and what to do with that data, as well as problems in e-government 
implementation.

In this sense, there are problems about ‘organizational culture’—the 
size of the federal government; the fragmentation of organizations; con-
stant political change; the appointment of government executives based 
on politics rather than technical or meritocratic considerations; and ‘inte-
gration challenges’ where many agencies act independently rather than 
together to simplify processes. Integration across levels of government is 
critical, but very difficult, and ‘financial problems’ are also a major issue in 
developing e-government projects—all of the government ministries are 
facing budget cuts that are substantially affecting the IT budget.

Finally, in Chap. 8, the last chapter in Part II, Bwalya Joseph (2017) 
seeks to analyse the major factor that need to be considered when design-
ing responsive e-government solutions, especially in a developing world 
context. To achieve this aim, the author used the case of Zambia, and 
proposes a conceptual framework that can be used as a reference point to 
guide e-government design in contextually similar environments. 
Specifically, he highlights the following principles in the design of 
e- government: (1) active involvement of the government in the 
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e- government design so that priority needs of the society are embedded 
into the design; (2) efficiency and effectiveness as key pillars guiding the 
design; (3) availability of adequate funding with a clear understanding of 
the costs involved; (4) effervescent and responsive coordination between 
government departments; (5) unique legal requirements need to be care-
fully considered; (6) there should be requisite ICT infrastructure; (7) reli-
able leadership and long-term political leadership; and (8) public 
engagement to ensure that there is real collaborative engagement in the 
design.

13.4  InItIatIves undertaken, good PractIces 
and lessons learned In other countrIes

After examining experiences in developing countries, this book shows 
in Part III the initiatives undertaken by other developed countries so 
that developing countries can take note of the good practices and les-
sons learned. Gustav Lidén (2017), for example, in Chap. 9, shows 
that there is inconsistency in findings of global variations of e-democ-
racy as well as an inability to reach valid measurements of ICT develop-
ment. In this sense, there is no doubt that ICTs have influenced and 
will continue to influence political systems around the world, and that 
we could expect such processes to produce new forms of politics with 
great democratic capacity. This chapter concludes that even though 
technological conditions and population size are important for 
e-democracy, other explanatory factors are, to a large extent, shrouded 
in mystery.

In addition, Mohammed Aladalah et al. (2017) in Chap. 10 highlight 
how Gov2.0 facilitates citizen engagement to co-create public value using 
the theoretical lens of the propose Gov2.0 complexity cube. First, they 
identified citizen engagement as an important concept that enables public 
value co-creation between citizens and governments. Second, they pro-
posed the Gov2.0 complexity cube and tested the co-creation types only 
on one dimension of the cube—the government levels. Also, they identi-
fied that future research should empirically validate the dimensions such as 
community and citizens to reveal other types of co-creation. Finally, the 
researchers analyze the similarities and differences between Gov2.0 
platforms.

Then Pertti Ahonnen (2017) in Chap. 11 shows lessons that could 
be put into practice in developing countries when e-government is 
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implemented. One of these is the latecomer’s advantage, enabling 
learning from the mistakes of early adopters. In developing countries, 
for instance, ICTs may compensate for the relative underdevelopment 
of fixed telecommunication lines, land transportation and banking and 
finance. Besides, the introduction of innovations in developing coun-
tries may support the elaboration of stronger social networks of civil 
society and better political inclusion, although risks are also involved, 
including the expansion of political and social dissatisfaction with 
movements that lack peaceful outlets to articulate their demands.

Finally, Francisco Alcaraz Quiles et al. (2017) in Chap. 12 affirm that 
governments worldwide use ICTs as a way of enhancing citizens’ trust in 
them. The implementation of e-government is an opportunity and has a 
huge potential to contribute to the modernization of government. It 
could increase the contribution of websites as a way to increase transpar-
ency, accessibility and usability. The findings of the chapter show that the 
transparency of governments websites is inversely related to accessibility. 
The information is available but you have to spend too much time finding 
it. Nevertheless, transparency is positively related to usability, so, users of 
websites with a greater percentage of information disclosed have the per-
ception that the websites achieve the standards of usability; anyone can 
easily navigate around them. The websites of governments offer an easy 
way to access and navigate information, but politicians and managers must 
make further efforts to improve their accessibility, and improve 
transparency.

13.5  conclusIons

This book collects studies about the perceptions of stakeholders, such as 
public managers and politicians, regarding the need to implement 
e- government projects as a way to improve efficiency, participation, trans-
parency and accountability in governments, specifically in developing 
countries. In addition, the book analyses and shows different experiences, 
in a comparative way, regarding e-government projects. Thus, it high-
lights a benchmark analysis which is useful for governments as it identifies 
the key aspects to enable e-government projects to be successful.

In sum, this book offers a current overview to provide a roadmap that 
leads from problem definitions to problem-solving methods and innova-
tions for future progress.
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