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Preface

In the direction of the cashless world, computing systems play a major role in terms
of reliability, robustness, correctness and performance. This conference gives the
ideas how to work in electronic media safely and securely. Second point,
the manufacturing companies contribute a major role in the development of the
country. However, it is facing several challenges such as rapid product develop-
ment, flexibility, low to medium volume, transportation and low cost. Many
advanced/unconventional technologies/tools/software are being developed world-
wide to face these challenges. Among these technologies, IC design and manu-
facturing has become more popular due to the ability of precise work. For the
research, development, sharing knowledge and exchange ideas in current trends, the
first International Conference on Microelectronics, Computing & Communication
Systems (MCCS-2015) was organized by Indian Society of VLSI Education
(ISVE), Ranchi, at Advanced Regional Telecom Training Centre (ARTTC) near
Jumar River, Hazaribagh Road, Ranchi, from 14 to 15 November 2015. In this
conference, around 150 papers were received and 50 chapters in pedagogy
(Washington Accord) in which 33 reviewed, registered and presented
papers/chapters were accepted for publication in conference proceeding of Springer
book series Lecture Notes in Electrical Engineering. Pedagogy pattern of chapters
provides new ideas to learner to enhance their knowledge and scope of employa-
bility. Since this platform provides outcome-based learning, this is beneficial to
students, researchers, professors and industrial people to recognize or evaluate the
value of his/her current job. All the papers/chapters have been blind-reviewed by
three expert reviewers, and detailed comments were passed to the concerned
authors with decisions. All the presentation sessions were reviewed by six-member
expert committee.

The conference on “Investigations on the Logic Performance of Hybrid
CMOSFETs Comprising p-Ge/n-InGaAs MOSFETs with Barrier Layers” began
with welcome address by Dr. Vijay Nath, General Chair of the conference, and a
keynote address by Prof. Abhijt Biswas, Institute of Radio Physics & Electronics,
Kolkata University.
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The theme of the first session was Recent Trends in Microelectronics, device &
circuits, and the session featured talks by Prof. A.A. Khan, former VC, Ranchi
University. Future Scopes of Communication System was presented by Sh. Prasad
Vijay Bhushan Pandey, Chairman ISVE & DGM, ETR BSNL, Ranchi. The session
on Signal Processing consisted of talks by Prof. J.K. Mandal, Kalyani University,
and Prof. D. Acharya, President, ISTM, Kolkata. Dr. Soma Mandal, Institute of
Radio Physics & Electronics, Kolkata University, delivered her lecture on
“Electrical Equivalent Model for Gene Regulatory System”.

The Spokesperson for the session on Telecommunication Systems & Switching
was Sh. Prasad Vijay Bhushan Pandey who was holding the position of DGM ETR
BSNL Jharkhand Ranchi Circle and chairman ISVE Ranchi. The spokespersons for
the session on Electronics System Design and Manufacturing (ESDM) were Prof.
Vijay Nath, BIT, Mesra, Ranchi, and Prof. S.P. Tiwari, IIT Jodhpur. The
spokesperson for Biomedical Instrumentation was Prof. Anand Kumar Thakur,
SSMC Ranchi University. The session on Environmental Science and Engineering
consisted of talks by Prof. K.K. Khatua, NIT Rourkela. This conference included
oral session, poster sessions, tutorials, invited talks, keynote address by renowned
scientists, professors and industries related to the theme of the conference. In this
conference, original theoretical, practical, experimental simulations, development,
applications, measurement- and testing-based papers were invited on wide areas
from electrical, electronics, computer, communication, information technology,
biomedical instrumentations, aerospace applications and environmental science and
engineering, etc. The main aim of the conference was to bring together scientists,
researchers, engineers, professors, industries that exchange and share their
knowledge, experiences, technological developments and researches in current
trends.

The sub-area of the conference covered were microelectronic devices, MEMS,
VLSI design, IC technology, IC fabrication and testing, VLSI signal processing,
VLSI for wireless communication & bioengineering, VLSI for electronic system
design and manufacturing, image processing, digital signal processing, embedded
system, robotics, electric power system, hybrid vehicles, renewable energy, green
energy, cloud computing, algorithm development and implementation, computer
networks, ICT applications, computer architecture, information security, data
mining, mobile communication and computing, ad hoc network, wireless sensor
network, EMI and EMC, satellite communication, fibre optics communication and
optical networks, quantum dots, telemedicine, RFID and telemetry systems, aero-
space, and environmental science and engineering, etc.

Totally, 33 papers represent in this volume the cover theme of the conference,
i.e. design, simulation, verification, implementation and applications of micro- and
nanoelectronics, computing and communication systems. In the first session,
Microelectronics, device & circuits, papers were presented under the chairman-
ship of Dr. A.A. Khan and session chair persons were Dr. K.K. Senapati, Dr.
Aminul Islam, Dr. J.K. Mandal, Dr. Soma Berman, Dr. P.R. Thakura and Dr.
Abhijit Biswas. Shahiruddin et al. presented their paper on Single-Mode Negative
Dispersion Hexagonal Photonic Crystal Fiber. Rifagat Ali et al. described A Secure
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Three-Factor Remote User Authentication Scheme Using Elliptic Curve
Cryptosystem. S. Selvi et al. demonstrated the Implementation of Fingerprint-Based
Biometric System and Its Integration with HRMS Application at RDCIS, SAIL.
Rasika Dhavse et al. described Fabrication and Investigation of low voltage pro-
grammable flash memory gate stack. Sushma Kamlu et al. defined an Effective
Method for Maintenance Scheduling of Vehicles Using Neural Network. Susmita
Mandal et al. described her view on universally verifiable certificate less sign-
cryption scheme for MANET. Abhijit Biswas et al. presented paper on impact of
sidewall spacer layers on the analog/RF performance of nanoscale double gate
junctionless transistors. R.C. Barik et al. described A Novel Data Encryption
Approach in the Grid-Structured Binary Image. Bhattu.Hari Prasad Naik et al.
explained the Analysis of Electromagnetic Wave Using Explicit FDTD in TM
Mode with Extrapolation.

In the second session, VLSI Signal Processing, papers were presented under the
chairmanship of Dr. Abhijit Biswas and session chair persons were Dr. J.K.
Mandal, Dr. Soma Berman, Dr. P.R. Thakura, Prof. D. Acharjee and Dr.
N. Chattoraj. S.S. Panigrahi et al. described A DEA-Based Evolutionary
Computation Model for Stock Market Forecasting. Monalisa Dutta et al. demon-
strated the Electrical Equivalent Model for Gene Regulatory System. Sneha Jain
et al. described the Colour Image Segmentation Techniques: A Survey. Parivesh
Pandey et al. presented his survey on Wireless Image Sensor Networks: A Review.
Suprojit Nandy et al. demonstrated their strategy on Design of a Low-Cost Heart
Rate Monitoring System.

In the third session, ICT, papers were presented under the chairmanship of Dr. J.
K. Mandal and session chair persons were Dr. R.K. Lal, Dr. Soma Berman, Dr.
Abhijit Biswas, Dr. N. Chattoraj and Dr. S.K. Mahapatra. A. Uma et al. demon-
strated their approach for Design of DA-Based FIR Filter Architectures Using LUT
Reduction Techniques. K. Rajalakshmi et al. described fractional delay FIR filter
architecture using numeric strength reduction techniques. Yogesh Kumar Sharma
et al. presented their work on Lifetime Enhancement of WSN Based on Modified
Heterogeneous Leach Protocol. N. Chattoraj et al. described Modeling and
Investigation of Electrothermally Actuated Micro-gripper. Vijay Nath et al.
described an ultra-low-power Internet-controlled home automation. Kamalini Devi
et al. described their work on Depth-Averaged Velocity Distribution for symmet-
rical and asymmetrical compound channels. Vijay Nath et al. demonstrated their
design work for A 0.533-dB Noise Figure, 7-mW Narrowband Low-Noise
Amplifier for Global Positioning System Application. Deepak Prasad et al.
described the Design of Ultra-Low-Power CMOS Class E Power Amplifier.
Shaligram Prajapat et al. described the mechanism of cryptic mining for automatic
variable key-based cryptosystem.

In the fourth session, Hybrid Electronics & Space Engineering, papers were
presented under the chairmanship of Dr. K.K. Khatua and session chair persons
were Dr. A.K. Tiwary, Dr. Sukalyan Chakraborty, Prof. Shahiruddin, Prof.
D. Acharjee, Dr. Abhijit Biswas and Dr. P.R. Thakura. Abha Sharma et al.
explained the Improved Clustering for Categorical Data with Genetic Algorithm.
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Niranjan Raj et al. described the Balanced Wrapper Design to Test the Embedded
Core Partitioned into Multiple Layer for 3D SoC Targeting Power and Number of
TSVs. Abhijit Biswas et al. described the Investigations on the Logic Performance
of Hybrid CMOSFETs Comprising p-Ge/ n-InGaAs MOSFETs with Barrier
Layers. Tara Prasanna Dash et al. showed the Design and Simulation of
Strained-Si/SiGe Channel p-MOSFETs. Bhabnai Shankar Das et al. demonstrated
the application of Lateral Distribution Method and Modified-Lateral Distribution
Method to compound channel having converging floodplain. Tara Prasanna Dash
et al. defined the Silicon—Germanium Channel heterostructure p-MOSFETs. Vijay
Nath et al. demonstrated the strategy of Digital Hardware Design and IC
Technology in Pedagogy. Ranjan Mishra et al. defined the Antenna Path Loss
Propagation Model in the Dehradun Valley at 1800 MHz in L-Band. Rajesh Kumar
Lal et al. described technique for Reduction of Dark Current in QWIP. Md
Maqubool Hosain showed the Design of Circular Disc Monopole Antenna for
UWB application.

Authors and editors have taken utmost care in presenting the information and
acknowledging the original sources whenever necessary. Editors express their
gratitude towards the authors, organizers of IC-MCCS and staff of Springer (India)
for publication of this research book/proceeding possible. Readers are requested to
provide their valuable feedback on the quality of presentation and inadvertent error
or omission of information if any. We expect that the book will be welcomed by
students as well as practising engineers/researchers/professors.

Ranchi, India Vijay Nath
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Single Mode Negative Dispersion
Hexagonal Photonic Crystal Fiber

Shahiruddin, Akash Kumar and Dharmendra K. Singh

Abstract A photonic crystal fiber (PCF) with circular air holes having low dis-
persion and low confinement loss is analyzed. By deliberate selection of dimensions
of air holes and spacing between air holes, it is possible to obtain the two required
properties of solid core PCF at wide wavelength range that is negative dispersion
and low confinement loss which is of the order of 10”7 dB/m. At 1.55 pm wave-
length with common pitch (A), the simulated results have been observed at different
diameters. The intended design finds applications in communication fields.

Keywords Air fill fraction - Confinement loss - Dispersion - Finite element
method - Photonic crystal fiber

1 Introduction

Photonic crystal fiber (PCF) with periodic arrangement of air holes consecutively
along the longitudinal direction shows a lot of interesting distinctiveness
unachievable by conventional optical fiber. By alteration of the air holes or with
special transverse structure design, the dispersion can be modified to compliment
the weakness of optical system [1]. PCF is divided into two types of fibers. The first
one is index-guiding PCF which guides light by total internal reflection
(TIR) between a solid core and cladding region with multiple air holes [2, 3]. On
the other hand, the second one is photonic band gap (PBG) effect at the operating
wavelength to guide light in a low index core region [4, 5]. As we know that the
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2 Shahiruddin et al.

Table 1 Dispersion and confinement loss at 1.55 uM

Author Simulated results
Dispersion Confinement loss
Hsu et al. [7] D = —51,625 ps/km nm L. = 6.54 x 10~* db/km
Medjouria et al. D = 18.43 ps/km nm L. = 0.5 x 107 db/km
[8]
Medjouria et al. D = 18 ps/km nm L. =7.64 x 107 db/km
91
Seifouria et al. D = —2450 ps/km nm L. =0.013 db/m
[10]
Medjouria et al. D = 62 ps/km nm for triangular Le- 3.5 x 10~* db/km for triangular
[11] lattice lattice
D = 50 ps/km nm for sq. lattice L. =2 x 1072 db/km for sq. lattice

confinement loss can be reduced by introducing multiple air holes as much as
possible, but the number of air holes in the cladding area is limited. The finite
element method approach is used.

The dispersion must be compensated in the long-distance optical data trans-
mission system to suppress the broadening of pulse. One way to realize this is to
use the dispersion compensating fibers (DCFs) having large negative dispersion [6].
In PCEF, the dispersion can be controlled with unique freedom. The dispersion of the
air holes near the PCF core affects the dispersion characteristics. When the circular
air holes are replaced with several elliptical air holes near the core is carried out to
obtain better dispersion characteristic properties. As yet, the proposed PCF’s dis-
persion and confinement loss values in different papers are shown in Table 1. In this
work, we explore the impending in the hexagonal lattice of PCF to provide a new
method to flexibly control the dispersion. Zero or negative dispersion is achieved in
this paper. The confinement loss characteristic of PCF is achieved at 10”7 dB/m.
Moreover, we discuss the influence of the diameter of air hole rings on dispersion as
well as confinement loss. The design of structure and their parameters are calculated
by RSoft FEMSIM.

2 Designed Structure

Figurela shows geometric structure of the proposed hexagonal PCF. The air hole
diameters are represented by d and d;, and the pitch is labeled as A. The rings are
formed of hollow air channels running along the entire length of the fiber. The core
is surrounded by a cladding of effective refractive index, n.;. The wavelength
window of interest here is 0.8-2.0 um. PCFs are designed for variable air fill
fraction, d/A, where d is the air hole diameters and A the hole-to-hole spacing. The
core carries the light signal which is characterized by its diameter, and the core
material is of higher refractive index. The cladding is made of one or more layers of
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Fig. 1 a Cross section of proposed PCF and air hole arrangement, b close look of core region

materials of lower refractive index which keeps the light in the core. It can be
obtained as:

Na = n%ore - ngladding (1)

Initially, the diameters of the proposed PCF are d = 2 pm and d; = 1.4 um. The
distance between the centers of the neighboring air holes is A = 2 um. Figure 1b
explores the core region with two different diameters of air holes used in PCF.

Figure 2 depicts the light is confined in the core region. The diameter will
change to observe the light confinement at different air fill fraction. In Fig. 2a,
change the diameter of air hole d = 1.9 pm, d; = 1.3 pm, and constant pitch
(A) =2 pm in all cases. Figure 2b explores with change in diameter d = 2 pm,
dy = 1.4 pm. The diameter d = 2.1 um, d; = 1.5 um is considered in Fig. 2c,
Fig. 2d depicts light which is confined after change in air hole diameter
d=22pm, d; = 1.6 pum. Table 2 shows the constant values of A and air fill
fraction of different diameter of solid core PCF.

3 Numerical Results and Discussion

Figure 3 shows wavelength dependence of refractive index of proposed PCF for
different air filling conditions. In this figure, we have changed the diameter of the
air holes in the PCF to observe the change of refractive index and plot it by using
MATLAB. The light is confined in the core with . The light will propagate
constantly along the core and it should not propagate along the cladding. The
refractive index n is defined as:

B = nko (2)

where k is the free-space propagation constant.
At a proposed wavelength the refractive index defined by value f of the
respective material.
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Fig. 2 Field intensity distribution of PCF with constant A = 2 um
Table 2 D_iffere_:nt value?s of A (um) dIA (um) di/A (um)
pitch and air filling fraction of > 0.95 0.65
solid core PCF : :
2 1 0.7
2 1.05 0.75
2 1.1 0.8

The effective index model will be used for an investigation of bending loss and
dispersion properties.

Chromatic dispersion or total dispersion D (4) is a sum of both waveguide
dispersion Dw (/) and material dispersion Dm (1), i.e.,
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Fig. 3 Refractive index of variable diameter of PCF

D(2) = Dw(2) + Dm(%) (3)

Waveguide dispersion Dw (1) occurs due to wavelength dependence of propa-
gation constant of propagating mode, and material dispersion Dm (4) occurs due to
wavelength dependence of refractive index of material.

The dispersion (D) is proportional to the second derivative of the n.g with
respect to the wavelength (1) and is calculated by:

_ %dzRe [neff]

D) = c di?

4)

where D is total dispersion of the PCF, c is velocity of light in vacuum, /4 is the
wavelength, Re[n.g] is the real part of effective refractive index (n.g). Figure 4 shows
the dispersion curve at variable diameter and fixed pitch. The dispersion value at
1.55 pumis observed 300 ps/km nm in Fig. 4a after varying the diameterd = 1.9 um
and d; = 1.3 um. After changing the design parameters d = 2 um and d; = 1.4 um
with fixed air hole pitch (A) =2 pum, the dispersion is —1000 ps/km nm at
1.55 umin Fig. 4b. Figure4c shows the dispersion value 250 ps/km nm at 1.55 pm.
In last, Fig. 4d depicts the dispersion value 300 ps/km nmat 1.55 pm. By comparing
the dispersion graphs, the best result has been observed in Fig. 4b.

Confinement loss is the ability to confine the light within the core region. As the
core and cladding material are generally the same, and hence, they have same
refractive index. The cladding consists of air hole rings over the entire length of
fiber. The light guidance in the core is due to finite number of holes in bulk silica.
Here, the cladding does not insulate the core from the surrounding material, as the
holes do not merge with their neighbors. So physically we can imagine, the light
leakage from the core region into the outer air hole region is unavoidable and
confinement loss is occurring due to the extent of the cladding. In a solid core PCF
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Fig. 4 Dispersion slope with fixed air hole pitch (A) = 2 um

for small values of d/A, the resulting loss can be large unless a sufficiently large
number of periods are used. The confinement loss L, with unit of dB/m is obtained
from the imaginary part of n.s as follows:

L_(20><106)kI s

c = W oIm{7ef] (5)

With the unit dB/m, where Im[n.g] is the imaginary part of the refractive index
and ko = 27/ is the wave number in free space [12].

Figure 5 shows the confinement loss of proposed structure at different air fill
fraction. Figure 5a depicts that the confinement loss value is in the range of
13 x 1077 dB/m at 1.55 pm, assuming d =19 um and d; = 1.3 um, d/
A =095 um and di/A =0.65 pm. Figure 5b calculated at d =2 pum and
dy = 1.4 pm, d/A = 1 pm and d,/A = 0.7 pum is =5 x 10~ dB/m on the scale of
1.55 pm. When changing the diameter d = 2.1 pm, d; = 1.5 pm, d/A = 1.05 um
and di/A = 0.75 pm, the confinement loss is —9.5 x 107’ dB/m at bandwidth
1.55 um. Figure 5d shows the confinement loss approximate 0 at 1.55 um when
change in diameter d = 2.2 pm, d; = 1.6 pm, d/A = 1.1 pm and d;/A = 0.8 pm.
The confinement loss range is 10”7 dB/m after observing it at different air fill fraction.
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Fig. 5 Confinement loss with fixed air hole pitch A = 2 pm

4 Conclusion

A novel structure has been proposed to evolve negative dispersion and very low
confinement loss by using silicon material. The design offers a wide range of
wavelengths from 0.8 to 2.0 pm. It has been shown that the confinement loss has
been sharply dropped down to a very low value at the proffered communication
wavelength for this design. It is examined that if we keep different air hole diameter
‘d’ and by keeping the hole-to-hole spacing ‘A’ constant, we can get nearly zero
and negative dispersion over a wide range of wavelengths. Thus, large negative
dispersion of PCFs makes them useful prospects for use as dispersion compensating
fibers in optical communication. Now, alternate technologies are required that can
speed up the data transmission capacity. And since the introduction of
micro-structured PCF, a revolution has begun in the field of optical communication.
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A Secure Three-Factor Remote User
Authentication Scheme Using Elliptic
Curve Cryptosystem

Rifaqat Ali and Arup Kumar Pal

Abstract Recently, three factors such as biometric, smart card, and password
based authentication schemes have drawn considerable attention in the field of
information security. In this paper, the authors have presented an elliptic curve
cryptosystem based authentication scheme using biometric, smart card, and pass-
word and also analyzed the formal and informal security of the authentication
scheme. In this scheme, the parameters of elliptic curve are derived from the
biometric features like iris, fingerprints, etc., which is suitable to withstand the
forgery. The formal and informal security analysis are done based on the BAN logic
and suggested propositions, respectively. The security analysis ensures that the
presented scheme can withstand various kinds of malicious attacks. In addition, the
scheme is also comparable with other related schemes in the context of commu-
nication cost, computation cost, and smart card storage. The scheme is suitable to
ensure high degree of security with reduced comparatively overhead.

Keywords Authentication - BAN logic - Biometric - Key agreement
Elliptic curve cryptography (ECC) - Smart card

1 Introduction

In recent, the e-commerce and m-commerce based applications are become
widely popular among users due to the rapid advancement of Internet technology,
computer devices, smart phones, etc. Password based authentication is one of
the essential security mechanisms during secure communication with these
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e-commerce and m-commerce applications. In 1981, Lamport [1] presented the first
remote user authentication scheme for insecure network. In his scheme, server
maintains a password table to authenticate the legitimate user. Since then, in order
to improve the system security, computation, and communication efficiency, a large
number of smart card and password based authentication have been presented in the
literature [2-5]. However, the security flaws in password authentication based
protocols have been exposed seriously due to the management of password in
improper way. One of the common issues in password based applications is to
select suitable password. The selection of long and random password is highly
secured but such type of password is not practically convenient to remember for a
use. Sometimes, it may happen that the user may share his password with the other
people, in that scenario; there is no way to identify who is the legal user. In order to
resolve the single password authentication problems, several biometric-based
remote user authentication have been presented by several researcher [6-10].
Generally, biometric based remote user authentication is extremely more secure and
reliable than the traditional authentication scheme. The advantageous of using
biometric keys over the traditional password are like biometric keys cannot be lost
or forgotten and even it is not possible to copy, share, and guess the biometric key.
The biometric system is basically a pattern recognition system which operates by
obtaining biometric data from an individual extracting a feature set from the
obtained data and comparing these features with the template set in the database.

In order to design a secure and efficient authentication protocols, many
researchers have considered several cryptographic techniques such as ECC, RSA,
non-invertible hash function, and several other mathematical operations such as
XOR and concatenate. ECC provides same level of security with smaller key size
than RSA (1024-bits RSA key is equal to the 160-bits ECC key). In 2012, Li [11]
presented a two-factor remote user authentication scheme based on ECC and
claimed that presented protocol is secure against various kinds of security attacks
and provides mutual authentication and user anonymity with low computation cost.
However, Zhang et al. [12] point out that Li’s protocol cannot provide mutual
authentication and propose an improved scheme based on ECC. They claimed that
their scheme provide all security attributes with lower computation cost. In recent
years, many ECC based mutual authentication and key agreement scheme have
been presented in the literature [13—15]. In order to improve the security of remote
authentication scheme ECC combines with biometric. In 2014, Arshad and
Nikooghadam [16] presented ECC based three-factor remote authentication and key
agreement scheme, which is improvement of Tan et al. scheme [17]. They claimed
that their protocol resists various kinds of security flaws with better complexity.
Last few years, many biometric and ECC based authentication scheme have been
presented in the literature for distinct application systems [18, 19]. In this paper, we
have also presented of an ECC based three-factor mutual authentication scheme
where this scheme is verified through formal and informal security analysis.

Rest of the paper is described as follows: In Sect. 2, the ECC based three-factor
authentication scheme is presented. The security validation using BAN logic
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demonstrates in Sect. 3. Moreover, Sect. 4 shows informal security analysis of the
presented scheme. The performance comparison is presented in Sect. 5. Finally, the
conclusion is drawn in Sect. 6.

2 ECC-Based Three-Factor Authentication Scheme

This section presents the three factor authentication scheme based on elliptic curve
cryptosystem. The authentication scheme consists of four phases namely registra-
tion phase, login phase, authentication and key agreement phase, and password
change phase.

2.1 Registration Phase

In this phase, a user U; sends a request to the authentication server for registration
or re-registration purpose. Initially, the user freely chooses his/her identity ID;,
password PW;, and also imprints his/her personal biometrics F; at the sensor. Then
user calculates RPW; = h (PW,||r;) and submits {ID;, RPW,, F;} to the server
through secure channel. Here 7; is considered as a random number generated by the
user. The server performs the following operations after receiving the message from
the user:

i. Firstly, the server finds out the coordinate points (x, y, and angle) from bio-
metric feature F;. From this value, the coefficient of the elliptic curve coor-
dinates value A, B, and G points [10] are derived.

ii. The server computes 7; = H(F;), where H is biohashing function.

iii. Next, the server computes C; = X - G, D; = h(ID;)||RPW,) - G, E; = C; + D;,
S; = C; + h(RPW;) - G, where X is master key of the server.

iv. Finally, the server issues a smart card which contains {G, E;,H(-),
h(:), Si, Ty, Ex(-)/Di(-)} and sends smart card to the user via a secure
channel.

v. After receiving the smart card, the user enters r; into his/her smart card and
finally the smart card contains {G, E;, H(-), h(-), Si, T;, Ex(-)/D(:), ri}.

2.2 Login Phase

The login phase is invoked when the user wants to login to the remote server. The
following steps are performed:
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The user inserts his/her smart card into smart card reader and inputs the
personal biometric F; on the specific device to verify the user’s biometric.
Verifying T; = H(F}).

If the above condition does not hold, it means that the user U; does not pass
the correct biometric verification and the phase is terminated. If it is holds, the
user passes the correct biometric verification and inputs his/her identity ID;
and password PW; to perform the following operation.

After receiving the user’s identity ID; and password PW;, the smart card
computes the following: RPW; = h(PW;||r;), D} = h(ID;|RPW;) - G, C} =
E; — D}, Sf = C;+h(RPW7) - G and checks the condition whether the com-
puted S; matches with stored S;. If it is same, then it implies that the user
entered correct {ID;, PW;} and allows him\her to move for the next steps.
Otherwise, it will terminate the session.

The smart card generates a random nonce N, and computes the following:
AID; =ID; ® h(N.), M;=h(N.)-G-1ID; and M, = M, -RPW;, M; =
Ecy(Ney, My) and My = h(Cx||M;||N.), where Cx is the x coordinate of
C;=X-G=(Cx, Cy).

Then the user sends (AID;, M3, My) to the server over the public channel.

Authentication and Key Agreement Phase

phase achieves mutual authentication and session key agreement between the
and the server after performing all the steps which are presented below.

After receiving the login request message {AID;, M3, M4}, the server first
decrypts M3 using the key C, and retrieves {N., M, }. Then the server com-
putes ID; = AID; @ h(N.), Mj = h(N.)G. 1D}, Mj =M} -RPW,, M; =
h(Cx||M;||N;) and checks whether ID} = ID; and M; = M, or not. If this
condition is hold then moves into the next step. Otherwise, terminates the
session.

The server generates a random nonce Ng and computes the following: Ny, =
Ns @ N, and H; = h(Ns||RPW;||M;). Then server sends {N;., H;} to the user.
After receiving the message {Ny., H;} from the server, the user first computes
Ns = Ny @ N, using its own previously generated random nonce N.. Then
user checks H = h(Ns||RPW;||M;) using its own RPW;, M, and previously
generated random nonce N,.

The user computes SK = h(Ns||N.||[RPW;||M;), Z; = SK - G+ C; and sends
Z; to the server for session key verification.

The server computes SK = h(Ns||N:[[RPW;||M>), Zi =SK -G+ C; and
compares Z = Z;. If the comparison is matched it means that the session key
verification holds correctly.
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2.4 Password Change Phase

In this phase, whenever the user U; wants to change his/her password, then he/she
inserts his/her smart card into smart card reader and submits identity ID;, password
PW;, and biometric information F; and subsequently the smart card reader performs
the following steps:

i. Verifying T; = H(F;).

ii. If the above condition does not hold, it means that the user U; does not pass
the correct biometric verification and the phase is terminated. If it holds, the
user passes the correct biometric verification and performs the next steps.

iii. The user enters his/her identity ID; and password PW;, then the smart card
computes the following: RPW} = h(PW,||r;), D; = h(ID;|RPW]) -G,
C: =E;—D;, Sf = C; +h(RPW]) - G and checks the condition whether the
computed S} is matched with stored ;. If the comparison holds, it implies that
the user has entered the correct {ID;, PW;} and allows him/her to move into
the next steps. Otherwise, it will terminate the session.

iv. The user inputs a new password PW/°¥, then the smart card computes:
RPW!®Y = h(PW!®V||r;), DV = h(ID;||RPW!Y) - G, EM*Y = E; —
h(ID;||RPW,)- G+ h(ID;|RPW*Y) - G, 'V = E; — h(ID;||RPW,)-
G+ h(RPW!®Y) - G. Finally, the smart card replaces S; with S'* and E; with
E?®Y into memory of the smart card and keeps rest of the smart card param-
eters unchanged.

3 Security Analysis Based on BAN Logic

This section verifies the wvalidity of the presented scheme through
Burrows-Abadi-Needham (BAN) logic [20]. The notation and logical postulates
used in BAN logic is illustrated in Table 1. The BAN logic is a set of rules which
can be used to verify whether information exchanged scheme is trustworthy and
secured against various kinds of malicious attacks. To implement the BAN logic, the
following steps are performed:

Step 1: In the BAN logic, the goals of our scheme can be presented as follows:

Goal 1: U; |= (Ui <S—K>S)
Goal2: U; |=S|= (U,- <S—K>S)
Goal 3: S |= (U,-<S—K>S)

Goal4: S |= U; |= (Ui <S—K>S)
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Table 1 Notation of BAN logic

Pl=P& 0, Pa{x}, Message Meaning Rule: If A believes that K is shared by P and Q and sees
Pl=Q~X X encrypted with K, then P believes that Q once said X
P\EQ;‘PXﬂ Jurisdiction Rule: If P believes that Q has jurisdiction over X and P believes
- Q on the truth of X, then P believes on X

PPJE% Freshness Conjuncatenation Rule: If P believes that freshness of X, then P
I=#HX.Y) believes that freshness of (X, Y)
w Nonce Verification Rule: If P believes that freshness of X and P believes
I=0l= that Q once said X, then P believes that Q believes X
w Session Key Rule: If P believes that X is fresh and P believes that Q believes
PI=P=0Q X, which is the necessary parameters of session key. Then P believes that

share the session key with Q

Step 2: We transform our presented scheme to the idealized form as follows:
Message 1. U — S : AID;, M3: {N., M}, M4
Message2. S — U : Ny, H;: (Ng, M1>RPW,-
Step 3: We make the following assumption to analyze the presented scheme.
Ay S| = #(N,, Ny)
Az: U;| = #(N., Ny)

As:S| =53 u

A4Z U,| = U,'R}lNiS

As:S| = U; = N,
A6:Ui‘ =S=N;

Step 4: The main proofs are described as follows:

According to Message 1, we obtain

S1:8 < (AID;, M3: {N¢, My} ,.Ms)
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According to the assumption Az, S; and the message meaning rule to obtain
Sy:8| = Ui| ~{N., M}

According to assumption A; and freshness conjuncatenation rule to obtain
S3:8| = #{N., M}
According to S, S3 and nonce verification rule to obtain
S4:S| = Uy| = {N,, M},

where N, is the necessary parameter of the session key of the presented scheme.
According to the assumption As, S4 and jurisdiction rule to obtain

Ss: S| = {N., M}
According to the assumption A, S4 and session key rule to obtain
Se: S| = (U,-<S—K>S) Goal 3 achieved.
According to the assumption A;, S and nonce verification rule to obtain
$7:8| = U = (Ui<s—1<>S> Goal 4 achieved.
According to Message 2, we could obtain
Ss: U < (Nye, Hiz (Ns, M) gpyy.)

According to assumption A4, Sg and message meaning rule to obtain

So: U;| = S| ~{Ns, M, }
According to assumption A, and freshness conjuncatenation rule to obtain

Si0: Uil = #{Ns, M1}
According to Sy, Sj¢ and nonce verification rule to obtain

S11: U] = S| = {Ns, M},

where Nj is the necessary parameter of the session key of the presented scheme.
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According to assumption Ag, S;; and jurisdiction rule to obtain
S122 Ul| = {Ns,Ml},

According to assumption A, S;; and session key rule to obtain
SK .
Si3: Ui = (Ui e S) Goal 1 achieved.
According to the assumption A;, S13 and nonce verification rule to obtain
SK .
Si5:Ui| =S| = (Ui <—>S> Goal 2 achieved.

In this paper, the presented scheme has achieved the preferred goals as shown by
the BAN logic. So this formal proof of the presented scheme is suitable to provide
mutual authentication and session key agreement between participant entities
securely.

4 Informal Security Analysis

In this section, we have further analyzed the presented scheme in the context of
informal security. The presented security analysis demonstrates the effectiveness of
such kind of authentication scheme in terms of security.

Proposition 1 An outsider attacker cannot extract user’s password PW,, identity
ID; and server’s secret key X from the smart card parameters {E;, S;, T;, r;}, login
request message {AID;, M3, M4}, and reply message {N,., H;} between the user
and server.

Proof An outsider attacker obtains the user’s smart card and extract secret infor-
mation {E;, S;, T;, r;} from the smart card by some means, and he also intercepts
the login request message {AID;, M3, M4} and reply message {Ny., H;} between
the user and server. But an attacker cannot extract the identity ID; password PW;
and secret key X as follows:

1. From S; = C;+h(RPW;) - G = X - G+ h(PW,||r;) - G, given r; an attacker has
to guess server’s secret key X and user’s password PW; at the same time to solve
the mentioned equation. It is not computationally feasible in polynomial time to
solve two unknown parameters password PW; and secret key X from one
equation.

2. E;=Ci+D; =X -G+ h(ID;||RPW;) - G = X - G+ h(ID;||h(PW;||r;)) - G. In
this case, the attacker has no knowledge of server’s secret key X, user’s identity
ID; and password PW,;. Therefore, an attacker guesses three unknown values at
the same time to solve the above equation which is not feasible in polynomial
time.
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3. AID; = ID; ® h (N,), an attacker cannot extract user’s identity ID; because it is
computationally hard due to non invertible hash function.

4. M3 = Ecy(N.,M}), where Cx is the x coordinate of C; = X - G = (Cx, Cy). Itis
hard to compute secret key X due to elliptic curve discrete logarithm problem
(ECDLP).

5. My = h(Cx||M3||N;) = h(X - G||h(N,) - G - ID; - h(PW;||r;)||N:). An attacker
cannot extract the identity ID;, password PW; and secret key X due to elliptic
curve discrete logarithm problem (ECDLP) and non-invertible hash function.

6. H; = h(Ns||RPW;||M;) = h(Ng||h(PW;||r;)||A(N.) - G - ID;, An attacker has to
guess three unknown parameters Ng, N, and ID; at the same time to extract the
user’s password from the equation H; = h(Ns||RPW;||M;) which is computa-
tionally infeasible in polynomial time.

Proposition 2 An insider attacker cannot extracts server’s secret key X from
his/her own smart card parameters {E;, S;, T;, r;}, login request message
{AID;, M3, M4}, and reply message {N,., H;} between the user and server.

Proof In this attack model, a legal but malicious user tries to extract the private key
X of the sever by using his own identity , password ;, smart card parameters
{E;, S, T;, r;}, login request message {AID;, M3, M4y}, and reply message
{Ni., H;}. In the following, we show that the malicious user cannot get the secret
key X.

1. From S; = C;+h(RPW;) -G =X - G+ h(PW,||r;) - G, given r;. It is hard to
compute secret key X due to the elliptic curve discrete logarithm problem
(ECDLP).

2. Similarly, the attacker cannot extract secret key X from {E;, M3, My} parame-
ters due to the same reason.

4.1 User Un-Traceability Attack

It is our assumption that an adversary has trapped two login request message
{AID;, M3, M4} and {AID;, M}, M}} during the execution of protocol and try to
trace the both message are belonging to same user or not, where
AID; = ID; @ h(N,), M3 = Ecx(N.,M;) and My = h(Cx||M;||N,). It may be noted
that the each parameters {AID;, M3, M,} are dependent on the random nonce N..
Since the random nonce are distinct in each authentication session and valid for that
session only. So in the presented scheme, the login request message
{AID;, M3, M4} and {AID;, M}, M} are dissimilar in each authentication session.
Therefore, an adversary cannot trace the user after intercepting the login message.
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4.2 Privileged Insider Attack

Today, most of the authentication protocols are not secure due to the privileged
insider attack. So it is very important to keep user’s confidential information secret
from the server. If a malicious administrator obtains the user’s password by some
means then he/she may use that password for accessing the other application servers
where the user must registered himself/herself to every application server using the
same identity ID; and password PW,. During the registration phase of the presented
scheme, we provide RPW; = h(PW,]|r;) instead of plaintext password PW; to the
server, where r; is a random number. So the insider attacker cannot extract PW;
from RPW; due to the non-invertible hash function.

4.3 User-Server Impersonation Attack

In this attack model, we assume that the attacker intercepts the login request
message {AID;, M3, My} and reply message {N,., H;} and tries to impersonate as
a legal user or server. However, the Proposition 1 shows that an attacker cannot
extract user’s password PW,;, identity ID; and server’s secret key X. Thus, an
adversary cannot computes valid login request {AID;, M3, M4} and reply message
{Ni., H;} without knowing user’s password PW,, identity ID; and server’s secret
key X. Therefore, an attacker fails to impersonate as legitimacy entity of the pre-
sented scheme.

4.4 Password and Identity Guessing Attack

In the presented scheme, we have assumed that each user uses very low entropy
identity ID; and password PW; which is easily guessable in polynomial time.
However, the Proposition 1 shows that an attacker cannot extract the user’s identity
ID; and password PW, from the smart card parameters {E;, S;, Ti, r;} and also from
the communicated messages {AID;, M3, My, Ny, H;} between the user and the
server. Therefore, the presented scheme is secure against password and identity
guessing attack.

4.5 Replay Attack

In the replay attack, the attackers intercepted the previous login message and later
on transmit the same message to the server and try to impersonate as the legitimate
entity. Suppose an attacker sends the previous intercepted message
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{AID;, M5, M4} to the server, after receiving the message the server matches the
received message with stored message. If it matches, then server rejects the
attacker’s login request. The presented protocol is secure against replay attack due
to the random nonce N, and Ns which are generated by user and server, respec-
tively. Random nonce confirms that each login message is distinct in each session
and valid for that session only.

4.6 Stolen Smart Card Attack

To access the remote server, an attacker computes the login message
{AID;, M5, M4} by using the extracting parameters {E;, S;, T;, r;} from the stolen
smart card. However, an attacker cannot compute valid login message
{AID;, M3, M} as follows:

1. AID; = ID; ® h(N.), an attacker requires identity ID; for computing AID;. The
Proposition 1 shows that the attacker cannot extract identity ID; from the smart
card parameters {E;, S;, T;, r;}, login request message {AID;, M3, M}, and
reply message {N,., H;}. So, an attacker cannot compute AID; without the
knowledge of identity ID;.

2. M3 = E¢¢(N., My), where Cx is the x coordinate of C; = X - G = (Cx, Cy) and
M, = h(N.) - G -ID,. An attacker requires identity ID; and secret key X for
calculating the message Ms. The Proposition 1 shows that the attacker cannot
extract ID; and X from the smart card parameters {E;, S;, T;, r;},login request
message {AID;, M3, M4}, and reply message {N;., H;}. So an attacker cannot
compute M3 without the knowledge of identity ID; and secret key X.

3. Similarly, an attacker cannot compute M, = h(Cx||M||N.) without the
knowledge of ID; and X.

Therefore, we may conclude that the presented scheme is secure against stolen
smart card attack.

4.7 Efficient Login and Password Change Phase

During the login and password change procedure of the presented scheme, the
smart card reader detects the error very quickly if an attacker inputs the wrong
information such as biometric template F;, identity ID;, and password PW; to the
card reader. As the result, an attacker cannot generate a fake login message which
reduces extra computation and communication overhead as well as network con-
gestion. Thus, the presented scheme provides efficient login and password change
phase.
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4.8 Session Key Recovery Attack

In the presented scheme, the security of the session key SK = h(Ns||N.||RPW;|| M)
based on the non-invertible hash function. Moreover, the session key depends on
the password PW;, identity ID;, random nonce Ngand N., which is generated by
server and user, respectively. However, the Proposition 1 shows that the attacker
cannot extract user’s password PW; and identity ID; from the smart card parameters
{E;, S;, Ti, r;} and communicated messages {AID;, M3, My, Ny, H;} between the
user and the server. Without the knowledge of password PW; and identity ID;, an
attacker cannot compute the session key SK. Thus, the presented scheme is secure
against session key recovery attack.

4.9 Perfect Forward Secrecy Attack

The perfect forward secrecy means, if the system’s confidential information is
compromised, then the secrecy of previous established session key should not be
affected. In the presented scheme, we assume that user’s password PW; and identity
ID; are compromised by the attacker. Yet, the adversary cannot compute the pre-
vious session key SK = h(Ns, N, RPW;, M,) without the knowledge of random
nonce N, and Ny, which are generated by user and server, respectively. Therefore,
the presented scheme is secure against perfect forward secrecy attack.

4.10 Session Key Verification and Agreement

In this protocol, the user and server agreed upon a common session key SK =
h(Ns||N.||RPW;||M;) and verifies it using the following condition Z; = SK - G + C..
To compute Z;, an attacker has to know SK = h(Ns||N,|RPW;||M;), C; = X-G and
computes SK = i(Ns||N.||RPW,||M;), user’s identity ID; and password PW; are
needed and to compute C; = X-G server’s secret key X is needed. The Proposition 1
shows that an adversary cannot extract user’s password PW, identity ID; and server’s
secret key X from the smart card parameters {E;, S;, T;, r;} and communicated
messages {AID;, M5, My, Ny., H;} between the user and the server. Since the only
authorized entities can compute SK and Z;. This demonstrates that the user and server
can correctly verify the established session key.
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5 Performance Analysis

In this section, we have compared the security and performance of the presented
scheme with other existing relevant schemes [12—16]. In Table 2, we have sum-
marized the communication cost, computation cost, and memory storage cost of the
presented scheme and other relevant schemes. To analyze the computational
complexity, we define the notation Ty is the one-way secure hash function, 7y is the
symmetric key encryption/decryption operation, and Tpyy is the point multiplication
operation on elliptic curve cryptosystem. The presented protocol requires
4Ty + 3Tpy, 12Ty + 8Tenm + 2Ts, and 7Ty + 4Tpy operation for registration
phase, login and authentication phase, and password change phase, respectively. In
Table 3 and Fig. 1, we have provided communication cost and smart card storage
cost comparison of the presented scheme with other relevant scheme [12-16]. In
order to measure the communication cost, we have assumed that the length of
identity ID;, password PW;, random nonce, elliptic curve point, and hash function h
(+) are all 160 bits length. Moreover, symmetric key encryption/decryption takes
512 bits. It is noticeable from Table 2 that the presented scheme achieves com-
paratively better communication cost than other schemes [13, 16]. In Table 3, we
compared the presented scheme with existing related schemes in the context of
different security functionalities. It is noticeable that the presented protocol is secure
against relevant security attacks and achieves several security attributes than other
schemes.

6 Conclusion

In this paper, we have presented a secure biometric based remote user authenti-
cation scheme using elliptic curve cryptosystem. The security of the presented
scheme validated through both formal and informal way. The formal security
analysis using BAN logic, which confirms that, the presented scheme achieves
mutual authentication and session key agreement securely. The informal security
analysis ensures that the presented scheme can resist various kinds of malicious
attacks. The performance comparison demonstrates that the presented scheme is
more secure and efficient than other relevant schemes. Moreover, the presented
scheme can update the password on the user’s demand without contacting the
Server.
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Table 3 Security feature comparisons among the presented scheme and other relevant scheme

Security Zhang Zhang Xu Wang Arshad and Presented
requirement et al. et al. et al. [15] Nikooghadam scheme
[12] [13] [14] [16]

A Yes No Yes No Yes Yes

A, Yes No Yes No Yes Yes

Aj Yes No Yes Yes Yes Yes

Ay Yes No Yes Yes Yes Yes

As No No Yes Yes Yes Yes
Ag No Yes Yes Yes Yes Yes

Ay No Yes Yes Yes Yes Yes

Ag Yes Yes No Yes No Yes
Ag No Yes No Yes No Yes

Note: A; resist password guessing attack, A, resist identity guessing attack, A; resist impersonation
attack, A, resist privileged insider attack, As resist replay attack, A resist user un-traceability
attack, A, resist forward secrecy attack, Ag session key verification, Ag efficient login and password
change phase

Fig.
storage overhead (bits) of
different authentication
scheme. Note: SCMR smart 1000
card memory requirement,
CC communication cost

1 Communication and 2000

1500

500 uSCMR

mCC
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Implementation of Fingerprint-Based
Biometric System and Its Integration
with HRMS Application at RDCIS, SAIL

S. Selvi, Manas Rath, N. N. J. Hemrom, A. Bhattacharya
and A. K. Biswal

Abstract RDCIS is a R&D unit of Steel Authority of India Limited (SAIL).
RDCIS has implemented Human Resource Management System for management
of online leave applications, tour applications, dependant declaration, medical
validation of employees, etc., for quickly building the workflows and processes of
HR functions. At RDCIS, there are around 481 employees and 223 Contract
Workers working under different Contractors. RDCIS main office is located at
Ranchi, RDCIS plant centres are located at Bhilai, Bokaro, Rourkela, Burnpur,
Durgapur and Bhadravati. SAIL has its own network connecting all the steel plants
and city offices. RDCIS has own VLAN network and connected to RDCIS plant
centres through SAIL-Net. Before the implementation of biometric system, the
employee attendance was captured in the attendance register. Attendance from plant
centres and city offices was sent through e-mail system every month to RDCIS,
Ranchi. The practice for capturing attendance was manual, and every morning and
evening, employee signs his in-time and out-time in the attendance register kept in
the Head of Group (HoG) room. The employee also has to update the register for
other information like leave details and tour details. At the end of the month, the
secretariat of the group compiles all the employees’ attendance data and
crossverifies with the leave book. There is a particular format given by the personal
department for filling up the employee attendance details. The group fills the
attendance of the employees as per the format and sends the attendance sheet to
the finance department. The finance department enters the attendance details in the
payroll system for the preparation of salary. The disadvantage of manual attendance
system is many. Some are the attendance register gets lost, mismatch between the
leave book and the attendance register, wrong entry of details in the attendance
register, etc. Also sometimes, the attendance is manipulated and sent to payroll
system. To address all these problems, a project was taken to implement biometric
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attendance system along with Human Resource Management System. This will
help in continual monitoring of employee attendance and to meet current and future
requirements of personnel department. In this regard, RDCIS has implemented
biometric attendance system in all locations of RDCIS to monitor the employee’s
attendance centrally from Ranchi. The system has been integrated with payroll
system for preparation of employee’s salary. This paper discusses in detail the
challenges in implementing biometric system at RDCIS. The Web-based biometric
attendance system will help RDCIS for better time management of human
resources. The software has been developed with three-tier approach. The software
tools used are Oracle Database, HTML and JSP. The software has been deployed
with Tomcat Apache Server on Windows Operating System.

Keywords Human Resource Management System (HRMS) - Management
Information System (MIS) - Computer & Information Technology (C&IT)
Research and Development Centre for Iron & Steel (RDCIS) - Steel Authority of
India Limited (SAIL) - Human Resource (HR) - Personnel & Administration
(P&A) - Java Server Pages (JSP) - General Manager (GM) - Head of Group (HoG)

1 Introduction

RDCIS has about 481 employees, which include both Executives and
Non-Executives and 223 Contract Workers working under different Contractors.
Further RDCIS has five plant centres at Bhilai, Bokaro, Burnpur, Durgapur and
Rourkela and two city offices at Delhi and Kolkata. At RDCIS, online leave
application, tour application, dependant declaration and leave encashment have
been successfully implemented through HRMS application software. The HRMS
software is available to all plant centres and city offices across Sail-Net and Internet.
Also, with the implementation of HRMS, the department is in a position to provide
faster employee services and online access to various information of the employees
with proper security mechanism. Further, considering the reducing manpower in the
department as well as erroneous reporting of data, due to its manual nature, RDCIS
has planned to go for comprehensive, integrated and online system for generation of
attendance for payroll system.

The corporate guideline of SAIL is to implement Biometric Attendance
Monitoring System at all plants/units. In this regard, RDCIS has implemented
biometric attendance system at RDCIS and at all RDCIS plant centres. This bio-
metric system is integrated with HRMS and payroll system. It is an open- and
soft-coded system, which can be horizontally transferred to other steel plants having
similar working and operational practices with minor modifications.
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2 Need for Biometric System

There are many reasons that organizations have to go for Biometric Attendance
Monitoring System. Biometric-based solutions are able to provide for confidential
financial transactions and personal data privacy. Here are a few benefits of the
system as follows:

Maintain time record.

Enhancement of security.

For confidential financial transactions and personal data privacy.
Attendance tracking.

Convenient and considerably more accurate than manual method.
Time saving.

Transparency.

Employee satisfaction.

3 Approach Adopted

Proposed biometric system has following system components:

System Field Devices
Biometric Readers—Fingerprint Biometric Time Recording Terminals with Time
Display.

Enrolment Kit—Captures & registers the Fingerprint.

System Software

e Application Software with Rules Engine—Process and analyse the transaction
data based on company rules. It maintains database of employees and enables
the administrator to configure the terminals.

e Data base MS-SQL—this is central database for all terminals and stores trans-
action data and employee master data.

e Fingerprint Enrolment Software—Captures fingerprints and stores in central
server.

e HRMS Integration Module—This module HRMS and biometric application
software enable the application to access employee master, company policy,
leave policy, shift scheduling configured in HRMS. It transfers attendance
transaction data to HRMS from the application software in specified format in
specific intervals of time (Fig. 1).
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Fig. 1 System architecture

4 Biometric System Features

Dedicated to time and attendance operations.
Rugged design, vandal resistant polycarbonate casing suitable for interior or
exterior environment.
No external wiring connections, user interface for configuration of the panel.
Connection by internal terminal block with locking screw.

e Facility to configure controller and biometric module through on board Web
Server.
Data retention in case of power failure using flash memory.
Inbuilt battery backup for 2—-8 h (optional).
Data transfer option—LAN/WAN/USB/GPRS.



Implementation of Fingerprint-Based Biometric System ... 29

5 System Process Flow

The different activities are performed at biometric server level, field level, admin-
istrator level, HRMS/Payroll level. The central server performs the following
activities:

1. Store all transaction databases.

2. Store all terminals database.

3. Process the transaction data and convert into specified format for HRMS.
4. Send the process data to HRMS.

6 Enrolment and Verification

(1) Verification mode

In the verification mode, the system validates a person’s identity by comparing the
captured biometric data with her own biometric template(s)-stored system database.
In such a system, an individual who desires to be recognized claims an identity,
usually via a PIN , a user name, a smart card, etc., and the system conducts a
one-to-one comparison to determine whether the claim is true or not. Identity
verification is typically used for positive recognition, where the aim is to prevent
multiple people from using the same identity (Fig. 2).

(2) Identification mode

In the identification mode, the system recognizes an individual by searching the
templates of all the users in the database for a match. Therefore, the system con-
ducts a one-to-many comparison to establish an individual’s identity (or fails if the
subject is not enrolled in the system database) without the subject having to claim
an identity.

Fnroltment
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Fig. 2 Biometric enrolment and verification process
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7 Fingerprint Enrolment Kit with Terminal Management
Software

Duplicate search facility is there during enrolment in order to avoid multiple
identifying referring to the same individual.

e Enrolment of 1/2 finger per user.

e Facility of finger selection for enrolment.

e Facility of location/department/designation/division/access group-wise alloca-
tion of finger templates to their respective readers.

e Facility of restoring same group of finger templates when old finger reader is
replaced with new one.

e Robust enrolment to the consolidation of biometric template over three images.

e Ability to tune the false acceptance rate according to the application security
requirements.

e Live controls related to the image quality and the finger positioning during
enrolment.

8 HRMS Integration

The application software has three-tier clients—server architecture. The integration
with Oracle HRMS enables both-way data transfer. The integration is possible in
many ways—through SFTP Up loader, Through Web Service or through
Table View. 1. Through SFTP Up loader:—The application will export the data in a
required format into a file and in a specific folder through secured file transfer
protocol (SFTP) to avoid any modification/manipulation. This folder will be shared
with the HRMS/Payroll application which will be 24 x 7 running application and
will constantly monitor this folder for new incoming file. Once the file is found, it
will open the file and start importing the data into database. This application can be
configured to keep monitoring every 30 min which also can be configured. The
format of data required in HRMS shall be specified initially before integration. The
base file in HRMS from where application software will take data, and the target file
in HRMS where data shall be exported from application software shall be specified
as per the requirement (Fig. 3).

9 Challenges in Implementation

RDCIS main office is located at Ranchi, and RDCIS plant centres are located at
Bhilai, Bokaro, Rourkela, Burnpur, Durgapur and Bhadravati. SAIL has its own
network connecting all the steel plants and city offices. RDCIS has own VLAN
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network and is connected to RDCIS plant centres through SAIL-Net. The biometric
devices are installed in all the plant centres, in different locations of RDCIS
building and at SAIL satellite township. Biometric server is located in C&IT,
RDCIS and Ranchi. All the biometric devices in RDCIS building are connected
through VLAN. All biometric devices at plant centres are connected to Ranchi
server through SAIL-Net. All devices at SAIL satellite township, Ranchi, are
connected through GPRS Scheme to biometric server. The punching time at all
locations are different and decided based on plant timings for steel plants. The
attendance rule is framed by P&A dept. for late punching. The punched details in
the biometric device are downloaded to the central server every morning and
evening. There are also employees working in shift in RDCIS as well as at SAIL
satellite township. There are three shifts maintained: Shift A, Shift B and Shift C.
Shift employees are also taken care in the biometric attendance system (Fig. 4).

The biometric punch details are then transferred to HRMS database. The bio-
metric data is then processed as per the timing rule defined in the system. The
punching details are monitored by HoG, HoA and ED. There is different type of
MIS generated in the system for attendance (Fig. 5).

The employees coming late can apply for Outside Duty through OD module of
HRMS. The Leave Module in HRMS gives leave details. The Tour Module pro-
vides information of employees on tour. Taking together leave, tour, OD, punch
details, the attendance is prepared. Employees can view their attendance in HRMS.
Once the attendance is finalized, the HRMS system transfers the data to payroll
system. The attendance is then used for salary preparation (Fig. 6).



32 S. Selvi et al.

SAILNet

Biometric Server (C&IT)

Fig. 4 Biometric server data downloading scheme

Fig. 5 Scheduling of data
transfer from biometric server
to HRMS server -

]
Biometric Sef\'er[(‘&l'l'}

10.00A.M
230PM
7.00P.M
10.00P.M

HRMS Sever

10 Impact in Organization

e Online access control & attendance monitoring of employees and Contract
Workers.

Availability of various employee services.

Online availability of information.

Speed of processing and integrity of data.

Transparency.

Information for decision-making (MIS).
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11 Conclusion

RDCIS has implemented biometric attendance system as part of HR system to
improve the current practice and to automate the business functions of P&A
department. Biometric technologies present a number of advantages to the orga-
nization, ranging from stronger user authentication, greater convenience for users,
to improved security and operational efficiencies. Biometric is an emerging tech-
nology with many opportunities for growth. Biometric attendance system will help
organization in eliminating data entry errors and calculations, increase security and
productivity, save cost and time, increase employee satisfaction.
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Fabrication and Investigation
of Low-Voltage Programmable Flash
Memory Gate Stack

Rasika Dhavse, Kumar Prashant, Chetan Dabhi, Anand Darji
and R. M. Patrikar

Abstract In this paper, fabrication, characterization, and analysis of a FGMOS
gate stack employing ultra-thin tunnel oxide of 3 nm thickness are discussed. Apart
from basic C-V and G-V profiles, high-frequency hysteresis curve has been
investigated and device-level parameters are extracted. Use of ultra-thin tunnel
oxide has facilitated direct tunneling mechanism at program/erase voltages of 10 V
for 200 ms and —8 V for 40 ms, respectively. Excellent memory window of 1.2 V
has been obtained. Frequency-dependent capacitance and reliability-related profiles
are also studied. The device is useful for power-efficient non-real-time applications
like data logging, biometric security, backup servers.

Keywords Flash memory cell - Floating gate MOSFET - Low voltage
programmable + Memory window - Silicon nanocrystals + Thin oxide
Quantum dots

1 Introduction

Scaling floating gate (FG) devices vertically down to the sub-nano-technological
dimensions imposes typical problems related to their data integrity and sustain-
ability[1-10]. The vertical scaling limitation in flash technology is rooted from
extreme requirements put on the tunnel oxide layer. It should be thin enough to
allow charge alterability during program/erase (P/E) operations and thick enough to
retain stored charge during read disturb and idle conditions [5] throughout their
lifetime of minimum 10 years [11, 12]. ITRS Table 2013 data shown in Table 1
suggests that after 65 nm technology node, tunnel oxide has stagnated at 5-6 nm
for 2D planar NAND flash and 8-9 nm for NOR flash [11]. Alternate memory
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Table 1 Oxide scaling stagnation in flash memory [11]

Year of production 12014 12016 2018 2020
2D NAND flash

Minimum array 1/2 pitch (nm) 17 14 12 12
Tunnel oxide thickness (nm) 6-7 5-6 5-6 5-6
IPD thickness (nm) 10 9 9 9

P/E voltage (V) 15-17 15-17 15-17 15-17
Endurance (P/E Cycles) 1.0E+04 1.0E+04 5.0E+03 5.0E+03
NOR flash

Gate length (nm) 110 100 100 90
Tunnel oxide thickness (nm) 8-9 8-9 8-9 8-9
IPD thickness (nm) 13-15 13-15 13-15 11-13
P/E voltage (V) 9 9 9 9
Endurance (P/E Cycles) 1.0E+05 1.0E+05 1.0E+05 1.0E+05

structures to replace conventional flash technology are being proposed and inves-
tigated [12] but their future depends on whether they are promising in true sense
and how fast they can emerge.

Since past few years, ITRS community has fixed tunnel oxide thickness to
around 8-9 nm (NOR flash) [11]. This led to stagnation of P/E voltage. It is found
that P/E voltage has been scaled down by very small extent as compared to the
supply voltage in CMOS technology [13]. 15 V is projected P/E voltage for a
NAND flash until 2020, whereas supply voltage is just 1 V [6, 11, 14-16]. A flash
memory uses charge pump to obtain higher voltages than the supply voltage. As
such, they either have to deliver substantially high current or same current at a faster
rate to memory bit lines without much increase in the area on silicon [17]. The key
parameter in their design, especially with reduced supply voltage specifications, is
voltage conversion efficiency [13, 18]. Also, there are trade-offs like switched
voltage values (with respect to time), rise time minimization, charge consumption,
silicon area occupation minimization, complex clocking and control section and
number of stages [13, 17-22]. Thus, in current low-power supply scenario, most
logical solution to address this issue is reduction in the requirement of P/E voltage
itself, which implies that flash memory with thinner tunnel oxide must be used.

This paper begins with a briefing about C-V and G-V profiles of FGMOS gate
stack. Later, fabrication of FGMOS gate stack using ultra-thin tunnel oxide and
corresponding structural and electrical characteristics are illustrated. Complete C-V,
hysteresis, and reliability analyses are presented. Various parameters are extracted
from obtained curves.
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2 Parameters of Analyses

The focus of this research work is on fabrication of a flash gate stack with ultra-thin
tunnel oxide. A thin tunnel oxide provides a trapezoidal barrier which can be
overcome by the mechanism of direct tunneling [23-26]. Direct tunneling can be
easily carried out at reduced P/E voltages resulting into power-efficient memory
devices. Standard CMOS process is used for fabrication.

A. Basic Profiling

C-V measurement technique is the most adapted one and aids in extraction of many
parameters [1, 23-27]. As the MOS capacitor is fabricated directly on the substrate,
the top metal layer contact and the backside of the substrate are used as two
electrical contacts needed for a C-V test. The C-V analyzer applies a
high-frequency (1 MHz or 100 kHz) drive signal to the backside of the substrate,
via the chuck of a prober [26]. This high-frequency AC drive signal is superim-
posed on a relatively slow DC bias sweep. During this DC sweep, the capacitor
goes through accumulation, depletion, and inversion modes of operation. Such a
high-frequency C-V (HFCV) profile for n-type substrate MOS is as shown in Fig. 1
[24].

Various parameters of the gate stack can be calculated from this characteristics
using following formulae [23-26]:

T, = &7 (1)
(1E — 19)Ccq

where T, is the oxide thickness (nm), A is the gate area (cmz), &ox 18 the permit-
tivity of the oxide material (F/cm), and C,y is the oxide capacitance (pF). Flat-band
capacitance (Cgg) can be calculated by using Eqs. (2) and (3) which gives the
Debye length parameter.

Fig. 1 HF-CV for n-type 34
substrate MOS capacitor [24]
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CCGSSA(lE — 4) (/L)

Crn = (1E —12)Cc + esA/(1E — 4)(7) (2)
Vitege,
A= q;a 3)

where V; = kT/q is the volt equivalent of temperature and N, is the bulk doping
concentration for a p-type acceptor material. Extrapolating this flat-band capaci-
tance on the C-V curve gives value of flat-band voltage Vgg. V7 can be calculated
from a C-V curve as follows:

A 4esq
A S ( )¢B|+z|¢3|+VFBJ, )
Cca Npuk

where A is the gate area (cm?), Ccg is the oxide capacitance (pF), ¢ s is the
permittivity of the substrate material (F/cm), g is the electron charge
(1.60219 x 107" C), N, is the bulk doping concentration for a p-type acceptor
material in cm >, ¢p is the bulk potential (V), and Vig is the flat-band potential (V).

V2

CDebye - K (5)
£pEA
Winax = C(,)d - (6)
CCGCDebye
Crp = ———9—Debye 7
B CCG + CDebye ( )

Device with considered tunnel oxide thickness is ultimately supposed to serve in
45 nm regime, and hence, interface investigation becomes vital. When backside of
capacitor is used as one of the contacts, the series resistance due to oxides, floating
gate, and the substrate (though negligibly small) affect the C-V and G-V mea-
surements. So for interface trap conductance calculations of the system, this series
resistance can be compensated by using following formulae [24, 28]

2 22 2 22
C:(GM—i-w C3)Cu &G:(GM+0) Cy)a ®

2 2
o) el

where C, Cy and G, Gy, are the compensated and measured capacitances and
conductances, respectively. Here, w is 2m times the measurement frequency,
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a = Gy (G}, + ®*C})Rsgries, and all data sets here are corrected with a series
resistance of

2
Rsries = LM)Z 9)
[l + () }GM

Then, the interface trap conductance parameter is then given by

G oCccG
R+ 2 (10)
®  G*+w*(Ccc—C)

Here, Ccq is (¢éA/EOT) with A as the device area and EOT as total thickness of
tunnel and control oxide.

B. Memory Behavior

Memory behavior of the device can be easily tested by carrying out P/E mecha-
nisms and comparing HFCVs. Shift in the threshold or flat-band voltage then
dictates the memory window. Threshold voltage shift is governed by the charges
stored in the device, and Gauss’s law can be used to estimate corresponding charge
storage. Nominal read voltage lies between and is well separated from the two
threshold voltage values. This is shown in Fig. 2.

C. Reliability Study

Repeated subjection to high voltages during data storage operations makes the
tunnel oxide more prone to damages which may lead to the formation of a con-
tinuous leakage path causing malicious functioning of a memory cell. This is shown
in Fig. 3. The defects created thereof give rise to stress-induced leakage current
(SILC) which decreases data retention of flash memories by affecting the threshold

Fig. 2 HFCV hysteresis =
showing Vy/flat-band shift ACCUMLU-
[29] I lation
o
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Fig. 3 Data integrity Traps Conduction Path
problem observed in thin
dielectrics due to Gate Gate j
stress-induced trap formation
o . 502" s
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o e od
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Fig. 4 Cross section of
FGMOS gate stack 100 nm Al CG

10 nm Cox - SiO02

60 nm poly-S1 FG

3 nm Tox - Si02

p-Substrate

100 nm Al Back Contact

voltage shift of the devices [30]. If V7 shift is beyond the nominal read voltage, then
it leads to memory closure. Retention performance breaks down while using very
thin oxides due to quantum tunneling mechanism, especially below 3 nm [1, 2, 8-
10, 23-25, 31]. Increased leakage is a common failure mode of electronic devices.

3 Experimental Work

Fabrication of the FGMOS gate stack, which is basically a capacitor
(FGMOSCAP), was done in a class 1000 clean room. To ensure best epitaxial and
subsequent layers, a single-side polished (SSP) p-type silicon wafer of (100) ori-
entation of 1-5 Q-cm was chosen. This reflects to a Boron doping concentration of
2.4 x 10" ecm™ [32]. This lies in the most accepted substrate doping concentration
range of 10'*-10'7 cm™ [15, 32, 33]. Fabricated gate stack is shown in Fig. 4.
Device dimensions were 45 x 45 um. After standard RCA and buffered HF
cleaning, the wafer was subjected to a three-zone thermal oxidation furnace.
Temperature of all the three zones was set to 800 °C. Dry oxygen was then passed
at a rate of 40 ml/min/div, and flow was set for 20 divisions. After approximately
5's, a 3 nm epitaxial tunnel oxide was grown. For depositing n-type poly layer,
low-pressure chemical vapor deposition (LPCVD) was carried out in AMAT
Polygen Chamber. The dynamics involved in the polysilicon deposition include
breaking up of silane and phosphene and formation of n-type silicon that starts
crystallizing on the wafer surface under controlled temperature and pressure.
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Gas combination PH3:N,(B):N,(Pr):SiH; was used in a proportion of
85:9000:5000:125 sccm for 40 s at 750 °C to give phosphorus doping concentra-
tion of the order of 10'” cm™>. To obtain 60-nm-thick FG, extra polysilicon was
etched out by using TMAH and DI water (1:9). 10 nm control oxide was deposited
by inductively coupled plasma enhanced CVD (ICPCVD) with Silane: N, gas flow
in proportion of 16:40 sccm. Deposition was carried out for 10 s at 40 mbar
pressure and 30 W of RF power. Thermal evaporator was used to perform physical
vapor deposition of control gate (CG). Aluminum chunks were used as raw material
in a N, cooled evaporating furnace, with a base pressure of 5.2 x 102 bar. 30 min
were required to deposit around 100-nm top gate layer.

Back of the wafer was etched with BHF to remove native oxide and it was
followed by aluminum deposition to form the back contact.

4 Results and Analyses

A. Device Characterization

As-processed films were subjected to wafer level small signal metrology using
Keithley 4200 probe station at room temperature. High-frequency C-V character-
istics (at 1 MHz) of fabricated FGMOSCAP structure as shown in Fig. 5a indicate
that the device has a negative flat band voltage, which goes with the theory of
calculation of flat band voltage from work function difference between CG and
substrate and presence of silicon oxide interface charges [23]. Table 2 shows
various findings from these curves for the device under consideration, at 1| MHz
using Eqgs. (1)—(7). It can be observed that maximum gate capacitance is directly
proportional to the device diameter. Calculated value of tunnel oxide thickness is
2.73 nm, which fairly agrees with the approximated value. Figure 5b shows a
representative data set, where HFCV (@ 1 MHz) and G-V measurements of the
device with 13 nm EOT are plotted. The peak in the depletion mode of conductance
curve is manifestation of lossy inversion layer. This is due to capture of holes by the
traps at some location x in the gate stack [24, 28]. Parameters calculated by using
Egs. (8)—(10) are tabulated in Table 3.

B. Frequency-Dependent C-V Characteristics

In inversion mode, small signal capacitance depends on whether the measurements
are made at high or low frequency. The terms ‘high’ and ‘low’ are defined with
respect to the generation-recombination rate of the minority carriers in the inversion
layer [23-25, 34]. If gate voltage is varied rapidly, the charge in the inversion layer
cannot change in response and does not contribute to small signal AC capacitance.
Hence, it remains at the minimum corresponding to maximum depletion width.
However, if gate bias is changed slowly, minority carriers can be generated in bulk,
drift across the depletion region to the inversion layer or vice versa, and recombine.
In this case, the inversion charge increases exponentially with applied gate voltage.
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Fig. 5 a High-frequency C-V characteristics and b Capacitance and conductance graphs of a
conventional FGMOSCAP structure @ 1 MHz

Table 2 Parameters extracted from C-V profile

Ceomax () | Cegmin (F) | Ca (F) Nq (per cem) | Lpepye (M) | Crp (F) Ves (V)
30.0E-12 |2.9568E—12 |3.2751E—12 |2.54E15 8.14E—6 2.534E-11 |—-2.02

Frequency-dependent behavior exhibiting this analysis of fabricated FGMOS
capacitors is shown in Fig. 6. Although its variation is small, the capacitance value
in accumulation regime is not exactly same for all samples due to non-uniformity in
the oxide thickness throughout wafer surface. Other factors responsible for the
capacitance variation are variable measurement offsets and their frequency
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Table 3 Interface trap parameter calculations @ 1 MHz

Gy = 4.02E-7 (S)
Cyy = 1.43762E-12 (F)

RseriEs a C (F) G (S) Ceg (F) A (mz) Gi/w

@

4917.20 4.00946E 5.9184E 1.65061E 5.4728E 2.025E 2.08327E
=7 20 —-14 -10 -9 +11

N = -0.54576 \
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Fig. 6 Frequency-dependent behavior of FGMOS capacitor

dependence. Also, only a few samples gave considerable capacitance swing indi-
cating that other devices are leaky. It is observed from Fig. 6 that with decrease in
frequency, the inversion capacitance goes on approaching the accumulation value.
Further, at medium frequencies, it can be observed that for Vgg > 0.5 V, there is
droop in C-V characteristics instead of a flat. This indicates that the particular
samples were leaky.

This may be attributed to the defects in the control oxide layer, which was
deposited (not grown) and the rough control oxide and floating gate interface which
was formed by etching process. The inversion capacitance which is series combi-
nation of C,, and T,y is much less than that of the accumulation due to poly
depletion effect of the floating gate.

C. Memory Window Analysis
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Hysteresis curve of programmed and erased device showing memory window is
shown in Fig. 7a.

The device was programmed by applying a tunneling pulse of 10 V at the
control gate. For erasing, similar pulse of —8 V was applied. The DC gate bias was
swept from —3.5 to 2 V during HFCV measurement, and the device was charged
for 200 ms and discharged for 40 ms to get memory window of 1.2 V. The charge
stored across the floating gate can be accounted for increase in the capacitance
in programmed state. Here, charge stored is calculated as Ccg*AVy= 1.5E
—12*%1.2 = 1.8E—12 C, which in turn implies that 1.125E07 electrons are stored on
the FG. Thin oxide enables direct tunneling mechanism that leads to reduction of
tunneling voltages (10/—8 V against 15-17 V of ITRS standard). This, in turn,
supports the scaling of tunnel oxide below the earlier stagnated values [10, 35]. This
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Fig. 8 Data retention of device

achievement is the most desirable quality if the device shows appropriate data
retention.

D. Reliability Analysis

Device reliability was tested by executing data retention study. The observations are
plotted in Fig. 8. Leakage of charge can be indirectly seen by gate capacitance drop
over a period of time. It is found that gate capacitance is dropped by 3.256 pF after
14 h from charging. Extrapolation of this curve leads to data retention of approx-
imately 85.5 h, i.e., 10° s. Figure 9a clearly indicates effect of stressing. Variation
in the leakage current at lower voltages is collectively attributed to variable mea-
surement offsets. Stressing degrades the quality and increases leakage current by a
factor of 10 after 600 P/E cycles. With increasing number of P/E cycles, memory
window of the device is found to be shrunk. Correspondingly, gate capacitance also
gets affected. Samples were repeatedly programmed with 10 V, 60 ms pulse, erased
with —8 V, 40 ms pulse, and subjected to HFCV measurements. Resultant C-V
curves from Fig. 10b indicate that after subsequent P/E cycles, memory closure is
bound to happen. However, it is observed that the capacitance value increases with
number of program erase cycles. This is because with increasing P/E cycles, stress
sites and charges trapped therein increase causing reduction in effective oxide
thickness [23-25, 28]. Tunneling current density is found to be increased by a
factor of 11(approximately).

E. Result Comparison

Ultra-thin oxide (here, 3 nm as compared to 67 nm recommended by ITRS)
enables direct tunneling mechanism that further leads to use of lesser tunneling
voltages (here, 10/—8 V as compared to 15-17 V recommended by ITRS).
Figure 10 indicates the breakdown characteristics of fabricated sample of a
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Fig. 9 a Reliability study of the device in terms of SILC b Effect of stressing on memory window
@ 1 kHz

conventional FGMOSCAP. It is observed that the highest breakdown voltage for
one of the samples is —12.8 V. In this device, the thicknesses of tunnel oxide and
control oxide was 3 and 10 nm, respectively.

The dielectric breakdown strength of the oxide is £ = %, where E = electric field
(stress experienced by the oxide), V = applied potential difference between the
capacitor electrodes, and d = distance between the electrodes. Thus, the electric
field in this particular device is found to be 12.8 V/(10 + 3 nm) = 9.85 MV/cm.
This is highly acceptable performance as the reported dielectric breakdown of SiO,
lies around 8-13 MV/cm [36]. Figure 10 also shows the variation of gate current
before and after oxide breakdown. The ratio of currents flowing before and after
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Fig. 10 I-V characteristics of
conventional FGMOSCAP
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(nA and mA) clearly indicates the breakdown mechanism. The device exhibits
significant amount of stress induced as well as time-dependent leakage. This is due
to large interface trap density parameter which tends to gradually increase. This is a
well-known issue in thin-oxide flash memories and can be addressed by employing
advanced technologies like quantum dot floating gates or ONO-based memory
devices.

5 Conclusion

A conventional FGMOS capacitor with ultra-thin tunnel oxide is fabricated, char-
acterized, and analyzed. Device’s vertical dimensions are suited for the
next-generation FG technology devices. Results indicate that the fabricated device
offers excellent memory behavior (comparable with industry expectations) at low
P/E voltages which is a considerable achievement of this work. It is attributed to
P/E mechanisms by direct tunneling owing to use of the ultra-thin tunnel oxide
layer (3 nm against 7 nm ITRS standard). This will further minimize the on-chip
charge pump overheads. Though stressing has degraded the device marginally,
low-voltage P/E mechanism has dominated data retention feature. If this gate stack
is used in a real flash memory device, it would be useful in low-power low-speed
VLSI applications like data logging, biometric security, back-up servers.
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An Effective Method for Maintenance
Scheduling of Vehicles Using Neural
Network

Sushma Kamlu and Vijaya Laxmi

Abstract The maintenance scheduling of vehicles of a transportation system has
its own significance as far as effective operation of a transportation system is
concerned. Presently, inspection planning is used to plan for maintenance activity
of vehicles in a transportation system. It helps the operator to organize maintenance
activity and increase the ability to identify a proactive failure situation. In order to
avoid the dilemma like premature aging and failure of vehicles in transportation
system responsible for spontaneous and costly maintenance charges, at regular
intervals, it is imperative to carry out preventive maintenance (PM). This paper
presents the application of neural network technique for automatic maintenance
scheduling of vehicles. This paper presents an economic method for solving
maintenance scheduling of medium type vehicles by exploiting the neural network
technique.

Keywords Maintenance scheduling - Preventive maintenance - Neural network

1 Introduction

Preventive maintenance (PM) of vehicle transportation system has a significant
impact on transportation concert. Inspection planning is a method of transportation,
which is used to access the safety and operational circumstances of vehicles.
Usually, an organization/industry with transportation system keeps the record of the
maintenance plan and fleet history for all the vehicles manually in order to avoid
failure of services, which has its own drawback. The maintenance plan may also
vary from recommended maintenance plan provided by the manufacturer depend-
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ing upon numerous factors and circumstances. Basically, scheduled maintenance,
repair maintenance, and on-condition maintenance are the three main types of
maintenance activities. Failure of vehicles can be classified into in-service failure
and incidental failure. An in-service failure is detected at a time, when the
replacement will cause interruption of services, while an incidental failure is
identified on expiration of the equipment or component. To overcome it, after
survey, data may be used to implement new techniques like fuzzy logic and neural
network for automatic scheduling of maintenance of vehicle. The research work has
been till now done only for fleet management of vehicles [1]. Therefore, in this
work a technique has been developed for maintenance scheduling of the vehicles,
taking medium load of vehicles into consideration.

The neural network has a large number of interconnected nodes, which exhibit
the capability to learn and simplify from training patterns or data. Like fuzzy logic,
neural network can execute processing which resembles the human brain.
Nowadays, applications of the neural network are preferred worldwide, for text to
speech conversion, vision processing network, and nonlinear self-tuning adaptive
control. For constrained optimization problems, Hopfield-type recurrent networks
have been used based on “penalty methods.” The neural network has two advan-
tages; one is its learning capabilities and second is distributed representation.
Among three learning classes, the unsupervised learning procedure assembles
internal models to capture regularities in their input vectors without having any
prior information. These are appropriate to get clusters of data indicative of the
existence of fuzzy rules. In distributed representation, a pattern of activity is dis-
tributed over numerous computing elements, where each computing element rep-
resents many different values. Some applications of scheduling like job shop
scheduling [2] have been solved, with the help of a competitive learning rule
presents an effective and sound solution. On the basis of state input information,
i.e., training data of neurons of the operation of Hopfield neural networks [3] select
neuron output. Nowadays, various techniques have been developed to resolve the
problem of scheduling such as linear programming, classical local search heuristic
algorithm, and multiprocessor task scheduling [4].

In this paper, all uncertainties related to the parameters, such as past running
hours, operating condition of the vehicle, and fuel consumption rate, have been
considered, and a neural network technique has been developed for automatic
scheduling of maintenance of vehicles. The maintenance of a vehicle may get
affected by some or all of these factors: (i) speed of travel, (ii) topography,
(iii) weight of load. In this paper, geographical information system (GIS)-based
knowledge has been considered as inputs, which are terrain/texture of the road,
mileage of the vehicle, and applied load on the vehicle in order to develop an
economic system for automatic maintenance of vehicles. The primary goals of
maintenance scheduling are to preserve vehicles in safe operating mode, ensuring
each vehicle to operate at crest efficiency, maximizing vehicle life, and minimizing
vehicle service failures.

The paper has been structured as follows. The next section deals with the
overview of neural network model. Section 3 consists of the problem formulation,
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and Sect. 4 deals with the solution of maintenance scheduling using neural net-
work. Section 5 deals with the case study with results, and the last section consists
of conclusion of the proposed work.

2 Overview on Neural Network Model

Biology provides an important principle which helps to improve the research and
development in the field of artificial neural networks (ANNs) [5]. A number of
neurons connected in certain interconnection prototype are involved in an ANN
model as shown in Fig. 1.

Basically, an ANN model is an iterative algorithm for the search phase. ANN
learning refers to the method of modifying the weights of connections between the
nodes of a specified network. Biological learning mechanisms were described in
Hebb’s principle, and weight modification rule for artificial neural network can be
given by, Vw;; = kx;x;, where k is a small constant, which corresponds to the
strength of the connection from jth node to ith node and x; and x; are the com-
mencement level of respective nodes.

In the back-propagation algorithm with feed-forward neural network architec-
ture, input nodes generate the dimensionality of input patterns [6], and number of
nodes in the output layer depends upon the problem under consideration. Each
hidden node and output node applies a sigmoid function to its net input. The main
reason to use S-shaped sigmoid function is that it is continuous, monotonically
increasing invertible, differentiable function which asymptotically approaches its
saturation values as net — £00.

The back-propagation learning rule is an iterative gradient algorithm designed to
minimize the mean squared error between the actual output of a multilayer neural
network and the desired output by modifying network weights [7, 8]. It uses
supervised learning in which network is trained using data for which inputs as well
as desired outputs are known. Once the network weights are frozen, it can be used
to compute output values for new input values. Input—output pairs constitute the
training set {(x,,d,): p=1,..., P}. Training algorithm works irrespective of the

Fig. 1 Feed-forward
multilayer perceptron
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weight values that preceded training, which may at the start have been assigned
randomly. An error may be obtained from the difference ¢,,; = |0pj — d,.j| between
the jth components of the actual and desired output.

3 Problem Formulation for Maintenance Scheduling
of Vehicles

In this paper, factors considered for development of neural network model for the
maintenance scheduling of vehicles are discussed in detail. As discussed in Sect. 1,
terrain of the road, mileage of the vehicle, and the weight of the load on a vehicle
are the major factors which affect the working condition of the equipments or
components of a vehicle like vehicle engine, fuel filter, oil filter breather, and
transmission gears. Basically, the operating condition of the vehicle is based on the
running condition such as strength of the ground, texture of surface, slope of the
ground, rate of consumption of fuel, type of load. Hence, these factors affect
the maintenance plan of a vehicle. The maintenance schedule of vehicles running
on a flat terrain may be different than that of vehicles running on rough terrain. The
vehicle may have good mileage on flat terrain, but it may not be able to have the
same mileage on an increase or decrease in the gradient. Hence, the maintenance
activities may differ from the recommended maintenance plan by the manufacturer
of the vehicle depending upon the running condition of the vehicle.

Therefore, a new technique has been developed to have an effective maintenance
plan by using real-time GIS-based data. The GIS-based vehicle tracking system
gives the information about the geographical location, average speed, etc. The slope
of the road is calculated from that information as discussed later in this section. The
factors which are considered in this work to affect the maintenance plan are
explained in this section and later implemented with feed-forward back-propagation
neural network model. The factors affecting the maintenance of vehicle as
explained above are as follows:

A. Terrain

Classification of the terrain is anticipated for classification of surficial resources by
weather conditions, biological accretion, manual and volcanic bustle. It includes
residual resources weathered from rock; transported materials composed of mineral,
gravity, or any combination of these agents, landforms and geology course of action
[9, 10]. Information about the terrain assists in handling of vehicles in safe mode
effectively. Terrain can be classified into different classes based on three important
factors, which are as follows: (i) ground strength, which is the information about the
bearing capacity of the soil and specifies the potential level of environmental
damage which affects on the efficiency of vehicles, (ii) surface roughness, which
determines the distribution of infield obstacles and affects the vehicle stability and
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travel speeds, and (iii) slope, which is one of the major factors affecting travel
speeds and vehicle stability.

Five slope classes are recognized by the national terrain classification system
(NTCS) [11]. They are as follows: class 1 for 0-20% gradient, class 2 for 13-20%
gradient, class 3 for 21-35% gradient, class 4 for 36-50% of gradient, and class 5
for gradient 51% and above.

B. Load

Classification of vehicles depends upon several entities and is usually based on the
gross vehicle weight rating (GVWR) [10]. As per the American Automotive
Manufacturers Association (AAMA), the GVWR is the maximum weight a vehicle
is allowed to bring, including the weight of the vehicle, driver, payload, and fuel.
The load is classified as a light load, medium load, and heavy load as given in
Fig. 2.

In this work, medium type of load has been considered. The medium type load is
further classified as class IV, class V, and class VI as depicted in Fig. 2. Generally,
medium-duty vehicles have gasoline or diesel engine, single rear axle and it is for
commercial use. School buses, star buses, and trucks are some types of
medium-load vehicles.

The exact weight of a loaded or unloaded truck is directly obtained from the
weighting system. For a bus, applied load has been calculated by adding the actual
weight of unloaded bus and the number of tickets sold out multiplied by average
weight of the person considered as 65 kg. It is given by Eq. (1) below.

Load = number of tickets sold per trip x 65 4 weights of the vehicle (1)
C. Mileage
The fuel economy in an automobile is described by mileage of a vehicle. In other

words, it is the distance travelled in miles per liter or kilometer per liter (km/L).
Mileage of a vehicle is classified as shown in Fig. 3.

[
Light Load
Medlum Load

Heavy Load

Fig. 2 Classification of load

Class-I Class-IT Class-11T
[wt up to [wt up to [wt up to
0-2722kg]| 2722-4636kg] A 4536-6350 kg|

Class-V
[wt up to
7258-8845kg]

Class-1V
[wt up to
6351-7257 kg|

Class-V1
[wt up to
8846 -11793 kg|

Class-VII
[wt up to
11794-14969
kgl

Class- VIII
[above 14970
kel




56 S. Kamlu and V. Laxmi

There are several factors which may affect the fuel economy of a vehicle, which
are as follows:

e Fuel economy largely reduces in town due to frequent use of the accelerator and
brakes.

e Excessive idling decreases kilometer per liter (km/L) or miles per gallon (MPG).
Fuel economy reduces due to cold weather and frequent short trips.
The distance as well as the average speed between source and destination also
affects fuel economy.

e Time of travel, since the traffic much differs at noon than the traffic in the
morning and night.

e The number of traffic signals at a crossing, which may increase the traveling
time of vehicles.

e Type of location, whether dense or transparent.

For maintenance of vehicles, different factors like aerodynamic, engine strength
collectively affect the mileage, that’s why this factor has not considered separately.
Figure 4 gives the details of a GIS-based vehicle tracking system, which consists of
global positioning system (GPS) receivers and global system for mobile commu-
nication (GSM) modem. The GPS is a space-based satellite navigation system,
which provides location and timely information in all climatic environments. It can
be useful everywhere on or close to the Earth where there is an unobstructed line of
sight to four or more GPS satellites. The GPS receiver of the tracking unit collects

Fig. 3 Classification of ‘ ‘ ‘
mileage
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Fig. 4 Working of GIS-based vehicle tracking system
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the latitude, longitude, and speed information about the vehicle and sends it to the
microcontroller, and then the GSM module communicate with the microcontroller
to access and send this data to the server via a previously established general packet
radio service (GPRS) connection.

Daily report has been generated from GIS-based vehicle tracking system to
collect the details about vehicle location, date and time, direction, speed, and dis-
tance traveled as per Table 1.

Table 2 shows to utilize the data obtained from GIS-based vehicle tracking
system like vehicle location in degrees, minute, and seconds to calculate the per-
centage gradient, slope, and corresponding speed of the vehicle by converting it
into decimal degrees. These longitude and latitude are represented as X and Y
coordinates and utilized for calculation of percentage gradient and slope angle
along with corresponding speed of the vehicle.

Table 1 Daily report generated from GIS-based vehicle tracking system
S1. No. | Vehicle location Date & time Direction | Speed | Distance (km)
1 23°25'25.4"N 85°25'58.1"E | 19-07-2013 14:12:25 | 257.27 25.94 | 290.03
2 23°25'34.1"N 85°25'53.8"E | 19-07-2013 14:10:44 | 129.58 8.26 289.64
3 23°25'46.7"N 85°25'37.2"E | 19-07-2013 14:09:03 | 94.59 35.19 |288.88
4 23°25'46.4"N 85°25'31.1"E | 19-07-2013 14:08:43 | 78.71 18.97 | 288.69
5 23°25'46.7"N 85°25'26.8"E | 19-07-2013 14:08:24 | 91.31 2425 | 288.56
6 23°25'46.5"N 85°25'18.1"E | 19-07-2013 14:07:47 | 89.7 35.08 |288.31
7 23°25'46.9"N 85°25'08.8"E | 19-07-2013 14:07:19 | 97.93 353 288.03
8 23°25'48.0"N 85°25'03.4"E | 19-07-2013 14:06:51 | 102.19 16.81 | 287.86
9 23°25'49.5"N 85°24'57.2"E | 19-07-2013 14:06:11 | 101.54 14.24 | 287.68
10 23°26'02.6"N 85°24'58.0"E | 19-07-2013 14:04:05 | 191.99 8.08 287.20
11 23°26'02.8"N 85°24'57.6"E | 19-07-2013 13:36:55 16.98 9.58 286.93
12 23°25'58.7"N 85°24'56.9"E | 19-07-2013 13:36:27 11.47 23.53 | 286.79
13 23°25'51.0"N 85°24'55.4"E | 19-07-2013 13:35:41 37.03 13.83 |286.51
14 23°25'49.2"N 85°24'58.0"E | 19-07-2013 13:35:08 |293.16 12.19 |286.38
15 23°25'48.0"N 85°25'03.0"E | 19-07-2013 13:34:40 | 281.4 18.86 |286.22
16 23°25'47.0"N 85°25'07.3"E | 19-07-2013 13:34:13 | 279.23 35.03 | 286.10
17 23°25'46.3"N 85°25'17.4"E | 19-07-2013 13:33:45 | 268.89 41.09 |285.79
18 23°25'46.5"N 85°25'25.0"E | 19-07-2013 13:33:18 | 281.08 15.36 | 285.56
19 23°25'45.3"N 85°25'40.4"E | 19-07-2013 13:31:19 | 321.46 27.58 | 285.00
20 23°25'34.6"N 85°25'53.4"E | 19-07-2013 13:30:01 | 322.46 17.88 | 284.50
21 23°2526.6"N 85°26'01.7"E | 19-07-2013 13:29:22 | 316.69 38 284.15
22 23°24'59.9"N 85°26'16.1"E | 19-07-2013 13:27:40 | 71.33 32.38 | 282.88
23 23°24'58.4"N 85°26'11.0"E | 19-07-2013 13:27:22 | 72.9 31.65 |282.73
24 23°24'57.1"N 85°26'06.7"E | 19-07-2013 13:27:03 | 90.96 15.23 | 282.58
25 23°25'00.5"N 85°26'18.2"E | 19-07-2013 13:18:39 | 254.69 27.94 | 282.20
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4 Neural Network-Based Solution for Maintenance
Scheduling of Vehicle

This section deals with the implementation of neural network for application in
maintenance scheduling of vehicles for a transportation system. A feed-forward,
back-propagation multilayer perceptron has been designed, whose architecture is
shown in Fig. 5. The behavior of the back-propagation algorithm depends on the
values of learning rate and momentum. Variable sets a limit on the number of times
the back-propagation algorithm iterates through the training data set. Variable
learning rate controls how fast the weights and bias values change. Variable
momentum adds an additional boost to the rate of change of the weights and bias
values. After the neural network has been trained, the network checks for accuracy
of the output by calculating the percentage of correct prediction. For each epoch,
every data item in the training set is processed as per the following steps:
(i) “shuffle,” which rearranges the sequence array into a random order by selecting a
training item and extracting inputs and targets, (ii) “compute outputs,” in which
inputs are fed, and (iii) “update weights,” which is used to modify the weights and
bias by using the target values so that the outputs more closely match the target
values. This particular training approach, where back-propagation updates occur for
every training item is based on the difference between the computed outputs and the
target outputs [7, 12].

An alternative method is to read all training data, accumulate an overall dif-
ference between all computed outputs and all target outputs, and then perform a
single back-propagation update. After a neural network has been trained, the next
step is to estimate how well the model will perform on new data.

A neural network with three input nodes (one for each input), ten hidden nodes,
and four output nodes (one for each possible output class) has been considered for
maintenance scheduling of vehicles. The input variables of the neural network are
terrain, load, and mileage of the vehicle, and output is the kilometer run after which
maintenance is needed. The output has been classified into four maintenance stages
S1, S2, S3, and S4 representing the required maintenance after 5500, 6500, 7500,
and 8500 km run, respectively. The neural network uses the hyperbolic tangent
function for hidden node activation and for output node linear functions are used for
activation.

Fig. 5 Architecture for
feed-forward,
back-propagation

Input layer

Hidden layer Output layer
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The neural network’s weights and bias values are initialized to small (between
0.001 and 0.0001) random values. Then, the back-propagation algorithm is used to
search for weights and bias values which generate neural network outputs that
closely match the output values in the training data. In this approach, 450 input data
are used as training data and 150 data are used as test data. Training with
back-propagation is an iterative process. Due to large input data used for training,
the training process stops after 15-25 iterations, or when the mean squared error
term drops below 0.001.

In this work, 450 training data are used in neural network design. Some sample
training data are shown in Table 3. As mentioned in Table 3, preconditions are
defined, which are terrain, mileage, and load, with respect to these consequences are
represented as running a kilometer after which maintenance is required. For
example, if terrain in terms of % gradient is 20, mileage is 12.5 km/L, and total load
on the vehicle as per GVWR is 8894 kg, the corresponding consequence is
7000 km, which gives the information about the required maintenance of vehicle
after running 7000 km.

5 Case Study and Results

In this section, the case study with the results has been discussed in detail. As men-
tioned in Sect. 1, the generalized maintenance activities are scheduled maintenance,
repair maintenance, and on-conditional maintenance. During scheduled maintenance,
work to be carried out after every 8500-9000 km is as follows: air intake system, air
filter change, steering system, brake system, charge air cooler, whereas after
18,000 km maintenance, work is to be done for engine oil and filter change, antifreeze
concentration, transmission system, body mounting, wheel alignment, etc. Over
36,000 km run, vehicle has to go through maintenance work for the drive belt tension,
tensioned bearing, fan hub, valve clearance adjustment, etc.

A transportation system has been chosen for case study having 6 star buses. It
indicates that vehicle B4 had gone for the first maintenance for the year 2011 after
24,863 km, whereas, it went to the second maintenance activity after 2414 km. The
detail of case study has been presented in Table 4. The graph for first two main-
tenance activities for six vehicles has been shown in Fig. 6. It shows that the ages of
the four vehicles are 10-12 years and two vehicles are new 4 and 5 years old,
respectively. Vehicles of 10-12 years old have low mileage up to 10-12 km/L,
which runs for 52 km daily, whereas 4-to-5-year-old vehicles have mileage at 14—
16 km/L, and they run for 110 km daily considering six working days per week,
ie., 10-to-12-year-old vehicles and 4-to-5-year-old vehicles run for 312 and
660 km per week, respectively.

Table 4 indicates the age and details of past maintenance activities of the
vehicles in terms of kilometers in the years 2011 and 2012. For example, vehicle
B1, whose age is 5 years, had its first maintenance done in 38,612 km, and it went
for second maintenance at 44,653 km in the year 2011, i.e., vehicle gone for
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maintenance after 6041 km in the year 2011. Then, it went for next maintenance at
47,327 km in the year 2012, i.e., after 2674 km maintenance activity was done.
Similarly, vehicle B4 had its first maintenance during the year 2011 after
24,863 km; it had second maintenance activity after 2413 km. It means that usually
a transportation system is not performing similar maintenance activities for all its
vehicles. These are the major errors which may adversely affect the life and
operational circumstances of the vehicles. Therefore, neural network-based VMS
for automatic scheduling has been developed to assess the safety and operational
condition of the vehicles and to increase the ability of proactive failure situation
identification. The results obtained by the neural network model with 450 training
data and 150 test data are shown in Figs. 6 and 8. After simulation of neural
network model in MATLAB, a performance plot has been obtained which indicates
the region of convergence. It shows that the training was satisfactory because the
validation and test curves are very much similar. Due to large input data used for
training, the training process stops after 15-25 iterations, or when a mean squared
error term drops below 0.001. Figure 7 shows that the performance criteria were
achieved at iteration 13. The training continued for 5 more iteration before the
training stopped. According to Table 3, three inputs and corresponding output have
been used as the training data in the neural network model, which gives the outputs
as plots as shown in the Figs. 8a, b, c, and d indicating the result of training data,
validation data, testing data, and for all data.

The dashed line in each axis corresponds to the target which is equal to the
difference between the desired output and the actual output. The solid line corre-
sponds to the best fit linear regression line between outputs and targets. The
R indicates the relationship between the outputs and the targets. If R is equal to 1, it
indicates that there is an exact linear relationship between targets and outputs. If
value of R is near to zero, it indicates a nonlinear relationship between targets and
outputs. The corresponding R for training, validation, testing, and for all data are
0.8878, 0.85902, 0.85857, and 0.87992, respectively.

The details of transportation system vehicles taken as case study pertaining to
maintenance scheduling are given in Table 5. The previous two maintenances are
represented by Nm; and Nm5; the statuses of first two maintenances have been used
to determine the subsequent maintenance, Nms, through the neural network, where
nm signifies the maintenance count. S;[nm] is the type of maintenance as mentioned
in Sect. 4. Q; [NM] is the period of weeks, after which vehicle has to go for
maintenance. For example, according to Table 5, vehicle 2 whose age is 12 years,
in the year 2011-2012 had two maintenances. First maintenance held after a
7500 km run with maintenance of type S3 after 7 working weeks in 2011, and
second maintenance held after 5085 km run of type S1 after 5 working weeks. Nmj;
is the result obtained by neural network, which gives the plan for next maintenance.

According to the result obtained by neural network vehicle 2 has to go for
maintenance after 5 working weeks of type S1. Column for Nmj; in Table 5 gives
the results obtained by neural network, which gives the information regarding the
maintenance state and duration of the working time period of vehicle in weeks. For
example, the previous two maintenances of the first vehicle were of S4 and S1 types
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Table 4 Details of case study

Vehicle Age Gap between first and second Gap between second and third

(buses) (in maintenance in the year 2011 maintenance in the year 2012
years) (in kilometers) (in kilometers)

B1 (JHO1 5 38612-44653 = 6041 44653-47327 = 2674

W8924)

B2 12 297764-304448 = 6684 304448-309533 = 5085

(JHO1B2579)

B3 (JH 10 285633-299645 = 14012 299645-309418 = 9773

01E2110)

B4 (JHO1A 12 347064-371927 = 24863 371927-374340 = 2413

7585)

B5 11 52742-78560 = 25818 78560-86655 = 8095

(JHO1C2281)

B6 (JH 4 47327-55253 = 7926 55253-72624 = 17371

01C7231)

Fig. 6 Graph for past
maintenance scheduling of
vehicle

Fig. 7 Performance plot of
neural network-based model
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Fig. 8 a Target versus output for training data b Target versus output for validation ¢ Target
versus output for test data d Target versus output for all

and were done after 8 and 5 weeks from the date of its previous maintenance,
respectively. But, from the neural network model, it should have been done of S3
and S1 types after 12 and 10 working weeks, respectively. This way extra main-
tenance cost was paid for S4 type maintenance instead of S3 type maintenance for
the first vehicle.

Similarly, for rest all the vehicles also extra maintenance cost was paid. Hence,
the proposed method helps the transportation system to save funds as per the type of
maintenance is concerned defined as categories S1, S2, S3, and S4, i.e., regulatory
failure, engineering failure, catastrophic failure, and opportunistic maintenance. The
maintenance cost over 8500-9000 km, 18,000 km and 36,000 km run as per Indian
currency is around Rs. 12,000, 35,000, 25,000, respectively, excluding on condi-
tional and repair maintenance. As the gap between the two maintenances increases
with respect to kilometer run, maintenance cost also increases.
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Hence, fuzzy approach-based VMS for automatic maintenance scheduling in
terms of the type of maintenance not only improves vehicles working condition, but
it is also economically beneficial of a transportation system of vehicles.

6 Conclusion

The vehicle maintenance scheduling (VMS) of the transportation system is based
on several factors, such as past running hours, operating condition of vehicle, and
fuel consumption rate. Since, each parameter has intrinsic nonlinearity; the neural
network approach seems to be efficient to bring about the best possible VMS. The
proposed neural network model is a generic one to incorporate additional param-
eters to improvise the VMS by utilizing the knowledge-based input in that region.
The case study with result corroborates the potential use of the approach for
application in the transportation system.
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Improved Clustering for Categorical Data
with Genetic Algorithm

Abha Sharma and R. S. Thakur

Abstract Clustering is the most significant unsupervised learning where the aim is
to partition the data set into uniform groups called clusters. Many real-world data
sets often contain categorical values, but many clustering algorithms work only on
numeric values which limits its use in data mining. The k-modes algorithm is one of
the very effective for proper partitions of categorical data sets, though the algorithm
stops at locally optimum solution as depended on initial cluster centres. Proposed
algorithm utilizes the genetic algorithm (GA) to optimize the k-modes clustering
algorithm. The reason is, considering noise as cluster centres gives the high cost
which will not fit for the next iteration and also not gets stuck to the suboptimal
solutions. The superiority of proposed algorithm is demonstrated for several
real-life data sets in terms of accuracy and proves it is efficient and can reveal
encouraging results especially for the large datasets.

Keywords Clustering - Categorical data - Genetic algorithm - k-modes algorithm

1 Introduction

The ever-growing data in almost all fields significantly contribute towards future
decision-making, extracting hidden, but potentially useful information embedded in
the data. In depth of the clustering problem, many clustering methods usually
require the designer to provide the name and number of clusters as input.
Unfortunately, the designer has no idea about the inherent structure of huge data
sets. As well as clustering result is sensitive to the selection of the initial cluster
centres. This sensitivity may make the algorithm converge to the local optima. So,
the most challenging and difficult task is the determination of the number and name
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of clusters in a data set, which is a basic input parameter for most clustering
algorithms.

Clustering [1-3] is an important unsupervised classification technique which
groups the data objects in database such a way that objects of similar pattern in
some sense reside in one cluster and objects in different clusters are dissimilar in
same sense [4, 5]. Clustering has been effectively applied on variety of engineering
and scientific applications such as bio-informatics, astronomy, medical imaging,
remote sensing, physics, etc. Data matrix and dissimilarity matrix are basically two
types of data structure for clustering, if the data is not in this format then need to
preprocess the data in above suitable format [6]. Clustering algorithm generally
classified into two categories hierarchical and partitioning. Hierarchical clustering
algorithm builds a hierarchy of partition at each level.

This paper emphasis on partition clustering was entire data set is partitioned in
some specified number of bunches or clusters. A key issue in partitioning clustering
algorithms is to manually initialize the number of clusters because it has a direct
influence on the creation of final clusters. To find the similarity, it is essential to first
calculate the Euclidean or any other distance measure (D) between two objects
x and y, which is defined by E = ||x — y|| [5, 6]. Smaller the distance, greater the
similarity between the two objects and vice versa. Based on the various require-
ments and nature of the data, several clustering algorithms have been proposed. One
of the well-known partitioning clustering algorithms is k-means [7] algorithm which
is best suitable for very large numeric data sets but not appropriate for data set with
categorical attributes because it is not possible to find mean of categorical values.
Many partitioning clustering algorithm developed for categorical data and the tra-
ditional method to deal categorical attributes is treating it as binary numbers but
cannot produce significant outcome because its injustice to calculate the huge
attribute and data objects only in O and 1.

Cluster centre initialization problem remains the same which can severely affect
the final clusters. To solve this problem, genetic algorithm (GA) shown in Fig. 1 has
been used to break the limitation of one and last chance to assume the cluster
centres, convert the local optimal solution into global optimal solution.

GA is one of the evolutionary algorithms based on genetics originally developed
by Holland [8] which can apply to various optimization problems. Its
domain-independent nature stimulates its usage in many areas such as VLSI design,
pattern recognition, machine learning, etc. We propose an algorithm which is
modification of GA for clustering, proves that it congregates to a global optimal
solution. This paper presented an algorithm of choosing initial modes using one of
the evolutionary algorithms.

The paper is organized as follows: Sect. 2 presents Basics of the work, Sect. 3
Proposed method, Sect. 4 Experimental details, Sect. 5 concludes the paper.
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Genetic algorithm

Start

1 i=0

2 population initialization p(i)

3 fitness computation p(i)

4 i=i+]

5 if termination condition reached go to step 10
6 select p(i) from p(i-1)

7 Apply crossover technique on p(i)
8 Apply mutate on p(i)

9 goto step 3

10 stop (output)

Fig. 1 Fundamental steps of genetic algorithm

2 Background

The objective is to find k partitions that minimize the total within cluster variation
(TWCV) with the help of some GA operators; string representation, population
size, selection operator, and crossover as one-step k-modes algorithm.

A generalized mechanism is presented in this paper to recognize the worst
cluster in a categorical dataset to ignore it. This work utilizes the strength of genetic
algorithm (GA) and the simplicity of k-modes clustering algorithm to determine
most appropriate cluster centres. The objective function is defined in terms of the
distance measure among the data objects.

A. Dissimilarity measure

Let A and B are categorical objects, and m are categorical attributes. The distance
between them can be defined by the total mismatches of the corresponding cate-
gories of the two data points [9]. Formally,

di(A, B) = d(a;, by) (1)

—_

~

where
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If the data set contains frequencies of categories, then the distance calculation
will be done as follows [9].

B. Mode of a set

Consider X is set of categorical objects described by categorical attributes, Cj;
Cy; . Cy.

Definition 1 Mode of X is a vector M = [my, my, ...m,| that minimises
D(X, M) = 37" di(X;,M), where M may or may not the element of X [9].

C. Find Mode for a set

Let nt;; be the number of data objects having the kth category #; in attribute C;
and the relative frequency of #; in X is fr C;J < 1 |X = % [9].

Theorem 1 The function D(X, M) is minimised if fr(C; = mj| X) > fr(A; = t;|X)
for g; # cyjforall j=1,2, ..., m.

D. The k-modes algorithm

When (1) is used as the dissimilarity measure for categorical objects, the cost
function becomes

k nom

P(W, M) = Z Z Z wi1O(x;jmyj) 3)

=1 i=1 j=1

where w;; € W and M; = [my1, my, ..., my] € M.

Similar to k-means algorithm both the k-modes algorithm by Huang [9] and
Chaturvedi et al. [10] produces local optimal solution dependent on the initial
modes [9, 10] and the order of objects in the data set.

In case of simple matching distance measure, the data objects can be misclas-
sified, therefore cannot always represent the real semantic distance between data
points. The reason is that the simple matching distance measure is either O or 1,
gives less desired results. K-modes is partitioning clustering algorithm where ini-
tialisation of cluster is necessary. If the initialisation is wrong, i.e. if some noise or
outlier data is assumed to be a cluster centre, then the final results will affect
drastically. Hence, k-mode is unable to handle noise and outlier.

Genetic algorithms are randomized search and fitness represents the TWCV.
Larger the fitness means denser the clusters produce better clustering results [11].
The proposed approach is described below.
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3 Proposed GA-Based Clustering

The basic steps of GA shown in Fig. 2, which also implemented in the GA-based
clustering to combine the multiple initialisation of clustering, viewing each ini-
tialisation as an independent clustering of data set to get more tight clusters.
Utilization of searching capability of GA is shown in Fig. 1 for appropriately
determine cluster centres.

This paper proposed GA clustering with K-modes algorithm for decomposing
the data set into clusters over n clustering’s obtained by random initializations of
the K-modes algorithm where each iteration assumed to be generation. There are
some other ways to multiply initialize unsupervised learning such as: (a) iterate
algorithm number of times with different initializations, (b) mingle several initial-
isation of any algorithm [8]. This paper used the concept (b), with the environment
of GA for creating multiple partitions of the categorical data. In our current
implementation of the k-modes algorithm, we include GA for global optimal
solution. Initialize all the objects as cluster centres turn by turn then if the initial-
ization is wrong then that assumption of initialization will be ignored and not
considered for the next iteration.

GA Based Categorical data Clustering Algorithm

Input:

k: Number of cluster centres

P: Size of population

D: Data set

Tmax: Number of iterations

Method:

1) Initialize each chromosome with k randomly chosen
data objects as string.

2) For T=1 to Tmax (maximum iteration)

a) for chromosome c=1 to P

i) allocate the data object to the cluster with the

nearest mode.

ii)Recompute modes of chromosome c using frequency

based method.

iii) compute the fitness of c.

b)Produce the new generation of chromosome using

genetic operators.
Output: clusters of dataset

Fig. 2 Proposed algorithm
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Proposed work developed a theoretical framework for the (1) creation of dense
cluster and (2) remove the drawback of wrong assumption of initial modes and its
evaluation, based on the concept of GA. The basic steps of GA are also followed in
GA clustering which shown in Fig. 2 described now in detail. The same data set has
been taken for implementing the GA-based data clustering, with population size p;
where i is chromosome, chosen randomly from the data set. With each individual
chromosome, clustering is done and new mode is obtained. Afterwards the cross-
over is applied using cost function of k-mode algorithm. The new chromosomes
obtained by applying the roulette wheel selection. Now all the updated chromo-
somes or say offspring is an input for the next generation and its fitness value is
calculated. Then again the selection, crossover is applied to get a set of chromo-
somes for the third generation. These steps are repeatedly applied until a termi-
nation condition reached. Some number of iteration has been taken as termination
condition.

A. Encoding

In this work, the chromosomes are encoded as binary membership matrix with
size N x k [4] where the number of objects is N and number of cluster assumed is
k that satisfy Eq. (2) and each binary value is individual gene, i.e. value of gene is 1
if the object x; belongs to that cluster otherwise 0. Let us consider the following
example.

Example 1 Suppose N = 4 and k = 2 then the binary membership matrix and the
string representation for a chromosome is Yellow Small Stretch Adult Purple Large
Dip Child from lenses real-world data set shows the two clusters (Yellow Small
Stretch Child) and (Purple Large Dip Child). Each categorical data in the chro-
mosome is a gene.

B. Population initialisation

The search space is the collection of all the N x k chromosomes that satisfy
Eq. (2) [4]. The initial population is chosen randomly. This process is repeated for
each of the P chromosomes in the population.

C. Fitness calculation

To describe the fitness function, need to follow two phases, initially the clusters
are formed according to the centres encoded in the concern chromosome, then the
cluster centres encoded in the chromosome are replaced by the modes of the
respective clusters. Therefore, assign each point x; = 1, 2, 3, ..., n; with mode m;
such that

[xi —myl| < || —me||], t=1,2,3 ...k

Further, the cluster centre encoded in the chromosomes is replaced by the mode
using frequency method in Eq. (3) only for attribute j
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niy ;
fl‘C}F = l‘kJ'|X = T

These C; replaces the previous mode C; in the string. Let us see the following
example.

Example 2 Let the first cluster mode in the Example 1 are (Yellow Small Stretch
Adult) and other objects in the particular cluster are (Yellow Small Dip Adult) and
(Purple Large Stretch Child). Consequently, the updated cluster mode is (Yellow
Small Stretch Adult) with the frequency method.

Later, the cost or within cluster variation [9] is calculated as

k n

P(W, M) => "> wid(xij,my)
1 j=1

=1 i=1 |

The fitness function is defined as f = I/P(W, M), i.e. less the cost more fit will be
the chromosome.
D. Selection

Spinning the roulette wheel T times is the fundamental selection method. The
proposed algorithm used the roulette wheel selection method based on the above
concept. Each time a chromosome is selected for the next iteration, with the number
of copies proportional to its fitness. Suppose P;(0<;j<T) be the cumulative
probabilities such that

f(X)Z{

E. Crossover process

for m=0
F(si)

F(si)

i=1
r

for m=1,2,3,...,¢

N e

i=1

Crossover is applied after the selection process in which information is
exchanged between two parent chromosomes to generate two offsprings. Similar to
genetic k-means algorithm [5], this paper use one-step k-modes algorithm as the
crossover operator.

F. Termination point

All the operators such as crossover, fitness, selection for our proposed algorithm
have been run for maximum number of iterations. The best mode up to the last
iteration is the final optimised solution to the clustering problem. Then elitism is
applied in each iteration to forward best chromosome to the final iteration for better.
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4 Experiments

A. Sharma and R. S. Thakur

Experiments show the performance of the proposed approach which implemented
in MATLAB R2014a on a personal computer with Intel core 2 duo 2.0 GHz and
1 GB RAM. The real-life data sets such as lenses, balloon and lung cancer data set
from UCI repository [12] are used for the purpose of demonstrating the effective-
ness of the algorithm where Figs. 3, 4 and 5 are the bar charts showing the

authenticity of the present algorithm.

Fig. 3 Validity measures for
proposed algorithm on Lung
cancer data set

Fig. 4 Validity measures for
proposed algorithm on
Balloon data set

Fig. 5 Validity measures for
proposed algorithm on
balance data set
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As the crossover operator kills all the offspring having high cost, the proposed
algorithm was implemented with the following parameters: Population size
(Npop) = 10, maximum number of iteration (M) assumed 100 in all the experi-
ments. The results obtained is much hopeful to find the appropriate cluster centres
having good hike in accuracy with reduced entropy compared to existing
well-known k-modes algorithm which showed overall better clustering results.

5 Conclusion

Initial cluster centres can poorly effect the clustering results therefore provide local
optimal solution. Finding out the appropriate cluster centres in the data set is
attracting attention in many research areas. This paper proposed an algorithm for
clustering of categorical data which uses the simplicity of k-modes and robustness
of GA to find globally optimum partitions of the data set. This approach does not
serve as the best method in terms of time and space, but experiments proves
noticeably results in terms of accuracy and appropriate initialisation of cluster
centres. We used the some popular data sets like lenses and balloon data sets from
online UCI repository of data sets. Both types of validation measures of clustering
has been performed using precision, entropy, purity and cost evaluation, all satis-
fying the proposed algorithm as well as the accuracy is increased by 23%.
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Universally Verifiable Certificateless
Signcryption Scheme for MANET

Susmita Mandal, Sujata Mohanty and Banshidhar Majhi

Abstract The mobile ad hoc network (MANET) is a collection of wireless mobile
nodes that communicate with one another through a standard transmission medium
such as Wi-Fi, cellular, or satellite communication. However, their basic charac-
teristics make them vulnerable against numerous attacks accordingly raising the
need of security. In this paper, we propose a certificateless signcryption scheme
based on the difficulty of solving the Diffie-Hellman problem. The simulation result
proves that the scheme is secure against active and passive attacks using AVISPA
(Automated Validation of Internet Security Protocols and Applications) tool.

Keywords Mobile ad hoc network - Certificateless signcryption « AVISPA tool

1 Introduction

Mobile ad hoc networks (MANETS) are infrastructureless, wireless multi-hop
networks which provide communication between two or more mobile computers
utilizing standard network protocols. These networks are profitable in situations of
battlefield communication, counterterrorism, emergency rescue, and conference
meetings [1]. MANETS are insecure in nature due to its limited resource, absence of
central administration, and the flexibility for nodes to join, leave, and move inside
the network where some of the nodes get compromised by adversary. Thus,
compared with the wired networks, MANETs are more vulnerable to security
attacks [2]. Since they are deployed in an open network, messages sent from a
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source to a destination must be confidential by maintaining the integrity of the
information using digital signature. The characteristic nature of wireless ad hoc
networks makes them exceptionally vulnerable against attacks ranging from passive
eavesdropping to active interference. However, modern cryptography can satisfy
essential security criteria to ensure data confidentiality, integrity, authentication,
and non-repudiation.

In traditional public key cryptosystem (PKC), usually, a trusted third party
sometimes called certificate authority (CA) manages the certificates of all nodes,
issuing a digitally signed certificate to bind the identity of a node with the public
key of CA. Identity-based cryptosystem was first proposed by Shamir [3] which has
solved the problem of user identity as public key but depends on a private key
generator as a third party. Zhang et al. [4] proposed an ID-based certificateless
solution that allows public keys to be derived from their network IDs and some
other common information using bilinear pairing. However, they ignore the issue of
private key escrow, and combining the secret sharing method increases the network
traffic. Later, Zhang et al. [5] proposed a self-organized certificateless public key
encryption scheme (CL-PKE) which lacks security on transmitted master secret key
shares and therefore is prone to impersonation attack. Several identity-based
cryptosystems have been proposed in [6, 7], but they suffer from the key-escrow
problem. Therefore, neither public key cryptosystem nor identity-based cryp-
tosystem fits the requirements of mobile ad hoc network being self-organized and
autonomous. In 2003, Al-Riyami and Paterson [8] introduced a certificateless
public key cryptography (CL-PKC) that meets the necessary requirements lacked in
traditional public key and identity-based cryptosystem. However, to enhance the
communication, a message is encrypted followed by signature using the
encrypt-then-sign approach which increases the complexity of the system. To
address this issue, Zhang [9] proposed signcryption which aims at efficiently pro-
viding security with encryption and signature. Lv et al. [10] designed a virtual PKG
(VPKG)-based escrow-free certificateless public key cryptosystem which uses
threshold-based cryptosystem to secretly share the secret keys. The inclusion of
PKG violates the property of decentralized administration of MANET. In 2008,
Barbosa and Farshim introduced the concept of certificateless signcryption (CL-SC)
using bilinear pairings and proved its security with a random oracle model [11].
However, CL-PKC and CL-SC resolve the problem of key escrow using a trusted
third party (KGC) to help a user to generate his/her partial private key. The user
selects some secret information with the partial private key to generate a complete
private key. Therefore, the private key of a user is being secured from being
compromised. Though several certificateless signcryption schemes have been
proposed in the literature [12—15], most of the schemes use KGC which makes it
impractical for MANET as it does not support a centralized administration. To
resolve this issue, several researchers introduced the concept of threshold-based (¢,
n) cryptosystem where initially a master key is generated and distributed among
n nodes [16—-18]. To form the master key, at least ¢ out of n nodes must provide their
secret key to compute the master key. This solves the problem of key escrow and
centralized management but increases the network traffic to communicate with at
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least # nodes. Miao et al. [19] introduced a self-organized certificateless key man-
agement scheme which is free from any trusted third party such as certificate
authority or key generator center.

Thus, considering all constraint and properties of MANET, we propose a cer-
tificateless signcryption scheme by eliminating the need of a key generation center
(KGC) to generate user’s partial private key. The scheme allows a node to generate
its own public and private key using its identity. The security of the proposed
scheme is proved against active and passive adversary using AVISPA tool.

The rest of the paper is organized as follows: Sect. 2 discusses basic prelimi-
naries used in the paper. In Sect. 3, the proposed certificateless signcryption scheme
for MANET is described. Section 4 presents the correctness proof of proposed
scheme. In Sect. 5, the simulation result using HLPSL specification roles is spec-
ified using AVISPA tool. Finally, we conclude in Sect. 6.

2 Preliminaries

In this phase, we briefly review basic techniques used throughout the paper.
1. Discrete Logarithm Problem

Let G be a cyclic group of order g with a generator g, the discrete logarithm
problem states that for every & belongs to G, there is a unique x € Zp, such that it is
infeasible to compute x from g* = h.

2. Diffie-Hellman Problem

Let p be a prime and g be an integer, the Diffie-Hellman problem states that it is
infeasible to compute g from the known elements of g and g°.

3 Proposed Work

This section demonstrates the certificateless signcryption scheme for MANET
where the identity of the ad hoc network node could be any unique information
about the node such as IP or MAC address. As all the nodes in MANETS are equal ,
each node acts as a host and a router. Therefore, every node can generate their
public/private key pairs when they join the network. Table 1 lists the main nota-
tions used throughout the paper.

Our proposed scheme consists of the following four algorithms: setup phase, key
generation phase, signcryption phase, and unsigncryption phase. Each phase is run
by designated sender and receiver.
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Table 1 Notations used in

Notations Description
our scheme -
s q Two large primes
1D, Network identity of node x where x € {S, R}
S, R Sender and receiver
V. Secret key of node x where x € {S, R}
P, Public key of node x where x € {S, R}
H() One-way hash function
Il Concatenation function
® XOR operation

A. Setup Phase:

Assume every node in MANET shares these two large prime numbers p and g such
that p = 2¢g + 1 and a cyclic generator g.

B. Key Generation Phase:

When an ad hoc node joins the group, it first selects a secret key x; € Z; and
computes the private key Vs as in

V, = IDs & H(x;) (1)

Then, compute its public key P; = (g)vS mod p and specifies P as the identity.
Therefore, the key pair of a sender node is represented as (Vg, Py).

C. Signcryption Phase:

This algorithm takes a plaintext M, publicly known parameters {p, ¢, g}, identity of
sender node (IDg) with its public and private keys (V;, Ps) alongside, public key and
identity of receiver node (ID,, P;). A time stamp is added to provide a timing on
signed document such that it guarantees integrity and authentication of a document
at a particular time.

Step 1. Sender node S chooses two random nonces N, w and computes the
signcrypted message adding a time stamp T. Firstly, S computes a func-
tion Ki:

K, = H(g") (2)

Step 2. It is assumed that the public key of receiver node is known to the sender,
and therefore, a shared session key Y, is computed using Diffie—Hellman
hard assumption.
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V;
Yo = (Pr) ‘mod p (3)

Step 3. Upon creating K; and Y, a cryptographic function K, is computed.

K> = H(gNa) * Y (4)

The plaintext M is encrypted using symmetric key algorithm taking K, as the
key.

C = Ex, (M) (5)

Step 4. Using the random nonce w and time stamp 7, the node S creates an
equation to attach the time stamp with the ciphertext in a way to attain
integrity.

r=CxgWth (6)
A partial signature is initially generated with time stamp using the function r.

S1=(r+Vy) (7)

Step 5. A function Q and Z is computed to shape the final signature as follows:

0=(w-5) (8)
Z:Na—(Va*r) (9)

The signcryption ¢ is send using set of computed parameters to the receiver
node.

0=1{Z,0,C,r, T} (10)

Step 6. The sender node computes a function fto prove the validity of signcrypted
text in case of dispute. Then, it is send to receiver.

f=H(C||K\||Ka||r)
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D. Unsigncryption Phase:

This algorithm takes a ciphertext C, publicly known parameters (p, ¢, g), sender
node’s identity ID;, public key Pg and receiver node’s public and private key pair
(Vi, P,) as input to retrieve the plaintext M. If the ciphertext is valid, it is accepted
else an error message is send to the sender node S by suspending the session.

Step 1. The receiver node R verifies the integrity of received message by vali-
dating the attached time stamp.
Initially, the receiver using the received signcrypted parameters computes r'.

' =Cx(P) ()" (11)
Step 2. Upon computing the value of 7/, the receiver node compares the value of
received r with computed 7. If it matches, the ciphertext is accepted else

rejected and the session is closed. To obtain the plaintext M, the following
functions are computed.

K = H((2)+(P)") (12)
Step 3. The shared session key Y, is computed using sender’s public key P;.
Yi = (Py) " mod p (13)
Step 4. Using the session key, the symmetric key K5' is computed.
K = H((e)/+(P)) * Ya (14)

Step 5. Finally, the symmetric key decryption algorithm is applied on the
ciphertext.

M = Dk, (C) (15)

The proposed scheme can be universally verified in case the sender node denies
sending the signcrypted text using a trusted verifier. This method can be carried out
between the receiver node R and the verifier where the receiver node needs to
provide the signeryption value ¢ = {Z, K}, C,+', P;} and the received verifiable
function f to the third-party verifier.

= fel(irce) )

The computed value f is then compared with f as f' = f: if both are equal, the
message is accepted else an error message is sent to receiver.
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4 Correctness Analysis

Firstly, the receiver node computes ' and compares with received r as ' = r for
integrity; if both are equal, the message is accepted else an error is sent.

F=Cx(P) x(g)°t"

Y = Cx gV ) g g S+ T)
r/ = C * g(V\*’) * g(W*V.\*’"‘FTs)
Y = C o gVorr+w=Vir+T3)
¥=CxgWth

Secondly, K;' is computed to verify the symmetric key used for encryption.

K| = H((g)z* (PS)")
Ki = H(g(N"—Va*") ¥ (g)va*r'>
K| = H<g<N‘17Va*r+ v,,*r’>)

K = H(gwu))

Thirdly, K} is computed to decrypt the ciphertext.

Ky = H((8) +(P)) * Y
Ky = H(g") = Yy

Therefore, the above three proofs state that integrity and confidentiality of the
signcrypted text are achieved.

5 Simulation Using AVISPA Tool

The formal verification of the proposed certificateless signcryption scheme for
MANET is depicted using AVISPA software in this section. We implemented our
scheme in Figs. 1 and 2 using AVISPA tool [20, 21] with a role-based language
called HLPSL (High-Level Protocol Specification Language).

AVISPA is a push-button tool for the automated validation of the Internet
security-sensitive protocols and applications. It uses a special language called
High-Level Protocol Specification Language and integrates the different back ends
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role sender(A,B:agent,
Yba,Yab:symmetric_key,
Add,Sub,Mul,H:hash_func,
Pa,Pb:public_key,
Snd,Rcv:channel(dy))

played by A
def=
local State:nat,
G,IDa,IDb,Xa,Va,Xb,Vb,R, K1,K2,Ts,C,W,
M,Q,S1,E,Z,E1,R1,Na:text

const sender_va, receiver_vb, subsl, subs2:protocol id

init State := 0

transition

1.State=0/\Rcv (start)=|>

State':=1 /AXa":=new()

AVa':=xor(IDa,H(Xa))
A\Pa":=exp(G,Va)
/ANa':=new()
AK1"=H(exp(G,Na))
AYab":=exp(Pb,Va)
NK2":=Mul(K1,Yab)
NC:=({M}_K2)
AS1":=Mul(R,Xa)
AW":=new()
ATs":=new()
AE':==Add(W,Ts)
AR":=Mul(exp(G,E),C)
NQ":=Sub(W,S1)
NZ':=Sub(Na,Mul(Xa,R))
ASnd({Z.Q.C.R.Ts} Yab)
Nsecret({Va},subsl,{A,B})

end role

Fig. 1 Role specification of sender node
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role receiver(A,B:agent,
Yba,Yab:symmetric_key,
Add,Sub,Mul,H:hash_func,
Pa,Pb:public_key,
Snd,Rcv:channel(dy))

played by B
def=
local State:nat,
G,IDa,IDb,Xa,Va,Xb,Vb,R,K1,K2,Ts,C,W,
M,Q,S1,E,Z,E1,R1 Na:text

const sender_va, receiver_vb, subs1,subs2:protocol_id
init State := 0
transition

1.State=0/\Rcv({Z.Q.C.R.Ts} Yab)=}>
State":=1/AXb":=new()
AVb":=xor(IDb,H(Xb))
APb"=exp(G,Vb)
AYba":=exp(Pa,Vb)
NE1":=Add(Q,Ts)
AR1":=Mul(C,Mul(exp(Pa,R1")),exp(G,E1"))
AK1':=H(Mul(exp(G,Z)),exp(Pa,R1"))
AK2"'=Mul(K1',Yba)
N secret({Vb},subs2,{B,A})

end role

Fig. 2 Role specification of receiver node

that implement a variety of state-of-the-art automatic analysis techniques. This
language is based on roles where the AVISPA tool mechanically translates the
HLPSL into a lower-level specification using HLPSL2IF translator. Afterward, it
generates an intermediate format (IF). The present version integrates four back
ends, namely On-the-y Model-Checker (OFMC), CL-based Attack Searcher
(CL-AtSe), SAT-based Model-Checker (SATMC), and Tree-Automata-based
Protocol Analyzer (TA4SP). The architecture of AVISPA is demonstrated in Fig. 3.

Analysis of Simulation Result:

The simulation results for the formal security verification analysis of our scheme
using OFMC and CL-AtSe is depicted in Figs. 4 and 5. The summary of the results
under OFMC and CL-AtSe proves that the protocol is safe to withstand popular
active attacks, such as the masquerading, replay, man-in-the-middle attacks, and
passive attacks.
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|

Translator
HLPSL2IF

[ Intermediate Format (IF) ]

C:\SPAN\testsuite\results\modifiedManet.if
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parseTime: 0.00s
searchTime: 0.03s
visitedNodes: 14 nodes

depth: 4 plies

Fig. 4 OFMC simulation result
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%CL-AtSe
SUMMARY
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As Specified

BACKEND
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Fig. 5 CL-AtSe simulation result
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The performance of our proposed scheme is represented in a tabular form, where

the value of hash is negligible.

Texp: exponentiation computation,
Tiu: multiplication function,
Ty:  hash function (Table 2).

Table 2 Performance Categories

Proposed scheme

analysis of our scheme - -
Cost of signcryption

3Texp + 3Tmu1 + 2Th

Cost of unsigncryption

3Texp + 2Tmul + 2Th

Cost of key generation

Teyp + 1T,

Number of public parameters

3
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Table 3 Comparison with existing schemes

Properties [4] [5] [10] [19] Our scheme
Network model ID-PKG |ID-PKG | Virtual PKG |CL-PKC |CL-SC
Confidentiality Yes No Yes Yes Yes
Authentication Yes Yes Yes Yes Yes
Impersonation attack No Yes No No No
Non-repudiation No No No Yes Yes
Centralized administration | Yes Yes Yes No No

Key escrow Yes No No No No
Network traffic High High Low Low Low

Comparison With Existing Schemes:

The proposed scheme is compared with some existing schemes with respect to
following features such as network model, confidentiality, authentication,
non-repudiation, impersonation attack, centralized administration, key escrow, and
network traffic. As discussed in the literature, MANET has limited resources and is
infrastructureless, and therefore, it cannot be administered by a centralized authority
failing which violates the characteristics of MANET (Table 3).

6 Conclusion

The traditional security mechanisms such as public key cryptosystem,
identity-based cryptosystem, and certificateless public key cryptosystem could not
satisfy the attributes of self-organizing, autonomous wireless nature of communi-
cation due to lack of security infrastructure. We propose a certificateless sign-
cryption scheme for MANET which removes the central dependency of partial key
generation on KGC by self-generating public/private key pair for each node. To
demonstrate the availability, a signcryption with public verifiability scheme is
presented to control the malicious behavior of sender node. The simulation result is
generated using widely accepted AVISPA tool for formal security specification.
The proposed scheme is proved to be secured against active and passive attacks by
an adversary in an open channel.
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Impact of Sidewall Spacer Layers

on the Analog/RF Performance

of Nanoscale Double-Gate Junctionless
Transistors

Debapriya Roy and Abhijit Biswas

Abstract Using extensive numerical device simulation, we investigate the influ-
ence of sidewall spacers on the analog/RF performance of double-gate junctionless
transistors at channel length of 30 nm. Our findings reveal that peak transcon-
ductance and peak intrinsic gain increase by 5.2 and 71.3% for spacer dielectric
constant k = 30 as compared to the respective values for k = 3.9, while peak unity
gain cut-off frequency increases by 37% for k = 3.9 compared with the value for
k = 30. The transconductance generation factor is found to be less sensitive to the
variation in k. With increasing k the output conductance becomes less for low gate
overdrive voltage Vgt while it shows a reverse trend for higher Vgr. It is evident
from our studies that peak transconductance, peak transconductance generation
factor, peak gain, and peak cut-off frequency increase by 13, 10, 27, and 20%,
respectively, for spacer length of 5 nm compared with the corresponding values for
spacer length of 15 nm. However, with a larger spacer length, the output con-
ductance exhibits reduced value for lower Vg, while it becomes comparable with
the values for smaller spacer lengths as Vgt increases.

Keywords Analog/RF performance - Double-gate MOSFET - Gain
Junctionless transistor « Spacer layer - Unity gain cut-off frequency

1 Introduction

The remarkable performance improvement of integrated circuits (ICs) has been
achieved by miniaturization of MOSFETs. As the device feature size falls in the
sub-100 nm regime, short-channel effects (SCEs) come into play, which degrade
device performance. Furthermore, to maintain super-steep doping profiles at the
source-channel and drain-channel junctions of an extremely scaled transistor
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becomes really challenging. Recently, junctionless transistors (JLTs) [1-10] have
been demonstrated in which no source-channel and drain-channel junctions exist. In
contrast to inversion mode devices, such devices do not require any heavy
source/drain implants. Additionally, due to the absence of source/drain charge
sharing, JLTs turn out to be more immune to SCEs. While earlier findings
demonstrate that the use of sidewall spacers on both sides of the gate of MOSFETs
reduces SCEs through gate-bias-dependent effective channel length [11], a longer
spacer length lowers the ON-current (Ipn) owing to longer effective channel length
L. [11, 12]. Moreover, the use of a high-k spacer is beneficial for reduction of
OFF-state current (Iopp) because of the lateral extension of depletion width con-
tributing to L.g [13]. Clearly, it is expected that sidewall spacers influence the JL
device parameters related to analog/RF circuit performance. Investigations in par-
ticular the design issues of spacer layers focusing on the improvement of device
parameters associated with analog/RF performance have not yet been addressed.

In the present paper, we study the role of spacer layers for the improvement of
analog/RF performance of double gate (DG) JLTs at channel length of 30 nm. In
our investigation, we consider device parameters such as transconductance g,
transconductance generation factor (TGF) g, /Ip, output conductance gg, intrinsic
gain A,, and unity gain cut-off frequency fr. Such parameters are obtained for
various spacer dielectric constants ranging 3.9-30 and spacer lengths in the range
3—15 nm for various bias conditions. Furthermore, spacer dielectric constant and
length have been identified for obtaining improved device parameters for analog/RF
circuit applications.

2 Device Structure and Simulation Setup

In the present study, we consider an underlap double-gate junctionless transistor
(DGIJLT), as shown in Fig. 1. Various device design parameters are entered in
Table 1. We employ numerical device simulator SILVACOATLAS [14] to simu-
late such devices. To capture the effects of different scattering mechanisms such as
acoustic phonons, ionized impurities, surface scattering, vertical electric field on
carrier mobility in the JLTs, the Lombardi CVT model is used. In order to include
generation-recombination  events in the device, Shockley-Read-Hall
(SRH) recombination model is included. To capture bandgap narrowing due to
heavy channel doping, bandgap narrowing model and to describe carrier distribu-
tion Fermi Dirac statistics are also activated. Furthermore, we energize the
Selberherr impact ionization model [15] to take into account the impact ionization
of carriers at the drain end of the channel particularly at high drain bias conditions.
Drift-diffusion transport model is invoked with adjusted carrier velocity saturation
as recommended in [16]. The source/drain resistance (S/D) which is crucial for
extremely scaled multi-gate architecture is considered to be 180 Q pum following
[17]. We have not considered quantum-mechanical effects in our studies as such
effects are not significant for our devices having Si body thickness of 5 nm [18].
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Vas

Fig. 1 Schematic diagram of a junctionless double-gate MOSFET with underlap spacer layers.
Various insulators with different dielectric constants in the range 3.9-30 are used as spacer layers

Table 1 Various device design parameters of JLTs used in simulation

SI. No. Device design parameters Value

1. Gate length 30 nm

2. Silicon channel thickness 5 nm

3. Width 1 pm

4. Donor-type channel doping concentration 10" em™

5. Gate insulator SiO, thickness (EOT) 1 nm

6. Source/drain resistance 180 Q pm

7. Spacer length 3,5, 10, and 15 nm
8. Spacer dielectric constant 3.9, 9.3, 22, and 30

3 Results and Discussion

3.1 Impact of Dielectric Constant of Spacer, k

Figure 2 shows the TCAD simulated transfer characteristics obtained for JLTs in
both linear and logarithmic scales for two different sidewall spacer layers—SiO,
with dielectric constant k of 3.9 and HfO, with k = 22 at drain to source voltage
Vps = 0.5 V. It is evident from Fig. 2 that the transfer characteristic curve for a
spacer dielectric layer with a larger dielectric constant is steeper as compared to that
for a spacer layer with a lower k. At lower Vg for a spacer layer with a larger &, the
vertical electric field (E,) remains almost constant whereas the lateral electric field
(E,) reduces due to increase in Leg thereby increasing the ratio of E\/E,. As a result,
SCEs reduce and hence Ip dominated by diffusion current at low gate biases
(Ip = Iopr, at Vgs = 0V and Vpg = 0.5 V) lowers. However, at higher Vgg the
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drain current is dominated by the drift component which in turn depends on the
carrier concentration and carrier drift velocity. For a higher spacer dielectric con-
stant &, the electron concentration remains almost same as that obtained for a lower
k (E, same) while the drift velocity increases owing to increase in E, eventually
resulting in a higher drain current. Figure 3 compares the transconductance of
DGILTs as a function of gate overdrive voltage Vg for different values of spacer
dielectric constant in the range 3.9-30 at channel length L, = 30 nm. Since the
variation of drain current with Vg is steeper particularly for gate voltage exceeding
the threshold voltage for a higher £ as may be observed in Fig. 2, the peak
transconductance g, also increases for a higher & as is evident in Fig. 3. However,
for lower values of Vg, gn, is almost insensitive to change in k. The transcon-
ductance generation factor (g,,/Ip) is almost same for all spacers with a peak value
of about 35 V™! near the threshold region as shown in Fig. 4. Such variation is
expected as a higher spacer k brings in both larger I, and g,,,, and reverse is true for
a lower k. The dependence of output conductance g4 with Vgt is demonstrated in
Fig. 5 for four different values of spacer dielectric constant ranging 3.9-30. The
dependence of g4 with & can be explained by examining the variation of E,/E, with
k. At a lower Vgr, the ratio of E,/E, increases thus lowering SCEs with increasing
k as explained earlier. This leads to a lower drain-induced barrier lowering (DIBL)
at a higher Vpg (= 0.5 V) resulting in a lower g4 for a higher k. However, for
moderate and higher values of Vgt the ratio shows an opposite behavior, thus
leading to an increased gqs for a higher k. Figure 6 compares the intrinsic gain
(Ay = gm/gas) as a function of Vgr for different values of spacer dielectric constant.
The gain exhibits a peak value around Vgr = 0 V for all values of k with a max-
imum value of 60 at k = 30. At a lower Vgr, the gain increases due largely to
reduction in gy with increase in k with g, remaining almost constant for all k. On
the contrary as Vgt increases beyond 0.2 V, both g, and g4 increase with
increasing k resulting in a lower gain for a higher k. Such a variation occurs since
the increase in g4 plays a dominant role as compared to the increase in g,, with a

higher k. The variation of cut-off frequency fT( )) with Vgr is shown in

]| (erom)
Fig. 7. Our simulation results show that as k increases from 3.9 to 30, peak value of
fr reduces from 238.4 to 154.4 GHz (Fig. 7). Such a reduction in fr with increasing
k is explained in the following. In a JLT, there is no junction capacitances and the
parasitic capacitance mainly comprises the inner fringing capacitance (Cjs) and the
outer fringing capacitance (Cor). With increase in &, the outer fringing capacitance
of the gate sidewall increases thus leading to higher values of Cys and C,q. Hence,
at a higher spacer k despite a larger value of g, the peak f reduces due to larger
values of Cgs and Cgq. Our findings show that peak g, peak TGF, and peak A,
increase marginally as k increases from 22 to 30, while fr changes to some extent
for the same increase in k.
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Fig. 2 Linear and logarithmic transfer characteristics of a DG junctionless MOSFET with channel
length of 30 nm, channel thickness of 5 nm, equivalent oxide thickness (EOT) of 1 nm, and
channel doping concentration of 10 em™ for Vbs = 0.5 V. SiO, and HfO, with dielectric
constants 3.9 and 22, respectively, have been used as spacer dielectric layers having spacer length

of 5 nm

Fig. 3 Comparison of
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DG MOSFETs for different
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Fig. 4 Variation of
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DG MOSFET: for different
values of spacer dielectric
constant, k
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Fig. 5 Plot of output
conductance as a function of
gate overdrive voltage, Vgr,
for junctionless DG
MOSFETs for different values
of spacer dielectric constant, k

Fig. 6 Variation of Intrinsic
gain with gate overdrive
voltage, Vg, for junctionless
DG MOSFETs for different
values of spacer dielectric
constant, k

Fig. 7 Comparison of unity
gain cut-off frequency with
gate overdrive voltage, Vgr,
for junctionless DG
MOSFET: for different values
of spacer dielectric constant, k
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3.2 Impact of Underlap Length, Ly,

The variation of transconductance as a function of gate overdrive voltage Vgt is
demonstrated in Fig. 8 for four different values of spacer dielectric length Ly, in the
range 3—15 nm. The transconductance exhibits enhanced values over a considerable
span of Vgr for the lowest value of L, viz., 3 nm. The thinnest Ly, results in lowest
Lg which in turn produces the highest Ip. The transconductance attains the highest
value for the thinnest Ly, as g, is inversely proportional to effective channel length
L being linearly dependent on Lg,. The variation of transconductance generation
factor (TGF) as a function of Vgr is demonstrated in Fig. 9 for different values of
L, ranging 3—15 nm. The TGF versus Vg plots for different values of L, almost
overlap each other for larger values of Vgr (> 0.2 V) with the highest value near the
threshold condition as expected. The highest value of TGF is observed for
L, = 3 nm which is very close the value obtained at Ly, = 5 nm. For instance, the
peak value of g, /I is 37 and 32 V! for Ly, = 3 nm and 15 nm, respectively. It is
observed that at lower Vgt though Ip shows almost identical values, g, increases
with reduction in spacer length, which ultimately leads to a higher g/l ratio for
thinnest spacer length i.e., at Ly, = 3 nm. Figure 10 compares the variation of g
with Vgr for various values of Lg,. At all values of Vgr, the ratio of E,/E, increases
with larger L, thus lowering SCEs such as DIBL at higher Vg (= 0.5 V). As a
result g4, exhibits lower value for larger L, as may be observed in Fig. 10.
However, some crossovers of ggs versus Vgr curves for different values of L, at
Vot ~ 0.5V are noticed. This feature may be attributed to the impact ionizations
at the drain end. The dependence of intrinsic gain of the transistor as a function of
Vgr is compared in Fig. 11 for different values of Ly, The intrinsic gain of the
device depends on both g, and gg4. As evident from Fig. 11, the peak gain attains
its highest value closer to the threshold condition at spacer length of 5 nm. With a
larger L, though gy reduces, gy, also reduces thus reducing the ratio g./gqs for
higher Ly, at lower Vgt except at Ly, = 3 nm for which the increase in gqs becomes
the dominating factor. However, at Vgt in the range 0.2-0.45 V, the rate of
reduction of gy is more as compared to the rate of reduction of g, for a higher L,
thereby leading to a higher gain for larger Lg,. For Vgr exceeding 0.45 V, the gain
increases for a lower Ly, due primarily to the increase in g, despite partial com-
pensation of larger g4s. The variation of unity gain cut-off frequency with Vg is
shown in Fig. 12 for different values of Lg,. The peak value of fr increases from
138.7 to 179.6 GHz as the spacer length is reduced from 15 to 3 nm. It is worth
noting that both Cg and Cgq increase marginally with increasing L, owing largely
to the increase in outer fringing capacitance despite partial compensation for the
reduced inner fringing capacitance whereas g, reduces with increasing Lg,. The
interplay of these two effects eventually results in a higher value of cut-off fre-
quency for a lower spacer length. The peak g,,, peak A,, peak TGF, and peak ft are
entered in Table 2 for two different values of spacer dielectric constant k& with
spacer length Ly, = 5 nm. Furthermore, we enter the peak value of all the four
analog/RF performance metrics reported elsewhere [3]. Clearly, it is found from
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Fig. 8 Comparison of
transconductance as a
function of gate overdrive
voltage, Vg, for junctionless
DG MOSFET: for different
values of spacer length, L,

Fig. 9 Variation of
transconductance generation
factor with gate overdrive
voltage, Vg, for junctionless
DG MOSFET: for different
values of spacer length, L,

Fig. 10 Plot of output
conductance as a function of
gate overdrive voltage, Vgr,
for junctionless DG
MOSFETs for different values
of spacer length, L,
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Table 2 Comparison of analog/RF performance metrics of JLTs with Ly, = 5 nm

Peak value of Spacer dielectric Spacer dielectric Reported
parameters constant, k = 3.9 constant, k = 22 data [3]
gm (US/pm) 1411.7 1448 350
TGF (V' 34 36 30

A, 354 53.5 18

Jfr (GHz) 238.4 166.9 145

Table 2 that our proposed JLT device with spacer length of 5 nm outperforms the
reported JLT [3].

Our proposed JLT device with spacer dielectric constant of 22 and spacer length
of 5 nm yields 313, 20, and 197.2% improvement of peak g,,, peak TGF, and peak
A,, respectively, as compared to the reported device [3]. In addition our JLT with
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spacer dielectric constant of 3.9 and spacer length of 5 nm produces 64.4%
enhancement in peak fr relative to the reported peak fr in [3].

4 Conclusion

In this paper, we have presented systematically the impact of sidewall spacer layers
on the analog/RF performance of nanoscale double-gate junctionless transistors.
The analog/RF circuit performance has been evaluated in terms of device param-
eters such as transconductance, transconductance generation factor, output con-
ductance, intrinsic gain, and unity gain cut-off frequency for different values of
spacer dielectric constant ranging 3.9-30 and spacer length in the range 3—15 nm.
Our analysis reveals that transconductance and intrinsic gain improve for spacer
layer with a larger dielectric constant whereas the cut-off frequency degrades with
increasing spacer dielectric constant. For a higher value of spacer dielectric con-
stant, the output conductance exhibits lower and higher values for Vgr below and
exceeding 0.6 V, respectively. However, transconductance generation factor exhi-
bits less sensitivity to the variation in spacer dielectric constant. Furthermore, it is
evident from our findings that all the parameters such as peak transconductance,
peak transconductance generation factor, peak intrinsic gain, and peak cut-off fre-
quency improve for spacer thickness of about ~5 nm. On the contrary, the output
conductance is found to assume lower values for increasing spacer length. Hence,
by choosing spacer dielectric constant and spacer length properly, analog/RF per-
formance of the device can be improved significantly.
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A Novel Data Encryption Approach
in the Grid-Structured Binary Image
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Abstract Data hiding from external malicious access is an important and timely
issue. Cryptography is the backbone of information or processed data security. The
existing cryptography techniques provide good security; however, its computational
complexity is also very high. Hence, there is a need of an efficient as well simple
cryptography approach. In this context, the paper proposes a novel technique for
cryptography in the form of binary textures. The binary textures provide a form of
security corresponding to the original message. The binary textures are generated,
reshuffled, and arranged in an image form to make it robust from malicious access.
The reliability of the proposed approach has been illustrated with some empirical
case studies. The overall cryptography process in a digital image makes it a simple,

low-cost, and effective methodology for the secure communication.
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1 Introduction

Data hiding from external malicious access is an ancient art. Cryptography is a
procedure of data or information hiding applied to broad areas of information
technology arena such as various types of authentication including text based or
biometric authentication in both standalone and online-based order and payments.
More precisely e-mail security is a major application area of today’s cryptography.
It plays a significant role of abstracting data in modern era of information tech-
nology. Data in the form of meaningful information is the centroid in today’s
computational world. In every dimension where information technology is being
utilized as a tool of automation, there data is encapsulated and it is abstracted from
malicious access so that only intended recipient can decode and understand it.
Cryptography is an art of encrypting crucial information stored on different infor-
mation carrier devices applicable for both standalone computational devices which
is to be transmitted to unsecured network devices into no interpretable format. At
receiver end, the cipher message or encoded information is processed by compu-
tational machine or human to decipher or decode it.

In the literature, many methods have been proposed to encrypt the data in a
secure way. Islam et al. [1] proposed an encryption technique to embed or encode
message in edges of the host image. Sukalyan et al. [2] proposed a chaos-based
encryption over gray scale images by decomposing it into eight binary bit planes
using tent map-based pseudorandom binary number generator (PRBNG). The four
significant bit planes, determined by 5% level of significance on contribution of a
bit-plane in determination of a pixel value, are encrypted using keys which are
obtained by applying the recurrence relation of tent map based PRBNG. The four
insignificant bit planes along with encrypted significant bit planes are combined to
form the final cipher image gives optimistic and efficient security level [2]. As this
literature is cited from Sukalyan Som et al. which clearly narrates among eight bit
planes 4 are significant encrypted bit plane and 4 are insignificant bit planes.
Yicong et al. [3] proposed a novel encryption algorithm using a bit plane of a
source image as the security key to encrypt images. Chung and Yu [4] proposed an
encryption scheme which is better as compared to its predecessors but it is still
vulnerable to attacks if it uses the same key to encrypt different images. But again
Chang gives a different approach to show that their scheme can be broken with
some pairs of plain image and cipher image for secure communication. Wang et al.
[5] presented a new method of optical image encryption with binary Fourier
transform computer-generated hologram (CGH) and pixel-scrambling technology.
The orders of the pixel scrambling and the encrypted image are used as the keys to
decrypt the original image. Therefore, higher security is achieved. Furthermore, the
encrypted image is binary, so it is easy to be fabricated and robust against noise and
distortion. Lin [6] proposed a new type of encoding methods to encrypt hidden
(covert) information in host images. The encrypted information can be plot, fax,
word, or network, and it must be encoded with binary codes. Chung et al. [7]
proposed an approach for encrypting binary images by putting different scan
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patterns at the same level in the scan tree structure and employing a
two-dimensional run-encoding (2DRE) technique, it can encrypt images with
higher security and good compression ratio. Zhang et al. [8] presented a new image
encryption scheme based on DNA sequence addition operation and chaos which
achieves good encryption; at the same time it can also resist exhaustive attack,
statistical attack, and differential attack. Li et al. [9] consider the algorithm as a
typical binary image scrambling/permutation algorithm exerting on plain text of
fixed size and propose a novel optimal method to break it with some known/chosen
plaintexts. Review given by Kocarev [10] a chaos-based image encryption pro-
cesses that go through two processes, i.e., chaotic confusion and pixel diffusion. In
chaotic confusion process, the pixels of plain image are permuted with a
two-dimensional chaotic map, whereas the pixel diffusion alternates the value (gray
level) of each pixel in a sequential manner. Yang and Kot [11] proposed a new
binary image authentications based on interpixel relationship by connectivity of
pixels in a local neighborhood which uses blind data hiding method.

Yu et al. [12] proposed a pattern substitution-based reversible data hiding
method by calculating the frequency occurrence of patterns then quantifying the
frequency occurrence from pattern to pattern. In the extraction stage, these patterns
are reversed to their original forms and rebuild an undistorted cover image. Wang
et al. [13] propose block pattern-based data hiding scheme to authenticate and
annotate scanned images which gives a significantly improved embedding capacity.
Jung et al. [14] propose block masking-based data hiding scheme for binary images
by distributing keys to two parts and then authenticating the right authorized part.
Tsai et al. [15] propose pair-wise logical computation (PWLC)-based data hiding
technique which takes benefits of reversible hidden data extraction and lossless
reconstruction of host image. Phan and Kim [16] proposed an improved matrix
encoding (IME) scheme for hiding data into a two-color binary image.

Conventional security schemes are computationally expensive and introduce
inherent difficulty in the processing of data. Cryptography applied to a digital image
is a new dimension to information security field. Thus, in this paper, we introduce an
efficient data encryption methodology for secure communication through binary
image. Accessing account details or cash from an automatic teller machine (ATM) or
banking system requires a numerical or text secret code to get login into it in a secure
manner. Generation of secret numeric code and to make that code unpredictable
from malicious access is major challenge today. The proposed approach is simple,
low cost, and effective for secure communication of numeric strings.

2 Materials and Method

The proposed encryption method is based on the grid-structured binary image
which makes it a unique approach. The message is concealed in a binary image
having certain number of grids or blocks. Basic overview and empirical analysis is
described below.
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First, a matrix of N x N pixels with black background is created; i.e., the
intensity is zero which can be realized as an image having black foreground as well
as background. Over the black background, the numerical digits are represented as
foreground object by white symbolic lines. The texture of the numerical digits are
represented in the form of binary images of M x M pixels and stored in both sender
and receiver side. The original binary matrix of N x N pixels is divided into small
blocks/grids of the size of the sub-images (M x M). All these sub-images are to be
contained within the N x N in a judicial way. The numerical message is converted
to a cipher numeric code by using a key. Now the cipher numerical digits are kept
inthe N x N binary matrix in random manner and again the index of the location of
each digit also stored in the same matrix by shuffling the rest of the locations. The
shuffling pattern can be of many types. Then the binary matrix is saved as an image
(binary image) and sent to the receiver through any medium.

At the receiver end, the image is read and all the blocks (M x M pixels) are
dismantled and arranged in an array. Read all the locations of the blocks and their
shuffling type (arrangement pattern). Each sub-images or blocks are matched with
the numerical textures from where the coded numerical message is identified and
then the actual numerical string is extracted by using the key. The flow graph of
both encryption and decryption process is presented in Figs. 1 and 2, respectively.

Fig. 1 Flow graph of

. I/P Message (Numerical
encryption process

string) Textures of

l numerals (0-9)

Representation of
numerical message using
binary textures

l

Place the message textures Generation of

A

in a grid structured Image < arrangement
form according to
arrangement pattern

pattern of grid

v

Generate locations of

grids randomly

Place the texture of Cipher I

arrangement pattern in the P ert r;u;ge

image and fill the unused v Eenerecion
message

grids of the image with

random textures




A Novel Data Encryption Approach in the Grid-Structured ... 107
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2.1 Empirical Analysis of Proposed Method

A matrix of size 500 x 500 pixels is created. Assign zeros to the whole matrix to
form a black background image. Divide this matrix into 100 grids of 50 x 50 sized
grids or sub-matrices. Further, create 10 binary matrix (realized as image) of
50 x 50 pixels to represent texture of the numeric digits, 0, 1, 2, 3, 4, 5, 6, 7, 8, and
9 as symbolic objects. Figure 3 describes the symbolic notation of the texture of the
numeric digits.

The actual texture representation of the numeric digit ‘8’ represented in a small
scale (10 x 10 grids) is shown in Fig. 4.

Input any numeric number of 16 digits as the plain text. The key used to make
the cipher image of the numeral string is 10. Subtract each digit from the key to
make it a cipher numeric code. If it has any digit as zero (0) then it will not be
subtracted from 10 rather remains as same zero (0). Create 16

Fig. 3 Texture
representation of numeric
digits in the form of binary
image

One Two Three | Four

Six Seven | Eight
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Fig. 4 Actual binary texture -m-mﬂ-lﬂ-
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computer-program-generated pseudorandom numbers from 1 to 50 (1 < num-
ber < 50) and assign each cipher numeric digit image to the random-generated
location of grid. The pseudorandom numbers are generated using the linear con-
gruential method.

For an example, the generated random numbers for the cipher digit string are 41,
46, 07, 32, 05, 14, 28, 48, 49, 08, 25, 22, 40, 33, 02, and 43. This 16 cipher numeric
code is to be inserted to each grid location referenced by the random numbers
horizontally. If the random number generated is of two digits then first dismantle
these two digits and then assign these two digits in two grid locations from 51st to
99th grid representing the pair. For example, 41 is the location where the first digit
of the cipher number is placed. Then it is isolating as 4 and 1 and stored the texture
binary image of digit 4 in 61st grid and 1 in 99th grid. Likewise, keep on assigning
other random number location in the grid. After assigning these locations to the
corresponding grids which are left vacant are padded with the digits texture ran-
domly. Then the whole (N * N) matrix is converted to an image which is binary in
nature and transmit to the receiver.

The above arrangement of numerical digits could be done in many different
ways. Suppose there are 10 different types of arrangements. All these 10 different
shuffling patterns are shown in Fig. 5. Receivers do have the knowledge of these 10
different arrangements. The 100th grid of the binary image is embedded with the
particular shuffling arrangement by the corresponding geometric shape of the
numerals.

At the receiver, read the image and dismantle all the blocks and arrange in array
of matrices from 1 to 100. Read 100th block/grid by pattern matching and find the
shuffling type (arrangement of numbers). Receiver already knows the key that is the
number 10. Also it knows the 10 sub-images having the texture (Zero, One, Two,
Three, Four, Five, Six, Seven, Eight, and Nine) in binary format as another key.
After reading the image as data matrices of size 50 x 50, read to the location of the
numeric messages (32 cells). Arrange the location pattern, for example, 4 and 6 as
46 go to the respective cell and read the texture emblem and decode the digits of the
number by matching the matrixes to predict the respective digit. After getting the
cipher digits, subtract it from 10, and upshot of this will give the actual message.
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Fig. 5 Ten different

arrangement patterns from 0
to 9 (this pattern number is
placed in the 100th grid in the

binary image)
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3 Results and Discussion

The proposed encryption approach has been extensively studied to validate its
effectiveness. In this paper, we have analyzed two different case studies.

3.1 Case Study I: Arrangement Pattern 1

Suppose the original numeric message is: 3456278912230129. After subtracting
this message from the key value, i.e., 10 the cipher message becomes as:
7654832198870981. Now, the random locations generated between 1 and 50 are:
46, 01, 24, 22, 39, 17, 40, 02, 09, 37, 08, 18, 31, 10, 13, and 14.

Place the cipher message as a matrix of size 50 x 50 into the respective grid
between 1 to 50th location. Then we have to store the grid locations in the 49 grids
in the image from 51st to 99th. 100th grid location is reserved for the shuffling
pattern. Consider the shuffling pattern for this numeric string is 1. Hence, the
random location for numeric digit 7’ is 46, then store 4 in 61st cell, 6 in 99th cell,
and so on. The arrangement pattern is shown in Fig. 6.

Out of 100 grids, it is clearly noticed that total 49 grids are reserved for all
location as 16 grids for cipher message, 32 grids for random location, and one for
pattern type. The corresponding binary image is shown in Fig. 7. Still 51 grids
remain vacant which needs to be padded with the digit textures randomly. After
filling the vacant cells of the image, the generated image is shown in Fig. 8.

At the receiver side, retrieve the binary image sent by the sender. Receiver
already knows the first key that is the lowest two-digit number, i.e., 10. Again the
textures of the 10 numerical digits are also known to receiver.

Read the 100th grid and match the symbolic texture of the 100th grid with the
symbolic texture of the numerals that is Zero, One ... Nine. After matching, rec-
ognize the shuffling pattern between 0 and 9. Then the pattern is decoded in reverse
order.

Read the received binary image as data matrix of 100 block of size 50 x 50. All
the grids between 61st and 99th are matched against the ten sub-images, and the
matched numbers are paired up according to the shuffling pattern. In this example,
the 61st grid is matched with numeric texture 4 and 99th grid matched with numeric
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Fig. 6 Shuffling pattern for placing the random locations for pattern 1. Subscript refers to the
numeral message digit
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Fig. 7 Embed of cipher message and its location in 49 grids following pattern 1

texture 6. Thus, it is paired up to form the location 46. Again the 46th grid is
matched against the ten sub-images and identified the stored numerical digits as 7.
Then it is subtracted from the first key, i.e., ten to get back the original numerical
message as 3. Similarly, the remaining 15 numeric messages are identified as
3456278912230129 which is the original numeric string that has been transmitted.

3.2 Case Study 1I: Arrangement Pattern 2

Suppose the original message is: 6667658909843221. After subtracting this mes-
sage from the first key value, i.e., 10 we got the cipher numeric message as:
4443452101267889.

Now the random number locations generated as: 39 32 47 49 10 7 35 05 27 44
2520 34 38 18 and 08. Hence, in 39th and 32nd locations of the image is embedded
with the block texture image of Four (4).
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Fig. 8 Binary image of 500 x 500 size containing message of 16 digit text using pattern 1
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Fig. 9 Shuffling pattern for placing the random locations for pattern 2. Subscript refers to the
numeral message digit

Again the grid locations are stored in grids from 61st to 99th. The 100th grid
location is reserved for the pairing pattern. Suppose the shuffling pattern is 2.
Figure 9 shows the shuffling pattern 2.

After placing the numeric textures in the image, the corresponding binary image
is shown in Fig. 10 and rest of the grids are filled with random textures and the
generated binary encrypted image is shown in Fig. 11. At the receiver side, the
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Fig. 10 Embed of cipher message and its location in 49 grids of pattern 2

encrypted message is read in the similar way as in case study 1, and the numeric
string is recovered as 6667658909843221.

The performance of the proposed method is compared with the existing standard
cryptography methods such as DES, RSA, and AES. The comparison has been
assessed through the computational time required for encryption of a 16-byte
numerical data. The simulation studies have been done with a 64-bit core 13 Intel
processor and listed in Table 1. Although our proposed approach takes bit more
time, it is simple and provides equivalent security.
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Fig. 11 Binary image of 500 x 500 size containing message of 16 digit text using pattern 2

Table 1 Performance comparison of the proposed method with the existing methods

Packet size: 16 Byte DES RSA AES Proposed method
Time consumption (s) 0.967543 0.823152 0.512341 1.106669

4 Conclusion

In this paper, a simple, low-cost, and efficient method of encryption is proposed for
secure numeric data communication in terms of space and time complexity. The
data is encrypted within a binary image and decrypted at the receiver side with a
secure way. The effectiveness of the proposed approach has been demonstrated with
suitable example. As the data is encrypted in the form of an image, its bit difficult to
be cracked the original data. Usage of binary image is robust against noise and
distortion. The current work can be extended for entire ASCII character for secure
communication by increasing the grid numbers.
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Balanced Wrapper Design to Test

the Embedded Core Partitioned

into Multiple Layer for 3D SOC Targeting
Power and Number of TSVs

Niranjan Raj and Indranil Sen Gupta

Abstract Manufacturing of three-dimensional (3D) IC chips is become executable
nowadays with the furtherance in fabrication engineering. However, the process of
designing and testing of tools in this regards are even if non-autumnal. One of the
main challenges is to reduce the total time for testing of such chips. In order to
make a reduction in the test application time, the wrapper design must be balanced
such that all scan chain lengths are almost of equal length. Minimization of the scan
test time is possible with the help of above-proposed work with the available
numeral of through silicon vias (TSVs). The Verilog coding intended for the pro-
posed implementation has been done using Cadence tool to analyze power and
delay.

Keywords Scan chain - Wrapper - 3D IC - Test access mechanism - TSV

1 Introduction

A steep electrical connectedness going entirely by the way of wafer of silicon or die
for link up of multiple layers of three-dimensional integrated circuit chips is termed
as through silicon via (TSV). We can use TSVs [1] are as an option to wire-bond
and flip chips to form 3D packages and 3D integrated circuits. The reason to
accomplish broad interconnectedness and also to attain larger space efficiencies in
compared to the flip chip peeling and wire-bounding it is used there.
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In system-on-chip (SOC) designs, the storage cells that are present in the
embedded cores of a chip are typically interconnected in such a way that the
formation of more than one shift registers is become possible which are termed as
scan chains. Now, the input test patterns are applied at the inputs of these registers
and the resultant is sensed through a suitable test access mechanism (TAM). When
the connection made between the internal scan chain and the wrapper input—output
cell, the wrapper is formed which is a thick shell associated close to the core. The
number of wires in the TAM, called TAM width, must always be equal to the
number of wrapper chains. The internal scan chain (ISC) and wrapper input—output
cell are distributed to these wrapper chains in such a way that each wrapper chain is
almost of equal length. By doing so, we get balanced sized wrapper chains.

The 3D IC design can be carried out through circuit partitioning at two layers of
granularity, namely,

1. Coarse granularity
2. Fine granularity.

Considering fine granularity partitioning, where cores in the SoC chips are
divided into multiple layers, the scan chain design will traverse all around the layers
using vertical interconnection through silicon via (TSVs) which will result in the
reduction in the gross wire length for the wrapper design technique. Location for
scan chain terminals is on any of the levels, and interface must be done between the
test wrapper and input/output cell and the scan chain for each particular core can
now traverse with multiple levels.

The wrapper elements like ISC and input/output cell must be distributed to
multiple layers. Availability of all the pins of the chip can be found at the last level.
So, a scan chain wrapper starts and stops at the lowest level. For connecting the
wrapper elements, TSV is required which goes through multiple layers. A wrapper
chain is complete when it contains at least one ISC, one input cell and one output
cell. There is no any requisite of TSV to create a wrapper chain if the presence of all
the wrapper elements is found in the last layer. Maximum numeral of TSVs of any
wrapper chain will be twice the numeral of levels present in the core when all the
wrapper chain evolves an equal number of TSVs.

For example, if we consider a 4-layer core, in any wrapper chain the employ-
ment of maximum number of TSV there is 8.

Figure 1 shows a schematic showing the interconnection of input cell, output
cell, and internal scan chains. It also shows via the connections through multiple
layers. In the figure, 1 indicates the connection between layer-1 and layer-3. For
this, TSV required is 1. Similarly, 2 indicates the connection between input cell and
ISC, and for this TSVs required is 1. Also, 3 indicates the connection between ISC
and ISC. Since TSVs internal to the scan chain is not counted, so TSVs required is
0. And, 4 indicates the connection between ISC and output cell, for which TSVs
required, is 1. Lastly, 5 indicates the connection between layer-3 and layer-1, for
this TSVs required is 1.
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Fig. 1 TSV analysis
2  Work Done Previously on Wrapper Design

In optimization process of wrapper, a number of works for 3D SoC have been
proposed, but all these works have considered only ideal condition where all
internal scan chains are of equal length. Also, the number of ISC and wrapper
input/output cell is taken such that all wrapper scan chain lengths become equal.
Some of these wrapper optimization techniques include heuristic algorithm [2], ILP
[3], genetic algorithm [6], simulated annealing to optimize the post-bond and
pre-bond test time, and some other methods. For the testing of 3D ICs, some works
have been possible. Design of TAM for 3D SOC is rendered in [3] where for the
partition of TAM wires into many test buses and designate the cores to test buses
for reducing the test time below TSV restraint integer linear programming (ILP) is
used. For reduction of weighted test cost with restraint on the width of test pin in
post-bond and pre-bond, a method is applicable which is known as trial-and-error
method.

3 Proposed Methodology

To equal the distribution of the wrapper component for all the wrapper scan chains,
thereby reducing the test time is the main motive of the proposed algorithm. The
scan test time is minimized since the length of the longest wrapper scan chain is
almost equal to all other wrapper scan chain.
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The conceptualization for the above problem can be given by utilization of core
with contrary functional parameters such as input cell, output cell, level, a group of
internal scan chain having unequal length also including TAM width, and TSVmax.
Here the width of the TAM is equal to the number of wrapper scan chain present.

There are two algorithms that are used in the proposed methodology.

Algorithm-1 It is used for the distribution of ISC to the wrapper scan chain. For
doing so, arrange the internal scan chain in ascending/descending order of length.
Assign layer number to each internal scan chain. Considering descending order,
insert one ISC to all the wrapper scan chain. This is first cycle. After the end of first
cycle, last wrapper scan chain is having minimum length since we have considered
descending order of length. Second cycle starts inserting ISC from last wrapper
scan chain toward the first one. After the end of the second cycle, if there exist some
more ISC, then start inserting from the first toward the last one. At the end of every
cycle, calculate the size of each scan chain wrapper. During the insertion of ISC to
the wrapper scan chain, there is no need to calculate the number of TSVs, since
internal TSVs present in the scan chain are not measured.

Algorithm-2 It is used for the distribution of input/output cell and calculation of
TSVs. Firstly, one input cell and one output cell is inserted into all the wrapper scan
chain. Assign layer number to these input/output cells. Now, calculate the length of
each wrapper chain as well as a number of TSVs required.

Assume the wrapper chain with minimum length; compare its length with sec-
ond minimum length wrapper chain. Add input/output cell to minimum length
wrapper chain such that its length is equal to the second minimum length wrapper
chain. Simultaneously, assign the layer number to these input/output cells. Now,
these two wrapper chains are of equal length. Calculate the TSVs required.
Compare its length with the third minimum length wrapper chain and add
input/output cell to the wrapper chain till their length becomes equal. Do the same
with all wrapper chain. If at any point, the number of TSVs required becomes equal
to the TSVmax, then all the remaining input/output cells must be placed in the
lowest layer since no TSVs are required to connect the input/output cells which are
inserted in the lowest layer. In this way, optimization in the numeral of TSVs
becomes possible. When the length of all the wrapper chain becomes equal, and
there exist some more input/output cells then randomly add one input/output cell to
any scan chain wrapper. Again calculate the length of each wrapper chain and
arrange it in ascending/descending order. Again compare the length and do the
same as above.
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Algorithm-1: Distribution of ISC to wrapper chain

Input: ISC, TAM_width, no_of layer
Output: wrapper chain
Number of wrapper chains = TAM_width
begin
Arrange ISC in ascending/descending order of length
Assign layer no. to each ISC
for wrapper chain=1 to TAM_width
Wrapper chain(1)=ISC(1)
Wrapper chain(2)=ISC(2)

Wrapper chain(TAM_width)=ISC(TAM_width)

if ISC(n) > ISC(TAM_width)

for wrapper chain=TAM_width to 1
Wrapper chain(TAM_width)=ISC(TAM_width+1)
Wrapper chain(TAM_width+1)=ISC(TAM_width+2)

Wrapper chain(1)-ISC(2*TAM_width)
end
Algorithm-2:  Distribution of input/output cell and
calculation of TSVs

Input: input cell, output cell, TSVmax, no_of layer
Output: wrapper chain design

for Input cell =1 to n
for Output cell = 1 to n
for wrapper chain i=1 to TAM_width
Wrapper chain(i) = input cell(1)
Wrapper chain(i) = output cell(1)
end
Calculate number of TSVs required
Calculate length of wrapper chain
Arrange wrapper chain in ascending order of length
for i=1 to TAM_width
if wrapper chain_length(i) < wrapper_chain_length(i+1)
| wrapper_chain(i) <= input/output cell
end
Now wrapper chain_length(i)=wrapper chain_length(i+1)
if wrapper chain_length(i& i+1) < wrapper_chain_length(i+2)
Wrapper_chain(i) <= input/output cell
Wrapper_chain(i+1) <= input/output cell
end

end
Calculate TSVs at every instant
if TSVs=TSVmax
Place remaining input/output cell in lowest layer
end

121
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A. Tllustrative example for creating wrapper chain

Consider 6 internal scan chain having length 8, 7, 8, 6, 4, 5, respectively, and 12
input cells and 12 output cells. For creating the wrapper chain having the width is 4,
we have to take the TAM width equal to 4. According to the Algorithm-1, the ISC
is arranged in descending order of length as 8, 8, 7, 6, 5, 4. The number of ISC is
greater than the TAM width, so two cycles are needed for the distribution of ISC to
wrapper scan chain. In the first cycle, one ISC is inserted in each wrapper scan
chain. The remaining 2 ISC is inserted in the last two wrappers according to the
length as shown in Fig. 2a. SC indicates the internal scan chains which are rep-
resented by their length. I and O indicate the input and output cell which is having
length 1. The wrapper scan chain is represented by W1, W2, W3, and W4.

In order to complete the wrapper chain, one input and one output cell is inserted
to all wrapper scan chain as shown in Fig. 2b. Now calculate the length of each
wrapper chain. Wrapper W1 and W2 is having length 10, and wrapper W3 and W4
is having length 13. So, 3 input or output cells or its combination must be inserted
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Fig. 2 Distribution of wrapper elements as per proposed algorithm
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Table 1 Comparison of wrapper length with existing paper

TAM width Wrapper W1 w2 w3 W4
4 Wrapper length [our] 15 15 16 16
4 Wrapper length [5] 14 14 17 17

in W1 and W2 in order to make their length equal to W3 and W4 as shown in
Fig. 2c where one input and two output cells are inserted in W1 and 2 input and 1
output cells are inserted in W2. The size of all wrapper scan chain is equal at that
moment. The rest of 5 input cells and 5 output cells are distributed equally to all the
wrapper chain. Now one input cell and one output cell is inserted to all wrapper
scan chain as shown in Fig. 2d and calculate the length of each wrapper chain. At
this point, each wrapper chain is having length 15. Still, one input and one output
cell is remaining which is inserted into any wrapper scan chain randomly. Here, we
have inserted one input cell in W3 and one output cell in W4 randomly as repre-
sented in Fig. 2d. Lastly, the size of the wrapper scan chain is 15, 15, 16, 16. That
means all wrapper chain is almost of equal length resulting in balanced wrapper
design. Table 1 shows the comparison of wrapper optimization of above example
with [4].

4 Power and Delay Estimation

One major issue in testing a circuit is the optimization of test viewgraph similar to
power, delay, and area. If the flip-flops present in the scan chain can be arranged in
such a way that the number of transition within the flip-flops present in the scan
chain is minimum, then the reduction in the test power can be achieved. When
nearly all the time, the contiguous flip-flop stays in the unvaried state then it can be
achieved. So, power consumption in testing a circuit is directly proportional to the
number of transitions in the scan chain [1]. By using the proposed methodology, if
we can reduce the size of the scan chain, then we can also made reduction in power
consumption. With the help of using genetic algorithm (GA), the numeral of
transition inside the scan chain can be reduced, which is a search and optimization
algorithm. The numeral of transition present in the scan chain or chromosome is
known as the fitness function in GA. The selection of the parent chromosome is
done according to the lowest value of the fitness function. We can symbolize the
result of GA by using chromosomes. Gene of the chromosome is represented by the
numeral of flip-flops present inside the scan chain. The dependency of the size of
chromosome is up to the numeral of scan flip-flops present in the circuit. During the
phase of population generation mechanism for calculating respective chromosomes
is provided by the fitness function.
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With the help of the size of the scan chain, we can easily obtain the delay. So,
there is automatically reduction in delay if the reduction made in the size of scan
chain by using the above-proposed method. If the representation of the size of scan
chain is given as ‘L’ where L represents the Manhattan outstrip between the cells,
then we can represent the delay as below:

Delay o L?

So, the formation of scan chain is done in such a way that minimization in delay
becomes possible as a result of which we can get reduction in power consumption.

5 Experimental Results

Under this section representation of the experimental results of the proposed
methodology is completed. Initially, Verilog code is written for the
above-mentioned two algorithms which are then imported to Cadence tool in order
to analyze the power and delay. Based on the cores from ITC’02 SOC benchmarks,
test circuit outcomes of simulation are rendered. Consistency for core 7 is 20 scan
chains, 700 and 790 inputs and outputs, respectively for SOC d281. Also, con-
sistency for core 4 is 23 scan chains, a number of inputs and outputs are 15 and 30,
respectively for p93791. While core 5 of h953, consist of 4, 19, and 13 scan chains,
inputs and outputs, respectively.

The scan test time consumed by this wrapper design is very much less as com-
pared to the other wrapper design techniques like ILP, heuristic algorithm. 7 indicates
the TAM width. Table 2 indicates the results on wrapper optimization for core 7 of
SOC d281, Table 3 indicates the results on wrapper optimization for core 4 of
p93791, and Table 4 indicates the results on wrapper optimization for core 5 of h953.

Table 2 Optimization results on wrapper for core 7 of d281

T |TSV Shortened WC Shortened WC Longest WC Longest WC
max length [our] length [5] length [our] length [5]

3 18 709 710 710 816

4 18 532 532 532 724

5 22 425 426 426 618

6 22 354 355 355 473

Table 3 Optimization results on wrapper for core 4 of p93791

T |TSV Shortened WC Shortened WC Longest WC Longest WC
max length [our] length [5] length [our] length [5]

3 18 51 51 52 55

4 18 38 39 39 56

5 20 30 35 31 51

6 20 25 28 26 40
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Table 4 Optimization results on wrapper for core 5 of h953

T |TSV Shortened WC length Shortened WC length Longest WC length
max [our] [5] [our]

3 16 136 241 243

4 16 128 129 129

5 16 24 129 123

6 16 16 129 123

6 Conclusion

In this paper, we have presented a noble design methodology for designing a
balanced wrapper for three-dimensional multilayer integrated circuits. The pro-
posed methodology is applicable for any condition of internal scan chain whether
all ISC are of equal length or every ISC is having different length. In every con-
dition, the proposed methodology will generate balanced wrapper design. The
number of TSVs also gets optimized. There is much improvement in the power,
area, and scan test time. Hence, the proposed methodology provides an enhanced
wrapper design for testing 3D ICs chips. Since the length of the longest wrapper
scan chain is reduced, as a result power consumed to test the circuit also gets
reduced.
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Analysis of Electromagnetic Wave Using
Explicit FDTD in TM Mode
with Extrapolation

Bhattu HariPrasad Naik and Chandra Sekhar Paidimarry

Abstract In this paper, Explicit finite difference time domain (FDTD) method is
used for electromagnetic wave analysis. Explicit method has computational sim-
plicity in linear medium with superior stability by the CFL condition. The method is
unstable with nonlinear mediums when materials have ¢, > 1. Here, a conventional
Explicit FDTD method is used along with Interpolation and Extrapolation tech-
niques for the EM wave analysis in TMz mode. Deriving the higher-order
approximations from a lower-order approximation is called as Extrapolation. This
technique is used to eliminate the second-order error O(h?) terms from first-order
central difference approximation. The propagating wave Ez in TM mode is the
summation of two triangular waves of Hx, Hy fields, which in turn form a 5-point
wave stencil. The wave propagates through the grid using a cell-centred technique.
The propagation speed of the wave depends on necessary parameters such as
numerical dispersion of grid, time-step (A7), x and y spatial step (Ax) and (Ay).

Keywords Finite difference time domain (FDTD) - CFL - Electro magnetic (EM)
Central difference time domain (CDTD) - Explicit - Transverse magnetic (TM)
Interpolation - Extrapolation

1 Introduction

The FDTD method is the most popular time domain method that is used extensively
for solving Maxwell’s equations. FDTD method [1] is a popular computational EM
method due to its ease of implementation, flexibility and numerical efficiency.
FDTD is a numerical analysis method that is used to find the approximate solutions
to the system of partial differential equations. FDTD is a grid-based differential
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numerical method. Using FDTD method, the time-dependent Maxwell’s equations
are discretized using the central difference time domain (CDTD) approximations
with respect to forward in time and central in space. The resulting finite difference
equations are solved in a leap-frog scheme [2]. FDTD method models many
problems related to science and engineering that deals with EM waves and that are
related with structures of the materials used.

For implementing a FDTD solution of the Maxwell’s equation, requires a
computation domain, i.e. a physical medium over which simulation is to be per-
formed. Computational domain is discretized as rectangular numerical grid along
with numerical dispersion of the medium. In the simulation phase, E and H fields
are determined at each point in space and time. Types of the materials used as a
medium for each cell of the grid in the computational domain need to be specified
with their material constants (¢,) during simulation phase.

The main approach is to develop a successful Explicit FDTD method with
stability, accuracy and convergence of EM waves. The analysis of waves also
involves linear and nonlinear mediums. Basic idea of this work is presented in [3].
In this paper, we provide a comprehensive description of the Explicit FDTD
method with Interpolation and Extrapolation techniques to eliminate the effect of
second-order error terms from the first-order central difference approximations
which leads to increase in accuracy of the wave.

Method used to obtain a formula for f'(x) of higher-order approximations from a
formula of lower-order approximations is called Extrapolation.

The central difference approximation formula for an equation of first order is
given as:

f+h) —fx—h)

1N
e e 2 ) 1)
The local truncation error is given as
—n2f(c) 2
Errunc(fa h) =,/ = O(h ) (2)

6

The error function Ej,,.(f, h) makes the wave unstable with second-order error
term O(h?). So the error has to be removed in order to increase the accuracy of the
wave.

2 Formulation

A conventional Explicit FDTD method formulation is presented here. Method uses
first-order time-dependent Maxwell’s equation in a TM mode for wave analysis. In
the formulation of Explicit FDTD, Interpolation technique is used. Here a 2-D TM
mode with wave propagation in Z direction is considered. The electromagnetic field
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components in TM mode Hx, Hy and Ez are arranged on the Yee’s cell similar to
that as conventional FDTD method [4]. The update value at (n + 1) is determined at
each point on the grid.

Maxwell’s equations for the 2-D TM mode wave in a linear or lossless medium
are expressed as:

OH, —10E;

o 1 Oy 3)

oH, 1 OE,

D 4
oE. _1 (o, _on, .
At e \ Ox Jdy

Where pu, and g are the permittivity and permeability of the medium,
respectively.

An Explicit FDTD method is a forward difference in time and first-order central
difference for space at a point. Explicit method [5] is numerically stable and con-
vergent if and only if CFL < % It is the condition for the stability of the
Explicit FDTD method, without which system is unstable [6]. Numerical errors
O(h?) are proportional to time-step and square of space-step.

An Explicit FDTD method that is used to update the field Hx, Hy and Ez
components at time level (n + 1) with Interpolation [3] is shown in Fig. 1.

The node point at time level j + 1 is determined using i — 1, i, i + 1 node points.
Wave obtained using j + 1 time level is a triangular wave.

H ) = HYG ) g e (BN ) = BN =1) (6)
H 7Y, ) = H) (G, j) — M%x [Eli+1,))—ENi—1,))] (7)

Fig. 1 Explicit FDTD with
Interpolation

i-1 i i+l
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At
2~80~Ax[

H (i, j+1) = H{(i, j— 1)]

BN ) = BN, ) + Hy(i+1,j) = H}(i = 1,))]

At [
2 -6 Ax

(8)
+

Where At is the time-step, n is the index of time level.

The magnetic field components Hx, Hy are the tri-diagonal system of equations.
The electric filed component Ez is a combination of two tri-diagonal equations,
when combined together form a 5-point stencil in wave propagation.

Figure 2 shows the triangular wave propagation due to either Hx or Hy field
only in one direction x or y, respectively.

Figure 3 shows the wave propagation and scattering process in all the four
directions using cell-centred technique.

The main difference between Explicit FDTD with Interpolation and Explicit [7]
FDTD with Extrapolation is, in interpolation technique, local truncation error O(h?)
exists as in (2). For removal of the local truncation error, Extrapolation is used, that
is, to replace first-order central difference approximation with fourth-order
approximations [1, 8] as shown in the Fig. 4.

For Extrapolation analysis, consider first time-step At = A,

12-n*-c
£') ~ Dy () - —— ©)
Second time-step At = 2h
2210 .
f'(x) = Dy (2h) R (10)
4h’c

4f'(x) ~ 4Dy (h) = ==

Fig. 2 Wave propagation
with Hx field
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Fig. 3 Scattering process of TS
the wave
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Explicit FDTD algorithm that is used to update the field components Hx, Hy and
Ez at time level (n + 1) in linear medium with Extrapolation is shown in Fig. 5. The
node point at time level j + 1 is determined using i — 2,7 — 1,4, i + 1, i + 2 node
points. Wave obtained using j + 1 time level is a triangular wave.
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Fig. 5 Explicit FDTD with
Extrapolation
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3 Implementation of Explicit FDTD Method

3.1 Explicit With Interpolation

An implementation of Explicit FDTD [7, 9] method with Interpolation is presented
here. Consider a linear or lossless medium of 100 x 100 m dimension with the free
space parameters are:

& = 8.854% 1072 F/m, Uy = 411 % 107 H/m, Ar=1.66710"°s,
Jmax = 30MHz, Pulse = sin(211 * fi,x xnx At), Ax=Ay=1 m, Velocity =

st = 0.3536 ms.

Ez(y, x) = Ez(y, x) + Pulse (15)

For EM wave analysis, a soft source (15) is used. A sinusoidal signal of fre-
quency 30 MHz is used as an input at the source point (50, 50) as shown in Fig. 6.
The wave propagates and scatters in all four directions of equal values, and output
is observed at destination point (70, 70) as shown in Fig. 7 (Fig. 8).
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Input at node 50,50
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Fig. 6 Soft source input at node (50, 50)
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Fig. 7 Ez wave output at node (70, 70)
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Plot of EZ vs X &Y for Explicit FDTD with Interpolation at time step =100
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Fig. 8 Ez wave propagation with Interpolation

3.2 Explicit With Extrapolation

An implementation of Explicit FDTD method with Extrapolation is presented here.
Consider a linear or lossless medium of 100 x 100 m dimension with the free
space parameters are:

0 =8854%1072 F/m, p,=40+10"7 Hm, Ar=1.667%10" s,
Smax = 30MHz, Pulse = sin(2I1 * fix x nx Af), Ax=Ay=1 m, Velocity =

A = 0.0295 m/s

For EM wave analysis in TM mode, a soft source (15) is used. A sinusoidal
signal of frequency 30 MHz is used as an input at the source point (50, 50) as
shown in Fig. 9. Here, second-order error O(h?) is eliminated using Extrapolation.
The wave propagates and scatters in all four directions with equal values.

Ez wave output is observed at destination node point (70, 70). The output is
shown in Fig. 10, which shows that accuracy of the wave is increased and stable
when compared to the output shown in Fig. 7 (Fig. 11).

Table 1 shows the comparison of time taken for the wave to travel from the
source point (50, 50) to the destination point (70, 70). Comparison shows that
Extrapolation takes approximately 1 s more when compared to the Interpolation,
but wave velocity of Extrapolation is decreased by 10 times, i.e. V = 0.0295 m/s
and for Interpolation V = 0.3536 m/s. The accuracy of the output wave due to
Extrapolation is increased and stable than the Interpolation output wave.
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Fig. 9 Soft source input at node (50, 50)

Ez output at node 70,70

0.25

0.15} .
0.1F .
0.05} .

Amplitude
o

-0.05

-0.15

0.2} -

-0.25 ! ! ! ! ! ! ! ! !
0 10 20 30 40 50 60 70 80 90 100

Fig. 10 Ez wave output at node (70, 70)
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Plot of EZ vs X& Y for Explicit FDTD with Extrapolation at time step =100
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Fig. 11 Ez wave propagation with Extrapolation

Table 1 Comparison of time for Explicit FDTD

Method Velocity of wave (m/s) Elapsed time for wave (s)
Explicit with Interpolation V= leﬁf = 0.3536 8.891380
Explicit with Extrapolation V= % = 0.0295 9.856354

*12-¢0-

4 Conclusion

An alternative method to make Explicit FDTD method stable and accurate is
developed. Here, we have adapted numerical method to eliminate the root cause of
the accuracy of wave for a given time-step. Stability and applicability of the
Explicit FDTD method with Interpolation and Extrapolation techniques are
demonstrated. Here, the accuracy of the wave has been increased by eliminating the
second-order error term O(h?) from the first-order finite difference approximation
by using the Extrapolation. Numerical results have validated that the accuracy,
efficiency and stability of the wave are increased with the proposed Extrapolation
technique.
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A DEA-Based Evolutionary Computation
Model for Stock Market Forecasting

S. S. Panigrahi, J. K. Mantri and P. Gahan

Abstract Stock market forecasting is used to draw attention of researcher since
long and it will be. In this paper, a Data Envelop Analysis-based Gene Expression
Programming model has been proposed and experimented with real data from BSE
Sensex. The DEA has been used for filtering independent variables to be used as
input variable of the GEP model. Different experiments have been made by first
allowing all input variables to the GEP model directly without filtration by DEA
and then allowing only those variables which are tested and marked as better
variable to explain target variable. The result obtained from both the experiment has
been put side by side and explained. From the analysis, it was noticed that the
DEA-based GEP has better capabilities to forecast than the other one, even with less
number of input variables.

Keywords Data Envelop Analysis - Gene Expression Programming - Stock
market forecasting

1 Introduction

Stock market is a wonderful arena for ‘risk management’ and ‘return generation.’
It’s a paradise for investors who love making money with certain level of risk. But
there is an obvious question that, how much and how long a risk can be absorbed?
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A cautious and intelligent move may lift the investor to become a gainer, whereas a
silly mistake may also drug the investor to the line of looser. On the other hand,
from the macroeconomic point of view, a stable financial market is one of the basic
indicators of a stable economy. In general, a stable financial market is one where the
volatility or the market fluctuation is not so erratic. Hence, there is always demand
exists for forecasting the stock market behavior to creating better opportunity for
investors. As the risk factors are associated with the higher expected returns, the
area of stock market forecasting equally draws attention of researchers, economists,
financial analysts, managerial decision makers, policy makers, and investors.

The need for better market predictability in right way and right time paved the
way for experimentation with several models to forecast the stock market. The
efficiency of various models has been tested with empirical data and analyzed.
Further, availability of quality data at different warehouses along with handy data
mining tools and analytical technologies has made statistical analysis an integral
part of investment and managerial decision making. The unending process of such
experiment and research in stock market forecasting is going on. Thousands of
contributors are putting their efforts to make the field richer and richer day by day.
The present work is a little effort in this direction.

Evolutionary computational models made a revolutionary change in the history
of forecasting. It proves its efficiency through various empirical applications
ranging from finance to computer science, engineering, biology, health science, etc.
It gained wide popularity across the world as a forecasting tool due to its distin-
guished features over the existing methodologies as:

Simple in approach.

Change in approach to counter problem set.

Different approaches to counter changing circumstance.
More flexible.

Capability to catch weak signals of the problem zone.
Fruitful even where heuristic approaches failed.

Better analytic power.

Better predictability.

Here two established technique, viz. Data Envelop Analysis (DEA) and Gene
Expression Programming (GEP) has been used for stock market forecasting. In the
proposed model, the DEA is deployed for filtering attributes to be used in
GEP. After experiment, it was shown that the DEA-based GEP has better pre-
dictability with less number of variables under consideration.
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2 Review of Related Works

Application of evolutionary models adds a new dimension in soft computing
approaches for forecasting financial market. A few landmark contributions related
to the work has been reviewed for an understanding of the literature.

The year 2001 brings a new technique of evolutionary computing developed by
Candida Ferreira [1] over Genetic Algorithm and Genetic Programming known as
Gene Expression Programming, which is a genotype/phenotype Genetic Algorithm
for the creation of computer programs. In its basics, it uses character linear chro-
mosomes composed of genes structurally organized in a head and a tail manner. In
2006, Ajith Abraham et al. [2] made a review of the common variants of genetic
programming including GEP such as linear genetic programming (LGP),
multi-expression programming (MEP), Cartesian genetic programming (CGP),
traceless genetic programming (TGP). In the same year, Sam Mahfoud and Ganesh
Mani [3] proposed a new genetic-algorithm-based system for predicting the future
performances of individual stocks. They claimed to extend GAs from their tradi-
tional domain of optimization to inductive machine learning or classification. The
year 2011 witnesses an introduction and experimental evaluation of neuro-genetic
system for short-term stock index prediction by Jacek Ma_ndziuk and Marcin
Jaruszewicz [4]. They tried to find out an optimal set of input variables for a
one-day prediction via GA from a pool of input variables. In the same year, a new
hybrid of genetic algorithm and particle swarm optimization model with pertur-
bation term is proposed by Tarek Aboueldahab and Mahumod Fakhreldin to
overcome the problem of local search restriction in standard hybrid of GA and PSO
models. Alina Barbulescu and Iulia Ilie [5] proposed a hybrid model of ARMA and
GEP for time series forecasting in 2012. They had tried to extract the ARMA for
identification of linear trend and GEP to capture nonlinear patterns from data. In
2013, Alaa Sheta, Hossam Fari, and Mouhammd Alkasassbeh [6] compared GP
with some other soft computing techniques in stock market modeling. They used S
& P index for empirical studies and conclude in favor of GP. The same year a
model named Genetically optimized Neural Network (GNN) has been proposed by
Tuhin Mukherjee and Aritra Banerjee [7]. The model was based on Artificial Neural
Network and Genetic Algorithm. The proposed model was tested and found
superior over traditional ARCH/GARCH models. Chih-Ming Hsu [8] proposed an
integrated procedure using DEA, Ant Colony Optimization (ACO), and GEP for
stock trend prediction in 2014. The work claimed to provide a strategy to the
investors for making profits even though the overall stock market suffers a loss.
Further, it claimed to provide the right time of transaction to minimize risk by
offering certain transaction rules for the investors. In the same year, Cheng-Han Lee
et al. [9] tried to find out some good trading strategies from the historical series
from Taiwan stock market and then trained the profitable strategies by the Gene
Expression Programming, which involves some technical indicators as features.
Another work in the same year by Dharamveer Sisodia et al. [2] tried to combine
techniques of classification and GA. The classification of stock market is used to



142 S. S. Panigrahi et al.

provide classification among different values of the stock market and then Genetic
Algorithm is used to provide a close among these values. In the year 2015, Monir
Mahmoudi et al. [10] proposed a prediction method to forecast the descending/
ascending direction of the future stock price by using GA on Istanbul Stock
Exchange index. Their experiment shows that the proposed system works well in
both upward and downward trends.

3 Objectives

The prediction capability of Gene Expression Programming in the area of stock
market forecasting is proven by several studies. Now there is a necessity to con-
verge some other proven models with GEP to enhance its efficacy toward better
predictability. Here, we made an effort to combine DEA with GEP for better
forecasting. The basic objectives of the study are bulleted as.

e As the financial market is one of the vital indicators of an economy, its
non/improper predictability in right manner and right time has far-reaching
consequences.

e There is a need for experimentation with the established computing approaches
to be merged for creating hybrids which can perform better.

e As the GEP is an extension of GA and GP, further improvement of its pre-
dictability may be enhanced by making a hybrid with some other models.

4 Preparation of Data

A data set for empirical experiment needs to be a strong representative of the
universe. In our case, we opt for the BSE Sensex data and related technical indi-
cators for empirical study of the proposed model. As the stocks that constitute the
BSE Sensex are drawn from almost all the market sectors of India, it is supposed
that it could capable of tracking the movements of the market accurately. The
historical data from January 2008 to July 2015 are treated for empirical study.
The data have been collected on daily basis and standardized to run through the
software for analysis. Historical data of daily open, high, low, close, and volume
together with 12 numbers of selected technical indicators as represented in Table 1
constitute the base of the study. All the variables used are continuous in nature.
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Table 1 Attributes for experiment

Attribute | Remarks Attribute Remarks

Open Current day open price of the | EMA The last 100 days exponential
stock moving average of Close

High Current day maximum price of | PPO The price oscillator in percentage
the stock

Low Current day minimum price of | PAIN The price action indicator
the stock calculated for the current day

Close Current day close price of the | MACD The difference between 9 and
stock 26 days EMA

Volume | Volume of transaction for RSI Calculated from 14 days avg. max
current day and avg. min.

Highest | The last 21 days highest of Momentum | The difference between previous

High high and current close

Lowest | The last 21 days lowest of low | % K The stochastic which represents the

low percentage alert line

SMA The last 21 days simple % D The stochastic which represents the
moving average of close percentage definite line

WMA The last 65 days weighted - -
moving average of close

5 Methodologies

After collection of data set for the period mentioned in previous section, the
technical indicators based on these data in Table 1 are calculated and except ‘close’
all are used as predicators. ‘Close’ is used as the target variable of the model for
prediction. The methodologies are described in stepwise as follows:

Step 1
Step 2
Step 3
Step 4
Step 5
Step 6
Step 7

Step 8

Step 9
Step 10

Collection of Historical data set.

Selection and calculation of technical indicators.

Selection of target variable.

Run over the GEP model.

Implementation of DEA over predicators of the GEP model.

Selection of efficient predicators as per performance of DMU .

Run the GEP model over the predicators selected by DEA model keeping
the target variable as usual.

Compare the result obtained from step-4 and 7 on the basis of statistical
parameters.

Stop if step 7 gives better performance than step 4.

Else move to step 5 and repeat the process up to step 8.
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6 Models

The present work is built up over two well-established models—the Data
Envelopment Analysis (DEA) and Gene Expression Programming (GEP).
The DEA is a proven methodology to handle multiple inputs and multiple outputs
with easy for measuring the efficiency of Decision Making Units (DMUs). On the
other hand, GEP is a powerful evolutionary predictive method which can even trace
the weak trends in a noise data set. A brief notes on both of the techniques used is
followed.

A. Data Envelopment Analysis

Data Envelopment Analysis introduced by Charnes, Cooper, and Rhodes
(CCR) is one of the latest additions to the operation research and management
science which is used to develop efficiency scores for DMUs under consideration
on a scale of zero to 1. The DMU scored closer to 1 is more efficient. It has been
extensively applied for performance evaluation and benchmarking of nonprofitable
units having qualitative data, e.g., educational institutions, hospitals, conservations
of environment, banks, etc. It is generally used for multifactor productivity analysis
measuring the relative efficiencies of a homogenous set of decision making units.
The efficiency score of DMUs is calculated by the formula

Weighted sum of outputs
Weighted sum of inputs

Efficiency =

A major breakthrough was brought by Banker, Charnes, and Cooper (BCC) for
extension of the CCR model to accommodate technologies that exhibit variable
returns to scale.

B. Gene Expression Programming

The evolutionary computational models are constructed over certain common
concepts drawn from the natural evolution of living beings and genetics. Most of
the common models developed and used by the researchers under evolutionary
computation include Genetic Algorithms, Genetic Programming, evolutionary
programming, linear genetic programming, Gene Expression Programming,
multi-expression programming, Cartesian genetic programming, traceless genetic
programming.

Gene Expression Programming (GEP) is a technique which combines features
from Genetic Programming (GP) and Genetic Algorithms [1]. Though all of them
imitate natural, biological evolution yet the basic difference between them is in the
way they deal with the individuals of a population of solutions. GEP sticks with the
way Darwinian principle of the survival of the fittest works and uses populations of
candidate solutions to a given problem in order to evolve new ones. The evolving
populations passed through selective pressure and their individuals are submitted to
genetic operators. Since proposed by Céandida Ferreira [1] in 2001, the Gene
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Fig. 1 Schematic view of the proposed model

Expression Programming (GEP) served to overcome the drawbacks of Genetic
Algorithm and Genetic Programming for practical problems.

7 The Proposed Model

The proposed model is a hybrid of DEA and GEP. Though the GEP model has the
ability to assignee weight to its input variables here, the DEA is used to filter input
variables for the GEP. A schematic representation of the model is given in Fig. 1.
The collected data of BSE Sensex and the technical indicators under study are put
into the GEP model for taking a snapshot of prediction capability of the GEP model
which can be compared with the proposed model. For both the model (GEP and
DEA-based GEP), ‘Close’ is treated as target variable. Then the remaining variables
are treated as predicators of the GEP model.

Each predicators of the GEP are taken as DMUs for DEA. To calculate the
comparative efficiencies of the DMUs, certain statistical measures and parameters
are taken as input and output of the DEA. The inputs of the DEA are mean, median,
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mode, range, variance, and standard deviation, and the z-score is taken as the single
output. The inputs are assigned random weight where the sum of weights assigned
to all inputs of a DMU is equal to unity. The comparative efficiencies of DMUs are
calculated as per CCR model of the DEA.

Out of 16 numbers of DMUs, top 10 numbers of DMUs having higher scores are
filtered to be used as predicators for the proposed DEA-based GEP model. Instead
of taking 16 numbers of predicators, the proposed model runs over only 10 numbers
of selected predicators. After its successful implementation, the outputs of the
previous GEP model and the proposed model are compared on the basis of GEP
parameters, analysis run time, and statistical parameters to review their respective
performances.

8 Output Analyses

The efficiencies of the proposed model are basically compared with the original
GEP in three major fronts, viz.

o GEP Parameters.
e Statistical Parameters.
e Analysis runs time.

GEP parameters and Analysis run time are reproduced in table.

From Table 2, it can be observed that though the complexity before simplifi-
cation is 36 in both the cases the complexity of the proposed model comes down to
21 against 33 for the original GEP. Similarly, the generations required for sim-
plification has drastically been reduced for the proposed model to reduce the
analysis runtime. The analysis run time is quite less in case of proposed model.
Further, the number of evolutions of the fitness function is also less for the proposed
one. Hence in this front, the proposed model outperforms the existing one.

So far as the statistical parameters are concerned, we take the assistance of
parameters, viz. R"2, CV, NMSE, RMSE, MAE. Table 3 can be referred for an
easy grasp of the parameters compared. R*2 is a statistical parameter which gives us
ideas about the proportion of variance explained by the model. Higher the R"2

Table 2 Comparative view of GEP parameters and analysis run time

Parameters GEP DEA-based GEP
Generations required to train model 1880 1964
Complexity of model before simplification 36 36

Complexity of model after simplification 33 21

Generations required for simplification 80 1

Number of evaluations of the fitness function 114,100 110,150
Number of execution threads used 4 4

Analysis run time 00:44:21 00:36:85
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Table 3 Comparative view of statistical parameters
Parameters GEP DEA-based GEP
Training Validation Training Validation
R"2 85.53% - 85.75% -
Coefficient of variation 0.093 0.0513 0.0923 0.0394
NMSE 0.1446 19.3636 0.1424 11.445
RMSE 1743.2792 1443.4133 1729.811 1109.718
MSE 3.039e+006 2.0834e+006 2.9922e+006 1.2315e+006
MAE 1432.5776 1421.3307 1457.679 1080.8393
MAPE 8.5818 5.06607 8.7013 3.8549

value better the model explained the proportion of variance. Here, we can notice
that the proposed model bits the existing model. In case of the measurement of
variation, i.e., the coefficient of variation, the proposed model outperforms the
existing model in both training and validation. The remaining parameters in Table 3
measure the correctness of the prediction in terms of levels and the deviation
between the actual and predicted values. The smaller the values are the better is the
prediction. Here, we can observe that except for the MAE of the training data set the
proposed model performs better than the existing model which proves its efficacy
even with less number of predicators.

9 Findings and Concluding Remarks

The trend of financial time series data is very hard to be explained by a single
method. Thanks to soft computing approaches for allowing hybrids to be made of
existing methods to enhance prediction capabilities. The study concludes that the
implementation of DEA for filtering predicators into the GEP certainly enhances the
prediction capabilities of the GEP even if with less number of predicators. Due to
comparatively less number of predictors are in use, the proposed model can run in
less time by saving both analysis time and memory. The DEA model if used
judiciously may improve the efficiencies of other existing forecasting models.
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Investigations on the Logic Circuit
Behaviour of Hybrid CMOSFET'Ss
Comprising InGaAs nMOS and Ge pMOS
Devices with Barrier Layers

Suchismita Tewari, Abhijit Biswas and Abhijit Mallik

Abstract We investigate the logic circuit behaviour of hybrid CMOS devices
made of InGaAs n-channel and Ge p-channel MOSFETs with Si and InP barrier
layers, respectively, at channel length L, = 20 and 30 nm. Rise and fall time, noise
margin of hybrid CMOS inverters and frequency of oscillations, energy-delay
product of 3-stage ring oscillators comprising hybrid CMOS inverters have been
investigated to evaluate the performance of the proposed CMOS device. Our
findings show a significant amount of reduction of 92.2 and 82.5% for rise and fall
time, respectively, in case of proposed hybrid inverter, compared with the corre-
sponding values for equivalent Si CMOS at L, = 30 nm. Oscillation frequency of a
3-stage ring oscillator is found to be 264% higher when compared with its Si
counterpart. Also there is an improvement of 17.8 and 77.4% in power-delay and
energy-delay product, respectively, for hybrid CMOS inverters in comparison with
their equivalent Si counterparts for a channel length of 30 nm. Similar trend is
observed in case of channel length of 20 nm.

Keywords Hybrid CMOS - Logic performance - Noise margin
Rise time - Fall time - Frequency of oscillations

1 Introduction

To continue the historical performance improvement of complementary
metal-oxide semiconductor (CMOS) devices for logic circuit applications beyond
32 nm channel length, the CMOS device made up of a p-Ge and n-InGaAs
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MOSFETs has become a promising alternative to Si counterpart [1-8]. The choice
of InGaAs channel is due to its outstanding electron transport properties such as
mobility and injection velocity, while Ge is chosen owing to its record high hole
mobility. Use of a barrier layer such as InP for InGaAs channel and a Si barrier for
Ge channel confines carriers in the channel and improves carrier mobility further.

Several reports have been published in which the integration of a p-Ge and
n-InGaAs MOSFETs was demonstrated to form the CMOS device on a common Si
platform [9]. The task of co-integration of InGaAs nMOS and Ge pMOS on a
common platform of Si offers various challenges; however, Takagi et al. have
recently reported fabrication of both the devices on the same Si platform using
direct wafer bonding technique [9]. Wang et al. have already reported in ref. [10]
the direct growth of III-V and Ge in STI trenches of Si adopting aspect ratio
trapping. Additionally, CMOS circuits comprising InGaAs nMOS and Ge pMOS
devices, using the same gate stack, as demonstrated in [11], empower
high-performance and cost-effective solution in the domain of circuit applications.
Usually, Al,Oj is used as the gate dielectric for InGaAs nMOS device to achieve a
lower value of D;, and the same dielectric or SiO,/HfO, is used for Ge pMOS
devices [12].

In the paper, we report the logic circuit performance of a hybrid CMOS made of
an InGaAs nMOS and Ge pMOS devices with InP and Si barrier layers, respec-
tively. The logic performance is judged in terms of noise margin, fall and rise time
of inverter circuit and frequency of oscillations and energy-delay product of a
3-stage ring oscillator built using hybrid CMOSFETs. Furthermore, the perfor-
mance parameters for hybrid CMOS devices are compared with their corresponding
Si values.

2 Device Structure and Simulation Framework

In our investigation, we have considered a hybrid CMOS device made of an
InGaAs nMOS device and a Ge pMOS device, on a common platform of Si.
SILVACOATLAS [13], a device simulator has been used for simulating each
device followed by the use of MIXED-MODE circuit simulator for circuit-level
analysis of inverters and 3-stage ring oscillator circuits. Figure 1 shows a schematic
diagram of the CMOS inverter that we have simulated. In the Refs. [12, 14],
process flows of the fabricated Ge and InGaAs devices are reported in detail. An
interface-trap charge density in the range of 1 x 10> — 2 x 102 eV™' cm ™2 [12,
14] has been incorporated in our device simulation for realistic analysis. The
dielectric constant (K) of InGaAs is computed using a linear interpolation tech-
nique, between the corresponding parameters of InAs and GaAs [15, 16]. The
energy gap, valence and conduction band offsets have been calculated, incorpo-
rating the effect of compressive strain developed in between In,Ga;_As channel
and the InAlAs buffer layer [17]. The K-value and the E, of buffer layer InAlAs and
InP substrate are taken from the reported values [18]. The equivalent oxide
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Fig. 1 Illustration of device structure of a CMOS made of a p-Ge and n-InGaAs MOSFET on the
same Si platform. Each device has a width of 1 pm

thickness (EOT) for devices having L, = 30 and 20 nm is chosen as 1 and 0.8 nm,
respectively, according to ITRS road map [19]. The source/drain (S/D) contact
resistances for Ge pMOSFET and InGaAs nMOSFET are considered as 93 and
82 Q pm [20, 21], respectively. The work function of the metal gates for both the
InGaAs and Ge devices are adjusted to set the threshold voltages (Vy,) at —0.2 V
and +0.2 V, respectively, and a common gate stack of TaN and HfO, has been used
for both pMOSFETSs and nMOSFETs.

The models used in our simulation are noted below. To simulate both the
InGaAs nMOS and Ge pMOS devices, Lombardi CVT [12-14] model is invoked to
take into account the dependency of mobility of electrons on carrier concentration,
temperature and the vertical and horizontal fields. To capture the effect of velocity
overshoot, which is important for InGaAs devices, the energy balance model has
been used. This model utilizes the higher-order approximation of Boltzmann
transport equation and models transport parameters, such as mobility as a function
of local carrier temperature. To incorporate the tunnel effect, Hurkx band-to-band
tunnelling models [12, 13] are incorporated in our simulation. Auger generation
recombination and Shockley—Read—Hall (SRH) models are taken into account in
the simulation for generation and recombination of the carriers. For carrier distri-
bution, Fermi-Dirac (F-D) statistics have been taken into account during device
simulation. We have taken into account the quantum-mechanical effect by using
Schrodinger—Poisson equation coupled solver. For accurate estimation of leakage
current, band-to-band (BTBT) [13, 22] and trap-assisted tunnelling (TAT) [13] are
also incorporated in the simulation. Lombardi CVT model, SRH and Auger gen-
eration and recombination model, F-D statistics and the energy balance model have
been invoked during the device simulation of Si p- and nMOS devices. Different
material parameters of Si, e.g. dielectric constant, band gap, are taken from the
default library values of SILVACOATLAS [13] with a D; value of
1 x 10" eV ! cm ™2 and S/D contact resistance as 30 Q pm [23]. We have not,
however, considered the quantum-mechanical effect while simulating Si MOS
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devices, as the thickness of channel of present devices is 10 nm and the
quantum-mechanical effect takes place in case of Si channel having thickness below
5 nm [24].

3 Model Calibration

The device structures, various material combinations and different parameters,
reported in [12, 14] have been used for model calibration. A comparison between
experimental characteristics, reported in [14] and [12] for InGaAs nMOS and Ge
pMOS devices, having channel lengths 40 and 30 nm, respectively, with our
simulated characteristics is shown in Fig. 2a, b. From the Fig. 2a, b, it is obvious
that our simulated curves show good agreement with the reported experimental
curves [12, 14] which ensures the validation of our simulation scheme.

4 Results and Discussion

First, we have varied the barrier depth of InP layer in InGaAs nMOS device and
have observed the electron confinement within the channel of the device for 2, 1.5,
1 and 0.7 nm barrier depths, having L, = 30 and 20 nm, respectively. It is found
that the carrier confinement achieves the maximum value for 0.7 nm barrier depth
for both the channel lengths. We observe that the peak value of carrier concen-
tration, i.e. 1.44 x 10'® cm™ and 1.51 x 10'® cm™> has been attained at channel
lengths L, = 20 and 30 nm, respectively, for InGaAs channel nMOS devices with
the InP single barrier of depth 0.7 nm. Hence in order to get an optimized
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Fig. 2 Comparison of a Ipg-Vgs curves between experimental and simulated results for
Ing;Gag3As nMOSFET device having channel length 40 nm and b Ips-Vgs curves between
experimental and simulated results for Ge pMOSFET device having channel length 30 nm. The
width of both the devices is 1 um
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performance we choose the nMOS device with barrier depth of 0.7 nm. For Ge
device also we have varied the depth of the ultra-thin Si barrier layer and have
studied the carrier confinement inside the channel of the device for 1.2, 1, 0.7 and
0.5 nm barrier depths, at channel lengths 30 and 20 nm, respectively. For such
devices, the carrier concentration attains its maximum value of 6.43 x 10" ¢cm™3
and 5.44 x 10" cm™> for barrier depths of 0.5 nm at channel length L, = 20 and
30 nm, respectively. We have found that the channel carrier confinement is max-
imum with Si barrier depth of 0.5 nm. Hence, we choose the Ge pMOS device
having a barrier depth of 0.5 nm.

The two devices, chosen in the above-noted manner, are used to form the hybrid
CMOS device for the circuit simulation using SILVACO MIXED-MODE simu-
lator [13]. A schematic of circuit diagram of CMOS circuit with proper biasing is
shown in Fig. 3. A family of VTC curves for various W,/W,, ratio values of both Si
and hybrid CMOS inverters, having channel lengths 30 and 20 nm, respectively, is
being plotted in Fig. 4a—d. The sharpness of the VTC curves, which is nothing but
the slope of the VTC curves is found to be much greater for hybrid CMOS inverter,
compared to its equivalent Si counterpart. As the hole mobility in Ge and electron
mobility in InGaAs are about three times more than that of in Si [23], the ON
resistance of both Ge and InGaAs MOSFETs have been reduced due to the aug-
mented carrier mobility, resulting more steep VTC curves for hybrid CMOS, made
of n-InGaAs and p-Ge MOS devices. It is also observed from Fig. 4 that the VTC
curve becomes steepest for W,/W,, = 3. Hence, we construct a CMOS inverter using
W,/W,, = 3. The gain is essentially the slope of the VTC curve, and in each case,
peak gain is maximum for W,/W,, = 3. Hence, we have picked the CMOS device
having W,/W, ratio equal to 3.

Following that, a hybrid push—pull inverter has been constructed comprising
Ge PMOS and Ing 75Gag 25As nMOS devices with a load capacitance C; = 2.38 fF,
which is determined by calculating the parallel combinations of the gate

Fig. 3 Schematic of CMOS T Voo
circuit diagram in push—pull
configuration
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Fig. 4 Voltage transfer characteristics of hybrid CMOS at L, =a 20 nm, b 30 nm and of
Si CMOS at L, = ¢ 20 nm and d 30 nm having various W,/W, ratios

capacitances and neglecting the parasitic capacitances in present simulation. Next,
we have applied a 5-GHz pulse train waveform having amplitude 1 V at the input
of the constructed inverter, and on mixed-mode simulation platform, the output
waveform is observed. Figure Sa—d shows a comparison of the output waveforms
for the Si and Hybrid CMOS devices, for both the channel lengths. The rise time
and fall time, extracted from the curves, are tabulated in Table 1. From Table 1, it
has been observed that hybrid inverter is suffering from much lesser rise and fall
time, compared to its equivalent Si inverters at both the channel lengths, which is
due to the enhanced majority carrier mobilities in InGaAs and Ge channels,
respectively. It is observed from Table 1 that the hybrid CMOS outperforms
equivalent Si CMOS in terms of rise time as well as fall time by 92.16 and 82.47%,
respectively, for L, = 30 nm. Similar trend is observed for L, = 20 nm.
Furthermore, we have calculated the off-state power consumption of hybrid and
Si CMOS devices using the formula Py, = Vpp * (Ioan + Iogp)/2 for channel
lengths 30 and 20 nm. The calculated values are incorporated in Table 1. It is
observed from Table 1 that the off-state power consumption suffers greatly for
Hybrid CMOS, which can be explained from the fact that off-state currents for both
Si nMOS and pMOS devices are far more smaller than that of the InGaAs nMOS
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Fig. 5 Comparison of V,, as a function of time between Si and hybrid CMOS inverters. Plots
show a rise time and b fall time at channel length = 20 nm, and also c rise time and d fall time at
channel length = 30 nm

Table 1 Comparison of the Fall time and Rise time, PDP, EDP and off-state power consumption
between Si and hybrid CMOS inverters for different L, values

CMOS | L, Rise time per Fall time per Off-state power
(nm) inverter (ps) inverter (ps) consumption (W/pm)
Hybrid |20 1.6 1.08 9.275 x 107°
Si 13.89 7.34 3.2 x 107°
Hybrid |30 1.8 1.5 2.975 x 107°
Si 22.98 8.56 1.4 x 107°

and Ge pMOS devices. This phenomenon occurs due to the larger short channel
effects in InGaAs and Ge devices such as larger value of subthreshold slope.
Finally, we have made a 3-stage ring oscillator using such inverters. The com-
parison of the output waveforms from output of stage 3 between hybrid and Si
devices for both the channel lengths is shown in Fig. 6a, b. The extracted delay per
inverter and frequency of oscillations are entered in Table 2. The frequency of
oscillation of the 3-stage ring oscillator comprising hybrid CMOS is showing 264
and 199% improvement over the equivalent Si CMOS-based 3-stage ring oscillator
for L, = 30 nm. For L, = 20 nm, similar trend is followed. The considerable
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Fig. 6 Comparison of the output waveform V [3] obtained from final output stage of a 3-stage
ring oscillator using Si CMOS and hybrid CMOS inverters at a channel length = 20 nm and
b channel length = 30 nm

Table 2 Comparison between the time period and frequency of oscillations of 3-stage ring
oscillators using hybrid and Si CMOS devices and also comparison between the delay per inverter
for different channel length values

3-stage L, Time Frequency | Delay per Power-delay Energy-delay
ring (nm) | period (GHz) inverter product (J/um) | product (JS/pm)
oscillator (ps) (ps)

Hybrid 20 | 16.6 60.31 5.52 537 x 107 2,96 x 1072°
Si 49.7 20.13 16.6 5.84 x 107° | 9.69 x 1072¢
Hybrid 30 [17.06 58.63 5.69 559 x 1071 |3.18 x 1072
Si 62.05 16.11 20.68 6.8 x 1071 14.06 x 10726

enhancement in f,,. and the significant drop in propagation delay are the outcome of
the superior hole and electron mobility in Ge and in InGaAs channel. The
energy-delay product (EDP) and the power-delay product (PDP) of both the Si and
hybrid CMOS inverters are calculated at both channel lengths, and the corre-
sponding values are entered in Table 2. It is observed from Table 2 that both PDP
and EDP improve for hybrid CMOS inverters by 17.79 and 77.38%, respectively,
as compared to Si CMOS inverters for L, = 30 nm. This trend is maintained for the
device having L, = 20 nm. This feature is attributed to the lower delay for the
hybrid CMOS inverter. Figure 7a, b compares the high-to-low noise margins
(NMp) and the low-to-high noise margins (NMy ) as a function of W,/W,, ratio for Si
and hybrid CMOS inverters at channel lengths of 30 and 20 nm. It is obvious from
Fig. 7 that for W,/W, = 3, both the Si and the hybrid CMOS inverters produce
symmetrical VTC curve. Hence, for further analysis, we have chosen the W,/
W,, = 3 for both the devices. Figure 8a—d demonstrates the butterfly plot of VTC
curve for both Si and hybrid CMOS inverters at channel lengths of 20 and 30 nm.
From the butterfly plots, we have extracted symmetric noise margin (SNM), which
is essentially the side of the largest square, fitted in the butterfly curve. From Fig. 9,
it is clear that for each value of supply voltage, the SNM maintains a larger value
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Fig. 7 Comparison of high (NMy) and low (NMp) noise margins for hybrid and equivalent
Si CMOS inverters for channel length a 20 nm and b 30 nm
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for hybrid CMOS device compared to its equivalent Si CMOS device for L, = 20
and 30 nm. In summary, the hybrid CMOS inverter yields much lesser value of
delay, rise time and fall time, and greater value of noise margins as compared to the
equivalent Si CMOS device. Moreover, the f,,. for 3-stage inverters built using
hybrid CMOS inverters is significantly higher as compared to the value for
equivalent Si-based ring oscillator. Such improvement for hybrid CMOS devices is
attributed to the superior hole mobility in Ge channel producing lower value of ON
resistance of Ge pMOSFET during charging of load capacitance C; and also
superior electron mobility in InGaAs channel which in turn decrease down InGaAs
nMOS device resistance value during the discharge of the load capacitance.

5 Conclusion

We have presented the logic behaviour of hybrid CMOS device made of InGaAs
nMOS and Ge pMOS devices with barrier layers with channel length of 30 and
20 nm. Our investigations show that hybrid CMOS inverter outperforms its Si
counterpart in terms of rise time and fall time and noise margin. Additionally, the
oscillation frequency for a 3-stage ring oscillator built with hybrid CMOS inverters
as components exhibits an improvement of 264% as compared to its equivalent Si
inverters. Hence, hybrid CMOS devices turn out to be useful for future logic
applications at 30 nm channel length and beyond.
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Electrical Equivalent Model for Gene
Regulatory System

Monalisa Dutta and Soma Barman

Abstract An electrical network model is designed to represent the central dogma
of molecular biology and simulate the response to study the behaviors of bacteria
gene E. coli. The transcription and translation processes of a biological system are
represented by differential equations. These equations are mapped into electrical
domain, and an equivalent electrical circuit is realized. The electrical response of
circuit is simulated in SPICE domain, and result shows the structural and repressor
protein behaves like a toggle switch which truly matches with biological system.

Keywords Operon - Genetic switch - Electrical model - Gene regulation
Central dogma - Ordinary differential equation (ODE)

1 Introduction

Central dogma is the process, which deals with unidirectional flow of information
from DNA to protein within a cell. The transcription and translation mechanisms
are the significant parts of central dogma (Fig. 1). Genetic regulation is the process
of interaction between DNA—protein and protein—protein in an organism which is
important to control gene expression level. In order to understand the nature of
cellular processes, it is necessary to study the behaviors of gene regulatory system
[1, 2]. The process of gene expression modeling and genetic regulatory system
design are very significant research topics in the present day. In 1960, Jacob and
Monod first predicted the existence of repressor protein in bacterial gene E. coli,
and a general model of gene regulation is described [3]. The process of gene
expression produces a product (protein, mRNA) using information contained within
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the genes [4-7]. Researchers from different field proposed various modeling and
simulation techniques to describe the gene expression [8]. Model based on kinetic
equations, stochastic formulation, and piecewise-linear differential equations also
was proposed by researchers [9-11]. Harley and Adam proposed a stochastic
mechanism to describe a protein product formation by a gene which also regulates
the expression of another gene [12]. In order to describe gene expression process,
some mathematical, algorithms, and Boolean network-based models are used [13—
17]. Cells are complex processors of information and the processors respond to
many signals in random manner. The complexity of cellular network can be sim-
plified by considering the complex network as a set of simpler components which
are interconnected through input—output signals. This network characteristic can be
realized by electrical circuits, and an artificial gene network will be formed using
electronic or electrical components [2].

In this paper, we proposed an equivalent electrical model of a biological system
where mapping of biological processes is done in electrical domain and study the
response of electrical system to correlate with the biological system.

The paper is divided into different sections; brief descriptions about the bio-
logical processes are illustrated in introduction. In Sect. 2, kinetic equations are
used to describe the gene expression [9]. Equivalent differential equations for the
kinetic equations are also developed, and solutions of the differential equations are
mapped in electrical domain. In Sect. 3, the simulation results of the process are
depicted. In Sect. 4, conclusion is drawn based on electrical response of biological

Central Dogma [ :;-

DNA Protein

Transcrlptl Translation
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Yok e
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Fig. 1 Steps of central dogma

system.
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2 Mathematical Modeling of Transcription, Translation,
and Dimerization of Protein

A small functioning unit of prokaryotes DNA is known as operon was first
described by Jacob and Monod in E. coli. An operon contains a group of structural
genes, a repressor gene, and a promoter. The structural genes are three types lacZ,
lacY, and lacA. The genes are encoded beta-galactosidase, lactose permease, and
galactoside O-acetyltransferase protein, respectively. The repressor gene inhibits
the expression of structural genes which is named as lac I that encodes repressor
protein. The promoter is the primarily control sites of an operon. The control
mechanism within the operon is regulated by lactose. The lactose is generated by
the structural protein. When the lactose is absent, the repressor protein added to the
promoter site and inhibits transcriptional activation of the structural gene.
Therefore, protein production by structural gene is blocked and the process starts
again whenever the repressor protein is removed from promoter site. Finally, a
switch like phenomena occurs within operon [1], shown in Figs. 2 and 3.

Repressor gene 4—— Structural genes ——»
| lacI IPrumnlerl lacZ I lacY I lac A
Repressor - Structural
ranscnpton
gene ON ¥ gene OFF
Bepressor mRNA, Repressor protein binds
; to the structural genes.
ranslation p .
Due to this, production
of the protein becomes
stopped
l —— R
Fig. 2 Operon and the control path for structural protein
Repressor gene 4—— Structural genes ————»
lacI IPromoterl lacZ l lacY I lac A
Repressor Transcription Structural
gene OFF gene ON

Structural mRNA

Stuctural  proteins Repressor proteins are

of repressor protein.

gene. So production of

the protein becomes
starts.

Fig. 3 Operon and the control path for repressor protein

inhibit the formation l-;rmshﬁm not added to structural
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2.1 Transcription from DNA to mRNA

In the transcription procedure, the genes in operon are converted into mRNA by the
help of transcription factor. The transcription factor is sometimes called
DNA-binding factor. It is a protein that binds with specific DNA sequence and
controls the transcription process. Promoter is a sequence of base pairs in operon
that initiates the process of transcription.

The rate of formation of mRNA from genes is zeroth order, and rate of decay is
first order [18]. The corresponding equations for the transcription process are
represented by Eqs. la—le.

[Prs] + [Trs] “ [Prs] + [Trs] + [MRNAg] (1a)
[mRNAg] %% ¢ (1b)

[Prs], [Tes], [INRNAg], Ks;, Ks, represent concentration of promoter in operon,
concentration of transfer factor protein, concentration of mRNA for structural
protein, transcription initialization factor, mRNA degradation constant.

The above chemical equations can be rewritten as a differential equation.

%[mRNAS] = Ks1[Prs][Trs] — Ks2[mMRNAg] (Ic)

The solution of the differential equation is shown by Egs. (1d).

[MRNAg] — Ks1[PRs][TFs] - ks> 1] (1d)

S2

Similarly, the solution for repressor mRNA is given below

[mRNAR} = %:Z][TFR] [1 — ekre t] (le)

2.2 Translation from mRNA to Protein

In the process of translation, mRNA is converted to protein. The rate of protein
formation depends on the concentration of mRNA. The mRNA and protein both are
time-dependent functions. The protein synthesis procedure is express by following
Egs. 2a—2e.
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[mRNAs] 22 [mRNAg] + [Ps] (2a)
[Ps] ™ ¢ (2b)

[Ps], Ks3, Ks4 represent concentration of structural protein, translation initial-
ization factor, structural protein degradation constant.

The differential equation of above set of chemical reactions for structural protein
is given below.

d
3 [Ps] = Ks3[mRNAS] — Kss[Ps] (2¢)

The solution for structural protein is shown in Egs. (2d).

_ Ks3[mRNA]

ek (2d)

[Ps]

Similarly, the solutions for repressor protein are given below

= BTN e

2.3 Protein Dimerization

The protein formed by translation of mRNA is monomer protein. This monomer
converted to dimer protein. Dimer protein plays a significant role in regulation of
another protein.

The necessary equations for the formation of dimer protein are represented
Eqgs. 3a-3f. The dimer protein and also the time-dependent functions depend on
concentrations of monomer protein.

[Ps] + [Ps] <3 [PPs] (3a)
[PPs] %% [Ps] + [Ps] (3b)
PPs] ™ ¢ (3¢)

Where, [PPs], Kss, Kse, Ks7 represent dimer concentration of structural protein,
dimer association factor, dimer dissociation factor, dimer degradation factor.
The differential equation of above kinetic equations is given below.
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dt

[PPs] = Kss[Ps][Ps] — Kss[PPs] — Ks7[PPs]

M. Dutta and S. Barman

(3d)

The solution of the above differential equations for structural gene is shown

below.

ppg) = KslPSllPs] [1 = elfe ] (3e)
Kse + Ks7

A similar solution for repressor dimer protein is represented by Egs. (3f).

PPy] = Krs[Pr][Pr] {1 _ olKes + KR7)t} (3f)

Kre + Kr7

The biological processes are mapped into electrical domain and study the gene
regulation of prokaryotic cell. The electrical equivalent parameters of biological
phenomena are shown in Table 1. The value of biological entities and equivalent
value of electrical entities are represented by Table 2. Table 3 represents the
electrical equivalent of biological process based on transcription, translations, and
dimerization. Based on above process, equivalent electrical circuits are realized

(Fig. 4).

Table 1 The electrical equivalent parameters of biological phenomena

Biological parameter

Analogous electrical circuit parameter

Ks1 [Prs][Trs] and
Ks2
Kri[Pre][Tr]
Kra

Input voltage for equivalent electrical mRNA concentration circuit
of structural gene (V) and repressor gene (V,), respectively

[mRNAg] and
[mMRNAp]

Output voltage Vingo and Viro Of MRNA circuit, respectively

I/KSZ and I/KRZ

Product of resistance and capacitance R,pCiysr and Ry oChpo, 1.€.,
time constant of mRNA concentration circuit

Ks;[MRNA]
Ks4
and
Kr3[MRNAR]
Kra

Input voltage of monomer structural (V) and repressor(Vy;)
protein formation circuit

[Ps] and [Pr]

Output voltage of monomer protein formation circuit, Vpso and
Vpro, respectively

1/K54 and l/KR4

RC time constant. RpuCpes and Rp,uCpya, Tespectively

Kss[Ps](Ps]
Kse + Ks7
and

Kgs[Pr][Pr]
Kre + Kr7

Input voltage of dimer structural (Vi) and repressor protein (Vipri)
circuit

Output voltage of dimer structural (V,ps,) and repressor protein
(Vppro) circuit

1/(Kse + Kg7) and 1/
(Kro + Kr7)

RC time constant. Ryps64pps7Cppss+pps7 AN Rppré+ppr7Copré-+pprs
respectively
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Table 2 The value of biological entities and equivalent value of electrical entities

Value of
biological entities

Equivalents electrical values
of biological entities

Electrical components

Ksz, KRZ B 0023
(100 s)"' [9]

Tms2, Tmrz = (1/0.023) (100 s)

Rins2s Rinrz = 435 kQ,
CmsZ, CmIQ = 100 },LF

Ks4, KR4 = 0077
(100 s)"! [9]

Tpsa, Tpra = (1/0.077) (100 s)

Rps4v Rpr4 =130 kQ,
CpsZa Cpr2 =100 “’F

KSﬁa KRG =0.023
(100 s)"! [9]
Ks7, KR7 =0.058
(100 s)"! [9]

Tpps4,fppr4 = (1/
(0.023 + 0.058)) (100 s)

Rpps6+pps7, Rppr6+ppr7 =120 ka

Cpps6+pps7’ Cpps6+pps7 =100 pF

Table 3 The electrical equivalent of biological process based on transcription, translations, and

dimerization
Biological process Equations in biological field Equations in electrical field
Transcription [mRNAg] = _KSI[I;?SSZ][TFS] 1 — k] [Vinso] = [Vinsi] [1 N rmz]
[mRNAR] _ KRI[I;?;{Z][TFR] [1 _ ekre t} [me] — [eri] [1 _ et/ Tmrj|
Translation pg] = Ko [mI?NAS] [1 — eKsi1 [Voso] = [Vpsi] [1 — ¢/ %]
sS4
] = SRSy | (Vo] = [V (1]
Dimerization [PPs] = % [1 — elkss + Ks)] [Vopso] = [Vepsi] [1 — &/ ]
[PPR] = 7’;‘:6[2{]53] [1 — C(KR6 + KR7)’] [Vppro] = [ ] [1 - Ct/ TPP']

Rms2

=

Transcription State of
Repressor gene
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Fig. 5 Switch-like model of structural and repressor gene

3 Result and Discussion

The transcription, translation, and dimerization processes are represented by dif-
ferential equations. The equations are modeled in electrical domain where the
values of the electrical components are selected based on the solution of differential
equations (Table 2). The model is tested in SPICE domain for a gene sample E. coli
and simulates the concentration of structural and repressor protein with respect to
time. The simulation results depict that when the repressor protein cross some
certain concentration, it inhibits the production of structural gene. When repressor
protein concentration goes below certain level, structural gene gets activated;
therefore, the gene regulation in E. coli turning ON and OFF likes a switch [9]. The
electrical response (Fig. 5) with respect to time truly matches the ODE of biological
processes of prokaryotes gene (E. coli).

4 Conclusion

The gene regulation of E. coli gene is studied here in electrical domain. The protein
concentration of the operon is represented by voltage response of electrical circuit.
Simulation study in SPICE domain reflects that the structural and repressor protein
behaves like a switch. The protein concentration in operon for E. coli is studied
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virtually without help of smelly laboratory and actual sample gene. Virtual gene
network could provide deeper about the gene regulation of gene. The work helps in
designing molecular devices or sensor development. It may further extend to reg-
ulate gene expression for other gene.
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Antenna Path Loss Propagation
in the Dehradun Region at 1800 MHz
in L-Band

Ranjan Mishra, Piyush Kuchhal and Adesh Kumar

Abstract A proper and good coverage is an important parameter in the planning of
cellular network. Path loss models are crucial in the planning of wireless network as
they assist in interference estimations, frequency assignments, and evaluation of
cell parameters. This paper reports the results of the propagation path loss to a fixed
height of antenna at 1800 MHz in the outskirts of Dehradun city in the state of
Uttarakhand, India. The results shown in the paper are for propagation path loss
considering Okumura—Hata model and Walfisch-lkegami model in the imple-
mentation of a digital cellular system in the region on the outskirt of Dehradun. An
analysis of co-channel interference is also presented. 1800 MHz falls in the L-band
of SHF, and after 900 MHz band, this is the most favorable frequency band for
mobile communication.

Keywords Propagation model - Spectral efficiency « Co-channel interference

1 Introduction

Cellular communications is one of the fastest growing technologies today. The
challenging aspect of it is to provide a seamless communication to all. A large
percentage of all new telephone subscribers are cellular one nowadays, and there is
a continuous increase in the number. Cellular digital technology [1] is going to be
the universal way of communication in a long term. The rapid growth in the cellular
mobile communications market has been driven by technological development and
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implementation of new systems. A major spread for cellular communication sys-
tems is enhanced coverage of the cell, which is fulfilled by adopting network
planning early in the cycle and high spectrum efficiency later. A suitable imple-
mentation for good coverage, spectrally improved and quality cellular communi-
cation network is the need of hour. This is achieved by a proper network system
planning by using the cell coverage area. The more the coverage is, the more the
people will get benefitted with technology.

Antenna parameter is a major factor in the determination of cell coverage.
Networking planning is done using the coverage of a cell. Cell coverage is depen-
dent on antenna-defined parameters such as transmitting power, gain, location, and
height of the base antenna. The geographical terrain parameters affect the radio
frequency coverage. It includes environment, hills, valley, density of population, and
building distribution. These are not pre-defined but they vary from one place of
observation to another place. Also, the unpredictability is an issue there. This leads
to the irregular practical cell in a multipath environment. Several prediction models
[2-4] have been developed by different mobile planners in past years to develop a
practical cell. The most efficient and dominating propagation models are Hata [5]
and Okumura et al. [6] and Walfisch and Bertoni [7] and Ikegami et al. [8] propa-
gation models. These two models are the basic foundation of many computer-aided
propagation prediction tools for the network planning and mapping.

Propagation coverage area and the strength of the signal are the two prime
factors in the designing of the cellular wireless systems. The coverage requirement
of the network is fulfilled by the number of cells. Propagation models [9, 10] are
used to calculate the total available number of cells in a cluster and its total cover
area. Initially, the engineering design aspects focus on the cell coverage. A proper
model is helpful [11] in the allocation of the traffic distribution. It also helps in
off-loading from one cell site to another cell sites as part of a capacity enhancement.
The propagation model is primarily useful in the determination of the location of
the cell sites to get an optimized position [12] in the existing cluster. In this paper,
we have presented Okumura—Hata model and Walfisch-lkegami model at
1800 MHz in the outskirts of the Dehradun city and its valley region.

2 Sectorization

Co-channel interference (CCI) is a major threat in frequency reuse, as it leads to
unwanted interference between channels in cell topology. The frequency reuse
system is used frequently to increase the spectrum efficiency. But serious inter-
ference may occur for improper designed system. Optimum spectral efficiency [13]
can be achieved by either reducing the size of the cell, or decreasing the factors
influencing frequency reuse. In a cellular system, reusing each frequency at several
regions of service area increases the capacity.

The interference hampers cell topology. It is primarily reduced by implementing
directional antennas radiating in a specific sector. Using sectorization [14]
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techniques, co-channel interference is reduced and system performance increases.

This technique in the reduction of co-channel interference by the use of specific

antennas is termed as sectoring. It increases network system performance.
Generalized values of CCI under sectorization are modified to

(O™ +(Q+0.7)™)"" for a three-sector case and (Q + 0.7)" for a six-sector case.
In all these equations, n is the exponent value for the path loss.

Values of the different exponents assigned for the path loss exponent are pro-
vided in Table 1.

3 Experimental Work

A city like Dehradun has variation in the geographical terrain. The total valley area
is fuzzy in nature with a combination of urban, semiurban, and greenery vegetation.
RF propagation in this multipath environment is generally varied considerably due
to irregular geographical terrain. The distribution of the building structure and its
height also vary from one place to another and from one area to another. As a result
of the irregularity, a precise propagation model is not suitably available. Although
network operators have a well-advanced computer-aided propagation prediction
tools, they too require terrain define factors. This lack of information in the pre-
diction tool introduces impurities into the database and an inevitable error results.
This equipment is a must in the planning of network and cellular implementation.
After the deployment of the system, various radio values like verification, reduction
of the interference reduction, and adjustments of handover parameters are carried
out by means of an experimental survey.

Experimental work has been carried in the northwest part of Dehradun city. The
area under test is in the outskirts of Dehradun city and is 10-15 km from the central
location. The areas under observation are centrally located at Kandholi, Pondha,
and Bhauwala of Dehradun. All the observations are measured up to 2.5 km
because the population distribution is located within this range. Any two areas
under observation are 5-6 km apart in distance.

Table 1 Exponent value

Area under study ¢ Magnitude of exponent (n)
range for path loss —

Space free transmission 1.9-2.1

Urban cell area 2.65-4.05

Vegetative cell area 2.9-49

Building sight in line 1.5-1.75

Obstruction between structures 2.9-3.94
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4 Propagation Model

The propagation model helps in the determination of the exact location of the cell
sites and its coverage to achieve an optimum planning [15] in the network. Urban
propagation environments that enriched irregular terrains are mostly unpredictable
in network. Here, the distribution of environment and terrain changes abruptly in
place of observation. Therefore, it requires sharp characterization under dense
urban, urban, suburban environment, etc. The planning under this propagation is
done on the basis of propagation models such as Okumura and Hata model and
Walfisch and Ikegami model. These two are the most widely acclaimed one.
Recently, these models were exclusively used in Oman [16] and Egypt [17].
Calibrating the model to the actual propagation environment will be helpful in
gaining confidence in the model. The purpose of the work is to validate the
propagation model as per the geographical terrain.

5 Hata-Okumura Propagation Model

In the cellular mobile system, the Hata—Okumura propagation model is a deployed
extension of Okumura work. This model is the most authenticated propagation
model [9, 11] for predicting the system planning in the built-up areas. Okumura’s
report [6] is the most comprehensive propagation prediction methods for the
deployment of cellular mobile radio system. An empirical formula is predicted by
Hata taking the result based on Okumura’s curves [5]. Hata propagation formulae
are extensively utilized by the radio engineers in the calculation of the link budget
for urban areas. This is dependent on ranges of frequency, and distance of
observation.

6 Walfisch-Ikegami Model

This model [7, 8] is used for finding the losses in the urban area of observation and
is best suited for the frequency range in higher UHF and lower SHF.
The model is valid from 800 to 2000 MHz and within a range of 0.02 to 5 km.

7 Results and Discussion

The various values of CCI losses, in the case of non-sectorization of the cells, under
the different combinations of cell per cluster are plotted in Fig. 1. Here, both the
measured results are plotted along with the theoretical values. A good proximity
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between two has been obtained. For a distance in between 1 and 2 km, the best
result is obtained. The size of omnidirectional antenna radiation is therefore con-
fined to a radius of 2 km for the best result. This pattern is best suitable in rural
environment.

The measured value of the CCI loss in the three-sector and six-sector cell pat-
terns is plotted in Figs. 2 and 3. Along with the measured results, the theoretical
values are also plotted as a means of comparing them. Three-sector cell structure is
mostly applicable for suburban area, and six-sector configuration is used in dense
urban environment. In these two figures, measured results are for three loss
exponents. A comparative plot has been described in Fig. 4 between the results
obtained from the three-antenna configuration. This result clearly demonstrated that
the sectorization improves the spectral efficiency.

The measured propagation loss under the three distinct terrains in the outskirts of
Dehradun has been plotted and compared with the Okumura—Hata model from
Figs. 5, 6 and 7. Figure 5 shows the results measured in the urban environment.
The observation measured in the semiurban environment is shown in Fig. 6. The
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loss in urban environment and suburban environment reveals that the measured
losses are very close to the results in the Okumura—Hata model. It is due to the
proximity of the environment in the two cases. The measurement taken in the rural
environment is shown in Fig. 7. These results in this region are mostly influenced
with free space path loss. Most of the terrain in the outskirt of the city comes under
semiurban.

Figure 8 shows the measured propagation path loss in the dense urban envi-
ronment, and it is plotted against the Walfisch—Ikegami model. This environment is
bounded with closely packed buildings and other high-density terrain. The close
proximity as shown in Fig. 8 indicates that this model is best fit in the dense urban
environment. When the distance between the cell sight antenna and the area under
observation is small, the two results are very close to each another. As the distance
goes beyond 1 km, the difference in the measured results and the theoretical values
increases. The variation in the measured value with respect to the theoretical one
depends on the building distribution in the dense urban environment.
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Conclusion

Dehradun area is vastly distributed due to the irregularity in the terrain environ-
ment. The cellular mobile system is a high-capacity system that can be designed to

use
Cl1

spectrum efficiency while providing the highest quality services. The resulting
for three-sector cell pattern is found to be 24.5 dB. A good proximity of the

theoretical and measured value is achieved as shown in the different plots.
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Study of Strained-Si/SiGe Channel
p-MOSFETSs Using TCAD

Sanghamitra Das, Tara Prasanna Dash, Rajib Kumar Nanda
and C. K. Maiti

Abstract A simulation study of strained-Si/SiGe channel heterostructure
p-MOSFETs has been carried in order to enhance the performance of the experi-
mentally reported such devices. Strained-Si channel device shows 40% mobility
enhancement at 300 K and almost doubled at 200 K, when the results are compared
with conventional Si-MOSFETs. The effects of low temperature operation on the
performance of MOSFETs have been studied and discussed in terms of threshold
voltage and output characteristics.

Keywords Heterostructure MOSFET - Hetero-FET - Device simulation

1 Introduction

Currently, the most mature device in SiGe is the SiGe heterojunction bipolar tran-
sistors (HBT). Due to the lower hole mobility of Si, p-MOSFET performance has
always been limited. As far as speed and current drive capability are concerned,
pMOS devices are mostly inferior to nMOS devices. Strained-SiGe and strained-Si
grown over relaxed SiGe/Si layers can be used to benefit from the higher hole
mobility in strained-SiGe [1]. As challenges to downscale MOSFETs are growing
continuously, it is important to examine possible performance enhancements in
strained-SiGe channel MOSFETS. Possible solutions are being sought to overcome
the fundamental scaling limit via use of alternative channel materials, high-k/metal
gate dielectrics, and non-classical device architectures. The development of a Si/SiGe
field-effect transistors (FET) technology is also very interesting for the promises it
offers to the current Si technology. On one hand, FETs are easier to fabricate than
HBTs because they require fewer processing steps. In addition, FETs can offer lower
noise at high frequencies; which is useful for MMIC applications [2—4].
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A wide variety of novel MOSFETs devices that are contenders for use in future
high-speed and low-noise RF circuits have been evaluated [3]. The devices include
(i) Strained-Si channel n- and p-MOSFETs on SiGe buffer layer, (ii) tri-gate
FinFETs, and (iii) gate-all around FinFETs on buried oxide with reference to
Si-MOSFETs [5-10].

When the trade-off between short channel effect, drive current and power con-
sumption taken into consideration, FETs can be used in a complementary archi-
tecture which has significant advantages for circuit design and tremendous
reduction for the power consumption of digital circuits. In this respect, Si/SiGe can
offer much greater improvement compared to conventional Si CMOS. Beside
matching the performance of the p- and n-type devices, the complementary
heterojunction MOS (CHMOS) technology has the ability to have four times better
power-delay product for CMOS [11].

The layers of SiGe has been grown using a wide variety of techniques.
“Molecular beam epitaxy (MBE)”, “ultra-high vacuum chemical vapor deposition
(UHVCVD)”, “atmospheric pressure chemical vapor deposition (APCVD)”, “lig-
uid phase epitaxy (LPE)”, and “rapid thermal chemical vapor deposition (RTCVD)”
are the most successful techniques for growing high-quality SiGe heterostructures.
MBE provides the best control of the layer structure thickness and composition and
allows growth at lower temperature [12]. When silicon is grown on a relaxed SiGe
buffer results in tensile strain. It results in lowering of the heavy hole band and lifts
the light hole band which leads to substantial improvement in the low field mobility
of holes.

In this paper, we investigate the strained-Si/SiGe channel device performance
issues associated with the heterostructure p-MOS devices. 2D simulation suite from
Silvaco [13] has been used for the prediction of performance enhancement of the
p-channel devices with strained-Si as channel layer. Basically a semi-analytical
model based on physics including charge control model for SiGe quantum well was
used for the simulation of the devices. Low-temperature hole mobility models are
used from reported experimental data [14]. Briefly, in this work p-MOSFET with
strained-Si channel is studied using the Silvaco-ATLAS simulation software.

2 Strained-Si Channel p-MOSFET

One of the main advantages of introducing SiGe to Si technology is the addition of
other dimensions to the design of devices. Beside changing the geometry,
implantation profiles, etc., one can also change the stacking, doping, and compo-
sition of the heterostructure. This can have significant effect on controlling
parameters that are very hard to control for scaled Si MOSFET. Short channel
effects in deep submicron FETs are one of the problems that heterostructures can
help reduce. Biaxially strained-Si on relaxed Si,—yGe, buffer layer provides a
possibility to improve hole mobility and thus increase p-MOSFETs drive current.
Nayak et al. [14] reported of enhanced mobility Si;_,Ge, p-MOSFET for the first
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time. Due to the difference in the energy band gap between Si (1.11 eV) and Ge
(0.664 eV), the growth of SiGe with one Ge concentration on top of a SiGe layer
with another Ge concentration results in a discontinuity in the valence and/or the
conduction band. Nayak et al. [15] reported the fabrication of quantum well SiGe
p-MOSFETs with higher channel mobility and saturation current.

p-channel MOSFET fabrication includes the growth of the buffer layer
(step-graded) SiGe which is made possible by “gas source molecular beam epitaxy”
(GSMBE) at 800°C. Long channel (100 pm) p-MOSFETs were fabricated fol-
lowing a standard process known “self-aligned n*-poly Si process”. The initial
substrate was p-type having 3 in. diameter, of resistivity around 5-10 Q-cm and
orientation (100) Si. On top Si another buffer layer of Si having a thickness of
5000 A, SiGe (step graded) buffer layer (Ge varies from 0 to 18% in 7 consecutive
steps) of 2.1 um thick, and buffer cap layer of 0.9 um thick Sijg,Geq 15 were
subsequently grown. GSMBE (Daido Sanso VCE-S2020) was used to grow the
SiGe buffer layer at 800 °C. The graded buffer (Ge concentration O to 0.18%) was
made possible by following recipe. The ratio of silane to germane were maintained
at (4.5/0—4.5/4.5) in 7 subsequent steps, each step of 5 min. The uniform buffer can
was possible after 30 min of last step. Then, the strained-Si epitaxial layer of 180 A
thick was grown at 700 °C, with germane (99.99%) and disilane (99.99%).

For isolation LPCVD oxides were used. Devices were isolated with 7000 A
LPCVD oxide. Conventional thermal oxidation was used to form the gate oxide.
The silicon consumption during oxidation, resulted in a loss of around 0.44 times of
oxide layer thickness of Si. This gate oxidation is the crucial step which determines
the thickness of oxide layer and post oxidation remaining layer of the strained-Si
channel. The strained-Si epitaxial layer (180 A) was undergone thermal oxidation
for 140 min at 700 °C to develop a 100 A thick gate oxide. Both source and drain
are maintained boron dose at 6 x 10" cm > for implantation at 25 keV.
Source/Drain implant activation can be achieved be following couple of steps:
(i) 550 °C for 100 min and (ii)) 700 °C for 60 min in nitrogen. Anneal at
low-temperature helps epitaxial regrowth of damaged Si in the solid phase.
However, the dopant atoms get activated by the high temperature. The metal
contact Al is annealed for 20 min at 400 °C in forming gas. During the process the
maximum temperature was maintained at 700 °C so that any degradation to the
device can be avoided because of strain relaxation or inter diffusion. Generally
p-MOSFETs were fabricated on two types of substrates: (i) unintentionally p-type
doped (10" cm™) 0.5 um epitaxial silicon layer, grown on n* Si(100) substrate
and (ii) film material of strained-Si, which can be grown entirely on relaxed buffer
layer of Sigg,Geg 13-

The structural representation of the experimental strained-Si p-channel MOSFET
is depicted in Fig. la. With increase in gate bias, the number of charge carriers
continuously increase in the surface channel. Finally a surface channel device
results at large bias and due to the deteriorating action of the field in the surface
channel the buring channel is almost removed. The Iy — V4 characteristics of the
p-MOSFET has been shown in Fig. 1b.
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3 Strained-Si/SiGe p-MOSFET Simulation

A lot of research have been made on the fabrication of strained-SiGe channel
MOSFETs due to the higher mobility of carriers. The main focus is to enhance the
transport property of MOSFETs using heterostructures. Different groups of
researchers interested in this area could successfully realize better performance with
strained-SiGe compared to control-Si devices.

Few important parameters while designing strained-SiGe p-channel MOSFETSs
has to be considered such as the selection of the material for gate, Ge concentration,
thickness of oxide layer and the strained-Si layer. So it is desirable to select the
design considerations carefully for the thickness of the oxide layer, strained-SiGe
layer and the graded SiGe layer, mole fraction of Ge and its profile, and the required
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substrate doping to achieve the desired threshold voltage, in order to obtain the
optimal enactment. The densities of hole in the layer of SiGe and the parasitic
channels of Si have been worked out using simulation. The electronic properties
and material parameter models used in simulation for relaxed-SiGe and the
strained-Si are based mainly on the work reported in the literature [16—18].

The basic structure used in simulation has been presented in Fig. 2 along with
the band diagram.

Figure 3a, b show the Output Characteristics and transfer characteristics of
strained-Si p-MOSFETs having effective channel length = 0.6 pm devices. The
curves shows well agreement with long channel p-MOSFET characteristics. At
100 K the graph of transconductance depicts the clear transformation from buried to
surface channel. At a low temperature of 200 K the improvement of drain current
justifies the improvement in high-field transport phenomena and in mobility as well.
With decrease in temperature, the mobility increases in strained-Si. The mobility
increment factor can be determined by the scattering mechanisms at that particular
operating gate voltage. The sharing of surface channel and parasitic buried channel
and the bulk channel carriers is the real cause of the device performance. The carriers
switch to the surface channel from the buried channel as the temperature is lowered.
The important charge sharing controlling parameters can be stated as (a) width of the
channel, (b) the gap between surface and the interface (c) the thermal energy and
(d) Offset of valance band at the interface of strained-Si/SiGe (see Fig. 2).
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Fig. 2 Device structure and band diagram of the p-MOSFET used in simulation
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Fig. 3 a, b Output characteristics (top) and transfer characteristics (bottom) of the simulated
device for room temperature (300 K) and low temperatures (200 and 100 K)

Figure 4 shows I; — V4 characteristics for four different simulation conditions
for the same device structure: (a) when CVT mobility model is used, (b) bulk-Si
device, (¢) with Ge content 0.18, and (d) with Ge content of 0.38. It is obvious that
as Ge content is increased, drain current increases and bulk-Si device shows the
minimum drain current.
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Fig. 4 Comparison of drain current for bulk-Si and strained-Si PMOS for different simulation
conditions

Short channel effects were also investigated. The decrease in threshold voltage
with decrease in gate length is a common short channel effect. Another short
channel effect is the drain induced barrier lowering (DIBL) where threshold voltage
of a transistor reduces at higher drain bias. The threshold voltage at V4 = —0.1 V
and DIBL are found to be 1.52 V and 43.06 for the device at room temperature.

4 Conclusion

Simulation of a high mobility strained-Si channel p-MOSFET is reported. The
strained-Si channel grown epitaxially on Sijg,Geq 15 (step-graded) and layer of
relaxed Si buffer (100) substrate has been used in simulation. At high vertical field
channel mobility enhancement of 40% at 300 K and 200% is 200 K, for the
strained-si p-channel device when compared to conventional Si device.
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Color Image Segmentation Techniques:
A Survey

Sneha Jain and Vijaya Laxmi

Abstract In today’s world, where digital image processing is becoming an
essential part of technology, segmentation of images poses a challenging problem.
Before any complex task that has to be done on images, segmentation is a pre-
requisite. Segmentation ensures the simplification of a problem by changing the
representation of an image from a complex one to a more analytical and easier form.
Pixels of segmented regions share common characteristics. Perfect segmentation is
difficult to obtain. There exist many techniques which have been applied such as
edge-based segmentation, region-based segmentation, morphological operations,
thresholding and clustering methods. Segmentation has a crucial role in image
analysis. The accuracy of segmentation determines the success or failure of com-
puter algorithms. Therefore, there is a need to develop efficient and less
time-consuming algorithms for segmentation. This paper summarizes a number of
segmentation methods.

1 Introduction

Computer vision is becoming an important part of technology. Image segmentation
forms an integral part of many signal processing applications. In image processing,
most of the operations need segmentation to be done. Image segmentation aims at
partitioning the image into regions based on a predefined criterion. In other words,
we can say that segmentation is a process of demarcating the foreground region
from the background. The separate regions are homogeneous with respect to par-
ticular properties such as color, texture, brightness [1]. Extracting the region of
interest from the image still remains a difficult problem. The noise present in the
image along with image data ambiguity is one of the main problems in
segmentation.
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Selecting an appropriate technique of segmentation is a challenging issue.
Assigning pixels to correct object segment is a tough task. The level of subdivisions
which has to be done depends upon the problem. Medical images have incorporated
algorithms based on classifiers. Image segmentation finds its applications in iden-
tifying objects based on measurements such as size and shape. Content-based
image retrieval systems also deal with the process of segmentation.

This paper has been divided into four sections. Section II covers the introduction
about segmentation. Section III consists of the techniques of segmentation. The last
section consists of conclusion of the research work.

2 Segmentation

Segmentation is used widely to calculate the features in an image. The segmentation
results help to obtain information about the various parameters in an image.
Effective segmentation ensures that the objects and background do not mix with
each other. Segmentation of complex image structures and backgrounds is still a
problem which needs to be tackled. Segmentation methods can be contextual or
non-contextual. Contextual segmentation involves grouping of pixels based on
some property and the spatial relationship between the pixels. Non-contextual
segmentation does not take into account the spatial relationship between the pixels.

Mathematically, segmentation can be described as:

If f(x, y) is an original image, then after segmentation, disjoint subsets obtained
are f1, f>. ... fu [2]. High-level information can be extracted from the sub-regions.
Information is obtained by the analysis and interpretation of the segmented regions.
Research is being made to develop techniques that are fast and cost effective.

Perfect segmentation is difficult to achieve because of under-segmentation or
over-segmentation. In over-segmentation, pixels that belong to the same object are
classified as belonging to different segments. In under-segmentation, pixels
belonging to different objects are classified as belonging to same object.

3 Techniques of Segmentation

Monochrome images are generally segmented based on two properties:

i. Discontinuity—This approach works on the concept of abrupt changes in
intensity levels [2, 3].

ii. Similarity—This approach deals with partitioning of the image into similar
areas in accordance with a predefined rule.
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There are several segmentation methods mainly categorized as:
1. Region-based methods

i. Region growing,
ii. Region splitting and merging.

2. Thresholding

i. P-tile method,

ii. Mean value technique,
iii. Edge maximization technique,
iv. Optimal thresholding.

3. Clustering techniques
i. k-means clustering.

4. Edge detection-based methods.
5. Morphological segmentation

i. Watershed algorithm.
6. Matching.

3.1 Region-Based Segmentation

Region-based segmentation methods are broadly classified into two groups [4]:

i. Region growing,
ii. Region splitting and merging.

i. Region growing

As its name suggests, region growing is a process that groups pixels into larger
areas based on some predefined criteria [1-3, 5, 6]. The approach starts with
determining seed points or reference points. There may be one or more seed points.
Same set of properties is computed at every pixel, which is used to assign pixels to
growing regions. The algorithm is stated below:

a. Seed points are grouped into n clusters C,, C,, .. C, with initial seed points
labeled as sy, 53, ... S,

b. If the difference between the pixel intensity of the seed point s; and the
neighboring pixels is less than the predefined threshold, then the pixels are
assigned to the cluster C;.

c. Reconstruct the cluster by computing the difference between neighboring pixel

and seed point.
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d. Repeat the steps b and c until allocation of all the pixels is completed.

Disadvantage—The determination of seed points is a difficult task. Different set
of seed points yield different segmentation results. The other drawback is the
time-consuming nature of the procedure.

ii. Region splitting and merging

The homogeneity of the image can be distinguished by this algorithm. The concept
is based on quad trees. If any region is not homogeneous, it is disintegrated into
square sub-regions which are represented as nodes of a quad tree. Further, if any
sub-region is inhomogeneous, it is divided into four parts. If these regions have
approximately the same homogeneity measure, they are merged into a single
region. In this method, regions need not be contiguous (Fig. 1).

21 22

|21||zz||23||24|

[ 321 || 322 " 323 || 324 ]

Fig. 1 Quad tree segmentation
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3.2 Thresholding

Thresholding is a technique which can be used to segment objects and background.
An input image f(x, y) is transformed into output binary image g(x, y) as per the
following criterion [3]:

g(x,y) = Lf(x,y)>T
=0,f(x,y)<T.

Iffix,y) > T, then the pixel in consideration is an object pixel, otherwise, it is a
background pixel. Threshold detection methods can be local (adaptive), where there
are multiple thresholds or global, where there is a single threshold for the whole
image.

There are several thresholding techniques such as:

i. P-tile method,

ii. Mean value technique,
iii. Edge maximization technique (EMT),
iv. Optimal thresholding.

i. P-tile method

This method is based on the concept of gray level histogram. It is based on the
assumption that the objects are brighter than the background and occupy a par-
ticular percentage (P%) of the image area. The threshold is computed as the gray
level which corresponds to mapping at least P% of the gray level to the object.

il. Mean value technique

The mean value of all the pixels is calculated which is used as the threshold. It
works well in cases where approximately half of the pixels belong to the objects
and the other half belong to the background.

iii. Edge maximization technique (EMT)

This technique is used where there are several homogeneous regions or where there
is change in illuminations between background and objects. This technique has a
drawback that the portions of the objects and background may be merged.

iv. Optimal thresholding

Optimal thresholding is based on the assumption that the histogram of an image
consists of two overlapping Gaussian distribution curves [2]. The threshold is
chosen as the intersection point of the two distributions which corresponds to
minimum probability between the maxima of two distributions. The disadvantage
of this method is that prior knowledge of object and background distributions might
not be available (Fig. 2).
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Fig. 2 Optimal thresholding Optimal threshold

Frequency

Gray value

3.3 Clustering Techniques

Clustering techniques group the contents of an image into patterns that have some
common attributes. k-means clustering is the most widely used clustering algorithm
[6, 7]. The image is partitioned into k clusters. The following is the procedure
followed for clustering:

a. Select desired number of clusters and place the centers of the clusters at loca-
tions decided arbitrarily or based on a heuristic.

b. Each pixel in the image is assigned to the cluster whose center is the closest.

c. The cluster centers are re-computed by averaging the pixels in the cluster.

d. Repeat the steps b and c until none of the pixels change their clusters.

The result of this method may not be an optimal solution.

3.4 Edge Detection-Based Methods

Edge-based segmentation methods rely on finding boundaries based on disconti-
nuities in texture, gray levels, color, etc. [8—10]. Ambiguous boundaries where gaps
occur on the edges are a common problem in edge detection. This can be rectified
by using Hough transform with the help of which edges can be linked.

Various edge detectors are:

i. Sobel edge detector,
ii. Prewitt detector,
iii. Roberts cross edge detector,
iv. Log of Gaussian (LoG) detector,
v. Canny edge detector,
vi. Kiresh detector,
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vii. Laplacian edge detector.

Below are the results of MATLAB simulation for various edge detectors
(Fig. 3).

(iv) (v) (vi)

Fig. 3 MATLAB simulations: i Original image, ii Canny edge detector, iii Sobel edge detector, iv
Roberts edge detector, v Prewitt edge detector, vi LoG detector
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3.5 Morphological Segmentation

Watershed algorithm

The image is topographically interpreted in this method. The intensity levels cor-
respond to the height of the terrain that represents the catchment basins and the
mountains. Each basin is assumed to have a hole in its minimum from where the
underground water spills and fills the catchment. As the water level rises, two
adjacent basins tend to merge. To avoid merging, dams are constructed to separate
the basins [5, 11]. The dams serve as the boundaries of the regions of segmentation.
There is a problem of over-segmentation in this method.

3.6 Matching

In this method, a template of region of interest (object) is matched with the image
locations until the object is found [2]. The template is placed over the image and the
gray values of the template and the underlying image are compared. If all of the
gray values match, the object is found.

The comparative study of the different segmentation techniques is shown in
Table 1.

Table 1 Comparative study of segmentation methods

Parameter Watershed Edge Region based | Threshold | k-means
algorithm based technique | clustering
Spatial Exists Does not | Exists Does not | Exists
relationship exist exist
between
pixels
Immunity to | More immunity Less More immune | Less Noisy data
noise immune | to noise than immune cannot be
edge based handled
easily
Speed Moderate Moderate | Slow Fast Slow
Accuracy Over-segmentation | Accurate | Accurate Not very Moderate
rate exists accurate accuracy
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4 Conclusion

In this paper, a number of image segmentation techniques have been discussed,
which are encompassed by the field of computer vision. Segmentation is widely
used for image database lookup, object recognition, editing of the image, optical
character recognition, terrain classification in satellite images, medical images, etc.
Recently, neural, fuzzy, graph cut techniques [6, 12] have also been employed for
segmentation. Thus, segmentation acts as a bridge between low-level and high-level
image processing.
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Wireless Image Sensor Networks:
A Review

Parivesh Pandey and Vijaya Laxmi

Abstract Wireless sensor networks (WSN) were extensively used in monitoring and
observing a particular region. WSN are combination of nodes and can be sensitive to
pressure, temperature, motion, sound etc. This paper represents the survey of design
and implementation of Wireless Image Sensor Network, which is an integral part of
monitoring and surveying the subjective region visually. Image sensor nodes are
equipped with miniature visual camera and RF module for communication. The
camera node provides visual information and then transmitted to another node
wirelessly using ZigBee. Several challenges in sensor networks are discussed that can
enhance performance and efficiency of modern day sensor networks, As it turns out
FPGA can reduce computational cost through onboard image processing. We have
discussed in the subsequent part about the combination of microcontrollers and FPGA
which can play a major role in areas where processing capabilities such as com-
pression, cryptography, and transmission of data are important.

Keywords ZigBee - FPGA

1 Introduction

Wireless sensor network (WSN) is a combination of sensing device, embedded
processor, communication channel and power circuit. Wireless Image Sensor
Network (WISN) where sensor nodes are equipped with CMOS camera which pro-
vides the application-specific information. Image can be fetched on demand or at a
given specific interval. Implementing wireless image sensor with fast and efficient
image readability and multi-hop transmission feature is still challenging. There are
number of other groups proposed the active research of image sensor module:
Panotypes—video sensor network [1], Cyclops—Image sensor daughterboard [2],
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Fig. 1 Block diagram
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EyeRis [3], SeedEyes [4], most of these platforms or modules are development of a
camera board with microcontroller to perform multitask. Our motivation is to build
our own image sensor platform whose response is fast and efficient. The image sensor
that we propose to implement on a FPGA board which contains a wireless commu-
nication device known as ZigBee that provides information between the nodes.
A simple surveillance mechanism is discussed while adding no cost in image pro-
cessing. FPGA being standalone and reconfigurable is more utilizable in various
scenes as it provides wide range of application and flexibility. FPGA chip consists of
number of cores which is ideal for wireless image sensor to perform multiple task with
ease. FPGA reconfiguration capability is necessary to improve flexibility in the field of
everyday advancement in surveillance or monitoring.

A simple block diagram representation of wireless image sensor has been given
in Fig. 1, in which the surveillance node consists of CMOS camera which is
connected to FPGA processor. The wireless transmission of data is done with the
ZigBee module.

2 Working Principle of ZigBee

ZigBee module is enhancement to IEEE 802.15.4 (low-rate wireless personal area
network) that develops more sophisticated protocols for advanced application
which includes encryption, authentication with valid nodes and a data routing and
forwarding capability that enables mesh networking [5] and secure nodes [6] to
prevent unauthorized attempts to access the node or to change message (Fig. 2).

With a rapid growth in wireless communication, wireless image sensor is
becoming an important aspect of monitoring and surveying purpose. ZigBee
physical layer defines three frequency operations 868 MHz, 916 MHz, and
2.4 GHz bands.
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Fig. 2 Protocol stack of
ZigBee Application Framework ZigBee Device Object

l Application Support Layer I
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Service ———
Provider
Network Layer
==
Medium Access Layer
|

Physical Layer

2.1 Physical Layer

The frequency range of the traditional lines varies from 300 to 3400 Hz.
Transmission of voice takes place through this bandwidth where distortion and
interference take place. 2400 Hz is the effective bandwidth that is used over the
telephone lines. Digital data transmission over the analog telephone lines takes
place with the help of a modem. Each modem standard has its combination of
amplitude and phase called constellation pattern. Various modem standards used
are V.32, V.32bis, V.34bis, V.90, and V.92.

2.2 Network Layer

Network layer protocol provides efficient working of network which enables the
correct use of the MAC sub-layer and provides a suitable interface with application
layer. ITU-specified network layer protocol is X.25. Earlier X.25 supported both
connection-oriented (CO) service and connectionless (CL) service, but it gradually
became more CO oriented. X.25 is a continuous protocol which allows:

1. User—DCE (Data Circuit terminating Equipment) communication
2. DCE-User communication.

Standard DCE provides particular terminal compatible with any network. If a
network has several subnets interconnection between those can be possible through
routing. Router routes data not between connecting paths but between networks.
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2.3 Application Layer

It is the highest level layer which comprise of advanced security components added
by the ZigBee specification. ZDO (ZigBee Device Object) protocol which is
responsible for managing device security keys, policies and establish a secure
communication link with devices.

The application support sub-layer (APS) is another component; it provides
interfacing and control services. It is an association between the network layer and
the other components of the application layer and also routes messages across the
layers of the protocol stack.

3 Alternatives of Communication

This section describes some other communication method that can be an alternative
of ZigBee which is as follows:

1. nRF24L01/RFMI12B/ RFM22B(S14432)—These transceiver connected via serial
port interface (SPI). Transceivers possess a lot of features such as low power
modes, multiple channels, channel hopping, frequency calibration. The
nRF24L01 operates in the 2.4 GHz band, and others use the ISM band
433/470/868/915 MHz. These are state-of-the-art highly integrated and low-cost
hardware for reliable communication application. The range varies from 10 to
150 m where SI4432/RFM22B has advance range of about 1.5 km.

2. Bluetooth—Bluetooth has medium data rate and medium power consumption.
IEEE standard has different device profiles to enable interoperability between
devices. This is the reason why it is not useful for sensor networks, but it does
provide better interconnection for controlling devices using a laptop or phone
which usually has Bluetooth on board.

3. Arduino can also be used for communication via serial RX and TX pins for
small range purpose. Similarly, other development boards such as Raspberry
pie, BeagleBone, and many others have different types of communication
features.

3.1 Application of Wireless Image Sensor (WIS)

The design of WIS intended for use with enhanced processing and memory con-
straints gives additional consideration over generic sensors.

1. Less human intervention—once installed can easily be accessed.
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2. Safety and security application—Several cryptographic techniques have been
proposed for sensor nodes.

3. Environmental monitoring—sensor node based on object identification and
tracking in environment, pest control, fire detection, etc.

3.2 Potentials of FPGA

FPGA’s consists of interconnecting configurable logic blocks in two-dimensional
array that can be reconfiguring and gives us the added advantage to implement any
combinational and logical circuit. The complexity of designing in FPGA system is
reduced by using hardware description language (HDL) such as VHDL and
Verilog-HDL [7]. Previously, FPGAs have been mainly used for signal processing
and network packet analysis [8]. DSP slices, Fast memories and high speed
embedded processors can be used to enhance the utilization of FPGA system for
better output and configuration. Recent development in FPGA’s results in area
reduction and energy consumption.

We can enhance the processing speed and reduce the computational cost just by
implementing onboard image processing technique on FPGA.

3.3 VHDL and MATLAB

VHDL is the designing language used to implement programs on FPGA and some-
times it can be troublesome as we are bounded by the constraints and values of integers
and bit/byte array. Xilinx collaborated with MATLAB and created an inbuilt tool to
convert MATLAB code to HDL file which can be implemented on FPGA board.
Thus, the complexity is reduced and providing us more freedom over the range of
constraints that can’t be possible through VHDL. The latest advancement in image
processing through MATLAB can be processed in wireless image sensor nodes
which provide the greater flexibility in recognition and motion tracking.

3.4 Related Sensor Networks

Some related sensor networks have been explained in this section, which are as
follows:

1. Cyclops [2]—It’s a basic image sensor, a combination of microcontroller, CPLD
(complex programmable logic device) and Cyclops containing SRAM which
enable us to access image data on demand. The MCU and CPLD access same
address and data bus which allow us to transfer data with ease. Power
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consumption reduction leads to CPLD usage instead of FPGA. CMOS static
random access memory (SRAM) is used for image buffering and local inference.

. SensEye [9]—A camera sensor which comprises three task object detection,

object tracking, and object recognition. It is a multi-tier performance system and
superior to single tier system as far as power consumption and object detection
are concerned.

. Wireless Multimedia Sensor Network (WMSN) [10]—WMSN gives the mul-

timedia data, i.e., network contains camera node with microphone which enable
us to create audio—video data.

. Low-cost Wireless Image Sensor Network (WISN) [11]—WISN is for visual

surveillance; it’s a low-cost device implemented on Arduino Due board for
processing of input data and transmitting it wirelessly with the help of XBee
(IEEE 802.15.4) module. It’s an example of alternative method; we cannot
implement additional image processing techniques via microcontroller as we
can do with FPGA, but it does produce an impressive execution time of 2.3 s.
Since, microcontroller is enough for simple processing of image through a
wireless network, FPGA usage can be overkill considering an external trans-
ceiver although FPGA are those of ultra low power.

The wireless multimedia sensor network will be the key research in near future.

Low-cost WISN does provide us an added advantage for use in intrusion detection.
Similarly the other mention platforms or applications are different as they were
based on different platform and application set which gives us a brief history on
wireless sensor network. We can thus create an interactive and more efficient
wireless image sensor if we consider previous research on this field and design
better prospects for the implementation of wireless image sensor.

4 Development of Wireless Image Sensor

The overview of the steps involved in the development of wireless image sensor has
been discussed as follows:

1.

2.

IEEE 802.15.4 protocol is replaced by ZigBee module to enhance the security of
transmission.

FPGA processor provides flexibility and complies the increasing demand in
sensor technology.

Multi-hop transmission of image sensor nodes with combination of audio cir-
cuitry provides better understanding of subjective region.

Increased processing of FPGA leads to developing of the sensor nodes for
advance application.

Intervention of MATLAB in designing sector provides the necessary
cutting-edge algorithm that can be implemented on FPGA board for better result.



Wireless Image Sensor Networks: A Review 205

Table 1 Comparative study of image sensors

Image sensor Communication RF Bluetooth ZigBee
medium module module module

Microprocessor Speed High Moderate High
Encryption Low Moderate High
Range High Low High

Microcontroller | Speed High Moderate High
Encryption Low Moderate High
Range High Low High

4.1 Comparative Study

The comparative study of image sensors based on microcontroller and micropro-
cessor has been shown below.

1. Multi-hopping—The image sensor based on either microcontroller or micro-
processors are capable to do multi-hopping image transmission.

2. Power consumption—Microcontrollers consume less power as compared to
microprocessor.

3. The advantage of microprocessor over microcontroller is on-site reconfiguration
(Table 1).

5 Conclusion

In this paper, a reconfigurable image sensor node has been presented for maximum
flexibility and availability to research community. Necessary characteristics of
wireless image sensor have been investigated. These characteristics show much
sophisticated implementation of sensor node can be developed to perform
encrypted transmission. Applications such as motion tracking and facility moni-
toring can also be explored using the proposed method. Implementing onboard
image processing through FPGA will offer significant flexibility and overcomes the
bandwidth bottleneck.
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Design of a Low-Cost Heart Rate
Monitoring System

Suprojit Nandy and Soma Barman

Abstract With the development of health consciousness and growing of aging
population, home-based health monitoring has become a key research area for
information and communication technology. The objective of the paper is to
monitor heart rate of a person in low cost and in reliable way. The system is
implemented in LabVIEW environment.

Keywords Piezoelectric sensors - Heart rate - Microcontroller - ECG - Filters

1 Introduction

Health monitoring system is gaining importance in recent times as demands of care
taking increases for fast-growing global elderly people [1, 2]. Frequent monitoring
of health parameters like blood pressure, heart rate, and body temperature for
elderly people in a cost-effective way is demanding. The authors in this paper
described a method to measure heart rate sitting at home in low cost and in non-
invasive way. The various process involved in designing a “low-cost” noninvasive
heart rate monitoring system is illustrated by block representation in Fig. 1. Linear
circuit components are used to design the signal conditioning and the signal pro-
cessing circuits. The electrocardiogram (ECG) is widely used for diagnosis of
various heart ailments. Here, a very low-cost piezoelectric sensor is placed on left
wrist to capture electrical activity of heart. The ECG which is usually obtained is
often contaminated with noise. The unwanted noise mainly occurs due to
patient-sensor movement, baseline wander error, etc. In order to suppress such
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Fig. 1 Block representation of the method

noise from the ECG signal which is extracted and conditioned from the piezo-
electric sensor, is processed by filter (cascade of active broad band-pass filter and
active narrow band-pass filter). Initially, filters specification and component values
of different circuits are checked in LabVIEW [3] and MULTISIM [4] environment
prior to practical circuit realization. The signal is then processed and fed into the
Texas Instruments MSP-430-FG-4618 microcontroller to process the signal further
and evaluate the heart rate which is expressed in beats per minute (BPM). The LED
on microcontroller blinks whenever a pulse beat is sensed by the sensor placed on
the radial artery of the wrist. Code Composer Studio V4.0 core edition is used for
processor programming (Fig. 1). Each block is described in detail in the next
sections.

2 Signal Conditioning Circuit and the Signal Processing
Circuit

The signal conditioning circuit has been designed and the following components
and apparatus are used: a disk-shaped piezoelectric sensor, the NI Elvis II proto-
typing board, NI Elvis instrumentation CRO from LabVIEW, Texas Instruments
U741A operational amplifiers, various components such as resistors, capacitors,
BJTs (SL 100). The signal conditioning circuit is further divided into three stages
described as follows:

2.1 Signal Conditioning Circuit Stage 1

The initial phase depicts the piezoelectric sensor [5, 6] which senses the pulse from
the artery on the wrist of our hand. It’s shunted by a resistance of the order 100 kQ.
It is connected to the noninverting interval of the operational amplifier. The sensor
which senses the pulses on our wrist develops extremely small pulse amplitude.
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Fig. 2 Signal conditioning circuit

Therefore, there’s the need to amplify the voltage levels developed across its’
surface, and inverting amplifier with a gain in the range of 100 is cascaded with this
stage (Fig. 2).

2.2 Signal Conditioning Circuit Stage I1

We design a broad pass-band filter having a frequency cutoff range of 1.59-16 Hz.
Relation used for the lower and upper cutoff frequency determination of the filter
is shown as below:

1

= 1
fl 27ER1C1 (a)
fo = (1b)
2T 2R, Gy

The ECG signal as derived from the radial artery, by the piezoelectric sensor, is
fed into the filter, which removes most noises, especially the baseline wander error.
The output of this filter is then subsequently further fed into the narrow pass-band
filter. The circuit is simulated in MULTISIM platform.

2.3 Signal Conditioning Circuit Stage I11

The third phase comprises of a narrow band-pass filter, with resonance frequency
centered at 1.59 Hz roughly. The filter design was that of an infinite gain multiple
feedback filter to yield a design with high Q-factor and a substantially steep roll-off.
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A compromise had to be made in the design to have optimum values of the
amplification factor/gain (A,) and that of the Q-factor.

The resonance frequency of the designed active filter can be obtained by the
relation:

1
\/27‘[R1R2C1C2 ’

The relation pertaining to the maximum gain (A,) of the circuit can also be
further determined as

fr= (2a)

Ry 2
A, =——=20" 2b

The gain was calculated to be = 50 (inverting amplification).
The Q-factor was calculated to be = 5.

3 Signal Processing Circuit of the Heart Rate Monitoring
System

Similarly as initially, the signal conditioning circuit had been described in three
different stages, the signal processing circuit which deals with the conditioned
signal will be described in two stages:

3.1 Signal Processing Circuit Stage 1

The conditioned signal is then passed into a threshold detector (zero detector cir-
cuit), which gives the pulse train when sensing peak of the ECG pulse. The
threshold detector is form of a comparator circuit. This is absolutely essential as this
pulse train will later be taken into account while obtaining the BPM as the duty
cycle of the pulse train when calculated will have to be inversed and be multiplied
with 60, to yield the instantaneous BPM, which is later processed by the Texas
Instruments MSP430FG4618 processor. The ECG wave and threshold detector we
built on MULTISIM are shown in Figs. 3, 4, and 5.
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Fig. 5 LabVIEW instrumentation scope is used to display output of the Zero-Detector, and a
sample example of ECG Waveform are shown

3.2 Signal Processing Circuit Stage 11

A negative clamper circuit is constructed to clamp the negative cycle of the pulse
train fed to the ADC to process. 12-bit ADC of the MSP430FG4618
Experimenter’s board is used to process and measure the heart rate [7]. The sim-
ulated results of the negative clamper circuit as observed from our experimental
setup are shown in Fig. 6.

4 Case Studies and Observation

The following observations were noted, and the ECG waveform that was extracted
from the signal conditioning and signal processing circuit was displayed via the
LabVIEW NI Elvismx instrumentation oscilloscope.
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ate:

The observations were noted in two different categories. Some of them were
taken in normal condition, that is no prior physical exertions took place before the
ECG reading was observed, and some were noted in an excited state, that is

physical exertions were involved before the subject’s reading was observed.
The BPM can be calculated by using the empirical relation as stated below:

B.P.M = 60 x frequency,

(3a)

where BPM, stands for the beats per minute, used as a unit to measure the heart rate

(Fig. 7).

4.1 Observation 1

Patient 1 Age: 30.

Observation was noted during normal conditions, and mild physical exertions

were initiated before observations.
The frequency reading = 1.313 Hz.
Heart rate (BPM) = 60 x frequency.
Heart rate = 78.78 BPM.
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Fig. 7 ECG waveform and its frequency of Patient 1 measured using our system design setup

4.2 Observation 11

Patient 2 Age: 27.

Observation was noted in normal conditions, and no physical exertions were
initiated before observations.

The frequency observed = 1.163 Hz.

Heart rate (BPM) = 60 x frequency.

Heart rate = 70 BPM (Fig. 8).

4.3 Observation 111

Now when the penultimate phase of the signal processing circuit is taken into
account, the threshold detector would create a wave pulse train whenever a QRS
complex of the ECG portion is detected, the comparator shifts up, and it reaches the
lower base value as soon as the level shifts below. The following observation is
depicted in Fig. 9.

Patient 3 Age: 22.

Observations were noted in normal conditions, and no physical exertions were
initiated before observations.

The frequency observed = 1.181 Hz.

Heart rate (BPM) = 60 x frequency.

Heart rate = 71 BPM.
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Fig. 8 Above image depicts the ECG waveform and its frequency of Patient 2 as derived
from our system design setup

Fig. 9 Above image depicts the output from the threshold detector when fed with the ECG
waveform, from Patient 2
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4.4 Observation 1V

In this particular observation, we need to consider the final phase of the signal
conditioning circuit, the negative clamper circuit, the output of the threshold
detector as deemed fit by the design is fed into the negative clamper circuit, to only
keep the positive half cycle. As depicted before, the IN-4007 p-n junction diode
was used. This had to be done as the ADC which will later be used, (a 12-bit ADC
is already an integral part of the MSP 430 FG series from Texas Instruments). The
negative half cycle of the pulse will not be processed.

Patient 4 Age: 22

Observations were noted under mild physical exertions.

Frequency observed = 1.395 Hz.

Heart rate (BPM) = 60 x frequency.

Heart rate = 83.7 BPM.

The steep charging of the capacitor and the discharge through the shunted
resistor skew the pulse shape, nonetheless, the time duration of the two consecutive
peaks when processed and inverted and multiplied by 60 yields the instantaneous
BPM value which would be subsequently displayed in the observation/watch panel
in Code Composer Studio V 4.0 core edition. The rising edge of the waveform is
what will be made use of to evaluate the heart rate of the patient (Fig. 10).

i

[}

Fig. 10 Output from the negative clamper Patient 3 under physical exertion
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5 A Brief Insight into Code Composer Studio
and the Msp430FG4618

The Code Composer Studio V4.0 core edition was the IDE used to develop the
project [8]. The program was coded onto the C project platform, and once the C
project is completed in the specified workspace, we use the USB Flash emulation
tool which in case of this project a MSP-FET430 UIF was used, to debug and load
the program onto the MSP430FG4618. It should be further noted that MSP430
header files were linked and used to facilitate and further simplify code
development.

The MSP430FG4618 experimenter’s board is a comprehensive development
target board, which is used for varied applications [9—11]. The device features a 16
bit RISC processor, it also boasts of 16-bit registers, dual 12-bit DAC’s, three
configurable op-amp, one universal serial communication link, a high performance
12-bit ADC, whose use and importance is central to this project, among several
other peripherals mounted upon the experimenter’s board.

The MSP430 Flash Emulation Tool is instrumental in downloading the code and
debugging the MSP430FG4618. The experimenter’s board is provided with two
separate JTAG headers specifically to cater to this function and supporting inde-
pendent debug environment.

6 The Working Overview of the Code Loaded
into the Msp430FG4618

The working logic behind the code debugged and programmed is in Fig. 11. The
measured BPM using Code composer studio is displayed in Fig. 12.

Table 1 shows the comparative measurement study of heart rate of a patient
using standard NI Vernier hand grip sensor and using low-cost piezoelectric sensor.
The BPM value measured from the ECG waveform using piezoelectric sensor is
approximately same as BPM measured by costly Vernier sensor. This was a pre-
liminary study, and further rectification is required for accurate measurement of
heart rate.
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Fig. 12 The observed heart rate value of a patient in the watch section of Code Composer Studio.

Patient recorded a BPM value of 64

Table 1 Comparative analysis

Sensor used

BPM calculated (heart rate)

NI Vernier sensor

Piezoelectric sensor

82.7

84
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7 Conclusion

Design of a low-cost heart rate measurement system using a simple piezoelectric
sensor is attempted in this paper. Signal conditioning and signal processing system
is implemented with discrete components upon considering cost of the system
design as an important design parameter. The system performance can be improved
by using piezoresistive sensors and by using active components which may reduce
the power consumption but increases the cost of the system. This work is a pre-
liminary approach to design of health monitoring system in a cost-effective way;
therefore, only one health parameter (heart rate) is considered. Other health
parameters measurement may also be incorporated with this system.
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Design of DA-Based FIR Filter
Architectures Using LUT Reduction
Techniques

A. Uma, P. Kalpana and T. Naveen Kumar

Abstract The multiplier-less techniques such as distributed arithmetic (DA) have
gained large popularity for its high-speed processing. Architectures based on DA
results in cost-efficient and area-efficient structures. This paper presents design and
realization of various DA-based FIR filter architectures based on LUT reduction
techniques of length N = 4 and also implemented using both shift accumulators and
carry save shift accumulators. The larger LUT is subdivided into a number of LUTs
to reduce the size of the LUT for higher order filter. FIR filter architectures designed
include filter with LUT size of 2" — 1 words, filter with LUT size of 2V ~ ! words,
filter with LUT breakup contains two 2M2 — 1 word LUTs, and also LUT-less filter
but only has combinational blocks. These filter architectures have been synthesized
for the target FPGA device and results are compared based on RTL area, device
utilization, maximum operating frequency, and power consumption.

Keywords Distributed arithmetic (DA) - Carry save shift accumulator (CSSA)
Shift accumulation (SA)

1 Introduction

Multiply and accumulate operation is very common in all digital signal processing
algorithms such as finite impulse response (FIR) filter. As multipliers consume
more area and power in multiply and accumulate (MAC) operation of FIR Filter,
several multipliers-less schemes have emerged. Distributed arithmetic (DA) method
is one of the multiplier-less techniques which uses memories (RAMs, ROMs) or
LUTs to store precomputed values of coefficient operations [1]. DA is an efficient
technique for performing multiply-and-add in which the multiplication is reorga-
nized such that multiplication and addition are performed on data and single bits of
the coefficients, at the same time [2]. The inner products containing many terms can
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be partitioned into a number of smaller inner products which can be computed and
summed by using either DA or an adder. Hence, DA is widely used for the
implementation of digital filters [3].

The advantages of DA are best exploited in data-path circuit designing. DA
efficiently implements the MAC using basic building blocks (Look-up Tables) in
FPGAs. These DA structures can be used even in adaptive filters. An adaptive filter
which is commonly used in devices such as mobile phones, camcorders. This
adaptive structure is a system with a linear filter that has a transfer function con-
trolled by variable parameters and a means to adjust those parameters according to
an optimization algorithm [4]. Adaptive filters are required for some applications
because some parameters of the desired processing operation are not known in
advance or are changing [5].

In conventional DA-based FIR filter, as filter size increases, the memory
requirements of the implementation also grow exponentially. This in turn increases
the look-up table (LUT) size. For example, a 128-tap DA-FIR filter will require a
prohibitively large 2'?® entries in the DA-based LUT [6]. The larger LUT is sub-
divided into a number of LUTS to reduce the size of the LUT for higher order filter.
The FIR filter architectures are designed using four LUT reduction methods. They
include filter with LUT size of 2V — 1 words, filter with LUT size of PR words,
filter with LUT breakup contains two 2% — 1 word LUTs, and also LUT-less filter
[4] but only has combinational blocks. This paper presents various DA-based FIR
filter architectures with LUT reduction techniques and its implementation using
both shift accumulator and carry save shift accumulator (CSSA). The results are
compared with area, operating frequency, and power.

The paper is organised as follows: In Sect. 1, a brief introduction of DA-based
filter structure is given. In Sect. 2, DA-based FIR filter structures and their oper-
ations are discussed. In Sect. 3, modified DA architectures and their hardware
complexities derived through LUT reduction techniques are described. The syn-
thesis and comparison results of DA-filter structures are described in Sect. 4.
Summary and conclusions are given in Sect. 5.

2 DA-Based FIR Filter Structure

Many digital signal processing (DSP) applications require linear filters that can
adapt to changes in the signals they process. Adaptive filters find extensive use in
several DSP applications including acoustic echo cancellation, signal de-noising,
sonar signal processing, clutter rejection in radars, and channel equalization for
communications and networking systems [3]. DA is one method often preferred
since it eliminates the need for hardware multipliers and is capable of implementing
large filters with very high throughput [6].

Distributed arithmetic (DA) is an efficient technique for performing
multiply-and-add where both the multiplication and addition is done at same time
on coefficients which has single bit [6]. Distributed arithmetic is a bit level
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rearrangement of a multiply accumulate in order to eliminate the multiplications
and also an efficient method for computing inner products between a fixed and a
variable data vector [6]. The basic principle of the DA is the computed values are
stored rather than carry out the computation. It reduces the size of parallel hardware
implementation of multiply accumulate which is more preferred for FPGA. This
feature can be extended to sum functions used in complex multipliers, Fourier
Transforms. The basic DA technique which is bit serial has ROM look-ups an
efficient technique to implement on Field Programmable Gate Arrays (FPGAs). The
often encountered forms of computation in DSP are sum of product, dot product
[7], and inner product which can be implemented using distributed arithmetic.

The block diagram of DA-based FIR filter is shown in Fig. 1. The DA based FIR
filter has to perform an inner-product computation which produces the critical path
[8]. The critical path is the longest delay free path which affects the speed of the
architecture.

Let the inner product of FIR filter be given by

=
L

y= WiXk (1)
k

Il
o

where wy and x; for 0 < k < N — 1 form the N-point vectors corresponding the
current weights and most recent (N — 1) input, respectively [6]. Assume L be the bit
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Fig. 1 a Block diagram of DA-based FIR filter, b generation of possible sum of input
combinations (DA table), ¢ shift accumulator, d carry save shift accumulator
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width of the weight and wy be a N-bits of two’s complement number representation

where |wy| < 1 and wy: {Wio, W1, Wiz, ..., Weav — 1y} Where wyo is the sign bit.
L1
-1
Wi = —wo + ZW""Z (2)
=1

Substituting (2) in (1) and interchanging the order of summations over the
indices k and [ will give the reformulation of inner product to form distributed
inputs as

L-1 N—1
y=—yo+ 227] Yl where v = Zxk c Wi (3)
=1 k=0
Any weight bit of the N-point wy: {Wgo, Wi1, Wk2, ..., Wy — 17} Will either be one

or zero, so the partial sum y; will have 2" possible values. DA-based computation
requires storing all possible values of partial sum y, in LUT of size 2" words. The
weight bit sequence {wy} can be used as address vector to read out the corre-
sponding partial sum from LUT, for computing the inner product. The hardware
realization of inner product needs PIPO SR, shift accumulators, Vectored mux, etc.
The calculation of inner product requires L cycles of shift accumulation, then read
by LUT-read operations based on the number of bit slices {wy} where
0<I<L-1

The block diagram representation of DA-FIR filter architecture is shown in
Fig. la. It contains DA table, Array Multiplexer followed by shift accumulator. The
various DA-based FIR filters are implemented and compared with both shift
accumulator and carry save shift accumulator (CSSA). The matched LUT content
should be selected by the weight vector in a bit serial vector. The detailed blocks of
possible sum of input generation is shown in Fig. 1b.

DA Table Generation: The DA table stores (2" — 1) words using Parallel In
Parallel Out Shift Registers (PIPO SR), whereas RAM-based LUT stores 2V words
[6]. For example, considering N = 4, the number of registers required is only 15, to
store the precomputed possible sum of input sequences and seven adders are
required to produce the seven new values of input sums.

Parallel In Parallel Out Shift Registers (PIPO—SR): A L-bit PIPO SR con-
structed by L number of D flip-flops. Once the register is clocked, all the data at the D
inputs appear at the corresponding Q outputs simultaneously. N is the number of taps
in FIR filter. In the process of constructing DA table, 2 — 1 = 15 PIPO registers
with data bus sizes in the range from L to L + 2 are used as shown in Fig. 1b.

Bus Mux: Vectored Array Multiplexer is used to transfer the selected input bit
combination to the output. The weight vector which are fed in bit serial fashion acts
as select lines for the 16:1 vectored mux, for N =4 and L = 8. The selected
combination of inputs has data width size of L + 2 = 10 bits. The output of vec-
tored mux is passed to input of adder-based shift accumulator or carry save shift
accumulator [6].
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Shift Accumulator: The shift register is shifted right at every bit clock cycle to
feed the weight vector inputs serially to mux [6]. The corresponding LUT entries
are also shifted and accumulated using L consecutive times to generate the output
using adder-based conventional shift accumulator shown in Fig. 1c. The sign bit
control is used to change the addition to subtraction for the sign bits.

Carry Save Shift Accumulator: The shift accumulation has large critical path and
the longest delay free path that decides the ultimate speed of the architecture. The
carry save accumulation serves as an alternate block for conventional shift accu-
mulation and is shown in Fig. 1d. The bit-sliced vector w is fed as inputs from the
least significant bit (LSB) to the most significant bit (MSB). The ex-or gate is used
to pass all the bits of table output, and the sign bit is one.

The byte clock and the bit clock are the two clock signals used in the design. The
byte clock synchronizes with sampling period of input sequence. The carry save
accumulation block uses bit clock. The byte clock is used in the remaining circuits.

3 Modified DA-Based FIR Filter Architectures

It can be noted that as the filter size increases, the memory requirements of the
implementation in Fig. 1 grow exponentially. This in turn increases the look-up
table (LUT) size. This problem can be rectified by altering LUT sizes and use of
combinational blocks. The DA-FIR filter architectures are modified and imple-
mented based on shift accumulator and also carry save shift accumulator (CSSA)
[9]. The LUT reduction technique is incorporated by breaking up the filter into
smaller base DA filtering units that require tractable memory sizes and then sum-
ming up the outputs of these units. By incorporating additional Multiplexers and
use of only combinational blocks such as adders and multiplexers in realizing
inner-product block of DA-FIR filter further reduces the LUT size [10].
Using the LUT reduction techniques, the different DA-based FIR filters are

(1) DA-based filter with LUT size of 2" ~ ! words.

(2) DA-FIR filter with partitioned LUTs where breakup contains two 22 — 1
word LUTs.

(3) DA-FIR filter with No LUTSs, but only having combinational blocks.

All the above architectures can reduce the memory requirement and also mod-
ified using both CSSA and shift accumulator.
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3.1 Modified DA-Based Filter with LUT Size
of 2N 7! Words

The conventional DA-based FIR filter is implemented with LUT size of 2"V ™!
words, and it uses shift accumulator. It is shown in Fig. 2. From the DA table, it is
observed that lower half of LUT (locations where w3 = 1) is the same with the sum
of the upper half of LUT (locations where wy = 0) and x (n — 3), i.e., Lower Half of
LUT outputs = Upper Half of LUT outputs + x (n — 3).

In the DA-based filter, LUT size is reduced to half of the memory LUT size in
original DA table. This architecture includes one more 2:1 multiplexer and one
adder additionally, which occupy very less area. This mux selects x (n — 3) input
when the MSB bit of weight vector is high (w3 = 1), else 0. This is then added to
output of main LUT to be sent to conventional shift accumulator to produce the
output for inner-product computation of DA-FIR filter [7]. The architecture is
modified by replacing the shift accumulator with carry save shift accumulator.

For instance, N = 4, this architecture requires 8 memory LUTSs, one 8:1 mux,
one 2:1 mux and one adder. For higher order filters, example of N = 16, this
architecture requires 256 memory LUTSs, one 256:1 mux, one 2:1 mux, and one
adder, whereas in conventional DA-FIR, it needs 2'® = 65536 memory LUTs and
65536:1 mux.

L
A 4 L
+ PIPO » x(n)+x(o-1)
8:1 Vectored
h CSSA4
MUX (or)
_}_.[E > xa-2) L2 L« | 4B
A 4
L
+ PIPO »  x(n)+x(n-2)
—
Y x(n)+

7

Fig. 2 DA-based filter with LUT size reduced by 2 for N = 4
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3.2 Modified DA-Based Filter with Partitioned LUTs

The conventional DA-based filter is implemented with partitioned LUTs where
breakup contains two 2% — 1 word LUTS. In this architecture, LUT is divided into
LUT 1, LUT 2 so on. The N-tap filter is divided into p smaller filters each having
g-tap DA base units. Here, it is assumed that N is not prime and also N = p * q. The
total number of memory elements requirement to implement this structure is p * 27
[3]. Thus, there is a marginal decrease in throughput of this architecture.

For instance, if N = 128, p = 32, and ¢ = 4 can be chosen, which would only
require 512 memory elements. The number of clock cycles required for this
implementation would be 21 clock cycles as compared with the single LUT
implementation that would require 16 clock cycles [4]. Similarly for N = 4, p and
g can be chosen as p = 2 and ¢ = 2. This requires 2 * 2% = 8 memory elements
only for the implementation along with two 4:1 Multiplexers and one adder, as
shown in Fig. 3. The partitioned LUT architecture is modified by replacing shift
accumulator with CSSA and results are compared.

3.3 Modified DA-Based Filter with No LUTs

The conventional DA-based filter with no LUTs or LUT less is implemented using
shift accumulator and then modified with carry save shift accumulator. By the same
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Fig. 3 DA-based filter with partitioned LUT for N = 4



228 A. Uma et al.

LUT reduction procedure, the final LUT-less DA-FIR filter architectures can be
realized [1]. For N = 4, it requires four 2:1 Multiplexers and two stages of three
adders as shown in Fig. 4.

Similarly, for N = 8, it requires 8, 2:1 Multiplexers and 3 stages of 7 adders,
where first, second, and third stage contains 4, 2, and one number of adders,
respectively. So, in general, for any N-tap DA-FIR filter, it requires N, 2:1
Multiplexers, and (N/2 + N/4 + --- + 1) number of adders. For the use of combi-
nation logic circuit, the filter performance will be affected. But when the taps of the
filter is a prime, 4-input LUT units with additional multiplexers and full adders can
be used to get the trade-off between filter performance and small resource usage [1].

(o9)
ABSA

| FIPO SR | x(n-3)
_|__

Y

Fig. 4 DA-based filter with no LUT
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4 Synthesis and Comparison Results of DA-Filter
Structures

The conventional DA-based FIR filter architectures (for N = 4 and L = 8) with shift
accumulator and modified architecture where shift accumulator replaced with carry
save shift accumulator are implemented. The design is coded in Verilog HDL and
simulated and synthesized for the target device of Xilinx’s FPGA SPARTAN-3E
(XC3S500E-FG320). The comparison results of inner-product block replaced by
conventional DA and other architectures based on shift accumulator and CSSA are
shown in Tables 1 and 2. The comparison results are tabulated based on maximum
operating frequency area and power consumption for the given -clock
frequency = 10 MHz, bit clock frequency = 80 MHz. The default activity fac-
tor = 12.5% and capacitive load of 35 pF has been taken.

The comparison results show that LUT-less DA-filter has less power con-
sumption and area when compared to other structures and also it can be used for
high-speed applications.

Table 1 Comparison of maximum operating frequency, power, and area for DA-based filters
using CSSA

Features and Power | Maximum operating No. of No. of |No. of 4
architectures (mW) frequency (MHz) slice (FFs) | slices input LUT
Conventional 91 252.972 146 121 147
DA-FIR filter

Filter with LUT of | 87 256.805 79 67 80

2V~ 1 words

Filter with 88 254.388 60 55 69
partitioned LUTs

Filter with no LUTs |83 446.429 51 46 54

Table 2 Comparison of maximum operating frequency, power, and area for DA-based filters
using shift accumulator

Features and Power | Maximum operating No. of No. of |No. of 4
architectures (mW) frequency (MHz) slice (FFs) | slices input LUT
Conventional 95 252.972 155 130 167
DA-FIR filter

Filter with LUT of |87 256.805 88 76 99

2V~ 1 words

Filter with 88 254.388 69 64 88
partitioned LUTs

Filter with no LUTs | 86 255.820 42 37 35
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5 Conclusion

The conditional signed carry save accumulation which replaces the conventional
adder-based shift accumulation for DA-based inner-product computation, in order
to reduce the sampling period and to decrease the total area occupied, has been
realized. By LUT reduction techniques, modified DA-FIR filter architectures such
as filter with partitioned LUTs, LUT size of 2V = 1 words, and also LUT-less filters
have been realized. The comparison results show that LUT-less DA has low power
and even it can be used for high-speed applications. For higher order filters, the
LUT reduction based DA-FIR filter architectures can be adopted to reduce the
resource utilization. Hence, it is shown that modified DA architectures are hardware
efficient for FPGA implementation.
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VLSI Implementation of Smith—Waterman
Algorithm for Biological Sequence
Scanning

K. Rajalakshmi and R. Nivedita

Abstract This paper presents the design and implementation of Smith—Waterman
algorithm. The aim of this work is to improve the speed of the algorithm by applying
optimization concepts of VLSI signal processing such as retiming and parallelism.
This facilitates the reduction of critical path and computational time of the algorithm.
The algorithm is implemented in Simulink-MATLAB 2013, and the corresponding
Verilog codes are written and synthesized in Xilinx ISE Design Suite 14.7.

Keywords Smith—Waterman algorithm - Biosequence - VLSI signal processing

1 Introduction

Deoxyribonucleic Acid (DNA) sequences are made up of exons, and protein
sequences are made up of amino acids. These two biological sequences determine
the characteristics of any organism. So, if the genomic markers and characteristics
of a new biological sequence are to be explored, it can be compared to an existing
sequence and regions of similarity between the two sequences can be identified.
Also the percentage of biological connectivity between any two organisms can be
established by finding out the extent of similarity between the two sequences.
The most important algorithms used in biological sequence scanning are
Needleman—Wunsch algorithm and Smith—Waterman algorithm. The former applies
the principle of global alignment, whereas the latter follows local alignment of
sequences. Global alignment gives the similarity score of the sequences by matching
as many characters as possible from end to end. But the local alignment focuses more
on finding regions of matching between them. So local alignment gives a better idea
of where the two sequences are related. Therefore, the local alignment method of
Smith—Waterman algorithm is widely used in the field of bioinformatics.
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The paper is organized as follows. Section 2 gives an overview of the Smith—
Waterman algorithm. Section 3 traces the evolution of the implementation of the
algorithm. The proposed implementation in VLSI is given in Sect. 4. Results are
discussed in Sect. 5. Conclusion is provided in Sect. 6.

2 Smith-Waterman Algorithm

The algorithm compares an unknown sequence with a known sequence. The
unknown sequence is the “query sequence” denoted by al, a2, ..., am. The known
sequence is called as the “subject sequence” denoted by b1, b2, ..., bn. m and n are
the lengths of query sequence and subject sequence, respectively. Equation (1)
shows the mathematical function of the Smith—-Waterman algorithm.

H(l,]) = maX{OvH(la.] - 1) - OCaH(i - 17]) - fva(i - 17] - 1) +Sbt(i,j)}7 (1)
where “i” varies from 1 < i < mand “j” varies from 1 < j < n. Here, H(i, j) is
the output matrix and its dimensions are determined by the lengths of the two
sequences. sbt(i, j) represents the substitution matrix which stores the result after
comparison of the two elements of the sequences as shown by Eq. (2).

sbt(i,j) =x, ifi=} @)
sbt(i,j) =y, ifi#j[’

where x and y are constants which can be chosen by the user. To achieve maximum
scores, insertions or deletions of null space can be performed to the query sequence.
This null space is called as gap penalty. The first gap penalty in the algorithm is
denoted by a.. The subsequent gap penalties are denoted by f3. These gap penalties can
be classified as linear gap penalties and affine gap penalties. If o = f3, then the case is
known as linear gap penalty as used by Eq. (1). If « # f, then it is called as affine gap
penalty. Equation (3) shows the implementation with affine gap penalty (Fig. 1).

H(i,j) = max{0,E(i,j), F(i,j),H(i — 1,j — 1) + sbt(i,j)}
E(ivj) = maX{H(ivj - 1) - (va(ivj - 1) - :B} ) (3)
F(la.l) maX{H(i_17j)_a7F(i_17j)_ﬁ}

3 Evolution of Smith—-Waterman Algorithm
Implementations

Smith—Waterman algorithm was proposed and is explained in [1]. In [2], the
algorithm is mapped into fine-grained processing elements (PE) where each PE
consists of 14 components for linear gap penalty and 23 components for affine gap
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Fig. 1 Data dependencies of e 3 .
a cell of the score matrix on HG-Li-D HG-Lp
the previous cells
H(i,5-1 i
-1 H(L)

penalty. The original computational time for the Smith—Waterman algorithm is
O(mn) which is reduced to O(m + n) in [3]. Four different stages have been
introduced in [4] for the implementation which leads to an extra auxiliary array
where the dimensions are determined by the two sequences. A linear systolic array
was used in [5, 6] to transfer the biosequence database to the implementation.
Another algorithm named CAST (complexity analysis of sequence tracts) was
invented by reformulating the Smith—Waterman algorithm in [7].

In [8], the algorithm was implemented in a Von Neuman architecture involving
concurrent computation of the arithmetic and logic operations. In [9], the concept of
Network on Chip (NoC) was applied to facilitate large-scale integration. The logic
is realized by bit-serial systolic PE in [10]. The algorithm is coded specifically to
the CPU, and the sequence database is preprocessed extensively in [11]. Graphics
Processing Unit (GPU) and Compute Unified Device Architecture (CUDA) are
used for the implementation in [13]. Single Instruction Multiple Data (SIMD)
instructions are used at instruction level to parallelize the implementation in [14].
The algorithm is approached in [12] by VLSI signal processing concepts such as
retiming and look-ahead pipelining. The computational time is reduced from
O(m + n) to O((m + n)lj) where “j” represents the level of pipelining. In [15], an
Electronic System Level (ESL)-based development is adopted, and the design space
for Smith—waterman implementation is explored using ESL method which led to
increase in speed up to 2.5 times with roughly 1.6 more gate count.

4 Proposed VLSI Implementation of Algorithm

Critical path in VLSI signal processing can be defined as the longest execution path
without any delays from the source node to sink node. It can be considered as the
sequence that connects critical events and critical jobs from the source to desti-
nation node. The significance of the critical path is that its computation time
determines the minimum feasible clock period of the network. So reducing the
critical path results in minimizing the least execution time of the network thus
resulting in the increase of total computational speed of the architecture.
Equation (1) can be realized by the architecture shown in Fig. 2 where T},
represents “maximum” function. The critical path is 2T, + T,qq- A cut-set is
introduced in order to reduce the critical path to 27, as shown in Fig. 3.
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Fig. 4 2-parallel architecture with linear gap penalties

To increase the throughput, a two-parallel implementation is done by replacing
i = 2i to get the architecture in Fig. 4.

The critical path for parallel architecture is 4T}, + T,qq. Pipelining is performed,
and the critical path is reduced to 37}, as shown in Fig. 5.
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Fig. 5 Pipelined architecture of 2-parallel implementation

To reduce the critical path further, retiming is performed to the pipelined
architecture. As shown in Fig. 6, the critical path is reduced to Ty, + Taqq-

To increase the throughput further, 3 level-parallel implementation of Fig. 2 is
obtained by substituting i = 3i. The architecture obtained is shown in Fig. 7 whose
critical path is 3T, + Taqq-

Pipelining is now introduced in order to reduce the critical path to 27}, as shown
in Fig. 8.

Retiming is performed to the above circuit in order to reduce three delay ele-
ments as shown in Fig. 9 but the critical path remains at 27;,,.

Smith—Waterman algorithm is implemented with affine gap penalties, given by
Eq. (3) as shown in Fig. 10. The critical path is 37T, + Toqq.

Pipelining is performed in order to reduce the critical path to 37, as shown in
Fig. 11.

Retiming is performed to the pipelined architecture in order to reduce the critical
path to T, + T.qq as shown in Fig. 12.
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Fig. 6 Retimed architecture of pipelined architecture of 2-parallel implementation

To increase the throughput, 2-parallel implementation is obtained by substituting
i with 2i. The 2-parallel implementation has a critical path of 5T, + 2T,4q as shown
in Fig. 13.

Pipelining is performed to reduce the critical path to 37, as shown in Fig. 14.

Retiming is performed in order to further reduce the critical path to T, + T,qq as
shown in Fig. 15.

5 Results and Discussion

5.1 Need for Hardware Implementation

The biological sequence scanning is usually carried out by software. But as soft-
ware executes sequentially and hardware executes in parallel, the execution time of
the algorithm is decreased when implemented in hardware due to the high pro-
cessing speed on hardware. The timing constraints are generally low, and hardware
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Fig. 7 3 level-Parallel implementation of Fig. 2

facilitates real-time validation. Verilog codes for the above implementations are
written, simulated, and synthesized in Xilinx ISE Design Suite 14.7. The output
score matrix of the algorithm is shown in Fig. 16.

Table 1 summarizes the reduction of critical paths by various VLSI signal
processing techniques.

Table 2 shows the timing summary of the proposed implementation of Smith—
Waterman algorithm.

Table 3 shows the comparisons of critical path of proposed implementation and
the existing implementation.
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Table 1 Summary of reduction of critical path for the proposed architecture of Smith—Waterman

algorithm

Critical path

Linear gap penalty

Normal 2T + Taaa
After pipelining 2Tm
2-parallel architecture AT + Taga
After pipelining 3Tm

After retiming T + Taaa
3-parallel architecture 3Tm + Taga
After pipelining 2Tm

After retiming

2T, (3 delay elements reduced)

Affine gap penalty

Normal 3Tm + Taaa
After pipelining 3Tm

After retiming Tin + Taad
2-parallel architecture 5T + 2T aqq
After pipelining 3Tm

After retiming Tin + Tada

Table 2 Minimum
computational time for
various proposed

Minimum computational time (in ns)

implementations of Smith—

Waterman algorithm

Linear gap penalty Normal 6.42
2-parallel architecture 3.283
3-parallel architecture 2.231

Affine gap penalty Normal 6.487
2-parallel architecture 3.425
3-parallel architecture 2.307
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Table 3 Comparison of critical paths between existing and proposed implementation of Smith—
Waterman algorithm

Critical path Cheng [12] Proposed

Linear gap penalty Normal 2T + Taaa 2T
2-parallel architecture 2T + Taaa T + Taga
3-parallel architecture 2T + Tada 2T

Affine gap penalty Normal 2T + Taaa T + Taaa
2-parallel architecture 2T + Taaa T + Taaa

6 Conclusion

Thus, the Smith—Waterman algorithm is implemented with reduced critical path and
increased speed by applying the VLSI signal processing techniques of pipelining,
retiming, and parallelism.
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A Clusterhead Selection Technique
for a Heterogeneous WSN and Its Lifetime
Enhancement Using HeteroL.each Protocol

Yogesh Kumar Sharma and Sanjeet Kumar

Abstract WSN consists of hundreds or even thousands of nodes, which increases
the reliability of the data but at the same time it also increases the redundancy of the
collected data. So, the role of cluster head is important to reduce the redundancy
generated in a sensor network, since early die out of cluster head may result in
network breakdown or lifetime reduction of a WSN. This paper proposes modified
LEACH algorithm in heterogeneous network named as HETEROLEACH. It
increases the lifetime of a WSN by properly choosing a cluster head in a cluster,
based on energy and predefined range. This reduces the energy consumption of
nodes especially cluster heads in such a manner that redundancy is reduced and no
overload takes place at CH.

Keywords WSN .- LEACH - Clustering - Routing protocol - Modified
HETEROLEACH

1 Introduction

Wireless sensor networks consisting of hundreds or thousands of low-power,
low-cost nodes deployed to monitor physical or environmental conditions, such as
temperature, sound, vibration, pressure, motion, and to cooperatively pass their data
through the network. Heterogeneous sensor network consists of sensor nodes with
different capabilities, such as different energy level, sensing range, and computa-
tional power. Among the total number of nodes in WSN, 10% of the nodes have
double the energy than other nodes.
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A sensor node is made up of four basic components: a sensing unit, a processing
unit, a transceiver unit, and a power unit [1]. Sensing units are usually composed of
two subunits: sensors and analog-to-digital converters (ADCs). The analog signals
produced by the sensors based on the observed phenomenon are converted to digital
signals by the ADC and then fed into the processing unit. The processing unit,
which is generally associated with a small storage unit, manages the procedures that
make the sensor node collaborate with the other nodes to carry out the assigned
sensing tasks. A transceiver unit connects the node to the network. One of the most
important components of a sensor node is the power unit. Power units may be
supported by power scavenging units such as solar cells and rechargeable battery.
Some design challenges in WSN are physical resource constraints, adhoc deploy-
ment, scalability, quality of service, unattended operation, security, fault tolerance.
A major benefit of WSN systems is that they perform in-network processing to
reduce large streams of raw data into useful aggregated information. Some appli-
cations of WSN are military, medical, telematics, buildings, environment, precision
agriculture, machine surveillance, and preventative maintenance. In hostile envi-
ronment, charging and recharging battery of sensor nodes becomes quite difficult.
Although replacement of battery option is available, it will obstruct the continuous
operation of WSNs.

Section 2 presents an analysis of the related work which has been done on
lifetime of WSN. Section 3 describes the proposed protocol with flowchart.
Simulation results performed on MATLAB are reported in Sect. 4. Finally, con-
clusions are drawn in Sect. 5 (Fig. 1).
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Fig. 1 WSN architecture with CH formation
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2 Related Work

Wireless sensor nodes mainly depend on batteries, which get depleted at a faster
rate as they have to perform computation and communication operations. There are
various ways of enhancing the lifetime of a WSN like energy efficient routing, node
scheduling, clustering, and also like the introduction of virtual coordinator in a
WSN [1]. This paper mainly focuses on routing protocols and clustering methods
for enhancing the lifetime of WSN. Two routing protocols called Low Energy
Adaptive Clustering Hierarchy (LEACH) and Energy Aware Multi-hop Multipath
Hierarchical Protocol (EAMMH) have been modified to provide solutions for
low-power consumption. These modifications have exploited the heterogeneity of
the nodes in both the protocols. LEACH is one of the famous clustering algorithms
used for minimizing energy dissipation. It allows rotation around all sensor nodes to
randomly select cluster heads for uniformly distributing energy among all sensor
nodes [2]. The operation of LEACH is achieved by rounds. LEACH provides a
balancing of energy usage by random rotation of cluster heads. The algorithm is
also organized in such a manner that data fusion can be used to reduce the amount
of data transmission. In LEACH, a randomized rotation technique of cluster head
position is used such that the energy is equally distributed among all sensor nodes
in the network. The cluster head selection is random and is based on the probability
of the node to become cluster head. The operation of LEACH is achieved by
rounds. Hence, the network is reclustered periodically in order to select
energy-abundant nodes to serve as CHs, thus distributing the load uniformly on all
the nodes. Hence, lifetime improvements can be achieved if data aggregation is
exploited and the network is reclustered periodically [3]. Various techniques were
proposed to improve the lifetime of a wireless sensor network by introducing some
modifications in LEACH. Then came the concept of applying LEACH in hetero-
geneous networks, which gave better result than homogeneous networks [4]. Other
improvements in LEACH include LEACH-C, LEACH-F, LEACH-V, TL-LEACH.
While there are advantages of using LEACH’s distributed cluster formation algo-
rithm, this protocol offers no guarantee about the placement and number of cluster
head nodes. Since the clusters are adaptive, obtaining a poor clustering setup during
a given round will not greatly affect overall performance [5].
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3 Proposed Protocol

An efficient heterogeneous WSN based on Range v/s Distance relationship between
cluster heads and nodes was successfully deployed using the proposed algorithm as
described in progress. It is an improved version of HETEROGENEOUS LEACH
which is highly efficient in order to minimize energy expenditure and also
responsible to enhance the node lifetime of WSN. As WSN consists of hundreds or
even thousands of nodes with limited energy, computation, and communication
capabilities, hence the data sensed by a node and other nodes which are in its
sensing range leads to redundancy. To minimize the redundancy and enhancing the
lifetime, hence a new method is proposed in which first selection of the cluster
heads takes place based on energy of nodes and then nodes are associated with the
cluster head depending on the predefined user range of cluster head. Only the nodes
which are in the range of cluster heads will associate with it, and the nodes will not
communicate with each other or other cluster heads. The data is aggregated by the
cluster head, and later data is send to the base station or sink by them. Also the
cluster head will communicate among themselves for security purpose timely.
Performing the regular interval checking will not only help in maintaining the
security but also help in determining whether the network is performing well
without any node die out or knowing the nodes which are died out already for
managing the network efficiently.

This new method for enhancement of lifetime is MODIFIED HETEROLEACH
which is purposed and successfully implemented increases the lifetime of WSN by
reducing the energy consumption of nodes especially cluster heads [6]. Earlier
cluster heads die out before the other nodes resulting in network breakdown or the
half of the nodes of network die out very soon reducing the efficiency of network.
Clustering technique can also be used to perform data aggregation. Data aggrega-
tion is to combine the data from source nodes into a small set of meaningful
information, and hence the fewer messages are transmitted thus saving communi-
cation energy.
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3.1 Flowchart of Proposed Protocol
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3.2

V.......

Algorithm of Proposed Protocol

// n is number of nodes
//M IS FRACTION OF NODES WHICH HAVE ENERGY
GREATER THAN REST OF NODES
//ENOR IS ENERGY OF NORMAL NODES
//EADV IS ENERGY OF ADVANCED NODES
//ETH 1S THRESHOLD ENERGY USER DEFINED
//DMIN IS THE DISTANCE BETWEEN CLUSTER HEAD AND NODES
//R IS THE RANGE PREDEFINED BY USER
//ENODE IS ENERGY OF NODES
//ACK IS ACKNOWLEDGEMENT
Initial condition: a heterogeneous network N
formation with (n, m ,Enor, Eadv, Eth, dmin, R)
attributes.
If arrangement =='random’'
Else arrangement =='uniform’'

a) FOR SELECTION OF CH:

» Input: A heterogeneous network N(n, m, Enor Eadv)

»  Initial condition: Eadv = Enor

» Output: Cluster head selection and cluster
Jformation for a WSN

> Steps:

1. Initialization of heterogeneous network
2. Assignment of energy to nodes(advanced nodes and
normal nodes):

>

>

>

>
>

for each node ie(l......n)
Assign probability p==1 to all nodes.(comparing
each node energy with the cluster head{CH])

if (Enode >= Enor && Enode>Eth)
set E(i) = "cluster head"
else
set node i = ‘Normal’
end if
end for
for each round re(1......... RND)

Now allocate id to all the CH

b) FOR CLUSTER FORMATION:
for each node ie(1...... n)
if dmin <=R
set node n(i) == 'member' (formation of one link at a time)
end if
Again repeat selection of CH until all advanced nodes
with Eadv are selected as CH

c¢) AUTHENTICATION OF ALL CH:
For each CH
Send ACK to all nodes by all CH
If{ACK(id) ==allocated id)
Nodes type ="CH"
Else nodes == 'normal nodes’
end if
end for

Authentication of response by CH successful
Data transmission can now begin

Y. K. Sharma and S. Kumar
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4 Simulation Results and Discussion

We have performed simulation in order to evaluate the proposed algorithm. We
used MATLAB as simulator to evaluate the performance of Modified heteroleach
using different scenarios such as random 90-node network, different area dimen-
sions, or rounds. The first scenario as in Fig. 2 describes as sink is located at (80,
80) in a 160 m x 160 m field with 90 nodes along with the different parameters
defined in Table 1. Similarly for second scenario also we will refer the same
parameters from Table 1, but now the sink is located at (15, 15) in a 30 m x 30 m
field with 24 nodes as shown in Fig. 3.

The focus of simulation is on energy efficiency and number of nodes alive as
they are important factor for lifetime enhancement of WSN.

—_
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0 20 40 60 100 120 140 160
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Fig. 2 Network (160 x 160) m with 90 nodes

Table 1 Performance comparison of Mhl and hl [1]

Sl. no. | Simulation parameters and their values
Parameters Scenario 1 Scenario 2
1. Number of nodes 90 24
2. Location of sink Center of the network | Center of the network
3. Election probability value of CHs (p) | 0.1 0.6
4. Number of rounds initial 2000 2000
5. Initial energy of normal nodes (E,.;) |0.05J 0.05]
6. Initial energy of normal nodes (E,.) |0.1J 0.17J
7. Sensing range of nodes 12m, 15m, 18 m 12m, 15m, 18 m
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Fig. 4 Case 1 rounds increment

Figure 4 describes first node die out and total number of nodes alive as the

rounds been increased. It can be clearly observed that the number of nodes alive in
Modified heteroleach (Mhl) is larger than the one in heteroleach (hl) after each
round ends, which shows Mhl makes the energy consumption more efficient.
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Fig. 6 Case 3 packets increment

Figure 5 describes first node die out and total number of nodes alive as the nodes
been increased, and it can be seen that the number of nodes alive in Mhl is larger
than the one in hl after each round ends.

Figure 6 describes first node die out and total number of nodes alive as the
packets size been varied, it can be clearly observed that keeping the number of
nodes and rounds constant while increasing size of packets the proposed protocol
Mhl makes the energy consumption more balanced which effectively prolong the
network lifetime compared with hl.
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Table 2 Numerical analysis of first node die out round with respect to LEACH [1]

Network area First node die out round w.r.t. HETEROGENEOUS LEACH

Fig. 1. Modified heterogeneous LEACH (Mhl) Heterogeneous LEACH (hl)
100 x 100 3700 rounds 1400 rounds

200 x 100 3100 rounds 1350 rounds

300 x 100 2600 rounds 1100 rounds

500 x 100 900 rounds 400 rounds

700 x 100 250 rounds 125 rounds

1000 x 100 70 rounds 25 rounds

The heteroleach (hl) and modified heteroleach (Mhl) have been compared
according to their performances and are shown in Table 2.

5 Conclusion

This paper is proposed on the basis of comparison of Range v/s Distance network
which was initially deployed. Using this proposed protocol, we minimize the
redundancy and enhance the lifetime of WSN. The first selection of the cluster
heads takes place based on energy of nodes and then nodes are associated with the
other cluster heads depending on the predefined user range of cluster head. Hence, it
provides a way to avoid the redundant data transmission and save the energy about
66% in compare with the HETEROLEACH protocol.

In the future, we wish to use mobile sink in the network and security in order to
prolong the network life expectancy and security enhancement of the WSN.
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Investigation of Microgripper
Using Thermal Actuator

N. Chattoraj, Abhijeet Pasumarthy, Rajeev Agarwal and Asifa Imam

Abstract In the recent years, MEMS technology, because of its micro-size, has
matured as a field of research. Micro-gripper is one of the applications of MEMS
technology. This paper describes the design, simulation and analysis of
micro-gripper based on electrothermal actuator. An electrothermally actuated
micro-gripper has been designed, optimized and simulated using COMSOL
Multiphysics simulation tool. The simulation of the gripper design is done by using
copper as a structural material. Different parametric studies have been carried out
such as displacement, stress and deformation by varying the driving voltage and
temperature.

Keywords Micro-gripper - Finite element method (FEM) - Meshing
Electrothermal actuators + MEMS - Joule heating principle - Thermal expansion

1 Introduction

The new methods of micro-fabrication techniques are the major cause which is
responsible for the advancement in the miniaturization of semiconductor devices [1,
2]. These contraptions have been among the catalyst giving travail to the
micro-electromechanical systems (MEMS) technology.

MEMS technology implements the fabrication of a vast variety of miniaturized
sensing and actuating devices [1, 3]. Micro-grippers are important emerging tools
which could be used as end effectors for systems that can handle and manipulate
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micro-scaled objects with applications in various fields such as biomedical science
and industries [3]. For example, in the case of micro-robots (very small size about
in mm), micro-grippers are used for an assembly where the components are in the
order of micrometres which are produced using micro-machining fabrication pro-
cess. Several types of micro-grippers have been designed and developed, based on
different actuation schemes such as mechanical, electrostatic, piezoelectric, elec-
tromagnetic, vacuum and electrothermal actuator. Mechanical micro-grippers are
not of much use because using such actuators makes micro-objects more vulnerable
to fatigue. Electrostatic micro-gripper cannot be used in biomedical applications, as
biological medium has electrolytic property. Since these grippers operate due to
electrostatic force attraction [4], it may damage biological cells as operating voltage
required is very high in the order of 100 V. Electromagnetic micro-gripper works
on the principle of electromagnetic field induced due to the flow of current. It has
less accuracy because of the fact that the magnitude of current is difficult to control.
Vacuum micro-gripper needs negative and positive pressure for picking and placing
the micro-object. In case of piezoelectric micro-gripper, large gripping stroke is
required in the range of (0-70 V) for small displacements [5, 6]. Electrothermal
micro-gripper works on the principle of Joule’s law and expansion law. It is widely
used due to its capability for generating large displacement, force and due to its
structural and functional robustness when compared with standard IC fabrication
process and materials. The main advantage of this micro-gripper is the requirement
of less driving voltage which is in the range of 0-5 V. But given a proper design,
the driving voltage may well be in the order of few hundreds of millivolts. Many
micro-grippers with different materials have been developed based on nickel [7, 8],
poly-silicon [9, 10], gold [10-12], PMMA [12] and copper [13] which are some of
the common materials used in the fabrication of micro-grippers.

In this paper, three models of an electrothermally actuated micro-gripper have
been designed using copper as the structural material. The design and analysis is
done using COMSOL Multiphysics software. The designed model consists of
mainly three components, i.e. hot arm (flexure), cold arm (flexure) and central arm
(anchor). All the three components together form a beam. The main objective of the
proposed work aims at large displacement at a low driving voltage for manipulation
of micro-objects. An optimization has been tried by varying the parameters of the
above-mentioned components. Mostly, the lengths of the components have been
varied, which is done in the case of the central arm. The length is determined
keeping the anchor as the reference point. A total of three structures shown in
Fig. 2a—c have been worked out for further analysis. In the first structure, the length
of the central arm is fixed at 20 pm from the anchor. Subsequently, it is varied from
50 to 110 pm. The range of driving voltage was varied from 0.1 to 0.5 V.
Investigation has been carried out by using different materials with the same
structure, and different parameters are studied and analysed. Results are compared
to obtain the design optimization parameters for developing an application-specific
design.
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2 Design of Micro-gripper

2.1 Design Configurations

The design of the electrothermal actuator is done keeping in mind the principle
requirement of hot and cold beams which are the major actuation components.
Figure 1 shows the basic conceptual design of electrothermally actuated
micro-gripper. The micro-gripper structures consist of two anchors (A1 and A2), two
hot and cold arms (H1, H2, C1 and C2), central arm, supporting arm, connecting arm
(connects the hot and cold arm), gripper arm and arm tip. The overall dimensions of
the micro-gripper are 350 pm x 220 pm X 10 um. The design specifications are
mentioned in Table 1. Initial gap between tips of the end effector is 50 um. The
length and width of the hot and cold arms (H1 and C1) are more than the H2 and C2.
In further sections for optimization purpose, three models of micro-gripper are
designed based on the base design shown in Fig. 1. All the structures and dimen-
sions are unaltered except the dimension of the central and supporting arm.

Supportingarm

Connectingarm

Fig. 1 Topology of the micro-gripper

'Fable 1 Structural Parameters LxW (pmz)

dimensions Cold arms (C1) 200 x 30
Cold arms (C2) 120 x 17
Hot arms (H1) 200 x 10
Hot arms (H2) 120 x 7
Central arm 110 x 10
Supporting arm 70 x 15
Anchor (A1) 10 x 120
Anchor (A2) 10 x 36
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Fig. 2 Comparison between three structures of micro-gripper for different lengths of the central
arm. a length of central arm 20 pm. b length of central arm 70 um. ¢ length of central arm 110 pm

The design is later altered based on the requirement for optimum performance
which is discussed in the later sections. Later, residual stress and total displacement
analysis is done for the design iterations as well as gripper with different material
properties. The different design iterations are shown in Fig. 2. Further, the study of
various materials’ properties is carried out to investigate and obtain optimum dis-
placement with least driving force for satisfying the objective mentioned above.

2.2 Optimized Design

In order to achieve the proposed goal of considerable displacement, this work
proposes the optimization of mainly two parameters, i.e. optimizing the length of
the central arm and selecting the proper material for gripper construction.

For determining an appropriate material, various materials are compared based
on the electrical properties and mechanical behaviour. A list of suitable materials is
given in Table 2.

For determining the parameter suitable for design optimization, mechanical
behaviour was studied for the gripper structure. It is observed that, by varying the
length of the central beam, its displacement also varies. So, three structures are
designed with different length of the central arm shown in Fig. 2. In the first design
iteration Fig. 2a of the micro-gripper, the length of the central arm is determined at
20 um, and subsequently in second (Fig. 2b) and third (Fig. 2¢) micro-gripper
design, the length has been increased to 70 and 110 pm, respectively.
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Table 2 Properties of materials

Properties Unit Copper (Cu) | Gold (Au) | Nickel (Ni) | Titanium (Ti) | Poly-Si
Coefficient of /K 16.5e—6 14.2e—6 13.4e—6 8.60e—6 2.6e—6
thermal

expansion

Heat capacity J/Kg K | 384 129 445 522 678
Electrical s/m 58.1e6 45.6e6 13.8e6 2.6e6 Se4
conductivity

Thermal W/m K | 401 317 90.7 21.9 34
conductivity

Relative - 8960 19,300 8900 4506 2320
permittivity

Young’s Pa 120e9 70e9 219¢9 115.7¢9 160e9
modulus

Poisson’s ratio | — 0.34 0.44 0.31 0.321 0.22
Relative kgm® |- - - - 45
permittivity

3 Working Principle and Methodology

MEMS electrothermal actuation is principally based on the conversion of electric
energy into heat energy which structurally deforms the material hence giving some
noteworthy displacement. Since there are several stages involved right from
applying potential to getting an actuation. It is based on the governing equations
which help us to understand the behaviour of the model in a better way. In order to
observe the mechanical behaviour of the structures, an actuation scheme of the
micro-gripper is required.

Basic governing equation for electrothermal actuation scheme consists of Joule’s
law (2) and thermal expansion law (4). Joule’s effect interrelates the electric
potential Eq. (1) and the heat flow Eq. (4). The heat causes the mechanical
expansion (5) and manipulation of arm. Equations for the thermal energy (4) and
heat transfer in solids are given below (3).

Electric potential,

—V - (aVV,) = 0. (1)

Equation (1) determines the amount of voltage that needs to be supplied initially.
This eventually creates an inductive heating field which heats the material
excluding the potential terminals. The effect of heating is explained by Eq. (2), and
the property of heat transfer in a given material is determined by the Eq (4).
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Equation of Joule’s law,
0 =0a|VVe|. (2)
Heat transfer in solids,
pCou - VT =V (KVT)+Q, (3)

where ¢, is the heat capacity at constant pressure, p is the density of the material,
Q is the heat flux, VT is the change in temperature and K is the thermal
conductivity.
Transfer of heat within the cross section due to the flow characteristics in the
gripper gives us the energy thus generated. The energy equation is stated below.
Equation for thermal energy,

—V(K(T)VT) = o(T)|VV?

, 4)

where ¢ is the electrical conductivity, V is the potential (voltage), 7T is the tem-
perature and k is the thermal conductivity.

Based on the thermal energy generated, there is a change in the orientation of the
underlying particles which ultimately results in displacement. The expansion is
directly proportional to the heat generated by the material.

Thermal expansion law,

&n = aAT. (5)

Based on the above equation, it is certain that not only the material but the
design is also crucial in determining the obtaining displacement.

4 FEM Simulation and Analysis

The working equations are taken into consideration and tried to be implemented on
the designed model. But before improvising the theoretical equations in a simula-
tion environment, it is to be noted that the input and the output are both of different
genre of physics. Thus, a virtual environment is required which can combine the
space of electricity, heat transfer and structural mechanics under one platform. To
cater such cases, COMSOL Multiphysics has been used for studying the behaviour
of an electrothermal gripper. To give a clear understanding of the results obtained,
an example where the effect of potential on displacement has been demonstrated in
the form of a 3D surface plot in Fig. 3.

With the application of the driving voltage, the gripping movement occurs and
the jaw tips come closer and hold the micro-object. With the withdrawal of the
driving voltage, the jaw tips release the micro-object.
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V0(5)=0.5 Surface: Total displacement (um)

Fig. 3 3D-FEA model of the optimized micro-gripper after actuation

Finite element methods have been used to carry out the simulations of the
micro-gripper for all the designs for analysis of displacement, stress and strain. The
software used for FEM simulations were based on COMSOL Multiphysics. Here,
temperature was kept constant at 293 K. Thermal expansions and mechanical
deformation was obtained.

A comparative study wherein different materials as mentioned in Table 2 have
been applied to the design shown in Fig. 1 and are subjected to variable voltages
ranging from 0.1 to 0.5 V is graphically represented in Fig. 4. Due to different
Young’s modulus and the conductivity coefficient, there is a stark behaviour
noticed in the deformation characteristics. Poly-silicon is observed to be the least
reactive due to its insulating properties. Materials such as gold, copper and nickel
show fairly good deflection for small amounts of voltage. Here, copper tops with
the highest amount of deflection. The behaviour is almost linear in nature. Titanium
has moderate deflection as compared to copper.

The above-mentioned model comprising of various materials one at a time is
subjected to stress analysis while encountering displacement at variable voltages
ranging from 0.1 to 0.5 V and is graphically represented in Fig. 4. It is noticed that
poly-silicon due to its least displacement experiences the least stress. On the other
extreme, nickel happens to be the most strenuous material when subjected to high
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Fig. 4 Displacement versus input voltage for different materials

displacement at high voltages. Copper shows moderate stress at high voltages,
which is a good sign considering the massive displacement at the same voltages.

A comparative study has been done for suggesting the best structural design by
subjecting the model to voltages ranging between 0.1 and 0.5 V. Displacement
characteristics is studied for designs suggested in Fig. 2a—c. The material of the
gripper is chosen based on the analysis in Fig. 4. The graphical representation in
Fig. 5 suggests the relation that the length of the central arm component is directly
proportional to the displacement achieved. Maximum displacement is noticed at
25.26 pm. A trade-off could be observed as the displacement of the central arm
with length 70 pm has good enough displacement when compared to the dis-
placement offered by the longest central arm.

The temperature range is varied from 313 to 473 K at an interval of 80 K. The
model showcasing the maximum displacement in Fig. 6 was chosen for this
analysis. The response of the gripper is almost unaffected by the change in
temperature.

5 Result

The designed micro-gripper shows total displacement of 25.26 pm at the driving
voltage 0.5 V. This displacement is suitable for the purpose of manipulation of
micro-object between the ranges of 20-45 pum. The overall dimension of the
micro-gripper is found to be 350 pm x 220 pm x 10 pm.
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6 Conclusion

A novel design of micro-gripper presented in this paper is based on electrothermal
actuation for achieving large displacements at low driving voltages. The electrical
and mechanical properties of five different materials copper, gold, nickel, titanium
and poly-Si were compared and analysed. After optimization, copper material was
selected as the structural material for the modelling of the micro-gripper. Three
different structures are represented by varying length of central arm represented in
Fig. 2(a—c) and compared. A finite element-based COMSOL Multiphysics was used
for the modelling, analysis and simulation of the thermal, electrical and mechanical
properties of the micro-gripper. After optimization, third model shows the best
result among the proposed three models. Total displacement of 25.26 um is
obtained at driving voltage of 0.5 V.

7 Future Scope

The work proposed has numerous possibilities which need further investigation into
areas such as better optimization parameters and realistic analysis. Apart from the
central arm, there are many components such as the anchor length and the hot/cold
arm length which might be optimized. Moreover, optimizing the points where the
potential could be supplied other than anchor for achieving large displacement.

Realistic analysis includes the cost estimation for fabrication of the gripper. This
suggests that we could select design parameters or materials which could provide
substantial results at low cost. Besides, combining more than one material could
also be an interesting area to dig into.

Acknowledgements The authors would like to thank Hemant Kumar and COMSOL India for
their software support, P. Banerjee, R Agrawal for discussions and BIT Mesra for resources.
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Abstract In this paper, an ultra-light low-power and unique smart automation
system has been implemented which interfaces the internet communication proto-
cols like Hyper Text Transfer Protocol (HTTP) through an embedded Linux plat-
form to obtain home automation. It has improved upon the preexisting work by
removing MOM type middleware, providing efficient M2M communication by
implementing a direct virtual link between the transport layer of the two commu-
nicating devices. This smart automation system is ultra-low powered and improves
the efficiency and throughput involved in communication. An embedded Linux
platform, connected to the Internet through its Ethernet port, is used for the
demonstration of this smart automation system. A Web portal interface is used to
give commands and receive updates about the result of automation.
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1 Introduction

There has been a tremendous growth in the segment of Internet of Things (IoT) in
the recent years. This growth has been fueled by the consumer’s requirement for
device automation. Automation is now not only limited to sophisticated laboratories
or robotic organizations rather it has percolated in the realms of everyday lifestyle
of people. The demand for IoT in everyday life mostly stems from the requirement
of ingenious home automated solutions. The tech giants of the industry are
increasingly concentrating resources to drive innovations and produce solutions in
this field.

IoT produces solutions by interfacing end-devices by Internet. These devices can
be subdivided broadly into two subcategories i.e., resource constrained and resource
rich. Resource-constrained devices are those devices that do not have support of
TCP/IP suite on the board, whereas resource-rich devices are those who have native
support for TCP/IP suite. The former type of boards exchanges data by protocols
such as ZigBee or Bluetooth which are lightweight in nature, and they need to
communicate with at least one resource-rich device to interact with the Internet.
Resource-constrained devices generally operate on batteries and rely on local
wireless sensor.

Many protocols are available for resource-rich devices which work on appli-
cation layer. These application layer protocols follow different architectural
paradigms.

For example, service-oriented architecture (SOA) follows the protocols design
and mechanism of [1], whereas DDS [2] follows a broker-less Publisher-Subscriber
model (Pub/Sub). Software-defined networking (SDN) is yet another IoT inter-
facing mechanism. MQTT [3] is another famous protocol which is based on
broker-based Pub/Sub architectural middleware oriented messaging (MOM).
However, these architectural paradigms along with the associated protocols are
often difficult to setup and even more difficult to manage.

This paper proposes a novel mechanism which eliminates the need of a MOM
type middleware between machines for M2M communication thereby increasing
direct communication between machines and severely decreasing latency for
interaction. As opposed to data-centric communication, our work uses a more
reliable network-centric approach. In network-centric approach, there is direct
referencing of the communicating devices which increases the communication
reliability. Moreover, our work also decreases the throughput of data exchanged for
M2M communication between devices. This communication architecture estab-
lishes a direct virtual link between the client and the end-device. This virtual link
exists above the transport layers of two devices. Since, transmission control pro-
tocol (TCP) is being used for data exchange, guaranteed delivery is provided
inherently in the proposed architecture. Furthermore, this work is characterized by
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an increase in control flexibility of the resource-rich board as there is direct link
between the controller and the controlled device.

This paper is divided into five sections. Section 2 does a critical analysis of the
related work in this field. Section 3 gives a detailed insight on the proposed work
and explains the architecture. Section 4 presents the favorable results and output of
simulation of the work on board to demonstrate real-life scenario. This paper
concludes with remarks of authors and future scope of the work in Sect. 5.

2 Related Work

The adoption of home automation has been relatively slower than the demand for it.
Complex network topologies and inefficient middleware design are partly respon-
sible for it. Work done by Tu et al. [4] focuses on smart home middleware.
The experimental results in the paper pointed out that the use of context manager in
the communication led to error rate of 42.5% while it increased the runtime to 3.4 s
for a single operation on the board.

Similarly [5] talks about AwareHome, which was a project dealing with cul-
mination of technologies for deploying ubiquitous computing in the house. This
project used plethora of sensors and dealt with multiple challenges in the domain of
home automation. It talked about content-based automation in the houses which
would be very costly and range of sensors used would make the design impractical.

Kim et al. [6] used an RFID middleware framework for providing loT-related
services to clients. They used ucode system for differentiating the requests of the
system from multiple sources and used a central managing server for coordinating
requests. This architecture is highly prone to single point of failure (SPOF). The
work used highly scalable architecture to distribute the workload into event man-
agers, legacy applications, and workload services.

Atukorala et al. [7] proposed home automation and monitoring using SmartEyes,
which again uses a central server. The flexibility available in providing security
levels are inherently increased in such subsystems where decoupling of middleware
takes place. This work moreover provided flexibility as it divided the services into
three subsystems namely, mobile subsystem, Web config subsystem, and home
subsystem. It allowed a Rabbitcore to use TCP stack for communicating with other
nodes.

Several such works either use middleware or use direct Hypertext Transfer
Protocol (HTTP) to communicate with the board. Stateless protocols are charac-
terized by lack of their capability to maintain session. As HTTP is a stateless
protocol, this scheme makes it increasingly difficult to track the users using the
system. Moreover, HTTP uses high amount of data transfer to communicate with
the other end and generally demands higher resources with the communicating
nodes.
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3 Proposed Architecture

The application domains for our proposed architecture are smart home environ-
ments. In the proposed architecture, we have a client (mobile) connected to the
embedded Linux board. Clients are lightweight and easily connected over Internet.
When they are connected over Internet they possess a number of advantages,
including the reduced costs of not having to run virtual private networks (VPNs)
and being able to deploy software updates in a timelier manner (Fig. 1).

The work uses direct communication with the embedded Linux platform using
the Secure Shell (SSH) protocol which is a popular application layer protocol. This
ensures higher reliability and secure exchange of data between the communicating
nodes.

Because of the higher security requirements of managing client on a network,
Internet-based client management requires that the site is using certificates. This
ensures that connections to the management point and distribution points are
authenticated by an independent authority and that data to and from these site
systems is encrypted using Secure Shell protocol (SSH).

SSH is a secure way for you to remotely access your hosting account. By using
SSH, you are able to log into a command prompt and execute commands just as if
you were sitting at the server itself. SSH works on port no. 22. SSH allows for the
encryption of data so that those malicious would-be attackers cannot access your

.

P
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Embedded Linux Based Home Automation System.
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Fig. 1 Proposed architecture
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user information and passwords. SSH also allows for the tunneling of other pro-
tocols such as FTP. SSH protects clients from IP source routing, DNS spoofing,
data manipulation, eavesdropping or sniffing of the transmitted data, and IP address
spoofing. SSH authenticates user include password and public key authentication
methods but others (e.g., Kerberos, NTLM, and keyboard-interactive) are also
available. SSH flexibility allows new authentication methods to be incorporated
into the system as they become available. Passwords, in combination with a
username, are a popular way to tell another client that you are who you claim to be.
If the username and password given at authentication match the username and
password stored on a remote system, you are authenticated and allowed access.
When connection is establishment and authentication of client is done, then we
enlighten the LED bulb using the GPIO pin of embedded Linux board.

The application layer provides the user interface via a network virtual terminal
and supports network-based services such as access to file, file transfer, mail ser-
vices through its protocols. To provide the user interface and services, the appli-
cation layer identifies communication clients, determines resource availability, and
establishes cooperation between clients (end-devices). The application layer defines
the languages and its rules that programs need to use to establish communication
between client and server (using protocols such as Association Control Service
Element, ASCE).

4 Automation Demonstration and Results

Internet-controlled low-power automation as proposed in this paper is achieved by
using a resource-rich embedded Linux device such as BeagleBone Black which is
controlled through a Web page. Previously, such implementations required the use
of large computers as middleware which could not be automated and also con-
sumed a lot of energy.

The home automation system introduced in this paper is demonstrated by con-
trolling the blinking of an LED from a Web page. The corresponding measure of
response time, latency, power consumption, and system performances shows that
the introduction of the virtual link layer significantly improved the performance.

The BBB is a microcomputer on a chip, which has embedded Linux distribution
and it uses Ubuntu, Debian, Angstrom, or even Android as an OS. The end devices
that have to be controlled have been connected to the BBB, and the communication
and control is implemented through the common communication protocols. The
embedded Linux device is put into its low-power deep sleep mode, in which the
operation frequency decreases from 1000 to 275 MHz, and this deep sleep mode of
the device can be awaken only through interrupts that are triggered by the pressing
of the buttons on the Web page. The fact that the above-mentioned board is
resource-rich with 4x LAN Ethernet for Internet connectivity and has 512 MB
DDR3 RAM making it ideal for usage.
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The user accesses a Web portal, and after authenticating, he is provided with a
personalized list of devices which are under his domain of control. The device
control page has a menu-driven approach with each device having its own control
parameters that can be varied by the user. When the parameters are changed,
asynchronous requests are sent by the client’s browser to the server. The client’s
browser now waits for the status of the request. The validations of few parameters
are done on the client side while few validations are left for server scripts. The
scripts residing on the HTTP server are then executed. The scripts then forward the
request to the embedded Linux platform. Thus, the BBB (embedded Linux plat-
form) is accessed through an HTTP virtual link above the TCP layer; thus this
implementation requires no MOM.

Figure 2 shows the menu that is presented to the user. Now, the direct GPIO
control over the LED is implemented as shown in Fig. 3.

The embedded Linux device is connected to the Internet through its Ethernet
port and is connected to other devices for performing various control operations as
required by the distant user. The mobile phone as shown is used to access the Web
portal for control purposes.

It can be noted that as soon as the button was slid into the on position, the LED
connected to the GPIO pin of the Beaglebone Black is turned on; the status of the
LED was received and displayed through a pop-up box.

Figure 4 shows the variation in the current consumed by the embedded Linux
board (for the automation purpose) with time. The embedded Linux device is used
to control a number of other devices such as TIVA and MSP430 for the purpose of
performing various operations like temperature sensing or data logging. The figure

Welcome to your Local Network

Fig. 2 Home Web page
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Fig. 3 Implementation of direct GPIO control over the LED

clearly demonstrates the efficiency of the deep sleep low-power mode which
facilitates the ultra-low-power automation of the system. The system remains in its
deep sleep mode consuming very little current with time until it is awakened by an
interrupt due to the pressing of the button of the Web page which in turn causes it to
execute the desired automation for an extended period before returning to its deep
sleep.
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Table 1 Comparison with middleware-based approaches

UBISOAP [8]

SERVILLA [9]

Proposed architecture

Resource discovery

DD, ND

SD

ND, SD

Resource management RA, RM, RCA, RCL RA, RM, RCA RA, RM
Code management NS CA, CM CA, CM
Event management SS SS SS
Security NS NS Very high
Reliability NS NI Very high
Scalability AL, NL AL, NL AL

Legends Device Discovery (DD), Network Discovery (ND), Service Discovery (SD), Resource
Allocation (RA), Resource Monitor (RM), Resource Conflict (RCL), Resource Composition
Adaptive (RCA), Small Scale (SS), Not Supported (NS), No Information (NI), Code Allocation
(CA), Code Migration (CM), Application Level (AL), Network level (NL)

Table 1 showcases the detailed comparison of the proposed architecture with
other middleware-based systems as proposed by Capurisco et al. [8] and Fok et al. [9].
It was observed that the proposed system has better security, reliability, and scala-
bility as compared to previously existing models.
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5 Conclusion

The emerging Internet of Things (IoT) market place [10] aims to integrate smart
objects and smart things while satisfying all the service requirements [11, 12],
facing the challenges involved [13] to develop smart automated systems like smart
home, smart City. Most of the IoT solutions make use of specially customized
hardware and software and commonly make use of Wi-Fi or Bluetooth for all kinds
of systems that are present. This paper proposed an Internet-controlled embedded
Linux-based automation system which is ultra-low power, low on latency, and high
on efficiency. The elimination of the middle layer (MOM) used by other techniques
is an important improvement.

The server to BBB communication makes use of SSH (RSA 256), making access
to BBB by an intruder very difficult. The proposed smart automation system works
on low power, as low as 3.3 V. High performance is guaranteed even if disk space
is low as the script storage is done on the server.

Thus, the system proposed in this paper can become the key to automation in the
future.
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Depth-Averaged Velocity Distribution
for Symmetric and Asymmetric
Compound Channels

Kamalini Devi, Jnana Ranjan Khuntia and Kishanjit K. Khatua

Abstract Movement of water during flood creates a compound channel appear-
ance which consists of a main channel and its adjoining floodplains are very
important for environmental, ecological and design issues. The structures of the
flow in such channels are rigorous. The principal reason of this flow structure is due
to the momentum transfer mechanism between the main channel and the floodplain.
Flow mechanism in an asymmetric compound channel is different than that of a
symmetric compound channel. There is a stronger interaction exists between the
main channel and floodplain in asymmetric compound channel as compared to
symmetric compound channel where the interaction is distributed to the both sides
of the floodplain. Analysis of depth-averaged velocity distribution in both com-
pound channels is strongly influenced by width ratio, aspect ratio and relative flow
depth. The variation of depth-averaged velocity distribution in such channels for
different geometry and flow conditions has been analysed. Proper prediction of
depth-averaged velocity distribution in a compound channel is depending upon the
magnitude of shear layer for which the advanced software CES is not providing
accurate prediction especially for asymmetric compound channel. Suggestions and
improvements to predict depth-averaged velocity distribution in both symmetric
and asymmetric compound channels have been made.
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1 Introduction

Mostly, compound channels are consisting of a main river channel which is flanked
by two or one side floodplains. The first case is known as symmetric compound
channel where the both floodplains are equal; otherwise, the channel is said to be
asymmetric whether it is flanked by either side [1-3]. The design of such channel is
very important for environmental, ecological and design issues. Generally, in dry
seasons of low water levels, normally, the main channel conveys the entire flows.
When flood occurs, the flow rate for a particular river may change drastically that
the overbank flow condition is breached and inundates the surrounding floodplain
area [4-6]. This causes a threat to the environment and population. Here some
experimental investigations in symmetric and asymmetric compound channels of
trapezoidal configuration have been extensively carried out in laboratory of the
Fluid Mechanics and Hydraulics Laboratory, NIT, Rourkela, Odisha [7]. The
structures of the flow in such channels are rigorous because of the momentum
transfer mechanism between the main channel and the floodplain. Flow mechanism
in an asymmetric compound channel is different than that of a symmetric compound
channel. There is a stronger interaction between the main channel and floodplain in
an asymmetric compound channel as compared to symmetric compound channel. In
symmetric compound channel, the interaction is distributed from the both sides of
the floodplain. Analysis of depth-averaged velocity distribution in a compound
channel is strongly influenced by both geometric and hydraulic parameters such as
width ratio, aspect ratio and relative depth. Conveyance estimation system (CES) is
a software tool, used for simulating the flow variables in both types of channels and
the applicability of this CES is discussed. Here the numerical results of
depth-averaged velocity from CES are compared with their corresponding experi-
mental values for both types of channels. The variation of depth-averaged velocity
distribution in such channels for different geometry and flow conditions has been
analysed. The aim of this study is to evaluate the CES software for depth-averaged
velocity computation in symmetric and asymmetric trapezoidal compound chan-
nels. The results are compared satisfactory.

2 Theory of Application

There is a large difference in velocity exists between river channel and its floodplain
so that the mean velocities are different in both the subsections. This leads to the
exchange of momentum between the main channel water and that of the floodplain
making complex flow structure. During inundation of the compound channel, the
mean velocity on the floodplain is lower than that in the main channel as the depth
of flow on the floodplain is lower than the main channel and also having
high-hydraulic roughness. The velocity difference results in turbulence at the
transition zone forming a bank of vertices.
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Previously, the complex mechanism of momentum transfer at the junction of a
compound channel has been noticed by many researchers and analysed the hori-
zontal coherent structure in both laboratory and field study. The experimental
evidence of occurrence of such structures in the transition region is shown in
Fig. 1b, c. Figures 2 and 3 show the cross-sectional details of asymmetric and
symmetric compound channels.

Turbulent Exchange

Fig. 1 a Schematic view of momentum transfer between main channel and floodplain of a
symmetric compound channel, b macro-vortices in transition region, ¢ large coherent structures in
mixing layer made visible by dye injection [8]
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Fig. 2 Asymmetric compound channels
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Fig. 3 Symmetric compound channels

3 Experimental Apparatus and Procedure

In this part of study, experimental results of compound channels with symmetric
and asymmetric floodplains are described. These channels are constructed using
neat finished plain cement concrete at the hydraulic engineering laboratory of the
Civil Engineering Department, National Institute of Technology, Rourkela, India.
For asymmetric channels, floodplains are at right side making the total width of the
compound section 168 cm. The main channels are trapezoidal in cross section with
1.1 side slope having 33 cm bottom width and 11 cm at bank full depth. The
longitudinal bed slope is found to be 0.001 satisfying subcritical flow conditions.
The roughness of the floodplain and main channel is kept same having Manning’s n
is equal to 0.01. Water was supplied through numbers of centrifugal pumps dis-
charging into large overhead tanks. Water is made to flow to the stilling tank of
flume from the overhead tank by regulating valves. Baffle walls arrangement has
been made inside the stilling basin to reduce the turbulence. Water is made to flow
under gravity from the head gate end to the tail gate of the flume under uniform and
steady flow conditions. At the downstream end, there is a measuring volumetric
tank followed by a large underground sump which feeds the water to the overhead
tank through pumping. This is an arrangement of complete recirculation system of
water for the experimental channels.

For analysis of symmetric compound channels, 1 number of experimental data set
from NITR, India and 3 numbers of large channel facility channel, UK data sets have
been considered (Fig. 4). The depth-averaged velocity data from point-to-point along
the wetted perimeter of both symmetric and asymmetric compound channels have
been acquired experimentally to study the variation of shear layer width with different
geometrical and hydraulic conditions.
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Fig. 4 Photographs of compound channels fitted with instruments: a NITR-5.1, b Flood channel
facility at HR Wallingford [9]

3.1 Depth-Averaged Velocity

The depth-averaged velocity U, for the entire overbank cases was calculated using
the equation

1 H
Uy = E/udz (1)
0

where u is the local point streamwise velocity at a vertical line.Uj; is calculated by
integrating point velocities (u) over a flow depth H for each vertical line. Then by
joining all the values of depth-averaged velocities across the lateral cross section of
the channel, the distribution of depth-averaged velocity plots can be obtained.
After finding out the depth-averaged velocity, the total discharge in symmetric
and asymmetric compound channels is evaluated by multiplying it with the corre-
sponding sectional area [10—12]. Experimental depth-averaged velocity distribution
results of two typical flow depths of asymmetric compound channel are provided in
Figs. 5 and 6. Likewise, the graphical presentation of depth-averaged velocities
distribution of symmetric compound channel is also demonstrated in Figs. 7 and 8.
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3.2 Application of CES Software

1. The conveyance estimation system (CES) is developed by joint agency/DEFRA
Research program on flood defence with contributions from the Scottish exec-
utive and the Northern Ireland Rivers Agency. HR Wallingford and the envi-
ronmental agency, UK widely recommended it for the reliable prediction of
conveyance. It is utilized to evaluate the river flood levels, flow capacities,
depth-averaged velocities and boundary shear distributions of the channel.

2. This software consists of three parts: (1) The Roughness Advisor is assigned for
roughness value, which is used for all roughness zones, (2) The Conveyance



Depth-Averaged Velocity Distribution for Symmetric ... 287

Generator is used for determining the channel capacity based on both roughness
and morphology, (3) The Uncertainty Estimator gives an indication of the
uncertainty associated with CES outputs.

For steady uniform flows, the Reynolds-Average Navier—Stokes equation
(RANS) is simplified as

@+ Ou  ouv 814’_w’+ oh_ o\ _ow  duw )
Oy? 072 Oy o, Slax T Oy 0z

This generalized equation is applicable for obtaining the turbulent flow structure
in different flow conditions. The RANS equation in X-direction (longitudinal flow
direction) can be simplified as

ouv . duw
P + | = p&So+

ouv O =y, 9 =
o T o ( puv)—i—az( pu'w') (3)

dy
where p the density of the water, Sy the longitudinal bed slope, g the acceleration
due to gravity, u, vand w are the component of the mean velocity, ', v' and w' are
the fluctuations of the velocity components. Here the over bar represents a
time-averaged parameters. The simplification of (3) has been done in SKM method.
In Eq. (3), the first term is the secondary flow term consisting of lateral and vertical
components of the velocity. The second term represents the weight component of
water. The third and fourth terms account for the apparent shear or Reynolds shear
stresses in vertical and horizontal planes, respectively.
Finally, Eq. (3) is simplified to

OH (V)

B N\ oU\ f 1
4 = pHgSo+ — | pAH? (5 ) U—— | =5 pU /1 + = 4
"oy pgo+ay<p (8> ay) gP +t3 (4)

This is the simplified form of SKM. Here the first term of the left-hand side is
due to secondary current (/). The first term of the right-hand side is gravitational
term for a uniform flow, the second term is Reynold’s shear stress and the third term
is due to the bed shear. So we can say Eq. (4) is dependent upon three calibration
coefficient f, A, and " related to local bed friction, eddy viscosity and the secondary
flow, respectively. The numerical results of depth-averaged velocity obtained from
CES software for both symmetric and asymmetric compound channels are com-
pared with the measured value found from experiments. The comparisons of the
experimental results with CES have been demonstrated in Figs. 9, 10, 11, 12, 13
and 14 for various relative depths of asymmetric compound channel. Likewise,
from four symmetric channel data sets, four typical cases (one from each channel)
have been presented in Figs. 15, 16, 17 and 18.
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Fig. 18 For width ratio = 2.2

4 Results and Discussions

The comparisons of the experimental results with CES have been graphically
presented for both symmetric and asymmetric compound channels (Figs. 9, 10, 11,
12, 13, 14, 15, 16, 17 and 18). From the results obtained by the most commonly
used software CES, it has been noticed that due to the turbulence at interface, the
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Table 1 Error analysis for asymmetric and symmetric compound channel

Channel type Width ratio Depth of flow(cm) Percentage error (%)
Asymmetric channel (NITR) 5.1 12.5 11
14 9.8
15 8.45
15.5 6
16 5.15
17 5
Symmetric channel (NITR) 12 7.3 15
Symmetric channel (FCF 1) 6.67 17.5 8
Symmetric channel (FCF 2) 4.2 17 5.79
Symmetric channel (FCF 3) 2.2 20 4.98

depth-averaged velocities have been over estimated at this interface for each flow
depths. It can be clearly seen that especially for asymmetric compound channel the
overestimation of depth-averaged velocity at junction is significant. For lower
relative flow depths, the CES is providing erroneous values for entire junction
(Figs. 9 and 10). For the higher-overbank cases, the less error has been observed in
both symmetric and asymmetric compound channels.

This is due to higher values of momentum transfer at shallow depth as compared
with higher-flow depths. At lower-flow depths, the effect of friction and interaction
between the main channel and floodplain is more than that for higher-overbank flow
depths. The results from CES have also been compared to their corresponding
experimental values using error analysis. From error analysis, it is observed that in
symmetric compound channels, 15% error has been found for high-width ratio
channels and when width ratio is less, the error also decreased to 4%. In case of
asymmetric compound channels, the error is more for lower-flow depth and sub-
sequently, the minimum error has been obtained for higher-flow depths. The results
of percentage error analysis are tabulated in Table 1. From the present analysis, it is
recommended that the calibrating coefficients should be modified especially near
the shear layer plateau.

5 Conclusions

Experimental data sets of the depth-averaged velocity in symmetric and asymmetric
compound channels have been taken to study.

In this study, a series of laboratory experiments of different width ratio was
considered for analysis. Flow characteristics in each model were observed, and
corresponding error analysis is done for a wide range of depth-averaged velocities.
From the error analysis of the results, it was observed that CES is providing good
prediction for lower-width ratio channels and should be used to estimate discharges.
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One should keep in mind that in interface region, this software is not predicting well
due to the calibration of eddy viscosity coefficients, friction factor and secondary
currents and it should be preferred carefully for depth-averaged velocity at transi-
tion region. From the present analysis, it is recommended that the calibrating
coefficients used in this CES software should be modified especially near the shear
layer plateau.
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Application of Lateral Distribution
Method and Modified Lateral Distribution
Method to the Compound Channel Having
Converging Floodplains

Bhabani Shankar Das, Kishanjit K. Khatua and Kamalini Devi

Abstract This paper examines the use of lateral distribution method (LDM) and
modified LDM in the computation of depth-averaged velocity distributions and
boundary shear stress distributions of compound channel having converging
floodplain. In two-stage channel flow, the main channel is influenced by the
adjoining floodplains and the conveyance capacity is normally decreased. The
many-sided quality of the issue rises progressively when dealing with a compound
channel with non-prismatic floodplains. Due to change in floodplain geometry,
water streaming on the floodplain now traverses in the main channel, resulting in
increased interaction and momentum exchange. This additional exchange in
momentum should also be considered in the flow modelling. In this research work,
the modified LDM equation considers friction slope and LDM equation is dis-
cretized by finite difference scheme, and for solving those equations, MATLAB
tool is used. Depth-averaged velocity distributions and boundary shear stress dis-
tributions obtained from LDM and MLDM are compared with the experimental
data sets.
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1 Introduction

Flood in rivers often cause a danger to the population living side by it. Modelling of
such type of flow is very critical due to complex exchange of momentum at the
junction of river and its adjacent floodplain. So it causes difficulties in handling
flood risk problems like flood routing and flood mitigation. During peak discharge
time, river generally flows over their banks to expand their conveyance and gain
extra storage capacity. This is a risk to the populace living on the surge fields. The
water resources engineers are required to gauge surge hazard and to create relief
plans. One-dimensional numerical models are normally utilized as a part of such
studies, taking into account subsection division strategies. These models for the
most part do not yet incorporate compound channel stream components, for
example the momentum exchange because of velocity contrast between the main
channel and the floodplains. The two-dimensional (2D) models could thus be
preferred when the velocity and bed shear stress distribution across the section have
to be estimated accurately, for example in the sediment transport studies. Such
models are most costly in terms of data survey and numerical resources. Several
authors have therefore suggested simplified methods aimed solely at the determi-
nation of the longitudinal velocity transverse distribution. All the versions of
so-called lateral distribution method (LDM) are obtained by depth averaging the
Navier—Stokes equation under a hypothesis of a steady uniform flow and reducing
to a single ordinary differential equation. LDM is revisited by Wormleaton [1] and
Knight et al. [2]. This is based on two-dimensional approach and developed for
proper prediction of flow variables involving flood channel facility data. The basic
LDM accounts for the bed friction and the lateral turbulent shear stress. This LDM
incorporates three calibrating parameters, i.e. eddy viscosity, secondary flow and
friction factor. The roughness is evaluated by Darcy—Weisbach friction factor [2-6].

Shiono and Knight [7] suggested that the secondary current effect can be
modelled by constant parameters, whereas the Ervine et al. [8] stated that the
secondary current term is proportional to the square of longitudinal velocity. Knight
et al. [2] assumed the eddy viscosity as constant, and it is proportional to shear
velocity. SKM (Shiono-Knight method) is an analytical method for the solution of
lateral distribution methods which give good results for prismatic compound
channel which is used in commercially available CES software to model the flow in
compound channel with prismatic floodplains. This research examines whether the
lateral distribution method is capable of predicting accurate depth-averaged
velocity, boundary shear distribution, and stage discharge relationship for an
overbank flow having converging floodplain. Figure 1 demonstrates the experi-
mental compound channels having converging floodplain with different angles of
convergence for the current research work.
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Fig. 1 Schematic view of compound channels with non-prismatic floodplains, converging from
a 400 to O mm along a 2 m length (ONPC2-0), b 400 to 200 mm along a 6 m length
(ONPC6-200), ¢ 400 to 0 mm along a 6 m length (ONPC6-0)

2 Data Collection

For this research work, we consider the data of non-prismatic converging com-
pound from Université Catholique de Louvain (UCL) flume [9]. The dimension of
the experimental flume is shown in Fig. 1. There are three converging compound
channels: ONPC2-0, floodplain width converges from 400 to O mm along a 2 m
length (0 = 11.31°), and ONPC6-0, floodplain width converges from 400 to 0 mm
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along a 6 m length (0 = 3.81°), and ONPC6-200, floodplain width converges from
400 to 200 mm along 6 m length (0 = 1.91°)

3 LDM for Compound Channel

LDM equation Previous Work:
The lateral distribution method (LDM) is derived from a depth averaging of the
Navier—Stokes momentum conservation equation in the stream-wise direction:

o Tox oy oz p)
(G owv | o
P Ox Jy 0z

p <au Wow) | w0, W(au)> = pF. — a_i + A
(1)

where (u,v,w) are Reynolds averaged local velocity components, respectively, in
the x-(stream-wise), y-(lateral) and z-(normal to bed) directions; p is the density of
water; F, is the x-wise component of gravitational forces which equals the longi-
tudinal bed slope S, time the gravity constant g; p is the pressure; u is the molecular
viscosity; and (W, u'v, u’—w’) are the Reynolds turbulent shear stresses. From this
momentum equation, the LDM equation is derived by taking various assumptions.
Various assumptions made for the derivation of LDM for compound channel are as
follows: (1) a permanent (9/0t = 0) and uniform (9/dx = 0) flow. (2) Viscous
friction in regard to the Reynolds stresses is neglected. (3) There is no secondary
current in the simple channel. (4) Water level is assumed to be horizontal
(Ozw/0y = 0) in the transverse direction as a consequence of a one-dimensional
flow hypothesis. The RANS equation in x-direction (i.e. longitudinal flow direction)
considering all the assumption for steady, uniform, incompressible fluid flow can be
simplified as
u u —_— —_
p [aa_yv + aa_ﬂ = pgSo+ (% (—puv') + a%(—pu’w) (2)
u', v/ and w' are the fluctuation of the velocity components. Here, the over bar
represents a time-averaged parameters. The simplification of (2) is done in LDM
method. In Eq. (2), the first term is the secondary flow term consisting of lateral and
vertical components of the velocity. The second term represents the weight com-
ponent of water. The third and fourth terms account for the apparent shear or
Reynolds shear stresses in vertical and horizontal planes, respectively. Considering
the mean velocity component in z-direction is very negligible, then w is equal to
zero and t,, = —pu'V', 1, = —pu'w/, and integrating (2) in the normal direction
over the total flow depth H, we have.
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0 / 0H
0

where 1, = pU? is bed shear stress, U, is the shear velocity, Sy, = lateral slope or
transverse bed slope along the channel. The depth-averaged turbulent shear stress
T, = pﬁt%—l}{ is classically modelled using the Boussinesq eddy viscosity assump-

tion, where U in Eq. (3) is depth-averaged longitudinal velocity and 4, is the eddy
viscosity. The right-hand term is known as secondary term. Knight et al. [1] used a
Boussinesq eddy viscosity model for 7,, and assumed that (1) the eddy viscosity
Y% = AHU* is proportional to the water depth H and to the shear velocity U*, where
4 is the dimensionless eddy viscosity; (2) the bed shear stress 7, can be evaluated
using Darcy—Weisbach friction factor; and (3) the secondary current term is neg-

ligible. So, (%féq pitvdz = 0, Now, Eq. (3) becomes

b z\ﬁ ou o, -
ngS()x—i-ay (p/lH 8U 8y> p8U \/1+85,=0 4)

Equation (4) can be solved by both numerically and an analytically. Using
dimensionless eddy viscosity range A = 0.2—0.3 for a natural river test case
incorporates good estimates of longitudinal velocity distribution and total
discharge.

A similar equation was developed by Wark et al. [10]. For the longitudinal unit
flow ¢ = UH, using the Manning’s roughness n, good velocity distribution esti-
mates were obtained for the large-scale flood channel facility (FCF) and for a
natural river geometry, using realistic value of friction coefficient and dimensionless
eddy viscosity in the range 4 = 0—0.24 with distinct value in the main channel and
floodplain. Lambert and Sellin also developed an alternative version of the LDM,
using Prandtl mixing—length model to estimate the eddy viscosity. With appropriate
value of friction factor, good estimates of the velocity distribution were obtained for
the FCF experiments [11].

3.1 Modified Lateral Distribution Method

In prismatic channel cases, the flow generally remains uniform. But in
non-prismatic channel, the flow is non-uniform; i.e., the depth of water varies along
the length of the channel. Due to this, variation of depth in non-prismatic channel,
the role friction slope or energy slope (S.) comes into account in place of bed slope
in Eq. (4). So the modified version of the LDM equation becomes
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0 ou /

It is known as modified SKM [12]. But here in modified LDM, we consider
Manning’s n value in place of Darcy’s friction factor f. Thus, the Eq. (5) can be
presented as

9 2 ou pgn’ 2
ngSe+a—y< AH 1/3Uay> _H1/3U \J1+85, =T (6)

3.2 Energy Slope Calculation

For a compound channel with non-prismatic floodplains, the depth is effectively
non-uniform and the energy line slope can be evaluated by S. = So, — 8—H — g 3 xO
less than S, = 0.002003. A comparison between bed slope S. and energy slope So
for non-prismatic compound channel at selected section is shown in Fig. 2.

Figure 2 indicates the discrepancies between S. and Sy at all sections of con-
verging compound channel and also a negligible variation for skewed compound
channel for relative depth (Dr = 0.5). Using the Manning’s roughness coefficient
n in modified LDM, the energy slope can be estimated. The energy slope S, and the
average flow velocity U are unknown. Thus, to calculate those variables, an iter-
ation method is used as below.

0.003 0.003
a) ONPC2-0 OSo mSe b) ONPC6-0 OSo = Se
0.002 4 .
- o 0002
“n “n
: 8
“ o001 - 0.001 -
0 0 -
*=12 x=13 =5. x=11 x=12. 5 x=14
0.003
¢) ONPC6-200 Oso mSe
o 00021
w
a
0.001 A
o
95 x11 x=125 x-14

Fig. 2 Relationships between the bed slope S, and energy slope S, for a 2 m converging at 3
sections (11.3°) b 6 m converging at 5 sections (3.81°) and ¢ 6 m converging at 5 sections (1.91°)



Application of Lateral Distribution Method and Modified Lateral ... 299

n*U?
Se ~ <W) (10)

where (Q =total discharge, A = cross-sectional area and R = hydraulic
radius = (Area/wetted perimeter).

3.3 Solution for the Model

In the present research work, the LDM numerical solution is obtained by writing the
differential equation in a discrete form, using the finite difference method (Fig. 2).
The finite difference method is carried out by central difference method. This
reduces the LDM equation to a set of quadratic algebraic equations linking together
velocities U; at each node of the mesh. At the boundaries, a no-slip condition is
used by setting the velocity equal to zero along the walls. The so-defined set of
equation is solved either by a Newton method, or by any other appropriate method.

9*(U?)
0y?

1 gn? pgn® 1
A==pi\|>—=H? B= 1+ —, C = pgHSy,
7P \/H1/3 A 2 pgHSo

By substituting U? = ¢,
We have

A

+B(U*)+C=T (11)

where

2

ot
A— +Bt+C=T 12
5 BT (12)

The matrix corresponding to this set of equation is tridiagonal. Crout factor-
ization [13] technique is used for solving the matrix, and the code is written in
MATLAB tool. After solving the matrix, it gives Uy = 1/f; from the value of
depth-averaged velocity (Uy), the boundary shear stress (1) is found out by the
relation (Fig. 3)

2 gnz

Tb:Udm (13)
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Fig. 3 Discrete meshes for LDM and MLDM numerical solving
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Fig. 4 Comparison of depth-averaged velocity (U) between experimental data, LDM and
modified LDM for relative depth 0.5 with different channel geometries and sections
a ONPC6-0-section 8 m, b ONPC6-0-section 11 m, c ONPC6-0-section 14 m,
d ONPC2-0-section 13 m, e ONPC6-200-section 11 m



Application of Lateral Distribution Method and Modified Lateral ... 301
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Fig. 5 Comparison of boundary shear stress (t,) between experimental data, LDM and
Modified LDM for relative depth 0.5 with different channel geometries and sections
a ONPC6-0-section 8 m, b ONPC6-0-section 11 m, c ONPC6-0-section 14 m,
d ONPC2-0-section 13 m, e ONPC6-200-section 11 m

4 Results and Discussion

Figures 4 and 5 indicate, in general, for ONPC2-0, and ONPC6-0, ONPC6-200 that
the usual LDM overestimates the both depth-averaged velocities and boundary
shear stress distributions. However, there is good agreement with modified LDM
and the experimental data sets. From Fig. 5b, d, e, it has been observed that for the
midsection of the channel the numerical method MLDM does not model the
boundary shear stress and velocity distributions at floodplain as accurately as main
channel. For ONPC6-0, the developed numerical model has good agreement with
the test results for section x = 8 m, for both depth-averaged velocity and boundary
shear stress distribution. But at midsection of convergence and after that, i.e. at last
section x = 14 m, the model is underestimated at floodplain and overestimated in
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main channel for both velocity and boundary shear stress distribution. This is
mainly due to poor modelling of zonal friction factor and secondary current cells
[12].

5 Conclusions

A numerical method based on lateral distribution method has been demonstrated to
predict the depth-averaged velocity and boundary shear stress distributions.

e To model depth-averaged velocity and boundary shear stress distribution in
compound channel with narrowing floodplain with angles 1.91°, 3.81° and
11.3°, the lateral distribution method (LDM) is modified.

¢ Converging impacts were dealt with by substituting the energy slope S, in place
of bed slope Sy,

e The inconsistency between the energy line slope and bed slope is remarkable
and increases with the angle of convergence.

e FEnergy slope increases along the longitudinal direction of flow.

e The depth-averaged velocity and boundary shear stress distributions were
modelled using LDM and modified LDM in compound channel with
non-prismatic floodplains. The numerical solution of MLDM for depth-averaged
velocity and boundary shear stress distributions for all sections of converging
compound channel concurs well with test results when compared with LDM.

e Modified lateral distribution method results get improved with decrease in
convergence angle from 11.3° to 1.91°.
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Application
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Abstract In this research article, low noise amplifier (LNA) circuit is proposed.
This circuit is most important block of receiver system. In wireless communication
system, LNA is used in receiver front-end circuitry. It should be necessarily having
high gain and minimum noise figure for optimum performance. This work is an
attempt to develop the same without disturbing stability and linearity in the circuit.
The proposed low noise figure LNA contains single-ended cascode topology
including the input matching network and output matching network at input and
output sides, respectively, so that minimum components are required when the
circuit follows for LNA IC fabrication. The CMOS low noise amplifier is designed
through Cadence spectre RF simulation in standard UMC 90 nm CMOS process. It
is designed for 1.575 GHz frequency which seeks its application in GPS receiver.
The parameters like gain, input matching, output matching, reverse isolation and
stability are examined by S-parameters. The noise figure, 1-dB compression point
IIP3 and power consumption are also examined for 1.5 V input LNA. The proposed
LNA is compared with existing LNA for performance analysis using the above
parameters.
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1 Introduction

As there has come boom in market of wireless communication, the designing of
optimum circuitry has become major focus. This has lead researchers to design
good performing circuits. Ostensibly, one of the key components of any receiver
circuitry is the low noise amplifier after antenna [1]. The signal received by antenna
is very weak ~ 1uVp-p there is a necessity to amplify the signal which gives
significance to LNA. Low noise is also one of the aspects which adds to this block.
As the result, we get a significant signal without noise dominating it [2].

LNA is not a complex designed circuit. In fact, it is very simple in its topology.
Transistors used are NMOS for having good gain results. The proposed circuit is
simulated to have LNA on single chip. Making the block in single chip has largely
helped in reducing the cost as well as increasing reliability. Because of scaling in
VLSI process, the channel length of MOS has fallen to nanometres, rising the
transit frequency to several gigahertz and power consumption to mill watts [3]. The
challenges are continuous and imply motivation in exploration of RF architectures.

In recent years, a lot of effort has been put into the design of LNAs to explore the
lowest possible noise figure while trying to have linearity and good gain [4].
The LNA designed has transistor working in sub-threshold region that is weak
inversion. For linearity, we should have LNA in strong inversion. There are some
design trade-offs that are found while simulation of the proposed circuit. It does not
usually favour all performance criteria’s. Thus, compromise might be required and
performance criteria depend on application requirement. A classical narrowband
LNA should have high voltage gain, low NF, good linearity, unconditional stability,
low power consumption [5].

The paper is discussed in following way. Sect. 2 has description of cascade LNA
along with input and output matching networks used in the circuit. Sect. 3 has
simulation and verification. The results and discussion of parameters is summarized
in Sects. 4 and 5 is conclusion.

2 Cascode LNA Circuit

2.1 Circuit and Component Description

The circuit is given the dc supply voltage of 1.5 V. There are two ports port 1 and
port 2 as input and output port, respectively. Port 1 is fed by sinusoidal signal of
1.575 GHz, and port 2 is the output port which is connected to next block that is
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Mixer. At input of port 1 capacitance (C1), gate inductor (Lg) and source degen-
eration inductance (Ls) are used for input matching of the LNA. Similarly, at output
port 2 capacitance (Cg), inductor (Lg) is used as tuning circuit for output matching
along with resistance (rd).

MO is the common source transistor having high aspect ratio (W/L ~ 1000) and
large gm. MO and M2 form current mirror, and it provides biasing to CS amplifier
MO. The aspect ratio of transistor M2 is not as high as of transistor MO. The biasing
is done so as to operate the transistor in sub-threshold region. M1 is a cascode
transistor which isolates the input from output (Miller capacitance) providing sta-
bility and reducing harmonics. At microwave frequencies, the parasitic capacitance
of transistor becomes significant. Thus, Cgd will be Miller capacitance at input and
output terminal. This capacitance will create nonlinearity in the circuit. So, to
minimize its effect, cascade M1 is implanted in circuit. Biasing of M1 is done by
voltage divider biasing.

2.2 Matching Network

To have maximum power transfer in the circuit topology, input and output
matching of LNA is the primary requirement. We need 50 Q matching at input and
output. Input impedance of LNA is given by Cgs, and for this input capacitive
CMOS, we use inductors (gate inductor and source degenerated inductor) which
create equivalent resistance with zero reactance. Matching network behaves like
series resonance circuit for the input signal. This helps to have good gain (voltage
gain) and also suppress noise by circuit [6].

Here in matching network if resistor would have been used in place of Ls, then
in simulation noise figure of LNA has increased considerably, as resistors give
thermal noise. Also if we use capacitance in place of Ls, then resultant Z;,, derived
below in small signal analysis would be negative real value. It means effect of
oscillations is taking place, and it results in nonlinearity in the circuit. Therefore, the
LNA is to be matched with 50 Q is obtained using source degeneration inductor Ls
and gate inductor Lg only, which acts as series resonance circuit (current ampli-
fication) for required resonant frequency fc = 1.575 GHz i.e. the passive LC
matching network will provide gain. This relates to the fact that the LNA circuit
proposed will be acting as a gm stage in the receiver circuitry.

2.3 Small Signal Model

The small signal model of proposed circuit is shown above in Fig. 2. Few com-
ponents are being ignored to derive approximate mathematical values in the circuit.
After applying Kirchhoff’s voltage law (KVL) at the input, it is found.
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I;
g ]wcgs ( g) ( )
Ve—l—— c=c )
gs = ljwcgs = Lgs

So, the input impedance is given as

Zin = — = jo(L, + L — 3
jo(L+ S)+ch+ e (3)

For impedance matching following condition should be met

mL
Re(Z,] = 8% = Ry (4)
C
, 1
Im(Z;,] = jo(Ly+ Ls) + — =0 (5)

joC

Real term need to be 50 Q giving real part equal to 50.
If input matching is performed at centre frequency, imaginary part needs to be
cancelled.

P S (©6)

C(Lg+Ls)

For lower values ® < ., it becomes capacitive in nature and inductive if
0 > .

2.4 Output Matching

At output, we have another resonant circuit. If we add a resistance at output, it
would add noise to circuit. Therefore, a LC tank circuit is used which give pure
resistance value at resonance for will output matching.

The small signal for output match is below

where

Cqp Drain to bulk capacitance,

Cr. load capacitance,

gm effective transconductance, and
rq  Matching resistance.
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For this network,

1
[ 7
f 27/ (Cd “+cr + Cdb)Ld ( )

For good operation, we need to make sure Cyq > Cyp,

Since, we don’t want transistor to vary due to parasitic capacitance.

Also rd resistance is used in output matching. Its value is produced after opti-
mizing the S21 (gain) as follows.

rq =2m\/Lp/Cy (8)

2.5 Stability Analysis

The electronic circuits that are designed should meet stability for different source
and load impedances. The electronic circuits that are designed and simulated need
also be stable for becoming real-life circuits. This means that the source and load
impedance of any value should not affect the output of the circuit. Stability is seen
through S-parameters and alternate stability through K¢ and Bls

o 1+A* - 83, — $2,
/ 281281

©)

For K¢ > 1 and B1f(A) < 1, the circuit is unconditionally stable. This means the
circle does not produce oscillation for any source or load impedance. The alternate
stability parameters for proposed circuit are shown in Figs. 1 and 2.

3 Simulation Result and Verification

The LNA is simulated and verified with [4]. The input and output matching for the
LNA circuit is done differently in the paper [4]. There is a separate pi input network
before the CS amplifier. Similarly, there also lies the output pi network after the
LNA. It can be the limitation as it makes the circuit bulkier while fabricating the
LNA since to many inductors would take more area on single chip. Moreover, the
proposed paper with only three inductors could design the LNA having all
parameters close to [4]. The parameter that makes this work worth is the noise
figure (0.533 dB) (Figs. 4 and 9).

The linearity of the proposed LNA is derived through parameters like 1-db
compression point and input intercept point IIP3. It is being tried to have positive
value so that we can get linear and stable LNA.
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Fig. 1 Proposed low noise amplifier

Fig. 2 Small signal model of
LNA

RF0Out

The comparison in results is done in the Table 1:

The LNA circuit is designed and simulated through cadence tool with help of
UMC90 nm library. The circuit is operated at 1.5 V power supply. The proposed
LNA is shown in Fig. 1. The small signal analysis of proposed circuit is shown
Figs. 2 and 3.

As demonstrated in Figs. 6 and 7, the proposed LNA shows power gain by S21
(29.259 dB) and noise figure (0.533 dB). The S11 and S22 of the circuit are —9.9
and —11.86 dB, which are shown in Figs. 8 and 9, respectively. S12 (35.68 dB) is
reverse isolation shown in Fig. 10.
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Fig. 3 Small signal model of I
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The 1-dB compression point of circuit is —16.9541 dBm as shown in Fig. 11.
The performance summary of the proposed LNA was compared to other LNAs, and

it is summarized in Table 2.
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Table 1 Comparative
Results

Fig. 6 Plot between Gain
versus frequency (S21)

Fig. 7 Noise figure of circuit
with of 1.5 V in voltage

supply

N. Yadav et al.

Specification [4] 2014 This work
Technology 90 nm UMC 90 nm UMC
Operating frequency GHz 2.45 1.575
S11 (dB) -9.19 -16.21
S12 (dB) —38.03 —38.10
1IP3 (dB) =5.70 2.9140
Noise figure 2.34 0.533
Power supply 1.2 1.5
Gain 31.53 29.25

a0

S-Param (dB)

g
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freq (GHz)
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Fig. 8 Input return loss
S11 V/s freq

Fig. 9 Input return loss
S22 V/s freq

Fig. 10 Reverse isolation
S12 versus frequency

00 -

D]

=10.0

S-Param (dB)

«125

=15.0 -

M1: 1.576141GHz
-16.21396dB

“175-

1 2 3 4 5

freq (GHz)

0.0

25

5.0

75 -

S-Param (dB)

751,

1 2 3 . 5
freq (GHz)

S-Param (dB)

1 2 3 4 5

freq (GHz)



314

Fig. 11 1-dB compression
point
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Table 2 Performance summary and comparison with recent papers

Specification [7] 2014 [8] 2012 [9] 2012 [4] 2014 This work
Technology (nm) 130 180 90 90 90
Operating frequency GHz 35,58 5 1.575 245 1.575
S11 (dB) —13.1 -12.2 —16.34 -9.19 -16.21
S12 (dB) -32 N. A -20 —38.03 —38.10
IIP3 (dB) -54 N. A 1.655 —-5.70 2.9140
Noise figure 42 222 0.933 2.34 0.533
Power supply 1.2 2.14 0.7 1.2 1.5
Gain 11 253 14.64 31.53 29.25
Power dissipation 9.36 N. A 35 8.5 8.7

4 Conclusion

The low noise amplifier is simulated with minimum noise figure and maximum gain
at 1.575 GHz frequency. It is designed and simulated through cadence analog and
digital system design tools of UMC90 technology. The increase in gain is achieved
by single-ended cascade topology operating in sub-threshold region. There are
some design trade-off found in the schematic designs like between gain and lin-

earity, stability and gain.
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Design of Ultra-Low-Power CMOS
Class E Power Amplifier

Jyoti Singh, Megha Agarwal, Vinita Mardi, Madhu Ray,
Deepak Prasad, Vijay Nath and Manish Mishra

Abstract This paper is proposed to design an ultra-low-power CMOS class E
power amplifier circuit to analyze its power gain and output power in periodic
steady state (PSS) response. A technique is presented to facilitate the control power
of the class E power amplifier (radio frequency power amplifier). The basic circuit
of RF PA is designed which has different switching actions as different values of
capacitors are taken into account. A driver F stage has been added in the basic
circuit which increases the switching action considerably. When the voltage
becomes high, the current decreases and when the voltage decreases, the current
becomes high. Therefore, by using above technique, the power consumption is
minimized upto great extend. The efficiency of power amplifier obtained is 78%
and power gain is 60 dB.

Keywords Complementary metal oxide semiconductor field effect transistor
(CMOS) power amplifier - Power amplifier - Figure of merit - Power gain

1 Introduction

An increase in the popularity of wireless communication has resulted in an
increasing demand for compact, low power portable transceivers. The manufac-
turing cost was high in earlier days, but now the cost of fabrication and formation is
much low due to mass production. The solution proposed was use of single-chip

J. Singh (D<)
Department of ECE, PES Institute of Technology, Bangalore, Karnataka, India
e-mail: jyoti6242 @gmail.com

M. Agarwal - V. Mardi - M. Ray - D. Prasad - V. Nath

VLSI Design Group, Department of ECE, Birla Institute of Technology Mesra,
Ranchi, Jharkhand, India

e-mail: prasaddeepak007 @gmail.com

M. Mishra
Department of Electronics, DDU University, Gorakhpur, UP, India

© Springer Nature Singapore Pte Ltd. 2018 317
V. Nath (ed.), Proceedings of the International Conference on Microelectronics,

Computing & Communication Systems, Lecture Notes in Electrical Engineering 453,
https://doi.org/10.1007/978-981-10-5565-2_28



318 J. Singh et al.

radio transceivers [1]. The maximum power consumption is within the transmitter;
if this drawback is fixed, we can lower the power consumption rate and increase its
efficiency [2]. The power amplifiers are the large signal amplifiers which supply
greater ac power to load because it internally converts the dc power obtained from
biasing supply into ac power [3]. Its output current and voltage vary by large
amount which makes possible to obtain greater ac output current and voltage. Here,
output current lies in ampere while voltage lies in 10’s of volt. The performance of
power amplifier is measured in terms of efficiency, figure of merit, and amount of
harmonic distortion. Conversion efficiency is a measure of ability of power
amplifier to convert dc power into ac power [4—0].
Mathematically expressed as,

ac power supplied to load

% effici = - : X
oeriieiency dc power obtaied from bias supply

100 (1)

Figure of merit (FOM) is the ratio of maximum power dissipated in the transistor
to the maximum ac power which can be supplied to load. Ideally figure of merit
(FOM) should be zero.

P max
FOM = -2:max (2)

ac,max

where

Pp max s the maximum power dissipated and Py max is the maximum ac power
which can be supplied to load.

In a large signal amplifier, transistor behaves as nonlinear element due to which
harmonic or nonlinear distortion will appear in output. The total ac power supplied
to load is

Py =P +Py+P3+ - (3)
where

Py,P,, P3 are the power supplied at fundamental Ist, 2nd, and 3rd harmonic

frequency
P = [Ber ¥ [BZ]zR ¥ [&]ZR "
out \/5 L \/i L \/z L

Poy = [jﬂ 2RL{l + Eﬂ 2RL+ [gj ZRL+ } (4)

Poy = P1{1+Df, +Dijz+ -}
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where
Bn
Dy, = —
Hn B]
Pou = Pi{1+Dg}
where

Dy = v/Dua +Dy3z + - -

Dy is called amount of harmonic distortion.

Class A power amplifier has operating point approximately at the center of the
load line. It is mostly used as small signal amplifier. When ac input is applied both
output current and voltage can vary symmetrically w.r.t dc value. Hence, output
current and voltage waveform will be undistorted. Its figure of merit (FOM) is 4.
The advantages of class A power amplifier is to get distortion less output while
large power dissipation is its biggest drawback.

In class B power amplifier, operating point is located in edge of cutoff or
saturation region. If operating point lies in cutoff region, output current varies
during positive cycle of input but remains zero during negative cycle, and if
operating point lies in saturation region, then output current varies during negative
cycle of input but remain constant during positive cycle of input. Its power dissi-
pation is negligible but its output waveform is half sinusoidal which is considered
as distorted waveform. It is used as untuned (register works as load) power
amplifier [7, 8]. Class C power amplifier is operated such that output current varies
for less than one half cycle of the input signal. Practically, its efficiency is not more
than 90% and figure of merit (FOM) is equal or less than 0.25.

In case of class D, E, and S, the transistors act as switch and not a current source.
Since an ideal switch has zero voltage across it or zero current through it, the
switches dissipate no power. Class E power amplifiers have a single switching
transistor connected to passive load network. Because class E uses capacitance
shunting across the switch to shape the voltage and current waveforms, it avoids the
power loss due to charging and discharging the capacitance, thus achieving a better
efficiency than other power amplifiers [2].

2 Methodology

The basic circuit of Class E power amplifier composes of a single-pole switch, the
driver stage, load network, and the load shown in Fig. 3. The load consists of a
series LC resonant circuit, DC drain power supply, and a DC shunt capacitor. The
network preceding the load network is the switch. From Fig. 1a and b, it is clear
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Fig. 1 a Ideal switching 4 Current through switch
action of amplifier, b ideal (a)
switching action of amplifier

A

Switch OFF state Switch ON state Time

Voltage through switch
(b)

A

Y

Switch ONstate ~ Switth OFFstate  Time

that when the switch is in ON stage, the current flows with no voltage drop across

the transistor whereas when the switch is OFF, there is no current flow but an

induced voltage. Waveforms describing the relationship between voltage and

switch and current and switch suggest that at the rise of one, the other should fall.
The supply voltage of this amplifier is given by the following equation.

_ B.Very

where SF is the safety factor and BV gy is the breakdown voltage of the MOSFET
device [4].
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The load resistance can be calculated as follows:

1% 2
R, = {PCC} 0.576801 (1.001245 ~

out

0.451759 0.402444>
) 0?

The shunt capacitance can be given by the following formula:

1 91424  1.0317 .
Cl= <0.99866+ 091424 1.03 5> 0
2nfR{% +1}% ) ) (2nf)°Ly
Or,
0.91424 1.03175 0.6
Cil=——— <0.99866 + - ) 2
34.2219/R oL oL (27f)"Ly

L1 can be calculated from the equations that follow:

X1 > 30 % X¢1

Or,
wlL; > 30
.Cy
Or,
wL; > 30.26845
Or,
2nfoL; > 805.353
Or,

L, > 128.18nH

The equation for calculating C; is given as follows:

1 1 1.01468 0.2
Cy = 1.00121 -
> 2R (QL - 0.104823) ( T = 1.7879) (2nf)’L,

321

(8)

The driver F stage is added to provide suitable switching action to the basic
design. The circuit consists of two LC circuits, two bypass capacitors at the input
and output, a depletion mode MOSFET. The inductor is used to change the dc value

of the class F output to suit the value of the CMOS.
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3 Power Control Techniques

Power control technique is one of the most important techniques used to improve
the efficiency of the power amplifier which is shown in Fig. 2. Supply voltage
power control technique (SVPCT) is conventionally used in case of switch mode
power amplifier.

A 24-34 dB power control range is needed by the GSM900 standard (GSMK
modulation) for a mobile station specified by European Telecommunications
Standard Institute (ETSI) while in case of DCS1800 and PCS1900 frequency
bands; standard requires 24-36 dB power control range (PCR) [5].

V max
PCR[dB] = Pout,max - Pout,min = 20lOglo M (9)

dd,min
where
Pyt max = mMaximum average output power in dBm
Pout,min = minimum average output power in dBm

There are few drawbacks like limited output power control range, high sensi-
tivity to load variations which create negative aspect.

Fig. 2 Power control VDD
technique —_—
power Amplifier
RFC
RF OUT
] Filter and
Matching
Bias | [
| |y g RL
RFIN -
Driver
.’
F 7
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Fig. 3 Basic class E amplifier circuit

4 Proposed CMOS Class E Amp Design

The circuit shown in Fig. 4 shows the switching action of the amplifier with time.
The vertical arrow indicates the time of transistor turn on.

The time response depends on the Q on the network. The class E power amplifier
is a nonlinear device and observes a trade-off between efficiency and output power.
In standard cases, the Q of the output network must be sufficiently small.
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Fig. 4 Class E power amplifier with driver stage
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The two LC networks resonate at third and fifth harmonics of the input fre-
quency. The inductance of the final inductor is made to resonate with input
capacitance so there is no drop in the signal.

5 Result and Discussion

The operation of the power amplifier in terms of power amplifier efficiency and
output power is shown in Figs. 5, 6, and 7.

35

30

20

0 (dB)

=10 -5 4] 5 10
pinQ

Fig. 5 Power added efficiency of proposed class E power amplifier
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6 Conclusion

The design proposed here has better output power gain and efficiency as compared
to the works earlier. The proposed design has low power consumption and hence is
applicable in radio and wireless communications, biomedical applications. The
efficiency of power amplifier obtained is 78% which is shown in Fig. 5 and power
gain is 60 dB which is shown in Fig. 6.
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Effect of Temperature on Dark Current
in QWIP for Unmanned Aerial Vehicles

Vishal Kumar and R. K. Lal

Abstract This paper deals with results of optimizing the structure and temperature
effects leading to dark or noise current mitigation in quantum well IR photodetector
(QWIP) using mathematical modeling. The quantum wells are formed by
heteroepitaxial process where a narrow Egap material between wide bandgap
materials. Results show that the fine tuning of aluminum (Al) mole fraction and
well-width helps in achieving high responsivity for the both near and far IR
wavelength. Low noise operation, as well as comparative study, is done between
the experimental and theoretical value for temperature analysis. The modeled QWIP
detector consists of GaAs quantum wells and AlGa;_,As barriers. The
temperature-based operation and analyses show the cause of band splitting, and
reduction of noise is observed in MQW IR sensor structure. This type of QW finds
application in broadband sensors used in unmanned aerial vehicles (UAV).

Keywords Quantum well infrared photodetector QWIP - Dark current
Temperature - Optical efficiency + Quantum confinement - Minibands

1 Introduction

In the last 10-20 years, there have been many developments in research and
funding activities due to advancement in growth and fabrication of quantum
well-based infrared sensors [1-4]. The IR detectors have large commercial and
defense applications including application in the field of astronomy. The working of
quantum well infrared photodetectors (QWIPs) is based on the excitation of carriers
mainly electrons in a quantum well by near to far IR signals. A repetition of
well-barrier gives array or superlattice sensors. For sensitive QW detectors, doping
lattice-matched quantum well is used create carriers in the dormant state using
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either n-type (for the conduction band well) or if p-type sensor (for the valence band
well) is used.

The importance of QWIPs in a wireless network sensor system can be under-
stood by considering a system which requires a highly sensitive receiver device. In
military UAV, wireless network is made up of several components which include
transmitter, antennas, and receiver. For high sensitivity and selectivity, a QWIP lens
is used in the receiver system as a peripheral device for the detection of a signal as it
can detect a multitude of wavelengths with accuracy and lesser noise as compared
to conventional detectors like MCT. QWIPs have proved to be a quintessential
element of target tracking systems of aerodynamics and surveillance systems for
military applications.

The dark current is an un-desired parameter in photodetectors, and the conse-
quence of minimization of dark current showed the enhanced detectivity over the
entire operating range.

For temperatures, under study, above 45 K, the dark or noise current of the
QWIP is almost genuinely dominated by classical or bulk effects such as thermionic
or thermodynamic emission of ground state electrons from well into the energy
continuum (Fig. 1).

Among several theoretical techniques studies for of minimizing its effects [3],
one important method is the band gap engineering of the top or bottom (for CB or
VB) excited state to align with the kink in the band gap or Eg. The work is based on
the temperature modeling of the quantum well devices in which we will analyze the
system under consideration for a varied range of temperature. The reported work
utilized mathematical tools MATLAB and Atlas TCAD.

1 B
Bound state
L
Ground state Ground state
Bound to bound transitions Bound to Continuum transitions
Miniband
Y
A W= i i i i 11 [
Quasi Bound state
Erp
U U tEp J U
Ground state f =

Ground state
Bound te quasibound Bound to miniband

Fig. 1 Four different states of QWIP according to the electron resulting state
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2 Device Structure

The classical quantum well structure forms a crystalline wurtzite lattice, which is
naturally occurring, whereas under certain growth conditions can form a zinc-blend
structure. In present work, for GaAs/AlGaAs, the following approach is applied.

i.

il.

iii.

iv.

An electron in a sensor QW is the particle-in-a-well example, and its solution
is given by Schrodinger’s equation. Such a square QW is desirable in the
lattice-matched GaAs/AlGaAs material family by using a layer of GaAs
between two layers of A1GaAs. The depth of the potential well (=the height of
the potential barrier) is normally controlled by using the aluminum mole
fraction (x) in the AlGaAs barrier/cap layers.

The quantum well stack of Fig. 2 consists of GaAs quantum well layers and
Al,Ga(—As barrier layers. The combination of well and barrier layers is
repeated for thirty times. The well-width is 59.4 A, and barrier width is 300 A
with aluminum mole fraction x as 0.22. This choice is the result of reported
papers and simulations done for this purpose. If layers numbers are increased,
then the device footprint becomes larger and lower number results in lesser
2DEG and mobility.

The design consists of deposition of repeated sequence of Aly,>Gag7gAs/
GaAs (59.4 A)/Aly,Gag 73As. The silicon doping concentration in GaAs well
is assumed to be 1.53 x 10'® cm™, which is derived from optimal value as
higher values can lead to degenerate doping and carrier punch through.
Table 1 shows the design of the structure, and Fig. 2 shows the multilayered
format in which a calculated number of 2DEG cloud is formed by implanting
the GaAs well with Si (an n-type dopant) during the MBE growth cycle. As
layer by layer implant provides Gaussian distribution tapering off at deeper
levels.

Fig. 2 Structure of proposed =
format in stacked form 4@‘\

Contact Layer

== T QW Stack
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Contact Layer

Substrate

0 M
45 /
/’/:,
b /Aci.d ent radiation
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Table 1 Typical QW Typical QW Parameter
parameters value for proposed -
Contact layer x = 0.22, mole fraction
structure
GaAs 300 A
AlGaAs 59.4 A
GaAs 300 A
Contact layer n =153 x 107"® cm™?, doping
Substrate Sapphire

v. Several quantum wells (interspaced between barrier layers) are generally
grown one on top of each other to increase sensitivity for photon collection.
The higher range of this number for a commer detector structure in this
material family is around 50-75, about the number of well layers that a
photoelectron can pass through device internal electric field without being
captured by another deep level well downstream from the well which the
electron was emitted leading to reduction of quantum efficiency.

vi. The entire MQW is fabricated between heavily doped top (emitter) and bottom
(called the collector) GaAs epilayers which provide electrical contacts to
detector array.

vii. Photon absorption excites an electron from the ground state to the first excited
state close well top, where it drifts out into the continuum (continuous energy
levels in device) aided by an external voltage bias, leading to a sufficient
photocurrent above dark/noise current level.

Normally, one nanoscale layer (well) is fabricated between two or more layers of
wider Egap bandgap, and it gives rise to confinement of carriers. As mentioned in
the previous section, the charge and carrier profile are defined by the band
offsets/minibands and the formation of quantized energy levels, which leads to
confined e~ or h* inside the wells, whereas continuum states are normally closer to
contacts (outside well array).

QW structures and superlattices allow for the band gap modification of quantum
confinement effects that are reported to be very useful in electronic devices (QWIP)
and MODFET heterostructures. For an ideal schematic representation of the elec-
trostatic potential, made up of multiple quantum wells (MQWs) is illustrated in
Fig. 3. The barriers surrounding wells are highlighted with bandgaps, Egg, and
Egw, respectively.

The other parameters in figure include valence and conduction band disconti-
nuity, VBg and CB, whereas the valence and conduction bands confined energy
levels Ey; and E, respectively.

The utility of this structure from device point of view requires knowledge of the
involved physical phenomena through mathematical models [5, 6]. The behavior of
the carriers inside the heterostructure is calculated by modification of the
time-dependent Schrodinger’s equation along with the appropriate boundary con-
ditions. Complementarily, density of states, subband carrier population (useful in
sensors), charge distribution potential (for array type devices or superlattices),
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Fig. 3 Schematic diagram of a heterostructure potential profile V(z)

transition rates, and effects of external fields (cause significant in polarization
between layers), among others, have to be worked out in order to allow for practical
simulation, comprehension and required control in designing devices and planning
fabrication procedures.

Although noise can be caused by interference of spectral patterns, under ideal
MQW growth conditions with sidewall passivation, the structure itself causes
reduction in it. The confinement due to separation by barrier layer between two
groups of MQ wells of quantum well structure also reduces interference.

3 Temperature Simulation Methodology

The behavior of QW IR sensors under various conditions of operation has been
modeled through simulations and for improvement of the performance of QW IR
sensors, and formulated temperature-based performance was partially achieved.

The temperature analysis of the QWIP has shown the increase of the operating
temperature from as low as 77 to 180 K without compromising the on device
characteristics by implementing dynamic resistance.

This novel device shows that the alteration of the mole fraction along with the
well-width, and barrier height can show higher sensitivity and selectivity of the
device, which is of utmost importance in military applications where two color or
multispectral resolution has been reported eight.

Temperature-dependent emissivity variations for reported QWIP translate to
contrast effecting color bands for typical visible image, revealing objects at different
temperatures and if there is relative motion, the IR contrast color translates to dif-
ferential motion. Reducing the dark current is very important to the results of the IR
sensor since it enables the highly sought after; increased temperature detector or
sensor operation. Through our study of various material properties of MCT and
GaAs—AlGaAs system [8], we found much scope for improvement in AlGaAs-based
QW systems.
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In our modeling, we used broadband multiquantum well structure and the
photocurrent was observed. We focused on bound-to-Q bound carrier transmission,
as it helps to minimize the prospect of thermodynamic change of state (to some
extant), which increase the oscillator strength.

The activity of the carriers interior to the heterostructure can be described by
modification of Schrodinger’s equation formulated with grade-appropriate bound-
ary conditions.

The general mathematical approach to find the result of the Schrodinger equation
used with standard nth-layer is written as:

For even parity:

My, O
KL/2 = tan |—— =0,1,2
/ [n7] 4+ a anLnb k} n=0,1,

For odd parity:

KL/2:E+[nn]—|—atan T & n=0,1,2
2 mbk

where
K=V2my*E)h and o=V(2my*(V-E))/h

The effective mass for well region and barrier regions is taken as m,, = 0.067 m,,
my = (0.0665 + 0.0835x%) m,, where m, = rest mass of electron.

While the higher-frequency region of the electromagnetic spectrum comprising
of gamma rays, X rays, and ultraviolet rays (UV rays) on the far side the blue end of
the visible range, and IR rays (bridging a wide wavelength region from 0.3 pm to
1 mm) and microwave signals after the red wavelength thus light sensing element
operating in the 4-20 um wavelength range are particularly of commercial sig-
nificance. A working temperature of 105 K or well below it is not uncommon for
externally cooled or heat dissipating industrial QWIPs [9]. The dark current is a
function of device noise, ambient temperature, while internal temperature affects
carriers so while the outcome remains in essence, unchanged but device charac-
teristics need to be designed for better temperature management.

By using the broadband QWIPs, the dynamic resistance of the QW is used to
find a point of intersection of graph. The graphs clearly depict that as the tem-
perature is increasing the dark current which is increasing marginally slowly, and
the R,A factor is reducing which helps in minimizing the dark current.

It should be noted that interwell tunneling, which could be neglected due to the
designed barriers, involves electrons scattering from the un-excited state in one
quantum well (QW) and flowing to the next. Second, thermionic emission
(TE) refers to thermal excitation of electrons from the upper part (with energy
greater than the barrier height) of the ground state to the non-confined continuum on
the top of the barrier.
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The analysis and methodology validate the reduction of dark current up to half of
its original value which has an effect in the detectivity of the Q well under
discussion.

4 Sensor Current Analysis

In addition to the detectable optical current, all infrared region (near IR and far IR)
detectors including reported detector array produce a un-desired current known as
dark or noise current, which should be minimized so as to produce high-functional
parameters. The dark or noise current can be defined, current passing within the
detector when no excitation is present (i.e., with no photons are incident on it) and
is normally assumed to be zero (Fig. 4).

Types of dark current:

a. thermionic dark current,
b. sequential dark current,
c. thermally assisted dark current.

Method of reduction of dark current:

i. A standard procedure to reduce the dark current due to thermal or
temperature-dependent emission, for a range of ambient temperature, so as to
optimize the performance of reported MQW array in reported detector is to
utilize bound-to-quasi-bound intersubband absorption (such as for the first
excited state in QW to be in resonance with the top of the well).

ii. This mode of carrier generation is used to maximize the intersubband or
internal QW absorption while maintaining higher-electron mobility for better
2DEG transport.

iii. The thickness and the dimensions of the QW IR array are designed in such a
way that the QW detector contains only first bound level and the first excited
level matches with the top of the barriers between the MQWs.

Fig. 4 Variation of RoA 5 T T " + : T
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Fig. 5 Experimental comparison of dark current as a function of bias voltage in
bound-to-continuum and bound-to-quasi-bound structure

These states, also known as continuum bound states or above barrier states, have
properties of strong energetic and spatial localization similar to those of the discrete
energy levels.

The graph of Fig. 5 clearly depicts that the dark current reduces substantially
when the bound-to quasi-bound intersubband absorption is considered. The value of
dark current decreases from 12 to 6 pA which shows the minimization of dark
current to half the original value.

Figure 6 shows the effect of dark current reduction on detectivity of the device
which shows considerable enhancement in the device performance.

a. The experimentation validates the reduction of dark current up to half its
original value which has an effect in the detectivity of the sample.

b. The simulation of detectivity in Fig. 5 shows the result of optimization of dark
current.

c. The experimental result shows the peak at 25 Jones instead of 15 Jones for-
mulated before.

5 Temperature Characterization of QWIP

An operation temperature of 65 K or further cooled operation is not uncommon for
QWIPs. The dark current is explicit function of the temperature while the output
remains more or less unchanged [10].

So the dark current is minimized by simulation of dynamic resistance of
BB-QWIP and validating the results. Here we note that density of states causes
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minimization of dark current
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Fig. 7 Dark current as a function of the applied bias for different temperatures

splitting of bands into minibands as predicted by quantum mechanics, which
requires multiple quantum well structure. The crystalline structure is assumed to be

standard wurtzite of GaAs—AlGaAs system.
Figure 7 shows the simulated values of dark current at various temperatures

using the effect of dynamic resistance. It is observed that at a voltage bias of 1 V,
the minimum value of dark current is observed at 180 K.
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Tabl.e 2 Darl.< current Temperature (K) Dark current density (LA/Cm?)
density at various

10 12.5
temperatures

50 7.9

100 5.5

180 2.8

The experimentation of these temperature-dependent values shows the ability of
tweaking the working temperature from 10 to 180 K successfully.

Simulation is carried out, and the results are tabulated in Table 2.

On using the BB-QWIP, the peak of the graph was observed within the range
which shows enhancement in the device performance.

6 Conclusion

The region of QW IR sensors and device engineering is very large stretching from
defense to space and astronomical applications. The advances in fabrication,
material sciences, and semiconductor scaling technology through diverse and new
fabrication methodologies have produces some novel devices for bandgap engi-
neering to cover, all IR (near IR and far IR regions) with real-time tunability and
suitable for mobile and stationary object segregation. Specifically, in the area of
near room temperature operation or un-cooled operation using quantum well arrays,
much research and analyses were done in the past 15-25 years to make these
commercially possible and viable for mass production and several applications. The
commercialization of technology is dependent on application, but cost plays major
role. The quantized 2DEG from intersubband level is basically bound overall
device mobility, and 2DEG continuum was altered to bound-to-quasi-bound which
has given significant results which validated the minimization of dark current. The
consequence of minimization of dark current showed the enhanced detectivity over
the range of 10-15 pm. In temperature range, the limit of 180 K can be improved
by suitable device cooling to reduce dark current in IR sensors used UAVs.

The temperature analysis of the QWIP has shown the increase of the operating
temperature from as low as 77 to 180 K without compromising the on device
characteristics by implementing dynamic resistance and broadband multiquantum
well structure. This reduces additional cooling requirements in sensor applications
such as used in unmanned aerial vehicles.
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Design of Circular Disc Monopole
Antenna for UWB Application

Md Maqubool Hosain, Sumana Kumari and Anjini Kumar Tiwary

Abstract A new proposed circular disc monopole (CDM) antenna is designed for
ultra-wideband (UWB) application. The dielectric substrate is used to print the
antenna which is fed by 50 Q CPW on the same substrate side. A stub is introduced
across the feed line for improving the performances. In addition, the bandwidth
(BW) is enhanced using modified ground plane. The simulated outcome shows that
the antenna can give an impedance bandwidth of 2.58—12 GHz having reflection
coefficient less than —10 dB. Also, the voltage standing wave ratio (VSWR) is less
than 2 and the peak gain antenna is up to 4.5 dBi. A fine conformity is obtained
between the simulation and the experiment.

Keywords Ultra-wideband (UWB) - Circular disc monopole (CDM)
CPW-fed - Printed antennas - Stub - Bandwidth (BW) enhancement

1 Introduction

The revolutionary growth in the field of wireless communication has been expe-
rienced in last few years. This happened due to the invention of many wireless
products and services such as wireless local area network (WLAN), Global
Positioning System (GPS), mobile phone, Bluetooth. The lightweight, robustness
and easy integration with planar circuits are the first requirements to lead the
designers for communications systems. Also, in the last few years, the wireless
communication system has increased significantly due to the development of UWB
technology. Therefore, various modern wireless communication systems have
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developed due to this technology. The broadband monopoles have certain advan-
tages, such as wide bandwidths, simple structures, having satisfactory radiation
properties and simple fabrication [1-3]. Since the radiators are perpendicular to its
ground plane, their structures are not planar. Finally, their integration with the
printed circuit board is not suitable. The realization of planar UWB monopoles is
done by using either a microstrip line or CPW feeds [4—12]. A printed circular disc
monopole [4, 5] has been proposed which is fed by microstrip line. The antenna
operation affects the parameters in terms of characteristics for frequency domain. It
has been examined both theoretically and experimentally to understand the antenna
operation. It has been also explained that this type of antenna for optimum design
can obtain a wide bandwidth for improved properties of radiation. In [6-12], a
CPW-fed circular disc monopole antenna is presented which leads to complete the
requirements of UWB characteristics. In this projected antenna, the effects of
various parameters are studied. This antenna offers better flexibleness for circuit
integration and has larger impedance bandwidth.

In this paper, the CPW-fed circular disc monopole is taken. The optimal oper-
ation of an antenna is analysed for design parameters. For this antenna, the per-
formance and characteristics are also studied, both simulated and experimental.
This type of antenna for optimal design shows satisfactory radiation patterns. This
circular disc antenna offers not only the larger bandwidth of impedance but also a
better tractability for integration of the circuit. In addition that, a stub is introduced
across the feed line for matching the impedance and good performances. To extend
the impedance bandwidth of an antenna, the ground plane (GP) is further modified.

2 Antenna Design and Performance

In Fig. 1, the structure parameters of CPW-fed CDM antenna are shown. The
dielectric substrate FR4 is used for printing the antenna having a thickness
() = 1.6 mm, loss tangent (tand) = 0.016 and relative permittivity (¢,) = 4.4. The
feed line width (Wy) = 3.05 mm which represents to a characteristic impedance of
50 Q and gap (g) = 0.33 mm. Here, the feed gap between the GP and the disc is
h. Also, L (10 mm) and W are the length and width of the GP, correspondingly. The
Method of Moments based IE3D simulation software tool from Zealand, USA, is
used for the simulation purpose.

Since, circular disc monopole (CDM) antenna structure has similar with planar
circular antenna. The lower edge cut-off frequency is given by [13]

=024 x A xF,
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Fig. 1 Structure of CDM
antenna with CPW-fed

Lx

where

__Wn
RTE

The resonant frequency from above equations is given by

¢ (30 x0.24)
f_i_ (I+7r) GHz,

where [ and r are in mm.
The parameters of circular disc monopole antenna are r = 12.5 mm,
h =1.1 mm, W=47 mm and g = 0.33 mm as shown in Fig. 1, respectively.
Since, the circular disc monopole is exactly reckoned on the radius (r) of the
disc, feed gap (h), the gap between ground plane and stripline (g) and also
depending on the width of the ground plane (W). So, for getting maximum impe-
dance bandwidth, these parameters are optimized.

3 Antenna Characteristics

3.1 The Variation of Feed Gap h

Figure 2 shows the replicated reflection coefficient graphs with different feed gaps
(h=1.0, 1.1, 1.2 and 1.3 mm) by keeping W, r and g as constant at 47, 12.5 and
0.33 mm, correspondingly.

Figure 2 plots the reflection coefficient curves which have almost identical shape
for three distinct gaps, but with the variation of 4, the antenna bandwidth changes
drastically. It is also observed that the bandwidth increases with decreasing the
h. The preeminent feed gap is found to be at # = 1.1 mm. In fact, the strengthening
and weakening of capacitive coupling between the circular disc and GP depend
upon the increase and decrease of &, respectively. This affects primarily at resonant
frequencies of the disc.
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Fig. 2 Reflection coefficient
graphs for different feed gaps

Freq (GHz)

3.2 The Variation of Width W of the Ground Plane

Figure 3 plots the replicated reflection coefficient curves with the variation of width
of coplanar ground plane (W = 45, 47, 49 and 51 mm) by keeping r = 12.5 mm,
h = 1.1 mm and g = 0.33 mm as constant, respectively.

Figure 3 plots the reflection coefficient curves which vary to a great extent and
no more have similar shapes. With the variation of W, the higher resonant frequency
varies considerably, but the first resonant frequency almost constant. When
W varies from 45 to 51 mm, it covers an ultra-wideband frequency for getting
—10 dB bandwidth. From the simulation graph, the best result is found at
W = 49 mm and its frequency ranges from 2.7 to 12 GHz. The impedance of GP is
mainly determined by its width W. This is mainly due to the distribution of current
along the y-direction because for a circuit, the ground plane (GP) serves as
matching of impedance.

Fig. 3 Simulated reflection
coefficient curves for variation
of ground plane W keeping

h = 1.1 mm constant and
r=12.5 mm

—— W=49mm
30 T - --W=51mm
-35 T T = 1
0 2 4 6 8 10 12

Freq (GHz)
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3.3 The Variation of Radius r of Circular Disc

The reflection coefficient graphs with the dissimilar radius of the disc (» = 10.5,
12.5,16.5 and 21.5 mm) are shown in Fig. 4 by keeping & = 1.1 mm, W = 49 mm
and g = 0.33 mm as constant, respectively.

From above curve, it is clear that the first resonant frequency decreases with
increasing the radius r of the disc. It is also noticed from the simulation graph that at
r = 12.5 mm, an ultra-wide frequency band covers only —10 dB bandwidth, i.e.
from 2.7 GHz to more than 12 GHz.

Here, for the proposed antenna, the dimensions r and / are selected in such a
manner so that the first resonant frequency is at about 3.5 GHz, as shown in Figs. 2
and 4, respectively.

3.4 The Variation of g

Figure 5 plots the simulated curves for the reflection coefficient with the variation
of the gap between the coplanar GP and stripline and (g = 0.33, 0.35, 0.37, 0.39
and 0.41 mm) by keeping 2 = 1.1 mm, » = 12.5 mm and W = 49 mm as constant,
respectively.

Figure 5 plots the simulated graph for the variation of gaps g which are in
similar shape, but with increasing the gap, the first resonant frequency decreases
and also noticed that all the graphs cover an ultra-wide frequency band for —10 dB
bandwidth. The BW ranges from 2.7 GHz to more than 12 GHz at g = 0.33 and
g = 0.39 mm, while at g = 0.35 and g = 0.37 mm, the BW ranges from 3.02 GHz
to more than 12 GHz.

The CPW-fed line and the ground plane coupling effect may usually affect the
impedance matching condition. It means the effect of the feed line gap ‘g’ provides
impedance matching for the projected antenna. In addition, it is found that the
overall bandwidth is increased if the feed line gap is increased.

Fig. 4 Reflection coefficient 07
curves for variation of r of the
disc 5
o -10
z
o 15
-20
-25

Freq (GHz)
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Fig. 5 Simulated reflection 01
coefficient graphs for x
variation of gap g without 5

stub
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Thus, the optimized design parameters are as follows, i.e. 7 = 1.1 mm,
W =49 mm, r = 12.5 mm and g = 0.39. To improve the performances, a stub of
length Ls = 6 mm and width Wy = 3.06 mm is introduced across the feed line of
circular disc monopole antenna as shown in Fig. 6.

Different variations of gap g are observed and are plotted in Fig. 7 by keeping
other parameters, i.e. i, r, W and Ls, constant. It is evident from Fig. 7 that at
g = 0.39 mm, the bandwidth of an impedance varies from 2.8 GHz to more than
12 GHz. A comparative study is carried for the two structures shown in Figs. 1 and
6 and is tabulated in Table 1.

Table 1 shows that if the value of g increases in without a stub, the resonant
frequency decreases, whereas the increase of g in the case of with stub, the resonant
frequency increases. In addition to that, the higher the resonant frequency, the lower
the 3 dB cut-off frequency. So, bandwidth increased.

Fig. 6 Geometry of circular
disc monopole antenna with
stub
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Fig. 7 Reflection coefficient 01
graphs for variation of gap 5
g with stub
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Table 1 Comparison table for the structure without stub and with stub
Without stub With stub
Parameter | No. of Reflection Bandwidth No. of Reflection | Bandwidth
variation resonant. coefficient | range (GHz) | resonant coefficient | (GHz)
(mm) frequencies (dB) frequencies JB)
(GHz) (GHz)
g=0.33 (i) 4.4 —-13.04 3.02 GHz to | (1)3.21 —-11.21 2.68 GHz to
(i) 6.2 —26.00 more than (i) 5.8 —-34.27 more than
(ifi) 11.31 2226 12 GHz (iii) 9.8 -26.85 12 GHz
g=0.35 (i) 4.39 —13.36 3.03 GHz to | (1)3.39 —11.61 2.73 GHz to
(ii) 6.2 -27.09 more than (i) 5.8 —34.45 more than
(iii) 11.3 ~22.44 12 GHz (iii) 9.8 ~25.43 12 GHz
g=0.37 (i) 4.3 -13.70 3.03 GHz to | (i) 3.5 —12.13 2.77 GHz to
(i) 6.29 -27.77 more than (i) 5.8 -31.24 more than
(iif) 11.29 —22.49 12 GHz (iii) 9.8 —23.98 12 GHz
(iv) 10.5 —23.94
g=0.39 (i)42 —14.08 3.04 GHz to | (i) 3.58 —12.67 2.8 GHz to
(i) 6.29 -29.80 more than (i) 5.89 —-31.98 more than
(iii) 11.29 -22.39 12 GHz (i) 9.7 -22.56 12 GHz
(iv) 10.69 —24.94

4 Modified Ground Plane Design (Proposed)
and Performance

By using the above best possible design parameters, i.e. r = 12.5 mm, 2 = 1.1 mm,
W =49 mm, g = 0.39 mm and Ls = 6 mm, further an inverted triangular slot is cut
from the left and right top ground plane to improve the bandwidth as shown in

Fig. 8.

Figure 9 shows the simulated reflection coefficient for the variation of G (2, 3, 4,
6 and 8 mm). The first fundamental frequency decreases as the value of
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Fig. 8 Proposed antenna

Fig. 9 Simulated reflection
coefficient curves for variation
of cutting ground plane G

S,,(dB)

G increases, which covers an ultra-wide frequency band. The best result is found to
be at G = 4 mm in which the —10 dB BW ranges from 2.58 to more than 12 GHz.
The simulated uniqueness of the three antennas as shown in Figs. 1, 6 and 8 is
compared and is shown in Fig. 10 which shows that the projected antenna has an
enhancement in the bandwidth with respect to other two configurations.

To know the occurrence behind this multi-resonance performance, the input
impedance of the proposed antenna structures that were studied in Fig. 8 on a Smith
chart is shown in Fig. 11. Introducing a stub in the ground plane and due to
modification of ground plane, the upper frequency bandwidth is affected and shown
in Fig. 11.

CDM antenna with CPW-fed and proposed antenna is compared and is shown in
Table 2. In the proposed antenna, higher impedance bandwidth is achieved, i.e.
22% increment is there.

The proposed antenna with exact design was built and is shown in Fig. 12. The
simulated and measured reflection coefficient for the proposed antenna is shown in
Fig. 13. Figure 14 shows that the simulated and measured VSWR is below than 2
from 2.5 to 12 GHz.
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Fig. 10 Simulated characteristics of the three structures
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Fig. 11 Simulated Smith chart characteristics of proposed antenna

Table 2 Comparison table for the structure stub without modified and stub with modified ground
plane

Stub without modified ground plane Stub with modified ground plane
Parameter | No. of Reflection | Bandwidth No. of Reflection | Bandwidth
variation resonant coefficient | range (GHz) | resonant coefficient | (GHz)
(mm) frequencies (dB) frequencies (dB)
(GHz) (GHz)
g=039 (i) 3.58 -12.67 2.8 GHz to @) 3.5 —14.60 2.58 GHz to
(i) 5.89 -31.98 more than | (jj) 5.9 -25.36 more than
(iii) 9.7 ~22.56 12 GHz (iii) 9 ~18.60 12 GHz
(iv) 10.59 —24.94 (iv) 10.6 -15.64




348 M. M. Hosain et al.

Fig. 12 Proposed fabricated

structure
Fig. 13 Simulated and 0 .
measured reflection \
coefficient curve for -5 v
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4.1 Current Distribution

Figure 15a-d shows the distribution of current at 3.5, 5.9, 9 and 10.6 GHz,
respectively. It has also been clear that if the SMA port is detached from simulation,
the simulated distributions of current at these two frequencies will not change. So,
Fig. 15c, d explains two more complex patterns of current at resonant frequencies 9
and 10.6 GHz, consequent to the harmonics of third and fourth order, respectively.
From Fig. 15, it is clear that along the edge of the disc, the current is frequently
spread. It is also noticed that the current is distributed mainly towards the x-
direction on the upper edge of the ground plane and it is maximum at the stub,
which explicates the execution of an antenna is mostly reliant on the width W of the
ground plane, the gap between the coplanar GP, the metal strip g and slotted ground
plane G.
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Fig. 14 Simulated and measured VSWR

Fig. 15 Replicated current distributions of CDM with 2 = 1.1 mm, r = 12.5 mm, W = 49 and
g =039 mmata3.5GHzb 59 GHz ¢ 9 GHz d 10.6 GHz

4.2 Radiation Pattern and Gain

The radiation patterns and co-polarization pattern at 3.5, 5.9, 9 and 10.6 GHz are
plotted in Fig. 16a, b severally. It is noticed that at all the resonant frequencies in
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Fig. 16 a Simulated patterns with 4 =1.1 mm, r =125 mm, W =49 mm, g = 0.39 mm,
Ls=6mm and G=4mm at (i) 3.5GHz (i) 5.9 GHz (i) 9 GHz (iv) 10.6 GHz,
b co-polarization at different resonant frequency

the simulated E-plane (x-y plane) pattern are like a conventional monopole and the
H-plane (x-z plane) pattern are near omnidirectional. Generally, the H-plane pattern
shapes communicate fine to the patterns of current on the circular disc as shown in
Fig. 16 at dissimilar resonant frequencies, correspondingly.
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Fig. 17 Simulated peak gain of proposed antenna

Table 3 Comparison with other literatures

Antenna type Gain Size (mm?) Bandwidth
Printed circular disc monopole 6.7 dBi |42 x 50 = 2100 2.78-
antenna [5] 9.78 GHz
CPW-fed planar with frequency band |5 dBi 22 x 31 =682 2.8-10.6 GHz
notch function [6] Notch band
5.15-
5.35 GHz
CPW-fed circular disc monopole 6 dBi 35 x 47 = 1645 2.73-12 GHz
antenna [12]
Bandwidth increasing technique using - 30 x 50 = 1500 2.95-
modified ground plane [14] 12.615 GHz
Proposed antenna 4.5 dBi 36.1 x 49 = 1768.9 2.58-12 GHz

At different frequencies, the replicated gain of the projected antenna is shown in
Fig. 17. It is obvious that the utmost attainable peak gain is 4.5 dBi from 1.65 to
12 GHz. The poor gain comes from the pattern shape, poor match and internal losses.

A comparative study is done with the proposed work with the previously pub-
lished work and is tabulated in Table 3. From the Table 3, proposed antenna shows
wider bandwidth.

5 Conclusion

In this paper, the printed CDM antenna fed by CPW is examined. The performances of
the antenna have been shown that they are frequently reliant on the width of the GP, feed
gap, the gap between the strip and the coplanar GP and radius of the disc. The
dimensions of the CDM are directly depending upon the first resonant frequency



352 M. M. Hosain et al.

because the current is largely spread on the boundary of the disc. A stub is introduced
across the feed line for improvement of matching and good performances. For tuning the
input impedance, the GP works as impedance for matching circuit. Thus, the operating
bandwidth can be improved by changing g, # and W. In addition to that, further the
bandwidth is improved using slotted ground plane. It is also explained that the proposed
printed CDM covers FCC-defined frequency band. It is also noticed that the antenna’s
emission pattern are almost omnidirectional over the entire bandwidth. Finally, the
result shows that the proposed antenna is appropriate for future UWB applications.
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Cryptosystem for AVK-Based Symmetric
Algorithms and Analysis Using Cryptic
Pattern Mining

Shaligram Prajapat

Abstract This work introduces the basic concepts of Cryptic Mining, that is a
specialized area of data mining discipline for cryptic text processing. This chapter
explores the various tasks, models, and techniques that are used in Cryptic Mining
in order to understand useful patterns and information from large and unorganized
captured cipher logs.

Keywords Automatic variable key (AVK) - Cryptic Mining discipline
Cryptosystem - SGerypter + Enciphering/deciphering time

1 Introduction

The importance of low power devices and device-to-device communication is the
central demand in framework of Internet of Things (IOT). The security of these
devices together with a balance with power efficiency will decide the long-term
sustainability of the system. Automatic variable key is also gaining pace and finding
its applicability in low power devices [1]. The feature of short life period of key and
small size makes it a promising candidate for energy-efficient secure communica-
tion. Parameterized key-based cryptosystem will add one more level of security in
the design of efficient cryptosystem. This article presents the concept of automatic
variable key and its enhanced framework of key exchange by parameters only along
with its importance and benefits. We have also presented the investigation of
AVK-based framework from hacker’s/cryptanalyst’s perspective and evolution of
Cryptic Mining discipline. This specialized study will be useful for auditing
AVK-based cryptosystem [2, 3].
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2 Effect and Consequences of Increasing Key Length

There are many symmetric key algorithm for performing cipher generation and
processing. Hence, question comes into our mind that which one is best and up to
what extent? Which one is most secure and energy efficient? The state-of-the-art
approach to increase the security is by increasing the key size from 32 to 48 bit or to
56, 64,128, or 256 bit or beyond, but it compromises the computation time and
storage cost. In order to choose efficient or optimum symmetric key algorithm from
a list of symmetric key algorithms {DES, 3DES, Blowfish, Twofish, ...}, com-
parative analysis of these algorithms may help one to get the best out of them. One
may use online tool to analyse or compare them for decision making with
parameters such as encryption/decryption time, key-size, data size, data-type, power
consumption etc. [4, 5].

2.1 Web-Based Cryptic Algorithm Analysis Tool SGcrypter

SGerypter is customized Web tool (Shaligram and Gaurav crypter tool) [2] created
for analysis of cyptic algorithms (symmetric key based). To analyze SGcrypter
generates statistics of encryption or decryption algorithms under different cases.
SGerypter supports the user to choose a cryptic algorithm from a list of conven-
tional algorithms and to analyze or compare these algorithms to choose best
parameters such as encryption/decryption time, key size, data size, power con-
sumption [2-5]. Step-1: On clicking the button for any category, the user is redi-
rected to the concerning page where one may asked to provide data files, key, key
files, etc. Depending on the type of category, the user has selected. Step-2: Feed all
the information and get the analysis report [2].

Analysis result is in the form of tables and graphs. With various combinations of
input of different sizes and different key lengths, we present one example. For
illustration purpose, we take random set of input files and key files with different sizes
for elucidation. The four cases/categories of graphs supported by SGcrypter are
Category I: Study of input Data size with execution time, Category II: Study of input
Data size on execution time, Category II1: Study of variation in Key size on execution
time, and Category IV: Study of variation of Key size versus execution time [6-8].

Performance metrics of SGerypter: Key length, data size, key size are the
prime parameters considered for efficiency comparison using SGerypter, where Key
Length—key size is directly proportional to security level. It directly influences
encryption/decryption time. Data size—It is the size of input information file.
Larger data size may result in increased encryption/decryption time. Enciphering/
Deciphering time—TIt is the conversion time that depends on the complexity of
algorithm, processor speed, RAM, and other factors of the operating environment.
Algorithm with lesser encryption/decryption time is considered to be better.
Throughput—It is the ratio of total plaintext in MB (to be encrypted/decrypted) and
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total encryption/decryption time for each algorithm. The greater the throughput, the
lesser the power consumption. The technique with maximum throughput will be
most efficient [9].

2.2 Limitation and Scope for SGcerypter

The results shown in Table 1 are suggestive and random. Since the operations are in
some milliseconds, so each time the result may slightly vary. Since different devices
have different loads at different time that can affect the speed of encryption/decryption,
so the results given here are not reference but provide hints about behavior. It can be
considered as an average and random case, and in this way, the analysis seems to be
legit. Moreover, SGerypter can only analyze DES, 3DES, Blowfish, and Twofish
algorithms on the already discussed parameters. Also, SGerypter cannot operate upon
input data with size above 2 MB for now. The input data files provided to SGerypter
should not exceed 2 MB in size. Also, the maximum key size supported is 56 bytes [2].

3 Summary of Analysis of Cryptic Algorithms Using
SGCrypter

The analysis of variation of file size and key length on performance of symmetric
key cryptosystem has been demonstrated here. Outcome generated through
SGecripter tools [2, 3] indicate that if we choose the speed as a deciding factor of
efficiency, conventional techniques to encrypt/decrypt data has Encryption time,
Decryption time, Throughput and memory utilization as prime parameters that must
be taken under consideration. These parameters will determine the future of sym-
metric key-based cryptosystem [10-12].

1. Time taken by TWOFISH is minimum (for both encryption and decryption) for
all size combinations of data and key.

2. Efficiency of TWOFISH and BLOWFISH has a very close competition.

3. Time taken by 3DES is maximum among all cases and so it is least efficient on
encryption/decryption time parameter among these algorithms.

4. Whether we are encrypting or decrypting input file of variable size with the same key
(fixed key size) or in the case when we encrypting or decrypting input file of fixed
size with variable length keys or keys with different sizes. The order of encryption/
decryption time taken by these techniques in ascending order is TWOFISH
< BLOWFISH < DES < 3DES.

5. The throughput for TWOFISH is maximum, and hence, TWOFISH will con-
sume least processing power and recommended for low power devices and of
course for IOT. On the other hand, 3DES with maximum processing power with
minimum throughput has to think for alternative solutions.
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3.1 The Automatic Variable Key Approach
(AVK-Based Cryptosystem)

Automatic variable key (AVK) coined by C.T. Bhunia presented with XOR operation
opens a new hope in this direction. It says that for secure information exchange using
symmetric key cryptography is to reduce the lifetime of key and restrict it to one
session only. It must be noted that in the design of efficient cryptosystem the biggest
challenge of the designer is to make key unbreakable, whereas the challenger threats
to break the key. Vernum also proposed that it would be impossible to break the key
if the key is made time-variant or dynamic. The AVK can be implemented by
changing key from session to session (a time-variant key). The AVK schema is
illustrated in the table below that focuses on two sessions between Alice (sender) and
Bob (receiver), whereby they, respectively, exchange data between 34 and 78. In
original AVK schema, the key is made variable with data. That is, if K, = initial
secret data, then next key will be computed from following recurrence relation
K; = K;—;1 XOR D; for all i > 0 where D; = data in ith session [13, 14].

Figure 1 indicates two keys K; and Kj respectively, of session i and j. Message of
sessionIis encrypted/decrypted by key K; and similarly, K;key will be used for messages
M;. In this way, keys of session i will not be useful for session j, and thus, the security of
information system will not be compromised. Further, the key length will not be needed
to extend further. Once the key length is fixed (sufficient key length—6 characters), it
would be changed from session to session [3]. In this model, (shown below) Node 1 and
Node 2 (can be extended to node-n) are communicating with each other by sharing
parameters instead of key exchange. The model also demonstrates that for same
parameters different approaches may generate same key. Thus, additional level of
security may be achieved by parameterized model. The two approaches for computation
of key from parameters have been demonstrated by approach-1 and approach-2 [15].

3.2 Elucidation of Working of AVK-Based Cryptosystem

Figure 2 demonstrates that both Alice and Bob use different keys for different
sessions and both are able to communicate securely [1, 3, 23, 24].

Fig. 1 Framework of I W em—
AVK-based cryptosystem < “ tlfm ,
come . e E

&4 R (oo
m - § e |pherlext Log \Jum= -
fiM, K)=C, f(C, K)=M, m

\ f
W‘
la wi;m K \ Parameters P, P,..... oK) = m

Communication medium \

Node A Node B
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AVK in Symmetric Key Cryptography

Session Alice sends Bob receives Bob sends Alice receives Remarks
D
1 Secret key (say 2) 2 Secret key (say 6) 6 For next slot, Alice will
use 6 as key and Bob 2 as

key for transmutting data.

[*]

Alice sends Bob Bob gets back Bob sends first data as: Alice gets back Alice will create new key

first data as: original data as: @ original data as: 6D 7 for next slot. Bob
7 2 - @
vill 1t s key (2
36 cPoPe-3 a®2@2-7 T L
3 Alice sends next Bob gets back Bob sends next dataas:  Alice recovers data Thus Alice and Bob
data as: original data as: as: respectively exchange data
s@edsy 34 and 78.
1PeDn @PcbBn® @PePinP
6D my=4 eDiy=3

Fig. 2 Working of AVK-based symmetric cryptosystem

4 Summary of AVK Model of Symmetric Cryptosystem

Communication among two nodes works well in the model shown in Figs. 1 and 2.
Node A (Alice) has message M; in session i, and enciphered with the key of that
session, say K; and transmits it as ciphertext C; The ciphertext travels over com-
munication medium and received by recipient Node B (Bob) where the plaintext
information would be recovered as the reverse process done at node A. Now, for the
session j, A (Alice) has new message M; in session j, and enciphered with the key of
that session, say K; and transmits it as ciphertext C; The ciphertext travels over
communication medium and is received by recipient Node B (Bob) where the
plaintext information would be recovered as the reverse process done at Node A
and successfully recovers the transmitted plaintext information [16].

4.1 Parameters Only Scheme for AVK Approach

Over the communication channel, entire key may not be exchanged; instead, it is
exchanged in terms of parameters only to add additional key security also. The
ciphertext log may be captured by hacker or cryptanalyst that can be mined to
extract patterns from the logs, and variety of tools and methods can be applied on it
to exploit the weakness or harvest the secure information. The framework also
highlights the mechanism of key computation using parameters only. Both Alice
and Bob will compute keys using parameters exchanging over communication
medium. This can illustrate using following algorithms. Following algorithms of
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AVK Keys K , K,..... (-\ AVK Keys K . K,.....

Parameters P, P ...

Key Computation using Parameter Only

Fig. 3 Key computation using parameters only

Alice and Bob will demonstrate the procedure of key computation using parameters
only (Fig. 3) [10, 19, 20].

Without exchanging entire key, Node 1 and Node 2 will securely communicate
with each other. Both the nodes are computing the same key using different
functions, which in turn enhance the level of security.

Hence, even if parameters or method at any one node for key computation is
known, it will not work for next node or parameter set [21-23].

Algorithm-1 parameters4Key-Alice (parameters p,,p,)

{

}

i

Sense parameters p;, pa;
Compute the key for information exchange by: key; =(p,*p2)"? :
Sense the information to exchange=D; ;
If (mode==transmit)
Generate Cipher text C; =f Encrypt( D;, key;);
Transmit Ci;
else
Receive Plain text P ;= { Decrypt ( D;, key));
Use P,

Algorithm-2 Parameters4Key-Bob (parameters p;, p,)

{

bl

Sense parameters py,pa;
Compute the Arithmetic Mean A.M.= (py:p2)/2;
Compute the Harmonic Mean H.M.-2* p*p, /( pi+p, )
Compute the Key ;= (A.M.*H.M)"?
If (mode==transmit)
Generate Cipher text C ;=f Encrypt ( D;, key );
Transmit C;;
else
Receive Plain text P ;= Decrypt ( D;, key ;);
Use P
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4.2 Summary of Parameterized AVK Model

Parameterized only key exchange schema provides additional security with keys
generated and exchanged using of parameters only. That is, there is no need to share
entire key over the public communication medium. Instead of it, only parameters
will be shared that can be utilized by both sender and receiver of Node A and
Node B for the generation of key. The parameterized model will be discussed in
next unit. This has been implemented very recently and still under development
phase for AVK approach [1, 15-17].

1. AVK scheme can be extended further to explore alternative approach. Two
methods have been discussed to demonstrate how AVK-based cryptosystem can
be developed. Both methods use some parameters to construct key. Fibonacci
method (for a particular session, with given n and p values computations can be
done for F,_q, F,, and F, ).

2. Sparse matrix (location coordinate (i, j) will act as parameter for encryption/
decryption)-based approach can be modeled for automatic variability of key for
secure information exchange.

For these AVK-based cryptosystems, parameters (7, p) or location (i, j) can vary
from session to session. So, even if the intruder gets unwanted access to the key of
session 1, it would not be valid for original message extraction in session 7 + 1
onward. In this model, key is not transmitted in the data transfer. So, it becomes
highly difficult to interpolate any information regarding plaintext or key.

4.3 Analysis of AVK-Based Cryptosystem from Hacker’s
Perspective

Investigation of application of techniques of data mining in cryptography domain
forms the basis of Cryptic Mining. Cryptic Mining tools are the set of techniques
for following activities. Originally, data mining methods are concerned with
information extraction at application level or for business and commercial need of
individual or organization. The term “Cryptic-Mining” is used for low-level
information domain. This knowledge area increases the security level of informa-
tion and power of cryptic algorithms by helping cryptanalyst. In order to strengthen
the cryptosystem, automated tools can be developed that intelligently exploit pat-
terns among ciphertext, plaintext, key size, key life time, and log of partially
recovered plaintext—ciphertext-derived knowledge. Cryptic Mining domain
assumes that ciphertexts present in the network or stored encrypted files/logs are not
100% random and exhibit some patterns. These patterns may be useful to exploit
weakness using mining algorithms [17].

Cryptic pattern discovery, cryptic classification, cryptic ARM, cryptic clustering,
cryptic forecasting together form Cryptic Mining system. This mining is a set of
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techniques to provide/present probable relationships in plaintext, ciphertext, or both
(not based on cause—effect relationships). Moreover, Cryptic Mining methods
explore significant relationships, not just between key and key length, but also
among number of parameters used for key computation, key strength, ciphertext—
plaintext relationship, and running encryption/decryption key cryptanalyst have to
find out correlations and determine what is significant. Some set of techniques are
available in the literature in initial phase, such as cryptic classification and inference
using perception, inference of parameter or key information using Bayesian belief
networks, cryptic association rule mining, cryptic clustering [17-20]. The work of
Claudia presents one typical usage of extracting key size information from clus-
tering of ciphertext which is given in Algorithm 4.1 to Algorithm 4.4. It assumes
that ciphertext is a regular document written in an unknown language. Now perform
3-Step procedure as follows:

Step-1: Create group from collection of ciphers (based on similarity)

Step-2: Compute some kind of index from largest most frequent prime factor from
the distance between repeated n-grams. The most frequent index will act as label.
Step-3: Measure the distance between labels and known key length of groups
previously classified.

Algorithm4.1 CipherClustering4Kasiski (input cipher text)

{

//Premise: Pattern in plaintext will manifest in the cipher text.

1) Identify repeated patterns of trigrams or longer n-grams.

2) For each pattern, write down the all possible instances of the pattern.

3) Compute the differences between starting position of successive instances.
4) Determine all the factors of these differences.

5) Key Length factor appearing more often.

Algorithm-4.2 CipherClustering4Friedman (input cipher text)

{
1. /I compute Index of coincidence(IC), for this Let C; and C, are two random ciphers with probability P,
and P, and if P,=P, then, C, is coincident with C, and P,=P,=P =IC.
2. /I The range of IC lies in interval [0.038, 0.066 ] ,For English Text with mono alphabetic ciphers,
IC(Plaintext) = IC(Cipher)
3. //Drawback: Precision decreases with key increase in key length.

1

s

Algorithm-4.3CipherDocument Clustering (input cipher text)

/[Ciphers/cryptogram is a vector of words delimitation (space) if it is preserved otherwise standard word length.
// create clusters.
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¥

Algorithm-4.4 CipherDocument categorization (input cipher text)

{

/[Ciphers/cryptogram is a vector of words delimitation (space) if it is preserved otherwise standard word length.

/1 it attempts to assign cipher text into 2 or more predefined categories. Training of algorithm will be done to produce
knowledge for categorization algorithm.

//Group documents/ciphered together based on similarity

}

Algorithm-4.3 Vector space model (input cipher text)
f
s

//Input: A collection of ciphers and a Ciphers/cryptogram is a vector of words delimitation (space) if it is preserved
otherwise standard word length.

//it attempts to assign cipher text into 2 or more predefined categories. Training of algorithm will be done to produce
knowledge for categorization algorithm.
Group documents/ciphered together based on similarity

}

5 Future Work and Extension

In future extension work, we may introduce the concept of cipher generation based
on fuzzy logic. Cipher generation can be possible when we divide the original
message in frames and assign a fuzzy value corresponding to each packet [21-23].

6 Conclusion

Cryptic Mining gains base from data mining. It tries to apply and use analysis of data
from session logs and identifies patterns related to attacks. Finding the preintimation
of an attack can help to develop good prevention tool and techniques, and seeing the
action associated with an attack can help to locate vulnerabilities to control possible
damages. This chapter presents novel schemes of secure information exchange over
the network that may be useful for wired and wireless systems. AVK approach is
claimed to be secured, but parameter-based communication would add extra security
feature in the system. Association rule for predicting probable parameters from
parameter space using association rule may provide hints for future parameters to
predict key. But since both number of parameters and key of session are variable and
changing from session to session, so the security of the system would not be com-
promised with the automatic variable scheme. For improvement and learning, Cryptic
Mining gains training database for mining from various sources. It tries to apply and
use analysis of data from session logs and identifies patterns related to attacks.
Finding the preintimation of an attack can help to develop good prevention tool and
techniques, and seeing the action associated with an attack can help locate vulner-
abilities to control and possible damages.
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Silicon—-Germanium Channel
Heterostructure p-MOSFETSs

Tara Prasanna Dash, Sanghamitra Das and Rajib K. Nanda

Abstract In this paper, we study the heterostructure p-MOSFETs with Silicon—
Germanium channel. This chapter deals with the hole confinement in the SiGe well
and the design trade-off for Si;_,Ge, p-channel MOSFET devices. Also the
selection of gate electrode, optimization of SiGe channel width and profile, Si cap
and gate oxide thicknesses and the method of threshold voltage adjustment have
been addressed.

Keywords Heterostructure «+ p-MOSFET - Hole confinement - Design trade-off

1 Introduction

Advances in integrated circuit speed depend upon the continued technological
evolution and miniaturization of transistors and the interconnect networks between
them. One device central to modern IC design is the Metal-Oxide-
Semiconductor-Field-Effect Transistor (MOSFET). This device was first proposed
by Lilienfeld in 1930, but it was not until 1960 that an operational MOSFET was
demonstrated by Kahng and Atalla [1]. The technological and economic forces
driving the semiconductor industry are compelling the designers to increase both
the number and complexity of the components in integrated circuits leading to a
decrease in device size.

A major thrust in the IC community is to achieve symmetrical electrical oper-
ation from equivalently sized n- and p-MOSFETs for increased packing densities in
Complementary MOS (CMOS) circuits. The channel mobility (100—150 cm?/V-s)
of PMOS device is lower than that of the NMOS device (300-450 cm?/V-s) in a
CMOS technology. Hence to maintain constant drive current the size of PMOS has
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to be 2-3 times larger in comparison to NMOS. This limits the integration level,
and the circuit speed degrades due to larger parasitic.

The ITRS 2013 edition has reported that to achieve sufficient current drive,
various major technological innovations like introduction of new materials and
device structures are necessary [2]. Efforts have been made to enhance the speed
and drive current of FETs through device scaling and the use of materials pos-
sessing high carrier mobilities (e.g. GaAs). Recently many reports indicate that
specific materials like Germanium [3] or I[I-V semiconductors [4] can be chosen
for high-mobility channel region. But it puts severe challenges to the fabrication
process and yields serious issues like gate leakage, tunnelling, etc.

Substrate induced strain (Biaxial) or process-induced strain (uniaxial) are the
popularly used technologies which can serve as mobility boosters in long channel
devices. The ongoing development in the deposition of heteroepitaxial silicon—
germanium (Si;—,Ge,) alloys on Si has made it possible to apply the band gap
engineering techniques to semiconductor devices based on silicon. Very exciting
and promising results from recent development in SiGe materials and novel high
performance devices [S] have opened up a new aspect in the area of VLSI which
had previously been solely based on Si homojunction devices. Most of the SiGe
work done to date has focused mostly on HBTs. In contrast, progress in SiGe-based
field-effect devices has been limited.

The CMOS field-effect transistor is the workhorse of modern VLSI industry. In
heterojunction field-effect transistor (Hetero-FET) area, SiGe channel p-MOSFETs
have drawn a lot of attention due to its possible applications in VLSI. There has
been considerable interest in the SiGe PMOS device, since perhaps this technology
might be incorporated into CMOS design, where packing density and circuit speed
are limited by the intrinsically poorer PMOS device. Advantages of band gap
engineered devices are as follows:

Increased transistor speed/transistor,

Reduced power consumption/transistor,

Better analog circuit functionality,

Lower mask costs,

Less expensive process,

Strained SiGe saves because it extends the utilization of existing fabrication
facilities (wafer and transistor).

In this review paper, we shall present the current status of strained SiGe
heterostructure FETs. A brief introduction of the importance of heterostructure
MOSFETs, the band offsets at the SiGe/Si heterostructure and band alignment in
the strained SiGe material is presented in Sect. 2. In Sect. 3, the design trade-off of
a SiGe quantum-well p-MOSFET obtained using a 1-D Poisson solver is demon-
strated. Sect. 4 outlines the conclusion and recommendations for future
investigations.
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2 Heterostructure MOSFETs

Strained SiGe alloys exhibit smaller fundamental band gaps as compared to Si due
to the larger lattice constant (see Fig. 1). In the presence of compressive strain, the
band gap is further reduced. For epitaxial Si;_,Ge, films grown on Si, the band gap
difference resides mostly in the valence band. As a result, this heterostructure
combination is well suited for the confinement of holes. For a sufficient degree of
hole carrier confinement (~200 meV), Ge mole fractions in excess of 30% are
required. There is a very small conduction band discontinuity (~ 20 meV) between
strained SiGe and cubic Si.
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Fig. 1 Valence and conduction offsets in strained SiGe films [6]
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In surface channel Si p-MOSFET, the channel mobility is limited to 0.25-0.5 of
the bulk value because of scattering at the oxide/substrate interface. The surface
scattering on the carriers is reduced appreciably in case of a buried channel SiGe
p-MOSFET. The mobility of holes in the strained SiGe alloy is affected by the
presence of strain. The compressive strain in these films breaks the heavy hole
(HH) and light hole (LH) valence band degeneracy and leads to a reduction of the
hole effective mass—the primary sources for the predicted hole transport
improvement in these films. The in-plane velocity of holes in a strained SiGe alloy
is higher than that of bulk Si and increases with Ge concentration at low and high
fields due to decrease in transverse hole effective mass [7]. A smaller mass leads to
a reduction in the density of states and a decrease in the scattering rate. The
high-field hole mobility of a strained Sig¢Geg 4 layer was found to be the same as
that of bulk Ge. Since carriers in ultra small electronic devices attain such velocities
with small biases, it is essential to understand high electric field carrier transport.
Reduction of Coulombic scattering of the ionized impurities also arises due to the
undoped nature of the SiGe alloy. This will enhance the channel mobility at low
temperature.

Hole-phonon scattering in strained SiGe quantum wells was characterized using
standard deformation potential theory within the framework of the momentum
conservation approximation. It was found that confinement of the carriers does not
significantly reduce the hole-phonon scattering rate since the two-dimensional
density of states (DOS) is similar to the three-dimensional DOS value. Furthermore,
holes confined within a SiGe well can scatter into a large number of sub-bands,
which contributes to the overall scattering rate. However, an increase in hole sat-
urated drift velocity is expected in strained Si;—,Ge, quantum wells with increasing
Ge mole fraction since the optical phonon spectrum retains a high energy character
while the carrier effective mass decreases. This aspect of hole transport may lead to
significant improvements in the high-frequency performance and current drive
capability of short-channel p-MOSFETs.

Nayak et al. [8] first fabricated quantum-well SiGe p-MOSFET with higher
channel mobility and saturation current. Carrier confinement in the quantum well
was observed at room temperature and at low temperature. Other workers also
confirmed the advantages of a SiGe p-MOS transistor over that of a Si p-MOS
transistor. p-MOSFET fabrication on SiGe can directly improve the packaging
density and speed in VLSI applications. The channel hole mobility is two times
higher in the dual channel structure (SiO,/Si/SiGe/Si) than that in submicron Si
p-MOSFETs. Nayak et al. [9] fabricated a high-mobility quantum-well SiGe
p-MOSFET on a SIMOX substrate with higher mobility and improved carrier
confinement. p-MOSFET fabrication directly on strained SiGe/Si was first
demonstrated in 1994 which has useful applications in high speed electronics and
optoelectronics. Few reports are also available for n-channel SiGe MOSFET [5].

It has been difficult to realize SiGe channel MOSFETs due to the formation of
either a pure SiO, or GeO, mixed with SiO, layer at the oxide interface. A thin Si
cap layer with SiGe channel overcomes this problem. Using this idea, the first
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fabrication of a quantum-well SiGe p-MOSFET was demonstrated by Nayak et al.
[8]. It was found that SiGe p-MOSFET devices exhibit higher channel mobility and
saturation current drive compared to an identically processed bulk Si p-MOSFET.

Design  considerations for pseudomorphic  Si/SiGe/Si  heterojunction
p-MOSFETs on Si substrates have been addressed by several authors [10, 11].
These studies have been based on the use of the 1-D Poisson simulator or
self-consistent ~ Schrodinger-Poisson ~ solver  or  analytical  techniques.
“Schrodinger-Poisson solver” can be used to optimize the p-MOSFET design
parameters, but it is a long duration process, because iteration is used to find the
solution. To simplify device studies, a charge control semi-analytical model has
also been reported in p-MOSFETs [12] that compute the charge distribution within
the device for any arbitrary gate voltage without iterative loops. The analytical
description as well as the quantum mechanical descriptions for hole charges in the
SiGe well and Si cap, respectively, have been taken care in this model. In the
following, the pseudomorphic silicon—germanium SiGe p-channel quantum-well
MOSFET (p-MOSFET) design trade-off is presented.

3 Strained SiGe Channel p-MOSFET Simulation

The SiGe MOSFET design objective is to obtain maximum device transconductance
and hence mobility. For this, the density of holes at the Si/SiO, interface has to be
minimized to get maximum hole density in SiGe channel. The important Si;_,Ge,
channel MOSFET design factors are the selection of material used for gate, Ge
concentration, Si;—,Ge, well thickness, thickness of silicon cap and gate oxide layers.
To obtain the hole densities in the SiGe and the parasitic Si channels, simulations have
been performed. The SiGe channels exceeding 50 A are considered for simulation,
and hence, the quantum effects are neglected. A 1-D MOSCAP simulator (modified to
include SiGe material parameters) was used in the present study to evaluate the effects
of variation of different parameters on the device performance. Basically theoretical or
experimental data are considered for strained SiGe material else a linear interpolation
method can also be adopted. Figure 2 illustrates the SiGe MOS structure under
investigation having the cited sequence: (100) oriented n-type Si substrate, Si buffer
layer, SiGe well, Si cap layer, oxide and gate. It is assumed that the semiconductor
region is uniformly doped throughout the layer.

3.1 Gate Material Selection

The material used in gate of SiGe p-channel MOS devices is predominantly
influenced by the hole confinement amount. For n*-poly gate SiGe p-channel
MOSFET, Fig. 3 illustrates the distribution hole in SiGe and Si cap layer. At a
situation where gate voltage almost close to threshold, the quantum well generally
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Fig. 2 SiGe MOS structure
used in simulation

Fig. 3 Distribution of holes
in the SiGe well and Si cap
with the variation of Ge
content (simulation result)
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contains holes. With further decrease in gate voltage to —2.0 V for n* poly gate, the
hole concentration is found to be larger in the parasitic Si cap in comparison to the
SiGe quantum well. With further decrease in gate voltage, the hole concentration
increases quickly in the Si cap layer whereas it remains almost constant in SiGe
channel. The reason is that the holes at the Si/SiO, interface act as a shield between
the gate and the SiGe channel. At crossover voltage, the value of hole density is
equal in the SiGe channel and in the Si cap layer. The crossover voltage needs to be
large negative gate bias for high hole density in the SiGe channel.
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3.2 Effect of Gate Oxide Thickness

As found from simulation (Fig. 4), as the gate oxide thickness is increased, the hole
confinement in the quantum well is improved. However, in order to obtain high
current drive and high transconductance for short-channel MOSFET, the oxide
thickness scaling is important. Because of these important requirements, the gate
oxide thickness of a SiGe p-MOSFET will be controlled by device scaling. It is
very difficult to achieve gate oxide of good quality directly on strained epitaxial
SiGe by thermal oxidation due to presence of a pile-up of Ge atoms at the
SiOy/substrate interface. This may also lead to the formation of dislocation
half-loops in the active region of a device. Si cap layer on SiGe overcomes the
problem. Thus, low temperature oxidation directly on strained SiGe may be the
right choice to deposit an oxide layer of good quality without affecting the strain at
the interface.

3.3 Effect of Ge Concentration

The enhanced confinement and crossover voltage with increase in Ge concentration
is shown in Fig. 3. The crossover voltage is more or less varies linearly with the Ge
concentration. Confinement of hole in the quantum well is confirmed from the C—V
(Capacitance—Voltage) measurement. The simulation results are shown in Fig. 3
with the four Ge concentrations (x = 0.1, 0.2, 0.3, 0.4). The plateau in the inversion
capacitance indicates the confinement of hole in the SiGe quantum well (see
Fig. 5). The result in Fig. 5 shows that, the plateau region becomes more noticeable
with increase in Ge concentration. When inversion starts, the holes are present in
the SiGe quantum well. This results in lower effective capacitance because the
oxide and Si cap capacitances form a series combination. With an increase in the
negative bias, the Si cap inversion layer is created and hence the capacitance
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approaches the oxide capacitance. The strained epitaxial SiGe films should remain
stable during the entire device fabrication process. This can be a limit on the
thickness of SiGe as described by Matthews-Blakeslee stability criterion.

3.4 Effects of SiGe Well and Cap Layer Thickness

The effect of SiGe well thickness variation on the hole confinement is not much
pronounced as shown in Fig. 6. For lower value of SiGe quantum well thickness,
the crossover voltage and saturation value are slightly higher. The main limitation is
the fact that the well thickness should be below critical thickness. The confinement
of hole in terms of Si cap layer thickness is shown in Fig. 7. As the thickness of Si
cap increases, the density of hole increases significantly. As the thickness of cap is
increased for V, = =2V, there is a slight decrease in the density of holes in the
channel. So in order to have the hole population minimum, the thickness of the cap
should be as small as possible. So it becomes advantageous to keep the thickness of
the cap small in order to have the population of hole in SiGe cap minimum as well
as minimize the charge screening effect on the channel of SiGe. Also a high quality
gate oxide should be grown using the Si cap. For a thin gate oxide (~5 nm), a
10 nm of silicon cap is adequate for the growth of a uniform oxide layer across the
surface of wafer. Accordingly, the operation of the device should be performed at
lower voltages applied across gate where the SiGe channel governs the electrical
characteristics of the device. An optimization of the cap layer thickness is necessary
to make it beneficial for future short-channel applications. The value of hole density
is more for higher channel width at low gate voltage. However, this structure
behaves like a surface channel device. Surface scattering and hot carrier may play
an important role and may affect the device characteristics.

Fig. 5 Simulation results for
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Fig. 6 Simulation results for
transcondcutance in the SiGe
channel with well thickness
variation for different oxide
layer thickness

Fig. 7 Results for
distribution of hole in the
SiGe well as a function of Si
cap layer thickness for a
particular gate voltage
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The main results obtained may be summarized as follows:

e As the Ge concentration increases, the hole concentration in the channel

improves.

e The effect of increasing Si cap thickness is just the opposite. As the cap
thickness increases, hole confinement in the parasitic channel increases.
Therefore, small cap layer thicknesses are desirable.

e Increase in the gate oxide thickness improves the hole confinement.

e The thicknesses of the SiGe strained layer does not affect much the hole

confinement.

e An n*-poly gate is desirable over p*-poly gate.
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4 Conclusions

A critical review on the SiGe channel heterojunction p-MOSFET has been pre-
sented. The confinement of hole in the SiGe well is demonstrated by simulation and
C-V measurements. The design trade-off for p-MOSFET devices with SiGe
channel has been presented.

The device behaviour was studied using a 1-D Poisson Solver. The choice of
material for gate, optimal selection of the SiGe channel width and profile, thicknesses
oxide and Si cap, the method of threshold voltage adjustment have been addressed. It
is shown that an optimally designed SiGe p-MOSFET should have a quantum-well
50 A thick, a40% Ge fraction in the quantum well, a Si cap layer 50 A thick, a channel
doping of about 2 x 10" cm ™ and a gate oxide thickness about 50 A.
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An Ultra Low Power CMOS RF
Front-End-Based LNA and Mixer
for GPS Application

Namrata Yadav, Deepak Prasad, Vijay Nath and Manish Kumar

Abstract In this research article, a 1.5-GHz low-noise amplifier and
down-conversion double-balanced mixer have been designed for CMOS RF front
receiver. It plays a vital role in Global Positioning System (GPS) for increasing the
safety and efficiency of flight. Gilbert down-conversion topology has been adopted
for the design of mixer, while single-differential topology with matching network
has been implemented for low-noise amplifier. The conversion gain of the mixer is
16 dB, noise figure is 12 dB, IIP3 is —5.66 dBm, and 1-dB compression point is
1.369 dBm. The designed circuit is tested at 1.5 V, and the simulation has been
carried out with the help of cadence analog design environment with UMC 90 nm
technology.

Keywords Cascode transistor - Single-differential LNA
Double-balanced mixer - Gilbert cell - Noise figure

1 Introduction

The growing avionic industry has generated increasing interest in GPS. The new
emerging technologies in GPS have increased data rates and capacity to reduce the
power dissipation for longer operation time. Earlier GPS receivers were used in
conventional systems like ship navigation which consists of several chips. With
exploration and development of CMOS technology, we could have low-cost,
small-size, and low-voltage circuitry promising to integrate whole system on single
chip. The challenges are continuous and imply motivation in exploration of RF
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architectures. RF front end which is the most important block of receiver unit
constitutes of low-noise amplifier (LNA) and mixer block. After antenna, the key
unit of the receiver system is the low-noise amplifier (LNA) which has been used to
amplify the very weak signal received by antenna [1]. In the designing of circuit,
NMOS is generally preferred over PMOS due to its high gain and mobility prop-
erty. This work is on RF front end which consists of differential gm stage, i.e.,
low-noise amplifier and down-conversion mixer. Low-noise amplifier is first key
component of receivers. The block has simple topology consisting input and output
matching networks. The main aim of the design is to have low-noise figure and
high-voltage gain. LNA involves many design trade-offs such as voltage gain,
linearity, stability, noise figure [2]. The next circuitry in RF front end is called
down-conversion mixer. It is basically used for frequency translation from RF to IF.

2 Architecture

The architecture of the front end of receiver circuit which is to be followed while
designing is given in Fig. 1.

The BPF1 is the band-selection filter. It is used to select the required range of
frequency from the large bandwidth. It plays the role of eliminating and suppressing
the undesired signals [3]. After the band-pass filter, LNA is placed as the desired
signal containing noise elements with additive white gaussian noise (AWGN). In
other words, it can be said that the output of BPF1 is amplified by LNA. BPF2 is an
anti-image filter. It is used to filter out the image frequency which can degrade
signal-to-noise ratio. The BPF is implanted before the mixer block because once the
signal is being down converted, it cannot be rectified. Rather it can badly affect
linearity of the mixer. It is constraint of receiver design as the bandwidth is too
narrow. BPF3 is a channel filter. It works for the small channel of intermediate
frequency. While performing channel filtering, the frequency band of this filter
depends on channel spacing which is unique for particular standard. After BPF3,
the signal follows IF amplifier for amplifying the mixer output around IF band.

EFF1 LNA BPF1 Mixer BFF3 IF Amp
-
cdnre B gD g e
s L |
Demodulator
RF front end

Fig. 1 Architecture of RF front end
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3 Circuit Analysis
3.1 Single-Differential LNA

The differential circuit is operated at 1.5 V dc. A single-differential LNA is having a
single RF input port and two differential outputs which helps to have good gain of
the circuit. Input port is fed by sinusoidal signal of 1.575 GHz, and output port is
connected to band-pass filter circuit for output, followed by next block that is mixer.
At input of LNA, input matching is done at 50 Q through capacitance (C1), gate
inductor (Lg), source degeneration inductance (Ls). At differential output, capaci-
tance (Cd) and inductor (Ld) are used as tuning circuit for output matching along
with resistance (rd) [4]. MO and M3 are the common source transistors used in
differential circuitry having low gate resistance, high aspect ratio (W/L ~ 1000),
and large gm. MO, M2 and M3, M2 are current mirror pairs providing biasing to CS
amplifier MO and M3. The aspect ratio of transistor M2 is not as high as of transistor
MO/M3. The biasing is done so as to operate transistor in region 3, i.e.,
sub-threshold region. M1, M4 are a cascode transistor (CS-CG) which isolates the
input from output (Miller capacitance) providing stability and reducing harmonics.
At microwave frequencies, the parasitic capacitance of transistor becomes signifi-
cant. Cgd is Miller capacitance at input and output terminal. This capacitance will
create nonlinearity in the circuit which can be reduced by increasing fingers in
transistor and implanting cascode transistor [S]. The method used to have maximum
power transfer is done by inductive source degeneration technology which is done
by Lg, Ls, and C1. Applying Kirchhoff’s voltage law (KVL) at the input of
small-signal model which is shown in Fig. 2 gives

Iin Io

Cgs

g

- agm Vgs
Rs
RFout
Vin

\’RF@
o

Fig. 2 Small-signal model of LNA
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For impedance matching, following condition should be met (Fig. 3)
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Fig. 3 Proposed single-differential LNA
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4 Down-Conversion Double-Balanced Mixer

Mixers are commonly used to multiply signals of different frequencies in an effort
to achieve frequency translation. It translates frequency from one band to another.
This frequency translation or frequency conversion can be done in two ways, i.e.,
up-conversion mixer and down-conversion mixer. Up-conversion mixer is used in
the transmitter circuit section where it multiplies the low-frequency message signal
with a local oscillator signal to convert low-frequency message signal to
high-frequency message signal [7]. On the other hand, down-conversion mixer is
used in receiver circuit section where it multiplies a high-frequency signal with a
local oscillator signal to obtain low-frequency signal (IF signal).

The Down-Conversion mixer which has been used in the RF receiver is basically
featured with Gilbert Multiplier. There are two single-balanced mixers having four
NMOS switches (M0-M3). These switches are driven with large Vgs else they are
in cutoff region. Large square LO(%) signal (10 dBm, 1675 MHz) are
cross-coupled multiplied with RF out of LNA to get required low-frequency

VDD

2Tde Current sink

Fig. 4 Current flow in Gilbert mixer
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component (IF signal) [8]. The local oscillator will have only odd harmonics
because of differential circuitry. MO, M3 will conduct for LO+ and M1, M2 will
conduct for LO. The duty cycle of LO can largely affect the gain of mixer block.
There RF merits of a mixer include input third-order intercept point (IIP3), con-
version gain, input 1-dB compression point, noise figure (Fig. 4).

Differential output of two single-balanced mixer is as follows:

L -1, = (Idc + I,y cos (w,ft))s(t) (5)
Is — I = (Idc — I,f COS((,U,fl‘)) (6)

Differential output of two single-balanced mixers is as follows:
Where |s(7)| = 2/n for LO)

Loa = (I3 —14) = (Is — I) (7)
Loq = 21,y cos(wyt)s(t) (8)
So, conversion gain of double-balanced mixer is given as (Fig. 5)

_ Output_amplitude  41,R;  2g,R

€ Input_Rjamplitude 72V, =

T

R1

1 M8
Ce

Ce

ro- B—=

Re B———

Fig. 5 Proposed down-conversion double-balanced mixer
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5 Simulation Result and Discussion

The LNA is simulated and achieves parameters like Gain S21 (26.08 dB), input
matching S11 (—8.59 dB), output matching S22 (—5.73 dB), reverse isolation S12
(—37.26 dB) which are shown in Fig. 6 along with NF (0.487 dB) in Fig. 7.

The ITP3 and 1-dB compression point of mixer are —5.66 and 1.369 dBm, which
is shown in Figs. 8 and 9. Figures 10 and 11 show Noise Figure and conversion
gain of mixer which is achieved to be 12 and 16 dB respectively. The simulation of
[IP3, 1-dB compression point, and noise figure is depicted for 1 MHz as IF fre-
quency. The performance summary of the proposed LNA and mixer where it is
being compared to other recent paper is summarized in Table 1.
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Table 1 Performance summary and comparison with recent paper of LNA and mixer

LNA Mixer
Parameter [6] [9] This Parameter [10] [11] | This
work work

Technology (nm) 90 90 90 Technology (nm) |65 130 |90

Operating 2.45 1.575 1.575 | RF frequency 1.9 24 | 1,575

frequency (GHz) (GHz)

S11 (dB) -9.19 |-16.34 |—8.59 | Noise figure (dB) |8.92 |16.5 |12

S12 (dB) —38.03 | —20 —37.26 |1IP3 (dBm) 6 27 |-5.66

S21 (dB) 31.53 | 14.64 |26.08 |1-dB -11.5 |-10 | 1.369
compression
point

IIP3 (dBm) -5.70 |1.655 |1.114 |Power 1242 |13.1 |16
conversion gain

Noise figure (dB) 2.34 933 0.487 | Power supply 1.8 1.2 |15
™

Power supply (V) 1.2 0.7 1.5 Power 2 24 |2.14
consumption

6

Conclusion

The low-noise amplifier and mixer proposed in this paper are relying with high gain
and minimum noise figure. The noise figure of LNA is found to be 0.487 dB, while
the 1IP3 is calculated to be 1.114 dBm. On the other hand, the power conversion
gain of the mixer and power consumption are observed to be 16 dB and 2.14 mW.
The proposed circuits are designed at a power supply of 1.5 V. It is designed and
simulated through cadence analog and digital system design tools of UMC90
technology. Since the proposed LNA and mixer give agreeable performance with
gain and noise figure, this is perfectly applicable in GPS.
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