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Preface

Welcome to the Seventh Edition

he seventh edition of Accounting Information Systems includes a full range of

I new and revised homework assignments and up-to-date content changes, as
well as several reorganized chapters. All of these changes add up to more stu-

dent and instructor enhancements than ever before. As this preface makes clear, we
have made these changes to keep students and instructors as current as possible on
issues such as business processes, systems development methods, IT governance and
strategy, security, internal controls, and relevant aspects of Sarbanes-Oxley legislation.

Focus and Flexibility in Designing
Your AlS Course

Among accounting courses, accounting information systems (AIS) courses tend to be
the least standardized. Often the objectives, background, and orientation of the instruc-
tor, rather than adherence to a standard body of knowledge, determines the direction
the AIS course takes. Therefore, we have designed this text for maximum flexibility:

® This textbook covers a full range of AIS topics to provide instructors with flexibil-
ity in setting the direction and intensity of their courses.

® At the same time, for those who desire a structured model, the first nine chapters
of the text, along with the chapters on electronic commerce and computer controls,
provide what has proven to be a successful template for developing an AIS
course.

e Earlier editions of this book have been used successfully in introductory,
advanced, and graduate-level AIS courses.

® The topics in this book are presented from the perspective of the managers’
and accountants’ AIS-related responsibilities under the Sarbanes-Oxley Act.

e Although this book was written primarily to meet the needs of accounting majors
about to enter the modern business world, we have also developed it to be an effec-
tive text for general business and industrial engineering students who seek a
thorough understanding of AIS and internal control issues as part of their
professional education.

Key Features
CONCEPTUAL FRAMEWORK

This book employs a conceptual framework to emphasize the professional and legal
responsibility of accountants, auditors, and management for the design, operation, and
control of AIS applications. This responsibility pertains to business events that are nar-
rowly defined as financial transactions. Systems that process nonfinancial transactions
are not subject to the standards of internal control under Sarbanes-Oxley legislation.
Supporting the information needs of all users in a modern organization, however,
requires systems that integrate both accounting and nonaccounting functions. While

xvii




xviii

Preface

providing the organization with unquestioned benefit, a potential consequence of such
integration is a loss of control due to the blurring of the lines that traditionally separate
AIS from non-AIS functions. The conceptual framework presented in this book dis-
tinguishes AIS applications that are legally subject to specific internal control
standards.

EVOLUTIONARY APPROACH

Over the years, accounting information systems have been represented by a number of
different approaches or models. Each new model evolved because of the shortcomings
and limitations of its predecessor. An interesting feature in this evolution is that older
models are not immediately replaced by the newest technique. Thus, at any point in
time, various generations of legacy systems exist across different organizations and of-
ten coexist within a single enterprise. Modern accountants need to be familiar with the
operational characteristics of all AIS approaches that they are likely to encounter.
Therefore, this book presents the salient aspects of five models that relate to both
legacy and state-of-the-art systems:

manual processes

flat-file systems

the database approach

the resources, events, and agents (REA) model

Nk W=

enterprise resource planning (ERP) systems

EMPHASIS ON INTERNAL CONTROLS

The book presents a conceptual model for internal control based on Statement on
Auditing Standards no. 78 (SAS 78) and the Committee of Sponsoring Organizations
of the Treadway Commission (COSO) frameworks. This SAS 78/COSO model is used
to discuss control issues for both manual processes and computer-based information
systems (CBIS). Three chapters (Chapters 15, 16 and 17) are devoted to the control of
CBIS. Special emphasis is given to the following areas:

® computer operating systems

e database management systems

e electronic data interchange (EDI)

e clectronic commerce systems

e ERP systems

e systems development and program change processes

e the organization of the computer function

e the security of data processing centers

e verifying computer application integrity

EXPOSURE TO SYSTEMS DESIGN AND

DOCUMENTATION TOOLS

This book examines various approaches and methodologies used in systems analysis
and design, including:

e structured design

® object-oriented design

e computer-aided software engineering (CASE)

e prototyping



In conjunction with these general approaches, professional systems analysts and pro-
grammers use a number of documentation techniques to specify the key features of sys-
tems. The modern auditor works closely with systems professionals during IT audits
and must learn to communicate in their language. The book deals extensively with
documentation techniques such as data flow diagrams (DFDs) and entity relation-
ship diagrams (ERDs), as well as system and program flowcharts. It contains
numerous systems design and documentation cases and assignments intended to
develop students’ competency with these tools.

Significant Changes in the Seventh Edition

Chapter 2, “Introduction to Transaction Processing”

This chapter has been updated to include a discussion of data coding schemes and their
role in transaction processing and AIS as a means of coordinating and managing a
firm’s transactions. The chapter presents the advantages and disadvantages of the major
types of numeric and alphabetic coding schemes. In the sixth edition, this material was
included in Chapter §; it was moved in this edition because of its relevance as an ele-
ment of transaction processing.

Chapter 3, “Ethic, Fraud, and Internal Control”

This chapter has been revised to include the most recent research results published by
the Association of Certified Fraud Examiners (ACFE). The ACFE study provides esti-
mates of losses due to fraud, categorizes fraud by various factors, and creates a profile
of fraud perpetrators. In addition, the chapter presents an expanded discussion of com-
mon fraud schemes.

Chapter 4, “The Revenue Cycle”; Chapter 5 “The Expenditure Cycle Part I:
Purchases and Cash Disbursements Procedures”; Chapter 6, “The Expenditure Cycle
Part II: Payroll Processing and Fixed Asset Procedures”

The end-of-chapter material for these chapters has been significantly revised. This
entailed revising all the end-of-chapter internal control cases and creating several new
ones, In particular, great attention was given to internal control case solutions to ensure
consistency in appearance and an accurate reflection of the cases in the text. In the sev-
enth edition, all case solution flowcharts are numerically coded and cross-referenced to
text that explains the internal control issues. This approach, which has been classroom
tested, facilitates effective presentation of internal control case materials.

Chapter 8, “Financial Reporting and Management Reporting Systems”

This chapter has been revised to include a discussion of the expanding role of XBRL
(Extendable Business Reporting Language). The chapter outlines the technological fea-
tures of XBRL and points to the advantages it offers organizations for which online
reporting of financial data has become a competitive necessity. It also presents a num-
ber of internal control and audit implications that accountants should recognize.

Chapter 11, “Enterprise Resource Planning Systems”

A significant change to this chapter has been the addition of a SAP internal control
case, available online to all schools that are members of the SAP University Alliance
Program. This case teaches students how to navigate the SAP system and allows them
to process revenue, expenditure, and conversion cycle transactions for a hypothetical
company that manufactures and sells classic sports car parts and accessories. Important
aspects of the case are its focuses on internal controls and on the establishment of roles
in a SAP environment.

Preface
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Chapter 15, “IT Controls Part I: Sarbanes-Oxley and IT Governance”

A major new section in this chapter deals with IT outsourcing. It examines the motiva-
tions and theories underlying outsourcing decisions and speaks to a number of risk issues
that auditors need to understand. The chapter has also been expanded to include a discus-
sion of several computer fraud techniques. Computer fraud loss estimates vary greatly
among researchers. Uncertainty exists, in part, because computer fraud is itself not well
defined. All agree, however, that computer fraud is a rapidly growing phenomenon.

Organization and Content

PART I: OVERVIEW OF ACCOUNTING
INFORMATION SYSTEMS
Chapter 1, “The Information System: An Accountant’s Perspective”

Chapter 1 places the subject of accounting information systems in perspective for
accountants. It is divided into four major sections, each dealing with a different aspect
of information systems.

e The first section explores the information environment of the firm. It introduces ba-
sic systems concepts, identifies the types of information used in business, describes
the flow of information through an enterprise, and presents a framework for viewing
accounting information systems in relation to other information systems compo-
nents.

e The second section deals with the impact of organizational structure on AIS. The
centralized and distributed models are used to illustrate extreme cases.

® The third section reviews the evolution of information systems models. Accounting
information systems are represented by a number of different approaches or models.
Five dominant models are examined: manual processes; flat-file systems; the data-
base approach; the resources, events, agents (REA) model; and enterprise resource
planning (ERP) systems.

e The final section discusses the role of accountants as users, designers, and auditors
of AIS. The nature of the responsibilities shared by accountants and computer pro-
fessionals for developing AIS applications are examined.

Chapter 2, “Introduction to Transaction Processing”

Chapter 2 divides the treatment of transaction processing systems into five major sec-
tions.

e The first section provides an overview of transaction processing, showing its vital
role as an information provider for financial reporting, internal management report-
ing, and the support of day-to-day operations. Three transaction cycles account for
most of a firm’s economic activity: the revenue cycle, the expenditure cycle, and the
conversion cycle.

e The second section describes the relationship among accounting records in both
manual and computer-based systems.

® The third section of the chapter presents an overview of documentation techniques
used to describe the key features of systems. Five types of documentation are com-
monly used: data flow diagrams, entity relationship diagrams, system flowcharts,
program flowcharts, and record layout diagrams.

e The fourth section presents two computer-based transaction processing systems—

batch processing using real-time data collection and real-time processing—and the
operational efficiency issues associated with each.

e The final section examines data coding schemes, their role in transaction processing
and AIS as a means of coordinating and managing a firm’s transactions, and the



advantages and disadvantages of the major types of numeric and alphabetic coding
schemes.

Chapter 3, “Ethics, Fraud, and Internal Control”
Chapter 3 deals with the related topics of ethics, fraud, and internal control.

e The chapter first examines ethical issues related to business and specifically to
computer systems. The questions raised are intended to stimulate class discussions.

® Next, the chapter addresses fraud. There is perhaps no area of greater controversy
for accountants than their responsibility to detect fraud. Part of the problem stems
from confusion about what constitutes fraud. This section distinguishes between
management fraud and employee fraud. The chapter presents techniques for identi-
fying unethical and dishonest management and for assessing the risk of management
fraud. Employee fraud can be prevented and detected by a system of internal con-
trols. The section discusses several fraud techniques that have been perpetrated in
both manual and computer-based environments. The results of a research study con-
ducted by the Association of Certified Fraud Examiners as well as the provisions of
the Sarbanes-Oxley Act are presented.

® The final section of the chapter describes the internal control structure and control
activities specified in SAS 78/COSO. The control concepts discussed in this chapter
are applied to specific applications in chapters that follow.

PART II: TRANSACTION CYCLES AND

BUSINESS PROCESSES

Chapter 4, “The Revenue Cycle”; Chapter 5, “The Expenditure Cycle Part I:
Purchases and Cash Disbursements Procedures”; and Chapter 6, “The Expenditure
Cycle Part 1I: Processing and Fixed Asset Procedures”

The approach taken in all three chapters is similar. First, the business cycle is reviewed
conceptually using data flow diagrams to present key features and control points of
each major subsystem. At this point the reader has the choice of either continuing
within the context of a manual environment or moving directly to computer-based
examples. Each system is examined under two alternative technological approaches:

e Each system is first examined under automation. Automation preserves basic func-
tionality by replacing manual processes with computer programs.

e Next, each system is reengineered to incorporate real-time technology. Reengineer-
ing involves radically rethinking the business process and the work flow. The objec-
tive of reengineering is to improve operational performance and reduce costs by
identifying and eliminating non—value-added tasks.

Under each technology, the effects on operational efficiency and internal controls
are examined. This approach provides the student with a solid understanding of the
business tasks in each cycle and an awareness of how different technologies influence
changes in the operation and control of the systems.

Chapter 7, “The Conversion Cycle”

Manufacturing systems represent a dynamic aspect of AIS. Chapter 7 discusses the
technologies and techniques used in support of two alternative manufacturing environ-
ments: traditional mass production (batch) processing and lean manufacturing. These
environments are driven by information technologies such as materials requirements
planning (MRP), manufacturing resources planning (MRP II), and enterprise resource
planning (ERP). The chapter addresses the shortcomings of the traditional cost account-
ing model as it compares to two alternative models: activity-based costing (ABC) and
value stream accounting.

Preface
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Chapter 8, “Financial Reporting and Management Reporting Systems”

Chapter 8 examines an organization’s nondiscretionary and discretionary reporting
systems.

e First, it focuses on the general ledger system (GLS) and on the files that constitute a
GLS database.

e Next, it examines how financial statement information is provided to both external
and internal users through a multistep reporting process. The emerging technology
of XBRL is changing traditional financial reporting for many organizations. The
key features of XBRL and the internal control implications of this technology are
considered.

e The chapter then looks at discretionary reporting systems that constitute the Man-
agement Reporting System (MRS). Discretionary reporting is not subject to the pro-
fessional guidelines and legal statutes that govern nondiscretionary financial
reporting. Rather, it is driven by several factors, including management principles;
management function, level, and decision type; problem structure; responsibility
accounting; and behavioral considerations. The impact of each factor on the design
of the management reporting system is investigated.

PART III: ADVANCED TECHNOLOGIES IN

ACCOUNTING INFORMATION

Chapter 9, “Database Management Systems”

Chapter 9 addresses the design and management of an organization’s data resources.

e The first section demonstrates how problems associated with traditional flat-file sys-
tems are resolved under the database approach.

® The second section describes in detail the functions and relationships among four
primary elements of the database environment: the users, the database management
system (DBMS), the database administrator (DBA), and the physical database.

e The third section is devoted to an in-depth explanation of the characteristics of the
relational database model. A number of database design topics are covered, includ-
ing data modeling, deriving relational tables from ER diagrams, the creation of user
views, and data normalization techniques.

e The chapter concludes with a discussion of distributed database issues. It examines
three possible database configurations in a distributed environment: centralized,
partitioned, and replicated databases.

Chapter 10, “The REA Approach to Database Modeling”

Chapter 10 presents the resources, events, and agents REA model as a means of speci-
fying and designing accounting information systems that serve the needs of all users
within an organization. The chapter is composed of five major sections.

e The chapter begins by defining the key elements of REA. The basic model employs
a unique form of ER diagram called an REA diagram. The diagram consists of three
entity types (resources, events, and agents) and a set of associations linking them.

e Next the rules for developing an REA diagram are explained and illustrated in
detail. An important aspect of the model is the concept of economic duality, which
specifies that each economic event must be mirrored by an associated economic
event in the opposite direction.

® The chapter illustrates the development of an REA database for a hypothetical firm
following a multistep process called view modeling. The result of this process is an
REA diagram for a single organizational function.
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The chapter’s fourth section explains how multiple REA diagrams (revenue cycle,
purchases, cash disbursements, and payroll) are integrated into a global or
enterprisewide model. The enterprise model is then implemented into a relational
database structure, and user views are constructed.

The chapter concludes with a discussion of how REA modeling can improve com-
petitive advantage by allowing management to focus on the value-added activities
of their operations.

Chapter 11, “Enterprise Resource Planning Systems”

Chapter 11 presents a number of issues related to the implementation of enterprise
resource planning (ERP) systems. It is composed of five major sections and an
appendix.

The first section outlines the key features of a generic ERP system by comparing the
function and data storage techniques of a traditional flat-file or database system to
that of an ERP.

The second section describes various ERP configurations related to servers, data-
bases, and bolt-on software.

Data warehousing is the topic of the third section. A data warehouse is a rela-
tional or multidimensional database that supports online analytical processing
(OLAP). Issues discussed include data modeling, data extraction from opera-
tional databases, data cleansing, data transformation, and loading data into the
warehouse.

The fourth section examines risks associated with ERP implementation. These
include “big bang” issues, opposition to change within the organization, choosing
the wrong ERP model, choosing the wrong consultant, cost overrun issues, and dis-
ruptions to operations.

The fifth section reviews several control and auditing issues related to ERPs. The
discussion follows the SAS 78/COSO framework.

The chapter appendix provides a review of the leading ERP software products,
including SAP, Oracle E-Business Suite, Oracle | PeopleSoft, JD Edwards,
EnterpriseOne, SoftBrands, MAS 500, and Microsoft Dynamics.

Chapter 12, “Electronic Commerce Systems”

Driven by the Internet revolution, electronic commerce is dramatically expanding and
undergoing radical changes. Although electronic commerce has brought enormous
opportunities for consumers and businesses, its effective implementation and control
present urgent challenges to organizations’ management teams and accountants. To
evaluate the potential exposures and risks in this environment properly, the modern
accountant must be familiar with the technologies and techniques that underlie elec-
tronic commerce. Chapter 12 and its associated appendix deal with several aspects of
electronic commerce.

The body of the chapter examines Internet commerce including business-to-
consumer and business-to-business relationships. It presents the risks associated
with electronic commerce and reviews security and assurance techniques to reduce
risk and promote trust.

The chapter concludes with a discussion of how Internet commerce impacts the
accounting and auditing profession.

The internal usage of networks to support distributed data processing and traditional
business-to-business transactions conducted via EDI systems are presented in the
appendix.
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PART IV: SYSTEMS DEVELOPMENT ACTIVITIES

Chapter 13, “Managing the Systems Development Life Cycle,” and
Chapter 14, “Construct, Deliver, and Maintain Systems Projects”

The chapters in Part IV examine the accountant’s role in the systems development
process.

e Chapter 13 begins with an overview to the systems development life cycle (SDLC).
This multistage process guides organization management through the development
and/or purchase of information systems.

e Next, Chapter 13 presents the key issues pertaining to developing a systems strat-
egy, including its relationship to the strategic business plan, the current legacy situa-
tion, and feedback from the user community. The chapter provides a methodology
for assessing the feasibility of proposed projects and for selecting individual projects
to go forward for construction and delivery to their users.

® The chapter concludes by reviewing the role of accountants in managing the SDLC.

e Chapter 14 covers the many activities associated with in-house development, which
fall conceptually into two categories: (1) constructing the system and (2) delivering
the system. Through these activities, systems selected in the project initiation phase
(discussed in Chapter 13) are designed in detail and implemented. This involves cre-
ating input screen formats, output report layouts, database structures, and application
logic. Finally, the completed system is tested, documented, and rolled out to the
user.

e Chapter 14 then examines the increasingly important option of using commercial
software packages. Conceptually, the commercial software approach also consists
of construct and delivery activities. In this section we examine the pros, cons, and
issues involved in selecting off-the-shelf systems.

e Chapter 14 also addresses the important activities associated with systems mainte-
nance and the associated risks that are important to managers, accountants, and
auditors.

Several comprehensive cases designed as team-based systems development projects
are available online at www.cengage.com/accounting/hall. These cases have been used
effectively by groups of three or four students working as a design team. Each case has
sufficient details to allow analysis of user needs, preparation of a conceptual solution,
and the development of a detailed design, including user views (input and output),
processes, and databases.

PART V: COMPUTER CONTROLS AND AUDITING
Chapter 15, “IT Controls Part I: Sarbanes-Oxley and IT Governance”

Chapter 15 provides an overview of management and auditor responsibilities under
Sections 302 and 404 of the Sarbanes-Oxley Act (SOX). The design, implementation,
and assessment of internal control over the financial reporting process form the central
theme for this chapter and the two chapters that follow. This treatment of internal con-
trol complies with SAS 78 and the Committee of Sponsoring Organizations of the
Treadway Commission (COSO) control framework. Under the SAS 78/COSO model,
IT controls are divided into application controls and general controls. Chapter 15
presents risks, controls, and tests of controls related to IT governance, including organ-
izing the IT function, controlling computer center operations, designing an adequate
disaster recovery plan, and IT outsourcing.

Chapter 16, “IT Controls Part II: Security and Access”


www.cengage.com/accounting/hall

Chapter 16 continues the treatment of IT controls as described by the SAS 78/COSO
control framework. The focus of the chapter is on SOX compliance regarding the secu-
rity and control of operating systems, database management systems, and communica-
tion networks. This chapter examines the risks, controls, audit objectives, and tests of
controls that may be performed to satisfy either compliance or attest responsibilities.

Chapter 17, “IT Controls Part III: Systems Development, Program Changes, and
Application Controls”

Chapter 17 concludes the examination of IT controls as outlined in the SAS 78/COSO
control framework. The chapter focuses on SOX compliance regarding systems devel-
opment, program changes, and applications controls. It examines the risks, controls,
audit objectives, and tests of controls that may be performed to satisfy compliance or
attest responsibilities. The chapter examines five computer-assisted audit tools and
techniques (CAATT) for testing application controls:

e the test data method

® base case system evaluation
® tracing

® integrated test facility

e parallel simulation

It also reviews two substantive testing techniques: embedded audit modules and
generalized audit software.

SUPPLEMENTS

Product Website

Additional teaching and learning resources, including access to additional internal con-
trol and systems development cases, are available by download from the book’s web-
site at http://academic.cengage.com.

PowerPoint® Slides

The PowerPoint® slides, prepared and completely updated by Patrick Wheeler of the
University of Missouri, provide colorful lecture outlines of each chapter of the text,
incorporating text graphics and flowcharts where needed. The PowerPoint™ presenta-
tion is available for download from the text website.

Test Bank

The Test Bank, available in Word and written and updated by the text author, contains
true/false, multiple-choice, short answer, and essay questions. The files are available
for download from the text website.

Solutions Manual

The Solutions Manual, written by the author, contains solutions to all end-of-chapter
problems and cases. Adopting instructors may download the Solutions Manual under
password protection at the Instructor’s Resource page of the book’s website.
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The Information System:

An Accountant’s

Perspective

nlike many other accounting subjects, such as
| | intermediate accounting, accounting information
systems (AIS) lacks a well-defined body of knowl-
edge. Much controversy exists among college faculty as to
what should and should not be covered in the AIS course.
To some extent, however, the controversy is being resolved
through recent legislation. The Sarbanes-Oxley Act (SOX)
of 2002 established new corporate governance regulations
and standards for public companies registered with the
Securities and Exchange Commission (SEC). This wide-
sweeping legislation impacts public companies, their man-
agement, and their auditors. Of particular importance to AIS
students is the impact of SOX on internal control standards
and related auditing procedures. Whereas SOX does not
define the entire content of the AIS course, it does identify
critical areas of study that need to be included for account-
ants. These topics and more are covered in several chapters
of this text.

The purpose of this chapter is to place the subject of AIS
in perspective for accountants. Toward this end, the chapter
is divided into four major sections, each dealing with a
different aspect of information systems. The first section
explores the information environment of the firm. It intro-
duces basic systems concepts, identifies the types of infor-
mation used in business, and describes the flows of
information through an organization. This section also
presents a framework for viewing AIS in relation to other
information systems components. The second section of the
chapter deals with the impact of organizational structure on
AIS. Here we examine the business organization as a system
of functional areas. The accounting function plays an impor-
tant role as the purveyor of financial information for the rest
of the organization. The third section reviews the evolution
of information systems. Over the years, AIS has been repre-
sented by a number of different approaches or models.

Learning Objectives

After studying this chapter, you should:

Understand the primary infor-
mation flows within the business
environment.

Understand the difference between
accounting information systems and
management information systems.

Understand the difference between a
financial transaction and a non-
financial transaction.

Know the principal features of the
general model for information
systems.

Be familiar with the functional areas
of a business and their principal
activities.

Understand the stages in the evolu-
tion of information systems.

Understand the relationship between
external auditing, internal auditing,
and information technology
auditing.




PART I Overview of Accounting Information Systems

Five AIS models are examined. The final section discusses the role of accountants as users, designers,
and auditors of AIS.

The Information Environment

We begin the study of AIS with the recognition that information is a business resource. Like the other
business resources of raw materials, capital, and labor, information is vital to the survival of the contem-
porary business organization. Every business day, vast quantities of information flow to decision makers
and other users to meet a variety of internal needs. In addition, information flows out from the organiza-
tion to external users, such as customers, suppliers, and stakeholders who have an interest in the firm.
Figure 1-1 presents an overview of these internal and external information flows.

The pyramid in Figure 1-1 shows the business organization divided horizontally into several levels of
activity. Business operations form the base of the pyramid. These activities consist of the product-ori-
ented work of the organization, such as manufacturing, sales, and distribution. Above the base level, the
organization is divided into three management tiers: operations management, middle management, and
top management. Operations management is directly responsible for controlling day-to-day operations.
Middle management is accountable for the short-term planning and coordination of activities necessary to
accomplish organizational objectives. Top management is responsible for longer-term planning and set-
ting organizational objectives. Every individual in the organization, from business operations to top man-
agement, needs information to accomplish his or her tasks.

Notice in Figure 1-1 how information flows in two directions within the organization: horizontally and
vertically. The horizontal flow supports operations-level tasks with highly detailed information about the
many business transactions affecting the firm. This includes information about events such as the sale and
shipment of goods, the use of labor and materials in the production process, and internal transfers of resour-
ces from one department to another. The vertical flow distributes information downward from senior manag-
ers to junior managers and operations personnel in the form of instructions, quotas, and budgets. In addition,
summarized information pertaining to operations and other activities flows upward to managers at all levels.
Management uses this information to support its various planning and control functions.

FIGURE

1-1 INTERNAL AND EXTERNAL FLOWS OF INFORMATION
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A third flow of information depicted in Figure 1-1 represents exchanges between the organization and
users in the external environment. External users fall into two groups: trading partners and stakeholders.
Exchanges with trading partners include customer sales and billing information, purchase information
for suppliers, and inventory receipts information. Stakeholders are entities outside (or inside) the organi-
zation with a direct or indirect interest in the firm. Stockholders, financial institutions, and government
agencies are examples of external stakeholders. Information exchanges with these groups include finan-
cial statements, tax returns, and stock transaction information. Inside stakeholders include accountants
and internal auditors.

All user groups have unique information requirements. The level of detail and the nature of the infor-
mation these groups receive differ considerably. For example, managers cannot use the highly detailed in-
formation needed by operations personnel. Management information is thus more summarized and
oriented toward reporting on overall performance and problems rather than routine operations. The infor-
mation must identify potential problems in time for management to take corrective action. External stake-
holders, on the other hand, require information very different from that of management and operations
users. Their financial statement information, based on generally accepted accounting principles (GAAP),
is accrual based and far too aggregated for most internal uses.

WHAT IS A SYSTEM?

For many, the term system generates mental images of computers and programming. In fact, the term has
much broader applicability. Some systems are naturally occurring, whereas others are artificial. Natural
systems range from the atom—a system of electrons, protons, and neutrons—to the universe—a system
of galaxies, stars, and planets. All life forms, plant and animal, are examples of natural systems. Artificial
systems are man-made. These systems include everything from clocks to submarines and social systems
to information systems.

Elements of a System
Regardless of their origin, all systems possess some common elements. To specify:

A system is a group of two or more interrelated components or subsystems that serve a common

purpose.

Let’s analyze the general definition to gain an understanding of how it applies to businesses and infor-
mation systems.

MULTIPLE COMPONENTS. A system must contain more than one part. For example, a yo-yo carved
from a single piece of wood and attached to a string is a system. Without the string, it is not a system.

RELATEDNESS. A common purpose relates the multiple parts of the system. Although each part func-
tions independently of the others, all parts serve a common objective. If a particular component does not
contribute to the common goal, then it is not part of the system. For instance, a pair of ice skates and a vol-
leyball net are both components; however, they lack a common purpose, and thus do not form a system.

SYSTEM VERSUS SUBSYSTEM. The distinction between the terms system and subsystem is a mat-
ter of perspective. For our purposes, these terms are interchangeable. A system is called a subsystem
when it is viewed in relation to the larger system of which it is a part. Likewise, a subsystem is called a
system when it is the focus of attention. Animals, plants, and other life forms are systems. They are also
subsystems of the ecosystem in which they exist. From a different perspective, animals are systems com-
posed of many smaller subsystems, such as the circulatory subsystem and the respiratory subsystem.

PURPOSE. A system must serve at least one purpose, but it may serve several. Whether a system pro-
vides a measure of time, electrical power, or information, serving a purpose is its fundamental justifica-
tion. When a system ceases to serve a purpose, it should be replaced.
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An Example of an Artificial System

An automobile is an example of an artificial system that is familiar to most of us and that satisfies the def-
inition of a system provided previously. To simplify matters, let’s assume that the automobile system
serves only one purpose: providing conveyance. To do so requires the harmonious interaction of hun-
dreds or even thousands of subsystems. For simplicity, Figure 1-2 depicts only a few of these.

In the figure, two points are illustrated of particular importance to the study of information systems:
system decomposition and subsystem interdependency.

SYSTEM DECOMPOSITION. Decomposition is the process of dividing the system into smaller sub-
system parts. This is a convenient way of representing, viewing, and understanding the relationships
among subsystems. By decomposing a system, we can present the overall system as a hierarchy and view
the relationships between subordinate and higher-level subsystems. Each subordinate subsystem performs
one or more specific functions to help achieve the overall objective of the higher-level system. Figure 1-2
shows an automobile decomposed into four primary subsystems: the fuel subsystem, the propulsion sub-
system, the electrical subsystem, and the braking subsystem. Each contributes in a unique way to the sys-
tem’s objective, conveyance. These second-level subsystems are decomposed further into two or more
subordinate subsystems at a third level. Each third-level subsystem performs a task in direct support of its
second-level system.

SUBSYSTEM INTERDEPENDENCY. A system’s ability to achieve its goal depends on the effective
functioning and harmonious interaction of its subsystems. If a vital subsystem fails or becomes defective
and can no longer meet its specific objective, the overall system will fail to meet its objective. For exam-
ple, if the fuel pump (a vital subsystem of the fuel system) fails, then the fuel system fails. With the fail-
ure of the fuel system (a vital subsystem of the automobile), the entire system fails. On the other hand,
when a nonvital subsystem fails, the primary objective of the overall system can still be met. For instance,
if the radio (a subsystem of the electrical system) fails, the automobile can still convey passengers.
Designers of all types of systems need to recognize the consequences of subsystem failure and provide
the appropriate level of control. For example, a systems designer may provide control by designing a

FIGURE
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backup (redundant) subsystem that comes into play when the primary subsystem fails. Control should be
provided on a cost-benefit basis. It is neither economical nor necessary to back up every subsystem.
Backup is essential, however, when excessive negative consequences result from a subsystem failure.
Hence, virtually every modern automobile has a backup braking system, whereas very few have backup
stereo systems.

Like automobile designers, information system designers need to identify critical subsystems, antici-
pate the risk of their failure, and design cost-effective control procedures to mitigate that risk. As we shall
see in subsequent chapters, accountants feature prominently in this activity.

AN INFORMATION SYSTEMS FRAMEWORK

The information system is the set of formal procedures by which data are collected, processed into infor-
mation, and distributed to users.

Figure 1-3 shows the information system of a hypothetical manufacturing firm decomposed into its
elemental subsystems. Notice that two broad classes of systems emerge from the decomposition: the
accounting information system (AIS) and the management information system (MIS). We will use this
framework to identify the domain of AIS and distinguish it from MIS. Keep in mind that Figure 1-3 is a
conceptual view; physical information systems are not typically organized into such discrete packages.
More often, MIS and AIS functions are integrated to achieve operational efficiency.

The distinction between AIS and MIS centers on the concept of a transaction, as illustrated by Figure 1-4.
The information system accepts input, called transactions, which are converted through various processes
into output information that goes to users. Transactions fall into two classes: financial transactions and
nonfinancial transactions. Before exploring this distinction, let’s first broadly define:

A transaction ds an event that affects or is of interest to the organization and is processed by its infor-
mation system as a unit of work.

This definition encompasses both financial and nonfinancial events. Because financial transactions are
of particular importance to the accountant’s understanding of information systems, we need a precise def-
inition for this class of transaction:

A financial transaction is an economic event that affects the assets and equities of the organization,
is reflected in its accounts, and is measured in monetary terms.

Sales of products to customers, purchases of inventory from vendors, and cash disbursements and
receipts are examples of financial transactions. Every business organization is legally bound to correctly
process these types of transactions.

Nonfinancial transactions are events that do not meet the narrow definition of a financial transaction.
For example, adding a new supplier of raw materials to the list of valid suppliers is an event that may be
processed by the enterprise’s information system as a transaction. Important as this information obviously
is, it is not a financial transaction, and the firm has no legal obligation to process it correctly—or at all.

Financial transactions and nonfinancial transactions are closely related and are often processed by the
same physical system. For example, consider a financial portfolio management system that collects and
tracks stock prices (nonfinancial transactions). When the stocks reach a threshold price, the system places
an automatic buy or sell order (financial transaction). Buying high and selling low is not against the law,
but it is bad for business. Nevertheless, no law requires company management to design optimal buy-
and-sell rules into their system. Once the buy-or-sell order is placed, however, the processing of this
financial transaction must comply with legal and professional guidelines.

The Accounting Information System

AIS subsystems process financial transactions and nonfinancial transactions that directly affect the proc-
essing of financial transactions. For example, changes to customers’ names and addresses are processed
by the AIS to keep the customer file current. Although not technically financial transactions, these
changes provide vital information for processing future sales to the customer.
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The AIS is composed of three major subsystems: (1) the transaction processing system (TPS), which
supports daily business operations with numerous reports, documents, and messages for users throughout
the organization; (2) the general ledger/financial reporting system (GL/FRS), which produces the tradi-
tional financial statements, such as the income statement, balance sheet, statement of cash flows, tax
returns, and other reports required by law; and (3) the management reporting system (MRS), which pro-
vides internal management with special-purpose financial reports and information needed for decision
making such as budgets, variance reports, and responsibility reports. We examine each of these subsys-
tems later in this chapter.

The Management Information System

Management often requires information that goes beyond the capability of AIS. As organizations grow in
size and complexity, specialized functional areas emerge, requiring additional information for production
planning and control, sales forecasting, inventory warehouse planning, market research, and so on. The man-
agement information system (MIS) processes nonfinancial transactions that are not normally processed by
traditional AIS. Table 1-1 gives examples of typical MIS applications related to functional areas of a firm.

Why s It Important to Distinguish between AIS and MIS?

SOX legislation requires that management design and implement internal controls over the entire finan-
cial reporting process. This includes the financial reporting system, the general ledger system, and the
transaction processing systems that supply the data for financial reporting. SOX further requires that man-
agement certify these controls and that the external auditors express an opinion on control effectiveness.
Because of the highly integrative nature of modern information systems, management and auditors need
a conceptual view of the information system that distinguishes key processes and areas of risk and legal
responsibility from the other (nonlegally binding) aspects of the system. Without such a model, critical
management and audit responsibilities under SOX may not be met.

AIS SUBSYSTEMS

We devote separate chapters to an in-depth study of each AIS subsystem depicted in Figure 1-3. At this
point, we briefly outline the role of each subsystem.

TABLE
1-1 EXAMPLES OF MIS APPLICATIONS IN FUNCTIONAL AREAS

Function Examples of MIS Applications

Finance Portfolio management systems
Capital budgeting systems

Marketing Market analysis
New product development
Product analysis
Distribution Warehouse organization and scheduling

Delivery scheduling
Vehicle loading and allocation models

Personnel Human resource management systems

W Job skill tracking system
B Employee benefits system
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Transaction Processing System

The TPS is central to the overall function of the information system by converting economic events into
financial transactions, recording financial transactions in the accounting records (journals and ledgers),
and distributing essential financial information to operations personnel to support their daily operations.

The TPS deals with business events that occur frequently. In a given day, a firm may process thou-
sands of transactions. To deal efficiently with such volume, similar types of transactions are grouped to-
gether into transaction cycles. The TPS consists of three transaction cycles: the revenue cycle, the
expenditure cycle, and the conversion cycle. Each cycle captures and processes different types of finan-
cial transactions. Chapter 2 provides an overview of transaction processing. Chapters 4, 5, 6, and 7 exam-
ine in detail the revenue, expenditure, and conversion cycles.

General Ledger/Financial Reporting Systems

The general ledger system (GLS) and the financial reporting system (FRS) are two closely related subsys-
tems. However, because of their operational interdependency, they are generally viewed as a single integrated
system—the GL/FRS. The bulk of the input to the GL portion of the system comes from the transaction
cycles. Summaries of transaction cycle activity are processed by the GLS to update the general ledger control
accounts. Other, less frequent, events such as stock transactions, mergers, and lawsuit settlements, for which
there may be no formal processing cycle in place, also enter the GLS through alternate sources.

The FRS measures and reports the status of financial resources and the changes in those resources.
The FRS communicates this information primarily to external users. This type of reporting is called non-
discretionary because the organization has few or no choices in the information it provides. Much of this
information consists of traditional financial statements, tax returns, and other legal documents.

Management Reporting System

The MRS provides the internal financial information needed to manage a business. Managers must deal
immediately with many day-to-day business problems, as well as plan and control their operations. Man-
agers require different information for the various kinds of decisions they must make. Typical reports pro-
duced by the MRS include budgets, variance reports, cost-volume-profit analyses, and reports using
current (rather than historical) cost data. This type of reporting is called discretionary reporting because
the organization can choose what information to report and how to present it.

A GENERAL MODEL FOR AIS

Figure 1-5 presents the general model for viewing AIS applications. This is a general model because it
describes all information systems, regardless of their technological architecture. The elements of the gen-
eral model are end users, data sources, data collection, data processing, database management, informa-
tion generation, and feedback.

End Users

End users fall into two general groups: external and internal. External users include creditors, stockhold-
ers, potential investors, regulatory agencies, tax authorities, suppliers, and customers. Institutional users
such as banks, the SEC, and the Internal Revenue Service (IRS) receive information in the form of finan-
cial statements, tax returns, and other reports that the firm has a legal obligation to produce. Trading part-
ners (customers and suppliers) receive transaction-oriented information, including purchase orders,
billing statements, and shipping documents.

Internal users include management at every level of the organization, as well as operations personnel.
In contrast to external reporting, the organization has a great deal of latitude in the way it meets the needs
of internal users. Although there are some well-accepted conventions and practices, internal reporting is
governed primarily by what gets the job done. System designers, including accountants, must balance the
desires of internal users against legal and economic concerns such as adequate control and security,
proper accountability, and the cost of providing alternative forms of information. Thus, internal reporting
poses a less structured and generally more difficult challenge than external reporting.
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FIGURE

1-5 GENERAL MODEL FOR ACCOUNTING INFORMATION SYSTEM
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DATA VERSUS INFORMATION. Before discussing the data sources portion of Figure 1-5, we must
make an important distinction between the terms data and information. Data are facts, which may or may
not be processed (edited, summarized, or refined) and have no direct effect on the user. By contrast,
information causes the user to take an action that he or she otherwise could not, or would not, have taken.
Information is often defined simply as processed data. This is an inadequate definition. Information is
determined by the effect it has on the user, not by its physical form. For example, a purchasing agent
receives a daily report listing raw material inventory items that are at low levels. This report causes the
agent to place orders for more inventory. The facts in this report have information content for the purchas-
ing agent. However, this same report in the hands of the personnel manager is a mere collection of facts,
or data, causing no action and having no information content.

We can see from this example that one person’s information is another person’s data. Thus, informa-
tion is not just a set of processed facts arranged in a formal report. Information allows users to take action
to resolve conflicts, reduce uncertainty, and make decisions. We should note that action does not neces-
sarily mean a physical act. For instance, a purchasing agent who receives a report showing that inventory
levels are adequate will respond by ordering nothing. The agent’s action to do nothing is a conscious de-
cision, triggered by information and different from doing nothing because of being uninformed.

The distinction between data and information has pervasive implications for the study of information
systems. If output from the information system fails to cause users to act, the system serves no purpose
and has failed in its primary objective.

Data Sources

Data sources are financial transactions that enter the information system from both internal and external
sources. External financial transactions are the most common source of data for most organizations. These
are economic exchanges with other business entities and individuals outside the firm. Examples include the
sale of goods and services, the purchase of inventory, the receipt of cash, and the disbursement of cash
(including payroll). Internal financial transactions involve the exchange or movement of resources within
the organization. Examples include the movement of raw materials into work-in-process (WIP), the




PART I Overview of Accounting Information Systems

application of labor and overhead to WIP, the transfer of WIP into finished goods inventory, and the depre-
ciation of plant and equipment.

Data Collection

Data collection is the first operational stage in the information system. The objective is to ensure that
event data entering the system are valid, complete, and free from material errors. In many respects, this is
the most important stage in the system. Should transaction errors pass through data collection undetected,
the system may process the errors and generate erroneous and unreliable output. This, in turn, could lead
to incorrect actions and poor decisions by the users.

Two rules govern the design of data collection procedures: relevance and efficiency. The information
system should capture only relevant data. A fundamental task of the system designer is to determine what
is and what is not relevant. He or she does so by analyzing the user’s needs. Only data that ultimately
contribute to information (as defined previously) are relevant. The data collection stage should be
designed to filter irrelevant facts from the system.

Efficient data collection procedures are designed to collect data only once. These data can then be
made available to multiple users. Capturing the same data more than once leads to data redundancy and
inconsistency. Information systems have limited collection, processing, and data storage capacity. Data
redundancy overloads facilities and reduces the overall efficiency of the system. Inconsistency among
redundant data elements can result in inappropriate actions and bad decisions.

Data Processing

Once collected, data usually require processing to produce information. Tasks in the data processing
stage range from simple to complex. Examples include mathematical algorithms (such as linear program-
ming models) used for production scheduling applications, statistical techniques for sales forecasting, and
posting and summarizing procedures used for accounting applications.

Database Management

The organization’s database is its physical repository for financial and nonfinancial data. We use the term
database in the generic sense. It can be a filing cabinet or a computer disk. Regardless of the database’s
physical form, we can represent its contents in a logical hierarchy. The levels in the data hierarchy—
attribute, record, and file—are illustrated in Figure 1-6.

DATA ATTRIBUTE. The data attribute is the most elemental piece of potentially useful data in the
database. An attribute is a logical and relevant characteristic of an entity about which the firm captures
data. The attributes shown in Figure 1-6 are logical because they all relate sensibly to a common entity—
accounts receivable (AR). Each attribute is also relevant because it contributes to the information content
of the entire set. As proof of this, the absence of any single relevant attribute diminishes or destroys the
information content of the set. The addition of irrelevant or illogical data would not enhance the informa-
tion content of the set.

RECORD. A record is a complete set of attributes for a single occurrence within an entity class. For
example, a particular customer’s name, address, and account balance is one occurrence (or record) within
the AR class. To find a particular record within the database, we must be able to identify it uniquely.
Therefore, every record in the database must be unique in at least one attribute.' This unique identifier at-
tribute is the primary key. Because no natural attribute (such as customer name) can guarantee unique-
ness, we typically assign artificial keys to records. The key for the AR records in Figure 1-6 is the
customer account number. This is the only unique identifier in this record class. The other attributes pos-
sess values that may also exist in other records. For instance, multiple customers may have the same
name, sales amounts, credit limits, and balances. Using any one of these as a key to find a record in a

1 When we get into more advanced topics, we will see how a combination of nonunique attributes can be used as a unique
identifier.
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FIGURE
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large database would be a difficult task. These nonunique attributes are, however, often used as secondary
keys for categorizing data. For example, the account balance attribute can be used to prepare a list of cus-
tomers with balances greater than $10,000.

FILES. A file is a complete set of records of an identical class. For example, all the AR records of
the organization constitute the AR file. Similarly, files are constructed for other classes of records
such as inventory, accounts payable, and payroll. The organization’s database is the entire collection
of such files.

DATABASE MANAGEMENT TASKS. Database management involves three fundamental tasks:
storage, retrieval, and deletion. The storage task assigns keys to new records and stores them in their
proper location in the database. Retrieval is the task of locating and extracting an existing record from the
database for processing. After processing is complete, the storage task restores the updated record to its
place in the database. Deletion is the task of permanently removing obsolete or redundant records from
the database.

Information Generation

Information generation is the process of compiling, arranging, formatting, and presenting information to
users. Information can be an operational document such as a sales order, a structured report, or a message
on a computer screen. Regardless of physical form, useful information has the following characteristics:
relevance, timeliness, accuracy, completeness, and summarization.

RELEVANCE. The contents of a report or document must serve a purpose. This could be to support
a manager’s decision or a clerk’s task. We have established that only data relevant to a user’s action
have information content. Therefore, the information system should present only relevant data in its
reports. Reports containing irrelevancies waste resources and may be counterproductive to the user.
Irrelevancies detract attention from the true message of the report and may result in incorrect deci-
sions or actions.
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TIMELINESS. The age of information is a critical factor in determining its usefulness. Information
must be no older than the time of the action it supports. For example, if a manager makes decisions daily
to purchase inventory from a supplier based on an inventory status report, then the information in the
report should be no more than a day old.

ACCURACY. Information must be free from material errors. However, materiality is a difficult concept
to quantify. It has no absolute value; it is a problem-specific concept. This means that, in some cases, in-
formation must be perfectly accurate. In other instances, the level of accuracy may be lower. Material
error exists when the amount of inaccuracy in information causes the user to make poor decisions or to
fail to make necessary decisions. We sometimes must sacrifice absolute accuracy to obtain timely infor-
mation. Often, perfect information is not available within the user’s decision time frame. Therefore, in
providing information, system designers seek a balance between information that is as accurate as possi-
ble, yet timely enough to be useful.

COMPLETENESS. No piece of information essential to a decision or task should be missing. For exam-
ple, a report should provide all necessary calculations and present its message clearly and unambiguously.

SUMMARIZATION. Information should be aggregated in accordance with the user’s needs. Lower-
level managers tend to need information that is highly detailed. As information flows upward through the
organization to top management, it becomes more summarized. We shall look more closely at the effects
that organizational structure and managerial level have on information reporting later in this chapter.

Feedback

Feedback is a form of output that is sent back to the system as a source of data. Feedback may be internal
or external and is used to initiate or alter a process. For example, an inventory status report signals the
inventory control clerk that items of inventory have fallen to, or below, their minimum allowable levels.
Internal feedback from this information will initiate the inventory ordering process to replenish the inven-
tories. Similarly, external feedback about the level of uncollected customer accounts can be used to adjust
the organization’s credit-granting policies.

Information System Objectives

Each organization must tailor its information system to the needs of its users. Therefore, specific informa-
tion system objectives may differ from firm to firm. Three fundamental objectives are, however, common
to all systems:

1. To support the stewardship function of management. Stewardship refers to management’s responsi-
bility to properly manage the resources of the firm. The information system provides information
about resource utilization to external users via traditional financial statements and other mandated
reports. Internally, management receives stewardship information from various responsibility
reports.

2. To support management decision making. The information system supplies managers with the infor-
mation they need to carry out their decision-making responsibilities.

3. To support the firm’s day-to-day operations. The information system provides information to opera-
tions personnel to assist them in the efficient and effective discharge of their daily tasks.

ACQUISITION OF INFORMATION SYSTEMS

We conclude this section with a brief discussion of how organizations obtain information systems. Usu-
ally, they do so in two ways: (1) they develop customized systems from scratch through in-house systems
development activities, and (2) they purchase preprogrammed commercial systems from software ven-
dors. Larger organizations with unique and frequently changing needs engage in in-house development.
The formal process by which this is accomplished is called the system development life cycle. Smaller
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companies and larger firms that have standardized information needs are the primary market for commer-
cial software. Three basic types of commercial software are turnkey systems, backbone systems, and ven-
dor-supported systems.

Turnkey systems are completely finished and tested systems that are ready for implementation. Typi-
cally, they are general-purpose systems or systems customized to a specific industry. In either case, the
end user must have standard business practices that permit the use of canned or off-the-shelf systems.
The better turnkey systems have built-in software options that allow the user to customize input, output,
and processing through menu choices. However, configuring the systems to meet user needs can be a
formidable task.’

Backbone systems consist of a basic system structure on which to build. The primary processing logic
is preprogrammed, and the vendor then designs the user interfaces to suit the client’s unique needs. A
backbone system is a compromise between a custom system and a turnkey system. This approach can
produce satisfactory results, but customizing the system is costly.

Vendor-supported systems are custom (or customized) systems that client organizations purchase
commercially rather than develop in-house. Under this approach, the software vendor designs, imple-
ments, and maintains the system for its client. This is a popular option with health care and legal services
organizations that have complex systems requirements but are not of sufficient magnitude to justify
retaining an in-house systems development staff. Indeed, this has become a popular option for many
organizations that traditionally have relied on in-house development but have chosen to outsource these
activities. In recent years, public accounting firms have expanded their involvement in the vendor-
supported market.

Organizational Structure

The structure of an organization reflects the distribution of responsibility, authority, and accountability
throughout the organization. These flows are illustrated in Figure 1-7. Firms achieve their overall objectives
by establishing measurable financial goals for their operational units. For example, budget information flows
downward. This is the mechanism by which senior management conveys to their subordinates the standards
against which they will be measured for the coming period. The results of the subordinates’ actions, in the
form of performance information, flow upward to senior management. Understanding the distribution pat-
tern of responsibility, authority, and accountability is essential for assessing user information needs.

BUSINESS SEGMENTS

Business organizations consist of functional units or segments. Firms organize into segments to promote
internal efficiencies through the specialization of labor and cost-effective resource allocations. Managers
within a segment can focus their attention on narrow areas of responsibility to achieve higher levels of
operating efficiency. Three of the most common approaches include segmentation by:

1. Geographic Location. Many organizations have operations dispersed across the country and around
the world. They do this to gain access to resources, markets, or lines of distribution. A convenient
way to manage such operations is to organize the management of the firm around each geographic
segment as a quasi-autonomous entity.

2. Product Line. Companies that produce highly diversified products often organize around product lines,
creating separate divisions for each. Product segmentation allows the organization to devote special-
ized management, labor, and resources to segments separately, almost as if they were separate firms.

3. Business Function. Functional segmentation divides the organization into areas of specialized
responsibility based on tasks. The functional areas are determined according to the flow of primary
resources through the firm. Examples of business function segments are marketing, production,
finance, and accounting.

2 Enterprise resource planning (ERP) systems such as Oracle and SAP are examples of this approach to systems implementation.
ERP systems are discussed later in this chapter. SAP and Oracle are discussed in more detail in Chapter 11.
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Some firms use more than one method of segmentation. For instance, an international conglomerate
may segment its operations first geographically, then by product within each geographic region, and then
functionally within each product segment.

FUNCTIONAL SEGMENTATION

Segmentation by business function is the most common method of organizing. To illustrate it, we will
assume a manufacturing firm that uses these resources: materials, labor, financial capital, and informa-
tion. Table 1-2 shows the relationship between functional segments and these resources.

The titles of functions and even the functions themselves will vary greatly among organizations,
depending on their size and line of business. A public utility may have little in the way of a marketing
function compared with an automobile manufacturer. A service organization may have no formal produc-
tion function and little in the way of inventory to manage. One firm may call its labor resource personnel,
whereas another uses the term human resources. Keeping in mind these variations, we will briefly discuss
the functional areas of the hypothetical firm shown in Figure 1-8. Because of their special importance to

TABLE
1-2 FUNCTIONS FROM RESOURCES

Resource Business Function

Materials rInventory management
Production
Marketing
Distribution

Labor Personnel

Financial Capital Finance

Information rAccounting
Information technology
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the study of information systems, the accounting and information technology (IT) functions are given
separate and more detailed treatment.

Materials Management

The objective of materials management is to plan and control the materials inventory of the company. A
manufacturing firm must have sufficient inventories on hand to meet its production needs and yet avoid
excessive inventory levels. Every dollar invested in inventory is a dollar that is not earning a return. Fur-
thermore, idle inventory can become obsolete, lost, or stolen. Ideally, a firm would coordinate inventory
arrivals from suppliers such that they move directly into the production process. As a practical matter,
however, most organizations maintain safety stocks to carry them through the lead time between placing
the order for inventory and its arrival. We see from Figure 1-8 that materials management has three sub-
functions:

1. Purchasing is responsible for ordering inventory from vendors when inventory levels fall to their
reorder points. The nature of this task varies among organizations. In some cases, purchasing is no
more than sending a purchase order to a designated vendor. In other cases, this task involves solicit-
ing bids from a number of competing vendors. The nature of the business and the type of inventory
determine the extent of the purchasing function.

2. Receiving is the task of accepting the inventory previously ordered by purchasing. Receiving activ-
ities include counting and checking the physical condition of these items. This is an organization’s
first, and perhaps only, opportunity to detect incomplete deliveries and damaged merchandise before
they move into the production process.

3. Stores takes physical custody of the inventory received and releases these resources into the produc-
tion process as needed.

Production

Production activities occur in the conversion cycle in which raw materials, labor, and plant assets are used
to create finished products. The specific activities are determined by the nature of the products being
manufactured. In general they fall into two broad classes: (1) primary manufacturing activities and
(2) production support activities. Primary manufacturing activities shape and assemble raw materials into
finished products. Production support activities ensure that primary manufacturing activities operate
efficiently and effectively. These include, but are not limited to, the following types of activities:

Production planning involves scheduling the flow of materials, labor, and machinery to efficiently
meet production needs. This requires information about the status of sales orders, raw materials inven-
tory, finished goods inventory, and machine and labor availability.

Quality control monitors the manufacturing process at various points to ensure that the finished
products meet the firm’s quality standards. Effective quality control detects problems early to facilitate
corrective action. Failure to do so may result in excessive waste of materials and labor.

Maintenance keeps the firm’s machinery and other manufacturing facilities in running order.

The manufacturing process relies on its plant and equipment and cannot tolerate breakdowns

during peak production periods. Therefore, the key to maintenance is prevention—the scheduled
removal of equipment from operations for cleaning, servicing, and repairs. Many manufacturers

have elaborate preventive maintenance programs. To plan and coordinate these activities, maintenance
engineers need extensive information about the history of equipment usage and future scheduled
production.

Marketing

The marketplace needs to know about, and have access to, a firm’s products. The marketing function
deals with the strategic problems of product promotion, advertising, and market research. On an opera-
tional level, marketing performs such daily activities as sales order entry.
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Distribution

Distribution is the activity of getting the product to the customer after the sale. This is a critical step.
Much can go wrong before the customer takes possession of the product. Excessive lags between the tak-
ing and filling of orders, incorrect shipments, or damaged merchandise can result in customer dissatisfac-
tion and lost sales. Ultimately, success depends on filling orders accurately in the warehouse, packaging
goods correctly, and shipping them quickly to the customer.

Personnel

Competent and reliable employees are a valuable resource to a business. The objective of the personnel
function is to effectively manage this resource. A well-developed personnel function includes recruiting,
training, continuing education, counseling, evaluating, labor relations, and compensation administration.

Finance

The finance function manages the financial resources of the firm through banking and treasury activities,
portfolio management, credit evaluation, cash disbursements, and cash receipts. Because of the cyclical na-
ture of business, many firms swing between positions of excess funds and cash deficits. In response to these
cash flow patterns, financial planners seek lucrative investments in stocks and other assets and low-cost lines
of credit from banks. The finance function also administers the daily flow of cash in and out of the firm.

THE ACCOUNTING FUNCTION

The accounting function manages the financial information resource of the firm. In this regard, it plays
two important roles in transaction processing. First, accounting captures and records the financial effects
of the firm’s transactions. These include events such as the movement of raw materials from the ware-
house into production, shipments of the finished products to customers, cash flows into the firm and
deposits in the bank, the acquisition of inventory, and the discharge of financial obligations.

Second, the accounting function distributes transaction information to operations personnel to coordinate
many of their key tasks. Accounting activities that contribute directly to business operations include inven-
tory control, cost accounting, payroll, accounts payable, accounts receivable, billing, fixed asset accounting,
and the general ledger. We deal with each of these specifically in later chapters. For the moment, however,
we need to maintain a broad view of accounting to understand its functional role in the organization.

The Value of Information

The value of information to a user is determined by its reliability. We saw earlier that the purpose of in-
formation is to lead the user to a desired action. For this to happen, information must possess certain
attributes—relevance, accuracy, completeness, summarization, and timeliness. When these attributes are
consistently present, information has reliability and provides value to the user. Unreliable information has
no value. At best, it is a waste of resources; at worst, it can lead to dysfunctional decisions. Consider the
following example:

A marketing manager signed a contract with a customer to supply a large quantity of product by a
certain deadline. He made this decision based on information about finished goods inventory levels.
However, because of faulty record keeping, the information was incorrect. The actual inventory levels
of the product were insufficient to meet the order, and the necessary quantities could not be manufac-
tured by the deadline. Failure to comply with the terms of the contract may result in litigation.

This poor sales decision was a result of flawed information. Effective decisions require information
that has a high degree of reliability.

Accounting Independence

Information reliability rests heavily on the concept of accounting independence. Simply stated, account-
ing activities must be separate and independent of the functional areas that maintain custody of physical
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resources. For example, accounting monitors and records the movement of raw materials into production
and the sale of finished goods to customers. Accounting authorizes purchases of raw materials and the
disbursement of cash payments to vendors and employees. Accounting supports these functions with in-
formation but does not actively participate in the physical activities.

THE INFORMATION TECHNOLOGY FUNCTION

Returning to Figure 1-8, the final area to be discussed is the IT function. Like accounting, the IT function
is associated with the information resource. Its activities can be organized in a number of different ways.
One extreme structure is the centralized data processing approach; at the other extreme is the distributed
data processing approach. Most organizational structures fall somewhere between these extremes and
embody elements of both.

Centralized Data Processing

Under the centralized data processing model, all data processing is performed by one or more large com-
puters housed at a central site that serve users throughout the organization. Figure 1-9 illustrates this
approach in which IT activities are consolidated and managed as a shared organization resource. End
users compete for these resources on the basis of need. The IT function is usually treated as a cost center
whose operating costs are charged back to the end users. Figure 1-10 shows the IT areas of operation in
more detail. These include database administration, data processing, and systems development and main-
tenance. The key functions of each of these areas are described next.

DATABASE ADMINISTRATION. Centrally organized companies maintain their data resources in a
central location that is shared by all end users. In this shared data arrangement, a special independent
group—database administration—headed by the database administrator is responsible for the security and
integrity of the database. We explore the database concept and the role of the database administrator in
Chapter 9.

FIGURE
1-9 CENTRALIZED DATA PROCESSING APPROACH
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FIGURE
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DATA PROCESSING. The data processing group manages the computer resources used to perform the
day-to-day processing of transactions. It may consist of the following functions: data control, data conver-
sion, computer operations, and the data library.

Data control groups have all but disappeared from modern organizations. Traditionally, this function was
responsible for receiving batches of transaction documents for processing from end users and then distribut-
ing computer output (documents and reports) back to the users. Today this function is usually automated
and distributed back to the end users. Some organizations with older legacy systems, however, may still use
a data control group as a liaison between the end user and data processing. The data conversion function
transcribes transaction data from source (paper) documents to digital media (tape or disk) suitable for com-
puter processing by the central computer, which is managed by the computer operations group. Accounting
applications are usually run according to a strict schedule that is controlled by the central computer.

The data library is a room often adjacent to the computer center that provides safe storage for the off-
line data files, such as magnetic tapes and removable disk packs. A data librarian who is responsible for
the receipt, storage, retrieval, and custody of data files controls access to the library. The librarian issues
tapes to computer operators and takes custody of files when processing is completed. The move to real-
time processing and direct access files (discussed in Chapter 2) has reduced or eliminated the role of the
data librarian in most organizations.

SYSTEMS DEVELOPMENT AND MAINTENANCE. The information needs of users are met by
two related functions: systems development and systems maintenance. The former group is responsible
for analyzing user needs and for designing new systems to satisfy those needs. The participants in system
development include systems professionals, end users, and stakeholders.

Systems professionals include systems analysts, database designers, and programmers who design
and build the system. Systems professionals gather facts about the user’s problem, analyze the facts,
and formulate a solution. The product of their efforts is a new information system.

End users are those for whom the system is built. They are the managers who receive reports from
the system and the operations personnel who work directly with the system as part of their daily
responsibilities.
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Stakeholders are individuals inside or outside the firm who have an interest in the system but are not
end users. They include management, internal auditors, and consultants who oversee systems
development.

Once a new system has been designed and implemented, the systems maintenance group assumes
responsibility for keeping it current with user needs. Over the course of the system’s life (often several
years), between 80 and 90 percent of its total cost will be attributable to maintenance activities.

Distributed Data Processing

An alternative to the centralized model is the concept of distributed data processing (DDP). The topic of
DDP is quite broad, touching on such related topics as end-user computing, commercial software, net-
working, and office automation. Simply stated, DDP involves reorganizing the IT function into small in-
formation processing units (IPUs) that are distributed to end users and placed under their control. IPUs
may be distributed according to business function, geographic location, or both. Any or all of the IT activ-
ities represented in Figure 1-10 may be distributed. Figure 1-11 shows a possible new organizational
structure following the distribution of all data processing tasks to the end-user areas.

Notice that the central IT function has been eliminated from the organization structure. Individual
operational areas now perform this role. In recent years, DDP has become an economic and operational
feasibility that has revolutionized business operations. However, DDP is a mixed bag of advantages and
disadvantages.

DISADVANTAGES OF DDP. We should bear in mind that the disadvantages of DDP might also be
described as the advantages of a centralized approach. The discussion focuses on important issues that
carry control implications that accountants should recognize. The loss of control is one of the most seri-
ous disadvantages of DDP. Other potential problems include the inefficient use of resources, the destruc-
tion of audit trails, inadequate segregation of duties, an increased potential for programming errors and
systems failures, and the lack of standards. Specific problems are examined in the following section.

FIGURE
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Mismanagement of organization-wide resources. Some argue that when organization-wide
resources exceed a threshold amount, say 5 percent of the total operations budget, they should be con-
trolled and monitored centrally. Information processing services (such as computer operations, pro-
gramming, data conversion, and database management) represent a significant expenditure for many
organizations. Those opposed to DDP argue that distributing responsibility for these resources will
inevitably lead to their mismanagement and suboptimal utilization.

Hardware and software incompatibility. Distributing the responsibility for hardware and software
purchases to user management can result in uncoordinated and poorly conceived decisions. Working inde-
pendently, decision makers may settle on dissimilar and incompatible operating systems, technology plat-
forms, spreadsheet programs, word processors, and database packages. Such hardware and software
incompatibilities can degrade and disrupt communications between organizational units.

Redundant tasks. Autonomous systems development activities distributed throughout the firm can result
in each user area reinventing the wheel. For example, application programs created by one user, which could
be used with little or no change by others, will be redesigned from scratch rather than shared. Likewise,
data common to many users mdy be recreated for each IPU, resulting in a high level of data redundancy.

Consolidating incompatible activities. The distribution of the IT function to individual user areas
results in the creation of many very small units that may not permit the necessary separation of incom-
patible functions. For example, within a single IPU, the same person may program applications, per-
form program maintenance, enter transaction data into the computer, and operate the computer
equipment. This situation represents a fundamental violation of internal control.

Hiring qualified professionals. End-user managers may lack the knowledge to evaluate the techni-
cal credentials and relevant experience of candidates applying for a position as a computer professional.
Also, if the organizational unit into which a new employee is entering is small, the opportunity for per-
sonal growth, continuing education, and promotion may be limited. For these reasons, IPU managers
sometimes experience difficulty attracting highly qualified personnel, which increases the risk of pro-
gramming errors and systems failures.

Lack of standards. Because of the distribution of responsibility in the DDP environment, standards
for developing and documenting systems, choosing programming languages, acquiring hardware and soft-
ware, and evaluating performance may be unevenly applied or nonexistent. Opponents of DDP argue
that the risks associated with the design and operation of a data processing system are made tolerable
only if such standards are consistently applied. This requires that standards be imposed centrally.

ADVANTAGES OF DDP. The most commonly cited advantages of DDP are related to cost savings,
increased user satisfaction, and improved operational efficiency. Specific issues are discussed in the
following section.

Cost reductions. In the past, achieving economies of scale was the principal justification for the cen-

tralized approach. The economics of data processing favored large, expensive, powerful computers. The
wide variety of needs that such centralized systems had to satisfy called for computers that were highly
generalized and employed complex operating systems.

Powerful yet inexpensive small-scale computer systems, which can cost-effectively perform specialized
functions, have changed the economics of data processing dramatically. In addition, the unit cost of data
storage, which was once the justification for consolidating data in a central location, is no longer the prime
consideration. Moreover, the move to DDP can reduce costs in two other areas: (1) data can be entered
and edited at the IPU, thus eliminating the centralized tasks of data conversion and data control; and
(2) application complexity can be reduced, which in turn reduces development and maintenance costs.
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Improved cost control responsibility. Managers assume the responsibility for the financial success
of their operations. This requires that they be properly empowered with the authority to make decisions
about resources that influence their overall success. Therefore, if information-processing capability is
critical to the success of a business operation, then should management not be given control over these
resources? This argument counters the argument presented earlier favoring the centralization of organi-
zation-wide resources. Proponents of DDP argue that the benefits from improved management atti-
tudes outweigh the additional costs incurred from distributing these resources.

Improved user satisfaction. Perhaps the most often cited benefit of DDP is improved user satisfac-
tion. This derives from three areas of need that too often go unsatisfied in the centralized approach:
(1) as previously stated, users desire to control the resources that influence their profitability; (2) users
want systems professionals (analysts, programmers, and computer operators) who are responsive to
their specific situation; and (3) users want to become more actively involved in developing and imple-
menting their own systems. Proponents of DDP argue that providing more customized support—
feasible only in a distributed environment—nhas direct benefits for user morale and productivity.

Backup. The final argument in favor of DDP is the ability to back up computing facilities to protect
against potential disasters such as fires, floods, sabotage, and earthquakes. One solution is to build

excess capacity into each IPU. If a disaster destroys a single site, its transactions can be processed by
the other IPUs. This requires close coordination between decision makers to ensure that they do not
implement incompatible hardware and software at their sites.

The Need for Careful Analysis

DDP carries a certain leading-edge prestige value that, during an analysis of its pros and cons, may over-
whelm important considerations of economic benefit and operational feasibility. Some organizations have
made the move to DDP without fully considering whether the distributed organizational structure will
better achieve their business objectives. Some DDP initiatives have proven ineffective, and even counter-
productive, because decision makers saw in these systems virtues that were more symbolic than real.
Before taking such an aggressive step, decision makers should assess the true merits of DDP for their or-
ganization. Accountants have an opportunity and an obligation to play an important role in this analysis.

The Evolution of Information System Models

Over the past 50 years, a number of different approaches or models have represented AIS. Each new
model evolved because of the shortcomings and limitations of its predecessor. An interesting feature
in this evolution is that the newest technique does not immediately replace older models. Thus, at any
point in time, various generations of systems exist across different organizations and may even coexist
within a single enterprise. The modern auditor needs to be familiar with the operational features of all AIS
approaches that he or she is likely to encounter. This book deals extensively with five such models: manual
processes, flat-file systems, the database approach, the REA (resources, events, and agents) model, and
ERP (enterprise resource planning) systems. Each of these is briefly outlined in the following section.

THE MANUAL PROCESS MODEL

The manual process model is the oldest and most traditional form of accounting systems. Manual
systems constitute the physical events, resources, and personnel that characterize many business processes.
This includes such tasks as order-taking, warchousing materials, manufacturing goods for sale, shipping
goods to customers, and placing orders with vendors. Traditionally, this model also includes the physical task
of record keeping. Often, manual record keeping is used to teach the principles of accounting to business stu-
dents. However, this approach is simply a training aid. Manual records are never used in practice today.
Nevertheless, there is merit in studying the manual process model before mastering computer-based
systems. First, learning manual systems helps establish an important link between the AIS course and other
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accounting courses. The AIS course is often the only accounting course in which students see where data
originate, how they are collected, and how and where information is used to support day-to-day operations.
By examining information flows, key tasks, and the use of traditional accounting records in transaction
processing, the students’ bookkeeping focus is transformed into a business processes perspective.

Second, the logic of a business process is more easily understood when it is not shrouded by technology.
The information needed to trigger and support events such as selling, warehousing, and shipping is funda-
mental and independent of the technology that underlies the information system. For example, a shipping
notice informing the billing process that a product has been shipped serves this purpose whether it is pro-
duced and processed manually or digitally. Once students understand what tasks need to be performed, they
are better equipped to explore different and better ways of performing these tasks through technology.

Finally, manual procedures facilitate understanding internal control activities, including segregation of
functions, supervision, independent verification, audit trails, and access controls. Because human nature
lies at the heart of many internal control issues, we should not overlook the importance of this aspect of
the information system.

THE FLAT-FILE MODEL

The flat-file approach is most often associated with so-called legacy systems. These are large mainframe
systems that were implemented in the late 1960s through the 1980s. Organizations today still use these
systems extensively. Eventually, modern database management systems will replace them, but in the
meantime accountants must continue to deal with legacy system technologies.

The flat-file model describes an environment in which individual data files are not related to other
files. End users in this environment own their data files rather than share them with other users. Thus,
stand-alone applications rather than integrated systems perform data processing.

When multiple users need the same data for different purposes, they must obtain separate data sets
structured to their specific needs. Figure 1-12 illustrates how customer sales data might be presented to
three different users in a durable goods retailing organization. The accounting function needs customer
sales data organized by account number and structured to show outstanding balances. This is used for
customer billing, AR maintenance, and financial statement preparation. Marketing needs customer sales
history data organized by demographic keys. They use this for targeting new product promotions and for
selling product upgrades. The product services group needs customer sales data organized by products
and structured to show scheduled service dates. Such information is used for making after-sales contacts
with customers to schedule preventive maintenance and to solicit sales of service agreements.

The data redundancy demonstrated in this example contributes to three significant problems in the
flat-file environment: data storage, data updating, and currency of information. These and other prob-
lems associated with flat files are discussed in the following sections.

Data Storage

An efficient information system captures and stores data only once and makes this single source available
to all users who need it. In the flat-file environment, this is not possible. To meet the private data needs of
users, organizations must incur the costs of both multiple collection and multiple storage procedures.
Some commonly used data may be duplicated dozens, hundreds, or even thousands of times.

Data Updating

Organizations have a great deal of data stored in files that require periodic updating to reflect changes.
For example, a change to a customer’s name or address must be reflected in the appropriate master files.
When users keep separate files, all changes must be made separately for each user. This adds significantly
to the task and the cost of data management.

Currency of Information

In contrast to the problem of performing multiple updates is the problem of failing to update all the user
files affected by a change in status. If update information is not properly disseminated, the change will
not be reflected in some users’ data, resulting in decisions based on outdated information.
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FIGURE
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Task-Data Dependency

Another problem with the flat-file approach is the user’s inability to obtain additional information as his
or her needs change. This problem is called task-data dependency. The user’s information set is con-
strained by the data that he or she possesses and controls. Users act independently rather than as members
of a user community. In such an environment, it is very difficult to establish a mechanism for the formal
sharing of data. Therefore, new information needs tend to be satisfied by procuring new data files.
This takes time, inhibits performance, adds to data redundancy, and drives data management costs
even higher.
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Flat Files Limit Data Integration

The flat-file approach is a single-view model. Files are structured, formatted, and arranged to suit the spe-
cific needs of the owner or primary user of the data. Such structuring, however, may exclude data attri-
butes that are useful to other users, thus preventing successful integration of data across the organization.
For example, because the accounting function is the primary user of accounting data, these data are often
captured, formatted, and stored to accommodate financial reporting and generally accepted accounting
principles. This structure, however, may be useless to the organization’s other (nonaccounting) users of
accounting data (GAAP), such as the marketing, finance, production, and engineering functions. These
users are presented with three options: (1) do not use accounting data to support decisions; (2) manipulate
and massage the existing data structure to suit their unique needs; or (3) obtain additional private sets of
the data and incur the costs and operational problems associated with data redundancy.

In spite of these inherent limitations, many large organizations still use flat files for their general ledger
and other financial systems. Most members of the data processing community assumed that the end of
the century would see the end of legacy systems. Instead, corporate America invested billions of dollars
making these systems year-2000 (Y2K) compliant. Legacy systems continue to exist because they add
value for their users, and they will not be replaced until they cease to add value. Students who may have
to work with these systems in practice should be aware of their key features.

THE DATABASE MODEL

An organization can overcome the problems associated with flat files by implementing the database
model to data management. Figure 1-13 illustrates how this approach centralizes the organization’s data
into a common database that is shared by other users. With the organization’s data in a central location,
all users have access to the data they need to achieve their respective objectives. Access to the data
resource is controlled by a database management system (DBMS). The DBMS is a special software sys-
tem that is programmed to know which data elements each user is authorized to access. The user’s pro-
gram sends requests for data to the DBMS, which validates and authorizes access to the database
in accordance with the user’s level of authority. If the user requests data that he or she is not authorized
to access, the request is denied. Clearly, the organization’s procedures for assigning user authority are
an important control issue for auditors to consider.

The most striking difference between the database model and the flat-file model is the pooling of data into
a common database that all organizational users share. With access to the full domain of entity data, changes

FIGURE

1-13 DATABASE MODEL

Integration
User User View Software Shared Database

Customer Sales
(Current

Accounting <——» Accounts -
Receivable) ©

Customer Data

Customer Sales D -
Marketing <——w (Historic/ - B Sales Invoices
Demographic M Cash Recelp_ts
Orientation) S Product Service

Schedule

Customer Sales |

Product Services <——» (Historic/ Other Entity Data

Product
Orientation)




28

PART I Overview of Accounting Information Systems

in user information needs can be satisfied without obtaining additional private data sets. Users are constrained
only by the limitations of the data available to the entity and the legitimacy of their need to access it. Through
data sharing, the following traditional problems associated with the flat-file approach may be overcome:

Elimination of data redundancy. Each data element is stored only once, thereby eliminating data
redundancy and reducing data collection and storage costs. For example, customer data exist only once,
but is shared by accounting, marketing, and product services users. To accomplish this, the data are
stored in a generic format that supports multiple users.

Single update. Because each data element exists in only one place, it requires only a single update
procedure. This reduces the time and cost of keeping the database current.

Current values. A single change to a database attribute is automatically made available to all users
of the attribute. For example, a customer address change is immediately reflected in the marketing
and product services views when the billing clerk enters it.

Flat-file and early database systems are called traditional systems. Within this context, the term tradi-
tional means that the organization’s information systems applications (its programs) function indepen-
dently of each other rather than as an integrated whole. Early database management systems were designed
to interface directly with existing flat-file programs. Thus, when an organization replaced its flat files with a
database, it did not have to spend millions of dollars rewriting its existing programs. Indeed, early database
applications performed essentially the same independent functions as their flat-file counterparts.

Another factor that limited integration was the structured database models of the era. These models
were inflexible and did not permit the degree of data sharing that is found in modern database systems.
Whereas some degree of integration was achieved with this type of database, the primary and immediate
advantage to the organization was the reduction in data redundancy.

True integration, however, would not be possible until the arrival of the relational database model.
This flexible database approach permits the design of integrated systems applications capable of support-
ing the information needs of multiple users from a common set of integrated database tables. We should
note, however, that the relational database model merely permits integration to occur; integration is not
guaranteed. Poor systems design can occur under any model. In fact, most organizations today that
employ a relational database run applications that are traditional in design and do not make full use of
relational technology. The two remaining models to be discussed (REA and ERP) employ relational data-
base technology more effectively.

THE REA MODEL

REA is an accounting framework for modeling an organization’s critical resources, events, and agents
(REA) and the relationships between them. Once specified, both accounting and nonaccounting data
about these phenomena can be identified, captured, and stored in a relational database. From this reposi-
tory, user views can be constructed that meet the needs of all users in the organization. The availability of
multiple views allows flexible use of transaction data and permits the development of AIS that promote,
rather than inhibit, integration.

The REA model was proposed in 1982 as a theoretical model for accounting.’ Advances in database
technology have focused renewed attention on REA as a practical alternative to the classic accounting
framework. The following summarizes the key elements of the REA models.

Resources

Economic resources are the assets of the organization. They are defined as objects that are both scarce and
under the control of the enterprise. This definition departs from the traditional model because it does not
include AR. An account receivable is an artifact record used simply to store and transmit data. Because it is

3 W. E. McCarthy, “The REA Accounting Model: A Generalized Framework for Accounting Systems in a Shared Data Environ-
ment.” The Accounting Review (July 1982): 554-57.
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not an essential element of the system, it does not need to be included in the database. Instead, AR values
are derived from the difference between sales to customers and the cash received in payment of sales.

Events

Economic events are phenomena that affect changes in resources. They can result from activities such as
production, exchange, consumption, and distribution. Economic events are the critical information elements
of the accounting system and should be captured in a highly detailed form to provide a rich database.

Agents

Economic agents are individuals and departments that participate in an economic event. They are parties
both inside and outside the organization with discretionary power to use or dispose of economic resources.
Examples of agents include sales clerks, production workers, shipping clerks, customers, and vendors.

The REA model requires that accounting phenomena be characterized in a manner consistent with the
development of multiple user views. Business data must not be preformatted or artificially constrained
and should reflect all relevant aspects of the underlying economic events. As such, REA procedures and
databases are structured around events rather than accounting artifacts such as journals, ledgers, charts of
accounts, and double-entry accounting. Under the REA model, business organizations prepare financial
statements directly from the event database. The following sales and cash receipts events for a hypotheti-
cal retailer can be used to illustrate the inherent differences between classic and REA accounting:

Sept. 1: Sold 5 units of product X21 @ $30 per unit and 10 units of product Y33 @ $20 per unit to
customer Smith (Total sale = $350). The unit cost of the inventory is $16 and $12, respectively (Total
CGS = $200).

Sept. 30: Received $200 cash from customer Smith on account, check number 451.

In flat-file or non-REA database systems, the two events would be recorded in a set of classic accounts
like those shown in Figure 1-14. This involves summarizing the events to accommodate the account
structure. However, the details of the transactions are not captured under this approach.

An REA accounting system would capture these transactions in a series of relational database tables
that emphasize events rather than accounts. This is illustrated in Figure 1-15. Each table deals with a

FIGURE
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EVENT DATABASE IN AN REA SYSTEM

CUSTOMER Table
(PK)
F— Cust Credit Billing
R Num Name Address Tel Num Limit Date Anniver
23456 Smith 125 Elm St., City | 610-555-1234 $5,000 12 12/9/89
INVOICE Table
(PK) (FK)
S Invoice Invoice Ship Cust | .
H Num Date Date Terms Carrier Num
98765 9/01/09 9/03/09 Net 30 UPS 23456
LINE ITEM Table |
(PK) (FK)
Product Invoice Quant
Num Num Sold
X21 98765 5
Y33 98765 10
PRODUCT Table
(PK)
_______ Product Sale Unit Reorder
Num Description Price Cost QOH Point
X21 Something or other $30 $22 200 50
Y33 Something else $20 $16 159 60

CASH REC Table |

(PK) (FK)

Trans Cust Check Check Date
Num Num Num Amount Date Posted
77654 23456 451 $200 9/28/09 9/30/09

separate aspect of the transaction. Data pertaining to the customer, the invoice, specific items sold, and so
on can thus be captured for multiple uses and users. The tables of the database are linked via common
attributes called primary keys (PK) and embedded foreign keys (FK) that permit integration. In contrast,
the files in the traditional system are independent of each other and thus cannot accommodate such
detailed data gathering. As a result, traditional systems must summarize event data at the loss of poten-
tially important facts.

Traditional accounting records including journals, ledgers, and charts of accounts do not exist as phys-
ical files or tables under the REA model. For financial reporting purposes, views or images of traditional
accounting records are constructed from the event tables. For example, the amount of Smith’s account re-
ceivable balance is derived from [total sales (Quant sold * Sale price) less cash received (Amount) = 350 —
200 = 150]. If necessary or desired, journal entries and general ledger amounts can also be derived from
these event tables. For example, the Cost-of-Goods-Sold control account balance is (Quant sold * Unit
cost) summed for all transactions for the period.
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REA is a conceptual model, not a physical system. Many of its tenets, however, are found within
advanced database systems. The most notable application of REA philosophy is seen in the proliferation
of ERP systems, which are discussed in the following section.

ENTERPRISE RESOURCE PLANNING SYSTEMS

Enterprise resource planning (ERP) is an information system model that enables an organization to
automate and integrate its key business processes. ERP breaks down traditional functional barriers by
facilitating data sharing, information flows, and the introduction of common business practices among all
organizational users. The implementation of an ERP system can be a massive undertaking that can span
several years. Because of the complexity and size of ERPs, few organizations are willing or able to com-
mit the necessary financial and physical resources and incur the risk of developing an ERP system in-
house. Hence, virtually all ERPs are commercial products. The recognized leaders in the market are SAP,
Oracle, J.D. Edwards & Co., and PeopleSoft Inc.

ERP packages are sold to client organizations in modules that support standard processes. Some com-
mon ERP modules include:

Asset Management
Financial Accounting
Human Resources
Industry-Specific Solutions
Plant Maintenance
Production Planning
Quality Management

Sales and Distribution
Inventory Management

One of the problems with standardized modules is that they may not always meet the organization’s
exact needs. For example, a textile manufacturer in India implemented an ERP package only to discover
that extensive, unexpected, and expensive modifications had to be made to the system. The ERP would
not allow the user to assign two different prices to the same bolt of cloth. The manufacturer charged one
price for domestic consumption, but another (four times higher) for exported products. That particular
ERP system, however, provided no way to assign two prices to the same item while maintaining an accu-
rate inventory count.

Organizations that hope to successfully implement an ERP will need to modify their business proc-
esses to suit the ERP, modify the ERP to suit their business, or, more likely, modify both. Often, addi-
tional software applications need to be connected to the ERP to handle unique business functions,
particularly industry-specific tasks. These applications, often called bolt-ons, are not always designed to
communicate with ERP packages. The process of creating a harmonious whole can be quite complex and
sometimes fails, resulting in significant losses to the organization. ERP packages are enormously expen-
sive, but the savings in efficiencies should be significant. Organization management should exercise great
care in deciding which, if any, ERP is best for them.

The evolution of information systems models outlined in this section provides a framework for much
of the material contained in this book. Chapters 2 through 8 deal with business processes, security, fraud,
controls, and a variety of other issues related to traditional (manual, flat-file, and early database) systems.
Chapters 9 through 12 examine advanced database systems, the REA model, ERP, and other emerging
technologies.

The Role of the Accountant

The final section of this chapter deals with the accountant’s relationship to the information system.
Accountants are primarily involved in three ways: as system users, designers, and auditors.
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ACCOUNTANTS AS USERS

In most organizations, the accounting function is the single largest user of IT. All systems that process fi-
nancial transactions impact the accounting function in some way. As end users, accountants must provide
a clear picture of their needs to the professionals who design their systems. For example, the accountant
must specify accounting rules and techniques to be used, internal control requirements, and special algo-
rithms such as depreciation models. The accountant’s participation in systems development should be
active rather than passive. The principal cause of design errors that result in system failure is the absence
of user involvement.

ACCOUNTANTS AS SYSTEM DESIGNERS

An appreciation of the accountant’s responsibility for system design requires a historic perspective that
predates the computer as a business information tool. Traditionally, accountants have been responsible for
key aspects of the information system, including assessing the information needs of users, defining the
content and format of output reports, specifying sources of data, selecting the appropriate accounting rules,
and determining the controls necessary to preserve the integrity and efficiency of the information system.

These traditional systems were physical, observable, and unambiguous. The procedures for processing
information were manual, and the medium for transmitting and storing data was paper. With the arrival of
the computer, computer programs replaced manual procedures, and paper records were stored digitally.
The role accountants would play in this new era became the subject of much controversy. Lacking com-
puter skills, accountants were generally uncertain about their status and unwilling to explore this emerg-
ing technology.

Many accountants relinquished their traditional responsibilities to the new generation of computer pro-
fessionals who were emerging in their organizations. Computer programmers, often with no accounting or
business training, assumed full responsibility for the design of AIS. As a result, many systems violated
accounting principles and lacked necessary controls. Large system failures and computer frauds marked
this period in accounting history. By the mid-1970s, in response to these problems, the accounting profes-
sion began to reassess the accountant’s professional and legal responsibilities for computer-based systems.

Today, we recognize that the responsibility for systems design is divided between accountants and IT
professionals as follows: the accounting function is responsible for the conceptual system, and the IT
function is responsible for the physical system. To illustrate the distinction between conceptual and physi-
cal systems, consider the following example:

The credit department of a retail business requires information about delinquent accounts from the
AR department. This information supports decisions made by the credit manager regarding the credit-
worthiness of customers.

The design of the conceptual system involves specifying the criteria for identifying delinquent custom-
ers and the information that needs to be reported. The accountant determines the nature of the information
required, its sources, its destination, and the accounting rules that need to be applied. The physical system
is the medium and method for capturing and presenting the information. The computer professionals deter-
mine the most economical and effective technology for accomplishing the task. Hence, systems design
should be a collaborative effort. Because of the uniqueness of each system and the susceptibility of sys-
tems to serious error and even fraud, the accountant’s involvement in systems design should be pervasive.
In later chapters, we shall see that the active participation of accountants is critical to the system’s success.

ACCOUNTANTS AS SYSTEM AUDITORS

Auditing is a form of independent attestation performed by an expert—the auditor—who expresses an
opinion about the fairness of a company’s financial statements. Public confidence in the reliability of
internally produced financial statements rests directly on their being validated by an independent expert
auditor. This service is often referred to as the attest function. Auditors form their opinions based on a
systematic process that will be explained in Chapter 15.
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Both internal and external auditors conduct audits. External auditing is often called independent audit-
ing because certified public accounting (CPA) firms that are independent of the client organization’s
management perform them. External auditors represent the interests of third-party stakeholders in the or-
ganization, such as stockholders, creditors, and government agencies.

External Auditing

Historically, the external accountant’s responsibility as a systems auditor was limited to the attest func-
tion described previously. In recent years this role has been expanded by the broader concept of assur-
ance. The Big Four public accounting firms have now renamed their traditional audit functions assurance
services.

ASSURANCE. Assurance services are professional services, including the attest function, that are
designed to improve the quality of information, both financial and nonfinancial, used by decision makers.
For example, a client may contract assurance services to obtain an opinion as to the quality or marketabil-
ity of a product. Alternatively, a client may need information about the efficiency of a production process
or the effectiveness of their network security system. A gray area of overlap exists between assurance and
consulting services, which auditors must avoid. They were once allowed to provide consulting services to
audit clients. This is now prohibited under SOX legislation. These issues are discussed in later chapters.

IT AUDITING. IT auditing is usually performed as part of a broader financial audit. The organizational
unit responsible for conducting IT audits may fall under the assurance services group or be independent.
Typically they carry a name such as IT Risk Management, Information Systems Risk Management, or
Global Risk Management. The IT auditor attests to the effectiveness of a client’s IT controls to establish
their degree of compliance with prescribed standards. Because many of the modern organization’s inter-
nal controls are computerized, the IT audit may be a large portion of the overall audit. We examine IT
controls, risks, and auditing issues in Chapters 15, 16, and 17.

Internal Auditing

Internal auditing is an appraisal function housed within the organization. Internal auditors perform a
wide range of activities on behalf of the organization, including conducting financial statement audits,
examining an operation’s compliance with organizational policies, reviewing the organization’s com-
pliance with legal obligations, evaluating operational efficiency, detecting and pursuing fraud within
the firm, and conducting IT audits. As you can see, the tasks that external and internal auditors perform
are similar. The feature that most clearly distinguishes the two groups is their respective constituen-
cies. External auditors represent third-party outsiders, whereas internal auditors represent the interests
of management.
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Summary

The first section of this chapter introduced basic systems con-
cepts and presented a framework for distinguishing between
accounting information systems and management information
systems. This distinction is related to the types of transactions
these systems process. AlS applications process financial trans-
actions, and MIS applications process nonfinancial transactions.
The section then presented a general model for accounting in-
formation systems. The model is composed of four major tasks
that exist in all AlS applications: data collection, data process-
ing, database management, and information generation.

The second section examined the relationship between
organizational structure and the information system. It

focused on functional segmentation as the predominant
method of structuring a business and examined the functions
of a typical manufacturing firm. The section presented two
general methods of organizing the IT function: the centralized
approach and the distributed approach.

The third section reviewed the evolution of AIS models.
Each new model evolved because of the shortcomings and
limitations of its predecessor. As new approaches evolved,
however, the predecessor or legacy systems often remained
in service. Thus, at any point in time, various generations of
systems coexist across different organizations and even within
a single enterprise. Five AIS models were examined.
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The final section of this chapter examined three roles of
accountants as (1) users of AlS, (2) designers of AlS, and (3)
auditors of AlS. In most organizations, the accounting function
is the single largest user of the AlS. The IT function is respon-
sible for designing the physical system, and the accounting
function is responsible for specifying the conceptual system.

Overview of Accounting Information Systems

Auditing is an independent attestation performed by the
auditor, who expresses an opinion about the fairness of a
company’s financial statements. Both external and internal
auditors conduct IT audits. The IT auditor attests to the
effectiveness of a client’s IT controls to establish their degree
of compliance with prescribed standards.

Key Terms

accounting information systems (AIS) (3)
agents (29)

assurance services (33)

attest function (32)

auditing (32)

auditor (33)

backbone systems (15)

centralized data processing (20)
conceptual system (32)

currency of information (25)

data (I 1)

data collection (12)

data processing (12)

data sources (I 1)

data storage (25)

data updating (25)

database (12)

database management (1 3)

database management system (DBMS) (27)
database model (27)

database tables (28)

distributed data processing (DDP) (22)
end users (10)

enterprise resource planning (ERP) (31)
events (29)

feedback (14)

financial transaction (7)

flat-file model (25)

general ledger/financial reporting system (GL/FRS) (9)

general model for viewing AlS applications (10)
independence (19)

information (11)

information flows (4)

information generation (13)

information system (7)

internal auditing (33)

IT auditing (33)

legacy systems (25)

management information system (MIS) (9)
management reporting system (MRS) (9)
nonfinancial transactions (7)

physical system (32)

REA (28)

relational database model (28)

reliability (19)

resources (28)

segments (15)

stakeholders (5)

subsystem (5)

system (5)

system development life cycle (14)
task-data dependency (26)

trading partners (5)

traditional systems (28)

transaction (7)

transaction processing system (TPS) (9)
turnkey systems (15)

vendor-supported systems (15)

Review Questions

I. What are the four levels of activity in the pyramid
representing the business organization? Distin-
guish between horizontal and vertical flows of
information.

Distinguish between natural and artificial systems.
3. What are the elements of a system!?

4. What is system decomposition and subsystem
interdependency? How are they related?

5. What is the relationship among data, information,
and an information system?

6. Distinguish between AlS and MIS.

7. What are the three cycles of transaction process-
ing systems!?

8. What is discretionary reporting!

9. What are the characteristics of good or useful
information?
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10. What rules govern data collection? 23. Distinguish between the centralized and distrib-
I'l. What are the levels of data hierarchy? uted approaches to organizing the IT function.
I2. What are the three fundamental tasks of database ~ 24. VVhatis the role of the data control group?
management!? 25. What is distributed data processing!
13. What is feedback and how is it useful in an infor- 26. What are the advantages and disadvantages of
mation system? distributed data processing?
14. What are the fundamental objectives of all infor- 27. What types of tasks become redundant in a
mation systems? distributed data processing system?
I5. What does stewardship mean and what is its role 28. What is a flat-file system?
in an information system? 29. What are the three general problems associated
16. Distinguish between responsibility, authority, and with data redundancy?
accountability. Which flow upward and which flow 30, Define the key elements of the REA model.
downward? :
31. Whatis an ERP system?
17. Distinguish between turnkey, backbone, and .
g 4 32. What three roles are played by accountants with
vendor-supported systems. . . )
respect to the information system?
18. List each of the functional areas and their sub- ' )
. 33. Define the term attest function.
functions.
. . 34. Define the term assurance.
19. What are the roles of internal and external auditors?
. - 35. Whatis IT auditing?
20. What is the role of a database administrator? g
36. Distinguish between conceptual and physical
21. Name the three most common ways to segment systems
an organization. Y ’
22. What is the role of the accounting function in an
organization!
Discussion Questions
I. Discuss the differences between internal and 8. Discuss how the elements of efficiency, effective-
external users of information and their needs and ness, and flexibility are crucial to the design of an
demands on an information system. Historically, information system.
which type of user has the firm catered to most? 9. Discuss what is meant by the statement, “The
2. Comment on the level of detail necessary for accounting system is a conceptual flow of informa-
operations management, middle management, and tion that represents the physical flows of person-
stockholders. nel, raw materials, machinery, and cash through
3. Distinguish between financial and nonfinancial the organization.
transactions. Give three examples of each. 10. Discuss the importance of accounting indepen-
4. Why have re-engineering efforts been made to dence in accounting information systems. Give an
integrate AlS and MIS? example of where this concept is important (use
. ) . . an example other than inventory control).
5. Do you think transaction processing systems differ
significantly between service and manufacturing Il. Discuss why it is crucial that internal auditors
industries? Are they equally important to both report solely to the uppermost level of manage-
sectors? ment (either to the chief executive officer or the
; . . audit committee of the board of directors) and an-
6. Discuss the difference between the financial )
; swer to no other group.
reporting system and general ledger system.
Lo ) 12. Contrast centralized data processing with distrib-
7. Examine Figure |-5 and discuss where and how

problems can arise that can cause the resulting
information to be bad or ineffective.

uted data processing. How do the roles of systems
professionals and end users change! What do you
think the trend is today?
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Discuss how conceptual and physical systems dif-
fer and which functions are responsible for each of
these systems.

If accountants are viewed as providers of informa-
tion, then why are they consulted as system users
in the systems development process?

Overview of Accounting Information Systems

customers in a local community needs a system
to manage its affairs.

e A major oil company with diverse holdings,
complex oil leases, and esoteric accounting
practices needs a system that can coordinate its
many enterprises.

I5. Do you agree with the statement, “The term IT * A municipal government needs a system that
auditor should be considered obsolete because it complies with standard government accounting
implies a distinction between regular auditors and practices but can be integrated with other exist-
auditors who examine computerized AIS”? Why ing systems.
or why not! 19. The REA model is based on the premise that

16. What are the primary reasons for segmenting “business data must not be preformatted or artifi-
organizations? cially constrained and must reflect all relevant

17. Why is it important to organizationally separate aspects of the underlying economic events.” What
the accounting function from other functions of does this mean and how is it applied?
the organization? 20. ERP systems are composed of a highly integrated

18. Whatis the most likely system acquisition method— set of standardized modules. Discuss the
in-house, turnkey, backbone, or vendor-supported— advantages and potential disadvantages of this
for each of the following situations? approach.

e A plumbing supply company with 12 employees
that sells standard products to wholesale
Multiple-Choice Questions

I. Which of the following is NOT a financial 4. The objectives of the data collection activity of
transaction? the general model for Accounting Information Sys-
a. purchase of products tems are to collect data that are
b. cash receipts a. relevant and redundant.
c. update valid vendor file b. efficient and objective.
d. sale of inventory c. efficient and redundant.

2. The following are subsystems of the Accounting d. efficient and relevant.
Information System, EXCEPT 5. Which of the following is NOT a characteristic of
a. Transaction Processing System. effective information?
b. Human Resources System. a. relevance
c. General Ledger/Financial Reporting System. b. accuracy
d. Management Reporting System. ¢. summarization

3. Which of the following is NOT a purpose of the d. precision
Transaction Processing System? 6. Which of the following is NOT a database man-

a. managing and reporting on the status of finan-
cial investments

b. converting economic events into financial
transactions

c. distributing essential information to operations
personnel to support their daily operations

d. recording financial transactions in the account-
ing records

agement task?

a. retrieval

b. storage

C. summarization

d. deletion
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When viewed from the highest to most elemental
level, the data hierarchy is

a. attribute, record, file.
b. record, attribute, key.
c. file, record, attribute.
d. file, record, key.
e. key, record, file.

Which is NOT an accountant’s primary role in in-
formation systems?

a. system user

b. system auditor

c. system designer

d. system programmer

Which of the following is NOT an objective of all
information systems?

a. support for the stewardship function of
management

b. support for management decision making
c. support for the day-to-day operations of the firm
d. all of the above are objectives

Which of the following best describes the activities
of the materials management function?

a. purchasing, receiving, and inventory control
b. receiving, sales, distribution, and purchasing

c. receiving, storage, purchasing, and accounts
payable

d. purchasing, receiving, and storage
e. purchasing, storage, and distribution

Which of the following best describes the activities
of the production function?

a. maintenance, inventory control, and produc-
tion planning

b. production planning, quality control, manufac-
turing, and cost accounting

c. quality control, production planning, manufac-
turing, and payroll

d. maintenance, production planning, storage, and
quality control

e. manufacturing, quality control, and maintenance

Which of the following best describes the activities
of the accounting function?

a. inventory control, accounts payable, fixed
assets, and payroll
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b. fixed assets, accounts payable, cash disburse-
ments, and cost accounting

c. purchasing, cash receipts, accounts payable,
cash disbursements, and payroll

d. inventory control, cash receipts, accounts
payable, cash disbursements, and payroll

e. inventory control, cost accounting,
accounts payable, cash disbursements, and
payroll

Which statement best describes the issue of dis-
tributed data processing (DDP)?

a. The centralized and DDP approaches are
mutually exclusive; an organization must
choose one approach or the other.

b. The philosophy and objective of the organiza-
tion’s management will determine the extent of
DDP in the firm.

c. In a minimum DDP arrangement, only data
input and output are distributed, leaving the
tasks of data control, data conversion, database
management, and data processing to be cen-
trally managed.

d. The greatest disadvantage of a totally distrib-
uted environment is that the distributed infor-
mation processing unit locations are unable to
communicate and coordinate their activities.

e. Although hardware (such as computers,
database storage, and input/output terminals)
can be effectively distributed, the systems
development and maintenance tasks must
remain centralized for better control and
efficiency.

Which of the following is a disadvantage of distrib-

uted data processing?

a. End-user involvement in systems operation is
decreased.

b. Disruptions due to mainframe failures are
increased.

c. The potential for hardware and software
incompatibility across the organization is
increased.

d. The time between project request and comple-
tion is increased.

e. All of the above are disadvantages.
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Problems

1. USERS OF INFORMATION 5. INFORMATION SYSTEM
Classify the following users of information as either: CATEGORIZATION

I—internal user
T—external user: trading partner
S—external user: stakeholder

Internal Revenue Service

Inventory control manager

Board of directors

Customers

Lending institutions

Securities and Exchange Commission
Stockholders

Chief executive officer

PR ow 0o 0 Op

—

Suppliers
j- Bondholders

2. SUBSYSTEMS

Use the human body system to illustrate the concepts
of system decomposition and subsystem interdepen-
dency. Draw a hierarchical chart similar to the one in
Figure 1-2 and discuss the interdependencies.

3. ACCOUNTING INFORMATION
SYSTEM MODEL

Examine the diagram below and determine what essen-
tial mechanism is missing. Once you have identified the
missing element, discuss its importance

Database
Management
Data I:"> Data I:"> Information
Collection Processing Generation

4. ACCOUNTING INFORMATION
SYSTEM & MANAGEMENT
INFORMATION SYSTEM FEATURES

List some AIS and MIS information from which salespeo-
ple may benefit. Clearly indicate whether the information
item would be an output of a traditional AIS or MIS system.
Finally, discuss the benefits of integrating this information.

Classify the following items as either:

TPS—transaction processing system
FRS—financial reporting system
MRS—management reporting system

Variance reports

Sales order capture

Balance sheet

Budgets

Purchase order preparation
Tax returns

Sales summary by product line

PR om0 0 o

Cash disbursements preparation

—

Annual report preparation
Invoice preparation

o

Cost-volume-profit analysis

6. FLAT-FILE VERSUS DATABASE
MODEL

Outline the traditional problems associated with the flat-
file model that are resolved by the database model.

7. ORGANIZATION FUNCTIONS

Based on Figure 1-8, draw a diagram of functional
segments for an oil company that has the following
operations:

a. A head office in New York City responsible for
international and national marketing, acquisition of
leases and contracts, and corporate reporting.

b. Two autonomous regional facilities in Tulsa, Okla-
homa, and New Orleans, Louisiana. These facilities
are responsible for oil exploration, drilling, refining,
storage, and the distribution of petroleum products
to corporate service stations throughout the country
and abroad.

8. ORGANIZATION FUNCTIONS

Based on Figure 1-8, draw a diagram of functional seg-
ments for a manufacturer of diversified products. The
general characteristics of the firm are as follows:

a. The organization produces three unrelated products:
lawn and garden furniture for sale in home im-
provement centers and department stores; plastic
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packaging products for the electronics and medical
supply industries; and paper products (for example,
plates, cups, and napkins) for the fast food industry.

b. Although the manufacturing facilities are located
within a single complex, none of the three products
shares the same suppliers, customers, or physical
production lines.

c. The organization’s functional activities include
design, production, distribution, marketing, finance,
human resources, and accounting.

9. FUNCTIONAL SEGMENTATION

The current organization structure of Blue Sky Company,
a manufacturer of small sailboats, is presented below.

Required

a. What operational problems (for example, ineffi-
ciency, errors, fraud) do you think Blue Sky could
experience because of this structure?

b. Draw a new diagram reflecting an improved struc-
ture that solves the problems you identified. If nec-
essary, you may add up to two new positions.

President

VP
Production

VP
Marketing

Inventory Production Sales Financial
Management Foreman Manager Manager
Inventory Assembl Product Cash
Warehouse Y Sales Receipts
Purchasin Cost Credit Accounts
9 Accounting Approval Receivable
Inventory ) . Customer Cash
-I Control | -ITlmekeeplng 'I Billing 'I Disbursements
Payroll Accounts
Processing Payable

Before the mid-1970s, systems programmers and busi-
nesspeople (including accountants) did not communi-
cate well with one another. The programmers were
criticized for using too much jargon, and the business-
people were criticized for not adequately expressing
their needs. Efforts have been made to overcome this
communication gap, but room for improvement still
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exists. What problems do you think resulted from this
communication gap? What do you think you can do to
help close the gap even more when you enter the
workforce?

11. CHARACTERISTICS OF USEFUL
INFORMATION

All records in a file must be uniquely identifiable in at
least one attribute, which is its primary key. Drawing on
your general knowledge of accounting, identify the pri-
mary key for the following types of accounting records.
To illustrate, the first record is done for you.

Record Type Primary Key

Accounts Receivable Customer Number

Accounts Payable

Inventory

Customer Sales Orders

Purchase Orders to vendors

Cash Receipts (checks) from
customers

Cash Disbursements (checks)
to vendors

Employee Payroll Earnings
records

12. DATA ATTRIBUTES

Drawing from your basic accounting knowledge, list
the relevant data attributes that constitute the record
types below. Identify which attribute is the primary key
for the record.

Accounts Payable record

Inventory record

Customer Sales Orders record
Purchase Orders to vendors

Cash Receipts (checks) from customers
Employee Payroll Earnings records

13. DISTRIBUTED DATA PROCESSING

Explain why an organization would choose to install a
distributed instead of a centralized computer environment.
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Introduction to

Transaction Processing

hapter 1 introduced the transaction processing

system (TPS) as an activity consisting of three

major subsystems called cycles: the revenue
cycle, the expenditure cycle, and the conversion cycle. Even
though each cycle performs different specific tasks and
supports different objectives, they share common character-
istics. For example, all three TPS cycles capture financial
transactions, record the effects of transactions in accounting
records, and provide information about transactions to users
in support of their day-to-day activities. In addition, transac-
tion cycles produce much of the raw data from which
management reports and financial statements are derived.
Because of their financial impact on the firm, transaction
cycles command much of the accountant’s professional
attention.

The purpose of this chapter is to present some prelimi-
nary topics that are common to all three transaction process-
ing cycles. In subsequent chapters, we will draw heavily
from this material as we examine the individual subsystems
of each cycle in detail. This chapter is organized into five
major sections. The first is an overview of transaction proc-
essing. This section defines the broad objective of the three
transaction cycles and specifies the roles of their individual
subsystems. The second section describes the relationship
among accounting records in forming an audit trail in both
manual and computer-based systems. The third section
examines documentation techniques used to represent sys-
tems. This section presents several documentation tech-
niques for manual and computer-based systems. The fourth
section addresses computer-based systems. It reviews the
fundamental features of batch and real-time technologies
and their implication for transaction processing. The final
section examines data coding schemes and their role in
transaction processing.

Learning Objectives

After studying this chapter, you should:

Understand the broad objectives of
transaction cycles.

Recognize the types of transactions
processed by each of the three trans-
action cycles.

Know the basic accounting records
used in transaction processing sys-
tems.

Understand the relationship between
traditional accounting records and
their magnetic equivalents in com-
puter-based systems.

Be familiar with the documentation
techniques used for representing
manual and computer-based sys-
tems.

Understand the differences between
batch and real-time processing and
the impact of these technologies on
transaction processing.

Be familiar with data coding
schemes used in accounting infor-
mation systems.
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An Overview of Transaction Processing

TPS applications process financial transactions. A financial transaction was defined in Chapter 1 as

An economic event that affects the assets and equities of the firm, is reflected in its accounts, and is
measured in monetary terms.

The most common financial transactions are economic exchanges with external parties. These include
the sale of goods or services, the purchase of inventory, the discharge of financial obligations, and the
receipt of cash on account from customers. Financial transactions also include certain internal events such
as the depreciation of fixed assets; the application of labor, raw materials, and overhead to the production
process; and the transfer of inventory from one department to another.

Financial transactions are common business events that occur regularly. For instance, thousands of
transactions of a particular type (sales to customers) may occur daily. To deal efficiently with such vol-
ume, business firms group similar types of transactions into transaction cycles.

TRANSACTION CYCLES

Three transaction cycles process most of the firm’s economic activity: the expenditure cycle, the conver-
sion cycle, and the revenue cycle. These cycles exist in all types of businesses—both profit-seeking and
not-for-profit types. For instance, every business (1) incurs expenditures in exchange for resources (ex-
penditure cycle), (2) provides value added through its products or services (conversion cycle), and (3)
receives revenue from outside sources (revenue cycle). Figure 2-1 shows the relationship of these cycles
and the resource flows between them.

FIGURE

2.1 RELATIONSHIP BETWEEN TRANSACTION CYCLES
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The Expenditure Cycle

Business activities begin with the acquisition of materials, property, and labor in exchange for cash—the
expenditure cycle. Figure 2-1 shows the flow of cash from the organization to the various providers of
these resources. Most expenditure transactions are based on a credit relationship between the trading par-
ties. The actual disbursement of cash takes place at some point after the receipt of the goods or services.
Days or even weeks may pass between these two events. Thus, from a systems perspective, this transac-
tion has two parts: a physical component (the acquisition of the goods) and a financial component (the
cash disbursement to the supplier). A separate subsystem of the cycle processes each component. The
major subsystems of the expenditure cycle are outlined here. Because of the extent of this body of mate-
rial, two chapters are devoted to the expenditure cycle. Purchases/AP and cash disbursements systems are
the topics of Chapter 5. Payroll and fixed asset systems are examined in Chapter 6.

Purchases/accounts payable system. This system recognizes the need to acquire physical inventory
(such as raw materials) and places an order with the vendor. When the goods are received, the pur-
chases system records the event by increasing inventory and establishing an account payable to be paid
at a later date.

Cash disbursements system. When the obligation created in the purchases system is due, the cash
disbursements system authorizes the payment, disburses the funds to the vendor, and records the
transaction by reducing the cash and accounts payable accounts.

Payroll system. The payroll system collects labor usage data for each employee, computes the payroll,
and disburses paychecks to the employees. Conceptually, payroll is a special-case purchases and cash
disbursements system. Because of accounting complexities associated with payroll, most firms have a
separate system for payroll processing.

Fixed asset system. A firm’s fixed asset system processes transactions pertaining to the acquisition,
maintenance, and disposal of its fixed assets. These are relatively permanent items that collectively of-
ten represent the organization’s largest financial investment. Examples of fixed assets include land,
buildings, furniture, machinery, and motor vehicles.

The Conversion Cycle

The conversion cycle is composed of two major subsystems: the production system and the cost account-
ing system. The production system involves the planning, scheduling, and control of the physical product
through the manufacturing process. This includes determining raw material requirements, authorizing the
work to be performed and the release of raw materials into production, and directing the movement of
the work-in-process through its various stages of manufacturing. The cost accounting system monitors
the flow of cost information related to production. Information this system produces is used for inventory
valuation, budgeting, cost control, performance reporting, and management decisions, such as make-
or-buy decisions. We examine the basic features of these systems in Chapter 7.

Manufacturing firms convert raw materials into finished products through formal conversion cycle
operations. The conversion cycle is not usually formal and observable in service and retailing establish-
ments. Nevertheless, these firms still engage in conversion cycle activities that culminate in the develop-
ment of a salable product or service. These activities include the readying of products and services for
market and the allocation of resources such as depreciation, building amortization, and prepaid expenses
to the proper accounting period. However, unlike manufacturing firms, merchandising companies do not
process these activities through formal conversion cycle subsystems.

The Revenue Cycle

Firms sell their finished goods to customers through the revenue cycle, which involves processing cash
sales, credit sales, and the receipt of cash following a credit sale. Revenue cycle transactions also have a
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physical and a financial component, which are processed separately. The primary subsystems of the reve-
nue cycle, which are the topics of Chapter 4, are briefly outlined below.

Sales order processing. The majority of business sales are made on credit and involve tasks such as
preparing sales orders, granting credit, shipping products (or rendering of a service) to the customer,
billing customers, and recording the transaction in the accounts (accounts receivable, inventory,
expenses, and sales).

Cash receipts. For credit sales, some period of time (days or weeks) passes between the point of sale
and the receipt of cash. Cash receipts processing includes collecting cash, depositing cash in the bank,
and recording these events in the accounts (accounts receivable and cash).

Accounting Records
MANUAL SYSTEMS

This section describes the purpose of each type of accounting record used in transaction cycles. We
begin with traditional records used in manual systems (documents, journals, and ledgers) and then exam-
ine their magnetic counterparts in computer-based systems.

Documents

A document provides evidence of an economic event and may be used to initiate transaction processing.
Some documents are a result of transaction processing. In this section, we discuss three types of docu-
ments: source documents, product documents, and turnaround documents.

SOURCE DOCUMENTS. Economic events result in some documents being created at the beginning
(the source) of the transaction. These are called source documents. Source documents are used to capture
and formalize transaction data that the transaction cycle needs for processing. Figure 2-2 shows the crea-
tion of a source document.

The economic event (the sale) causes the sales clerk to prepare a multipart sales order, which is formal
evidence that a sale occurred. Copies of this source document enter the sales system and are used to

FIGURE

2.2 CREATION OF A SOURCE DOCUMENT
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FIGURE

2-3 A ProDUCT DOCUMENT
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convey information to various functions, such as billing, shipping, and AR. The information in the sales
order triggers specific activities in each of these departments.

PRODUCT DOCUMENTS. Product documents are the result of transaction processing rather than the
triggering mechanism for the process. For example, a payroll check to an employee is a product document
of the payroll system. Figure 2-3 extends the example in Figure 2-2 to illustrate that the customer’s bill is
a product document of the sales system. We will study many other examples of product documents in
later chapters.

TURNAROUND DOCUMENTS. Turnaround documents are product documents of one system that
become source documents for another system. This is illustrated in Figure 2-4. The customer receives a per-
forated two-part bill or statement. The top portion is the actual bill, and the bottom portion is the remittance
advice. Customers remove the remittance advice and return it to the company along with their payment
(typically a check). A turnaround document contains important information about a customer’s account to
help the cash receipts system process the payment. One of the problems designers of cash receipts systems
face is matching customer payments to the correct customer accounts. Providing this needed information as
a product of the sales system ensures accuracy when the cash receipts system processes it.

Journals

A journal is a record of a chronological entry. At some point in the transaction process, when all relevant
facts about the transaction are known, the event is recorded in a journal in chronological order. Docu-
ments are the primary source of data for journals. Figure 2-5 shows a sales order being recorded in the
sales journal (see the following discussion on special journals). Each transaction requires a separate jour-
nal entry, reflecting the accounts affected and the amounts to be debited and credited. There is often a
time lag between initiating a transaction and recording it in the accounts. The journal holds a complete
record of transactions and thus provides a means for posting to accounts. There are two primary types of
journals: special journals and general journals.
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FIGURE

2-4 A TURNAROUND DOCUMENT
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SPECIAL JOURNALS. Special journals are used to record specific classes of transactions that occur in
high volume. Such transactions can be grouped together in a special journal and processed more effi-
ciently than a general journal permits. Figure 2-6 shows a special journal for recording sales transactions.

As you can see, the sales journal provides a specialized format for recording only sales transactions.
At the end of the processing period (month, week, or day), a clerk posts the amounts in the columns to
the ledger accounts indicated (see the discussion of ledgers in this chapter). For example, the total sales
will be posted to account number 401. Most organizations use several other special journals, including
the cash receipts journal, cash disbursements journal, purchases journal, and the payroll journal.

FIGURE
2.5 SALES ORDER RECORDED IN SALES JOURNAL
Economic Event Capture Event Record Event
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FIGURE

2.6 SALES JOURNAL
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Date Customer Invoice ||~ Acct. || Post Credit
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REGISTER. The term register is often used to denote certain types of special journals. For example,
the payroll journal is often called the payroll register. We also use the term register, however, to denote a
log. For example, a receiving register is a log of all receipts of raw materials or merchandise ordered from
vendors. Similarly, a shipping register is a log that records all shipments to customers.

GENERAL JOURNALS. Firms use the general journal to record nonrecurring, infrequent, and dissimi-
lar transactions. For example, we usually record periodic depreciation and closing entries in the general
journal. Figure 2-7 shows one page from a general journal. Note that the columns are nonspecific, allow-
ing any type of transaction to be recorded. The entries are recorded chronologically.

As a practical matter, most organizations have replaced their general journal with a journal voucher system.
A journal voucher is actually a special source document that contains a single journal entry specifying the gen-
eral ledger accounts that are affected. Journal vouchers are used to record summaries of routine transactions,
nonroutine transactions, adjusting entries, and closing entries. The total of journal vouchers processed is equiva-
lent to the general journal. Subsequent chapters discuss the use of this technique in transaction processing.

Ledgers

A ledger is a book of accounts that reflects the financial effects of the firm’s transactions after they are
posted from the various journals. Whereas journals show the chronological effect of business activity,
ledgers show activity by account type. A ledger indicates the increases, decreases, and current balance of
each account. Organizations use this information to prepare financial statements, support daily operations,
and prepare internal reports. Figure 2-8 shows the flow of financial information from the source docu-
ments to the journal and into the ledgers.

There are two basic types of ledgers: (1) general ledgers, which contain the firm’s account information
in the form of highly summarized control accounts, and (2) subsidiary ledgers, which contain the details
of the individual accounts that constitute a particular control account.

1 Not all control accounts in the general ledger have corresponding subsidiary accounts. Accounts such as sales and cash typically
have no supporting details in the form of a subsidiary ledger.
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GENERAL JOURNAL
GENERAL JOURNAL PAGE
DATE DESCRIPTION FosT DEBIT CREDIT
1 || Sept. 7, 2009 Depreciation Enpense 520 slololo 1
2 Aecumulated Depreciation 270 slolofo 2
3 3
4 || Sept. 2 2009 Insurance Enpente 525 72|00 4
5 Prepaid Insurance 180 712lofo 5
6 6
7 || Sept. 3, 2009 Cash 707 7 |71olofo 7
8 Capital Stock 370 7|7|o|o]o 8
9 9
10 10
11 11
12 12

GENERAL LEDGERS. The general ledger (GL) summarizes the activity for each of the organization’s
accounts. The general ledger department updates these records from journal vouchers prepared from spe-
cial journals and other sources located throughout the organization. The general ledger presented in Fig-
ure 2-9 shows the beginning balances, the changes, and the ending balances as of a particular date for
several different accounts.

The general ledger provides a single value for each control account, such as accounts payable,
accounts receivable, and inventory. This highly summarized information is sufficient for financial

FIGURE

2-8 FLow OF INFORMATION FROM THE ECONOMIC EVENT TO THE GENERAL LEDGER
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FIGURE

2.9 GENERAL LEDGER

Cath ACCOUNT NO. /07
BALANCE
DATE ITEM POST. DEBIT CREDIT
REF. DEBIT CREDIT
gepz 70 Sy 33100 33|00
75 Sr 6181215 7 |0|712]15
Oct. 3 Sr #loloo 74171215
70 19,54 21800 7713|216
Alecounts Receivalle ACCOUNT NO. 702
BALANCE
DATE ITEM POST. DEBIT CREDIT
REF. DEBIT CREDIT
Sept | 1 S7 7|#lolo 7|4[olo
5 Sy 216|015 #101015
75 CR7 7161510 2131515
Aecounts Paabl ACCOUNT NO. 207
BALANCE
DATE ITEM P%SFT- DEBIT CREDIT
- DEBIT CREDIT
Sept. | 7 pr 2 |o|5|0]0 210|5|0|0
70 C»7 2|5(0|0 7717100

reporting, but it is not useful for supporting daily business operations. For example, for financial reporting
purposes, the firm’s total accounts receivable value must be presented as a single figure in the balance
sheet. This value is obtained from the accounts receivable control account in the general ledger. To
actually collect the cash this asset represents, however, the firm must have certain detailed information
about the customers that this summary figure does not provide. It must know which customers owe
money, how much each customer owes, when the customer last made payment, when the next payment is
due, and so on. The accounts receivable subsidiary ledger contains these essential details.
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FIGURE

2-9 GENERAL LEDGER (continued)

Purchases ACCOUNT NO. 502
BALANCE
DATE ITEM POST. DEBIT CREDIT
REF. DEBIT CREDIT
Sept. | 7 P1 2|o|5|0|0 2|0|5|0l0

SUBSIDIARY LEDGERS. Subsidiary ledgers are kept in various accounting departments of the firm,
including inventory, accounts payable, payroll, and accounts receivable. This separation provides better
control and support of operations. Figure 2-10 illustrates that the total of account balances in a subsidi-
ary ledger should equal the balance in the corresponding general ledger control account. Thus, in addi-
tion to providing financial statement information, the general ledger is a mechanism for verifying the
overall accuracy of accounting data that separate accounting departments have processed. Any event
incorrectly recorded in a journal or subsidiary ledger will cause an out-of-balance condition that should
be detected during the general ledger update. By periodically reconciling summary balances from sub-
sidiary accounts, journals, and control accounts, the completeness and accuracy of transaction process-
ing can be formally assessed.

THE AUDIT TRAIL

The accounting records described previously provide an audit trail for tracing transactions from source
documents to the financial statements. Of the many purposes of the audit trail, most important to accoun-
tants is the year-end audit. Although the study of financial auditing falls outside the scope of this text, the
following thumbnail sketch of the audit process will demonstrate the importance of the audit trail.

The external auditor periodically evaluates the financial statements of publicly held business organiza-
tions on behalf of its stockholders and other interested parties. The auditor’s responsibility involves, in
part, the review of selected accounts and transactions to determine their validity, accuracy, and complete-
ness. Let’s assume an auditor wishes to verify the accuracy of a client’s AR as published in its annual fi-
nancial statements. The auditor can trace the AR figure on the balance sheet to the general ledger AR
control account. This balance can then be reconciled with the total for the accounts receivable subsidiary
ledger. Rather than examining every transaction that affected the AR account, the auditor will use a sam-
pling technique to examine a representative subset of transactions. Following this approach, the auditor
can select a number of accounts from the AR subsidiary ledger and trace these back to the sales journal.
From the sales journal, the auditor can identify the specific source documents that initiated the transac-
tions and pull them from the files to verify their validity and accuracy.

The audit of AR often includes a procedure called confirmation. This involves contacting selected
customers to determine if the transactions recorded in the accounts actually took place and that cus-
tomers agree with the recorded balance. Information contained in source documents and subsidiary
accounts enables the auditor to identify and locate customers chosen for confirmation. The results from
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FIGURE

2-10 RELATIONSHIP BETWEEN THE SUBSIDIARY LEDGER AND THE GENERAL LEDGER
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reconciling the AR subsidiary ledger with the control account and from confirming customers’
accounts help the auditor form an opinion about the accuracy of accounts receivable as reported on the
balance sheet. The auditor performs similar tests on all of the client firm’s major accounts and transac-
tions to arrive at an overall opinion about the fair presentation of the financial statement. The audit
trail plays an important role in this process.

COMPUTER-BASED SYSTEMS
Types of Files

Audit trails in computer-based systems are less observable than in traditional manual systems, but they
still exist. Accounting records in computer-based systems are represented by four different types of mag-
netic files: master files, transaction files, reference files, and archive files. Figure 2-11 illustrates the rela-
tionship of these files in forming an audit trail.

MASTER FILE. A master file generally contains account data. The general ledger and subsidiary ledg-
ers are examples of master files. Data values in master files are updated from transactions.
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ACCOUNTING RECORDS IN A COMPUTER-BASED SYSTEM
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TRANSACTION FILE. A transaction file is a temporary file of transaction records used to change
or update data in a master file. Sales orders, inventory receipts, and cash receipts are examples of transac-
tion files.

REFERENCE FILE. A reference file stores data that are used as standards for processing transactions.
For example, the payroll program may refer to a tax table to calculate the proper amount of withholding
taxes for payroll transactions. Other reference files include price lists used for preparing customer in-
voices, lists of authorized suppliers, employee rosters, and customer credit files for approving credit sales.
The reference file in Figure 2-11 is a credit file.

ARCHIVE FILE. An archive file contains records of past transactions that are retained for future refer-
ence. These transactions form an important part of the audit trail. Archive files include journals, prior-
period payroll information, lists of former employees, records of accounts written off, and prior-period
ledgers.
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The Digital Audit Trail

Let’s walk through the system represented in Figure 2-11 to illustrate how computer files provide an audit
trail. We begin with the capture of the economic event. In this example, sales are recorded manually on
source documents, just as in the manual system. The next step in this process is to convert the source
documents to digital form. This is done in the data-input stage, when the transactions are edited and a
transaction file of sales orders is produced. Some computer systems do not use physical source docu-
ments. Instead, transactions are captured directly on digital media.

The next step is to update the various master file subsidiary and control accounts that the transaction
affects. During the update procedure, additional editing of transactions takes place. Some transactions
may prove to be in error or invalid for such reasons as incorrect account numbers, insufficient quantities
on hand, or customer credit problems. In this example, the system determines the available credit for each
customer from the credit file before processing the sale. Any records that are rejected for credit problems
are transferred to the error file. The remaining good records are used to update the master files. Only these
transactions are added to the archive file that serves as the sales journal. By copying the valid transactions
to the journal, the original transaction file is not needed for audit trail purposes. This file can now be
erased (scratched) in preparation for the next batch of sales orders.

Like the paper trail, this digital audit trail allows transaction tracing. Again, an auditor attempting to
evaluate the accuracy of the AR figure published in the balance sheet could do so via the following steps,
which are identified in Figure 2-11.

1. Compare the accounts receivable balance in the balance sheet with the master file AR control account
balance.

2. Reconcile the AR control figure with the AR subsidiary account total.

3. Select a sample of update entries made to accounts in the AR subsidiary ledger and trace these to
transactions in the sales journal (archive file).

4. From these journal entries, identify specific source documents that can be pulled from their files and
verified. If necessary, the auditor can confirm the accuracy and propriety of these source documents
by contacting the customers in question.

Documentation Techniques

The old saying that a picture is worth a thousand words is very applicable when it comes to documenting
systems. A written description of a system can be wordy and difficult to follow. Experience has shown
that a visual image can convey vital system information more effectively and efficiently than words.
Accountants use system documentation routinely, as both systems designers and auditors, The ability to
document systems in graphic form is thus an important skill for accountants to master. Five basic docu-
mentation techniques are introduced in this section: data flow diagrams, entity relationship diagrams, sys-
tem flowcharts, program flowcharts, and record layout diagrams.

DATA FLOW DIAGRAMS AND ENTITY RELATIONSHIP DIAGRAMS

Two commonly used systems design and documentation techniques are the entity relationship diagram
and the data flow diagram. This section introduces the principal features of these techniques, illustrates
their use, and shows how they are related.

Data Flow Diagrams

The data flow diagram (DFD) uses symbols to represent the entities, processes, data flows, and data
stores that pertain to a system. Figure 2-12 presents the symbol set most commonly used. DFDs are used
to represent systems at different levels of detail from very general to highly detailed. In Chapter 14, we
will study the construction of multilevel DFDs. At this point, a single-level DFD is sufficient to demon-
strate its use as a documentation tool. We see an example of this in Figure 2-13.

Entities in a DFD are external objects at the boundary of the system being modeled. They represent
sources of and destinations for data. Entities may be other interacting systems or functions, or they may
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FIGURE

2-12 DATA FLow DIAGRAM SYMBOL SET

Process
Description

Data Store
Name

——

be external to the organization. Entities should always be labeled as nouns on a DFD, such as customer
or supplier. Data stores represent the accounting records used in each process, and labeled arrows repre-
sent the data flows between processes, data stores, and entities.

Processes in the DFD should be labeled with a descriptive verb such as Ship Goods, Update Records,
or Receive Customer Order. Process objects should not be represented as nouns like Warehouse, AR
Dept., or Sales Dept. The labeled arrows connecting the process objects represent flows of data such as
Sales Order, Invoice, or Shipping Notice. Each data flow label should be unique—the same label should
not be attached to two different flow lines in the same DFD. When data flow into a process and out again
(to another process), they have, in some way, been changed. This is true even if the data have not been
physically altered. For example, consider the Approve Sales process in Figure 2-13, where Sales Order is
examined for completeness before being processed further. It flows into the process as Sales Order and
out of it as Approved Sales Order.

Systems analysts use DFDs extensively to represent the logical elements of the system. This technique
does not, however, depict the physical system. In other words, DFDs show what logical tasks are being
done, but not how they are done or who (or what) is performing them. For example, the DFD does not
show whether the sales approval process is separated physically from the billing process in compliance
with internal control objectives.

Entity Relationship Diagrams

An entity relationship (ER) diagram is a documentation technique used to represent the relationship
between entities. Entities are physical resources (automobiles, cash, or inventory), events (ordering
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FIGURE

2-13 DATA FLow DIAGRAM OF SALES ORDER PROCESSING SYSTEM
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inventory, receiving cash, shipping goods), and agents (salesperson, customer, or vendor) about which
the organization wishes to capture data. One common use for ER diagrams is to model an organization’s
database, which we examine in detail in Chapter 9.

Figure 2-14 shows the symbol set used in an ER diagram. The square symbol represents entities in the
system. The labeled connecting line represents the nature of the relationship between two entities. The
degree of the relationship, called cardinality, is the numeric mapping between entity instances. A rela-
tionship can be one-to-one (1:1), one-to-many (1:M), or many-to-many (M:M).? If we think of entities in
the ER diagram as files of records, cardinality is the maximum number of records in one file that are
related to a single record in the other file and vice versa.

Cardinality reflects normal business rules as well as organizational policy. For instance, the 1:1 cardi-
nality in the first example in Figure 2-14 suggests that each salesperson in the organization is assigned
one automobile. If instead the organization’s policy were to assign a single automobile to one or more
salespersons who share it, this policy would be reflected by a 1:M relationship. Similarly, the M:M

2 We will study variants of these three basic cardinalities in Chapter 9 when we examine data modeling in greater detail. At that time
a more precise documentation technique for representing cardinality called crow’s foot notation will be introduced.
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FIGURE

2-14 ENTITY RELATIONSHIP DIAGRAM SYMBOLS
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relationship between vendor and inventory in Figure 2-14 implies that the organization buys the same
type of products from one or more vendors. A company policy to buy particular items from a single ven-
dor would be reflected by a 1:M cardinality.

System designers identify entities and prepare a model of them, similar to the one presented in Figure
2-15. This data model is the blueprint for what ultimately will become the physical database. The data
model presented in our example is not, however, sufficiently refined to be the plan for a workable data-
base. Constructing a realistic data model is an advanced topic that involves understanding and applying
techniques and rules that are beyond the scope of this chapter. We revisit this topic in Chapter 9, where it
will be treated in sufficient detail to model and design a practical database.

Relationship between ER Diagrams and Data Flow Diagrams

DFDs and ER diagrams depict different aspects of the same system, but they are related and can be recon-
ciled. A DFD is a model of system processes, and the ER diagram models the data used in or affected by

FIGURE

2-15 DATA MODEL

Sales ! Assigned Shipping
Order Log
Credit 1 Places Customer

Record AR Record




CHAPTER 2 Introduction to Transaction Processing

the system. The two diagrams are related through data; each data store in the DFD represents a corre-
sponding data entity in the ER diagram. Figure 2-15 presents the ER diagram for the DFD in Figure 2-13.

SYSTEM FLOWCHARTS

A system flowchart is the graphical representation of the physical relationships among key elements of a
system. These elements may include organizational departments, manual activities, computer programs,
hard-copy accounting records (documents, journals, ledgers, and files), and digital records (reference
files, transaction files, archive files, and master files).? System flowcharts also describe the type of com-
puter media being employed in the system, such as magnetic tape, magnetic disks, and terminals.

The flowcharting examples in the following sections illustrate techniques for representing both manual
and computer-based accounting processes. We begin by documenting manual procedures. We will add
computer elements to the system later.

Flowcharting Manual Activities

To demonstrate the flowcharting of manual activities, let’s assume that an auditor needs to flowchart a
sales order system to evaluate its internal controls and procedures. The auditor will begin by interviewing
individuals involved in the sales order process to determine what they do. This information will be cap-
tured in a set of written facts similar to those below. Keep in mind that the purpose here is to demonstrate
flowcharting. Thus, for clarity, the system facts are intentionally simplistic.

1. A clerk in the sales department receives a hard-copy customer order by mail and manually prepares
four hard copies of a sales order.

2. The clerk sends Copy 1 of the sales order to the credit department for approval. The other three cop-
ies and the original customer order are filed temporarily, pending credit approval.

3. The credit department clerk validates the customer’s order against hard-copy credit records kept in
the credit department. The clerk signs Copy 1 to signify approval and returns it to the sales clerk.

4. When the sales clerk receives credit approval, he or she files Copy 1 and the customer order in the
department. The clerk sends Copy 2 to the warehouse and Copies 3 and 4 to the shipping department.

5. The warehouse clerk picks the products from the shelves, records the transfer in the hard-copy stock
records, and sends the products and Copy 2 to the shipping department.

6. The shipping department receives Copy 2 and the goods from the warehouse, attaches Copy 2 as a
packing slip, and ships the goods to the customer. Finally, the clerk files Copies 3 and 4 in the ship-
ping department.

Based on these facts, the auditor can create a flowchart of this partial system. It is important to note
that flowcharting is as much an art form as it is a technical skill, giving the flowchart author a great deal
of license. Nevertheless, the primary objective should be to provide an unambiguous description of the
system. With this in mind, certain rules and conventions need to be observed:

1. The flowchart should be labeled to clearly identify the system that it represents.

The correct symbols should be used to represent the various entities in the system.

All symbols on the flowchart should be labeled.

Lines should have arrowheads to clearly show the process flow and sequence of events.

whkwbe

If complex processes need additional explanation for clarity, a text description should be included on
the flowchart or in an attached document referenced by the flowchart.

3 This terminology is a slight departure from the accounting convention that I have followed in earlier editions of this text in which a
distinction is drawn between document flowcharts and system flowcharts. The term document flowchart was coined at a time
when systems that exclusively employed manual recording and posting activities, and paper (hard copy) documents, journals, and
ledgers were commonplace. Today, few functional systems fall into this category; even basic modern accounting systems
incorporate both manual and computer operations. Apart from being obsolete, I have found that the term document flowchart can
be misleading for students attempting to master flowcharting. Therefore, in this text we will use the term system flowchart or
simply flowchart for representing the physical accounting system, whether it is manual, computer-based, or has elements of both.
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LAY OUT THE PHYSICAL AREAS OF ACTIVITY. Remember that a flowchart reflects the physi-
cal system, which is represented as vertical columns of events and actions separated by lines of demarca-
tion. Generally, each of these areas of activity is a separate column with a heading. From the written
system facts, we see that there are four distinct areas of activity: sales department, credit department,
warehouse, and shipping department. The first step in preparing the flowchart is to lay out these areas of
activity and label each of them. This step is illustrated in Figure 2-16.

TRANSCRIBE THE WRITTEN FACTS INTO VISUAL FORMAT. At this point we are ready to
start visually representing the system facts. The symbols used for this purpose will be selected from the
set presented in Figure 2-17. We begin with the first stated fact:

1. A clerk in the sales department receives a hard-copy customer order by mail and manually prepares
four hard copies of a sales order.

Figure 2-18 illustrates how this fact could be represented. The customer is the source of the order, but
is not part of the system. The oval object is typically used to convey a data source or destination that is
separate from the system being flowcharted. The document symbol entering the sales department signifies

FIGURE
2-16 FLOWCHART SHOWING AREAS OF ACTIVITY
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FIGURE

2-17 SYMBOL SET FOR REPRESENTING MANUAL PROCEDURES

Terminal showing source
or destination of documents

Calculated batch total
and reports

Off-page
connector

|;| Source document or report Q On-page connector
U Manual operation U

File for storing source
documents and

Description of process or
reports —

comments
Accounting records
(journals, registers,
logs, ledgers) —_— Document flowline

FIGURE
2-18 FLOWCHART SHOWING STATED FACT | TRANSLATED INTO VISUAL SYMBOLS
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the hard-copy customer order and is labeled accordingly. The bucket-shaped symbol represents a manual
process. In this case, the clerk in the sales department prepares four copies of the sales order. Notice that
the clerk’s task, not the clerk, is depicted. The arrows between the objects show the direction of flow and
the sequence of events.

By transcribing each fact in this way, we systematically construct a flowchart. See how the second and
third facts restated below add to the flowchart in Figure 2-19.

2. The clerk sends Copy 1 of the sales order to the credit department for approval. The other three copies
and the original customer order are filed temporarily, pending credit approval.

3. The credit department clerk validates the customer’s order against hard-copy credit records kept in
the credit department. The clerk signs Copy 1 to signify approval and returns it to the sales clerk.

Two new symbols are introduced in this figure. First, the upside-down triangle symbol represents the
temporary file mentioned in Fact 2. This is a physical file of paper documents such as a drawer in a filing
cabinet or desk. Such files are typically arranged according to a specified order. To signify the filing sys-
tem used, the file symbol will usually contain an “N” for numeric (invoice number), “C” for chronologi-
cal (date), or “A” for alphabetic order (customer name). Secondly, the parallelogram shape represents the
credit records mentioned in Fact 3. This symbol is used to depict many types of hard-copy accounting
records, such as journals, subsidiary ledgers, general ledgers, and shipping logs.

FIGURE FLOWCHART SHOWING STATED FACTS |, 2, AND 3 TRANSLATED INTO VISUAL SYMBOLS
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Having laid these foundations, let’s now complete the flowchart by depicting the remaining facts.

4. When the sales clerk receives credit approval, he or she files Copy 1 and the customer order in the
department. The clerk sends Copy 2 to the warehouse and Copies 3 and 4 to the shipping department.

5. The warehouse clerk picks the products from the shelves, records the transfer in the hard-copy stock
records, and sends the products and Copy 2 to the shipping department.

6. The shipping department receives Copy 2 and the goods from the warehouse, attaches Copy 2 as a
packing slip, and ships the goods to the customer. Finally, the clerk files Copies 3 and 4 in the ship-
ping department.

The completed flowchart is presented in Figure 2-20. Notice the circular symbol labeled “A.” This is
an on-page connector used to replace flow lines that otherwise would cause excessive clutter on the page.
In this instance, the connector replaces the lines that signify the movement of Copies 3 and 4 from the
sales department to the shipping department. Lines should be used whenever possible to promote clarity.
Restricted use of connectors, however, can improve the readability of the flowchart.

FIGURE
2-20 FLOWCHART SHOWING ALL STATED FACTS TRANSLATED INTO VISUAL SYMBOLS
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Notice also that the physical products or goods mentioned in Facts 4 and 5 are not shown on the flow-
chart. The document (Copy 2) that accompanies and controls the goods, however, is shown. Typically, a
system flowchart shows only the flow of documents, not physical assets.

Finally, for visual clarity, system flowcharts show the processing of a single transaction only. You
should keep in mind, however, that transactions usually pass through manual procedures in batches
(groups). Before exploring documentation techniques further, we need to examine some important issues
related to batch processing.

Batch Processing

Batch processing permits the efficient management of a large volume of transactions. A batch is a group
of similar transactions (such as sales orders) that are accumulated over time and then processed together.
Batch processing offers two general advantages. First, organizations improve operational efficiency by
grouping together large numbers of transactions into batches and processing them as a unit of work rather
than processing each event separately.

Second, batch processing provides control over the transaction process. The accuracy of the process is
established by periodically reconciling the batch against the control figure. For example, assume that the
total value of a batch of sales orders is $100,000. This number is recorded when the batch is first
assembled and then recalculated at various points during its processing. If an error occurs during process-
ing (for example, a sales order is lost), then the recalculated batch total will not equal the original batch
total and the problem will be detected.

Both of these advantages have implications for designing batch systems. The first is that economies are
derived by making transaction batches large as possible. The average transaction cost is thus reduced when
the processing fixed cost associated with the batch is allocated across a large number of transactions.

The second implication is that finding an error in a very large batch may prove difficult. When a batch
is small, error identification is much easier. In designing a batch system, the accountant should seek a bal-
ance between the economic advantage of large batches and the troubleshooting advantage of small
batches. There is no magic number for the size of a batch. This decision is based on a number of opera-
tional, business, and economic factors. Among these are the volume of transactions, the competitiveness
of the industry, the normal frequency of errors, the financial implications of an undetected error, and the
costs of processing. Depending on these factors, a system might be designed to process many small
batches throughout the day or an entire day’s activity as a single batch.

Flowcharting Computer Processes

We now examine flowcharting techniques to represent a system that employs both manual and computer
processes. The symbol set used to construct this system flowchart will come from both Figure 2-17 and
Figure 2-21. Again, our example is based on a sales order system with the following facts:

1. A clerk in the sales department receives a customer order by mail and enters the information into a
computer terminal that is networked to a centralized computer program in the computer operations
department. The original customer order is filed in the sales department.

Facts 2, 3, and 4 relate to activities that occur in the computer operations department.

2. A computer program edits the transactions, checks the customers’ credit by referencing a credit his-
tory file, and produces a transaction file of sales orders.

3. The sales order transaction file is then processed by an update program that posts the transactions
to corresponding records in AR and inventory files.

4. Finally, the update program produces three hard copies of the sales order. Copy 1 is sent to the
warehouse, and Copies 2 and 3 are sent to the shipping department.

5. Onreceipt of Copy 1, the warehouse clerk picks the products from the shelves. Using Copy I and the ware-
house personal computer (PC), the clerk records the inventory transfer in the digital stock records that are
kept on the PC. Next, the clerk sends the physical inventory and Copy 1 to the shipping department.

6. The shipping department receives Copy 1 and the goods from the warehouse. The clerk reconciles
the goods with Copies 1, 2, and 3 and attaches Copy 1 as a packing slip. Next, the clerk ships the
goods (with Copy 1 attached) to the customer. Finally, the clerk records the shipment in the hard-
copy shipping log and files Copies 2 and 3 in the shipping department.
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FIGURE

221 SYMBOL SET FOR REPRESENTING COMPUTER PROCESSES
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LAY OUT THE PHYSICAL AREAS OF ACTIVITY. The flowcharting process begins by creating a
template that depicts the areas of activity similar to the one shown in Figure 2-16. The only differences in
this case are that this system has a computer operations department but does not have a credit department.

TRANSCRIBE THE WRITTEN FACTS INTO VISUAL FORMAT. As with the manual system
example, the next step is to systematically transcribe the written facts into visual objects. Figure 2-22
illustrates how Facts 1, 2, and 3 translate visually.

The customer, customer order, and file symbols in this flowchart are the same as in the previous exam-
ple. The sales clerk’s activity, however, is now automated, and the manual process symbol has been
replaced with a computer terminal symbol. Also, because this is a data-input operation, the arrowhead on
the flowchart line points in the direction of the edit and credit check program. If the terminal was also
used to receive output (the facts do not specify such an operation), arrowheads would be on both ends of
the line.

Recall that the emphasis in flowcharting is on the physical system. For example, the terminal used by
the sales clerk to enter customer orders is physically located in the sales department, but the programs that
process the transactions and the files that it uses and updates are stored in a separate computer operations
department.

Notice how the flow line points from the credit history file to the edit program. This indicates that the
file is read (referenced) but not changed (updated) by the program. In contrast, the interactions between
the update program and the AR and inventory files are in the opposite direction. The relevant records in
these files have been changed to reflect the transactions. The logic of a file update is explained later in the
chapter.

Let’s now translate the remaining facts into visual symbols. Fact 4 states that the update program pro-
duces three hard-copy documents in the computer operations department, which are then distributed to
the warehouse and shipping departments. The translation of this fact is illustrated in Figure 2-23.

Fact 5 states that the warehouse clerk updates the stock records on the department PC and then sends
the physical inventory and Copy 1 to the shipping department. Notice on Figure 2-23 how this computer
activity is represented. The warehouse PC is a stand-alone computer system that is not networked into the
computer operations department like the terminal in the sales department. The PC, the stock record update
program, and the stock records themselves are all physically located in the warehouse. As with manual
procedures, when documenting computer operations the flowchart author must accurately represent the
physical arrangement of the system components. As we will see in later chapters, the physical arrange-
ment of system components (both manual and computer) often plays an important role in the auditor’s
assessment of internal control.
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FlEURE FLOWCHART SHOWING THE TRANSLATION OF FACTS |, 2, AND 3 INTO VISUAL SYMBOLS
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Finally, Fact 6 describes how the shipping department clerk reconciles the goods with the supporting
documents, sends the goods and the packing slip to the customer, updates the shipping log, and files two
copies of the sales order. This is entirely a manual operation, as evidenced by the symbols in Figure 2-23.
Note that the shipping log uses the same symbol that is used for representing journals and ledgers.

PROGRAM FLOWCHARTS

The system flowchart in Figure 2-23 shows the relationship between computer programs, the files they
use, and the outputs they produce. This high level of documentation, however, does not provide the
operational details that are sometimes needed. For example, an auditor wishing to assess the correctness
of the edit program’s logic cannot do so from the system flowchart. This requires a program flowchart.
The symbol set used for program flowcharts is presented in Figure 2-24.

Every program represented in a system flowchart should have a supporting program flowchart that
describes its logic. Figure 2-25 presents the logic of the edit program shown in Figure 2-26. A separate
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FLOWCHART SHOWING ALL FACTS TRANSLATED INTO VISUAL SYMBOLS
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symbol represents each step of the program’s logic, and each symbol represents one or more lines of com-
puter program code. The connector lines between the symbols establish the logical order of execution.
Tracing the flowchart downward from the start symbol, we see that the program performs the following
logical steps in the order listed:

1. The program retrieves a single record from the unedited transaction file and stores it in memory.

2. The first logical test is to see if the program has reached the end-of-file (EOF) condition for the transac-
tion file. Most file structures use a special record or marker to indicate an EOF condition. When EOF is
reached, the edit program will terminate and the next program in the system (in this case, the update
program) will be executed. As long as there is a record in the unedited transaction file, the result of the
EOF test will be “no” and process control is passed to the next logical step in the edit program.

3. Processing involves a series of tests to identify certain clerical and logical errors. Each test, repre-
sented by a decision symbol, evaluates the presence or absence of a condition. For example, an edit
test could be to detect the presence of alphabetic data in a field that should contain only numeric data.
We examine specific edit and validation tests in Chapter 17.
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FIGURE

2-24 PROGRAM FLOWCHART SYMBOLS
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4. Error-free records are sent to the edited transaction file.
5. Records containing errors are sent to the error file.
6. The program loops back to Step 1, and the process is repeated until the EOF condition is reached.

FIGURE

2-25 PROGRAM FLOWCHART FOR EDIT PROGRAM
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FIGURE

2-26 SYSTEM FLOWCHART
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Accountants sometimes use program flowcharts to verify the correctness of program logic. They com-
pare flowcharts to the actual program code to determine whether the program is actually doing what the
documentation describes. Program flowcharts provide essential details for conducting information tech-
nology audits, which we examine in Chapters 15, 16, and 17.

RECORD LAYOUT DIAGRAMS

Record layout diagrams are used to reveal the internal structure of the records that constitute a file or
database table. The layout diagram usually shows the name, data type, and length of each attribute (or
field) in the record. Detailed data structure information is needed for such tasks as identifying certain
types of system failures, analyzing error reports, and designing tests of computer logic for debugging and
auditing purposes. A simpler form of record layout, shown in Figure 2-27, suits our purposes best. This
type of layout shows the content of a record. Each data attribute and key field is shown in terms of its
name and relative location.

Computer-Based Accounting Systems

The final section in this chapter examines alternative computer-based transaction processing models.
Computer-based accounting systems fall into two broad classes: batch systems and real-time systems. A
number of alternative configurations exist within each of these classes. Systems designers base their
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FIGURE

2-27 RecoRD LAYOUT DIAGRAM FOR CUSTOMER FILE
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configuration choices on a variety of considerations. Table 2-1 summarizes some of the distinguishing
characteristics of batch and real-time processing that feature prominently in these decisions.

DIFFERENCES BETWEEN BATCH AND REAL-TIME SYSTEMS
Information Time Frame

Batch systems assemble transactions into groups for processing. Under this approach, there is always a
time lag between the point at which an economic event occurs and the point at which it is reflected in the
firm’s accounts. The amount of lag depends on the frequency of batch processing. Time lags can range
from minutes to weeks. Payroll processing is an example of a typical batch system. The economic
events—the application of employee labor—occur continuously throughout the pay period. At the end of
the period, the paychecks for all employees are prepared together as a batch.

Real-time systems process transactions individually at the moment the event occurs. Because records
are not grouped into batches, there are no time lags between occurrence and recording. An example of
real-time processing is an airline reservations system, which processes requests for services from one
traveler at a time while he or she waits.

Resources

Generally, batch systems demand fewer organizational resources (such as programming costs, computer
time, and user training) than real-time systems. For example, batch systems can use sequential files stored
on magnetic tape. Real-time systems use direct access files that require more expensive storage devices,
such as magnetic disks. In practice, however, these cost differentials are disappearing. As a result, busi-
ness organizations typically use magnetic disks for both batch and real-time processing.

The most significant resource differentials are in the areas of systems development (programming)
and computer operations. As batch systems are generally simpler than their real-time counterparts, they

TABLE CHARACTERISTIC DIFFERENCES BETWEEN BATCH AND REAL-TIME PROCESSING
2-1
Data Processing Methods

Distinguishing Feature Batch Real-Time

Information time frame ~ Lag exists between time when the economic event  Processing takes place when the economic event
occurs and when it is recorded. oceurs.

Resources Generally, fewer resources (e.g., hardware, More resources are required than for batch
programming, training) are required. processing.

Operational efficiency Certain records are processed after the event to All records pertaining to the event are processed
avoid operational delays. immediately.
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tend to have shorter development periods and are easier for programmers to maintain. On the other hand,
as much as 50 percent of the total programming costs for real-time systems are incurred in designing the
user interfaces. Real-time systems must be friendly, forgiving, and easy to work with. Pop-up menus,
online tutorials, and special help features require additional programming and add greatly to the cost of
the system.

Finally, real-time systems require dedicated processing capacity. Real-time systems must deal with
transactions as they occur. Some types of systems must be available 24 hours a day whether they are
being used or not. The computer capacity dedicated to such systems cannot be used for other purposes.
Thus, implementing a real-time system may require either the purchase of a dedicated computer or an
investment in additional computer capacity. In contrast, batch systems use computer capacity only when
the program is being run. When the batch job completes processing, the freed capacity can be reallocated
to other applications.

Operational Efficiency

Real-time processing in systems that handle large volumes of transactions each day can create operational
inefficiencies. A single transaction may affect several different accounts. Some of these accounts, how-
ever, may not need to be updated in real time. In fact, the task of doing so takes time that, when multi-
plied by hundreds or thousands of transactions, can cause significant processing delays. Batch processing
of noncritical accounts, however, improves operational efficiency by eliminating unnecessary activities at
critical points in the process. This is illustrated with an example later in the chapter.

Efficiency Versus Effectiveness

In selecting a data processing mode, the designer must consider the trade-off between efficiency and effec-
tiveness. For example, users of an airline reservations system cannot wait until 100 passengers (an efficient
batch size) assemble in the travel agent’s office before their transactions are processed. When immediate
access to current information is critical to the user’s needs, real-time processing is the logical choice. When
time lags in information have no detrimental effects on the user’s performance and operational efficiencies
can be achieved by processing data in batches, batch processing is probably the superior choice.

ALTERNATIVE DATA PROCESSING APPROACHES

Legacy Systems Versus Modern Systems

Not all modern organizations use entirely modern information systems. Some firms employ legacy
systems for certain aspects of their data processing. When legacy systems are used to process financially
significant transactions, auditors need to know how to evaluate and test them. We saw in Chapter 1 that
legacy systems tend to have the following distinguishing features: they are mainframe-based applications;
they tend to be batch oriented; early legacy systems use flat files for data storage, but hierarchical and
network databases are often associated with later-era legacy systems. These highly structured and inflexi-
ble storage systems promote a single-user environment that discourages information integration within
business organizations.

Modern systems tend to be client-server (network)-based and process transactions in real time. Although
this is the trend in most organizations, please note that many modern systems are mainframe-based and use
batch processing. Unlike their predecessors, modern systems store transactions and master files in relational
database tables. A major advantage of database storage is the degree of process integration and data sharing
that can be achieved.

Although legacy system configurations no longer constitute the defining features of accounting infor-
mation systems (AIS), they are still of marginal importance to accountants. Therefore, for those who seek
further understanding of legacy system issues, detailed material on transaction processing techniques
using flat-file structures is provided in Section B of the Appendix to this chapter.

The remainder of the chapter focuses on modern system technologies used for processing accounting
transactions. Some systems employ a combination of batch and real-time processing, while others are
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purely real-time systems. In several chapters that follow, we will examine how these approaches are con-
figured to support specific functions such as sales order processing, purchasing, and payroll.

Updating Master Files from Transactions

Whether batch or real-time processing is being used, updating a master file record involves changing the
value of one or more of its variable fields to reflect the effects of a transaction. Figure 2-28 presents
record structures for a sales order transaction file and two associated master files, AR and inventory. The
primary key (PK)—the unique identifier—for the inventory file is INVENTORY NUMBER. The pri-
mary key for AR is ACCOUNT NUMBER. Notice that the record structure for the sales order file con-
tains a primary key (SALES ORDER NUMBER) and two secondary key (SK) fields, ACCOUNT
NUMBER and INVENTORY NUMBER. These secondary keys are used for locating the corresponding
records in the master files. To simplify the example, we assume that each sale is for a single item of in-
ventory. Chapter 9 examines database structures in detail wherein we study the database complexities
associated with more realistic business transactions.
The update procedure in this example involves the following steps:

1. A sales order record is read by the system.
2. ACCOUNT NUMBER is used to search the AR master file and retrieve the corresponding AR record.

3. The AR update procedure calculates the new customer balance by adding the value stored in the
INVOICE AMOUNT field of the sales order record to the CURRENT BALANCE field value in the
AR master record.

4. Next, INVENTORY NUMBER is used to search for the corresponding record in the inventory mas-
ter file.

5. The inventory update program reduces inventory levels by deducting the QUANTITY SOLD value
in a transaction record from the QUANTITY ON HAND field value in the inventory record.

6. A new sales order record is read, and the process is repeated.

FIGURE

2-28 RECORD STRUCTURES FOR SALES, INVENTORY, AND ACCOUNTS RECEIVABLE FILES
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Database Backup Procedures

Each record in a database file is assigned a unique disk location or address (see Section A of the chapter
Appendix) that is determined by its primary key value. Because only a single valid location exists for
each record, updating the record must occur in place. Figure 2-29 shows this technique.

In this example, an AR record with a $100 current balance is being updated by a $50 sale transaction.
The master file record is permanently stored at a disk address designated Location A. The update program
reads both the transaction record and the master file record into memory. The receivable is updated to
reflect the new current balance of $150 and then returned to Location A. The original current balance,
value of $100, is destroyed when replaced by the new value of $150. This technique is called destructive
update.

The destructive update approach leaves no backup copy of the original master file. Only the current
value is available to the user. To preserve adequate accounting records in case the current master becomes
damaged or corrupted, separate backup procedures, such as those shown in Figure 2-30, must be imple-
mented.

Prior to each batch update or periodically (for example, every 15 minutes), the master file being
updated is copied to create a backup version of the original file. Should the current master be
destroyed after the update process, reconstruction is possible in two stages. First, a special recovery
program uses the backup file to create a pre-update version of the master file. Second, the file
update process is repeated using the previous batch of transactions to restore the master to its current
condition. Because of the potential risk to accounting records, accountants are naturally concerned
about the adequacy of all backup procedures. In Chapter 15 we examine many issues related to
file backup.

BATCH PROCESSING USING REAL-TIME DATA COLLECTION

A popular data processing approach, particularly for large operations, is to electronically capture
transaction data at the source as they occur. By distributing data input capability to users, certain
transaction errors can be prevented or detected and corrected at their source. The result is a transac-
tion file that is free from most of the errors that plague older legacy systems. The transaction file
is later processed in batch mode to achieve operational efficiency. Figure 2-31 illustrates this

FIGURE

2-29 DESTRUCTIVE UPDATE APPROACH
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FIGURE

2-30 BAcCKUP AND RECOVERY PROCEDURES FOR DATABASE FILES
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approach with a simplified sales order system such as that used in a department store. Key steps in
the process are:

e The sales department clerk captures customer sales data pertaining to the item(s) being purchased
and the customer’s account.

e The system then checks the customer’s credit limit from data in the customer record (account
receivable subsidiary file) and updates his or her account balance to reflect the amount of the
sale.

e Next the system updates the quantity-on-hand field in the inventory record (inventory subsidiary
file) to reflect the reduction in inventory. This provides up-to-date information to other clerks as
to inventory availability.

e A record of the sale is then added to the sales order file (transaction file), which is processed in
batch mode at the end of the business day. This batch process records each transaction in the sales
journal and updates the affected general ledger accounts.

You may be wondering at this point why the sales journal and general ledger accounts are being pro-
cessed in batch mode. Why not update them in real time along with the subsidiary accounts? The answer
is to achieve operational efficiency. We now examine what that means.

Let’s assume that the organization using the sales order system configuration illustrated in Figure 2-31
is large and capable of serving hundreds of customers concurrently. Also assume that 500 sales terminals
are distributed throughout its many large departments.

Each customer sale affects the following six accounting records:

e Customer account receivable (Subsidiary—unique)

Inventory item (Subsidiary—almost unique)

Inventory control (GL—common)

Account receivable control (GL—common)

Sales (GL—common)

Cost of good sold (GL—common)

To maintain the integrity of accounting data, once a record has been accessed for processing, it is
locked by the system and made unavailable to other users until its processing is complete. Using the
affected records noted here as an example, consider the implications that this data-locking rule has on the
users of the system.

When processing a customer account receivable subsidiary record, the rule has no implications for
other users of the system. Each user accesses only his or her unique record. For example, accessing John
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BATCH PROCESSING WITH REAL-TIME DATA COLLECTION

Sales Department Computer Operations Other Departments

e | [

Data | t
Data Input ;ng Iggltj

Terminal Program

Sales
Orders

Sales
Journal

Update
and Report
Program

General Ledger
Accounts

Smith’s account does not prevent Mary Jones from accessing her account. Updating the inventory subsid-
iary record is almost unique. Because it is possible that both Mary Jones and John Smith are independ-
ently purchasing the same item at the same time, Mary Jones may be kept waiting a few seconds until
John Smith’s transaction releases the lock on the inventory account. This will be a relatively rare event,
and any such conflicts will be of little inconvenience to customers. As a general rule, therefore, master
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file records that are unique to a transaction such as customer accounts and individual inventory records
can be updated in real time without causing operational delays.

Updating the records in the general ledger is a different matter. All general ledger accounts previously
listed need to be updated by every sales transaction. If the processing of John Smith’s transaction begins
before that of Mary Jones, then she must wait until all six records have been updated before her transac-
tion can proceed. However, the 20- or 30-second delay brought about by this conflict will probably not
inconvenience Mary Jones. This problem becomes manifest as transaction volumes increase. A 20-second
delay in each of 500 customer transactions would create operational inefficiency on a chaotic level.
Each of the 500 customers must wait until the person ahead of him or her in the queue has completed
processing their transaction. The last person in the queue will experience a delay of 500 x 20 seconds =
23, hours.

REAL-TIME PROCESSING

Real-time systems process the entire transaction as it occurs. For example, a sales order processed by the
system in Figure 2-32 can be captured, filled, and shipped the same day. Such a system has many poten-
tial benefits, including improved productivity, reduced inventory, increased inventory turnover, decreased
lags in customer billing, and enhanced customer satisfaction. Because transaction information is transmit-
ted electronically, physical source documents can be eliminated or greatly reduced.

Real-time processing is well suited to systems that process lower transaction volumes and those that do
not share common records. These systems make extensive use of local area network and wide area net-
work technology. Terminals at distributed sites throughout the organization are used for receiving, process-
ing, and sending information about current transactions. These must be linked in a network arrangement
so users can communicate. The operational characteristics of networks are examined in Chapter 12.

Data Coding Schemes

Within the context of transaction processing, data coding involves creating simple numeric or alpha-
betic codes to represent complex economic phenomena that facilitate efficient data processing. In
Figure 2-28, for example, we saw how the secondary keys of transaction file records are linked to the
primary keys of master file records. The secondary and primary keys in the example are instances
of data coding. In this section we explore several data coding schemes and examples of their applica-
tion in AIS. To emphasize the importance of data codes, we first consider a hypothetical system that
does not use them.

A SYSTEM WITHOUT CODES

Firms process large volumes of transactions that are similar in their basic attributes. For instance, a firm’s
AR file may contain accounts for several different customers with the same name and similar addresses.
To process transactions accurately against the correct accounts, the firm must be able to distinguish one
John Smith from another. This task becomes particularly difficult as the number of similar attributes and
items in the class increase.

Consider the most elemental item that a machine shop wholesaler firm might carry in its inventory—a
machine nut. Assume that the total inventory of nuts has only three distinguishing attributes: size, mate-
rial, and thread type. As a result, this entire class of inventory must be distinguished on the basis of these
three features, as follows:

1. The size attribute ranges from ' inch to 134 inches in diameter in increments of Y4 of an inch, giving
96 nut sizes.

2. For each size subclass, four materials are available: brass, copper, mild steel, and case-hardened
steel.

3. Each of these size and material subclasses come in three different threads: fine, standard, and coarse.
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Under these assumptions, this class of inventory could contain 1,152 separate items (96 x 4 x 3). The
identification of a single item in this class thus requires a description featuring these distinguishing attributes.
To illustrate, consider the following journal entry to record the receipt of $1,000 worth of half-inch, case-
hardened steel nuts with standard threads supplied by Industrial Parts Manufacturer of Cleveland, Ohio.

DR CR
Inventory—nut, % inch, case-hardened steel,
standard thread 1,000
AP—Industrial Parts Manufacturer,
Cleveland, Ohio 1,000

This uncoded entry takes a great deal of recording space, is time-consuming to record, and is obvi-
ously prone to many types of errors. The negative effects of this approach may be seen in many parts of
the organization:

1. Sales staff. Properly identifying the items sold requires the transcription of large amounts of detail
onto source documents. Apart from the time and effort involved, this tends to promote clerical errors
and incorrect shipments.

2. Warehouse personnel. Locating and picking goods for shipment are impeded and shipping errors will
likely result.

3. Accounting personnel. Postings to ledger accounts will require searching through the subsidiary files
using lengthy descriptions as the key. This will be painfully slow, and postings to the wrong accounts
will be common.

A SYSTEM WITH CODES

These problems are solved, or at least greatly reduced, by using codes to represent each item in the inven-
tory and supplier accounts. Let’s assume the inventory item in our previous example had been assigned
the numeric code 896, and the supplier in the AP account is given the code number 321. The coded ver-
sion of the previous journal entry can now be greatly simplified:

ACCOUNT DR CR
896 1,000
321 1,000

This is not to suggest that detailed information about the inventory and the supplier is of no interest to
the organization. Obviously it is! These facts will be kept in reference files and used for such purposes as
the preparation of parts lists, catalogs, bills of material, and mailing information. The inclusion of such
details, however, would clutter the task of transaction processing and could prove dysfunctional, as this
simple example illustrates. Other uses of data coding in AIS are to:

Concisely represent large amounts of complex information that would otherwise be unmanageable.
Provide a means of accountability over the completeness of the transactions processed.
Identify unique transactions and accounts within a file.

Sl

Support the audit function by providing an effective audit trail.

The following discussion examines some of the more commonly used coding techniques and explores
their respective advantages and disadvantages.

NUMERIC AND ALPHABETIC CODING SCHEMES

Sequential Codes

As the name implies, sequential codes represent items in some sequential order (ascending or descending). A
common application of numeric sequential codes is the prenumbering of source documents. At printing, each
hard-copy document is given a unique sequential code number. This number becomes the transaction number
that allows the system to track each transaction processed and to identify any lost or out-of-sequence docu-
ments. Digital documents are similarly assigned a sequential number by the computer when they are created.
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ADVANTAGES. Sequential coding supports the reconciliation of a batch of transactions, such as sales
orders, at the end of processing. If the transaction processing system detects any gaps in the sequence
of transaction numbers, it alerts management to the possibility of a missing or misplaced transaction.
By tracing the transaction number back through the stages in the process, management can eventually
determine the cause and effect of the error. Without sequentially numbered documents, problems of this
sort are difficult to detect and resolve.

DISADVANTAGES. Sequential codes carry no information content beyond their order in the sequence.
For instance, a sequential code assigned to a raw material inventory item tells us nothing about the attri-
butes of the item (type, size, material, warchouse location, and so on). Also, sequential coding schemes
are difficult to change. Inserting a new item at some midpoint requires renumbering the subsequent items
in the class accordingly. In applications where record types must be grouped together logically and where
additions and deletions occur regularly, this coding scheme is inappropriate.

Block Codes

A numeric block code is a variation on sequential coding that partly remedies the disadvantages just
described. This approach can be used to represent whole classes of items by restricting each class to a
specific range within the coding scheme. A common application of block coding is the construction of a
chart of accounts.

A well-designed and comprehensive chart of accounts is the basis for the general ledger and is thus
critical to a firm’s financial and management reporting systems. The more extensive the chart of accounts,
the more precisely a firm can classify its transactions and the greater the range of information it can pro-
vide to internal and external users. Figure 2-33 presents an example of accounts using block codes.

Notice that each account type is represented by a unique range of codes or blocks. Thus, balance sheet and
income statement account classifications and subclassifications can be depicted. In this example, each of the
accounts consists of a three-digit code. The first digit is the blocking digit and represents the account classification;
for example, current assets, liabilities, or operating expense. The other digits in the code are sequentially assigned.

ADVANTAGES. Block coding allows for the insertion of new codes within a block without having to
reorganize the entire coding structure. For example, if advertising expense is account number 626, the

FIGURE

2-33 CHART OF ACCOUNTS
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first digit indicates that this account is an operating expense. As new types of expense items are incurred
and have to be specifically accounted for, they may be added sequentially within the 600 account classifi-
cation. This three-digit code accommodates 100 individual items (X00 through X99) within each block.
Obviously, the more digits in the code range, the more items that can be represented.

DISADVANTAGES. As with the sequential codes, the information content of the block code is not
readily apparent. For instance, account number 626 means nothing until matched against the chart of
accounts, which identifies it as advertising expense.

Group Codes

Numeric group codes are used to represent complex items or events involving two or more pieces of
related data. The code consists of zones or fields that possess specific meaning. For example, a depart-
ment store chain might code sales order transactions from its branch stores as follows:

Store Number Dept. Number Item Number Salesperson
04 09 476214 99

ADVANTAGES. Group codes have a number of advantages over sequential and block codes.

1. They facilitate the representation of large amounts of diverse data.

2. They allow complex data structures to be represented in a hierarchical form that is logical and more
easily remembered by humans.

3. They permit detailed analysis and reporting both within an item class and across different classes of
items.

Using the previous example to illustrate, Store Number 04 could represent the Hamilton Mall store in
Allentown; Dept. Number 09 represents the sporting goods department; Item Number 476214 is a hockey
stick; and Salesperson 99 is Jon Innes. With this level of information, a corporate manager could measure
profitability by store, compare the performance of similar departments across all stores, track the move-
ment of specific inventory items, and evaluate sales performance by employees within and between stores.

DISADVANTAGES. Ironically, the primary disadvantage of group coding results from its success as a
classification tool. Because group codes can effectively present diverse information, they tend to be over-
used. Unrelated data may be linked simply because it can be done. This can lead to unnecessarily com-
plex group codes that cannot be easily interpreted. Finally, overuse can increase storage costs, promote
clerical errors, and increase processing time and effort.

Alphabetic Codes

Alphabetic codes are used for many of the same purposes as numeric codes. Alphabetic characters may
be assigned sequentially (in alphabetic order) or may be used in block and group coding techniques.

ADVANTAGES. The capacity to represent large numbers of items is increased dramatically through the
use of pure alphabetic codes or alphabetic characters embedded within numeric codes (alphanumeric
codes). The earlier example of a chart of accounts using a three-digit code with a single blocking digit
limits data representation to only 10 blocks of accounts—0 through 9. Using alphabetic characters for
blocking, however, increases the number of possible blocks to 26—A through Z. Furthermore, whereas
the two-digit sequential portion of that code has the capacity of only 100 items (10?), a two-position
alphabetic code can represent 676 items (26). Thus, by using alphabetic codes in the same three-digit
coding space, we see a geometric increase in the potential for data representation

(10 blocks x 100 items each) = 1,000 items
to

(26 blocks x 676 items each) = 17,576 items
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DISADVANTAGES. The primary drawbacks with alphabetic coding are (1) as with numeric codes,
there is difficulty rationalizing the meaning of codes that have been sequentially assigned, and (2) users
tend to have difficulty sorting records that are coded alphabetically.

Mnemonic Codes

Mnemonic codes are alphabetic characters in the form of acronyms and other combinations that convey
meaning. For example, a student enrolling in college courses may enter the following course codes on the
registration form:

Course Type Course Number
Acctg 101
Psyc 110
Mgt 270
Mktg 300

This combination of mnemonic and numeric codes conveys a good deal of information about these
courses; with a little analysis, we can deduce that Acctg is accounting, Psyc is psychology, Mgt is
management, and Mktg is marketing. The sequential number portion of the code indicates the level of
each course. Another example of the use of mnemonic codes is assigning state codes in mailing
addresses:

Code Meaning

NY New York
CA California
OK Oklahoma

ADVANTAGES. The mnemonic coding scheme does not require the user to memorize meaning; the
code itself conveys a high degree of information about the item that is being represented.

DISADVANTAGES. Although mnemonic codes are useful for representing classes of items, they have
limited ability to represent items within a class. For example, the entire class of accounts receivable could
be represented by the mnemonic code AR, but we would quickly exhaust meaningful combinations of
alphabetic characters if we attempted to represent the individual accounts that make up this class. These

79

accounts would be represented better by sequential, block, or group coding techniques.

Summary

This chapter divided the treatment of transaction processing
systems into five major sections. The first section provided
an overview of transaction processing, showing its vital role
as an information provider for financial reporting, internal
management reporting, and the support of day-to-day opera-
tions. To deal efficiently with large volumes of financial trans-
actions, business organizations group together transactions
of similar types into transaction cycles. Three transaction
cycles account for most of a firm’s economic activity: the
revenue cycle, the expenditure cycle, and the conversion
cycle. The second section described the relationship among
accounting records in both manual and computer-based sys-
tems. We saw how both hard-copy and digital documents
form an audit trail. The third section of the chapter pre-
sented an overview of documentation techniques used to

describe the key features of systems. Accountants must be
proficient in using documentation tools to perform their
professional duties. Five types of documentation are com-
monly used for this purpose: data flow diagrams, entity rela-
tionship diagrams, system flowcharts, program flowcharts,
and record layout diagrams. The fourth section presented
two computer-based transaction processing systems: ()
batch processing using real-time data collection and (2) real-
time processing. The section also examined the operational
efficiency issues associated with each configuration. Finally,
we examined data coding schemes and their role in transac-
tion processing and AlS as a means of coordinating and man-
aging a firm’s transactions. In examining the major types of
numeric and alphabetic coding schemes, we saw how each
has certain advantages and disadvantages.
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Section A: Secondary Storage

cation software, and data on magnetic or optical media, such as magnetic tape, hard or floppy

S computer’s secondary storage includes devices used to store and retrieve system software, appli-
disks, and CD-ROMs.

Magnetic Tape

Most modern magnetic tape systems use reels that are similar to a VCR tape. A tape drive is used to re-
cord bits of data onto magnetic tape by winding the tape from one reel to the other and passing it across a
read/write head. The tape drive reads and writes blocks of data at a time. Each block is separated by an
interblock gap, which instructs the tape drive to stop reading or writing the data until another block is
requested. Figure 2-34 shows records blocked together on a magnetic tape.

A byte of data (representing a character, digit, or special symbol) is recorded on the tape across its
width. (One byte equals eight binary digits, or bits. A bit is the smallest possible unit of electronic information,
with a value of either 0 or 1.) A logical sequence of characters makes a field, and several fields make a record.

Although seldom used for data processing these days, magnetic tape still offers some important
advantages as a secondary storage medium. For example, large amounts of data can be stored on mag-
netic tape at a relatively low cost, and magnetic tape is reusable. The primary disadvantage is that tapes
record data sequentially, making data retrieval slower than direct access storage media. Modern tape sys-
tems alleviate this problem by using a form of indexing, in which a separate lookup table provides the
physical tape location for a given data block or by marking blocks with a tape mark that can be detected
while winding the tape at high speed.

Historically, tape has offered cost advantages over disk storage to make it a viable solution for data
backup. Rapid improvement in disk storage density, however, combined with sluggish innovation in tape
storage technologies, is eroding the market share of tape storage devices.

Magnetic Disks

The data stored on magnetic disks (hard disks or floppy disks) are considered nonvolatile. The data will
reside in a certain location on the magnetic surface until they are replaced with different data or erased.
Data can be recorded to magnetic disks using either of the access methods described earlier.

To get the disk ready to receive data, its surface must be formatted. An operating system utility pro-
gram formats the disk by dividing it into circular tracks and wedge-shaped sectors, which cut across the
tracks. The number of bytes that can be stored at a particular track and sector determines the disk’s density.

Disks are known as direct access storage devices because a piece of data can be accessed directly
on the disk. Database management systems and application software work with the operating system to
determine the location of the required data.

A disk has a rotating magnetic surface and a read/write head. The read/write head is on an access
arm that moves back and forth over the magnetic surface. The time that elapses from the request made of
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FIGURE
2-34 RECORDS BLOCKED ON A MAGNETIC TAPE

Interblock Gaps (IBG)

Blocks of Records

the operating system for a piece of data to when it is read into the computer is called access time. The
access time of a particular hard disk is a function of several factors: (1) the seek time—how fast the read/
write head moves into position over a particular track, (2) the switching time—the time needed to activate
the read/write head, (3) the rotational delay time—the time it takes to rotate the disk area under the read/
write head, and (4) the data transfer time—the time it takes for the data to be transferred from the disk
track to primary storage. Most microcomputer hard disks have an access time of 5 to 60 milliseconds.

The file allocation table is an area on the disk that keeps track of the name of each file, the number
of bytes in the file, the date and time it was created, the type of file, and its location (address) on the disk.
A file may be stored in only one place on the disk, or it may be spread across several locations. In the lat-
ter case, the read/write head of the disk must skip among various addresses to read the entire file into the
primary memory.

We have used the term address several times to represent a disk storage location. Let’s now exam-
ine the elements of a disk address.

DISK ADDRESS

As we have seen, the surface of a disk is divided into magnetized tracks that form concentric circles of
data. The floppy disk for a microcomputer may have 40 or 80 tracks on a surface, while the surface of a
mainframe disk could contain several hundred tracks. These tracks are logically divided into smaller
blocks or record locations where data records reside. Each location is unique and has an address—a
numeric value. Depending on the disk’s size and density, hundreds or thousands of records may be stored
on a single track. Figure 2-35 shows data storage on a disk. For illustration purposes, the physical size of
the records is greatly exaggerated.

The concept of an address applies to all types of magnetic disks, including individual floppy disks
and hard disks used in microcomputers and the larger mainframe disk packs. A difference lies in the way
the disks are physically arranged. Mainframe disks are often stacked on top of one another in a disk-pack
arrangement that resembles a stack of phonograph records. Figure 2-36 illustrates this technique. The
disks are mounted to a central spindle that rotates at over 3,500 revolutions per minute. Each disk surface
is provided with a separate read/write head that is used for storing and retrieving data.

DATA STORAGE ON A DISK PACK

Every disk in a disk pack has two surfaces with the same number of tracks on each surface. Figure 2-36
shows that Track 100 exists on the top and bottom surfaces of each disk in the disk pack. Therefore, this
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FIGURE
2-35 How DATA ARE STORED ON A Disk

Record (or block)
number

Track

disk pack containing 11 disks has 22 occurrences of Track 100. To protect the data from exposure to
damage, the very top and bottom surfaces of the disk pack are not used, yielding 20 data storage surfaces
for Track 100.

When viewed collectively, the same track on each surface in the disk pack is called a cylinder. There-
fore, in our example, Cylinder 100 contains 20 tracks of data. However, the cylinders on a microcomputer’s
floppy disk or hard disk contain only two tracks because these disks have only two surfaces.

LOCATING A RECORD BASED ON ITS ADDRESS

A disk address consists of three components: the cylinder number, the surface number, and the record (or
block) number. To find a record, the system must know the numeric value for each of these components.
For example, if a record’s address is Cylinder 105, Surface 15, and Record Block 157, the record in ques-
tion could be directly accessed as follows: First, the disk-pack control device moves the read/write heads
into position above Track 105 on each surface (Cylinder 105). Next, it activates the read/write head for Sur-
face 15. Finally, as Record Block 157 passes under the active read/write head, it is either read or written.

The key task in direct access storage and retrieval is ascertaining the record’s address. This may be
determined from tables or calculations based on its primary key. Several direct access techniques are
examined in Chapter 9.
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FIGURE
2-36 A HARD Disk PACK
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Optical Disks

Optical disks are growing in popularity. The advantage of optical disks is that they can store very large
amounts of data. A compact disc, one type of optical disk, is as portable as a floppy disk but can store
more than 600 MB of data. There are several types of optical disk storage systems, including CD-ROM,
WORM, and erasable optical disks.

A CD-ROM (compact disc read-only memory) is a secondary storage device that contains data or
programs imprinted by the manufacturer. However, the user cannot write to (alter) the data on the CD
because it is a read-only device. The WORM (write-once, read-many) disk is a secondary storage device
that allows the user to write to the disk one time. An erasable optical disk allows the user to store and
modify data on the disk many times.

Section B: Legacy Systems

presents a review of data structures and the flat-file processing techniques that evolved from
them. It then examines data processing methods that employ these flat-file structures. The sec-
tion concludes with a detailed explanation of the program logic underlying flat-file update procedures.

ﬁ defining feature of legacy systems is their use of flat files for data storage. The following section

Data Structures

Data structures constitute the physical and logical arrangement of data in files and databases. Under-
standing how data are organized and accessed is central to understanding transaction processing. Data
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TABLE
2.2 TYyPIcAL FILE PROCESSING OPERATIONS

Retrieve a record from the file based on its primary key value.
Insert a record into a file.

Update a record in the file.

Read a complete file of records.

Find the next record in a file.

Scan a file for records with common secondary keys.

Delete a record from a file.

N o g s W=

structures have two fundamental components: organization and access method. Organization refers to the
way records are physically arranged on the secondary storage device (for example, a disk). This may be
either sequential or random. The records in sequential files are stored in contiguous locations that occupy
a specified area of disk space. Records in random files are stored without regard for their physical relation-
ship to other records of the same file. In fact, random files may have records distributed throughout a disk.
The access method is the technique used to locate records and to navigate through the database or file.

No single structure is best for all processing tasks, and selecting a structure involves a trade-off
between desirable features. The file operation requirements that influence the selection of the data struc-
ture are listed in Table 2-2.

In the following section, we examine several data structures that are used in flat-file systems. Recall
from Chapter 1 that the flat-file model describes an environment in which individual data files are not
integrated with other files. End users in this environment own their data files rather than share them with
other users. Data processing is thus performed by stand-alone applications rather than integrated systems.
The flat-file approach is a single-view model that characterizes legacy systems in which data files are
structured, formatted, and arranged to suit the specific needs of the owner or primary user of the system.
Such structuring, however, may omit or corrupt data attributes that are essential to other users, thus pre-
venting successful integration of systems across the organization.

SEQUENTIAL STRUCTURE

Figure 2-37 illustrates the sequential structure, which is typically called the sequential access
method. Under this arrangement, for example, the record with key value 1875 is placed in the physical
storage space immediately following the record with key value 1874. Thus, all records in the file lie
in contiguous storage spaces in a specified sequence (ascending or descending) arranged by their
primary key.

Sequential files are simple and easy to process. The application starts at the beginning of the file
and processes each record in sequence. Of the file processing operations in Table 2-2, this approach is ef-
ficient for Operations 4 and 5, which are, respectively, reading an entire file and finding the next record
in the file. Also, when a large portion of the file (perhaps 20 percent or more) is to be processed in one
operation, the sequential structure is efficient for record updating (Operation 3 in Table 2-2). Sequential
files are not efficient when the user is interested in locating only one or a few records on a file. A simple
analogy can be made with an audiocassette. If you want to listen to only the tenth song on the tape, you
must fast-forward to the point at which you think the song is located and then press the play button. Some
searching is usually required to find the beginning of the song. However, if you are interested in hearing
all the songs on the tape, you can simply play it from the beginning. An example of a sequential file
application is payroll processing, whereby 100 percent of the employee records on the payroll file are
processed each payroll period. Magnetic tape is a cheap, effective, and commonly used storage medium
for sequential files. Sequential files may also be stored on magnetic disks.

The sequential access method does not permit accessing a record directly. Applications that require
direct access operations need a different data structure. The techniques described next address this need.
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SEQUENTIAL STORAGE AND ACCESS METHOD

Records Are Read Sequentially

Key Other Data Key Other Data Key

1874 1875 1876 Other Data

Keys Are in Sequence
(in this case, ascending order)

DIRECT ACCESS STRUCTURES

Direct access structures store data at a unique location, known as an address, on a hard disk or floppy
disk. The disk address is a numeric value that represents the cylinder, surface, and block location on the
disk.* The operating system uses this address to store and retrieve the data record. Using our music anal-
ogy again, the direct access approach is similar to the way songs are stored on a compact disc. If the lis-
tener chooses, he or she can select a specific song directly without searching through all the other songs.

An important part of the direct access approach is in determining the disk address, which is based
on the record’s primary key. Bank account numbers, social security numbers, credit card numbers, and
license plate numbers are examples of primary keys that are translated into addresses to store and retrieve
data by different business applications. The following techniques are examples of data structures that
have direct access capability.

INDEXED STRUCTURE

An indexed structure is so named because, in addition to the actual data file, there exists a separate index that
is itself a file of record addresses. This index contains the numeric value of the physical disk storage location
(cylinder, surface, and record block) for each record in the associated data file. The data file itself may be
organized either sequentially or randomly. Figure 2-38 presents an example of an indexed random file.

Records in an indexed random file are dispersed throughout a disk without regard for their physical
proximity to other related records. In fact, records belonging to the same file may reside on different
disks. A record’s physical location is unimportant as long as the operating system software can find it
when needed. Searching the index for the desired key value, reading the corresponding storage location
(address), and then moving the disk read/write head to the address location accomplish this. When a new
record is added to the file, the data management software selects a vacant disk location, stores the record,
and adds the new address to the index.

The physical organization of the index itself may be either sequential (by key value) or random.
Random indexes are easier to maintain, in terms of adding records, because new key records are simply
added to the end of the index without regard to their sequence. Indexes in sequential order are more diffi-
cult to maintain because new record keys must be inserted between existing keys. One advantage of a se-
quential index is that it can be searched rapidly. Because of its logical arrangement, algorithms can be

4 For further explanation about disk addresses, see Section A of the Appendix to this chapter.
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FIGURE
2-38 INDEXED RANDOM FILE STRUCTURE

Physical Disk Storage Device
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1124 125,02, 16
1872 200, 12, 350
2130 04, 06, 87

used to speed the search through the index to find a key value. This becomes particularly important for
large data files with associated large indexes.

The principal advantage of indexed random files is in operations involving the processing of
individual records (Operations 1, 2, 3, and 6 in Table 2-2). Another advantage is their efficient use of
disk storage. Records may be placed wherever there is space without concern for maintaining contigu-
ous storage locations. However, random files are not efficient structures for operations that involve
processing a large portion of a file. A great deal of access time may be required to access an entire
file of records that are randomly dispersed throughout the storage device. Sequential files are more ef-
ficient for this purpose.

VIRTUAL STORAGE ACCESS METHOD STRUCTURE

The virtual storage access method (VSAM) structure is used for very large files that require routine
batch processing and a moderate degree of individual record processing. For instance, the customer file
of a public utility company will be processed in batch mode for billing purposes and directly accessed in
response to individual customer queries. Because of its sequential organization, the VSAM structure can
be searched sequentially for efficient batch processing. Figure 2-39 illustrates how VSAM uses indexes
to allow direct access processing.

The VSAM structure is used for files that often occupy several cylinders of contiguous storage on a
disk. To find a specific record location, the VSAM file uses a number of indexes that describe in summa-
rized form the contents of each cylinder. For example, in Figure 2-39, we are searching for a record with
the key value 2546. The access method goes first to the overall file index, which contains only the highest
key value for each cylinder in the file, and determines that Record 2546 is somewhere on Cylinder 99. A
quick scan of the surface index for Cylinder 99 reveals that the record is on Surface 3 of Cylinder 99.
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FIGURE

2-39 VIRTUAL STORAGE Access METHOD (VSAM) UseD FOR DIRECT ACCESS
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VSAM indexes do not provide an exact physical address for a single record. However, they identify the
disk track on which the record in question resides. The last step is to search the identified track sequen-
tially to find the record with key value 2546.

The VSAM structure is moderately effective for Operations 1 and 3 in Table 2-2. Because VSAM
must read multiple indexes and search the track sequentially, the average access time for a single record
is slower than that of the indexed sequential or indexed random structures. Direct access speed is sacri-
ficed to achieve very efficient performance in Operations 4, 5, and 6.

The greatest disadvantage with the VSAM structure is that it does not perform record insertion
operations (Operation 2) efficiently. Because the VSAM file is organized sequentially, inserting a new re-
cord into the file requires the physical relocation of all the records located beyond the point of insertion.
The indexes that describe this physical arrangement must, therefore, also be updated with each insertion.
This is extremely time-consuming and disruptive. One method of dealing with this problem is to
store new records in an overflow area that is physically separate from the other data records in the file.
Figure 2-40 shows how this is done.

A VSAM file has three physical components: the indexes, the prime data storage area, and the over-
flow area. Rather than inserting a new record directly into the prime area, the data management software
places it in a randomly selected location in the overflow area. It then records the address of the location in
a special field (called a pointer) in the prime area. Later, when searching for the record, the indexes direct
the access method to the track location on which the record should reside. The pointer at that location
reveals the record’s actual location in the overflow area. Thus, accessing a record may involve searching
the indexes, searching the track in the prime data area, and finally searching the overflow area. This slows
data access time for both direct access and batch processing.
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FIGURE
2-40 INSERTING A RECORD INTO A VIRTUAL STORAGE AccEss METHOD FILE
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Periodically, the VSAM file must be reorganized by integrating the overflow records into the prime
area and then reconstructing the indexes. This involves time, cost, and disruption to operations. There-
fore, when a file is highly volatile (records are added or deleted frequently), the maintenance burden asso-
ciated with the VSAM approach tends to render it impractical. However, for large, stable files that need
both direct access and batch processing, the VSAM structure is a popular option.

HASHING STRUCTURE

A hashing structure employs an algorithm that converts the primary key of a record directly into a stor-
age address. Hashing eliminates the need for a separate index. By calculating the address, rather than
reading it from an index, records can be retrieved more quickly. Figure 2-41 illustrates the hashing
approach.

This example assumes an inventory file with 100,000 inventory items. The algorithm divides the
inventory number (the primary key) into a prime number. Recall that a prime number is one that can be
divided only by itself and 1 without leaving a residual value. Thus, the calculation will always produce a
value that can be translated into a storage location. Hence, the residual 6.27215705 becomes Cylinder
272, Surface 15, and Record 705. The hashing structure uses a random file organization because the pro-
cess of calculating residuals and converting them into storage locations produces widely dispersed record
addresses.

The principal advantage of hashing is access speed. Calculating a record’s address is faster than
searching for it through an index. This structure is suited to applications that require rapid access to indi-
vidual records in performing Operations 1, 2, 3, and 6 in Table 2-2.
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FIGURE
2-41 HASHING TECHNIQUE WITH POINTER TO RELOCATE THE COLLISION RECORD

15943

Key Value Being Sought
= 15943

Hashing
Technique

Prime #/Key
=99997/15943 = 6.27215705

Relocated Record

Residual Translates to:
Cylinder 272 Record with Same Hashed
Surface 15 Address as 15943

Record # 705

The hashing structure has two significant disadvantages. First, this technique does not use storage
space efficiently. The storage location chosen for a record is a mathematical function of its primary key
value. The algorithm will never select some disk locations because they do not correspond to legitimate
key values. As much as one-third of the disk pack may be wasted.

The second disadvantage is the reverse of the first. Different record keys may generate the same
(or similar) residual, which translates into the same address. This is called a collision because two records
cannot be stored at the same location. One solution to this problem is to randomly select a location for
the second record and place a pointer to it from the first (the calculated) location. The dark arrow in
Figure 2-41 represents this technique.

The collision problem slows access to records. Locating a record displaced in this manner involves
first calculating its theoretical address, searching that location, and then determining the actual address
from the pointer contained in the record at that location. This has an additional implication for Operation
7 in Table 2-2—deleting a record from a file. If the first record is deleted from the file, the pointer to the
second (collision) record will also be deleted and the address of the second record will be lost. This can
be dealt with in two ways: (1) After deleting the first record, the collision record can be physically relo-
cated to its calculated address, which is now vacant, or (2) the first record is marked deleted but is left in
place to preserve the pointer to the collision record.

POINTER STRUCTURE

Figure 2-42 presents the pointer structure, which in this example is used to create a linked-list file. This
approach stores in a field of one record the address (pointer) of a related record. The pointers provide
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FIGURE

2-42 A LINKED-LIST FILE
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connections between the records. In this example, Record 124 points to the location of Record 125;
Record 125 points to 126; and so on. As each record is processed, the computer program reads the pointer
field to locate the next one. The last record in the list contains an EOF marker. The records in this type of
file are spread over the entire disk without concern for their physical proximity with other related records.
Pointers used in this way make efficient use of disk space and are efficient structures for applications that
involve Operations 4, 5, and 6 in Table 2-2.

Types of Pointers

Figure 2-43 shows three types of pointers: physical address, relative address, and logical key pointers. A
physical address pointer contains the actual disk storage location (cylinder, surface, and record number)
that the disk controller needs. This physical address allows the system to access the record directly with-
out obtaining further information. This method has the advantage of speed, because it does not need to be
manipulated further to determine a record’s location. However, it also has two disadvantages: First, if the
related record is moved from one disk location to another, the pointer must be changed. This is a problem
when disks are periodically reorganized or copied. Second, the physical pointers bear no logical relation-
ship to the records they identify. If a pointer is lost or destroyed and cannot be recovered, the record it
references is also lost.
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FIGURE

2-43 TYPES OF POINTERS
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A relative address pointer contains the relative position of a record in the file. For example, the
pointer could specify the 135th record in the file. This must be further manipulated to convert it to the
actual physical address. The conversion software calculates this by using the physical address of the begin-
ning of the file, the length of each record in the file, and the relative address of the record being sought.

A logical key pointer contains the primary key of the related record. This key value is then con-
verted into the record’s physical address by a hashing algorithm.

Batch Processing Using Sequential Files

The most basic computer-processing configuration is batch mode using sequential file structures. Figure
2-44 illustrates this method.

Each program in a batch system is called a run. In this example, there is an edit run, an AR file
update run, an inventory file update run, and two intermediate sort runs. The entire file or batch of records
is processed through each run before it moves to the next run. When the last run finishes processing the
batch, the session terminates.

A prominent feature of this system is the use of sequential files, which are simple to create and
maintain. Although sequential files are still used by organizations for backup purposes, their presence in
data processing is declining. This file structure is effective for managing large files, such as those used by
federal and state agencies that have a high activity ratio. The activity ratio of a file is defined as the per-
centage of records on the file that are processed each time the file is accessed. For example, a federal pay-
roll file has an activity ratio of 1:1. Each time the payroll file is accessed (payday), all the records on it
are processed because everyone gets a paycheck.
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FIGURE

2-44 BATCH SYSTEM USING SEQUENTIAL FILES

Sales Unedited
Orders Transaction
Correct
Errors and —*
Resubmit
Edit Sort
— Run Run
Old Master
Edited
Trans- (parent)
action
Sort Update
Run Run *
Old Master ]
(parent) Transaction
New Master
(child)
Update
Run
Transaction
New Master
(child)

The sequential files in the system shown in Figure 2-44 are represented in the flowchart as tapes,
but remember that disks are also a common medium for sequential files. The operational description that
follows applies equally to both types of media.

KEYSTROKE

The first step in this process is keystroke. In this example, clerks transcribe source documents (sales
orders) to magnetic tape for processing later. The transaction file created in this step contains data about
customer sales. These data are used to update the appropriate customer and inventory records. As an in-
ternal control measure, the keystroke clerks calculate control totals for the batch based on the total sales
amount and total number of inventory items sold. The system uses this information to maintain the integ-
rity of the process. After every processing run, control totals are recalculated and compared to the previ-
ously calculated value. Thus, if a record is incompletely processed, lost, or processed more than once, the
batch totals calculated after the run will not equal the beginning batch totals. Once the system detects an
out-of-balance condition, it sends error reports to users and data control personnel.
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EDIT RUN

At a predetermined time each day, the data processing department executes this batch system. The edit
program is the first to be run. This program identifies clerical errors in the batch and automatically
removes these records from the transaction file. Error records go to a separate error file, where an author-
ized person corrects and resubmits them for processing with the next day’s batch. The edit program recal-
culates the batch total to reflect changes due to the removal of error records. The resulting clean
transaction file then moves to the next program in the system.

SORT RUNS

Before updating a sequential master file, the transaction file must be sorted and placed in the same
sequence as the master file. Figure 2-45 presents record structures for the sales order transaction file and
two associated master files, AR and inventory.

Notice that the record structure for the sales order file contains a primary key (PK)—a unique iden-
tifier—and two secondary key (SK) fields, ACCOUNT NUMBER and INVENTORY NUMBER.
ACCOUNT NUMBER is used to identify the customer account to be updated in the AR master file. IN-
VENTORY NUMBER is the key for locating the inventory record to be updated in the inventory master
file. To simplify the example, we assume that each sale is for a single item of inventory. Because the AR
update run comes first in the sequence, the sales order file must first be sorted by ACCOUNT NUMBER
and then sorted by INVENTORY NUMBER to update inventory.

UPDATE RUNS

Updating a master file record involves changing the value of one or more of its variable fields to reflect
the effects of a transaction. The system in our example performs two separate update procedures. The AR
update program recalculates customer balances by adding the value stored in the INVOICE AMOUNT
field of a transaction record to the CURRENT BALANCE field value in the associated AR record. The

RECORD STRUCTURES FOR SALES, INVENTORY, AND ACCOUNTS RECEIVABLE FILES

Record Structure for
(PK) (SK) (SK) Sales Orders Transaction File
(S)?(Ijees; Account | Inventory | Quantity Unit Invoice
N Number Number Sold Price Amount
umber
(PK) Record Structure for AR Master File
Account Current Credit Last Billing
Name Address L Payment
Number Balance Limit Date
Date
(PK) Record Structure for Inventory Master File
Inventory . Quantity | Reorder Vendor | Standard Total
Number Description on Hand Point EOQ Number Cost Cost
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inventory update program reduces inventory levels by deducting the QUANTITY SOLD value of a trans-
action record from the QUANTITY ON HAND field value of the associated inventory record.

SEQUENTIAL FILE BACKUP PROCEDURES

An important characteristic of the sequential file update process is that it produces a new physical master
file. The new file contains all of the records from the original file, including those that were updated by
transactions and those that were not updated. The original master continues to exist. This feature provides
an automatic backup capability called the grandparent—parent—child approach. The parent is the original
master file, and the child is the newly created (updated) file. With the next batch of transactions, the child
becomes the parent, the original parent becomes the grandparent (the backup), and a new child is created.
Should the current master file (the child) become lost, damaged, or corrupted by erroneous data, a new
child can be created from the original parent and the corresponding transaction file.

Batch Processing Using Direct Access Files

Changing the file structures from sequential to direct access greatly simplifies the system. Figure 2-46
shows a system that is functionally equivalent to the one presented in Figure 2-44 but has been redesigned
to use direct access files. Notice the use of disk symbols to represent direct access storage device media.
The shift to direct access files causes two noteworthy changes to this system. The first is the elimi-
nation of the sort programs. A disadvantage of sequential file updating is the need to sort the transaction
file before each update run. Sorting consumes a good deal of computer time and is error-prone when very

FIGURE

2-46 BATCH PROCESSING USING DIRECT AcCCESS FILES
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large files are involved. Using direct access files eliminates the need to sort transactions into a predeter-
mined sequence.

The second change is the elimination of automatic file backup in this system. Direct access update
does not produce a new physical master as a by-product of the process. Instead, changes to field values
are made to the original physical file. Providing file backup requires separate procedures.

DIRECT ACCESS FILE UPDATE AND BACKUP PROCEDURES

Each record in a direct access file is assigned a unique disk location or address that is determined by its
key value. Because only a single valid location exists for each record, updating the record must occur in
place of a destructive update approach similar to that for database tables. See Figure 2-29 and the associ-
ated discussion in the chapter for details.

Direct access file backup issues are also similar to modern database systems. Because the destruc-
tive update approach leaves no backup copy of the original master file, only the current value is available
to the user. If the current master becomes damaged or corrupted in some way, no backup version exists
from which to reconstruct the file. To preserve adequate accounting records, special backup procedures
need to be implemented like those illustrated in Figure 2-30.

General Logic for File Update
SEQUENTIAL FILE UPDATE

The logic of a sequential file update procedure is based on the following assumptions and conditions:

1. The transaction (T) file contains fewer records than the master (M) file. An organization may
have thousands of customers listed in its customer (AR) file, but only a small percentage of
these customers actually purchased goods during the period represented by the current batch of
transactions.

2. More than one transaction record may correspond to a given master file record. For example, a
department store sells its RCA 27-inch TV to several customers during a 1-day special offer. All of
these transactions are separate records in the batch and must be processed against the same inventory
master file record.

3. Both transaction file and master file must be in the same sequential order. For purposes of illustra-
tion, we will assume this to be ascending order.

4. The master file is presumed to be correct. Therefore, any sequencing irregularities are presumed to
be errors in the transaction file and will cause the update process to terminate abnormally.

With these assumptions in mind, let’s walk through the update logic presented in Figure 2-47. This
logic is divided into three sections: start-up, update loop, and end procedures.

Start-Up

The process begins by reading the first transaction (T) and the first master (M) record from their respective
files in the computer’s memory. The T and M records in memory are designated as the current records.

Update Loop

The first step in the update loop is to compare the key fields of both records. One of three possible condi-
tions will exist: T=M, T>M, or T <M.

T = M. When the key of T is equal to that of M, the transaction record matches the master record. Hav-
ing found the correct master, the program updates the master from the transaction. The update program
then reads another T record and compares the keys. If they are equal, the master is updated again. This
continues until the key values change; recall that under Assumption 2, there may be many Ts for any M
record.

95
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FIGURE
2-47 PROGRAM FLOWCHART OF SEQUENTIAL FILE UPDATE LoGic
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T > M. The normal change in the key value relationship is for T to become greater than M. This is so
because both T and M are sorted in ascending order (Assumption 3). The T > M relation signifies that
processing on the current master record is complete. The updated master (currently stored in computer
memory) is then written to a new master file—the child—and a new M record is read from the original
(parent) file.

Because the transaction file represents a subset of the master (Assumption 1), there normally will
be gaps between the key values of the transaction records. Figure 2-48 illustrates this with sample transac-
tions and corresponding master file records. Notice the gap between Key 1 and Key 4 in the transaction
file. When Key 4 is read into memory, the condition T > M exists until Master Record 4 is read. Before
this, Master Records 2 and 3 are read into memory and then immediately written to the new master with-
out modification.

T <M. The T <M key relationship signifies an error condition. The key of the current T record should
only be smaller than that of the current M record if a T record is out of sequence (Assumption 4). For an
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FIGURE

2-48 SAMPLE TRANSACTIONS AND MASTER FILE RECORDS
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illustration, refer to Figure 2-48. Notice that the record with Key Value 10 in the transaction file is out of
sequence. This goes undetected until the next T record (Key 7) is read. At this point, the computer’s
memory contains M Record 10 (M10), and the previous M records (M6 through M9) have been read and
then written, unchanged, to the new master. Reading Record T7 produces the condition T < M. It is now
impossible to update Records M7 and M9 from their corresponding T records. The sequential file update
process can only move forward through the files. Skipped records cannot be recovered and updated out
of sequence. Because of this, the update process will be incomplete, and the data processing department
must execute special error procedures to remedy the problem.

End Procedures
When the last T record is read and processed, the update loop procedure is complete. This is signaled by
a special EOF record in the transaction file. At this point, one of two possible conditions will exist:

1. The M record in memory is the last record on the M file, or
2. There are still unprocessed records on the M file.
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Assuming the second condition is true, the remaining records on the M file must be copied to the
new master file. Some file structures indicate EOF with a record containing high key values (that is, the
key field is filled with 9s) to force a permanent T > M condition, in which case all remaining M records
will be read and copied to the new file. Other structures use a special EOF marker. The logic in this exam-
ple assumes the latter approach. When the EOF condition is reached for the master and all the M records
are copied, the update procedure is terminated.

DIRECT ACCESS FILE UPDATE

Figure 2-49 presents the general logic for updating direct access files. The two sample files of data pro-
vided will be used to illustrate this process. Notice that this logic is simpler than that used for sequential
files. There are three reasons for this. First, because record sequencing is irrelevant, the logic does not
need to consider the relationship between the T and M key values. Consequently, the update program
does not need to deal explicitly with the problem of multiple T records for a given M record. Second,
unprocessed master records are not copied to a new master file. Third, complex procedures for searching
the master file and retrieving the desired M record are performed by the computer’s operating system
rather than by the update program.

The transaction file in Figure 2-49 is read from top to bottom. Each record is processed as it is
encountered and without regard for its key sequence. First, T9 is read into memory. The operating system
then searches for and retrieves the corresponding record (M9) from the master file. The current record is
updated in memory and immediately written back to its original location on the master file. Records T2,
T5, and T3 are all processed in the same manner. Finally, the second T9 transaction is processed just as
the first, resulting in M9 being updated twice.

FIGURE

2-49 Loaic FOR DIRECT AccEss FILE UPDATE
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Key Terms

access method (84)
accounting record (44)
alphabetic codes (78)
alphanumeric codes (78)
archive file (52)

audit trail (50)

batch (62)

batch systems (68)
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cardinality (55)

chart of accounts (77)
conversion cycle (43)

data flow diagram (DFD) (53)
data model (56)

data structures (83)

direct access files (94)
direct access structures (85)
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entity relationship (ER) diagram (54)
expenditure cycle (43)
flat-file approach (84)
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hashing structure (88)
indexed random file (85)
indexed structure (85)
journal (45)

ledger (47)

logical key pointer (91)
master file (51)

mnemonic codes (79)
organization (84)

physical address pointer (90)
pointer structure (89)
product documents (45)
program flowchart (64)
real-time systems (68)
record layout diagrams (67)
reference file (52)

register (47)

relative address pointer (91)
revenue cycle (43)

run (91)

sequential access method (84)
sequential codes (76)
sequential files (84)
sequential structure (84)
source documents (44)
system flowchart (57)
transaction file (52)
turnaround documents (45)
virtual storage access method (VSAM) (86)

Review Questions
I. What three transaction cycles exist in all busi-
nesses?

2. Name the major subsystems of the expenditure
cycle.

3. Identify and distinguish between the physical and
financial components of the expenditure cycle.

4. Name the major subsystems of the conversion
cycle.

. Name the major subsystems of the revenue cycle.

5

6. Name the three types of documents.
7. Name the two types of journals.
8

Distinguish between a general journal and journal
vouchers.

9. Name the two types of ledgers.
10. What is an audit trail?

I'l. What is the confirmation process?

12. Computer-based systems employ four types of
files. Name them.

13. Give an example of a record that might comprise
each of the four file types found in a computer-
based system.

14. What is the purpose of a digital audit trail?

I5. Give an example of how cardinality relates to busi-
ness policy.

16. Distinguish between entity relationship diagrams,
data flow diagrams, and system flowcharts.

17. What is meant by cardinality in entity relationship
diagrams?

18. For what purpose are entity relationship diagrams
used?

19. What is an entity?

20. Distinguish between batch and real-time
processing.
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2]. Distinguish between the sequential file and data- 31. In one sentence, what does updating a master file
base approaches to data backup. record involve!?
22. Is a data flow diagram an effective documentation 32. Comment on the following statement: “Legacy
technique for identifying who or what performs a systems always use flat-file structures.”
particular task? Explain. 33. Explain the technique known as destructive
23. Is aflowchart an effective documentation tech- update.
nique for identifying who or what performs a par- 34. What factor influences the decision to
ticular task? Explain. employ real-time data collection with batch
24. How may batch processing be used to improve updating rather that purely real-time processing?
operational efficiency? Explain.
25. Why might an auditor use a program flowchart? 35. What are the advantages of real-time data proc-
26. How are system flowcharts and program flow- essing!
charts related? 36. What are the advantages of real-time data collec-
27. What are the distinguishing features of a legacy tion?
system? 37. What are some of the more common uses of data
28. What are the two data processing approaches codes in accounting information systems?
used in modern systems? 38. Compare and contrast the relative advantages and
29. How is backup of database files accomplished? disadvantages of sequential, block, group, alpha-
. . ; betic, and mnemonic codes.
30. What information is provided by a record layout
diagram?
Discussion Questions

I. Discuss the flow of cash through the transaction 1. Discuss why an understanding of legacy system
cycles. Include in your discussion the relevant sub- technologies is of some importance to auditors.
systems and any time lags that may occur. 12. If an organization processes large numbers of

2. Explain whether the cost accounting system pri- transactions that use common data records, what
marily supports internal or external reporting. type of system would work best (all else being

3. Discuss the role of the conversion cycle for ser- equal)’
vice and retailing entities. 13. If an organization processes transactions that have

4. Can aturnaround document contain information independent (unique) data needs, what type of sys-
that is subsequently used as a source document? tem would work best (all else being equal)?

Why or why not? 14. Explain how a hashing structure works and why

5. Would the writing down of obsolete inventory be it's quicker than using an index. Give an example.
recorded in a special journal or the general jour- If it’s so much faster, why isn’t it used exclusively?
nal? Why!? I15. Describe a specific accounting application that could

6. Are both registers and special journals necessary? make use of a virtual storage access method file.

7. Discuss the relationship between the balance in 16. Explain the following three types of pointers: phys-
the accounts payable general ledger control ical address pointer, relative address pointer, and
account and what is found in the accounts payable logical key pointer.
subsidiary ledger. 17. Should an auditor wishing to assess the adequacy

8. What role does the audit trail play in the task of of separation of functions examine a data flow dia-
confirmation? gram or a system flowchart? Why?

9. Explain how the magnetic audit trail functions. 18. Discuss some of the problems associated with

: eneral ledger systems that do not have data cod-
10. Are large batch sizes preferable to small batch g ger sy

sizes? Explain.

ing schemes.
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For each of the following items, indicate whether a
sequential, block, group, alphabetic, or mnemonic
code would be most appropriate (you may list
multiple methods; give an example and explain
why each method is appropriate):

a. state codes
b. check number

c. chart of accounts
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inventory item number
-bin number (inventory warehouse location)
sales order number

vendor code

S @ ~ 0 o

invoice number

i. customer number

Multiple-Choice Questions

Which statement is NOT true?

a. Business activities begin with the acquisition of
materials, property, and labor in exchange for
cash.

b. The conversion cycle includes the task of
determining raw materials requirements.

c. Manufacturing firms have a conversion cycle
but retail firms do not.

d. A payroll check is an example of a product
document of the payroll system.

e. Ajournal voucher is actually a special source
document.

A documentation tool that depicts the physical
flow of information relating to a particular transac-
tion through an organization is a

a. system flowchart.

b. program flowchart.

c. decision table.

d. work distribution analysis.

e. systems survey.

Sequential file processing will not permit

a. data to be edited on a separate computer
run.

b. the use of a database structure.
c. data to be edited in an offline mode.

batch processing to be initiated from a
terminal.

e. data to be edited on a real-time basis.

The production subsystem of the conversion cycle
includes all of the following EXCEPT

a. determining raw materials requirements.
b. make or buy decisions on component parts.
c. release of raw materials into production.

d. scheduling the goods to be produced.

Which of the following files is a temporary file?
a. transaction file

b. master file

c. reference file

d. none of the above

A documentation tool used to represent the logi-
cal elements of a system is a(n)

a. programming flowchart.

b. entity relationship diagram.

o

system flowchart.
d. data flow diagram.

Which of the following is NOT an advantage of
real-time processing files over batch processing?

a. shorter transaction processing time
b. reduction of inventory stocks

c. improved customer service

d. all are advantages

Which statement is NOT correct?

a. Legacy systems may process financially signifi-
cant transactions.

b. Some legacy systems use database technology.

c. Mainframes are exclusive to legacy systems,
while modern systems use only the client-
server model.

d. All the above are true.
Which statement is NOT correct?

a. Indexed random files are dispersed throughout
the storage device without regard for physical
proximity with related records.

b. Indexed random files use disk storage space
efficiently.

c. Indexed random files are efficient when
processing a large portion of a file at one
time.
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Indexed random files are easy to maintain in
terms of adding records.

Which statement is NOT correct? The indexed
sequential access method

a.

is used for very large files that need both direct
access and batch processing.

may use an overflow area for records.

provides an exact physical address for each
record.

is appropriate for files that require few inser-
tions or deletions.

Which statement is true about a hashing structure?

a.

b.
c.

d.

The same address could be calculated for two
records.

Storage space is used efficiently.
Records cannot be accessed rapidly.

A separate index is required.

In a hashing structure

a.
b.

C.

d.

two records can be stored at the same address.

pointers are used to indicate the location of all
records.

pointers are used to indicate location of a record
with the same address as another record.

all locations on the disk are used for record
storage.

An advantage of a physical address pointer is that

a.

it points directly to the actual disk storage loca-
tion.

it is easily recovered if it is inadvertently lost.

it remains unchanged when disks are reorga-
nized.

all of the above are advantages of the physical
address pointer.

Which of the following is NOT true of a turn-
around document?

a.

c.
d.

They may reduce the number of errors made
by external parties.

They are commonly used by utility companies
(gas, power, water).

They are documents used by internal parties only.

They are both input and output documents.

Which of the following is NOT a true statement?

a.

Transactions are recorded on source docu-
ments and are posted to journals.

Transactions are recorded in journals and are
posted to ledgers.

16.

17.

18.

19.

Overview of Accounting Information Systems

c. Infrequent transactions are recorded in the
general journal.

d. Frequent transactions are recorded in special
journals.

Which of the following is true of the relationship
between subsidiary ledgers and general ledger
accounts?

a. The two contain different and unrelated
data.

b. All general ledger accounts have subsidiaries.

c. The relationship between the two provides an
audit trail from the financial statements to the
source documents.

d. The total of subsidiary ledger accounts usually
exceeds the total in the related general ledger
account.

Real-time systems might be appropriate for all of
the following EXCEPT

a. airline reservations.

b. payroll.

c. point-of-sale transactions.
d. air traffic control systems.
e

. all of these applications typically utilize real-
time processing.

U is the system flowchart symbol for:
on-page connector.
off-page connector.

home base.

a n O @

manual operation.
e. document.

A chart of accounts would best be coded using
a(n) coding scheme.

a. alphabetic
b. mnemonic
c. block
d

sequential

20. Which of the following statements is NOT true?

a. Sorting records that are coded alphabetically
tends to be more difficult for users than sorting
numeric sequences.

b. Mnemonic coding requires the user to memo-
rize codes.

c. Sequential codes carry no information content
beyond their order in the sequence.

d. Mnemonic codes are limited in their ability to
represent items within a class.
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21. A coding scheme in the form of acronyms and
other combinations that convey meaning is a(n)

a. sequential code.
b. block code.
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c. alphabetic code.

d. mnemonic code.

Problems

1. TRANSACTION CYCLE
IDENTIFICATION

Categorize each of the following activities into the ex-
penditure, conversion, or revenue cycles, and identify
the applicable subsystem.

a. preparing the weekly payroll for manufacturing per-
sonnel

b. releasing raw materials for use in the manufacturing
cycle

recording the receipt of payment for goods sold
recording the order placed by a customer
ordering raw materials

- 0 a0

determining the amount of raw materials to order

2. TYPES OF FILES

For each of the following records, indicate the appropri-
ate related file structure: master file, transaction file, ref-
erence file, or archive file.

customer ledgers

purchase orders

list of authorized vendors

records related to prior pay periods
vendor ledgers

-0 e O

hours each employee has worked during the current
pay period
tax tables

03

h. sales orders that have been processed and recorded

3. SYSTEM FLOWCHART

Figure 2-4 illustrates how a customer order is trans-
formed into a source document, a product document, and
a turnaround document. Develop a similar flowchart for
the process of paying hourly employees. Assume time
sheets are used and the payroll department must total the
hours. Each hour worked by any employee must be
charged to some account (a cost center). Each week, the
manager of each cost center receives a report listing the
employee’s name and the number of hours charged to
this center. The manager is required to verify that this in-
formation is correct by signing the form and noting any

discrepancies, then sending this form back to the payroll
department. Any discrepancies noted must be corrected
by the payroll department.

4. ENTITY RELATIONSHIP
DIAGRAM

Shown here is a partial entity relationship diagram of a
purchase system. Describe the business rules repre-
sented by the cardinalities in the diagram.

PROBLEM 4: ENTITY RELATIONSHIP DIAGRAM

Updates | Contains
v nventory ]
M
1
Supplier ]
M M M
o Is Associated with
Receiving Purchase
Report 1 1 Order

5. ENTITY RELATIONSHIP
DIAGRAM

Refer to the entity relationship diagram in Problem 4.
Modify the diagram to deal with payments of merchan-
dise purchased. Explain the business rules represented
by the cardinalities in the diagram. (You may wish to
refer to Chapter 5.)
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6. ENTITY RELATIONSHIP
DIAGRAM

Prepare an entity relationship diagram, in good form,
for the expenditure cycle, which consists of both pur-
chasing and cash disbursements. Describe the business
rules represented by the cardinalities in the diagrams.
(You may wish to refer to Chapter 4.)

7. SYSTEM FLOWCHART
Using the diagram for Problem 7, answer the following
questions:
e What do Symbols 1 and 2 represent?
e What does the operation involving Symbols 3
and 4 depict?
e What does the operation involving Symbols 4
and 5 depict?

e What does the operation involving Symbols 6,
8, and 9 depict?

PROBLEM 7: SYSTEM FLOWCHART
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8. SYSTEM FLOWCHART

Analyze the system flowchart in Problem 8, and
describe in detail the processes that are occurring.
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9. SYSTEM FLOWCHARTS AND
PROGRAM FLOWCHART

From the diagram in Problem 8, identify three types of
errors that may cause a payroll record to be placed in
the error file. Use a program flowchart to illustrate the
edit program.
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10. DATA FLOW DIAGRAM

Data flow diagrams employ four different symbols.
What are these symbols, and what does each symbol
represent?

11. TRANSACTION CYCLE
RELATIONSHIP

Refer to Figure 2-1, which provides a generic look at
relationships between transaction cycles. Modify this
figure to reflect the transaction cycles you might find at
a dentist’s office.

12. SYSTEM DOCUMENTATION—
EXPENDITURE CYCLE (MANUAL
PROCEDURES)

The following describes the expenditure cycle manual
procedures for a hypothetical company.

The inventory control clerk examines the inventory
records for items that must be replenished and prepares a
two-part purchase requisition. Copy 1 of the requisition
is sent to the purchasing department, and Copy 2 is filed.

Upon receipt of the requisition, the purchasing clerk
selects a supplier from the valid vendor file (reference
file) and prepares a three-part purchase order. Copy 1 is
sent to the supplier, Copy 2 is sent to the accounts pay-
able department where it is filed temporarily, and Copy
3 is filed in the purchases department.

A few days after the supplier ships the order, the
goods arrive at the receiving department. They are
inspected, and the receiving clerk prepares a three-part
receiving report describing the number and quality of
the items received. Copy 1 of the receiving report
accompanies the goods to the stores, where they are
secured. Copy 2 is sent to inventory control, where the
clerk posts it to the inventory records and files the docu-
ment. Copy 3 is sent to the accounts payable depart-
ment, where it is filed with the purchase order.

A day or two later, the accounts payable clerk receives
the supplier’s invoice (bill) for the items shipped. The
clerk pulls the purchase order and receiving report from
the temporary file and compares the quantity ordered,
quantity received, and the price charged. After reconcil-
ing the three documents, the clerk enters the purchase in
the purchases journal and posts the amount owed to the
accounts payable subsidiary account.

On the payment due date, the accounts payable clerk
posts to the accounts payable subsidiary account to
remove the liability and prepares a voucher authorizing
payment to the vendor. The voucher is then sent to the
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cash disbursements clerk. Upon receipt of the voucher,
the cash disbursements clerk prepares a check and sends
it to the supplier. The clerk records the check in the
check register and files a copy of the check in the
department filing cabinet.

Required
Prepare a data flow diagram and a system flowchart of
the expenditure cycle procedures previously described.

13. RECORD STRUCTURES FOR
RECEIPT OF ITEMS ORDERED

Refer to Figure 2-28 and the discussion about updating
master files from transaction files. The discussion
presents the record structures for a sales transaction.
Prepare a diagram (similar to Figure 2-28) that presents
the record structure for the receipt (Receiving Report)
of inventory items ordered. Presume a purchase order
file exists and will be updated through information col-
lected via a receiving report. Further, presume the pur-
chase was made on account.

14. SYSTEM DOCUMENTATION—
PAYROLL

The following describes the payroll procedures for a hy-
pothetical company.

Every Thursday, the timekeeping clerk sends em-
ployee time cards to the payroll department for process-
ing. Based on the hours worked reflected on the time
cards, the employee pay rate and withholding informa-
tion in the employee file, and the tax rate reference file,
the payroll clerk calculates gross pay, withholdings, and
net pay for each employee. The clerk then manually pre-
pares paychecks for each employee, files hard copies of
the paychecks in the payroll department, and posts the
earnings to the hard-copy employee records. Finally, the
clerk manually prepares a payroll summary and sends it
and the paychecks to the cash disbursements department.

The cash disbursements clerk reconciles the payroll
summary with the paychecks and manually records the
transaction in the hard-copy cash disbursements journal.
The clerk then files the payroll summary and sends the
paychecks to the treasurer for signing.

The signed checks are then sent to the paymaster, who
distributes them to the employees on Friday morning.

Required
Prepare a data flow diagram and a system flowchart of
the payroll procedures previously described.
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15. SYSTEM DOCUMENTATION—
PAYROLL

Required

Assuming the payroll system described in Problem 14
uses database files and computer processing procedures,
prepare a data flow diagram, an entity relationship dia-
gram, and a systems flowchart.

16. SYSTEM DOCUMENTATION—
REVENUE CYCLE MANUAL AND
COMPUTER PROCESSES

The following describes the revenue cycle procedures
for a hypothetical company.

The sales department clerk receives hard-copy cus-
tomer orders and manually prepares a six-part hard-
copy sales order. Copies of the sales order are distrib-
uted to various departments as follows: Copies 1, 2, and
3 go to the shipping department, and Copies 4, 5, and 6
are sent to the billing department where they are tempo-
rarily filed by the billing clerk.

Upon receipt of the sales order copies, the shipping
clerk picks the goods from the warehouse shelves and
ships them to the customer. The clerk sends Copy 1 of
the sales order along with the goods to the customer.
Copy 2 is sent to the billing department, and Copy 3 is
filed in the shipping department.

When the billing clerk receives Copy 2 from the
warehouse, she pulls the other copies from the tempo-
rary file and completes the documents by adding prices,
taxes, and freight charges. Then, using the department
PC, the billing clerk records the sale in the digital Sales
Journal, sends Copy 4 (customer bill) to the customer,
and sends Copies 5 and 6 to the AR and inventory con-
trol departments, respectively.

Upon receipt of the documents from the billing clerk,
the accounts receivable and inventory control clerks
post the transactions to the AR Subsidiary and Inven-
tory Subsidiary ledgers, respectively, using their depart-
ment PCs. Each clerk then files the respective sales
order copies in the department.

On the payment due date, the customer sends a
check for the full amount and a copy of the bill (the
remittance advice) to the company. These documents
are received by the mailroom clerk who distributes them
as follows:

1. The check goes to the cash receipts clerk, who
manually records it in the hard-copy cash receipts
journal and prepares two deposit slips. One deposit
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slip and the check are sent to the bank; the other de-
posit slip is filed in the cash receipts department.

2. The remittance advice is sent to the AR clerk, who
posts to the digital subsidiary accounts and then
files the document.

Required
Prepare a data flow diagram and a system flowchart of
the revenue cycle procedures previously described.

17. SYSTEM DOCUMENTATION—
EXPENDITURE CYCLE (MANUAL
AND COMPUTER PROCEDURES)

The following describes the expenditure cycle for a hy-
pothetical company.

The company has a centralized computer system
with terminals located in various departments. The ter-
minals are networked to a computer application, and
digital accounting records are hosted on a server in the
data processing department.

Each day, the computer in the data processing center
scans the inventory records looking for items that must
be replenished. For each item below its reorder point,
the system creates a digital purchase order and prints
two hard copies. A technician in the data center sends
the purchase orders to the purchasing department clerk.

Upon receipt of the purchase orders, the purchasing
clerk reviews and signs them. He sends Copy 1 to the
supplier and files Copy 2 in the purchases department.

A few days later, the supplier ships the order and the
goods arrive at the receiving department. The receiving
clerk reviews the digital purchase order from his termi-
nal, inspects the goods, creates a digital Receiving
Report record, and prints two hard copies of the receiv-
ing report. The system automatically updates the inven-
tory records to reflect the receipt of goods. The clerk
sends Copy 1 of the receiving report with the goods to
the stores, where they are secured. Copy 2 is filed in the
receiving department.

A day or two later, the accounts payable clerk receives
a hard-copy supplier’s invoice (bill) for the items shipped.
The clerk accesses the digital receiving report and pur-
chase order from her terminal. She then reconciles these
documents with the supplier’s invoice. If all aspects of the
order reconcile, the clerk records the purchase in the digi-
tal purchases journal and posts the amount owed to the
accounts payable subsidiary account from her terminal.

Each day, the computer application in the data proc-
essing department automatically scans the accounts pay-
able subsidiary file for items that are due for payment
and prints a two-part check. The system closes out the
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accounts payable record and creates a record in the digi-
tal cash disbursements journal. A data processing clerk
then sends the check to the Cash Disbursement depart-
ment where it is approved, signed, and distributed to the
supplier. The check copy is filed in the Cash Disburse-
ments department.

Required
Prepare a data flow diagram and a system flowchart of
the expenditure cycle procedures previously described.

18. CODING SCHEME

Devise a coding scheme using block and sequential
codes for the following chart of accounts for Jensen
Camera Distributors.

Cash

Accounts Receivable

Office Supplies Inventory

Prepaid Insurance

Inventory

Investments in Marketable Securities
Delivery Truck

Accumulated Depreciation—Delivery Truck
Equipment

Accumulated Depreciation—Equipment
Furniture and Fixtures

Accumulated Depreciation—Furniture and Fixtures
Building

Accumulated Depreciation—Building
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Land

Accounts Payable
Wages Payable

Taxes Payable

Notes Payable

Bonds Payable
Common Stock

Paid-In Capital in Excess of Par
Treasury Stock
Retained Earnings

Sales

Sales Returns and Allowances
Dividend Income

Cost of Goods Sold
Wages Expense

Utility Expense

Office Supplies Expense
Insurance Expense
Depreciation Expense
Advertising Expense
Fuel Expense

Interest Expense

19. CODING SCHEME

Devise a coding scheme for the warehouse layout
shown in Problem 19. Be sure to use an appropriate
coding scheme that allows the inventory to be located
efficiently from the picking list.

PROBLEM |9: CODING SCHEME

Each warehouse is organized by aisles.

WAREHOUSE LAYOUT

Three warehouse locations—Warehouses 1, 2, and 3

Aisle A

Aisle B

Aisle C

Aisle D

Aisle E

(continued)
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PROBLEM |9: CODING SCHEME (continued)

each storage area called a “bin”

WAREHOUSE LAYOUT

Each aisle is separated into a right and left side, with 7 shelves of goods and 17 partitions, with

Legacy Systems Problems

20

. ACCESS METHODS

For each of the following file processing operations,
indicate whether a sequential file, indexed random file,
virtual storage access method, hashing, or pointer struc-
ture would work best. You may choose as many as you

wis
the

a.

R -0 &0 T

21

h for each step. Also indicate which would perform
least optimally.

Retrieve a record from the file based on its primary
key value.

Update a record in the file.

Read a complete file of records.

Find the next record in a file.

Insert a record into a file.

Delete a record from a file.

Scan a file for records with secondary keys.

. FILE ORGANIZATION

For the following situations, indicate the most appropri-

ate

a.

type of file organization. Explain your choice.

A local utility company has 80,000 residential cus-
tomers and 10,000 commercial customers. The
monthly billings are staggered throughout the month
and, as a result, the cash receipts are fairly uniform
throughout the month. For 99 percent of all

accounts, one check per month is received. These
receipts are recorded in a batch file, and the cus-
tomer account records are updated biweekly. In a
typical month, customer inquiries are received at the
rate of about 20 per day.

. A national credit card agency has 12 million

customer accounts. On average, 30 million pur-
chases and 700,000 receipts of payments are pro-
cessed per day. Additionally, the customer support
hotline provides information to approximately
150,000 credit card holders and 30,000 merchants
per day.

. An airline reservations system assumes that the

traveler knows the departing city. From that
point, fares and flight times are examined based
on the destination. When a flight is identified as
being acceptable to the traveler, the availability is
checked and, if necessary, a seat is reserved. The
volume of transactions exceeds one-half million
per day.

. A library system stocks over 2 million books and

has 30,000 patrons. Each patron is allowed to check
out five books. On average, there are 1.3 copies of
each title in the library. Over 3,000 books are
checked out each day, with approximately the same
amount being returned daily. The checked-out books
are posted immediately, as well as any returns of
overdue books by patrons who wish to pay their
fines.
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22. BACKUP AND RECOVERY
PROCEDURES FOR DATABASE FILES

Figure 2-30 provides a backup and recovery system for
files that are updated using a destructive update approach.
Now think about a specific situation that might use this
approach. A company creates its sales order transaction
file in batches. Once a day, a sales clerk compiles a trans-
action file by entering data from the previous day’s sales
orders to the transaction file. When these transactions
have all been entered and the transaction file passes edit-
ing, the transaction file is used to destructively update
both the sales and the accounts receivable master files.
Each of these master files is then backed up to a magnetic
tape. The magnetic tapes are stored (offline) in a remote
location. Now consider what might happen if, in the mid-
dle of an update of the sales master file, lightning hit the
company’s building, resulting in a power failure that
caused the computer to corrupt both the transaction file
and the master files.

a. Which, if any, files contain noncorrupted
data (transaction file, accounts receivable
master file, sales master file, or backup master
files)?

b. Will a clerk have to re-enter any data? If so, what
data will have to be re-entered?

c. What steps will the company have to take to obtain
noncorrupted master files that contain the previous
day’s sales data?

23. HASHING ALGORITHM

The systems programmer uses a hashing algorithm to
determine storage addresses. The hashing structure is
9,997/key. The resulting number is then used to locate
the record. The first two digits after the decimal point
represent the cylinder number, while the second two
digits represent the surface number. The fifth, sixth, and
seventh digits after the decimal point represent the
record number. This algorithm results in a unique
address 99 percent of the time. What happens the re-
mainder of the time when the results of the algorithm
are not unique? Explain in detail the storage process
when key value 3 is processed first, key value 2307 at a
later date, and shortly thereafter key value 39.

24. UPDATE PROCESS

Examine the diagram for Problem 24, which contains
the processing order for a transaction file and a master
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file for a sequential file update process. Indicate the
order in which the transactions are processed. Indicate
which master file records are updated and which are
read and written, unchanged, into the new master file.
Also illustrate the relationship between the transaction
file and the master file, thatis, T=M, T<M, and T >
M, in your answer. How would the update change if a
direct access file is used instead?

PROBLEM 24: CODING SCHEME

Transaction Master
File File
Records Records
Order of
Processing

(Key)
| 1 | Data

Order of
Processing

—

Key

=

| 1 |Data

-
o

© [oe] ~ o] )] B B S N

N - - - - - - - - -
o © © ~ ] &~ w N -t o




This page intentionally left blank



Ethics, Fraud, and

Internal Control

concern, which are specifically addressed by the

Sarbanes-Oxley Act (SOX) and are important to
accountants and management. These are ethics, fraud, and
internal control. We begin the chapter by surveying ethical
issues that highlight the organization’s conflicting responsi-
bilities to its employees, shareholders, customers, and the
general public. Organization managers have an ethical
responsibility to seek a balance between the risks and bene-
fits to these constituents that result from their decisions.
Management and accountants must recognize the new
implications of information technologies for such historic
issues as working conditions, the right to privacy, and the
potential for fraud. The section concludes with a review of
the code of ethics requirements that SOX mandates.

The second section is devoted to the subject of fraud and
its implications for accountants. Although the term fraud is
very familiar in today’s financial press, it is not always clear
what constitutes fraud. In this section, we discuss the nature
and meaning of fraud, differentiate between employee fraud
and management fraud, explain fraud-motivating forces,
review some common fraud techniques, and outline the key
elements of the reform framework that SOX legislates to
remedy these problems.

The final section in the chapter examines the subject of
internal control. Both managers and accountants should be
concerned about the adequacy of the organization’s internal
control structure as a means of deterring fraud and prevent-
ing errors. In this section, internal control issues are first
presented on a conceptual level. We then discuss internal
control within the context of the Statement on Auditing
Standards no. 78/ Committee of Sponsoring Organizations
of the Treadway Commission (SAS 78/COSO) framework
recommended for SOX compliance.

T his chapter examines three closely related areas of

Learning Objectives

After studying this chapter, you should:

Understand the broad issues
pertaining to business ethics.

Have a basic understanding of ethi-
cal issues related to the use of infor-
mation technology.

Be able to distinguish between man-
agement fraud and employee fraud.
Be familiar with common types of
fraud schemes.

Be familiar with the key features of
SAS 78/COSO internal control
framework.

Understand the objectives and appli-
cation of physical controls.
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Ethical Issues in Business

Ethical standards are derived from societal mores and deep-rooted personal beliefs about issues of right
and wrong that are not universally agreed upon. It is quite possible for two individuals, both of whom
consider themselves to be acting ethically, to be on opposite sides of an issue. Often, we confuse ethical
issues with legal issues. When the Honorable Gentleman from the state of- , who is charged with ethi-
cal misconduct, stands before Congress and proclaims that he is “guilty of no wrongdoing,” is he really
saying that he did not break the law?

We have been inundated with scandals in the stock market, stories of computer crimes and viruses,
and almost obscene charges of impropriety and illegalities by corporate executives. Using covert compen-
sation schemes, Enron’s Chief Financial Officer (CFO) Andy Fastow managed to improve his personal
wealth by approximately $40 million. Similarly, Dennis Kozowski of Tyco, Richard Scrushy of Health-
South, and Bernie Ebbers of WorldCom all became wealthy beyond imagination while driving their com-
panies into the ground. Indeed, during the period from early 1999 to May 2002, the executives of 25
companies extracted $25 billion worth of special compensation, stock options, and private loans from
their organizations while their companies’ stock plummeted 75 percent or more.'

A thorough treatment of ethics issues is impossible within this chapter section. Instead, the objective
of this section is to heighten the reader’s awareness of ethical concerns relating to business, information
systems, and computer technology.

BUSINESS ETHICS

Ethics pertains to the principles of conduct that individuals use in making choices and guiding their
behavior in situations that involve the concepts of right and wrong. More specifically, business ethics
involves finding the answers to two questions: (1) How do managers decide what is right in conducting
their business? and (2) Once managers have recognized what is right, how do they achieve it?

Ethical issues in business can be divided into four areas: equity, rights, honesty, and the exercise of
corporate power. Table 3-1 identifies some of the business practices and decisions in each of these areas
that have ethical implications.

Making Ethical Decisions

Business organizations have conflicting responsibilities to their employees, shareholders, customers, and
the public. Every major decision has consequences that potentially harm or benefit these constituents. For
example, implementing a new computer information system within an organization may cause some
employees to lose their jobs, while those who remain enjoy the benefit of improved working conditions.
Seeking a balance between these consequences is the managers’ ethical responsibility. The following
ethical principles provide some guidance in the discharge of this responsibility.*

PROPORTIONALITY. The benefit from a decision must outweigh the risks. Furthermore, there must
be no alternative decision that provides the same or greater benefit with less risk.

Justice. The benefits of the decision should be distributed fairly to those who share the risks. Those
who do not benefit should not carry the burden of risk.

Minimize risk. Even if judged acceptable by the principles, the decision should be implemented so as
to minimize all of the risks and avoid any unnecessary risks.

COMPUTER ETHICS

The use of information technology in business has had a major impact on society and thus raises significant
ethical issues regarding computer crime, working conditions, privacy, and more. Computer ethics is “the

1 Robert Prentice, Student Guide to the Sarbanes-Oxley Act, Thomson Publishing, 2005, p. 23.
2 M. McFarland, “Ethics and the Safety of Computer System,” Computer (February 1991).
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TABLE
3-1 ETHICAL ISSUES IN BUSINESS
Equity Executive Salaries
Comparable Worth
Product Pricing
Rights Corporate Due Process

Employee Health Screening
Employee Privacy

Sexual Harassment

Diversity

Equal Employment Opportunity
Whistle-Blowing

Honesty Employee and Management Conflicts of Interest
Security of Organization Data and Records
Misleading Advertising

Questionable Business Practices in Foreign Countries
Accurate Reporting of Shareholder Interests

Exercise of Corporate Power Political Action Committees
Workplace Safety

Product Safety

Environmental Issues
Divestment of Interests
Corporate Political Contributions
Downsizing and Plant Closures

Source: The Conference Board, “Defining Corporate Ethics,” in P. Madsen and J. Shafritz, Essentials of Business Ethics (New York]|
Meridian, 1990): 18.

analysis of the nature and social impact of computer technology and the corresponding formulation and jus-
tification of policies for the ethical use of such technology.... [This includes] concerns about software as
well as hardware and concerns about networks connecting computers as well as computers themselves.”>

One researcher has defined three levels of computer ethics: pop, para, and theoretical.* Pop computer
ethics is simply the exposure to stories and reports found in the popular media regarding the good or bad ram-
ifications of computer technology. Society at large needs to be aware of such things as computer viruses and
computer systems designed to aid handicapped persons. Para computer ethics involves taking a real interest
in computer ethics cases and acquiring some level of skill and knowledge in the field. All systems professio-
nals need to reach this level of competency so they can do their jobs effectively. Students of accounting infor-
mation systems should also achieve this level of ethical understanding. The third level, theoretical computer
ethics, is of interest to multidisciplinary researchers who apply the theories of philosophy, sociology, and psy-
chology to computer science with the goal of bringing some new understanding to the field.

A New Problem or Just a New Twist on an Old Problem?

Some argue that all pertinent ethical issues have already been examined in some other domain. For exam-
ple, the issue of property rights has been explored and has resulted in copyright, trade secret, and patent
laws. Although computer programs are a new type of asset, many believe that these programs should be

3 J. H. Moor, “What Is Computer Ethics?” Metaphilosophy 16 (1985): 266-75.

4 T. W. Bynum, “Human Values and the Computer Science Curriculum” (Working paper for the National Conference on
Computing and Values, August 1991).
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considered no differently from other forms of property. A fundamental question arising from such debate
is whether computers present new ethical problems or just create new twists on old problems. Where the
latter is the case, we need only to understand the generic values that are at stake and the principles that
should then apply.” However, a large contingent vociferously disagree with the premise that computers
are no different from other technology. For example, many reject the notion of intellectual property being
the same as real property. There is, as yet, no consensus on this matter.

Several issues of concern for students of accounting information systems are discussed in the follow-
ing section. This list is not exhaustive, and a full discussion of each of the issues is beyond the scope of
this chapter. Instead, the issues are briefly defined, and several trigger questions are provided. Hopefully,
these questions will provoke thought and discussion in the classroom.

Privacy

People desire to be in full control of what and how much information about themselves is available to
others, and to whom it is available. This is the issue of privacy. The creation and maintenance of huge,
shared databases make it necessary to protect people from the potential misuse of data. This raises the
issue of ownership in the personal information industry.® Should the privacy of individuals be protected
through policies and systems? What information about oneself does the individual own? Should firms that
are unrelated to individuals buy and sell information about these individuals without their permission?

Security (Accuracy and Confidentiality)

Computer security is an attempt to avoid such undesirable events as a loss of confidentiality or data integ-
rity. Security systems attempt to prevent fraud and other misuse of computer systems; they act to protect
and further the legitimate interests of the system’s constituencies. The ethical issues involving security
arise from the emergence of shared, computerized databases that have the potential to cause irreparable
harm to individuals by disseminating inaccurate information to authorized users, such as through incor-
rect credit reporting.” There is a similar danger in disseminating accurate information to persons unau-
thorized to receive it. However, increasing security can actually cause other problems. For example,
security can be used both to protect personal property and to undermine freedom of access to data, which
may have an injurious effect on some individuals. Which is the more important goal? Automated moni-
toring can be used to detect intruders or other misuse, yet it can also be used to spy on legitimate users,
thus diminishing their privacy. Where is the line to be drawn? What is an appropriate use and level of se-
curity? Which is most important: security, accuracy, or confidentiality?

Ownership of Property

Laws designed to preserve real property rights have been extended to cover what is referred to as intellec-
tual property, that is, software. The question here becomes what an individual (or organization) can own.
Ideas? Media? Source code? Object code? A related question is whether owners and users should be con-
strained in their use or access. Copyright laws have been invoked in an attempt to protect those who
develop software from having it copied. Unquestionably, the hundreds of thousands of program
development hours should be protected from piracy. However, many believe the copyright laws can cause
more harm than good. For example, should the look and feel of a software package be granted copyright
protection? Some argue that this flies in the face of the original intent of the law. Whereas the purpose of
copyrights is to promote the progress of science and the useful arts, allowing a user interface the protec-
tion of copyright may do just the opposite. The best interest of computer users is served when industry
standards emerge; copyright laws work against this. Part of the problem lies in the uniqueness of

5 G. Johnson, “A Framework for Thinking about Computer Ethics,” in J. Robinette and R. Barquin (eds.), Computers and Ethics: A
Sourcebook for Discussions (Brooklyn: Polytechnic Press, 1989): 26-31.

6 W. Ware, “Contemporary Privacy Issues” (Working paper for the National Conference on Computing and Human Values,
August 1991).

7 K. C. Laudon, “Data Quality and Due Process in Large Interorganizational Record Systems,” Communications of the ACM
(1986): 4-11.
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software, its ease of dissemination, and the possibility of exact replication. Does software fit with the cur-
rent categories and conventions regarding ownership?

Equity in Access

Some barriers to access are intrinsic to the technology of information systems, but some are avoidable
through careful system design. Several factors, some of which are not unique to information systems, can
limit access to computing technology. The economic status of the individual or the affluence of an organi-
zation will determine the ability to obtain information technology. Culture also limits access, for example,
when documentation is prepared in only one language or is poorly translated. Safety features, or the lack
thereof, have limited access to pregnant women, for example. How can hardware and software be
designed with consideration for differences in physical and cognitive skills? What is the cost of providing
equity in access? For what groups of society should equity in access become a priority?

Environmental Issues

Computers with high-speed printers allow for the production of printed documents faster than ever
before. It is probably easier just to print a document than to consider whether it should be printed and
how many copies really need to be made. It may be more efficient or more comforting to have a hard
copy in addition to the electronic version. However, paper comes from trees, a precious natural resource,
and ends up in landfills if not properly recycled. Should organizations limit nonessential hard copies?
Can nonessential be defined? Who can and should define it? Should proper recycling be required? How
can it be enforced?

Artificial Intelligence

A new set of social and ethical issues has arisen out of the popularity of expert systems. Because of the
way these systems have been marketed—that is, as decision makers or replacements for experts—some
people rely on them significantly. Therefore, both knowledge engineers (those who write the programs)
and domain experts (those who provide the knowledge about the task being automated) must be con-
cerned about their responsibility for faulty decisions, incomplete or inaccurate knowledge bases, and the
role given to computers in the decision-making process.® Further, because expert systems attempt to clone
a manager’s decision-making style, an individual’s prejudices may implicitly or explicitly be included in
the knowledge base. Some of the questions that need to be explored are: Who is responsible for the com-
pleteness and appropriateness of the knowledge base? Who is responsible for a decision made by an
expert system that causes harm when implemented? Who owns the expertise once it is coded into a
knowledge base?

Unemployment and Displacement

Many jobs have been and are being changed as a result of the availability of computer technology. People
unable or unprepared to change are displaced. Should employers be responsible for retraining workers
who are displaced as a result of the computerization of their functions?

Misuse of Computers

Computers can be misused in many ways. Copying proprietary software, using a company’s computer
for personal benefit, and snooping through other people’s files are just a few obvious examples.’
Although copying proprietary software (except to make a personal backup copy) is clearly illegal, it is
commonly done. Why do people think that it is not necessary to obey this law? Are there any good argu-
ments for trying to change this law? What harm is done to the software developer when people make
unauthorized copies? A computer is not an item that deteriorates with use, so is there any harm to the
employer if it is used for an employee’s personal benefit? Does it matter if the computer is used during

8 R. Dejoie, G. Fowler, and D. Paradice (eds.), Ethical Issues in Information Systems (Boston: Boyd & Fraser, 1991).

9 K. A. Forcht, “Assessing the Ethic Standards and Policies in Computer-Based Environments,” in R. Dejoie, G. Fowler, and
D. Paradice (eds.), Ethical Issues in Information Systems (Boston: Boyd & Fraser, 1991).
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company time or outside of work hours? Is there a difference if some profit-making activity takes place
rather than, for example, using the computer to write a personal letter? Does it make a difference if a
profit-making activity takes place during or outside working hours? Is it okay to look through paper files
that clearly belong to someone else? Is there any difference between paper files and computer files?

SARBANES-OXLEY ACT AND ETHICAL ISSUES

Public outcry surrounding ethical misconduct and fraudulent acts by executives of Enron, Global Cross-
ing, Tyco, Adelphia, WorldCom, and others spurred Congress into passing the American Competitive-
ness and Corporate Accountability Act of 2002. This wide-sweeping legislation, more commonly known
as the Sarbanes-Oxley Act (SOX), is the most significant securities law since the Securities and
Exchange Commission (SEC) Acts of 1933 and 1934. SOX has many provisions designed to deal with
specific problems relating to capital markets, corporate governance, and the auditing profession. Several
of these are discussed later in the chapter. At this point, we are concerned primarily with Section 406 of
the act, which pertains to ethical issues.

Section 406—Code of Ethics for Senior Financial Officers

Section 406 of SOX requires public companies to disclose to the SEC whether they have adopted a code
of ethics that applies to the organization’s chief executive officer (CEO), CFO, controller, or persons per-
forming similar functions. If the company has not adopted such a code, it must explain why. A public
company may disclose its code of ethics in several ways: (1) included as an exhibit to its annual report,
(2) as a posting to its Web site, or (3) by agreeing to provide copies of the code upon request.

Whereas Section 406 applies specifically to executive and financial officers of a company, a com-
pany’s code of ethics should apply equally to all employees. Top management’s attitude toward ethics
sets the tone for business practice, but it is also the responsibility of lower-level managers and nonmanag-
ers to uphold a firm’s ethical standards. Ethical violations can occur throughout an organization from the
boardroom to the receiving dock. Methods must therefore be developed for including all management
and employees in the firm’s ethics schema. The SEC has ruled that compliance with Section 406 necessi-
tates a written code of ethics that addresses the following ethical issues.

CONFLICTS OF INTEREST. The company’s code of ethics should outline procedures for dealing
with actual or apparent conflicts of interest between personal and professional relationships. Note that the
issue here is in dealing with conflicts of interest, not prohibiting them. Whereas avoidance is the best pol-
icy, sometimes conflicts are unavoidable. Thus, one’s handling and full disclosure of the matter become
the ethical concern. Managers and employees alike should be made aware of the firm’s code of ethics, be
given decision models, and participate in training programs that explore conflict of interest issues.

FULL AND FAIR DISCLOSURES. This provision states that the organization should provide full, fair,
accurate, timely, and understandable disclosures in the documents, reports, and financial statements that it
submits to the SEC and to the public. Overly complex and misleading accounting techniques were used to
camouflage questionable activities that lie at the heart of many recent financial scandals. The objective of
this rule is to ensure that future disclosures are candid, open, truthful, and void of such deceptions.

LEGAL COMPLIANCE. Codes of ethics should require employees to follow applicable governmental
laws, rules, and regulations. As stated previously, we must not confuse ethical issues with legal issues.
Nevertheless, doing the right thing requires sensitivity to laws, rules, regulations, and societal expecta-
tions. To accomplish this, organizations must provide employees with training and guidance.

INTERNAL REPORTING OF CODE VIOLATIONS. The code of ethics must provide a mechanism
to permit prompt internal reporting of ethics violations. This provision is similar in nature to Sections 301
and 806, which were designed to encourage and protect whistle-blowers. Employee ethics hotlines are
emerging as the mechanism for dealing with these related requirements. Because SOX requires this function
to be confidential, many companies are outsourcing their employee hotline service to independent vendors.
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ACCOUNTABILITY. An effective ethics program must take appropriate action when code violations
occur. This will include various disciplinary measures, including dismissal. Employees must see an em-
ployee hotline as credible, or they will not use it. Section 301 directs the organization’s audit committee to
establish procedures for receiving, retaining, and treating such complaints about accounting procedures and
internal control violations. Audit committees will also play an important role in the oversight of ethics
enforcement activities.

Fraud and Accountants

Perhaps no major aspect of the independent auditor’s role has caused more controversy than their respon-
sibility for detecting fraud during an audit. In recent years, the structure of the U.S. financial reporting
system has become the object of scrutiny. The SEC, the courts, and the public, along with Congress, have
focused on business failures and questionable practices by the management of corporations that engage in
alleged fraud. The question often asked is, “Where were the auditors?”

The passage of SOX has had a tremendous impact on the external auditor’s responsibilities for fraud
detection during a financial audit. It requires the auditor to test controls specifically intended to prevent or
detect fraud likely to result in a material misstatement of the financial statements. The current authorita-
tive guidelines on fraud detection are presented in Statement on Auditing Standards (SAS) No. 99, Con-
sideration of Fraud in a Financial Statement Audit. The objective of SAS 99 is to seamlessly blend the
auditor’s consideration of fraud into all phases of the audit process. In addition, SAS 99 requires the audi-
tor to perform new steps such as a brainstorming during audit planning to assess the potential risk of ma-
terial misstatement of the financial statements from fraud schemes.

DEFINITIONS OF FRAUD

Although fraud is a familiar term in today’s financial press, its meaning is not always clear. For example,
in cases of bankruptcies and business failures, alleged fraud is often the result of poor management deci-
sions or adverse business conditions. Under such circumstances, it becomes necessary to clearly define
and understand the nature and meaning of fraud.

Fraud denotes a false representation of a material fact made by one party to another party with the
intent to deceive and induce the other party to justifiably rely on the fact to his or her detriment. Accord-
ing to common law, a fraudulent act must meet the following five conditions:

False representation. There must be a false statement or a nondisclosure.
Material fact. A fact must be a substantial factor in inducing someone to act.
Intent. There must be the intent to deceive or the knowledge that one’s statement is false.

Sl .

Justifiable reliance. The misrepresentation must have been a substantial factor on which the injured
party relied.

5. Injury or loss. The deception must have caused injury or loss to the victim of the fraud.

Fraud in the business environment has a more specialized meaning. It is an intentional deception, mis-
appropriation of a company’s assets, or manipulation of its financial data to the advantage of the perpetra-
tor. In accounting literature, fraud is also commonly known as white-collar crime, defalcation,
embezzlement, and irregularities. Auditors encounter fraud at two levels: employee fraud and manage-
ment fraud. Because each form of fraud has different implications for auditors, we need to distinguish
between the two.

Employee fraud, or fraud by nonmanagement employees, is generally designed to directly convert
cash or other assets to the employee’s personal benefit. Typically, the employee circumvents the com-
pany’s internal control system for personal gain. If a company has an effective system of internal control,
defalcations or embezzlements can usually be prevented or detected.

Employee fraud usually involves three steps: (1) stealing something of value (an asset), (2) converting
the asset to a usable form (cash), and (3) concealing the crime to avoid detection. The third step is often
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the most difficult. It may be relatively easy for a storeroom clerk to steal inventories from the employer’s
warehouse, but altering the inventory records to hide the theft is more of a challenge.

Management fraud is more insidious than employee fraud because it often escapes detection until the
organization has suffered irreparable damage or loss. Management fraud usually does not involve the
direct theft of assets. Top management may engage in fraudulent activities to drive up the market price of
the company’s stock. This may be done to meet investor expectations or to take advantage of stock
options that have been loaded into the manager’s compensation package. The Commission on Auditors’
Responsibilities calls this performance fraud, which often involves deceptive practices to inflate earnings
or to forestall the recognition of either insolvency or a decline in earnings. Lower-level management fraud
typically involves materially misstating financial data and internal reports to gain additional compensa-
tion, to garner a promotion, or to escape the penalty for poor performance. Management fraud typically
contains three special characteristics:'°

1. The fraud is perpetrated at levels of management above the one to which internal control structures
generally relate.

2. The fraud frequently involves using the financial statements to create an illusion that an entity is
healthier and more prosperous than, in fact, it is.

3. If the fraud involves misappropriation of assets, it frequently is shrouded in a maze of complex busi-
ness transactions, often involving related third parties.

The preceding characteristics of management fraud suggest that management can often perpetrate
irregularities by overriding an otherwise effective internal control structure that would prevent similar
irregularities by lower-level employees.

THE FRAUD TRIANGLE

The fraud triangle consists of three factors that contribute to or are associated with management and
employee fraud. These are (1) situational pressure, which includes personal or job-related stresses that
could coerce an individual to act dishonestly; (2) opportunity, which involves direct access to assets
and/or access to information that controls assets, and; (3) ethics, which pertains to one’s character and
degree of moral opposition to acts of dishonesty. Figure 3-1 graphically depicts the interplay among
these three forces. The figure suggests that an individual with a high level of personal ethics, who is
confronted by low pressure and limited opportunity to commit fraud, is more likely to behave honestly
than one with weaker personal ethics, who is under high pressure and exposed to greater fraud
opportunities.

Research by forensic experts and academics has shown that the auditor’s evaluation of fraud is
enhanced when the fraud triangle factors are considered. Obviously, matters of ethics and personal stress
do not lend themselves to easy observation and analysis. To provide insight into these factors, auditors of-
ten use a red-flag checklist consisting of the following types of questions:'!

e Do key executives have unusually high personal debt?

e Do key executives appear to be living beyond their means?
e Do key executives engage in habitual gambling?

e Do key executives appear to abuse alcohol or drugs?

Do any of the key executives appear to lack personal codes of ethics?
e Are economic conditions unfavorable within the company’s industry?

Does the company use several different banks, none of which sees the company’s entire financial
picture?

10 R. Grinaker, “Discussant’s Response to a Look at the Record on Auditor Detection of Management Fraud,” Proceedings of the
1980 Touche Ross University of Kansas Symposium on Auditing Problems (Kansas City: University of Kansas, 1980).
11 Ibid.
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FIGURE
3-1 FRAUD TRIANGLE
Pressure Opportunity Pressure Opportunity
No Fraud
Fraud
Ethics Ethics

e Do any key executives have close associations with suppliers?

e Is the company experiencing a rapid turnover of key employees, either through resignation or
termination?

e Do one or two individuals dominate the company?

A review of some of these questions shows that contemporary auditors may need to use professional
investigative agencies to run confidential background checks on key managers of existing and prospec-
tive client firms.

FINANCIAL LOSSES FROM FRAUD

A research study published by the Association of Certified Fraud Examiners (ACFE) in 2008 estimates
losses from fraud and abuse to be 7 percent of annual revenues. This translates to approximately $994 bil-
lion in fraud losses for 2008. The actual cost of fraud is, however, difficult to quantify for a number of
reasons: (1) not all fraud is detected; (2) of that detected, not all is reported; (3) in many fraud cases,
incomplete information is gathered; (4) information is not properly distributed to management or law
enforcement authorities; and (5) too often, business organizations decide to take no civil or criminal
action against the perpetrator(s) of fraud. In addition to the direct economic loss to the organization, indi-
rect costs including reduced productivity, the cost of legal action, increased unemployment, and business
disruption due to investigation of the fraud need to be considered.

Of the 959 occupational fraud cases examined in the ACFE study, the median loss from fraud was
$175,000, while 25 percent of the organizations experienced losses of $1 million or more. The distribu-
tion of dollar losses is presented in Table 3-2.
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THE PERPETRATORS OF FRAUDS

The ACFE study examined a number of factors that profile the perpetrators of the frauds, including posi-
tion within the organization, collusion with others, gender, age, and education. The median financial loss
was calculated for each factor. The results of the study are summarized in Tables 3-3 through 3-7.'

TABLE
3-2 DISTRIBUTION OF LOSSES

Amount of Loss ($) Percent of Frauds
1-999 1.9
1,000-9,999 7.0
10,000-49,999 16.8
50,000-99,999 11.2
100,000-499,999 28.2
500,000-999,999 9.6
1,000,000 and up 253

Source: Report to the Nation on Occupational Fraud & Abuse (Austin, TX: Association of Certified Fraud Examiners, 2008): 9.

TABLE
3-3 Losses FROM FRAUD BY POSITION

Position Percent of Frauds Loss ($)
Owner/Executive 23 834,000
Manager 37 150,000
Employee 40 70,000

TABLE
3-4 Losses FROM FRAUD BY COLLUSION

Perpetrators Loss ($)
Two or more (36%) 500,000
One (64%) 115,500

TABLE
3-5 Losses FROM FRAUD BY GENDER

Gender Loss ($)
Male (59%) 250,000
Female (41%) 110,000

12 Report to the Nation on Occupational Fraud & Abuse (Austin, TX: Association of Certified Fraud Examiners, 2008): 48-57.
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TABLE
3-6 Losses FROM FRAUD BY AGE

Age Range Loss ($)

<26 25,000
26-30 50,000
31-35 113,000
3640 145,000
41-50 250,000
51-60 500,000
>60 435,000

TABLE
3-7 Losses FROM FRAUD BY EDUCATIONAL LEVEL

Education Level Loss ($)

High School 100,000
College 210,000
Postgraduate 550,000

Fraud Losses by Position within the Organization

Table 3-3 shows that 40 percent of the reported fraud cases were committed by nonmanagerial employ-
ees, 37 percent by managers, and 23 percent by executives or owners. Although the reported number of
frauds perpetrated by employees is higher than that of managers and almost twice that of executives, the
average losses per category are inversely related.

Fraud Losses and the Collusion Effect

Collusion among employees in the commission of a fraud is difficult to both prevent and detect. This is
particularly true when the collusion is between managers and their subordinate employees. Management
plays a key role in the internal control structure of an organization. They are relied upon to prevent and
detect fraud among their subordinates. When they participate in fraud with the employees over whom
they are supposed to provide oversight, the organization’s control structure is weakened, or completely
circumvented, and the company becomes more vulnerable to losses.

Table 3-4 compares the median losses from frauds committed by individuals acting alone (regardless
of position) and frauds involving collusion. This includes both internal collusion and schemes in which
an employee or manager colludes with an outsider such as a vendor or a customer. Although frauds
involving collusion are less common (36 percent of cases), the median loss is $500,000 as compared to
$115,500 for frauds perpetrated by individuals working alone.

Fraud Losses by Gender

Table 3-5 shows that the median fraud loss per case caused by males ($250,000) was more than twice that
caused by females ($110,000).

Fraud Losses by Age

Table 3-6 indicates that perpetrators younger than 26 years of age caused median losses of $25,000, while
those perpetrated by individuals 60 and older were approximately 20 times larger.

Fraud Losses by Education

Table 3-7 shows the median loss from frauds relative to the perpetrator’s education level. Frauds commit-
ted by high school graduates averaged only $100,000, whereas those with bachelor’s degrees averaged
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$210,000. Perpetrators with advanced degrees were responsible for frauds with a median loss of
$550,000.

Conclusions to Be Drawn

Although the ACFE fraud study results are interesting, they appear to provide little in the way of anti-
fraud decision-making criteria. Upon closer examination, however, a common thread appears. Notwith-
standing the importance of personal ethics and situational pressures in inducing one to commit fraud,
opportunity is the factor that actually facilitates the act. Opportunity was defined previously as access to
assets and/or the information that controls assets. No matter how intensely driven by situational pressure
one may become, even the most unethical individual cannot perpetrate a fraud if no opportunity to do so
exists. Indeed, the opportunity factor explains much of the financial loss differential in each of the demo-
graphic categories presented in the ACFE study:

e Position. Individuals in the highest positions within an organization are beyond the internal control
structure and have the greatest access to company funds and assets.

o Gender. Women are not fundamentally more honest than men, but men occupy high corporate posi-
tions in greater numbers than women. This affords men greater access to assets.

e Age. Older employees tend to occupy higher-ranking positions and therefore generally have greater
access to company assets.

e Education. Generally, those with more education occupy higher positions in their organizations and
therefore have greater access to company funds and other assets.

e Collusion. One reason for segregating occupational duties is to deny potential perpetrators the
opportunity they need to commit fraud. When individuals in critical positions collude, they create
opportunities to control or gain access to assets that otherwise would not exist.

FRAUD SCHEMES

Fraud schemes can be classified in a number of different ways. For purposes of discussion, this section
presents the ACFE classification format. Three broad categories of fraud schemes are defined: fraudulent
statements, corruption, and asset misappropriation. '

Fraudulent Statements

Fraudulent statements are associated with management fraud. Whereas all fraud involves some form of fi-
nancial misstatement, to meet the definition under this class of fraud scheme the statement itself must bring
direct or indirect financial benefit to the perpetrator. In other words, the statement is not simply a vehicle
for obscuring or covering a fraudulent act. For example, misstating the cash account balance to cover the
theft of cash is not financial statement fraud. On the other hand, understating liabilities to present a more
favorable financial picture of the organization to drive up stock prices does fall under this classification.

Table 3-8 shows that whereas fraudulent statements account for only 10 percent of the fraud cases cov-
ered in the ACFE fraud study, the median loss from this type of fraud scheme is significantly higher than
losses from corruption and asset misappropriation.

TABLE
3-8 Losses FROM FRAUD BY SCHEME TYPE

Scheme Type Percent of Frauds* Loss ($)

Fraudulent statements 10 2,000,000
Corruption 27 375,000
Asset misappropriation 89 150,000

*The sum of the percentages exceeds 100 because some of the reported frauds in the ACFE study involved more than one type of fraud
scheme.

13 Report to the Nation on Occupational Fraud & Abuse. (Austin, TX: Association of Certified Fraud Examiners, 2008): 7.
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Appalling as this type of fraud loss appears on paper, these numbers fail to reflect the human suffering
that parallels them in the real world. How does one measure the impact on stockholders as they watch
their life savings and retirement funds evaporate after news of the fraud breaks? The underlying problems that
permit and aid these frauds are found in the boardroom, not the mail room. In this section, we examine
some prominent corporate governance failures and the legislation to remedy them.

THE UNDERLYING PROBLEMS. The series of events symbolized by the Enron, WorldCom, and
Adelphia debacles caused many to question whether our existing federal securities laws were adequate to
ensure full and fair financial disclosures by public companies. The following underlying problems are at
the root of this concern.

1. Lack of Auditor Independence. Auditing firms that are also engaged by their clients to perform non-
accounting activities such as actuarial services, internal audit outsourcing services, and consulting,
lack independence. The firms are essentially auditing their own work. The risk is that as auditors they
will not bring to management’s attention detected problems that may adversely affect their consulting
fees. For example, Enron’s auditors—Arthur Andersen—were also their internal auditors and their
management consultants.

2. Lack of Director Independence. Many boards of directors are composed of individuals who are not in-
dependent. Examples of lack of independence are directors who have a personal relationship by ser-
ving on the boards of other directors’ companies; have a business trading relationship as key customers
or suppliers of the company; have a financial relationship as primary stockholders or have received
personal loans from the company; or have an operational relationship as employees of the company.

A notorious example of corporate inbreeding is Adelphia Communications, a telecommunications
company. Founded in 1952, it went public in 1986 and grew rapidly through a series of acquisitions.
It became the sixth largest cable provider in the United States before an accounting scandal came to
light. The founding family (John Rigas, CEO and chairman of the board; Timothy Rigas, CFO, Chief
Administrative Officer, and chairman of the audit committee; Michael Rigas, Vice President for oper-
ation; and J.P. Rigas, Vice President for strategic planning) perpetrated the fraud. Between 1998 and
May 2002, the Rigas family successfully disguised transactions, distorted the company’s financial
picture, and engaged in embezzlement that resulted in a loss of more than $60 billion to shareholders.

Whereas it is neither practical nor wise to establish a board of directors that is totally void of self-
interest, popular wisdom suggests that a healthier board of directors is one in which the majority of
directors are independent outsiders, with the integrity and the qualifications to understand the com-
pany and objectively plan its course.

3. Questionable Executive Compensation Schemes. A Thomson Financial survey revealed the strong
belief that executives have abused stock-based compensation.'* The consensus is that fewer stock
options should be offered than currently is the practice. Excessive use of short-term stock options to
compensate directors and executives may result in short-term thinking and strategies aimed at driving
up stock prices at the expense of the firm’s long-term health. In extreme cases, financial statement
misrepresentation has been the vehicle to achieve the stock price needed to exercise the option.

As a case in point, Enron’s management was a firm believer in the use of stock options. Nearly ev-
ery employee had some type of arrangement by which he or she could purchase shares at a discount
or were granted options based on future share prices. At Enron’s headquarters in Houston, televisions
were installed in the elevators so employees could track Enron’s (and their own portfolio’s) success.
Before the firm’s collapse, Enron executives added millions of dollars to their personal fortunes by
exercising stock options.

4. Inappropriate Accounting Practices. The use of inappropriate accounting techniques is a characteristic
common to many financial statement fraud schemes. Enron made elaborate use of special-purpose enti-
ties to hide liabilities through off-balance-sheet accounting. Special-purpose entities are legal, but their
application in this case was clearly intended to deceive the market. Enron also employed income-inflat-
ing techniques. For example, when the company sold a contract to provide natural gas for a period of
two years, they would recognize all the future revenue in the period when the contract was sold.

14 H. Stock, “Institutions Prize Good Governance: Once Bitten, Twice Shy, Investors Seek Oversight and Transparency.” Investor
Relations Business (November 4, 2002).
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WorldCom was another culprit of the improper accounting practices. In April 2001, WorldCom
management decided to transfer transmission line costs from current expense accounts to capital
accounts. This allowed them to defer some operating expenses and report higher earnings. Also,
through acquisitions, they seized the opportunity to raise earnings. WorldCom reduced the book
value of hard assets of MCI by $3.4 billion and increased goodwill by the same amount. Had the
assets been left at book value, they would have been charged against earnings over four years. Good-
will, on the other hand, was amortized over a much longer period. In June 2002, the company
declared a $3.8 billion overstatement of profits because of falsely recorded expenses over the previ-
ous five quarters. The size of this fraud increased to $9 billion over the following months as addi-
tional evidence of improper accounting came to light.

SARBANES-OXLEY ACT AND FRAUD. To address plummeting institutional and individual inves-
tor confidence triggered in part by business failures and accounting restatements, Congress enacted SOX
into law in July 2002. This landmark legislation was written to deal with problems related to capital mar-
kets, corporate governance, and the auditing profession and has fundamentally changed the way public
companies do business and how the accounting profession performs its attest function. Some SOX rules
became effective almost immediately, and others were phased in over time. In the short time since it was
enacted, however, SOX is now largely implemented.

The act establishes a framework to modernize and reform the oversight and regulation of public com-
pany auditing. Its principal reforms pertain to (1) the creation of an accounting oversight board, (2) audi-
tor independence, (3) corporate governance and responsibility, (4) disclosure requirements, and (5)
penalties for fraud and other violations. These provisions are discussed in the following section.

1. Accounting Oversight Board. SOX created a Public Company Accounting Oversight Board
(PCAOB). The PCAOB is empowered to set auditing, quality control, and ethics standards; to
inspect registered accounting firms; to conduct investigations; and to take disciplinary actions.

2. Auditor Independence. The act addresses auditor independence by creating more separation between
a firm’s attestation and nonauditing activities. This is intended to specify categories of services that a
public accounting firm cannot perform for its client. These include the following nine functions:

. Bookkeeping or other services related to the accounting records or financial statements
. Financial information systems design and implementation

. Appraisal or valuation services, fairness opinions, or contribution-in-kind reports

. Actuarial services

. Internal audit outsourcing services

. Management functions or human resources

. Broker or dealer, investment adviser, or investment banking services

S0k - 0 A0 O

. Legal services and expert services unrelated to the audit
i. Any other service that the PCAOB determines is impermissible

Whereas SOX prohibits auditors from providing these services to their audit clients, they are not pro-
hibited from performing such services for nonaudit clients or privately held companies.

3. Corporate Governance and Responsibility. The act requires all audit committee members to be inde-
pendent and requires the audit committee to hire and oversee the external auditors. This provision is
consistent with many investors who consider the board composition to be a critical investment factor.
For example, a Thomson Financial survey revealed that most institutional investors want corporate
boards to be composed of at least 75 percent independent directors. '

Two other significant provisions of the act relating to corporate governance are (1) public compa-
nies are prohibited from making loans to executive officers and directors, and (2) the act requires
attorneys to report evidence of a material violation of securities laws or breaches of fiduciary duty to
the CEO, CFO, or the PCAOB.

4. Issuer and Management Disclosure. SOX imposes new corporate disclosure requirements, including:
a. Public companies must report all off-balance-sheet transactions.

15 Ibid.
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b. Annual reports filed with the SEC must include a statement by management asserting that it
is responsible for creating and maintaining adequate internal controls and asserting to the
effectiveness of those controls.

c. Officers must certify that the company’s accounts “fairly present” the firm’s financial condition
and results of operations.

d. Knowingly filing a false certification is a criminal offense.

5. Fraud and Criminal Penalties. SOX imposes a range of new criminal penalties for fraud and other
wrongful acts. In particular, the act creates new federal crimes relating to the destruction of docu-
ments or audit work papers, securities fraud, tampering with documents to be used in an official pro-
ceeding, and actions against whistle-blowers.

Corruption

Corruption involves an executive, manager, or employee of the organization in collusion with an out-
sider. The ACFE study identifies four principal types of corruption: bribery, illegal gratuities, conflicts of
interest, and economic extortion. Corruption accounts for about 10 percent of occupational fraud cases.

BRIBERY. Bribery involves giving, offering, soliciting, or receiving things of value to influence an of-
ficial in the performance of his or her lawful duties. Officials may be employed by government (or regula-
tory) agencies or by private organizations. Bribery defrauds the entity (business organization or
government agency) of the right to honest and loyal services from those employed by it. For example, the
manager of a meat-packing company offers a U.S. health inspector a cash payment. In return, the inspec-
tor suppresses his report of health violations discovered during a routine inspection of the meat-packing
facilities. In this situation, the victims are those who rely on the inspector’s honest reporting. The loss is
salary paid to the inspector for work not performed and any damages that result from failure to perform.

ILLEGAL GRATUITIES. An illegal gratuity involves giving, receiving, offering, or soliciting some-
thing of value because of an official act that has been taken. This is similar to a bribe, but the transaction
occurs after the fact. For example, the plant manager in a large corporation uses his influence to ensure
that a request for proposals is written in such a way that only one contractor will be able to submit a satis-
factory bid. As a result, the favored contractor’s proposal is accepted at a noncompetitive price. In return,
the contractor secretly makes a financial payment to the plant manager. The victims in this case are those
who expect a competitive procurement process. The loss is the excess costs the company incurs because
of the noncompetitive pricing of the construction.

CONFLICTS OF INTEREST. Every employer should expect that his or her employees will conduct
their duties in a way that serves the interests of the employer. A conflict of interest occurs when an em-
ployee acts on behalf of a third party during the discharge of his or her duties or has self-interest in the ac-
tivity being performed. When the employee’s conflict of interest is unknown to the employer and results
in financial loss, then fraud has occurred. The preceding examples of bribery and illegal gratuities also
constitute conflicts of interest. This type of fraud can exist, however, when bribery and illegal payments
are not present, but the employee has an interest in the outcome of the economic event. For example, a
purchasing agent for a building contractor is also part owner in a plumbing supply company. The agent
has sole discretion in selecting vendors for the plumbing supplies needed for buildings under contract.
The agent directs a disproportionate number of purchase orders to his company, which charges above-
market prices for its products. The agent’s financial interest in the supplier is unknown to his employer.

ECONOMIC EXTORTION. Economic extortion is the use (or threat) of force (including economic
sanctions) by an individual or organization to obtain something of value. The item of value could be a fi-
nancial or economic asset, information, or cooperation to obtain a favorable decision on some matter
under review. For example, a contract procurement agent for a state government threatens to blacklist a
highway contractor if he does not make a financial payment to the agent. If the contractor fails to cooper-
ate, the blacklisting will effectively eliminate him from consideration for future work. Faced with a threat
of economic loss, the contractor makes the payment.
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TABLE
3-9 Losses FROM ASSET MISAPPROPRIATION SCHEMES

Scheme Type Percent of Frauds* Loss ($)
Skimming 17 80,000
Cash Larceny 10 75,000
Billing 24 100,000
Check Tampering 15 138,000
Payroll 9 49,000
Expense Reimbursement 13 25,000
Theft of Cash 15 50,000
Non-Cash Misappropriations 16 100,000

*The percentages exceed 100 percent because some fraud cases in the ACFE study involved multiple schemes from more than one
category.

Asset Misappropriation

The most common fraud schemes involve some form of asset misappropriation in which assets are either
directly or indirectly diverted to the perpetrator’s benefit. Ninety percent of the frauds included in the
ACFE study fall in this general category. Certain assets are, however, more susceptible than others to
misappropriation. Transactions involving cash, checking accounts, inventory, supplies, equipment, and
information are the most vulnerable to abuse. Table 3-9 shows the percent of occurrence and the medium
value of fraud losses in eight subcategories of asset misappropriation. The following sections provide def-
initions and examples of the fraud schemes listed in the table.

Skimming

Skimming involves stealing cash from an organization before it is recorded on the organization’s books
and records. One example of skimming is an employee who accepts payment from a customer but does
not record the sale. Another example is mail room fraud in which an employee opening the mail steals a
customer’s check and destroys the associated remittance advice. By destroying the remittance advice, no
evidence of the cash receipt exists. This type of fraud may continue for several weeks or months until
detected. Ultimately the fraud will be detected when the customer complains that his account has not been
credited. By that time, however, the mail room employee will have left the organization and moved on.

Cash Larceny

Cash larceny involves schemes in which cash receipts are stolen from an organization after they have
been recorded in the organization’s books and records. An example of this is lapping, in which the cash
receipts clerk first steals and cashes a check from Customer A. To conceal the accounting imbalance
caused by the loss of the asset, Customer A’s account is not credited. Later (the next billing period), the
employee uses a check received from Customer B and applies it to Customer A’s account. Funds received
in the next period from Customer C are then applied to the account of Customer B, and so on.

Employees involved in this sort of fraud often rationalize that they are simply borrowing the cash and
plan to repay it at some future date. This kind of accounting cover-up must continue indefinitely or until
the employee returns the funds. Lapping is usually detected when the employee leaves the organization
or becomes sick and must take time off from work. Unless the fraud is perpetuated, the last customer to
have funds diverted from his or her account will be billed again, and the lapping technique will be
detected. Employers can deter lapping by periodically rotating employees into different jobs and forcing
them to take scheduled vacations.

Billing Schemes

Billing schemes, also known as vendor fraud, are perpetrated by employees who causes their employer
to issue a payment to a false supplier or vendor by submitting invoices for fictitious goods or services,
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inflated invoices, or invoices for personal purchases. Three examples of billing scheme are presented
here.

A shell company fraud first requires that the perpetrator establish a false supplier on the books of the
victim company. The fraudster then manufactures false purchase orders, receiving reports, and invoices in
the name of the vendor and submits them to the accounting system, which creates the allusion of a legiti-
mate transaction. Based on these documents, the system will set up an account payable and ultimately issue
a check to the false supplier (the fraudster). This sort of fraud may continue for years before it is detected.

A pass through fraud is similar to the shell company fraud with the exception that a transaction
actually takes place. Again, the perpetrator creates a false vendor and issues purchase orders to it for in-
ventory or supplies. The false vendor then purchases the needed inventory from a legitimate vendor. The
false vendor charges the victim company a much higher than market price for the items, but pays only the
market price to the legitimate vendor. The difference is the profit that the perpetrator pockets.

A pay-and-return scheme is a third form of vendor fraud. This typically involves a clerk with check-
writing authority who pays a vendor twice for the same products (inventory or supplies) received. The
vendor, recognizing that its customer made a double payment, issues a reimbursement to the victim com-
pany, which the clerk intercepts and cashes.

Check Tampering

Check tampering involves forging or changing in some material way a check that the organization has
written to a legitimate payee. One example of this is an employee who steals an outgoing check to a ven-
dor, forges the payee’s signature, and cashes the check. A variation on this is an employee who steals
blank checks from the victim company makes them out to himself or an accomplice.

Payroll Fraud

Payroll fraud is the distribution of fraudulent paychecks to existent and/or nonexistent employees. For
example, a supervisor keeps an employee on the payroll who has left the organization. Each week, the
supervisor continues to submit time cards to the payroll department as if the employee were still working
for the victim organization. The fraud works best in organizations in which the supervisor is responsible
for distributing paychecks to employees. The supervisor may intercept the paycheck, forge the former
employee’s signature, and cash it. Another example of payroll fraud is to inflate the hours worked on an
employee time card so that he or she will receive a larger than deserved paycheck. This type of fraud of-
ten involves collusion with the supervisor or timekeeper.

Expense Reimbursements

Expense reimbursement frauds are schemes in which an employee makes a claim for reimbursement of
fictitious or inflated business expenses. For example, a company salesperson files false expense reports,
claiming meals, lodging, and travel that never occurred.

Thefts of Cash

Thefts of cash are schemes that involve the direct theft of cash on hand in the organization. An example
of this is an employee who makes false entries on a cash register, such as voiding a sale, to conceal the
fraudulent removal of cash. Another example is a bank employee who steals cash from the vault.

Non-Cash Misappropriations

Non-cash fraud schemes involve the theft or misuse of the victim organization’s non-cash assets. One
example of this is a warehouse clerk who steals inventory from a warehouse or storeroom. Another exam-
ple is a customer services clerk who sells confidential customer information to a third party.

Computer Fraud

Because computers lie at the heart of modern accounting information systems, the topic of computer
fraud is of importance to auditors. Although the fundamental structure of fraud is unchanged by com-
puters—fraudulent statements, corruption, and asset misappropriation—computers do add complexity
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to the fraud picture. To fully appreciate these complexities requires an awareness of technology and
internal control issues that are discussed in subsequent chapters. Computer fraud is therefore deferred to
Chapter 15, wherein we examine a number of related topics.

Internal Control Concepts and Techniques

With a backdrop of ethics and fraud in place, let’s now examine internal control concepts and techniques
for dealing with these problems. The internal control system comprises policies, practices, and proce-
dures employed by the organization to achieve four broad objectives:

To safeguard assets of the firm.
To ensure the accuracy and reliability of accounting records and information.
To promote efficiency in the firm’s operations.

bl

To measure compliance with management’s prescribed policies and procedures.'®

Modifying Assumptions

Inherent in these control objectives are four modifying assumptions that guide designers and auditors of
internal controls.'”

MANAGEMENT RESPONSIBILITY. This concept holds that the establishment and maintenance
of a system of internal control is a management responsibility. This point is made eminent in SOX
legislation.

REASONABLE ASSURANCE. The internal control system should provide reasonable assurance
that the four broad objectives of internal control are met in a cost-effective manner. This means that no
system of internal control is perfect and the cost of achieving improved control should not outweigh its
benefits.

METHODS OF DATA PROCESSING. Internal controls should achieve the four broad objectives
regardless of the data processing method used. The control techniques used to achieve these objectives
will, however, vary with different types of technology.

LIMITATIONS. Every system of internal control has limitations on its effectiveness. These include (1)
the possibility of error—no system is perfect, (2) circumvention—personnel may circumvent the system
through collusion or other means, (3) management override—management is in a position to override
control procedures by personally distorting transactions or by directing a subordinate to do so, and (4)
changing conditions—conditions may change over time so that existing controls may become ineffectual.

Exposures and Risk

Figure 3-2 portrays the internal control system as a shield that protects the firm’s assets from numerous
undesirable events that bombard the organization. These include attempts at unauthorized access to the
firm’s assets (including information); fraud perpetrated by persons both inside and outside the firm; errors
due to employee incompetence, faulty computer programs, and corrupted input data; and mischievous
acts, such as unauthorized access by computer hackers and threats from computer viruses that destroy
programs and databases.

16 American Institute of Certified Public Accountants, AICPA Professional Standards, vol. 1. AU Sec. 320.30-35 (New York:
AICPA, 1987).
17 American Institute of Certified Public Accountants, Committee on Auditing Procedure, Internal Control—Elements of a

Coordinated System and Its Importance to Management and the Independent Public Accountant, Statement on Auditing
Standards No. 1, Sec. 320 (New York: AICPA, 1973).
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FIGURE

3-2 INTERNAL CONTROL SHIELD

Undesirable Events
e Access
e Fraud
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The absence or weakness of a control is called an exposure. Exposures, which are illustrated as holes
in the control shield in Figure 3-2, increase the firm’s risk to financial loss or injury from undesirable
events. A weakness in internal control may expose the firm to one or more of the following types of
risks:

Destruction of assets (both physical assets and information).
Theft of assets.
Corruption of information or the information system.

b

Disruption of the information system.
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PREVENTIVE, DETECTIVE, AND CORRECTIVE CONTROLS
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The Preventive—Detective—Corrective Internal Control Model

Figure 3-3 illustrates that the internal control shield is composed of three levels of control: preventive
controls, detective controls, and corrective controls. This is the preventive—detective—corrective (PDC)
control model.

PREVENTIVE CONTROLS. Prevention is the first line of defense in the control structure. Preventive
controls are passive techniques designed to reduce the frequency of occurrence of undesirable events.
Preventive controls force compliance with prescribed or desired actions and thus screen out aberrant
events. When designing internal control systems, an ounce of prevention is most certainly worth a pound
of cure. Preventing errors and fraud is far more cost-effective than detecting and correcting problems after
they occur. The vast majority of undesirable events can be blocked at this first level. For example, a well-
designed source document is an example of a preventive control. The logical layout of the document into
zones that contain specific data, such as customer name, address, items sold, and quantity, forces the clerk
to enter the necessary data. The source documents can therefore prevent necessary data from being omit-
ted. However, not all problems can be anticipated and prevented. Some will elude the most comprehen-
sive network of preventive controls.

DETECTIVE CONTROLS. Detective controls form the second line of defense. These are devices,
techniques, and procedures designed to identify and expose undesirable events that elude preventive
controls. Detective controls reveal specific types of errors by comparing actual occurrences to pre-established
standards. When the detective control identifies a departure from standard, it sounds an alarm to attract
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attention to the problem. For example, assume a clerk entered the following data on a customer sales
order:

Quantity Price Total
10 $10 $1,000

Before processing this transaction and posting to the accounts, a detective control should recalculate
the total value using the price and quantity. Thus, the error in total price would be detected.

CORRECTIVE CONTROLS. Corrective controls are actions taken to reverse the effects of errors
detected in the previous step. There is an important distinction between detective controls and corrective
controls. Detective controls identify anomalies and draw attention to them; corrective controls actually
fix the problem. For any detected error, however, there may be more than one feasible corrective action,
but the best course of action may not always be obvious. For example, in viewing the error above, your
first inclination may have been to change the total value from $1,000 to $100 to correct the problem. This
presumes that the quantity and price values on the document are correct; they may not be. At this point,
we cannot determine the real cause of the problem; we know only that one exists.

Linking a corrective action to a detected error, as an automatic response, may result in an incorrect
action that causes a worse problem than the original error. For this reason, error correction should be
viewed as a separate control step that should be taken cautiously.

The PDC control model is conceptually pleasing but offers little practical guidance for designing spe-
cific controls. For this, we need a more precise framework. The current authoritative document for speci-
fying internal control objectives and techniques is Statement on Auditing Standards (SAS) No. 78,
which is based on the COSO framework. We discuss the key elements of these documents in the follow-
1ng section.

Sarbanes-Oxley and Internal Control

Sarbanes-Oxley legislation requires management of public companies to implement an adequate system
of internal controls over their financial reporting process. This includes controls over transaction process-
ing systems that feed data to the financial reporting systems. Management’s responsibilities for this are
codified in Sections 302 and 404 of SOX. Section 302 requires that corporate management (including the
CEO) certify their organization’s internal controls on a quarterly and annual basis. In addition, Section
404 requires the management of public companies to assess the effectiveness of their organization’s inter-
nal controls. This entails providing an annual report addressing the following points: (1) a statement of
management’s responsibility for establishing and maintaining adequate internal control; (2) an assessment
of the effectiveness of the company’s internal controls over financial reporting; (3) a statement that the
organization’s external auditors have issued an attestation report on management’s assessment of the
company’s internal controls; (4) an explicit written conclusion as to the effectiveness of internal control
over financial reporting'®; and (5) a statement identifying the framework used in their assessment of inter-
nal controls.

Regarding the control framework to be used, both the PCAOB and the SEC have endorsed the frame-
work put forward by the Committee of Sponsoring Organizations of the Treadway Commission
(COSO). Further, they require that any other framework used should encompass all of COSO’s general
themes.?’ The COSO framework was the basis for SAS 78, but was designed as a management tool rather
than an audit tool. SAS 78, on the other hand, was developed for auditors and describes the complex rela-
tionship between the firm’s internal controls, the auditor’s assessment of risk, and the planning of audit

18 American Institute of Certified Public Accountants, SAS No. 78—Consideration of Internal Control in a Financial Statement
Audit: An Amendment to SAS No. 55 (New York: AICPA, 1995).

19 Management may not conclude that internal controls are effective if one or more material weaknesses exist. In addition,
management must disclose all material weaknesses that exist as of the end of the most recent fiscal year.

20 A popular competing control framework is Control Objectives for Information and related Technology (COBIT®) published by
the IT Governance Institute (ITGI). This framework maps into COSO’s general themes.

131



132

PART 1 Overview of Accounting Information Systems

procedures. Apart from their audience orientation, the two frameworks are essentially the same and inter-
changeable for SOX compliance purposes. The key elements of the SAS 78/COSO framework are pre-
sented in the following section.

SAS 78/COSO INTERNAL CONTROL FRAMEWORK

The SAS 78/COSO framework consists of five components: the control environment, risk assessment, in-
formation and communication, monitoring, and control activities.

The Control Environment

The control environment is the foundation for the other four control components. The control environ-
ment sets the tone for the organization and influences the control awareness of its management and
employees. Important elements of the control environment are:

e The integrity and ethical values of management.

e The structure of the organization.

e The participation of the organization’s board of directors and the audit committee, if one exists.
e Management’s philosophy and operating style.

e The procedures for delegating responsibility and authority.

e Management’s methods for assessing performance.

e External influences, such as examinations by regulatory agencies.

e The organization’s policies and practices for managing its human resources.

SAS 78/COSO requires that auditors obtain sufficient knowledge to assess the attitude and awareness
of the organization’s management, board of directors, and owners regarding internal control. The follow-
ing paragraphs provide examples of techniques that may be used to obtain an understanding of the control
environment.

1. Auditors should assess the integrity of the organization’s management and may use investigative
agencies to report on the backgrounds of key managers. Some of the “Big Four” public accounting
firms employ former FBI agents whose primary responsibility is to perform background checks on
existing and prospective clients. If cause for serious reservations comes to light about the integrity of
the client, the auditor should withdraw from the audit. The reputation and integrity of the company’s
managers are critical factors in determining the auditability of the organization. Auditors cannot func-
tion properly in an environment in which client management is deemed unethical and corrupt.

2. Auditors should be aware of conditions that would predispose the management of an organization to
commit fraud. Some of the obvious conditions may be lack of sufficient working capital, adverse
industry conditions, bad credit ratings, and the existence of extremely restrictive conditions in bank
or indenture agreements. If auditors encounter any such conditions, their examination should give
due consideration to the possibility of fraudulent financial reporting. Appropriate measures should be
taken, and every attempt should be made to uncover any fraud.

3. Auditors should understand a client’s business and industry and should be aware of conditions pecu-
liar to the industry that may affect the audit. Auditors should read industry-related literature and fa-
miliarize themselves with the risks that are inherent in the business.

4. The board of directors should adopt, as a minimum, the provisions of SOX. In addition, the following
guidelines represent established best practices.

e Separate CEO and chairman. The roles of CEO and board chairman should be separate. Executive
sessions give directors the opportunity to discuss issues without management present, and an inde-
pendent chairman is important in facilitating such discussions.

o Set ethical standards. The board of directors should establish a code of ethical standards from
which management and staff will take direction. At a minimum, a code of ethics should address
such issues as outside employment conflicts, acceptance of gifts that could be construed as bribery,
falsification of financial and/or performance data, conflicts of interest, political contributions,
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confidentiality of company and customer data, honesty in dealing with internal and external audi-
tors, and membership on external boards of directors.

o Establish an independent audit committee. The audit committee is responsible for selecting and
engaging an independent auditor, for ensuring that an annual audit is conducted, for reviewing
the audit report, and for ensuring that deficiencies are addressed. Large organizations with
complex accounting practices may need to create audit subcommittees that specialize in specific
activities.

o Compensation committees. The compensation committee should not be a rubber stamp for man-
agement. Excessive use of short-term stock options to compensate directors and executives may
result in decisions that influence stock prices at the expense of the firm’s long-term health. Com-
pensation schemes should be carefully evaluated to ensure that they create the desired incentives.

e Nominating committees. The board nominations committee should have a plan to maintain a fully
staffed board of directors with capable people as it moves forward for the next several years. The
committee must recognize the need for independent directors and have criteria for determining in-
dependence. For example, under its newly implemented governance standards, General Electric
(GE) considers directors independent if the sales to, and purchases from, GE total less than 1 per-
cent of the revenue of the companies for which they serve as executives. Similar standards apply
to charitable contributions from GE to any organization on which a GE director serves as officer or
director. In addition, the company has set a goal that two-thirds of the board will be independent
nonemployees.*!

o Access to outside professionals. All committees of the board should have access to attorneys and con-
sultants other than the corporation’s normal counsel and consultants. Under the provisions of SOX,
the audit committee of an SEC reporting company is entitled to such representation independently.

Risk Assessment

Organizations must perform a risk assessment to identify, analyze, and manage risks relevant to financial
reporting. Risks can arise or change from circumstances such as:

Changes in the operating environment that impose new or changed competitive pressures on the firm.
New personnel who have a different or inadequate understanding of internal control.

New or reengineered information systems that affect transaction processing.

Significant and rapid growth that strains existing internal controls.

The implementation of new technology into the production process or information system that impacts
transaction processing.

The introduction of new product lines or activities with which the organization has little experience.

Organizational restructuring resulting in the reduction and/or reallocation of personnel such that
business operations and transaction processing are affected.

Entering into foreign markets that may impact operations (that is, the risks associated with foreign cur-
rency transactions).

Adoption of a new accounting principle that impacts the preparation of financial statements.

SAS 78/COSO requires that auditors obtain sufficient knowledge of the organization’s risk assessment

procedures to understand how management identifies, prioritizes, and manages the risks related to financial
reporting.

Information and Communication

The accounting information system consists of the records and methods used to initiate, identify, analyze,
classify, and record the organization’s transactions and to account for the related assets and liabilities.

21 Rachel E. Silverman, “GE Makes Changes in Board Policy,” The Wall Street Journal (November 8, 2002).
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The quality of information the accounting information system generates impacts management’s ability to
take actions and make decisions in connection with the organization’s operations and to prepare reliable
financial statements. An effective accounting information system will:

e Identify and record all valid financial transactions.

e Provide timely information about transactions in sufficient detail to permit proper classification and
financial reporting.

e Accurately measure the financial value of transactions so their effects can be recorded in financial
statements.

e Accurately record transactions in the time period in which they occurred.

SAS 78/COSO requires that auditors obtain sufficient knowledge of the organization’s information
system to understand:

e The classes of transactions that are material to the financial statements and how those transactions are
initiated.

e The accounting records and accounts that are used in the processing of material transactions.

e The transaction processing steps involved from the initiation of a transaction to its inclusion in the
financial statements.

e The financial reporting process used to prepare financial statements, disclosures, and accounting
estimates.

Monitoring

Management must determine that internal controls are functioning as intended. Monitoring is the process
by which the quality of internal control design and operation can be assessed. This may be accomplished
by separate procedures or by ongoing activities.

An organization’s internal auditors may monitor the entity’s activities in separate procedures. They
gather evidence of control adequacy by testing controls and then communicate control strengths and
weaknesses to management. As part of this process, internal auditors make specific recommendations for
improvements to controls.

Ongoing monitoring may be achieved by integrating special computer modules into the information
system that capture key data and/or permit tests of controls to be conducted as part of routine operations.
Embedded modules thus allow management and auditors to maintain constant surveillance over the func-
tioning of internal controls. In Chapter 17, we examine a number of embedded module techniques.

Another technique for achieving ongoing monitoring is the judicious use of management reports.
Timely reports allow managers in functional areas such as sales, purchasing, production, and cash dis-
bursements to oversee and control their operations. By summarizing activities, highlighting trends, and
identifying exceptions from normal performance, well-designed management reports provide evidence of
internal control function or malfunction. In Chapter 8, we review the management reporting system and
examine the characteristics of effective management reports.

Control Activities

Control activities are the policies and procedures used to ensure that appropriate actions are taken to deal
with the organization’s identified risks. Control activities can be grouped into two distinct categories: in-
formation technology (IT) controls and physical controls.

IT CONTROLS. IT controls relate specifically to the computer environment. They fall into two broad
groups: general controls and application controls. General controls pertain to entity-wide concerns such
as controls over the data center, organization databases, systems development, and program maintenance.
Application controls ensure the integrity of specific systems such as sales order processing, accounts
payable, and payroll applications. Chapters 15, 16, and 17 are devoted to this extensive body of material.
In the several chapters that follow, however, we shall see how physical control concepts apply in specific
systems.
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PHYSICAL CONTROLS. This class of controls relates primarily to the human activities employed in
accounting systems. These activities may be purely manual, such as the physical custody of assets, or they
may involve the physical use of computers to record transactions or update accounts. Physical controls do
not relate to the computer logic that actually performs accounting tasks. Rather, they relate to the human
activities that trigger and utilize the results of those tasks. In other words, physical controls focus on peo-
ple, but are not restricted to an environment in which clerks update paper accounts with pen and ink. Virtu-
ally all systems, regardless of their sophistication, employ human activities that need to be controlled.

Our discussion will address the issues pertaining to six categories of physical control activities: trans-
action authorization, segregation of duties, supervision, accounting records, access control, and indepen-
dent verification.

TRANSACTION AUTHORIZATION. The purpose of transaction authorization is to ensure that all
material transactions processed by the information system are valid and in accordance with management’s
objectives. Authorizations may be general or specific. General authority is granted to operations person-
nel to perform day-to-day operations. An example of general authorization is the procedure to authorize
the purchase of inventories from a designated vendor only when inventory levels fall to their predeter-
mined reorder points. This is called a programmed procedure (not necessarily in the computer sense of
the word) in which the decision rules are specified in advance, and no additional approvals are required.
On the other hand, specific authorizations deal with case-by-case decisions associated with nonroutine
transactions. An example of this is the decision to extend a particular customer’s credit limit beyond the
normal amount. Specific authority is usually a management responsibility.

SEGREGATION OF DUTIES. One of the most important control activities is the segregation of em-
ployee duties to minimize incompatible functions. Segregation of duties can take many forms, depending
on the specific duties to be controlled. However, the following three objectives provide general guidelines
applicable to most organizations. These objectives are illustrated in Figure 3-4.

Objective 1. The segregation of duties should be such that the authorization for a transaction is sepa-
rate from the processing of the transaction. For example, the purchasing department should not initiate
purchases until the inventory control department gives authorization. This separation of tasks is a con-
trol to prevent individuals from purchasing unnecessary inventory.

FIGURE

3-4 SEGREGATION OF DUTIES OBJECTIVES

TRANSACTION
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Objective 2. Responsibility for the custody of assets should be separate from the record-keeping
responsibility. For example, the department that has physical custody of finished goods inventory (the
warehouse) should not keep the official inventory records. Accounting for finished goods inventory is
performed by inventory control, an accounting function. When a single individual or department has
responsibility for both asset custody and record keeping, the potential for fraud exists. Assets can be
stolen or lost and the accounting records falsified to hide the event.

Objective 3. The organization should be structured so that a successful fraud requires collusion
between two or more individuals with incompatible responsibilities. For example, no individual should
have sufficient access to accounting records to perpetrate a fraud. Thus, journals, subsidiary ledgers,
and the general ledger are maintained separately. For most people, the thought of approaching another
employee with the proposal to collude in a fraud presents an insurmountable psychological barrier. The
fear of rejection and subsequent disciplinary action discourages solicitations of this sort. However, when
employees with incompatible responsibilities work together daily in close quarters, the resulting famili-
arity tends to erode this barrier. For this reason, the segregation of incompatible tasks should be physi-
cal as well as organizational. Indeed, concern about personal familiarity on the job is the justification
for establishing rules prohibiting nepotism.

SUPERVISION. Implementing adequate segregation of duties requires that a firm employ a sufficiently
large number of employees. Achieving adequate segregation of duties often presents difficulties for small
organizations. Obviously, it is impossible to separate five incompatible tasks among three employees.
Therefore, in small organizations or in functional areas that lack sufficient personnel, management must
compensate for the absence of segregation controls with close supervision. For this reason, supervision is
often called a compensating control.

An underlying assumption of supervision control is that the firm employs competent and trustworthy
personnel. Obviously, no company could function for long on the alternative assumption that its employ-
ees are incompetent and dishonest. The competent and trustworthy employee assumption promotes super-
visory efficiency. Firms can thus establish a managerial span of control whereby a single manager
supervises several employees. In manual systems, maintaining a span of control tends to be straightfor-
ward because both manager and employees are at the same physical location.

ACCOUNTING RECORDS. The accounting records of an organization consist of source documents,
journals, and ledgers. These records capture the economic essence of transactions and provide an audit
trail of economic events. The audit trail enables the auditor to trace any transaction through all phases of
its processing from the initiation of the event to the financial statements. Organizations must maintain
audit trails for two reasons. First, this information is needed for conducting day-to-day operations. The
audit trail helps employees respond to customer inquiries by showing the current status of transactions in
process. Second, the audit trail plays an essential role in the financial audit of the firm. It enables external
(and internal) auditors to verify selected transactions by tracing them from the financial statements to the
ledger accounts, to the journals, to the source documents, and back to their original source. For reasons of
both practical expedience and legal obligation, business organizations must maintain sufficient account-
ing records to preserve their audit trails.

ACCESS CONTROL. The purpose of access controls is to ensure that only authorized personnel have
access to the firm’s assets. Unauthorized access exposes assets to misappropriation, damage, and theft.
Therefore, access controls play an important role in safeguarding assets. Access to assets can be direct or
indirect. Physical security devices, such as locks, safes, fences, and electronic and infrared alarm systems,
control against direct access. Indirect access to assets is achieved by gaining access to the records and
documents that control the use, ownership, and disposition of the asset. For example, an individual with
access to all the relevant accounting records can destroy the audit trail that describes a particular sales
transaction. Thus, by removing the records of the transaction, including the accounts receivable balance,
the sale may never be billed and the firm will never receive payment for the items sold. The access
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controls needed to protect accounting records will depend on the technological characteristics of the
accounting system. Indirect access control is accomplished by controlling the use of documents and
records and by segregating the duties of those who must access and process these records.

INDEPENDENT VERIFICATION. Verification procedures are independent checks of the account-
ing system to identify errors and misrepresentations. Verification differs from supervision because it takes
place after the fact, by an individual who is not directly involved with the transaction or task being veri-
fied. Supervision takes place while the activity is being performed, by a supervisor with direct responsi-
bility for the task. Through independent verification procedures, management can assess (1) the
performance of individuals, (2) the integrity of the transaction processing system, and (3) the correctness
of data contained in accounting records. Examples of independent verifications include:

e Reconciling batch totals at points during transaction processing.

e Comparing physical assets with accounting records.

e Reconciling subsidiary accounts with control accounts.

e Reviewing management reports (both computer and manually generated) that summarize business

activity.

The timing of verification depends on the technology employed in the accounting system and the task
under review. Verifications may occur several times an hour or several times a day. In some cases, a veri-

fication may occur daily, weekly, monthly, or annually.

Summary

This chapter began by examining ethical issues that societies
have pondered for centuries. It is increasingly apparent that
good ethics is a necessary condition for the long-term profit-
ability of a business. This requires that ethical issues be under-
stood at all levels of the firm, from top management to line
workers. In this section, we identified several ethical issues of
direct concern to accountants and managers. SOX legislation
has directly addressed these issues.

The next section examined fraud and its relationship to
auditing. Fraud falls into two general categories: employee
fraud and management fraud. Employee fraud is generally
designed to convert cash or other assets directly to the
employee’s personal benefit. Typically, the employee circum-
vents the company’s internal control structure for personal
gain. However, if a company has an effective system of internal
control, defalcations or embezzlements can usually be pre-
vented or detected. Management fraud typically involves the
material misstatement of financial data and reports to attain
additional compensation or promotion or to escape the pen-

often do so by overriding the internal control structure. The
underlying problems that permit and aid these frauds are fre-
quently associated with inadequate corporate governance. In
this section we examined some prominent corporate gover-
nance failures and outlined the key elements of SOX, which
was legislated to remedy them. Finally, several well-docu-
mented fraud techniques were reviewed.

The third section examined the subject of internal control.
The adequacy of the internal control structure is an issue of
great importance to both management and accountants. Inter-
nal control was examined first using the PDC control model
that classifies controls as preventive, detective, and corrective.
Next, the SAS 78/COSO framework recommended for
compliance with SOX was examined. This consists of five lev-
els: control environment, risk assessment, information and
communication, monitoring, and control activities. In this sec-
tion, we focused on physical control activities including trans-
action authorization, segregation of duties, supervision,
adequate accounting records, access control, and independent

alty for poor performance. Managers that perpetrate fraud verification.
Key Terms
access controls (136) bribery (125)

accounting records (136)
application controls (134)
billing schemes (126)

business ethics (112)
cash larceny (126)
check tampering (127)
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Committee of Sponsoring Organizations of the Treadway
Commission (COSO) (131)

computer ethics (I 12)

computer fraud (127)

conflict of interest (125)

control activities (134)

control environment (132)

corrective controls (131)

corruption (125)

detective controls (130)

economic extortion (125)

employee fraud (117)

ethical responsibility (112)

ethics (112)

expense reimbursement fraud (127)

exposure (129)

fraud (117)

fraud triangle (118)

fraudulent statements (122)

general controls (134)

illegal gratuity (125)

internal control system (128)

lapping (126)

mail room fraud (126)

management fraud (1 18)
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management responsibility (128)

monitoring (134)

non-cash fraud (127)

ownership (114)

pass through fraud (127)

pay-and-return (127)

payroll fraud (127)

preventive controls (130)

privacy (114)

Public Company Accounting Oversight Board (PCAOB) (124)

reasonable assurance (128)

risk assessment (133)

Sarbanes-Oxley Act (SOX) (116)

shell company (127)

skimming (126)

security (114)

segregation of duties (135)

Statement on Auditing Standards (SAS) No. 78 (131)

Statement on Auditing Standards (SAS) No. 99, Consideration
of Fraud in a Financial Statement Audit (117)

supervision (136)

thefts of cash (127)

transaction authorization (135)

vendor fraud (126)

verification procedures (137)

Review Questions

I. What s ethics?
2. What is business ethics?

3. What are the four areas of ethical business
issues?

4. What are the main issues to be addressed in a
business code of ethics required by the Securities
and Exchange Commission?

5. What are three ethical principles that may provide
some guidance for ethical responsibility?

6. What is computer ethics?

7. How do the three levels of computer ethics—pop,
para, and theoretical—differ?

8. Are computer ethical issues new problems or just
a new twist on old problems?

9. What are the computer ethical issues regarding
privacy?

10. What are the computer ethical issues regarding
security?

Il. What are the computer ethical issues regarding
ownership of property?

12. What are the computer ethical issues regarding
equity in access!

13. What are the computer ethical issues regarding
the environment?

14. What are the computer ethical issues regarding
artificial intelligence?

I5. What are the computer ethical issues regarding
unemployment and displacement?

16. What are the computer ethical issues regarding
misuse of computers?

17. What is the objective of Statement on Auditing
Standards No. 997

18. What are the five conditions that constitute fraud
under common law?

19. Name the three fraud-motivating forces.

20. What is employee fraud?

21. What is management fraud?

22. What three forces constitute the triangle of fraud?

23. How can external auditors attempt to uncover
motivations for committing fraud?
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24. What is lapping? 34. What are the four modifying assumptions that guide
25. What is collusion? designers and auditors of internal control systems?
26. What is bribery? 35. Give an example of a preventive control.
27. What is economic extortion? 36. Give an example of a detective control.
28. What is conflict of interest? 37. Give an example of a corrective control.
29. Define check tampering. 38. What are management’s responsibilities under
- Sections 302 and 404?
30. Whatis billing (or vendor) fraud?
' 39. What are the five internal control components
31. Define cash larceny. L
described in the SAS 78/COSO framework?
32. What is skimming!? . .
g 40. What are the six broad classes of physical control
33. What are the four broad objectives of internal activities defined by SAS 78/COSO?
control!
Discussion Questions
I. Distinguish between ethical issues and legal issues. 10. Discuss the nonaccounting services that external
2. Some argue against corporate involvement in auditors are no longer permitted to render to
socially responsible behavior because the costs audit clients.
incurred by such behavior place the organization Il. Discuss whether a firm with fewer employees than
at a disadvantage in a competitive market. Discuss there are incompatible tasks should rely more
the merits and flaws of this argument. heavily on general authority than specific authority.
3. Although top management’s attitude toward ethics ~ 12. An organization’s internal audit department is usu-
sets the tone for business practice, sometimes ally considered an effective control mechanism for
it is the role of lower-level managers to uphold a evaluating the organization’s internal control
firm’s ethical standards. John, an operations-level structure. The Birch Company’s internal auditing
manager, discovers that the company is illegally function reports directly to the controller. Com-
dumping toxic materials and is in violation of envi- ment on the effectiveness of this organizational
ronmental regulations. John’s immediate super- structure.
visor is involved in the dumping. What action 13. According to SAS 78/COSO, the proper segrega-
should John take? tion of functions is an effective internal control
4. When a company has a strong internal control procedure. Comment on the exposure (if any)
structure, stockholders can expect the elimination caused by combining the tasks of paycheck prepa-
of fraud. Comment on the soundness of this state- ration and distribution to employees.
ment. 14. Explain the five conditions necessary for an act to
5. Distinguish between employee fraud and manage- be considered fraudulent.
ment fraud. 15. Distinguish between exposure and risk.
6. The estimates of losses annually resulting from 16. Explain the characteristics of management fraud.
computer fraud vary widely. Why do you . o .
mp - U 54 yovo . 17. The text identifies a number of personal traits of
think obtaining a good estimate of this figure is :
. managers and other employees that might help
difficult? L .
uncover fraudulent activity. Discuss three.
7. How has the Sarbanes-Oxley Act had a significant . .
. ) 18. Give two examples of employee fraud, and explain
impact on corporate governance! .
how the thefts might occur.
8. Discuss the concept of exposure and explain wh . . .
P P P y 19. Discuss the fraud schemes of bribery, illegal gratu-
firms may tolerate some exposure. L : .
ities, and economic extortion.
9. If detective controls signal error flags, wh ST -
) & g y 20. Distinguish between skimming and cash larceny.
shouldn’t these types of controls automatically
2]. Distinguish between a shell company fraud and

make a correction in the identified error? Why
are corrective controls necessary?

pass through fraud.
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22. Why are the computer ethics issues of privacy, se-  27. Explain the problems associated with lack of direc-
curity, and property ownership of interest to tor independence.
accountants? 28. Explain the problems associated with questionable
23. A profile of fraud perpetrators prepared by the executive compensation schemes.
Association of Certified Fraud Examiners revealed 29. Explain the problems associated with inappropri-
that adult males with advanced degrees commit a ate accounting practices.
disproportionate amount of fraud. Explain these . .
ISProp P 30. Explain the purpose of the Public Company
findings. . .
Accounting Oversight Board.
24. Explain why collusion between employees and . . ; . .
i . - 31. Why is an independent audit committee important
management in the commission of a fraud is diffi- )
to a company!?
cult to both prevent and detect.
. . 32. What are the key points of the “Issuer and
25. Because all fraud involves some form of financial . .
. ) Management Disclosure” of the Sarbanes-
misstatement, how is fraudulent statement fraud
. Oxley Act?
different?
; . . . 33. In this age of high technology and computer-based
26. Explain the problems associated with lack of audi- . 2 8 & P
. information systems, why are accountants con-
tor independence. .
cerned about physical (human) controls?
Multiple-Choice Questions
I. Management can expect various benefits to follow e. The accounting clerk who shares the record-
from implementing a system of strong internal keeping responsibility for the accounts receiva-
control. Which of the following benefits is least ble subsidiary ledger performs the monthly rec-
likely to occur? onciliation of the subsidiary ledger and the
a. reduction of cost of an external audit control account.
b. prevention of employee collusion to commit 3. The underlying assumption of reasonable assur-
fraud ance regarding implementation of internal control
Qo . - . means that
c. availability of reliable data for decision-making
purposes a. auditor is reasonably assured that fraud has not
. . . occurred in the period.
d. some assurance of compliance with the Foreign
Corrupt Practices Act of 1977 b. auditors are reasonably assured that employee
. carelessness can weaken an internal control
e. some assurance that important documents and
structure.
records are protected
: T c. implementation of the control procedure
2. Which of the following situations is NOT a segre- P S P
. R should not have a significant adverse effect on
gation of duties violation? . .
efficiency or profitability.
a. The treasurer has the authority to sign checks . .
. . . d. management assertions about control effective-
but gives the signature block to the assistant . . .
. . ness should provide auditors with reasonable
treasurer to run the check-signing machine.
assurance.
b. The warehouse clerk, who has custodial .
. . ) e. acontrol applies reasonably well to all forms of
responsibility over inventory in the warehouse,
. computer technology.
selects the vendor and authorizes purchases
4. To conceal the theft of cash receipts from custom-

when inventories are low.

c. The sales manager has the responsibility to
approve credit and the authority to write off
accounts.

d. The department time clerk is given the undis-
tributed payroll checks to mail to absent
employees.

ers in payment of their accounts, which of the fol-
lowing journal entries should the bookkeeper
make?

DR CR
a. Miscellaneous Expense Cash
b. Petty Cash Cash



CHAPTER 3

c. Cash

d. Sales Returns

Accounts Receivable
Accounts Receivable
e. None of the above

5. Which of the following controls would best pre-
vent the lapping of accounts receivable?

a. Segregate duties so that the clerk responsible
for recording in the accounts receivable subsid-
iary ledger has no access to the general ledger.

b. Request that customers review their monthly
statements and report any unrecorded cash
payments.

c. Require customers to send payments directly
to the company’s bank.

d. Request that customers make checks payable
to the company.

6. Providing timely information about transactions in
sufficient detail to permit proper classification and
financial reporting is an example of
a. the control environment.

b. risk assessment.

c. information and communication.

d. monitoring.

7. Ensuring that all material transactions processed
by the information system are valid and in
accordance with management’s objectives is an
example of
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a. transaction authorization.
b. supervision.

c. accounting records.

d. independent verification.

8. Which of the following is often called a compen-
sating control?

a. transaction authorization
b. supervision

c. accounting records

d. independent verification

9. Which of the following is NOT an element of the
fraud triangle?

a. ethics

b. justifiable reliance
c. situational pressure
d. opportunity

10. The fraud scheme that is similar to the “borrowing
from Peter to pay Paul” scheme is

a. expense account fraud.
b. bribery.

c. lapping.

d. transaction fraud.

Problems
1. FRAUD SCHEME

A purchasing agent for a home improvement center is
also part owner in a wholesale lumber company. The
agent has sole discretion in selecting vendors for the
lumber sold through the center. The agent directs a dis-
proportionate number of purchase orders to his com-
pany, which charges above-market prices for its
products. The agent’s financial interest in the supplier is
unknown to his employer.

Required
What type of fraud is this and what controls can be
implemented to prevent or detect the fraud?

2. FRAUD SCHEME

A procurement agent for a large metropolitan building
authority threatens to blacklist a building contractor if

he does not make a financial payment to the agent. If
the contractor does not cooperate, the contractor will be
denied future work. Faced with a threat of economic
loss, the contractor makes the payment.

Required
What type of fraud is this and what controls can be
implemented to prevent or detect the fraud?

3. MAIL ROOM FRAUD AND
INTERNAL CONTROL

Sarat Sethi, a professional criminal, took a job as a mail
room clerk at Benson & Abernathy and Company, a
large department store. The mail room was an extremely
hectic work environment consisting of a supervisor and
45 clerks. The clerks were responsible for handling pro-
motional mailings, catalogs, and interoffice mail, as
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well as receiving and distributing a wide range of out-
side correspondence to various internal departments.
One of Sethi’s jobs was to open cash receipts envelopes
from customers making payments on their credit card
balances. He separated the remittance advices (the bills)
and the checks into two piles. He then sent remittance
advices to the accounts receivable department, where
the customer accounts were updated to reflect the pay-
ment. He sent the checks to the cash receipts depart-
ment, where they were recorded in the cash journal and
then deposited in the bank. Batch totals of cash received
and accounts receivable updated were reconciled each
night to ensure that everything was accounted for.
Nevertheless, over a one-month period Sethi managed
to steal $100,000 in customer payments and then left
the state without warning.

The fraud occurred as follows: Because the name of
the company was rather long, some people had adopted
the habit of making out checks simply to Benson. Sethi
had a false identification prepared in the name of John
Benson. Whenever he came across a check made out to
Benson, he would steal it along with the remittance
advice. Sometimes people would even leave the payee
section on the check blank. He also stole these checks.
He would then modify the checks to make them payable
to J. Benson and cash them. Because the accounts re-
ceivable department received no remittance advice, the
end-of-day reconciliation with cash received disclosed
no discrepancies.

Required

a. This seems like a foolproof scheme. Why did Sethi
limit himself to only one month’s activity before
leaving town?

b. What controls could Benson & Abernathy
implement to prevent this from happening
again?

4. SEGREGATION OF DUTIES

Explain why each of the following combinations of
tasks should or should not be separated to achieve
adequate internal control.

a. Approval of bad debt write-offs and the reconcilia-
tion of the accounts receivable subsidiary ledger and
the general ledger control account.

b. Distribution of payroll checks to employees and ap-
proval of employee time cards.
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c. Posting of amounts from both the cash receipts and
the cash disbursements journals to the general
ledger.

d. Writing checks to vendors and posting to the cash
account.

e. Recording cash receipts in the journal and preparing
the bank reconciliation.

5. EXPENSE ACCOUNT FRAUD

While auditing the financial statements of Petty Corpo-
ration, the certified public accounting firm of Trueblue
and Smith discovered that its client’s legal expense
account was abnormally high. Further investigation of
the records indicated the following:

e Since the beginning of the year, several
disbursements totaling $15,000 had been
made to the law firm of Swindle, Fox, and Kreip.

e Swindle, Fox, and Kreip were not Petty Corpora-
tion’s attorneys.

o A review of the canceled checks showed that they
had been written and approved by Mary Boghas, the
cash disbursements clerk.

e Boghas’s other duties included performing the end-
of-month bank reconciliation.

e Subsequent investigation revealed that Swindle, Fox,
and Kreip are representing Mary Boghas in an unre-
lated embezzlement case in which she is the defen-
dant. The checks had been written in payment of her
personal legal fees.

Required

a. What control procedures could Petty Corporation
have employed to prevent this unauthorized
use of cash? Classify each control procedure in
accordance with the SAS 78/COSO framework
(authorization, segregation of functions, supervision,
and so on).

b. Comment on the ethical issues in this case.

6. TOLLBOOTH FRAUD

Collectors at Tollbooths A and B (see figure on next
page) have colluded to perpetrate a fraud. Each day,
Tollbooth Collector B provides A with a number of toll
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tickets prestamped from Tollbooth B. The price of the
toll from Point B to Point A is 35 cents. The fraud
works as follows:

Toll $4

Toll
Entrances

Toll $3

Toll $5

South

Drivers entering the turnpike at distant points south
of Point B will pay tolls up to $5. When these drivers
leave the turnpike at Point A, they pay the full amount
of the toll printed on their tickets. However, the toll-
booth collector replaces the tickets collected from the
drivers with the 35-cent tickets provided by Collector
B, thus making it appear that the drivers entered the
turnpike at Point B. The difference between the 35-
cent tickets submitted as a record of the cash receipts
and the actual amounts paid by the drivers is pocketed
by Tollbooth Collector A and shared with B at the end
of the day. Using this technique, Collectors A and B
have stolen more than $20,000 in unrecorded tolls this
year.

Required

What control procedures could be implemented to pre-
vent or detect this fraud? Classify the control proce-
dures in accordance with SAS/COSO 78.

7. FACTORS OF FRAUD

Research has shown that situational pressures and oppor-
tunity are factors that contribute to fraudulent behavior.

Required
a. Identify two situational pressures in a public com-
pany that would increase the likelihood of fraud.

b. Identify three opportunity situations that would
increase the likelihood of fraud.
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8. CMA 1289 34

Evaluation of Internal Control

Oakdale, Inc., is a subsidiary of Solomon Publishing
and specializes in the publication and distribution of ref-
erence books. Oakdale’s sales for the past year
exceeded $18 million, and the company employed an
average of 65 employees. Solomon periodically sends a
member of the internal audit department to audit the
operations of each of its subsidiaries, and Katherine
Ford, Oakdale’s treasurer, is currently working with
Ralph Johnson of Solomon’s internal audit staff. John-
son has just completed a review of Oakdale’s invest-
ment cycle and prepared the following report.

General

Throughout the year, Oakdale has made both short-term
and long-term investments in securities; all securities are
registered in the company’s name. According to Oak-
dale’s bylaws, its board of directors must approve long-
term investment activity, whereas either the president or
the treasurer may approve short-term investment activity.

Transactions

The treasurer made all purchases and sales of short-term
securities. The board approved the long-term security
purchases, whereas the president approved the long-
term security sale. Because the treasurer is listed with
the broker as the company’s contact, this individual
received all revenue from these investments (dividends
and interest) and then forwarded the checks to account-
ing for processing.

Documentation

The treasurer maintains purchase and sale authoriza-
tions, along with the broker’s advices. The certificates
for all long-term investments are kept in a safe deposit
box at the local bank; only the president of Oakdale has
access to this box. An inventory of this box was made,
and all certificates were accounted for. Certificates for
short-term investments are kept in a locked metal box in
the accounting office. Other documents, such as long-
term contracts and legal agreements, are also kept in this
box. The president, the treasurer, and the accounting
manager have the three keys to the box. The accounting
manager’s key is available to all accounting personnel
should they require documents kept in this box. Docu-
mentation for two of the current short-term investments
could not be located in this box; the accounting
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manager explained that some of the investments are for
such short periods of time that the broker does not
always provide formal documentation.

Accounting Records

The accounting department records deposits of checks
for interest and dividends earned on investments, but
these checks could not be traced to the cash receipts
journal, which is maintained by the individual who nor-
mally opens, stamps, and logs incoming checks. These
amounts are journalized monthly in an account for
investment revenue. The treasurer authorizes checks
drawn for investment purchases. Both the treasurer and
the president must sign checks in excess of $15,000.
When securities are sold, the broker deposits the pro-
ceeds directly in Oakdale’s bank account by an elec-
tronic funds transfer.

Each month, the accounting manager and the trea-
surer prepare the journal entries required to adjust the
short-term investment account. There was insufficient
backup documentation attached to the journal entries
reviewed to trace all transactions; however, the balance
in the account at the end of last month closely approxi-
mates the amount shown on the statement received
from the broker. The amount in the long-term invest-
ment account is correct, and the transactions can
be clearly traced through the documentation attached
to the journal entries. There are no attempts made
to adjust either account to the lower of aggregate cost
or market.

Required

To achieve Solomon Publishing’s objective of sound in-
ternal control, the company believes the following four
controls are basic for an effective system of accounting
control:

o Authorization of transactions
e Complete and accurate record keeping
e Access control
e Independent verification
a. Describe the purpose of each of the four controls
listed here.

b. Identify an area in Oakdale’s investment proce-
dures that violates each of the four controls listed
here.

c. For each of the violations identified, describe how
Oakdale can correct each weakness.

9. FINANCIAL AID FRAUD

Harold Jones, the financial aid officer at a small uni-
versity, manages all aspects of the financial aid
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program. Jones receives requests for aid from stu-
dents, determines whether the students meet the aid
criteria, authorizes aid payments, notifies the appli-
cants that their request has been either approved or
denied, writes the financial aid checks on the account
he controls, and requires that the students come to his
office to receive the checks in person. For years,
Jones has used his position of authority to perpetrate
the following fraud.

Jones encourages students who clearly will not qual-
ify to apply for financial aid. Although the students do
not expect aid, they apply on the off chance that it will
be awarded. Jones modifies the financial information in
the students’ applications so that it falls within the
established guidelines for aid. He then approves aid and
writes aid checks payable to the students. The students,
however, are informed that aid was denied. Because the
students expect no aid, the checks in Jones’s office are
never collected. Jones forges the students’ signatures
and cashes the checks.

Required
Identify the internal control procedures (classified per
SAS 78/COSO) that could prevent or detect this fraud.

10. KICKBACK FRAUD

The kickback is a form of fraud often associated with
purchasing. Most organizations expect their purchasing
agents to select the vendor that provides the best prod-
ucts at the lowest price. To influence the purchasing
agent in his or her decision, vendors may grant the
agent financial favors (cash, presents, football tickets,
and so on). This activity can result in orders being
placed with vendors that supply inferior products or
charge excessive prices.

Required

Describe the controls that an organization can employ
to deal with kickbacks. Classify each control as preven-
tive, detective, or corrective.

11. EVALUATION OF CONTROLS

Gaurav Mirchandaniis is the warehouse manager for a
large office supply wholesaler. Mirchandaniis receives
two copies of the customer sales order from the sales
department. He picks the goods from the shelves and
sends them and one copy of the sales order to the
shipping department. He then files the second copy in
a temporary file. At the end of the day, Mirchandaniis
retrieves the sales orders from the temporary file and
updates the inventory subsidiary ledger from a
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terminal in his office. At that time, he identifies items
that have fallen to low levels, selects a supplier, and
prepares three copies of a purchase order. One copy is
sent to the supplier, one is sent to the accounts pay-
able clerk, and one is filed in the warehouse. When
the goods arrive from the supplier, Mirchandaniis
reviews the attached packing slip, counts and inspects
the goods, places them on the shelves, and updates
the inventory ledger to reflect the receipt. He then pre-
pares a receiving report and sends it to the accounts
payable department.

Required

a. Prepare a systems flowchart of the procedures previ-
ously described.

b. Identify any control problems in the system.

c. What sorts of fraud are possible in this system?
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12. EVALUATION OF CONTROLS

Matt Demko is the loading dock supervisor for a dry
cement packaging company. His work crew is composed
of unskilled workers who load large transport trucks with
bags of cement, gravel, and sand. The work is hard, and
the employee turnover rate is high. Employees record
their attendance on separate time cards. Demko autho-
rizes payroll payments each week by signing the time
cards and submitting them to the payroll department.
Payroll then prepares the paychecks and gives them to
Demko, who distributes them to his work crew.

Required

a. Prepare a systems flowchart of the procedures
described here.

b. Identify any control problems in the system.

c. What sorts of fraud are possible in this system?

Internal Control Cases

|. Bern Fly Rod Company

Bern Fly Rod Company is a small manufacturer of high-
quality graphite fly-fishing rods. It sells its products to
fly-fishing shops throughout the United States and Can-
ada. Bern began as a small company with four salespeo-
ple, all family members of the owner. Because of the
high popularity and recent growth of fly-fishing, Bern
now employs a seasonal, nonfamily, sales force of 16.
The salespeople travel around the country giving fly-
casting demonstrations of their new models to fly-fishing
shops. When the fishing season ends in October, the tem-
porary salespeople are laid off until the following spring.

Once the salesperson takes an order, it is sent directly
to the cash disbursement department, where commis-
sion is calculated and promptly paid. Sales staff com-
pensation is tied directly to their sales (orders taken)
figures. The order is then sent to the billing department,
where the sale is recorded, and finally to the shipping
department for delivery to the customer. Sales staff are
also compensated for travel expenses. Each week they
submit a hard-copy spreadsheet of expenses incurred to
the cash disbursements clerk. The clerk immediately
writes a check to the salesperson for the amount indi-
cated in the spreadsheet.

Bern’s financial statements for the December year-
end reflect an unprecedented jump in sales for the
month of October (35 percent higher than the same pe-
riod in the previous year). On the other hand, the state-
ments show a high rate of product returns in the months
of November and December, which virtually offset the
jump in sales. Furthermore, travel expenses for the

period ending October 31 were disproportionately high
compared with previous months.

Required

Analyze Bern’s situation and assess any potential inter-
nal control issues and exposures. Discuss some preven-
tive measures this firm may wish to implement.

2. Breezy Company
(This case was prepared by Elizabeth Morris, Lehigh
University)

Breezy Company of Bethlehem, Pennsylvania, is a
small wholesale distributor of heating and cooling fans.
The company deals with retailing firms that buy small to
medium quantities of fans. The president, Chuck Breezy,
was very pleased with the marked increase in sales over
the past couple of years. Recently, however, the accoun-
tant informed Chuck that although net income has
increased, the percentage of uncollectibles has tripled.
Because of the small size of the business, Chuck fears he
may not be able to sustain these increased losses in the
future. He asked his accountant to analyze the situation.

Background

In 1998, the sales manager, John Breezy, moved to Alaska,
and Chuck hired a young college graduate to fill the posi-
tion. The company had always been a family business and,
therefore, measurements of individual performance had
never been a large consideration. The sales levels had been
relatively constant because John had been content to sell to
certain customers with whom he had been dealing for
years. Chuck was leery about hiring outside the family for
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this position. To try to keep sales levels up, he established a
reward incentive based on net sales. The new sales man-
ager, Bob Sellmore, was eager to set his career in motion
and decided he would attempt to increase the sales levels.
To do this, he recruited new customers while keeping the
old clientele. After one year, Bob had proved himself to
Chuck, who decided to introduce an advertising program
to further increase sales. This brought in orders from a
number of new customers, many of whom Breezy had
never done business with before. The influx of orders
excited Chuck so much that he instructed Jane Breezy, the
finance manager, to raise the initial credit level for new cus-
tomers. This induced some customers to purchase more.

Existing System
The accountant prepared a comparative income state-
ment to show changes in revenues and expenses over
the last three years, shown in Exhibit A. Currently, Bob
is receiving a commission of 2 percent of net sales.
Breezy Company uses credit terms of net 30 days. At
the end of previous years, bad debt expense amounted
to approximately 2 percent of net sales.

As the finance manager, Jane performs credit checks.
In previous years, Jane had been familiar with most clients
and approved credit on the basis of past behavior. When
dealing with new customers, Jane usually approved a low
credit amount and increased it after the customer exhibited
reliability. With the large increase in sales, Chuck thought
that the current policy was restricting a further rise in sales
levels. He decided to increase credit limits to eliminate this
restriction. This policy, combined with the new advertis-
ing program, should attract many new customers.

EXHIBIT A
BREEZY COMPANY
COMPARATIVE INCOME STATEMENT
FOR YEARS 2005, 2006, 2007

2005 2006 2007

Revenues:
Net sales $ 350,000 $ 500,000 $ 600,000
Other revenue 60,000 60,000 62,000

Total revenue 410,000 560,000 662,000
Expenses:
Cost of goods sold 140,000 200,000 240,000
Bad debt expense 7,000 20,000 36,000
Salaries expense 200,000 210,000 225,000
Selling expense 5,000 15,000 20,000
Advertising expense 0 0 10,000
Other expenses 20,000 30,000 35,000

Total expenses 372,000 475,000 566,000
Net income $ 38,000 $ 85,000 $ 96,000
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Future

The new level of sales impresses Chuck and he wishes
to expand, but he also wants to keep uncollectibles to a
minimum. He believes the amount of uncollectibles
should remain relatively constant as a percentage of
sales. Chuck is thinking of expanding his production
line, but wants to see uncollectibles drop and sales sta-
bilize before he proceeds with this plan.

Required
Analyze the weaknesses in internal control and suggest
improvements.

3. Whodunit?

(This case was prepared by Karen Collins, Lehigh

University)

The following facts relate to an actual embezzlement case.
Someone stole more than $40,000 from a small com-

pany in less than two months. Your job is to study the

following facts, try to figure out who was responsible

for the theft, how it was perpetrated, and (most impor-

tant) suggest ways to prevent something like this from

happening again.

Facts

Location of company: a small town on the eastern shore
of Maryland. Type of company: crabmeat processor,
selling crabmeat to restaurants located in Maryland.
Characters in the story (names are fictitious):

e John Smith, president and stockholder (husband of
Susan).

e Susan Smith, vice president and stockholder (wife of
John).

e Tommy Smith, shipping manager (son of John and
Susan).

e Debbie Jones, office worker. She began working
part-time for the company six months before the theft.
(At that time, she was a high school senior and was
allowed to work afternoons through a school intern-
ship program.) Upon graduation from high school
(several weeks before the theft was discovered), she
began working full-time. Although she is not a mem-
ber of the family, the Smiths have been close friends
with Debbie’s parents for more than 10 years.

Accounting Records

All accounting records are maintained on a microcom-
puter. The software being used consists of the following
modules:

1. A general ledger system, which keeps track of
all balances in the general ledger accounts and
produces a trial balance at the end of each month.
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2. A purchases program, which keeps track of pur-
chases and maintains detailed records of accounts
payable.

3. An accounts receivable program, which keeps track
of sales and collections on account and maintains
individual detailed balances of accounts receivable.

4. A payroll program.

The modules are not integrated (that is, data are not
transferred automatically between modules). At the end
of the accounting period, summary information gener-
ated by the purchases, accounts receivable, and payroll
programs must be entered into the general ledger pro-
gram to update the accounts affected by these programs.

Sales

The crabmeat processing industry in this particular town
was unusual in that selling prices for crabmeat were set
at the beginning of the year and remained unchanged for
the entire year. The company’s customers, all restaurants
located within 100 miles of the plant, ordered the same
quantity of crabmeat each week. Because prices for the
crabmeat remained the same all year and the quantity or-
dered was always the same, the weekly invoice to each
customer was always for the same dollar amount.

Manual sales invoices were produced when orders
were taken, although these manual invoices were not pre-
numbered. One copy of the manual invoice was attached
to the order shipped to the customer. The other copy was
used to enter the sales information into the computer.

When the customer received the order, the customer
would send a check to the company for the amount of
the invoice. Monthly bills were not sent to customers
unless the customer was behind in payments (that is,
did not make a payment for the invoiced amount each
week).

Note: The industry was unique in another way: many
of the companies paid their workers with cash each
week (rather than by check). Therefore, it was not un-
usual for companies to request large sums of cash from
the local banks.

When Trouble Was Spotted

Shortly after the May 30 trial balance was run, Susan
began analyzing the balances in the various accounts.
The balance in the cash account agreed with the cash
balance she obtained from a reconciliation of the com-
pany’s bank account.

However, the balance in the accounts receivable con-
trol account in the general ledger did not agree with the
total of the accounts receivable subsidiary ledger (which
shows a detail of the balances owed by each customer).
The difference was not very large, but the balances
should be in 100 percent agreement.
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At this point, Susan hired a fraud auditor to help her
locate the problem. In reviewing the computerized
accounts receivable subsidiary ledger, the auditor
noticed the following:

1. The summary totals from this report were not the
totals that were entered into the general ledger
program at month-end. Different amounts had
been entered. No one could explain why this had
happened.

2. Some sheets in the computer listing had been
ripped apart at the bottom. (In other words, the list-
ing of the individual accounts receivable balances
was not a continuous list but had been split at sev-
eral points.)

3. When an adding machine tape of the individual
account balances was run, the individual balances
did not add up to the total at the bottom of the report.

Susan concluded that the accounts receivable program
was not running properly. The auditor’s recommendation
was that an effort be made to find out why the accounts
receivable control account and the summary totals per
the accounts receivable subsidiary ledger were not in
agreement and why there were problems with the
accounts receivable listing. Because the accounts receiva-
ble subsidiary and accounts receivable control account in
the general ledger had been in agreement at the end of
April, the effort should begin with the April ending bal-
ances for each customer by manually updating all of the
accounts. The manually adjusted May 30 balances
should then be compared with the computer-generated
balances and any differences investigated.

After doing this, Susan and John found several dif-
ferences. The largest difference was the following:
Although they found the manual sales invoice for Sale
2, Susan and John concluded (based on the computer
records) that Sale 2 did not take place. The auditor was
not sure and recommended that they call this customer
and ask him the following:

Did he receive this order?

Did he receive an invoice for it?

Did he pay for the order?

If so, did he have a copy of his canceled check?

el

Although John thought that this would be a waste of time,
he called the customer. He received an affirmative answer
to all of his questions. In addition, he found that the cus-
tomer’s check was stamped on the back with an address
stamp giving only the company’s name and city rather than
the usual “for deposit only” company stamp. When ques-
tioned, Debbie said that she sometimes used this stamp.
Right after this question, Debbie, who was sitting
nearby at the computer, called Susan to the computer
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and showed her the customer’s account. She said that
the payment for $5,000 was in fact recorded in the cus-
tomer’s account. The payments were listed on the com-
puter screen like this:

Amount Date of Payment
$5,000 May 3

$5,000 May 17

$5,000 May 23

$5,000 May 10

The auditor questioned the order of the payments—why
was a check supposedly received on May 10 entered in
the computer after checks received on May 17 and 23?
About 30 seconds later, the computer malfunctioned
and the accounts receivable file was lost. Every effort to
retrieve the file gave the message “file not found.”
About five minutes later, Debbie presented Susan
with a copy of a bank deposit ticket dated May 10 with
several checks listed on it, including the check that the
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customer said had been sent to the company. The de-
posit ticket, however, was not stamped by the bank
(which would have verified that the deposit had been
received by the bank) and did not add up to the total at
the bottom of the ticket (it was off by 20 cents).

At this point, being very suspicious, the auditor
gathered all of the documents he could and left the
company to work on the problem at home, away from
any potential suspects. He received a call from Susan
about four hours later saying that she felt much better.
She and Debbie had gone to RadioShack (the maker
of their computer program) and RadioShack had con-
firmed Susan’s conclusion that the computer program
was malfunctioning. She and Debbie were planning to
work all weekend reentering transactions into the
computer. She said that everything looked fine and
not to waste more time and expense working on the
problem.

The auditor felt differently. How do you feel?

John, president

Susan, vice president

Tommy, son and shipping manager
Debbie, office worker

Performance of Key Functions by Individual(s)

Individual(s) Performing Task

Most of the Time Sometimes

1. Receiving order from customers John All others
2. Overseeing production of crabmeat John or Tommy —
3. Handling shipping Tommy John
4. Billing customers (entering sales into accounts receivable program) Debbie Susan
5. Opening mail John All others
6. Preparing bank deposit tickets and making bank deposits Susan or Debbie All others
7. Recording receipt of cash and checks (entering collections of

accounts receivable into accounts receivable program) Debbie Susan

accounts receivable and accounts payable

Susan

8. Preparing checks (payroll checks and payments of accounts payable) Susan or Debbie —

9. Signing checks John —

10. Preparing bank reconciliations John —

11. Preparing daily sales reports showing sales by type of product Susan —

12. Summarizing daily sales reports to obtain monthly sales report by type —
of product Susan or Debbie

13. Running summaries of AR program, AP program, and payroll program —
at month-end and inputting summaries into GL program Susan or Debbie

14. Analyzing trial balance at month-end and analyzing open balances in —
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CUSTOMER ACCOUNT PER
MANUAL RECONSTRUCTION

Dr. Cr.
Sale 1 5,000 Pmt. #1 5,000
Sale 2 5,000 Pmt. #2 5,000
Sale 3 5,000 Pmt. #3 5,000
Sale 4 5,000
Ending Balance 5,000

CUSTOMER ACCOUNT PER
MANUAL RECONSTRUCTION

Dr. Cr.
Sale 1 5,000 Pmt. #1 5,000
Sale 2 5,000 Pmt. #2 5,000
Sale 3 5,000 Pmt. #3 5,000

Ending balance 0

Required

a. If you were asked to help this company, could you
conclude from the evidence presented that embezzle-
ment took place? What would you do next?

b. Who do you think was the embezzler?

c. How was the embezzlement accomplished?

d. What improvements would you recommend in
internal control to prevent this from happening
again? In answering this question, try to identify at
least one suggestion from each of the six classes of
internal control activities discussed in this chapter
(in the Control Activities section): transaction au-
thorization, segregation of duties, supervision,
accounting records, access control, and independent
verification.

e. Would the fact that the records were maintained
on a microcomputer aid in this embezzlement
scheme?
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The Revenue Cycle

conomic enterprises, both for-profit and not-for-

profit, generate revenues through business processes

that constitute their revenue cycle. In its simplest
form, the revenue cycle is the direct exchange of finished
goods or services for cash in a single transaction between a
seller and a buyer. More complex revenue cycles process
sales on credit. Many days or weeks may pass between the
point of sale and the subsequent receipt of cash. This time
lag splits the revenue transaction into two phases: (1) the
physical phase, involving the transfer of assets or services
from the seller to the buyer; and (2) the financial phase,
involving the receipt of cash by the seller in payment of the
account receivable. As a matter of processing convenience,
most firms treat each phase as a separate transaction. Hence,
the revenue cycle actually consists of two major subsys-
tems: (1) the sales order processing subsystem and (2) the
cash receipts subsystem.

This chapter is organized into two main sections. The
first section presents the conceptual revenue cycle system. It
provides an overview of key activities and the logical tasks,
sources and uses of information, and movement of account-
ing information through the organization. The section con-
cludes with a review of internal control issues. The second
section presents the physical system. A manual system is
first used to reinforce key concepts previously presented.
Next, it explores large-scale computer-based systems. The
focus is on alternative technologies used to achieve various
levels of organizational change from simple automation to
reengineering the work flow. The section concludes with a
review of personal computer (PC)-based systems and con-
trol issues pertaining to end-user computing.

Learning Objectives

After studying this chapter, you should:

Understand the fundamental tasks
performed in the revenue cycle,
regardless of the technology in
place.

Be able to identify the functional
departments involved in revenue
cycle activities and trace the flow
of revenue transactions through the
organization.

Be able to specify the documents,
journals, and accounts that provide
audit trails, promote the mainte-
nance of historical records, support
internal decision making, and sus-
tain financial reporting.

Understand the risks associated with
the revenue cycle and recognize the
controls that reduce those risks.

Be aware of the operational and
control implications of technology
used to automate and reengineer the
revenue cycle.
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The Conceptual System
OVERVIEW OF REVENUE CYCLE ACTIVITIES

In this section we examine the revenue cycle conceptually. Using data flow diagrams (DFDs) as a guide,
we will trace the sequence of activities through three processes that constitute the revenue cycle for most
retail, wholesale, and manufacturing organizations. These are sales order procedures, sales return proce-
dures, and cash receipts procedures. Service companies such as hospitals, insurance companies, and banks
would use different industry-specific methods.

This discussion is intended to be technology-neutral. In other words, the tasks described may be per-
formed manually or by computer. At this point our focus is on what (conceptually) needs to be done, not
how (physically) it is accomplished. At various stages in the processes we will examine specific docu-
ments, journals, and ledgers as they are encountered. Again, this review is technology-neutral. These
documents and files may be physical (hard copy) or digital (computer-generated). In the next section, we
examine examples of physical systems.

Sales Order Procedures

Sales order procedures include the tasks involved in receiving and processing a customer order, filling
the order and shipping products to the customer, billing the customer at the proper time, and correctly
accounting for the transaction. The relationships between these tasks are presented with the DFD in
Figure 4-1 and described in the following section.

RECEIVE ORDER. The sales process begins with the receipt of a customer order indicating the type and
quantity of merchandise desired. At this point, the customer order is not in a standard format and may or
may not be a physical document. Orders may arrive by mail, by telephone, or from a field representative
who visited the customer. When the customer is also a business entity, the order is often a copy of the cus-
tomer’s purchase order. A purchase order is an expenditure cycle document, which is discussed in Chapter 5.

Because the customer order is not in the standard format that the seller’s order processing system needs,
the first task is to transcribe it into a formal sales order, an example of which is presented in Figure 4-2.

The sales order captures vital information such as the customer’s name, address, and account number;
the name, number, and description of the items sold; and the quantities and unit prices of each item sold.
At this point, financial information such as taxes, discounts, and freight charges may or may not be
included. After creating the sales order, a copy of it is placed in the customer open order file for future
reference. The task of filling an order and getting the product to the customer may take days or even
weeks. During this period, customers may contact their suppliers to check the status of their orders. The
customer record in the open order file is updated each time the status of the order changes such as credit
approval, on back-order, and shipment. The open order file thus enables customer service employees to
respond promptly and accurately to customer questions.

CHECK CREDIT. Before processing the order further, the customer’s creditworthiness needs to be estab-
lished. The circumstances of the sale will determine the nature and degree of the credit check. For example,
new customers may undergo a full financial investigation to establish a line of credit. Once a credit limit is
set, however, credit checking on subsequent sales may be limited to ensuring that the customer has a history
of paying his or her bills and that the current sale does not exceed the pre-established limit.

The credit approval process is an authorization control and should be performed as a function separate
from the sales activity. In our conceptual system, the receive-order task sends the sales order (credit
copy) to the check-credit task for approval. The returned approved sales order then triggers the continua-
tion of the sales process by releasing sales order information simultaneously to various tasks. Several
documents mentioned in the following sections, such as the stock release, packing slip, shipping notice,
and sales invoice, are simply special-purpose copies of the sales order and are not illustrated separately.

PICK GOODS. The receive order activity forwards the stock release document (also called the picking
ticket) to the pick goods function, in the warechouse. This document identifies the items of inventory that
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FIGURE

4-2 SALES ORDER

CREDIT SALE INVOICE

MONTEREY PENINSULA CO-OP INVOICE NUMBER
527 River Road

Chicago, IL 60612

(312) 555-0407

SOLD TO

FIRM NAME INVOICE DATE
ATTENTION OF PREPARED BY
ADDRESS CREDIT TERMS
CITY

STATE ZIP

CUSTOMER PURCHASE ORDER

NUMBER SHIPMENT DATE
DATE SHIPPED VIA
SIGNED BY B.O.L. NO.
QUANTITY | PRODUCT QUANTITY | UNIT

ORDERED | NUMBER | DESCRIPTION | SHIPPED | PRICE | TOTAL

TOTAL SALE

CUSTOMER
ACCT. NO.

VERIFICATION

must be located and picked from the warehouse shelves. It also provides formal authorization for ware-
house personnel to release the specified items. After picking the stock, the order is verified for accuracy
and the goods and verified stock release document are sent to the ship goods task. If inventory levels are
insufficient to fill the order, a warehouse employee adjusts the verified stock release to reflect the amount
actually going to the customer. The employee then prepares a back-order record, which stays on file until
the inventories arrive from the supplier (not shown in Figure 4-1). Back-ordered items are shipped before
new sales are processed.

Finally, the warehouse employee adjusts the stock records to reflect the reduction in inventory. These
stock records are not the formal accounting records for controlling inventory assets. They are used for
warehouse management purposes only. Assigning asset custody and accounting record-keeping responsi-
bility to the warehouse clerk would violate a key principle of internal control. The inventory control func-
tion, discussed later, maintains the formal accounting inventory records.
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SHIP GOODS. Before the arrival of the goods and the verified stock release document, the shipping
department receives the packing slip and shipping notice from the receive order function. The packing
slip will ultimately travel with the goods to the customer to describe the contents of the order. The ship-
ping notice will later be forwarded to the billing function as evidence that the customer’s order was filled
and shipped. This document conveys pertinent new facts such as the date of shipment, the items and
quantities actually shipped, the name of the carrier, and freight charges. In some systems, the shipping
notice is a separate document prepared within the shipping function.

Upon receiving the goods from the warehouse, the shipping clerk reconciles the physical items with
the stock release, the packing slip, and the shipping notice to verify that the order is correct. The ship
goods function thus serves as an important independent verification control point and is the last opportu-
nity to detect errors before shipment. The shipping clerk packages the goods, attaches the packing slip,
completes the shipping notice, and prepares a bill of lading. The bill of lading, as shown in Figure 4-3, is
a formal contract between the seller and the shipping company (carrier) to transport the goods to the cus-
tomer. This document establishes legal ownership and responsibility for assets in transit. Once the goods
are transferred to the carrier, the shipping clerk records the shipment in the shipping log, forwards the
shipping notice and the stock release to the bill-customer function as proof of shipment, and updates the
customer’s open order file.

BILL CUSTOMER. The shipment of goods marks the completion of the economic event and the point
at which the customer should be billed. Billing before shipment encourages inaccurate record keeping
and inefficient operations. When the customer order is originally prepared, some details such as inventory
availability, prices, and shipping charges may not be known with certainty. In the case of back-orders, for
example, suppliers do not typically bill customers for out-of-stock items. Billing for goods not shipped
causes confusion, damages relations with customers, and requires additional work to make adjustments to
the accounting records.

To prevent such problems, the billing function awaits notification from shipping before it bills. Figure 4-1
shows that upon credit approval, the bill-customer function receives the sales order (invoice copy) from the
receive order task. This document is placed in an S.O. pending file until receipt of the shipping notice, which
describes the products that were actually shipped to the customer. Upon arrival, the items shipped are recon-
ciled with those ordered and unit prices, taxes, and freight charges are added to the invoice copy of the sales
order. The completed sales invoice is the customer’s bill, which formally depicts the charges to the customer.
In addition, the billing function performs the following record keeping—related tasks:

e Records the sale in the sales journal.
e Forwards the ledger copy of the sales order to the update accounts receivable task.
e Sends the stock release document to the update inventory records task.

The sales journal is a special journal used for recording completed sales transactions. The details of sales
invoices are entered in the journal individually. At the end of the period, these entries are summarized into a
sales journal voucher, which is sent to the general ledger task for posting to the following accounts:

DR CR
Accounts Receivable—Control XXXX. XX
Sales XXXX.XX

Figure 4-4 illustrates a journal voucher. Each journal voucher represents a general journal entry and
indicates the general ledger accounts affected. Summaries of transactions, adjusting entries, and closing
entries are all entered into the general ledger via this method. When properly approved, journal vouchers
are an effective control against unauthorized entries to the general ledger. The journal voucher system
eliminates the need for a formal general journal, which is replaced by a journal voucher file.

UPDATE INVENTORY RECORDS. The inventory control function updates inventory subsidiary
ledger accounts from information contained in the stock release document. In a perpetual inventory
system, every inventory item has its own record in the ledger containing, at a minimum, the data depicted
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FIGURE

4-3 BiLL OF LADING

UNIFORM STRAIGHT BILL OF LADING — Domestic

527 River Road
Chicago, IL 60612
(312) 555-0407 Shipper No.

Monterey Peninsula Co-Op Document No.

Carrier No.

TO: Date

Consignee
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City/State

Zip Code (Name of Carrier)

Route:

Vehicle

No. | Kind of packaging,
ShippingI description of articles,
Units special marks and exceptions

Weightl Rate

Charges

TOTAL CHARGES $

the shipper to be not exceeding:

The agreed or declared value of the | IF WITHOUT RECOURSE:
property is hereby specifically stated by | The carrier shall not make delivery of
this shipment without payment of freight

|

:

| |

| |

| |

$ per : :

| (Signature of Consignor) :

FREIGHT CHARGES : Signature below signifies that the goods :
Check appropriate box: : described above are in apparent good :
[ 1 Freight prepaid | order, except as noted. Shipper hereby |

[ ] Collect ! certifies that he is familiar with all the bill |
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SHIPPER  Monterey Peninsula Co-op | CARRIER :
PER | PER DATE |

(This bill of lading is to be signed
by the shipper and agent of the
carrier issuing same.)
CONSIGNEE
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FIGURE

4-4 JOURNAL VOUCHER

Number: JV6-03
Date: /0/7/2009

Journal Voucher

Account Amount
Number Account Name DR. CR.
20700 Aecounts Receivable | 5,000

50200 Sales 5,000

Explanation: f record tatal credit sales for 10/7/2009

Approved by: JM Posted by: 47}

in Figure 4-5. Each stock release document reduces the quantity on hand of one or more inventory
accounts. Periodically, the financial value of the total reduction in inventory is summarized in a journal
voucher and sent to the general ledger function for posting to the following accounts:

DR CR
Cost of Goods Sold XXX.XX
Inventory—Control XXX.XX

UPDATE ACCOUNTS RECEIVABLE. Customer records in the accounts receivable (AR) subsidi-
ary ledger are updated from information the sales order (ledger copy) provides. Every customer has an
account record in the AR subsidiary ledger containing, at minimum, the following data: customer name;
customer address; current balance; available credit; transaction dates; invoice numbers; and credits for
payments, returns, and allowances. Figure 4-6 presents an example of an AR subsidiary ledger record.

FIGURE

4-5 INVENTORY SUBSIDIARY LEDGER

Perpetual Inventory Record — Item # §6329

Item Units | Units | Qnty On | Reorder Qnty On | Purch | Vendor | Standard | Total Inven.

Description | Date | Received | Sold | Hand Point [EOQ | Order | Order# | Number Cost Cost
3" Dulley | 9/75 50 950 200 | 1,000 - - - 2 1,900
9/18 300 650 1,300

9/20 100 550 1,700

9/27 300 250 500

70/7 100 150 200 1,000 | 7,000 §7370 857 2 300

70/7 7,000 1,750 - 2,300
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AccouUNTS RECEIVABLE SUBSIDIARY LEDGER

Name: AHoward Supply Account Number 7435
Address: 7.2/ Maple St.
Winona, NY 15077

Invoice | Payment | Sale | Account | Credit |Available
Number | (CR) (DR) | Balance | Limit Credit

Date | Explanation

9127 | 3" Pulley 92137 600.00 | 600.00 | 7000.00 | 400.00
(300 Units)
70/7 600.00 0.00 1000.00

Periodically, the individual account balances are summarized in a report that is sent to the general
ledger. The purpose for this is discussed next.

POST TO GENERAL LEDGER. By the close of the transaction processing period, the general ledger
function has received journal vouchers from the billing and inventory control tasks and an account sum-
mary from the AR function. This information set serves two purposes. First, the general ledger uses the
journal vouchers to post to the following control accounts:

DR CR
Accounts Receivable Control XXXX.XX
Cost of Goods Sold XXX XX
Inventory Control XXX XX
Sales XXXX.XX

Because general ledger accounts are used to prepare financial statements, they contain only summary
figures (no supporting detail) and require only summary posting information. Second, this information
supports an important independent verification control. The AR summary, which the AR function inde-
pendently provides, is used to verify the accuracy of the journal vouchers from billing. The AR summary
figures should equal the total debits to AR reflected in the journal vouchers for the transaction period. By
reconciling these figures, the general ledger function can detect many types of errors. We examine this
point more fully in a later section dealing with revenue cycle controls.

SALES RETURN PROCEDURES

An organization can expect that a certain percentage of its sales will be returned. This occurs for a number
of reasons, some of which may be:

e The company shipped the customer the wrong merchandise.

e The goods were defective.

e The product was damaged in shipment.

e The buyer refused delivery because the seller shipped the goods too late or they were delayed in transit.

When a return is necessary, the buyer requests credit for the unwanted products. This involves revers-
ing the previous transaction in the sales order procedure. Using the DFD in Figure 4-7, let’s now review
the procedures for approving and processing returned items.
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FIGURE

4-8 CREDIT MEMO

Credit Memo

Monterey Peninsula Co-Op Customer
527 River Road Invoice #
Chicago, IL 60612

(312) 555-0407

Received from Reason for Return

Address

City

State Zip

Product Quantity Unit

Number Description Returned Price Total

Total

Al By:
pproved By Credit

PREPARE RETURN SLIP. When items are returned, the receiving department employee counts,
inspects, and prepares a return slip describing the items. The goods, along with a copy of the return slip,
go to the warehouse to be restocked. The employee then sends the second copy of the return slip to the
sales function to prepare a credit memo.

PREPARE CREDIT MEMO. Upon receipt of the return slip, the sales employee prepares a credit
memo. This document is the authorization for the customer to receive credit for the merchandise returned.
Note that the credit memo illustrated in Figure 4-8 is similar in appearance to a sales order. Some systems
may actually use a copy of the sales order marked credit memo.

In cases in which specific authorization is required (that is, the amount of the return or circumstances
surrounding the return exceed the sales employee’s general authority to approve), the credit memo goes to
the credit manager for approval. However, if the clerk has sufficient general authority to approve the return,
the credit memo is sent directly to the billing function, where the customer sales transaction is reversed.

APPROVE CREDIT MEMO. The credit manager evaluates the circumstances of the return and makes
a judgment to grant (or disapprove) credit. The manager then returns the approved credit memo to the
sales department.
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UPDATE SALES JOURNAL. Upon receipt of the approved credit memo, the transaction is recorded
in the sales journal as a contra entry. The credit memo is then forwarded to the inventory control function
for posting. At the end of the period, total sales returns are summarized in a journal voucher and sent to
the general ledger department.

UPDATE INVENTORY AND AR RECORDS. The inventory control function adjusts the inventory
records and forwards the credit memo to accounts receivable, where the customer’s account is also
adjusted. Periodically, inventory control sends a journal voucher summarizing the total value of inventory
returns to the general ledger update task. Similarly, accounts receivable submits an AR account summary
to the general ledger function.

UPDATE GENERAL LEDGER. Upon receipt of the journal voucher and account summary informa-
tion, the general ledger function reconciles the figures and posts to the following control accounts:

DR CR
Inventory—Control XXX.XX
Sales Returns and Allowances XXXX. XX
Cost of Goods Sold XXX XX
Accounts Receivable—Control XXXX.XX

CASH RECEIPTS PROCEDURES

The sales order procedure described a credit transaction that resulted in the establishment of an account
receivable. Payment on the account is due at some future date, which the terms of trade determine. Cash
receipts procedures apply to this future event. They involve receiving and securing the cash; depositing
the cash in the bank; matching the payment with the customer and adjusting the correct account; and
properly accounting for and reconciling the financial details of the transaction. The DFD in Figure 4-9
shows the relationship between these tasks. They are described in detail in the following section.

OPEN MAIL AND PREPARE REMITTANCE ADVICE. A mail room employee opens envelopes
containing customers’ payments and remittance advices. Remittance advices (see Figure 4-10) contain in-
formation needed to service individual customers’ accounts. This includes payment date, account number,
amount paid, and customer check number. Only the portion above the perforated line is the remittance
advice, which the customer removes and returns with the payment. In some systems, the lower portion of
the document is a customer statement that the billing department sends out periodically. In other cases, this
could be the original customer invoice, which was described in the sales order procedures.

The remittance advice is a form of a turnaround document, as described in Chapter 2. Its importance is
most apparent in firms that process large volumes of cash receipts daily. For example, processing a check
from John Smith with no supporting details would require a time-consuming and costly search through
perhaps thousands of records to find the correct John Smith. This task is greatly simplified when the cus-
tomer provides necessary account number and posting information. Because of the possibility of tran-
scription errors and omissions, however, sellers do not rely on their customers to provide this information
directly on their checks. Errors are avoided and operational efficiency is greatly improved when using
remittance advices.

Mail room personnel route the checks and remittance advices to an administrative clerk who endorses
the checks “For Deposit Only” and reconciles the amount on each remittance advice with the correspond-
ing check. The clerk then records each check on a form called a remittance list (or cash prelist), where all
cash received is logged. In this example, the clerk prepares three copies of the remittance list. The original
copy is sent with the checks to the record and deposit checks function. The second copy goes with the
remittance advices to the update AR function. The third goes to a reconciliation task.

RECORD AND DEPOSIT CHECKS. A cash receipts employee verifies the accuracy and complete-
ness of the checks against the prelist. Any checks possibly lost or misdirected between the mail room and
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Send To: Monterey Peninsula Co-Op Page: 1
527 River Road
Chicago, IL 60612
(312) 555-0407
Remittance Advice:
Date Customer No. Amount Pd. Check No.
T T T
10/4/09 | 811901 | s2s00 | 2002
I I I
Please return the upper portion with your payment — Thank You
John Smith
To: R.D.#2, Box 312 Due Date  Customer No.  Amount Due
Prunedale, CA 09278-5704 T T
10/10/09 : 811901 : 125.00
I I
Date Invoice Number Description Amount Due
9/28/09 | 6112115 Cleaning Supplies 125.00
Thank you for giving Monterey Peninsula the opportunity to serve you
|
Previous Bal. 300.00
Payments 300.00
Sales 125.00
Late Fees —
Tax -
Ending Bal. 125.00




166

PART II Transaction Cycles and Business Processes

FIGURE
4-11 CAsH RECEIPTS JOURNAL

Cash Receipts Journal
Date|| Account | Post || Check || Cash Sales Discounts || Accounts || Sales Sundry
Ref || # Acct. # 101 || Acct. # 430 Receivable ||Acct. # 401|| Accounts
(Debit) (Debit) Acct. # 102 || Credit Debit (Credit)
913 || Capital Stsck || 307 || 2750 14,000 14,000
9/5 || Ogment Supply V| 6772 2,970 30 3,000
9/9 || Marvin Ce. 3497 7,000 1,000

this function are thus identified. After reconciling the prelist to the checks, the employee records the
check in the cash receipts journal. All cash receipts transactions, including cash sales, miscellaneous
cash receipts, and cash received on account, are recorded in the cash receipts journal. Figure 4-11 illus-
trates this with an example of each type of transaction. Notice that each check received from a customer
is listed as a separate line item.

Next, the clerk prepares a bank deposit slip showing the amount of the day’s receipts and forwards this
along with the checks to the bank. Upon deposit of the funds, the bank teller validates the deposit slip
and returns it to the company for reconciliation. At the end of the day, the cash receipts employee summa-
rizes the journal entries and sends the following journal voucher entry to the general ledger function.

DR CR
Cash XXXX.XX
Accounts Receivable Control XXXX.XX

UPDATE ACCOUNTS RECEIVABLE. The remittance advices are used to post to the customers’
accounts in the AR subsidiary ledger. Periodically, the changes in account balances are summarized and
forwarded to the general ledger function.

UPDATE GENERAL LEDGER. Upon receipt of the journal voucher and the account summary, the
general ledger function reconciles the figures, posts to the cash and AR control accounts, and files the
journal voucher.

RECONCILE CASH RECEIPTS AND DEPOSITS. Periodically (weekly or monthly), a clerk from
the controller’s office (or an employee not involved with the cash receipts procedures) reconciles cash
receipts by comparing the following documents: (1) a copy of the prelist, (2) deposit slips received from
the bank, and (3) related journal vouchers.

REVENUE CYCLE CONTROLS

Chapter 3 defined six classes of internal control activities that guide us in designing and evaluating trans-
action processing controls. They are transaction authorization, segregation of duties, supervision,
accounting records, access control, and independent verification. Table 4-1 summarizes these control
activities as they apply in the revenue cycle.
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TABLE

4-1 SUMMARY OF REVENUE CYCLE CONTROLS TABLE

Control Activity Sales Processing Cash Receipts
Transactions authorization Credit check Remittance list (cash prelist)

Segregation of duties

Supervision

Accounting records

Return policy

Credit is separate from processing;
inventory control is separate from
warehouse; AR subsidiary ledger is
separate from general ledger

Sales orders, sales journals, AR
subsidiary ledger, AR control (general
ledger), inventory subsidiary ledger,

Cash receipts are separate from AR and cash
account; AR subsidiary ledger is separate from
the general ledger (GL)

Mail room

Remittance advices, checks, remittance list,
cash receipts journal, AR subsidiary ledger, AR
control account, cash account

inventory control, sales account (GL)

Access Physical access to inventory; access to
accounting records above

Physical access to cash; access to accounting
records above

Independent verification Shipping department, billing department,

general ledger

Cash receipts, general ledger, bank
reconciliation

Transaction Authorization

The objective of transaction authorization is to ensure that only valid transactions are processed. In the
following sections, we see how this objective applies in each of the three systems.

CREDIT CHECK. Credit checking of prospective customers is a credit department function. This
department ensures the proper application of the firm’s credit policies. The principal concern is the credit-
worthiness of the customer. In making this judgment, the credit department may employ various tech-
niques and tests. The complexity of credit procedures will vary depending on the organization,
its relationship with the customer, and the materiality of the transaction. Credit approval for first-time
customers may take time. Credit decisions that fall within a sales employee’s general authority (such as
verifying that the current transaction does not exceed the customer’s credit limit) may be dealt with
very quickly. Whatever level of test is deemed necessary by company policy, the transaction should not
proceed further until credit is approved.

RETURN POLICY. Because credit approval is generally a credit department function, that depart-
ment authorizes the processing of sales returns as well. An approval determination is based on the na-
ture of the sale and the circumstances of the return. The concepts of specific and general authority
also influence this activity. Most organizations have specific rules for granting cash refunds and cred-
its to customers based on the materiality of the transaction. As materiality increases, credit approval
becomes more formal.

REMITTANCE LIST (CASH PRELIST). The cash prelist provides a means for verifying that cus-
tomer checks and remittance advices match in amount. The presence of an extra remittance advice in the
AR department or the absence of a customer’s check in the cash receipts department would be detected
when the batch is reconciled with the prelist. Thus, the prelist authorizes the posting of a remittance
advice to a customer’s account.
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Segregation of Duties

Segregating duties ensures that no single individual or department processes a transaction in its entirety.
The number of employees and the volume of transactions being processed influence how to accomplish
the segregation. Recall from Chapter 3 that three rules guide systems designers in this task:

1. Transaction authorization should be separate from transaction processing.

Within the revenue cycle, the credit department is segregated from the rest of the process, so formal
authorization of a transaction is an independent event. The importance of this separation is clear when
one considers the potential conflict in objectives between the individual salesperson and the organization.
Often, compensation for sales staff is based on their individual sales performance. In such cases, sales
staff have an incentive to maximize sales volume and thus may not adequately consider the creditworthi-
ness of prospective customers. By acting in an independent capacity, the credit department may objec-
tively detect risky customers and disallow poor and irresponsible sales decisions.

2. Asset custody should be separate from the task of asset record keeping.

The physical assets at risk in the revenue cycle are inventory and cash, hence the need to separate asset
custody from record keeping. The inventory warehouse has physical custody of inventory assets, but in-
ventory control (an accounting function) maintains records of inventory levels. To combine these tasks
would open the door to fraud and material errors. A person with combined responsibility could steal or
lose inventory and adjust the inventory records to conceal the event.

Similarly, the cash receipts department takes custody of the cash asset, while updating AR records is
an accounts receivable (accounting function) responsibility. The cash receipts department typically
reports to the treasurer, who has responsibility for financial assets. Accounting functions report to the
controller. Normally these two general areas of responsibility are performed independently.

3. The organization should be structured so that the perpetration of a fraud requires collusion between
two or more individuals.

The record-keeping tasks need to be carefully separated. Specifically, the subsidiary ledgers (AR and
inventory), the journals (sales and cash receipts), and the general ledger should be separately maintained.
An individual with total record-keeping responsibility, in collusion with someone with asset custody, is
in a position to perpetrate fraud. By separating these tasks, collusion must involve more people, which
increases the risk of detection and therefore is less likely to occur.

Supervision

Some firms have too few employees to achieve an adequate separation of functions. These firms must
rely on supervision as a form of compensating control. By closely supervising employees who perform
potentially incompatible functions, a firm can compensate for this exposure.

Supervision can also provide control in systems that are properly segregated. For example, the mail
room is a point of risk in most cash receipts systems. The individual who opens the mail has access both to
cash (the asset) and to the remittance advice (the record of the transaction). A dishonest employee may use
this opportunity to steal the check, cash it, and destroy the remittance advice, thus leaving no evidence of
the transaction. Ultimately, this sort of fraud will come to light when the customer complains after being
billed again for the same item and produces the canceled check to prove that payment was made. By the
time the firm gets to the bottom of this problem, however, the perpetrator may have committed the crime
many times and left the organization. Detecting crimes after the fact accomplishes little; prevention is the
best solution. The deterrent effect of supervision can provide an effective preventive control.

Accounting Records

Chapter 2 described how a firm’s source documents, journals, and ledgers form an audit trail that allows
independent auditors to trace transactions through various stages of processing. This control is also an



CHAPTER 4 The Revenue Cycle

important operational feature of well-designed accounting systems. Sometimes transactions get lost in the
system. By following the audit trail, management can discover where an error occurred. Several specific
control techniques contribute to the audit trail.

PRENUMBERED DOCUMENTS. Prenumbered documents (sales orders, shipping notices, remit-
tance advices, and so on) are sequentially numbered by the printer and allow every transaction to be iden-
tified uniquely. This permits the isolation and tracking of a single event (among many thousands)
through the accounting system. Without a unique tag, one transaction looks very much like another. Veri-
fying financial data and tracing transactions would be difficult or even impossible without prenumbered
source documents.

SPECIAL JOURNALS. By grouping similar transactions together into special journals, the system pro-
vides a concise record of an entire class of events. For this purpose, revenue cycle systems use the sales
journal and the cash receipts journal.

SUBSIDIARY LEDGERS. Two subsidiary ledgers are used for capturing transaction event details in
the revenue cycle: the inventory and AR subsidiary ledgers. The sale of products reduces quantities on
hand in the inventory subsidiary records and increases the customers’ balances in the AR subsidiary
records. The receipt of cash reduces customers’ balances in the AR subsidiary records. These subsidiary
records provide links back to journal entries and to the source documents that captured the events.

GENERAL LEDGERS. The general ledger control accounts are the basis for financial statement prepara-
tion. Revenue cycle transactions affect the following general ledger accounts: sales, inventory, cost of goods
sold, AR, and cash. Journal vouchers that summarize activity captured in journals and subsidiary ledgers
flow into the general ledger to update these accounts. Thus we have a complete audit trail from the financial
statements to the source documents via the general ledger, subsidiary ledgers, and special journals.

FILES. The revenue cycle employs several temporary and permanent files that contribute to the audit
trail. The following are typical examples:

e Open sales order file shows the status of customer orders.

Shipping log specifies orders shipped during the period.

Credit records file provides customer credit data.

Sales order pending file contains open orders not yet shipped or billed.
e Back-order file contains customer orders for out-of-stock items.
e Journal voucher file is a compilation of all journal vouchers posted to the general ledger.

Access Controls

Access controls prevent and detect unauthorized and illegal access to the firm’s assets. The physical
assets at risk in the revenue cycle are inventories and cash. Limiting access to these items includes:

e Warehouse security, such as fences, alarms, and guards.

e Depositing cash daily in the bank.

e Using a safe or night deposit box for cash.

e Locking cash drawers and safes in the cash receipts department.

Information is also an important asset at risk. Access control over information involves restricting
access to documents that control physical assets including source documents, journals, and ledgers. An
individual with unrestricted access to records can effectively manipulate the physical assets of the firm.
The following are examples of access risks in the revenue cycle:

1. An individual with access to the AR subsidiary ledger could remove his or her account (or someone
else’s) from the books. With no record of the account, the firm would not send the customer monthly
statements.
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2. Access to sales order documents may permit an unauthorized individual to trigger the shipment
of a product.

3. An individual with access to both cash and the general ledger cash account could remove cash
from the firm and adjust the cash account to cover the act.

Independent Verification

The objective of independent verification is to verify the accuracy and completeness of tasks that other
functions in the process perform. To be effective, independent verifications must occur at key points in
the process where errors can be detected quickly and corrected. Independent verification controls in the
revenue cycle exist at the following points:

1. The shipping function verifies that the goods sent from the warehouse are correct in type and
quantity. Before the goods are sent to the customer, the stock release document and the packing slip
are reconciled.

2. The billing function reconciles the original sales order with the shipping notice to ensure that custom-
ers are billed for only the quantities shipped.

3. Prior to posting to control accounts, the general ledger function reconciles journal vouchers and
summary reports prepared independently in different function areas. The billing function summarizes
the sales journal, inventory control summarizes changes in the inventory subsidiary ledger, the cash
receipts function summarizes the cash receipts journal, and accounts receivable summarizes the
AR subsidiary ledger.

Discrepancies between the numbers supplied by these various sources will signal errors that need to be
resolved before posting to the general ledger can take place. For example, the general ledger function
would detect a sales transaction that had been entered in the sales journal but not posted to the customer’s
account in the AR subsidiary ledger. The journal voucher from billing, summarizing total credit sales,
would not equal the total increases posted to the AR subsidiary ledger. The specific customer account
causing the out-of-balance condition would not be determinable at this point, but the error would be
noted. Finding it may require examining all the transactions processed during the period. Depending on
the technology in place, this could be a tedious task.

Physical Systems

In this section we examine the physical system. This begins with a review of manual procedures and then
moves on to deal with several forms of computer-based systems. The inclusion of manual systems in this
age of computer technology is controversial. We do so for three reasons. First, manual systems serve as a
visual training aid to promote a better understanding of key concepts. Manual (document) flowcharts
depict information as the flow of physical documents. Their source, routing, destination, and sequence of
events are visually discernable from the flowchart. In computer-based systems, flows of digital docu-
ments are not easily represented on flowcharts and may be difficult for novice accounting information
systems students to follow.

Second, manual system flowcharts reinforce the importance of segregation of duties through clearly
defined departmental boundaries. In computer-based systems, these segregations are often accomplished
through computer programming techniques and password controls that cannot be represented visually on
a flowchart. Indeed, a single box (program icon) on a system flowchart may consolidate tasks of many
different organizational units.

Finally, manual systems are a fundamental component of the framework for viewing technology inno-
vations. The shortcomings and failings of current generation technology become the design imperative
for the next. The first generation of computer technology emerged out of the manual environment. An
argument can be made that understanding what used to be state of the art improves one’s understanding
of what led us to where we are now.

For these reasons, some instructors prefer to teach manual systems before moving on to computer
applications. Others favor moving directly to computer-based systems. This section has been organized
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to accommodate both teaching styles. Following is a review of manual systems. You may, however, with-
out loss of technical content, bypass this material and go directly to computer-based accounting systems
located on page 177.

Manual Systems

The purpose of this section is to support the system concepts presented in the previous section with mod-
els depicting people, organizational units, and physical documents and files. This section should help you
envision the segregation of duties and independent verifications, which are essential to effective internal
control regardless of the technology in place. In addition, we highlight inefficiencies intrinsic to manual
systems, which gave rise to modern systems using improved technologies.

SALES ORDER PROCESSING

The system flowchart in Figure 4-12 shows the procedures and the documents typical to a manual sales
order system. In manual systems, maintaining physical files of source documents is critical to the audit
trail. As we walk through the flowchart, notice that in each department, after completion of the assigned
task, one or more documents are filed as evidence that the task was completed.

Sales Department

The sales process begins with a customer contacting the sales department by telephone, mail, or in per-
son. The sales department records the essential details on a sales order. This information will later trigger
many tasks, but for the moment is filed pending credit approval.

Credit Department Approval

To provide independence to the credit authorization process, the credit department is organizationally
and physically segregated from the sales department. When credit is approved, the sales department clerk
pulls the various copies of the sales orders from the pending file and releases them to the billing, ware-
house, and shipping departments. The customer order and credit approval are then placed in the open
order file.

Woarehouse Procedures

The next step is to ship the merchandise, which should be done as soon after credit approval as possible.
The warehouse clerk receives the stock release copy of the sales order and uses this to locate the inven-
tory. The inventory and stock release are then sent to the shipping department. Finally, the warchouse
clerk records the inventory reduction in the stock records.

The Shipping Department

The shipping clerk reconciles the products received from the warchouse with the shipping notice copy of
the sales order received earlier. As discussed previously, this reconciliation is an important control point,
which ensures that the firm sends the correct products and quantities to the customer. When the order is
correct, a bill of lading is prepared, and the products are packaged and shipped via common carrier to the
customer. The clerk then enters the transaction into the shipping log and sends the shipping notice and
stock release to the billing department.

The Billing Department

The shipping notice is proof that the product has been shipped and is the trigger document that initiates
the billing process. Upon receipt of the shipping notice and stock release, the billing clerk compiles the
relevant facts about the transaction (product prices, handling charges, freight, taxes, and discount terms)
and bills the customer. The billing clerk then enters the transaction into the sales journal and distributes
documents to the AR and inventory control departments. Periodically, the clerk summarizes all transac-
tions into a journal voucher and sends this to the general ledger department.

171



FIGURE

4-12

Sales

Customer
Order

Prepare
Sales
Order

Customer
Copy

Stock
Release

Packing
Slip

Shipping
Notice

Ledger I
Copy

File Copy

Customer
Order

edi

Credit
Copy

Credit
Copy
(Approved)

A/

MANUAL SALES ORDER PROCESSING SYSTEMS

General
Ledger Ledger
Copy
Sales
rnal
Journal

Voucher

File Copy

Reconcile,
Add Prices,
and Bill
Customer Shipping
Notice

Stock
Release

Ledger
Copy
D

File Copy

v

Stock

Shipping
Notice

Packing
Slip

Stock
Release

Stock
File Copy Records
X Stock
Pick Release
Goods

Reconcile,
Stock
Release

Prepare Bill of
Lading and
Complete
Shipping
Notice

Shipping
Notice

Stock
Release

File
Coj
Py File Copy

v \"/

File Copy

Bill of
Lading

Packing
Slip

1T LY4Vd

$3SS320.4 SSaUISNg puUe S3IAD) UonRdESURL |

Credit
Copy
(Approved)

Release

Inventory
Control

Shipping
Notice




FIGURE

4-12 (continued)

Billin

Stock
Release

Stock
Release Update
Inventory

Stock
Release

Journal
Voucher

Inventory
Sub Ledger

Journal
Voucher

Records

AR Sub
Ledger

Summary

Journal
Voucher

Journal
Voucher

Update General
Ledger from Journal
Vouchers and
Reconcile

General
Ledger

Journal
Voucher

Journal
Voucher

Journal

¥ ¥44LdVHD

324D enusAsy By




174

PART II Transaction Cycles and Business Processes

Accounts Receivable, Inventory Control, and General Ledger Departments

Upon receipt of sales documents from the billing department, the AR and inventory control clerks
update their respective subsidiary ledgers. Periodically they prepare journal vouchers and account summa-
ries, which they send to the general ledger department for reconciliation and posting to the control accounts.

SALES RETURN PROCEDURES

Figure 4-13 illustrates the procedures and documents used for processing sales returns.

Receiving Department

The sales return process begins in the receiving department, where personnel receive, count, inspect for
damage, and send returned products to the warehouse. The receiving clerk prepares a return slip, which is
forwarded to the sales department for processing.

Sales Department

Upon receipt of the return slip, the clerk prepares a credit memo. Depending on the materiality and circum-
stance of the return, company policy will dictate whether credit department approval (not shown) is required.

Processing the Credit Memo

The objective of the sales return system is to reverse the effects of the original sales transaction. Billing
records a contra entry into sales return, and allowance journal inventory control debits the inventory
records to reflect the return of goods. The AR clerk credits the customer account. All departments periodi-
cally prepare journal vouchers and account summaries, which are then sent to the general ledger for rec-
onciliation and posting to the control accounts.

CASH RECEIPTS PROCEDURES

Figure 4-14 presents a system flowchart depicting the cash receipts procedures.

Mail Room

Customer payments and remittance advices arrive at the mail room, where the envelopes are opened. The
checks are sent to the cashier in the cash receipts department, and the remittance advices are sent to the
AR department.

Cash Receipts

The cashier records the checks in the cash receipts journal and promptly sends them to the bank, accom-
panied by two copies of the deposit slip. Periodically, the employee prepares a journal voucher and sends
it to the general ledger department.

Accounts Receivable

The AR department uses the remittance advices to reduce the customers’ account balances consistent with
the amount paid. The AR clerk prepares a summary of changes in account balances, which is sent to the
general ledger department.

General Ledger Department

Upon receipt of the journal voucher and account summary from cash receipts and AR, respectively, the
general ledger clerk reconciles the information and posts to the control accounts.

Controller’s Office

Because cash is a liquid asset and subject to misappropriation, additional controls are necessary. In this
case, someone from the controller’s office periodically performs a bank reconciliation by comparing de-
posit slips returned from the bank, account summaries used to post to the accounts, and journal vouchers.
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Concluding Remarks

We conclude our discussion of manual systems with two points of observation. First, notice how manual
systems generate a great deal of hard-copy (paper) documents. Physical documents need to be purchased,
prepared, transported, and stored. Hence, these documents and their associated tasks add considerably to
the cost of system operation. As we shall see in the next section, their elimination or reduction is a pri-
mary objective of computer-based systems design.

Second, for purposes of internal control, many functions such as the billing, AR, inventory control,
cash receipts, and the general ledger are located in physically separate departments. These are labor-intensive
and thus error-prone activities that add greatly to the cost of system operation. When we examine com-
puter-based systems, you should note that computer programs, which are much cheaper and far less prone
to error, perform these clerical tasks. The various departments may still exist in computer-based systems,
but their tasks are refocused on financial analysis and dealing with exception-based problems that emerge
rather than routine transaction processing.

Computer-Based Accounting Systems

We can view technological innovation in AIS as a continuum with automation at one end and reengineer-
ing at the other. Automation involves using technology to improve the efficiency and effectiveness of
a task. Too often, however, the automated system simply replicates the traditional (manual) process that
it replaces. Reengineering, on the other hand, involves radically rethinking the business process and
the work flow. The objective of reengineering is to improve operational performance and reduce costs
by identifying and eliminating non—value-added tasks. This involves replacing traditional procedures
with procedures that are innovative and often very different from those that previously existed.

In this section we review automation and reengineering techniques applied to both sales order process-
ing and cash receipts systems. We also review the key features of point-of-sale (POS) systems. Next, we
examine electronic data interchange (EDI) and the Internet as alternative techniques for reengineering the
revenue cycle. Finally, we look at some issues related to PC-based accounting systems.

AUTOMATING SALES ORDER PROCESSING
WITH BATCH TECHNOLOGY

The file structures used to illustrate the following automated system are presented in Figure 4-15. The rela-
tionship between key data in the transaction files and master files that it updates is represented with arrows.
Notice also that the sales order file has three key fields—SALES ORDER NUMBER, ACCOUNT NUM-
BER, and INVENTORY NUMBER. SALES ORDER NUMBER is the primary key (PK) because it is the

FIGURE

4-15 FILE STRUCTURES FOR SALES, INVENTORY, AND ACCOUNTS RECEIVABLE FILES
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only field that uniquely identifies each record in the file. This is the preprinted number on the physical source
document that is transcribed during the keystroke operation. In systems that do not use physical source docu-
ments, the system automatically assigns this unique number. The PK is critical in preserving the audit trail. It
provides the link between digital records stored on a computer disk and the physical source documents.

ACCOUNT NUMBER and INVENTORY NUMBER are both secondary keys (SK) as neither of
these keys uniquely identifies sales order records. For instance, there may be more than one sales order
for a particular customer. Similarly, the same inventory item type may be sold to more than one customer.
Hence, the values for these keys are not unique. Their purpose is to locate the corresponding records in
the AR subsidiary and inventory master files.

A simplifying assumption in this hypothetical system is that each sales order record is for a single item
of inventory. This one-to-one relationship is unrealistic because in reality one sales order could include
many different inventory items. In Chapter 9, we will examine more complex file structures that permit
the representation of one-to-many (1:M) and many-to-many (M:M) relationships that are frequently found
in business transactions. At this point, however, avoiding this complicating factor will facilitate under-
standing of both automated and reengineered systems.

Figure 4-16 illustrates an automated sales order system that employs batch processing.' The greatest
impact from this low-end technology is seen in billing, inventory control, accounts receivable, and gen-
eral ledger. These previously manual bookkeeping tasks have been automated. The two principal advan-
tages of this are cost savings and error reduction. By automating accounting tasks, a firm can reduce its
clerical staff and its exposure to many forms of errors. Other clerical and operational tasks including sales
order taking, credit checking, warechousing, and shipping are performed manually in this system. The
tasks presented in Figure 4-16 are described in the following sections.

Sales Department

The sales process begins with a customer contacting the sales department and placing an order. The sales
clerk records the essential details and prepares multiple copies of a sales order, which are held pending
credit approval.

Credit Department Approval

When credit is approved, the sales department releases copies of the sales order to the billing, warehouse,
and shipping departments. The customer order and credit approval are then placed in the open order file.

Woarehouse Procedures

Next the warehouse clerk receives the stock release copy of the sales order and uses this to pick the
goods. The inventory and stock release are then sent to the shipping department.

The Shipping Department

The shipping clerk reconciles the products received from the warehouse with the shipping notice. Assum-
ing no discrepancies exist, a bill of lading is prepared, and the products are packaged and shipped via
common carrier to the customer. The clerk then sends the shipping notice to the computer department.

KEYSTROKE

The automated element of the system begins with the arrival of batches of shipping notices from the shipping
department. These documents are verified copies of the sales orders that contain information about the cus-
tomer and the items shipped. The keystroke clerk converts the hard-copy shipping notices to digital form to
produce a transaction file of sales orders. This is a continuous process. Several times throughout the day, the
keystroke clerk transcribes batches of shipping notices. The resulting transaction file will thus contain many
separate batches of records. For each batch stored on the file, batch control totals are automatically calculated.?

1 A variant on this system, which uses sequential flat files, is discussed in this chapter’s Appendix.

2 Batch controls are designed to manage the flow of large numbers of records through the system. They consist of summary figures
pertaining to the number of records in the batch, total dollar amount of the batch, and a hash total of a nonfinancial field. See
Chapter 17 for a detailed discussion.
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EDIT RUN

Periodically, the sales order system is executed. Depending on transaction volume and the need for current
information, this could be a single end-of-day task or performed several times per day. The system is com-
posed of a series of program runs. The edit program first validates all transaction records in the batch by
performing clerical and logical tests on the data. Typical tests include field checks, limit tests, range tests,
and price-times-quantity extensions.® Recall from Chapter 2 that detected errors are removed from the batch
and copied to a separate error file (not shown in Figure 4-16), which are later corrected and resubmitted for
processing with the next day’s business. The edit program recalculates the batch control totals to reflect any
changes due to the removal of error records. The edited sales order file is then passed to the file update run.

UPDATE PROCEDURES

Figure 4-17 illustrates the direct access update process using sample data. Starting at the top of the edited
sales order file, the update program posts the first transaction to the corresponding inventory and AR sub-
sidiary records using the secondary keys (INVENTORY NUMBER and ACCOUNT NUMBER) to
locate the records directly. This transaction is then recorded in the journal, and the program moves to the
next transaction record and repeats the process. This continues until all records in the transaction file have
been posted. The general ledger accounts are typically updated after each batch. When the program
reaches the end of the transaction file, it terminates.

This system generates a number of management reports, including sales summaries, inventory status
reports, transaction listings, journal voucher listings, and budget and performance reports. Quality man-
agement reports play a key role in helping management monitor operations to ensure that controls are in
place and functioning properly. In Chapter 8, we examine management information needs and manage-
ment reporting techniques in detail.

REENGINEERING SALES ORDER PROCESSING
WITH REAL-TIME TECHNOLOGY

Figure 4-18 illustrates a real-time sales order system. Interactive computer terminals replace many of the
manual procedures and physical documents of the previous system. This interactive system provides real-
time input and output with batch updating of only some master files.

TRANSACTION PROCESSING PROCEDURES
Sales Procedures

Under real-time processing, sales clerks receiving orders from customers process each transaction sepa-
rately as it is received. Using a computer terminal connected to a sales order system, the clerk performs
the following tasks in real-time mode:

1. The system accesses the inventory subsidiary file and checks the availability of the inventory. It then
performs a credit check by retrieving the customer credit data in the customer’s (AR) file. This file con-
tains information such as the customer’s credit limit, current balance, date of last payment, and current
credit status. Based on programmed criteria, the customer’s request for credit is approved or denied.

2. If credit is approved, the system updates the customer’s current balance to reflect the sale and reduces
inventory by the quantities of items sold to present an accurate and current picture of inventory on
hand and available for sale.

3. The system automatically transmits a digital stock release document to the warehouse, a digital ship-
ping notice to the shipping department, and records the sale in the open sales order file. The structure
of this file includes a CLOSED field that contains either the value N or Y to indicate the status of the
order. Closed records (those containing the value Y) have been shipped, so the customer can now be
billed. This field is used later to identify closed records to the batch procedure. The default value in
this field when the record is created is N. It is changed to Y when the goods are shipped to the

3 Chapter 17 provides a complete discussion of computer application controls.
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FIGURE
4-18 REAL-TIME SALES ORDER SYSTEM
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customer. The sales clerk can determine the status of an order in response to customer inquiries by
viewing the records.

Warehouse Procedures

The warehouse clerk’s terminal immediately produces a hard-copy printout of the electronically transmit-
ted stock release document. The clerk then picks the goods and sends them, along with a copy of the
stock release document, to the shipping department.

Shipping Department

A shipping clerk reconciles the goods, the stock release document, and the hard-copy packing slip pro-
duced on the terminal. The clerk then selects a carrier and prepares the goods for shipment. From the ter-
minal, the clerk transmits a shipping notice containing shipping date and freight charges. The system
updates the open sales order record in real time and places a Y value in the CLOSED field, thus closing
the sales order.

GENERAL LEDGER UPDATE PROCEDURES

At the end of the day, the batch update program searches the open sales order file for records marked
closed and updates the following general ledger accounts: Inventory—Control, Sales, AR—Control, and
Cost of Goods Sold. The inventory subsidiary and AR subsidiary records were updated previously during
the real-time procedures. Recall from Chapter 2 that batch updating of general ledger records is done to
achieve operational efficiency in high-volume transaction processing systems. An alternative approach is
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to update the general ledger accounts in real time, if doing so poses no significant operational delays.
Finally, the batch program prepares and mails customer bills and transfers the closed sales records to the
closed sales order file (sales journal).

ADVANTAGES OF REAL-TIME PROCESSING

Reengineering the sales order processes to include real-time technology can significantly reduce operat-
ing costs while increasing revenues. The following advantages make this approach an attractive option
for many organizations:

1. Real-time processing greatly shortens the cash cycle of the firm. Lags inherent in batch systems can
cause delays of several days between taking an order and billing the customer. A real-time system
with remote terminals reduces or eliminates these lags. An order received in the morning may be
shipped by early afternoon, thus permitting same-day billing of the customer.

2. Real-time processing can give the firm a competitive advantage in the marketplace. By maintaining
current inventory information, sales staff can determine immediately whether the inventories are on
hand. This enhances the firm’s ability to maximize customer satisfaction, which translates into
increased sales. In contrast, batch systems do not provide salespeople with current information. As a
result, a portion of the order must sometimes be back-ordered, causing uncertainty for the customer.

3. Manual procedures tend to produce clerical errors, such as incorrect account numbers, invalid inven-
tory numbers, and price—quantity extension miscalculations. These errors may go undetected in batch
systems until the source documents reach data processing, by which time the damage may have al-
ready been done. For example, the firm may find that it has shipped goods to the wrong address,
shipped the wrong goods, or promised goods to a customer at the wrong price. Real-time editing per-
mits the identification of many kinds of errors as they occur and greatly improves the efficiency and
the effectiveness of operations.

4. Finally, real-time processing reduces the amount of paper documents in a system. Hard-copy docu-
ments are expensive to produce and clutter the system. The permanent storage of these documents
can become a financial and operational burden. Documents in digital form are efficient, effective,
and adequate for audit trail purposes.

AUTOMATED CASH RECEIPTS PROCEDURES

Cash receipts procedures are natural batch systems. Unlike sales transactions, which tend to occur contin-
uously throughout the day, cash receipts are discrete events. Checks and remittance advices arrive from
the postal service in batches. Likewise, the deposit of cash receipts in the bank usually happens as a single
event at the end of the business day. The cash receipts system in Figure 4-19 uses technology that auto-
mates manual procedures. The following discussion outlines the main points of this system.

Mail Room

The mail room clerk separates the checks and remittance advices and prepares a remittance list. These
checks and a copy of the remittance list are sent to the cash receipts department. The remittance advices
and a copy of the remittance list are sent to the AR department.

Cash Receipts Department

The cash receipts clerk reconciles the checks and the remittance list and prepares the deposit slips. Via
terminal, the clerk creates a journal voucher record of total cash received. The clerk files the remittance
list and one copy of the deposit slip. At the end of the day, the clerk deposits the cash in the bank.

Accounts Receivable Department

The AR clerk receives and reconciles the remittance advices and remittance list. Via terminal, the clerk
creates the cash receipts transaction file based on the individual remittance advices. The clerk then files
the remittance advices and the remittance list.
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Data Processing Department

At the end of the day, the batch program reconciles the journal voucher with the transaction file of cash
receipts and updates the AR subsidiary and the general ledger control accounts (AR—Control and Cash).
This process employs the direct access method described earlier. Finally, the system produces a transaction
listing that the AR clerk will reconcile against the remittance list.

REENGINEERED CASH RECEIPTS PROCEDURES

The task of opening envelopes and comparing remittance advices against customer checks is labor-inten-
sive, costly, and creates a control risk. Some organizations have reengineered their mail room procedures
to effectively reduce the risk and the cost.

The mail room clerk places batches of unopened envelopes into a machine that automatically opens
them and separates their contents into remittance advices and checks. Because the remittance advice con-
tains the address of the payee, the customer will need to place it at the front of the envelope so it can be
displayed through the window. When the envelope is opened, the machine knows that the first document
in the envelope is the remittance advice. The second is, therefore, the check. The process is performed
internally and, once the envelopes are opened, mail room staff cannot access their contents.

The system uses special transaction validation software that employs artificial intelligence capable of
reading handwriting. The system scans the remittance advices and the checks to verify that the dollar
amounts on each are equal and that the checks are signed. Any items that are inconsistent or that the vali-
dation system cannot interpret are rejected and processed separately by hand. The system prepares a com-
puter-readable file of cash receipts, which is then posted to the appropriate customer and general ledger
accounts. Batches of checks are sent to the cash receipts department for deposit in the bank. Transaction
listings are sent to management in the AR, cash receipts, and general ledger departments for review and
audit purposes.

Organizations with sufficient transaction volume to justify the investment in hardware and software
have the advantages of improved control and reduced operating costs. The system works best when a
high degree of consistency between remittance advices and customer checks exists. Partial payments,
multiple payments (a single check covering multiple invoices), and clerical errors on customer checks
complicate the process and may cause rejections that require separate processing.

POINT-OF-SALE (POS) SYSTEMS

The revenue cycle systems that we have examined so far are used by organizations that extend credit to
their customers. Obviously, this assumption is not valid for all types of business enterprises. For example,
grocery stores do not usually function in this way. Such businesses exchange goods directly for cash in a
transaction that is consummated at the point of sale.

POS systems like the one shown in Figure 4-20 are used extensively in grocery stores, department
stores, and other types of retail organizations. In this example, only cash, checks, and bank credit card
sales are valid. The organization maintains no customer accounts receivable. Inventory is kept on the
store’s shelves, not in a separate warechouse. The customers personally pick the items they wish to buy
and carry them to the checkout location, where the transaction begins.

DAILY PROCEDURES

First, the checkout clerk scans the universal product code (UPC) label on the items being purchased with
a laser light scanner. The scanner, which is the primary input device of the POS system, may be handheld
or mounted on the checkout table. The POS system is connected online to the inventory file from which
it retrieves product price data and displays this on the clerk’s terminal. The inventory quantity on hand
is reduced in real time to reflect the items sold. As items fall to minimum levels, they are automatically
reordered.
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FIGURE
4-20 POINT-OF-SALE SYSTEM
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When all the UPCs are scanned, the system automatically calculates taxes, discounts, and the total for
the transaction. In the case of credit card transactions, the sales clerk obtains transaction approval from
the credit card issuer via an online connection. When the approval is returned, the clerk prepares a credit
card voucher for the amount of the sale, which the customer signs. The clerk gives the customer one copy
of the voucher and secures a second copy in the cash drawer of the register. For cash sales, the customer
renders cash for the full amount of the sale, which the clerk secures in the cash drawer.

The clerk enters the transaction into the POS system via the register’s keypad, and a record of the sale
is added to the sales journal in real time. The record contains the following key data: date, time, terminal
number, total amount of sale, cash or credit card sale, cost of items sold, sales tax, and discounts taken.
The sale is also recorded on a two-part paper tape. One copy is given to the customer as a receipt; the
other is secured internally within the register and the clerk cannot access it. This internal tape is later used
to close out the register when the clerk’s shift is over.

At the end of the clerk’s shift, a supervisor unlocks the register and retrieves the internal tape. The cash
drawer is removed and replaced with a new cash drawer containing a known amount of start-up cash
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(float) for the next clerk. The supervisor and the clerk whose shift has ended take the cash drawer to the
cash room (treasury), where the contents are reconciled against the internal tape. The cash drawer should
contain cash and credit card vouchers equal to the amount recorded on the tape.

Often, small discrepancies will exist because of errors in making change for customers. Organizational
policy will specify how cash discrepancies are handled. Some organizations require sales clerks to cover
all cash shortages via payroll deductions. Other organizations establish a materiality threshold. Cash
shortages within the threshold are recorded but not deducted from the employee’s pay. Excess shortages,
however, should be reviewed for possible disciplinary action.

When the contents of the cash drawer have been reconciled, the cash receipts clerk prepares a cash rec-
onciliation form and gives one copy to the sales clerk as a receipt for cash remitted and records cash
received and cash short/over in the cash receipts journal. The clerk files the credit card vouchers and
secures the cash in the safe for deposit in the bank at the end of the day.

END-OF-DAY PROCEDURES

At the end of the day, the cash receipts clerk prepares a three-part deposit slip for the total amount of the
cash received. One copy is filed and the other two accompany the cash to the bank. Because cash is
involved, armed guards are often used to escort the funds to the bank repository.

Finally, a batch program summarizes the sales and cash receipts journals, prepares a journal voucher,
and posts to the general ledger accounts as follows:

DR CR
Cash XXXX.XX
Cash Over/Short XX.XX
Accounts Receivable (credit card) XXX.XX
Cost of Goods Sold XXX.XX
Sales XXXX.XX
Inventory XXX.XX

The accounting entry in the table may vary among businesses. Some companies will treat credit
card sales as cash. Others will maintain an AR until the credit card issuer transfers the funds into their
account.

REENGINEERING USING EDI

Doing Business via EDI

Many organizations have reengineered their sales order process through electronic data interchange
(EDI). EDI technology was devised to expedite routine transactions between manufacturers and whole-
salers and between wholesalers and retailers. The customer’s computer is connected directly to the sell-
er’s computer via telephone lines. When the customer’s computer detects the need to order inventory, it
automatically transmits an order to the seller. The seller’s system receives the order and processes it auto-
matically. This system requires little or no human involvement.

EDI is more than just a technology. It represents a business arrangement between the buyer and seller
in which they agree, in advance, to the terms of their relationship. For example, they agree to the selling
price, the quantities to be sold, guaranteed delivery times, payment terms, and methods of handling dis-
putes. These terms are specified in a trading partner agreement and are legally binding. Once the agree-
ment is in place, no individual in either the buying or selling company actually authorizes or approves a
particular EDI transaction. In its purest form, the exchange is completely automated.

EDI poses unique control problems for an organization. One problem is ensuring that, in the absence
of explicit authorization, only valid transactions are processed. Another risk is that a trading partner, or
someone masquerading as a trading partner, will access the firm’s accounting records in a way that is
unauthorized by the trading partner agreement. Chapter 12 presents the key features of EDI and its impli-
cations for business. EDI control issues are discussed in Chapter 16.
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REENGINEERING USING THE INTERNET
Doing Business on the Internet

Thousands of organizations worldwide are establishing home pages on the Internet to promote their prod-
ucts and solicit sales. By entering the seller’s home page address into the Internet communication pro-
gram from a PC, a potential customer can access the seller’s product list, scan the product line, and place
an order. Typically, Internet sales are credit card transactions. The customer’s order and credit card infor-
mation are attached to the seller’s e-mail file.

An employee reviews the order, verifies credit, and enters the transaction into the seller’s system for
processing in the normal way. Because of the need to review the e-mail file before processing, the turn-
around time for processing Internet sales is sometimes longer than for telephone orders. Research is cur-
rently under way to develop intelligent agents (software programs) that review and validate Internet
orders automatically as they are received.

Unlike EDI, which is an exclusive business arrangement between trading partners, the Internet con-
nects an organization to the thousands of potential business partners with whom it has no formal agree-
ment. In addition to unprecedented business opportunities, risks for both the seller and the buyer
accompany this technology. Connecting to the Internet exposes the organization to threats from computer
hackers, viruses, and transaction fraud. Many organizations take these threats seriously and implement
controls including password techniques, message encryption, and firewalls to minimize their risk. The
technology of networks is discussed in the appendix to Chapter 12. In Chapter 16, we examine techniques
for controlling these technologies.

CONTROL CONSIDERATIONS FOR COMPUTER-BASED SYSTEMS

The remainder of this section looks at the relationship between internal controls under alternative process-
ing technologies. The purpose of this discussion is to identify the nature of new exposures and gain some
insight into their ramifications. Solutions to many of these problems are beyond the scope of discussion
at this point. Chapters 15, 16, and 17 present these general control issues as well as management and
auditor responsibilities under Sarbanes-Oxley legislation.

Authorization

Transaction authorization in real-time processing systems is an automated task. Management and
accountants should be concerned about the correctness of the computer-programmed decision rules and
the quality of the data used in this decision.

In POS systems, the authorization process involves validating credit card charges and establishing that
the customer is the valid user of the card. After receiving online approval from the credit card company,
the clerk should match the customer’s signature on the sales voucher with the one on the credit card.

Segregation of Duties

Tasks that would need to be segregated in manual systems are often consolidated within computer programs.
For example, a computer application may perform such seemingly incompatible tasks as inventory control,
AR updating, billing, and general ledger posting. In such situations, management and auditor concerns are
focused on the integrity of the computer programs that perform these tasks. They should seek answers to such
questions as: Is the logic of the computer program correct? Has anyone tampered with the application since it
was last tested? Have changes been made to the program that could have caused an undisclosed error?

Answers to the questions lie, in part, in the quality of the general controls over segregation of duties
related to the design, maintenance, and operation of computer programs. Programmers who write the
original computer programs should not also be responsible for making program changes. Both of these
functions should also be separate from the daily task of operating the system.

Supervision

In an earlier discussion, we examined the importance of supervision over cash-handling procedures in the
mail room. The individual who opens the mail has access both to cash (the asset) and to the remittance
advice (the record of the transaction). A dishonest employee has an opportunity to steal the check and
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destroy the remittance advice. This risk exists in both manual systems and computer-based systems where
manual mail room procedures are in place.

In a POS system, where both inventory and cash are at risk, supervision is particularly important. Cus-
tomers have direct access to inventory in the POS system, and the crime of shoplifting is of great concern
to management. Surveillance cameras and shop floor security personnel can reduce the risk. These tech-
niques are also used to observe sales clerks handling cash receipts from customers. In addition, the cash
register’s internal tape is a form of supervision. The tape contains a record of all sales transactions pro-
cessed at the register. Only the clerk’s supervisor should have access to the tape, which is used at the end
of the shift to balance the cash drawer.

Access Control

In computerized systems, digital accounting records are vulnerable to unauthorized and undetected
access. This may take the form of an attempt at fraud, an act of malice by a disgruntled employee, or an
honest accident. Additional exposures exist in real-time systems, which often maintain accounting
records entirely in digital form. Without physical source documents for backup, the destruction of com-
puter files can leave a firm with inadequate accounting records. To preserve the integrity of accounting
records, Sarbanes-Oxley legislation requires organization management to implement controls that restrict
unauthorized access. Also at risk are the computer programs that make programmed decisions, manipu-
late accounting records, and permit access to assets. In the absence of proper access controls over pro-
grams, a firm can suffer devastating losses from fraud and errors. Thus, current laws require management
to implement such controls.

Because POS systems involve cash transactions, the organization must restrict access to cash assets.
One method is to assign each sales clerk to a separate cash register for an entire shift. When the clerk
leaves the register to take a break, the cash drawer should be locked to prevent unauthorized access. This
can be accomplished with a physical lock and key or by password. At the end of the clerk’s shift, he or
she should remove the cash drawer and immediately deposit the funds in the cash room. When clerks
need to share registers, responsibility for asset custody is split among them and accountability is reduced.

Inventory in the POS system must also be protected from unauthorized access and theft. Both physical
restraints and electronic devices are used to achieve this. For example, steel cables are often used in cloth-
ing stores to secure expensive leather coats to the clothing rack. Locked showcases are used to display
jewelry and costly electronic equipment. Magnetic tags are attached to merchandise, which will sound an
alarm when removed from the store.

Accounting Records

DIGITAL JOURNALS AND LEDGERS. Digital journals and master files are the basis for financial
reporting and many internal decisions. Accountants should be skeptical about accepting, on face value,
the accuracy of computer-produced hard-copy printouts of digital records. The reliability of hard-copy
documents for auditing rests directly on the quality of the controls that protect them from unauthorized
manipulation. The accountant should, therefore, be concerned about the quality of controls over the pro-
grams that update, manipulate, and produce reports from these files.

FILE BACKUP. The physical loss, destruction, or corruption of digital accounting records is a serious
concern. The data processing department should perform separate file-backup procedures (discussed in
Chapter 2). Typically these are behind-the-scenes activities that may not appear on the system flowchart.
The accountant should verify that such procedures are, in fact, performed for all subsidiary and general
ledger files. Although backup requires significant time and computer resources, it is essential in pre-
serving the integrity of accounting records.

Independent Verification

The consolidation of many accounting tasks under one computer program removes some of the traditional
independent verification control from the system. Independent verification is restored somewhat by
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performing batch control balancing after each run and by producing management reports and summaries
for end users to review.

PC-Based Accounting Systems

The software market offers hundreds of PC-based accounting systems. In contrast to mainframe and cli-
ent-server systems that are frequently custom-designed to meet the specific user requirements, PC appli-
cations tend to be general-purpose systems that serve a wide range of needs. This strategy allows
software vendors to mass-produce low-cost and error-free standard products. Not surprisingly, PC
accounting systems are popular with smaller firms, which use them to automate and replace manual sys-
tems and thus become more efficient and competitive. PC systems have also made inroads with larger
companies that have decentralized operations.

Most PC systems are modular in design. Typical business modules include sales order processing and
accounts receivable, purchases and accounts payable, cash receipts, cash disbursements, general ledger
and financial reporting, inventory control, and payroll. Their modular design provides users with some
degree of flexibility in tailoring systems to their specific needs. Many vendors target their products to the
unique needs of specific industries, such as health care, transportation, and food services. By doing so,
these firms forgo the advantages of flexibility to achieve a market niche. The modular design technique is
illustrated in Figure 4-21.

The central control program provides the user interface to the system. From this control point, the user
makes menu selections to invoke application modules as needed. By selecting the sales module, for
instance, the user can enter customer orders in real time. At the end of the day, in batch mode, the user
can enter cash receipts, purchases, and payroll transactions.

Commercial systems usually have fully integrated modules. This means that data transfers between
modules occur automatically. For example, an integrated system will ensure that all transactions captured
by the various modules have been balanced and posted to subsidiary and general ledger accounts before
the general ledger module produces the financial reports.

PC CONTROL ISSUES

PC accounting systems create unique control problems for accountants. The risks arise from inherent
weaknesses in the PC environment, as discussed in the following paragraphs.

FIGURE
4-21 PC ACCOUNTING SYSTEM MODULES
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Segregation of Duties

PC systems tend to have inadequate segregation of duties. A single employee may be responsible for
entering all transaction data, including sales orders, cash receipts, invoices, and disbursements. In a man-
ual system, this degree of authority would be similar to assigning accounts receivable, accounts payable,
cash receipts, and cash disbursements responsibilities to the same person. The exposure is compounded
when the individual is also responsible for programming or tailoring the application he or she runs.

Often little can be done in small companies to avoid such conflicts of duties. Controlling the PC envi-
ronment requires a high degree of supervision, adequate management reports (such as detailed listings of
all transactions), and frequent independent verification. For example, the supervisor should reconcile
daily transaction details with the affected subsidiary and control accounts.

Access Control

PC systems generally provide inadequate control over access to data files. Although some applications
achieve modest security through password control to files, accessing data files directly via the operating
system can often circumvent this control. Solutions for dealing with the problem include data encryption,
disk locks, and physical security devices.

Accounting Records

Data losses that threaten accounting records and audit trails plague the PC environment. Computer disk
failure is the primary cause of data loss. When this happens, recovery of data stored on the disk may be
impossible. Formal procedures for creating backup copies of data files and programs can reduce this
threat considerably. In the mainframe environment, backup is provided automatically. Backup of PC data
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files relies on a conscious action by the users, who too often fail to appreciate its importance.

Summary

This chapter examined conceptually the revenue cycle of a
typical merchandising firm and focused on the following areas:
(I) the functional areas and the flow of transaction informa-
tion that triggers key tasks; (2) the documents, journals, and
accounts that support audit trails, decision making, and finan-
cial reporting; and (3) the exposure to risks in the revenue
cycle and the control techniques that reduce them.

The chapter examined the operational and control implica-
tions of different degrees of technology. First, we examined
the manual system depicting people, organizational units, and
physical documents and files. The purpose of this was to help
the reader envision the segregation of duties and independent
verifications, which are essential to effective internal control
regardless of the technology in place. In the process, we high-
lighted inefficiencies intrinsic to manual systems, which gave
rise to modern systems using improved technologies and
techniques.

Next we examined automated data processing techniques.
Even though these systems improve record-keeping efficiency
and effectiveness, they do little to advance an organization’s
business strategy. We then examined reengineered systems.
This involves rethinking traditional business approaches to

achieve competitive advantage by improving operational effec-
tiveness. Ve then turned to control issues in the digital envi-
ronment and found that computer processing consolidates
many tasks, thus removing some traditional segregation of
duties. The integrity of the computer programs that now per-
form these tasks becomes a matter of great concern to the
organization. Similarly, organization management must control
access to digital accounting files and ensure that adequate
backup procedures are in place.

Finally, the chapter dealt with the subject of PC accounting
systems. The modular design of these systems allows users to
tailor the system to their specific needs. This feature has
resulted in a tremendous growth in end-user computing that
is changing the way many organizations do business. The PC
environment poses some unique exposures that accountants
must recognize. Three of the most serious exposures are
(1) the lack of properly segregated duties, (2) PC-operating
systems that do not have the sophistication of mainframes
and expose data to unauthorized access, and (3) computer
failures and inadequate backup procedures that rely too
heavily on human intervention and thus threaten the security
of accounting records.
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Appendix

Batch Processing Using Sequential
Files

Because this system uses the sequential file structure for its accounting records, either tapes or
disks may be employed as the physical storage medium. For day-to-day operations, however, tapes
are inefficient because someone must mount them on a tape drive and then dismount the tape when the
job ends. This approach is labor-intensive and expensive. The constant decline in the per-unit cost of disk
storage in recent years has destroyed the economic advantage of using tapes. Typically, an organization
using sequential files will now employ disk storage devices. The operational features of sequential files
are the same for both tape and disk media, but the disk storage devices can be left online for ease of
access, requiring no human intervention. Today, tapes are used primarily as backup devices and for stor-
ing archive data. For these purposes, they are an efficient and effective storage medium.
The computer processing phases of a batch system with sequential files was discussed in detail in
the Appendix to Chapter 2. The main points of that discussion are briefly reviewed in the following
paragraphs.

F igure 4-22 illustrates a legacy sales order system that uses batch processing and sequential files.

Keystroke

The process begins with the arrival of batches of shipping notices from the shipping department. These
documents are copies of the sales orders that contain accurate information about the number of units
shipped and information about the carrier. The keystroke clerk converts the shipping notices to magnetic
media to produce a transaction file of sales orders. This is a continuous process. Several times throughout
the day, the keystroke clerk receives and converts batches of shipping notices. The resulting transaction
file will thus contain many separate batches of sales orders. Batch control totals are calculated for each
batch on the file.

Edit Run

Periodically, the batch sales order system is executed. In our example, we will assume that this occurs at
the end of each business day. The edit program is the first run in the batch process. This program vali-
dates transactions by testing each record for the existence of clerical or logical errors. Typical tests
include field checks, limit tests, range tests, and (price X quantity) extensions. Recall from Chapter 2 that
detected errors are removed from the batch and copied to a separate error file. Later, these are corrected
by an authorized person and resubmitted for processing with the next day’s business. The edit program
recalculates the batch control totals to reflect changes due to the removal of error records. The clean trans-
action file is then passed to the next run in the process.
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4-22 BATCH PROCESSING WITH SEQUENTIAL FILES
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Sort Run

At this point, the sales order file is in no useful sequence. Remember from an earlier discussion that a
transaction file must be placed in the same sequence as the master file it is updating. The first sort run in
this system rearranges the sales order file by order of the secondary key—ACCOUNT NUMBER.

AR Update and Billing Run

The AR update program posts to AR by sequentially matching the ACCOUNT NUMBER key in each
sales order record with the corresponding record in the AR subsidiary master file. This procedure creates
anew AR subsidiary master file that incorporates all the changes to customer accounts that the transaction
records affect. The process leaves the original AR subsidiary master file complete and unchanged. This
automatic backup feature is an advantage of sequential file processing. Figure 4-23 illustrates this method
with some sample records.

Each sales transaction record processed is added to the sales journal file. At the end of the run, these
are summarized and an entry is made to the journal voucher file to reflect total sales and total increases
to AR.

To spread the billing task evenly over the month, some firms employ cycle billing to bill their custom-
ers. The update program searches the billing date field in the AR subsidiary master file for those custom-
ers to be billed on a certain day of the month and prepares statements for the selected accounts. The
statements are then mailed to the customer.

Sort and Inventory Update Runs

The procedures for the second sort and inventory update runs are similar to those previously described.
The sort program sorts the sales order file on the secondary key—INVENTORY NUMBER. The inven-
tory update program reduces the QUANTITY ON HAND field in the affected inventory records by the
QUANTITY SOLD field in each sales order record. A new inventory master file is created in the process.
Figure 4-24 illustrates the process.

In addition, the program compares values of the QUANTITY ON HAND and the REORDER POINT
fields to identify inventory items that need to be replenished. This information is sent to the purchasing
department. Finally, a journal voucher is prepared to reflect cost of goods sold and the reduction in inventory.

General Ledger Update Run

Under the sequential file approach, the general ledger master file is not updated after each batch of trans-
actions. To do so would result in the re-creation of the entire general ledger every time a batch of transac-
tions (such as sales orders, cash receipts, purchases, cash disbursements, and so on) is processed. Firms
using sequential files typically employ separate end-of-day procedures to update the general ledger
accounts. This technique is depicted in Figure 4-22.

At the end of the day, the general ledger system accesses the journal voucher file. This file contains
journal vouchers reflecting all of the day’s transactions that the organization processed. The journal
vouchers are sorted by general ledger account number and posted to general ledger in a single run, and a
new general ledger is created.

The end-of-day procedures will also generate a number of management reports. These may include
sales summaries, inventory status reports, transaction listings, journal voucher listings, and budget and
performance reports. Quality management reports play a key role in helping management monitor opera-
tions to ensure that controls are in place and functioning properly. In Chapter 8, we examine management
information needs and management reporting techniques.
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FIGURE

4-24 UPDATE OF INVENTORY FROM SALES ORDER
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Key Terms

accounts receivable (AR) subsidiary ledger (159)
approved credit memo (162)
approved sales order (154)
automation (177)

back-order (156)

back-order file (169)

batch control totals (192)

bill of lading (157)

cash receipts journal (166)
closed sales order file (183)
controller (168)

credit authorization (171)

credit memo (162)

credit records file (169)
customer open order file (154)
customer order (154)

cycle billing (194)

deposit slip (166)

electronic data interchange (EDI) (187)
inventory subsidiary ledger (157)
journal voucher (157)

journal voucher file (157)

ledger copy (159)

open sales order file (169)
packing slip (157)

point-of-sale (POS) systems (177)
prenumbered documents (169)
reengineering (177)

remittance advice (163)
remittance list (163)

return slip (162)

sales invoice (157)

sales journal (157)

sales journal voucher (157)
sales order (154)

sales order (credit copy) (154)
sales order (invoice copy) (157)
shipping notice (157)

shipping log (169)

S.O. pending file (157)

stock records (156)

stock release (154)

universal product code (UPC) (185)
verified stock release (156)

Review Questions

I. What document initiates the sales process?

2. Distinguish between a packing slip, a shipping
notice, and a bill of lading.

3. What function does the receiving department
serve in the revenue cycle!

4. The general ledger clerk receives summary data
from which departments? What form of summary
data?

5. What are three authorization controls?

6. What are the three rules that ensure that no single
employee or department processes a transaction
in its entirety?

7. At which points in the revenue cycle are inde-
pendent verification controls necessary?

8. What is automation and why is it used?

9. What is the objective of reengineering!

10. Distinguish between an edit run, a sort run, and an
update run.

Il. What are the key features of a POS system?

12. How is the primary key critical in preserving the
audit trail?

13. What are the advantages of real-time
processing?

14. Why does billing receive a copy of the sales order
when the order is approved but does not bill until
the goods are shipped?

15. Why was EDI devised?

16. What types of unique control problems are cre-
ated by the use of PC accounting systems?

17. In a manual system, after which event in the sales
process should the customer be billed?

18. What is a bill of lading?
19. What document initiates the billing process?

20. Where in the cash receipts process does supervi-
sion play an important role?
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Discussion Questions

I. Why do firms have separate departments for 9. What financial statement misrepresentations may
warehousing and shipping? What about warehous- result from an inconsistently applied credit policy?
ing and inventory control? Doesn’t this just create Be specific.
more paperwork? 10. Give three examples of access control in a POS

2. Distinguish between the sales order, billing, and system.

AR departments. Why can’t the sales order or AR ||, Discuss the trade-off in choosing to update the
departments prepare the bills? general ledger accounts in real time.

3. Explain the purpose of having mail room 12. Discuss how the nature of the necessary internal
procedures. control features is affected by switching from a

4. In a manual accounting system, what advantage manual system to (1) a large-scale computer-based
does the journal voucher system have over the accounting system or (2) a PC-based accounting
traditional general journal system? system.

5. How could an employee embezzle funds by issuing 13. Under what circumstances will automated mail
an unauthorized sales credit memo if the appropri- room procedures provide the most benefit? The
ate segregation of duties and authorization con- least benefit?
trols were not in place? 14. What makes POS systems different from revenue

6. What task can the AR department engage in to cycles of manufacturing firms?
verify that all customers’ checks have been appro- |5, |5 3 POS system that uses bar coding and a laser
priately deposited and recorded? light scanner foolproof against inaccurate updates?

7. Why is access control over revenue cycle docu- Discuss.
ments just as important as the physical control 16. How is EDI more than technology? What unique
devices over cash and inventory? control problems may it pose?

8. How can reengineering of the sales order proc- 17. Discuss the key segregation of duties related to
essing subsystem be accomplished using the computer programs that process accounting
Internet? transactions.

Multiple-Choice Questions
I. Which document is NOT prepared by the sales 3. Which function should the billing department

department?
packing slip

a
b. shipping notice
c. bill of lading
d. stock release

Which document triggers the update of the inven-
tory subsidiary ledger?

a. bill of lading

b. stock release

c. sales order
d

. shipping notice

NOT perform?
record the sales in the sales journal

b. send the ledger copy of the sales order to
accounts receivable

c. send the stock release document and the ship-
ping notice to the billing department as proof
of shipment

d. send the stock release document to inventory
control



4. When will a credit check approval most likely
require specific authorization by the credit
department!?

a. when verifying that the current transaction
does not exceed the customer’s credit
limit

b. when verifying that the current transaction is
with a valid customer

c. when a valid customer places a materially large
order

d. when a valid customer returns goods

5. Which type of control is considered a compensat-
ing control?

a. segregation of duties
b. access control

C. supervision
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. Which function or department below records the

decrease in inventory due to a sale?
a. warehouse

b. sales department

c. billing department

d. inventory control

. Which situation indicates a weak internal control

structure?!

a. the AR clerk authorizes the write off of bad
debts

b. the record-keeping clerk maintains both AR
and AP subsidiary ledgers

c. the inventory control clerk authorizes inven-
tory purchases

d. the AR clerk prepares customer statements ev-
ery month

d. accounting records 9. The bill of lading is prepared by the
6. Which of the following is NOT an independent a. sales clerk.
verification control?
o ' b. warehouse clerk.

a. The shipping department verifies that Fhe goods . shipping clerk.
sent from the warehouse are correct in type
and quantity. d. billing clerk.

b. General ledger clerks reconcile journal vouch- 10. Which of following functions should be segregated?
ers that were independently prepared in vari- a. opening the mail and recording cash receipts in
ous departments. the journal

c. The use of prenumbered sales orders. b. authorizing credit and determining reorder

d. The billing department reconciles the shipping quantities
notice with the sales invoice to ensure that cus- c. shipping goods and preparing the bill of lading
tomers are billed for only the quantities d. providing information on inventory levels and
shipped. reconciling the bank statement

Problems
1. SYSTEMS DESCRIPTION b. What is an appropriate name for the department la-

Describe the procedures, documents, and departments
involved when insufficient inventory is available to fill
a customer’s approved order.

2. BATCH PROCESSING

Refer to Figure 4-22 and explain where the journal
vouchers come from and which accounts in the general
ledger are affected in the end-of-day batch process.

3. FLOWCHART ANALYSIS

Use the flowchart for Problem 3 to answer these questions:

a. What accounting document is represented by
symbol A?

beled B?

What would be an appropriate description for proc-
ess C?

What is the location represented by symbol D?

e. What accounting record is represented by

i

symbol E?

What is an appropriate name for the department
labeled H?

What device is represented by symbol F?
What device is represented by symbol G?

What accounting record is represented by
symbol G?
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4. SEGREGATION OF FUNCTIONS

Which, if any, of the following situations represent
improper segregation of functions?

a. The billing department prepares the customers’
invoices, and the accounts receivable department
posts to the customers’ accounts.

b. The sales department approves sales credit memos
as the result of product returns, and subsequent
adjustments to the customer accounts are performed
by the accounts receivable department.

c. The shipping department ships goods that have been
retrieved from stock by warehouse personnel.

d. The general accounting department posts to the gen-
eral ledger accounts after receiving journal vouchers
that are prepared by the billing department.

5. CMA 688 5-2

Internal Controls

Jem Clothes, Inc., is a 25-store chain concentrated in the
northeastern United States that sells ready-to-wear
clothes for young men and women. Each store has a full-
time manager and an assistant manager, both of whom
are paid a salary. The cashiers and sales personnel are
typically young people working part-time who are paid
an hourly wage plus a commission based on sales vol-
ume. The accompanying flowchart for Problem 5 depicts
the flow of a sales transaction through the organization
of a typical store. The company uses unsophisticated
cash registers with four-part sales invoices to record each
transaction. These sales invoices are used regardless of
the payment type (cash, check, or bank card).

On the sales floor, the salesperson manually records
his or her employee number and the transaction
(clothes, class, description, quantity, and unit price),
totals the sales invoice, calculates the discount when
appropriate, calculates the sales tax, and prepares the
grand total. The salesperson then gives the sales invoice
to the cashier, retaining one copy in the sales book.

The cashier reviews the invoice and inputs the sale.
The cash register mechanically validates the invoice,
automatically assigning a consecutive number to the
transaction. The cashier is also responsible for getting
credit approval on charge sales and approving sales paid
by check. The cashier gives one copy of the invoice to
the customer and retains the second copy as a store copy
and the third for a bank card, if a deposit is needed.
Returns are handled in exactly the reverse manner, with
the cashier issuing a return slip.

At the end of each day, the cashier sequentially
orders the sales invoices and takes cash register totals
for cash, bank card, and check sales, and cash and bank
card returns. These totals are reconciled by the assistant
manager to the cash register tapes, the total of the
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consecutively numbered sales invoices, and the return
slips. The assistant manager prepares a daily reconcilia-
tion report for the store manager’s review.

The manager reviews cash, check, and bank card sales
and then prepares the daily bank deposit (bank card sales
invoices are included in the deposit). The manager makes
the deposit at the bank and files the validated deposit slip.

The cash register tapes, sales invoices, and return slips
are forwarded daily to the central data processing depart-
ment at corporate headquarters for processing. The data
processing department returns a weekly sales and com-
mission activity report to the manager for review.

Required
a. Identify six strengths in the Jem Clothes system for

controlling sales transactions.

b. For each strength identified, explain what problem(s)
Jem Clothes has avoided by incorporating the strength
in the system for controlling sales transactions.

Use the following format in preparing your answer.

1. Strength
2. Problem(s) Avoided

6. INTERNAL CONTROL
EVALUATION

Identify the control weaknesses depicted in the flow-
chart for Problem 6.

7. STEWARDSHIP

Identify which department has stewardship over the fol-
lowing journals, ledgers, and files.

Customer open order file

Sales journal

Journal voucher file

Cash receipts journal

Inventory subsidiary ledger

Accounts receivable subsidiary ledger
Sales history file

PR -0 a0 T

Shipping report file
Credit memo file

—

Sales order file

~o

Closed sales order file

8. CONTROL WEAKNESSES

For the past 11 years, Elaine Wright has been an em-
ployee of the Star-Bright Electrical Supply store. Elaine
is a very diligent employee who rarely calls in sick and
staggers her vacation days throughout the year so that
no one else gets bogged down with her tasks for more
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PROBLEM 6: INTERNAL CONTROL EVALUATION
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than one day. Star-Bright is a small store that employs
only four people other than the owner. The owner
and one of the employees help customers with their
electrical needs. One of the employees handles all
receiving, stocking, and shipping of merchandise.
Another employee handles the purchasing, payroll, gen-
eral ledger, inventory, and AP functions. Elaine handles
all of the point-of-sale cash receipts and prepares the
daily deposits for the business. Furthermore, Elaine
opens the mail and deposits all cash receipts (about 30
percent of the total daily cash receipts). Elaine also
keeps the AR records and bills the customers who pur-
chase on credit.

Required

Point out any control weaknesses you see in the sce-
nario. List some recommendations to remedy any weak-
nesses you have found working under the constraint
that no additional employees can be hired.

9. INTERNAL CONTROL

Iris Plant owns and operates three floral shops in Mag-
nolia, Texas. The accounting functions are performed
manually. Each of the shops has a manager who over-
sees the cash receipts and purchasing functions for the
shop. A clerk at the central shop pays all the bills and
also prepares payroll checks and maintains the general
journal. Iris is seriously considering switching to a com-
puterized system. With so many information system
packages on the market, Iris is overwhelmed.

Required

Advise Iris as to which business modules you think her
organization could find beneficial. Discuss advantages,
disadvantages, and internal control issues.

10. INTERNAL CONTROL

You are investing your money and opening a fast-food
Mexican restaurant that accepts only cash for payments.
You plan on periodically issuing coupons through the

Transaction Cycles and Business Processes

mail and in local newspapers. You are particularly inter-
ested in access controls over inventory and cash.

Required

Design a carefully controlled system and draw a system
flowchart to represent it. Identify and discuss the key
control issues.

11. SYSTEM CONFIGURATION

The computer processing portion of a sales order system
is represented by the flowchart for Problem 11. Answer
the following questions.

a. What type of data processing system is this?
Explain, and be specific.

b. The auditor suggests that this system can be greatly
simplified by changing to direct access files. Explain
the major operational changes that would occur in
the system if this were done.

c. The auditor warns of control implications from this
change that must be considered. Explain the nature
of the control implications.

d. Sketch a flowchart (the computerized portion only)

of the proposed new system. Use correct symbols
and label the diagram.

12. SYSTEM CONFIGURATION

The flowchart for Problem 12 represents the computer
processing portion of a sales order system. Answer the
following questions.

a. What type of data processing system is this?
Explain, and be specific.

b. The marketing manager suggests that this system
can be greatly improved by processing all files in
real time. Explain the major operational changes that
would occur in the system if this were done.

c. The auditor warns of operational efficiency implica-
tions from this change that must be considered.
Explain the nature of these implications.

d. Sketch a flowchart of the proposed new system.
Use correct symbols and label the diagram.

Internal Control Cases

I. Smith’s Market (Small Business Pos

Accounting System)

In 1989 Robert Smith opened a small fruit and vegeta-
ble market in Bethlehem, Pennsylvania. Originally
Smith sold only produce grown on his family farm and
orchard. As the market’s popularity grew, however, he
added bread, canned goods, fresh meats, and a limited

supply of frozen goods. Today Smith’s Market is a full
range farmers’ market with a strong local customer
base. Indeed, the market’s reputation for low prices and
high quality draws customers from other Pennsylvania
cities and even from the neighboring state of New
Jersey. Currently Smith’s Market has 40 employees.
These include sales staff, shelf stockers, farm laborers,
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shift supervisors, and clerical staff. Recently Smith
has noticed a decline in profits and sales, while his pur-
chases of products for resale have continued to rise.
Although the company does not prepare audited finan-
cial statements, Robert Smith has commissioned your
public accounting firm to assess his company’s sales
procedures and controls. Smith’s Market revenue cycle
procedures are described in the following paragraphs:
Customers push their shopping carts to the checkout
register where a clerk processes the sale. The market has
four registers, but they are not dedicated to specific sales
clerks because the clerks play many roles in the day-to-
day operations. In addition to checking out customers,
sales clerks will stock shelves, unload delivery trucks, or
perform other tasks as demand in various areas rises and
falls throughout the day. This fluid work demand makes
the assignment of clerks to specific registers impractical.
At the beginning of the shift, the shift supervisor col-
lects four cash register drawers from the treasury clerk
in an office in the back of the market. The drawers con-
tain $100 each in small bills (known as float) to enable
the clerks to make change. The supervisor signs a log
indicating that he has taken custody of the float and
places the drawers into the respective cash registers.
Sales to customers are for cash, check, or credit card
only. Credit card sales are performed in the usual way.

Marketing
Dept.

The clerk swipes the card and obtains online approval
from the card issuer at the time of sale. The customer
then signs the credit card voucher, which the clerk
places in a special compartment of the cash register
drawer. The customer receives a receipt for the purchase
and a copy of the credit card voucher.

For payments by check, the clerk requires the cus-
tomer to present a valid driver’s license. The license
number is added to the check and the check is matched
against a “black™ list of customers who have previously
passed bad checks. If the customer is not on the list, the
check is accepted for payment and placed in the cash
register drawer. The clerk then gives the customer a
receipt.

The majority of sales are for cash. The clerk receives
the cash from the customer, makes change, and issues a
receipt for the purchase.

At the end of the shift the supervisor returns the cash
register drawers containing the cash, checks, and credit
cards receipts to the treasury clerk and signs a log that
he has handed in the cash drawers. The clerk later
counts the cash and credit card sales. Using a standalone
PC he records the total sales amounts in the sales jour-
nal and the general Ledger Sales and Cash accounts.
The Treasury clerk then prepares a deposit slip and
delivers the cash, checks, and credit card vouchers to



the local branch of the bank two blocks away from the
market.

Required

a. Create a data flow diagram of the current system.

b. Create a system flowchart of the existing system.

c. Analyze the internal control weaknesses in the
system. Model your response according to the

six categories of physical control activities
specified in SAS 78/COSO.

2. Spice Is Right Imports (Stand-Alone

PC-Based Accounting System)

Spice Is Right was established in 1990 in Boston where
they began importing exotic spices and cooking sauces
from India and China. They distribute these specialty
foods to ethnic food shops, cafes, and restaurants across
the country. In addition to their Boston headquarters
and warehouse, the company has a distribution center in
Elizabeth, New Jersey. Spice Is Right currently employs
over 100 people, has dozens of suppliers, and trades in
hundreds of ethnic and exotic foods from all over the
world.

Recently Spice Is Right has been receiving com-
plaints from customers and suppliers about billing, ship-
ping, and payment errors. Management believes that
these complaints stem, in part, from an antiquated com-
puter system. Spice’s current information system
includes manual procedures supported by independent
(non-networked) PCs in each department, which cannot
communicate with each other. Document flow between
the departments is entirely in hard-copy form. The fol-
lowing is a description of their revenue cycle at the Bos-
ton headquarters office.

Sales Procedures

Spice Is Right’s revenue cycle begins when a customer
places an order with a sales representative by phone or
fax. A sales department employee enters the customer
order into a standard sales order format using a word
processor installed on a PC to produces six documents:
three copies of sales orders, a stock release, a shipping
notice, and a packing slip. The accounting department
receives a copy of the sales order, the warehouse
receives the stock release and a copy of the sales order,
and the shipping department receives a shipping notice
and packing slip. The sales clerk files a copy of the
sales order in the department.

Upon receipt of the sales order, the accounting
department clerk manually prepares an invoice and
sends it to the customer. Using data from the sales order
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the clerk then enters the sale in the department PC and
records the sale in the sales journal and in the AR sub-
sidiary ledger. At the end of the day the clerk prepares a
hard-copy sales journal voucher, which is sent to the
general ledger department.

The warehouse receives a copy of the sales order and
stock release. A warehouse employee picks the product
and sends it to the shipping department along with the
stock release. A warchouse clerk updates the inventory
records on the warehouse PC and files the sales order in
the warehouse. At the end of the day the clerk prepares
a hard copy AR account summary and sends it to the
general ledger department.

The shipping department receives a shipping notice
and packing slip from the sales department. The ship-
ping notice is filed. Upon receipt of the stock release,
the shipping clerk prepares the two copies of a bill of
lading using a word processor. The bills of lading and
the packing slip are sent with the product to the carrier.
The clerk then files the stock release in the department.

The general ledger clerk posts the journal voucher and
inventory summary to the general ledger, which is stored
on the department PC, the clerk then files these docu-
ments in the general ledger department.

Cash Receipts Procedure

The mail room has five employees who open and sort
all mail. Each employee has two bins, one for remit-
tance advices and one for checks. Before separating the
two documents and putting them in their respective
bins, the clerks reconcile the amounts on the checks and
remittance advices.

The remittance advices are sent to the accounting
department where a clerk records each remittance
advice on a remittance list. The remittance list is then
sent to the cash receipts department. Using the remit-
tance advices, the accounting clerk updates the cus-
tomer accounts receivable on the department PC and
files the advice in the department. At the end of the day
the clerk prepares an account summery on the PC. A
hard copy of the summary is sent to the general ledger
department.

The mail room clerk sends the checks to the cash
receipts department, where a clertk endorses each
check with the words “For Deposit Only.” Next the clerk
reconciles the checks with the remittance list and records
the cash receipts in the cash receipts journal on the
department PC. Finally, the clerk prepares a deposit slip
and sends it and the checks to the bank.

The general ledger posts the accounts receivable
summary to general ledger and files it in the general
ledger department.
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Required
a. Create a data flow diagram of the current system.
b. Create a system flowchart of the existing system.

c. Identify the internal control weaknesses in the system.
Use the six categories of physical control activities
specified in SAS 78/COSO for your analysis.

d. Prepare a system flowchart of a redesigned com-
puter-based system that resolves the control weak-
nesses that you identified. Explain your solution.

3. ABE Plumbing, Inc. (Centralized Small

Business Accounting System)

ABE Plumbing, Inc., opened its doors in 1979 as a
wholesale supplier of plumbing equipment, tools, and
parts to hardware stores, home-improvement centers,
and professional plumbers in the Allentown-Bethlehem-
Easton metropolitan area. Over the years they have
expanded their operations to serve customers across the
nation and now employ over 200 people as technical
representatives, buyers, warehouse workers, and sales
and office staff. Most recently ABE has experienced
fierce competition from the large online discount stores
such as Harbor Freight and Northern Supply. In addi-
tion, the company is suffering from operational ineffi-
ciencies related to its archaic information system.
ABE’s revenue cycle procedures are described in the
following paragraphs.

Revenue Cycle

ABE’s sales department consists of 17 full-time and
part-time employees. They receive orders via traditional
mail, e-mail, telephone, and the occasional walk-in.
Because ABE is a wholesaler, the vast majority of its
business is conducted on a credit basis. The process
begins in the sales department, where the sales clerk
enters the customer’s order into the centralized com-
puter sales order system. The computer and file server
are housed in ABE’s small data processing department.

If the customer has done business with ABE in the
past his or her data are already on file. If the customer is
a first-time buyer, however, the clerk creates a new
record in the customer file. The system then creates a
record of the transaction in the open sales order file.
When the order is entered, an electronic copy of it is
sent to the customer’s e-mail address as confirmation.

A clerk in the warehouse department periodically
reviews the open sales order file from a terminal and
prints two copies of a stock release document for each
new sale, which he uses to pick the items sold from the
shelves. The warehouse clerk sends one copy of the
stock release to the sales department and the second
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copy, along with the goods, to the shipping department.
The warehouse clerk then updates the inventory subsidi-
ary file to reflect the items and quantities shipped. Upon
receipt of the stock release document, the sales clerk
accesses the open sales order file from a terminal, closes
the sales order, and files the stock release document in
the sales department. The sales order system automati-
cally posts these transactions to the sales, inventory
control, and cost-of-goods sold accounts in the general
ledger file.

Upon receipt of the goods and the stock release, the
shipping department clerk prepares the goods for ship-
ment to the customer. The clerk prepares three copies of
the bill of lading. Two of these go with the goods to the
carrier and the third, along with the stock release docu-
ment, is filed in the shipping department.

The billing department clerk reviews the closed sales
orders from a terminal and prepares two copies of the
sales invoice. One copy is mailed to the customer and the
other is filed in the billing department. The clerk then cre-
ates a new record in the account receivable subsidiary file.
The sales order system automatically updates the account
receivable control account in the general ledger file.

ABE has hired your public accounting firm to review
its sales order procedures for internal control compli-
ance and to make recommendations for changes.

Required

a. Create a data flow diagram of the current system.

b. Create a system flowchart of the existing system.

c. Analyze the internal control weaknesses in the sys-
tem. Model your response according to the six catego-
ries of physical control activities specified in the
SAS 78/COSO control model.

d. Prepare a system flowchart of a redesigned com-
puter-based system that resolves the control weak-
nesses that you identified. Explain your solution.

4. Walker Books, Inc. (Manual System with
Minimal PC Support)
(Prepared by Matt Wisser, Lehigh University)

Walker Books, Inc., is the fastest-growing book dis-
tributor in the United States. Established in 1981 in Palo
Alto, California, Walker Books was originally a side
project of founder and current president Curtis Walker,
who at the time was employed by a local law firm.
Because reading was much more than just a hobby of
his, he decided to use some of his savings to buy an aban-
doned restaurant and convert it into a neighborhood



bookstore, mainly selling used books that were donated
and obtained from flea markets. When the doors first
opened, Walker’s wife, Lauren, was the only employee
during the week and Curtis worked weekends. At the
end of the first fiscal year, Walker Books had grossed
$20,000 in sales.

As the years passed, Curtis Walker quit the law
firm and began concentrating fully on his bookstore.
More employees were hired, more books were traded
in, and more sales were attained each year that
passed. During the mid-1990s, however, Walker was
faced with two problems: many large, upscale book-
stores were being built in the area, and the use of the
Internet for finding and ordering books was becoming
cheaper and more popular for current customers. In
1995, Walker’s sales started to decline. Deciding to
take a risk because of the newfound competition, he
closed his doors to the neighborhood, invested more
money to expand the current property, and trans-
formed his company from simply selling used books
to being a distributor of new books. His business
model was to obtain books from publishers at a dis-
count, store them in his warehouse, and resell them to
large bookstore chains.

Walker Books, Inc., has rapidly become one of the
largest book distributors in the country. Although they
are still at their original location in Palo Alto, Califor-
nia, they distribute books to all 50 states and because of
that, the company now sees gross sales of about
$105,000,000 per year. When Mr. Walker is asked
about his fondest memory, he always responds that he
will never forget how the little bookstore, with two
employees, has expanded to now have more than 145
employees.

Under his current business model, all of Walker’s cus-
tomers are large-chain bookstores who themselves see
many millions of dollars in revenue per year. Some of
these customers, however, are now experiencing problems
with Walker Books that threaten their business relation-
ship. Such problems as books being ordered but not sent,
poor inventory management by Walker causing stock-
outs, and the inability of Walker to provide legitimate
documentation of transactions have become common.

One potential source of these problems rests with
Walker’s antiquated accounting system, which is a com-
bination of manual procedures supported by stand-alone
PC work stations. These computers are not networked
and cannot share data between departments. All interde-
partmental communication takes place through hard-
copy documents.

You have been hired as an independent expert to
express an opinion on the appropriateness of Walker
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Books’ business processes and internal controls. The
revenue cycle is described below:

Revenue Cycle

Sales Order Processing System

The sales order process begins when a customer calls in
his or her order to an experienced sales representative,
who then manually transcribes the necessary customer
information, ISBN, and quantity and type of books
requested onto a formal customer order document.
Because of recent problems the company has been hav-
ing with uncollectable accounts, Walker Books has set
up a computer terminal in the department for the sales
representative to check the customer’s credit with an
online credit bureau. If the credit rating falls below the
sales representative’s expectations, the transaction is
disallowed; if the sales representative concludes, how-
ever, that the credit rating is acceptable, he proceeds to
manually prepare five hard copies of the sales order.

Once prepared, one copy of the sales order is sent
over to the warehouse to be used as the stock release.
Another copy of the sales order, the shipping notice, is
sent to the shipping department. Two of the copies
(invoice and ledger copies) are sent to the billing depart-
ment, and the final copy of the sales order is stapled
to the corresponding customer order, which is then filed
in the sales department. Once the documents are sent
to their designated locations, the sales representative
manually updates the hard-copy sales journal to record
the transaction. At the end of the day the sales represen-
tative manually prepares a hard-copy journal voucher
and sends it to the general ledger department.

When the warehouse clerk receives the stock release
copy, he reviews the document for clerical accuracy. He
then manually records the appropriate decrease in inven-
tory in the hard-copy inventory subsidiary records that
are maintained in the warehouse. Once recorded, he
picks the goods and sends them and the stock release
document to the shipping department. At the end of day,
the warehouse clerk prepares a hard-copy account sum-
mary that he sends to the general ledger department.

The shipping clerk receives the shipping notice from
the sales department and the stock release and goods
from the warehouse. The clerk reconciles the documents
with the books being shipped and, if all is correct, the
clerk creates a digital bill of lading record using the
shipping department PC. The computer automatically
prints out a hard copy packing slip and bill of lading,
which accompany the goods to the carrier. The shipping
notice is then sent to the billing department and the
stock release is filed in the shipping department.
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The billing department clerk receives the customer
invoice and ledger copy of the sales order from the sales
department and the shipping notice from the shipping
department. The billing clerk then adds prices and other
charges to the invoice, which she sends to the customer.
The clerk files the shipping notice in the department
and sends the ledger copy to the accounts receivable
department.

The clerk in the AR department receives ledger copy
of the sales order and uses it to manually update the
hard-copy AR subsidiary ledger. The clerk then files
the ledger copy in the department. At the end of day,
the AR clerk prepares an account summary and sends it
to the general ledger department.

Upon the receipt of the journal vouchers and the
AR summary, the general ledger department clerk rec-
onciles the documents and updates the appropriate
control accounts in the digital general ledger via his
computer terminal. The documents are then filed in the
department.

Cash Receipts System

The cash receipts process begins in the mail room,
which is staffed with many employees who have the
responsibility of receiving and opening both routine
mail (catalogs, advertisements) and mail containing cus-
tomer payments. Each mail clerk opens the envelope
and separates the check and remittance advice. The
clerk reconciles the two and then manually adds each
receipt to a common remittance list. When all customer
payments have been so processed, the finished remit-
tance lists and the associated checks are sent to the cash
receipts department. The remittance advices are sent to
the accounts receivable department.

The cash receipts clerk receives the checks and the
remittance list, which he reconciles. At that time he
endorses each check “For Deposit Only” and manually
records it in the hard-copy cash receipts journal. He
then sends the signed checks and remittance list to the
accounts receivable department. At the end of day
the clerk manually prepares a journal voucher summa-
rizing the cash receipts and sends it to the general ledger
department.

The AR clerk receives the remittance advices, the
checks, and the remittance list. He reconciles them and
manually posts the amounts received to the customer
accounts in the hard-copy AR subsidiary ledger. The
clerk files the remittance advices and the remittance list
in the department. He next prepares a deposit slip and
sends it, along with the checks, to the bank. Finally, the
clerk manually prepares a hard-copy account summary,
which he sends to the general ledger department.

Transaction Cycles and Business Processes

The general ledger department receives the account
summary and the journal voucher from the AR depart-
ment and cash receipts, respectively. The clerk reviews
the two documents and updates the control accounts in
the digital general ledger via the department PC.
Finally, the clerk files the account summary and journal
voucher in the department.

Required
a. Create a data flow diagram of the current system.
b. Create a system flowchart of the existing system.

c. Analyze the internal control weaknesses in the sys-
tem. Model your response according to the six cate-
gories of physical control activities specified in SAS
78/COSO.

d. Prepare a system flowchart of a redesigned com-

puter-based system that resolves the control weak-
nesses you identified. Explain your solution.

5. A&V Safety, Inc. (Manual and Stand-

Alone Computer Processing)

(Prepared by Adam Johnson and Aneesh Varma, Lehigh
University)

A&V Safety, Inc., is a growing company specializing in
the sales of safety equipment to commercial entities. It
currently employs 200 full-time employees, all of whom
work out of their headquarters in San Diego, California.
During the summer, the company expands to include
about 10 summer interns who are delegated smaller jobs
and other errands. A&V currently competes with Office
Safety, Inc., and X-Safe, who lead the industry. Suppli-
ers for A&V include Halotron Extinguishers, Kadelite,
and Exit Signs, Inc. A&V attempts to maintain inven-
tory levels sufficient to service two weeks of sales. This
level has shown to avoid stock-outs, and the excess in-
ventory is held in a warehouse in a suburb of San
Diego.

A&V has a legacy accounting system that employs a
combination of manual procedures supported by stand-
alone PCs in the various departments. Recently they
have experienced business inefficiencies that have been
linked to their antiquated accounting system. You have
been retained by A&V management to review their pro-
cedures for compliance with the Sarbanes-Oxley Act
and to provide recommendations for improvement. The
A&V expenditure cycle is presented in the following
paragraphs.

Revenue Cycle

A&V Safety, Inc., has one sales department at its head-
quarters in San Diego. Sales representatives visit current
and potential clients in sales districts and all customer



orders go through a sales representative. The orders are
faxed, mailed, or delivered in person to the sales depart-
ment by the representative at the end of each day.

In the sales department a sales clerk receives the
orders and manually prepares a three-part hard-copy
sales order. The clerk sends one sales order copy to the
billing department, the stock release copy to the ware-
house, and the packing slip copy to the shipping depart-
ment. The original customer order is filed in the sales
department.

Upon receipt of the sales order, the billing clerk
records the sale in the digital sales journal using the
department PC. The clerk then prints a hard-copy
invoice, which is sent to the customer. Next, the clerk
sends the sales order to the accounts receivable depart-
ment for further processing. At the end of the day the
clerk prints a hard-copy sales journal voucher from the
PC and sends it to the general ledger.

The warehousing clerk uses the stock release copy to
pick the goods from the shelves and then updates the
digital inventory subsidiary ledger using the warehouse
PC. Next the clerk sends the good and the stock release
to the shipping department. At the end of the business
day the clerk prints an inventory summary from the PC
and sends it to the general ledger department.

The shipping clerk reconciles the packing slip
sent from the sales department with the stock release
and goods received from the warehouse. If all is correct,
the clerk manually prepares a hard copy bill of lading.
He then attaches the packing slip and bill of lading to
the goods, which go to the carrier for delivery to the
customer. Finally, the clerk files the stock release in the
department.

The accounts receivable clerk receives the sales
order from the billing department and uses it to update
the digital AR subledger from the department PC. The
sales order is then filed in the department. At the end of
the day the clerk prints an AR summary from the PC
and sends it to the general ledger department.

Customer payments come into the mail room where
mail clerks open the envelopes and send the checks and
remittance advices to the accounts payable department.
The accounts receivable clerk reconciles the remittance
advice with the check and updates the customer’s account
in the digital accounts receivable subsidiary ledger. The
clerk then files the remittance advices in the department
and sends the checks to the cash receipts department. As
previously mentioned, at the end of the day the accounts
receivable clerk prints a hard-copy accounts receivable
summary from the department PC and sends it to the gen-
eral ledger department.

The cash receipt clerk receives the checks and
records the payments in the digital cash receipts journal.
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The clerk then manually prepares a hard-copy deposit
slip and sends the checks and deposit slip to the bank.
At the end of the day the clerk prints a cash receipt jour-
nal voucher from the department PC and sends it to the
general ledger department.

The general ledger clerk receives the sales journal
voucher, cash receipts journal voucher, the accounts re-
ceivable summary, and the inventory summary. The
clerk reconciles these documents and posts to the appro-
priate control accounts in the digital general ledger from
the department PC. Finally, the general ledger clerk files
the summaries and journal vouchers in the department.

Required

a. Create a data flow diagram of the current system.

b. Create a system flowchart of the existing system.

c. Identify the internal control weaknesses in the sys-
tem. Model your response according to the six cate-
gories of physical control activities specified in SAS
78/COSO.

d. Prepare a system flowchart of a redesigned com-
puter-based system that resolves the control weak-
nesses you identified. Explain your solution.

6. Premier Sports Memorabilia
(Networks Computer System with Manual

Procedures)

(Prepared by Chris Polchinski, Lehigh University)
Premier Sports Memorabilia is a medium-sized, rapidly
growing online and catalogue-based retailer centered in
Brooklyn, New York. The company was founded in
1990 and specializes in providing its customers with
authentic yet affordable sports memorabilia from their
favorite players and teams, past and present. Tradition-
ally the company’s customers were located in the north-
east region of the United States. Recently, however,
Premier launched a successful ad campaign to expand
its customer base. This has increased sales, which has in
turn placed a strain on the organization’s operational
resources. The company currently employs 205
employees who are spread out among its three ware-
houses and two offices in the tri-state area.

The firm purchases from a large number of manufac-
turers and memorabilia dealers around the country and
is always looking for additional contacts that have new
or rare items to offer.

The company has a computer network installed,
which, until recently, has served it well. The firm is now,
however, experiencing operational inefficiencies and
accounting errors. Your firm has been hired to evaluate
Premier’s business processes and internal controls. The
revenue cycle is described in the following paragraphs.
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Revenue Cycle Procedures

Premier’s revenue process is initiated when a customer
places an order either online, by mail, or through a tele-
phone representative. The order is then manually
entered into the computer system for mail or telephone
orders, while online orders are automatically entered
upon arrival. When the customer order is entered, the
system automatically performs an online credit check. If
credit is approved, the sales process continues. If credit
is denied, the process ends and the customer is notified
of the automatic rejection.

For approved order, the clerk manually prepares four
hard copies of each sales order. One copy is entered into
the terminal in the sales department and filed. The
approved sale is automatically posted to the digital sales
journal. A second copy is sent to the billing department,
where it is further processed. A third copy is sent to
the warehouse. A final copy is sent to the customer as
a receipt stating that the order has been received and
processed.

At the warehouse, the sales order is used as a stock
release, authorizing a warehouse clerk to physically
pick the requested items from the shelves. The clerk
then manually prepares a bill of lading and packing slip,
which accompany the goods to the carrier. The ware-
house clerk then accesses the computer terminal and
creates a digital shipping notice for the billing depart-
ment. Finally, the clerk files the stock release hard copy
in the warehouse.

From a terminal, the billing department clerk recon-
ciles the hard-copy sales order and the digital shipping
notice and prints two hard copies of an invoice. One
copy is sent to the customer as a bill and the other is
sent to the accounts receivable department. The clerk
then files the sales order copy in the department.

Upon receipt of the hard-copy invoice, the accounts
receivable clerk creates a digital record in the accounts
receivable subsidiary ledger from his terminal. The
clerk then files the invoice copy in the department.

Customer payments and remittance advices come
into the mail room. A clerk separates the documents
and sends the remittance advice to accounts receivable
and the checks to the cash receipts department.

Upon receipt of the remittance advice, the accounts
receivable clerk accesses the customer’s account in the
accounts receivable subsidiary ledger from a terminal
and adjusts the balance accordingly. The clerk files the
remittance advices in the department.

The cash receipts clerk receives the checks and posts
them to the cash receipts journal from her terminal. The
clerk then manually prepares a hard-copy deposit slip
and sends it with the cash to the bank.
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Finally, at the end of each day the system prepares
batch totals of all sales and cash receipts transactions
and posts them automatically to the control accounts in
the digital general ledger.

Required

a. Create a data flow diagram of the current system.

b. Create a system flowchart of the existing system.

c. Analyze the internal control weaknesses in the sys-
tem. Model your response according to the six cate-
gories of physical control activities specified in SAS
78/COSO.

d. Prepare a system flowchart of a redesigned com-

puter-based system that resolves the control weak-
nesses you identified. Explain your solution.

7. Bait ’'n Reel Superstore
(Combination Networked

Computers and Manual System)

(Prepared by Matt Wisser, Lehigh University)

Bait 'n Reel was established in 1983 by Jamie Roberts,
an avid fisherman and environmentalist. Growing up in
Pennsylvania’s Pocono Mountains region, Roberts was
lucky enough to have a large lake right down the road,
where he found himself fishing throughout the year.
Unfortunately, he had to drive more than 15 miles to
purchase his fishing supplies, such as lines, hooks, and
bait, among other things. Throughout his early adult-
hood, Roberts frequently overheard other fishermen
vocalizing their displeasure at not having a local fishing
store to serve their needs. Because of this, Roberts
vowed to himself that he would open his own store if he
could ever save up enough money.

By 1983, he had sufficient funds and the opportunity
arose when a local grocery store went up for sale. He
purchased the building and converted it into the “Bait
'n Reel” fishing store. His early business involved cash-
only transactions with local fishermen. By the mid-
1990s, however, the building expanded into a superstore
that sold a wide range of sporting products and camping
gear. People from all over the county shopped at Bait 'n
Reel as Roberts increased his advertising efforts,
emphasizing his ability to provide excellent service and
the wide range of products. Roberts moved away from a
cash-only business and began offering store credit cards
to consumers and became a regional wholesaler to many
smaller sporting goods stores.

With the help of a friend, Roberts also installed a
computer network. Although these computers did help
to automate the company’s business processes and
facilitated the sharing of data between departments,



much interdepartmental communication continued to be
via hard-copy documents.

Revenue increased sharply during the four years after
the implementation of the computer system. In spite of
this, Roberts had some questions about the quality of
processes, as many of the subsidiary accounts did not
match the general ledger control accounts. This didn’t
prove to be a material problem, however, until recently
when the computers began listing supplies on hand that
were not actually on the shelves. This created problems
as customers became frustrated by stock-outs. Roberts
knew something was wrong, but he couldn’t put his fin-
ger on it.

You have been hired by Roberts to evaluate Bait 'n
Reel’s processes and internal controls and make recom-
mendations for improvement. Bait 'n Reel’s revenue
cycle relating to the credit-based wholesale portion of
the business is described in the following paragraphs.

Revenue Cycle

Sales Order Processing Procedures

Wholesale customer orders are mailed or faxed to the
sales department. When the order is received the sales
clerk checks the customer’s creditworthiness from a
computer terminal. After the customer’s credit is veri-
fied, the clerk then keys in the sales orders into his com-
puter terminal. A digital copy of the order is distributed
to the warehouse and the shipping department terminals
for further processing. The computer system automati-
cally records the sale in the sales journal. Finally, the
clerk files the hard copy of the customer order in the
sales department.

Prompted by receipt of the digital sales order, the
warehouse manager prints out two copies of it: the stock
release and a shipping notice. Using the stock release
copy, the warehouse clerk picks the selected goods from
the shelves. The goods, accompanied by both docu-
ments, are sent to the shipping department. The man-
ager then updates the inventory subsidiary ledger and
the general ledger from his computer terminal.

Once the shipping clerk receives the goods, the stock
release, and the shipping notice, he matches them to the
corresponding digital sales order from his terminal.
Assuming everything matches, he prints out three hard
copies of the bill of lading and a packing slip. Two of
the bill of lading copies and the packing slip are sent,
along with the goods, to the carrier. The stock release
copy and the shipping notice are sent to the accounts re-
ceivable department. The third bill of lading copy is
filed in the shipping department.

When the accounts receivable clerk receives the
stock release and shipping notice he manually creates a
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hard-copy invoice, which is immediately mailed to the
customer. After mailing the invoice, the clerk goes to
his terminal and updates the accounts receivable subsid-
iary ledger and general ledger from the information on
the stock release. After the records are updated, the
clerk files the stock release and shipping notice in the
accounts receivable department.

Cash Receipts Procedures

Customer payments come directly to the general mail
room along with other mail items. The mail clerk sorts
through the mail, opens the customer payment enve-
lope, removes the customer’s check and remittance
advice, and reconciles the two documents. To control
the checks and remittance advices the clerk manually
prepares two hard copies of a remittance list. He sends
one copy to the accounts receivable department along
with the corresponding remittance advices. The other
copy of the remittance list accompanies the checks to
the cash receipts department.

Once the checks and remittance list arrive in the cash
receipts department, the treasurer reconciles the docu-
ments, signs the check, and manually prepares three
hard copies of the deposit slip. He then updates the cash
receipts journal and the general ledger on his computer
terminal. Next the treasurer sends checks and two cop-
ies of the deposit slip are sent to the bank. Finally, he
files the third copy of the deposit slip and the remittance
in the department.

When the accounts receivable clerk receives the
remittance list and remittance advices from the mail
room, he reconciles the two documents. Then, from his
terminal, he updates the accounts receivable subsidiary
ledger and the general ledger. Finally, the two docu-
ments are filed in the department.

Required

a. Create a data flow diagram of the current system.

b. Create a system flowchart of the existing system.

c. Analyze the internal control weaknesses in the sys-
tem. Model your response according to the six cate-
gories of physical control activities specified in SAS
78/COSO.

d. Prepare a system flowchart of a redesigned com-
puter-based system that resolves the control weak-
nesses you identified. Explain your solution.

8. Green Mountain Coffee Roasters, Inc.

(Manual Procedures and Stand-Alone PCs)
(Prepared by Ronica Sharma, Lehigh University)

Green Mountain Coffee Roasters, Inc., was founded in
1981 and began as a small cafe in Waitsfield, Vermont,
roasting and serving premium coffee on the premises.
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Green Mountain blends and distributes coffee to a variety
of customers, including cafes, delis, and restaurants, and
currently has about 6,700 customer accounts reaching
states across the nation. As the company has grown, sev-
eral beverages have been added to their product line,
including signature blends, light and heavy roasts, decaf-
feinated coffee and teas, and herbal teas. Green Mountain
Coffee Roasters, Inc., has been publicly traded since 1993.

Green Mountain Coffee has a warehouse and manu-
facturing plant located in Wilton, Vermont, where it
presently employees 250 full-time and part-time work-
ers. The company receives its beans in bulk from a
select group of distributors located across the world,
with their largest supplier being Columbia Beans Co.
Green Mountain Coffee also sells accessories that com-
plement their products, including mugs, thermoses, and
coffee containers that they purchase from their supplier,
Coffee Lovers, Inc. In addition, Green Mountain pur-
chases paper products such as coffee bags, coffee cups,
and stirrers, which they distribute to their customers.

Green Mountain’s accounting system consists of
manual procedures supported by stand-alone PCs
located in various departments. Because these com-
puters are not networked they cannot share data digi-
tally, and all interdepartmental communication is
through hard-copy documents.

Green Mountain is a new audit client for your CPA
firm and as manager on the assignment you are examin-
ing their internal controls. The revenue cycle is
described in the following paragraphs.

Sales Order System

The sales process begins when a customer sends a cus-
tomer order to the sales clerk who does a credit check by
manually reviewing the hard-copy customer sales history
records. From the approved customer order, the sales
clerk then manually prepares several hard copies of a
sales order. These include a customer copy, a stock
release, two file copies, a packing slip, an invoice, and a
ledger copy. The invoice, ledger copy, and a file copy are
sent to the billing department. The second file copy and
the stock release are sent to Sara in the warehouse. The
packing slip is sent to the shipping department. The clerk
files the approved customer order in the department.

The billing department clerk reviews the source docu-
ments that she received from sales and adds prices to the
invoice. Using the department PC, the clerk then enters
the billing information into the computer to record the
sale in the sales journal. The invoice is mailed to the cus-
tomer, the ledger copy is sent to the accounts receivable
clerk in the accounting department, and the file copy is
filed in the billing department. At the end of the day a
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journal voucher is printed from the PC and sent to Vic,
the general ledger clerk.

Sara in the warehouse uses the stock release and file
copies to pick the goods from the shelf. She files the file
copy in the warehouse. Guided by the information on
the stock release copy, she then updates the digital in-
ventory subsidiary ledger from the warehouse PC. Next,
she sends the stock release copy, along with the goods,
to the shipping department. At the end of the day, Sara
prepares a journal voucher from the PC and sends it to
the general ledger clerk.

The shipping clerk reconciles the stock release copy
with the packing slip from sales. The clerk then manually
prepares a hard-copy bill of lading and records the ship-
ment into the hard-copy shipping log. The bill of lading,
packing slip, and goods are sent to the carrier and the
stock release copy is filed in the shipping department.

In the accounting department, relevant information
taken from the ledger copy (sent from billing) is entered
into the computer to update the accounts receivable
records. A summary (end of day) is sent to Vic. The ledger
copy is then filed in the accounting department. Vic recon-
ciles the accounts receivable summary with the journal
vouchers and then updates the digital general ledger from
the department PC. All documents are then filed.

Cash Receipts System

The mail room clerk receives the checks and remittance
advices from the customer. He reconciles the checks
with the remittance advices and prepares two copies of
a remittance list. The checks and a remittance list are
then sent to John, in the accounts receivable department.
John uses a PC to process the cash receipts, update the
cash receipts journal, and prepare a journal voucher and
three deposit slips. The journal voucher is sent to Vic,
the general ledger clerk. The checks and two deposit
slips are sent to the bank to be deposited into Green
Mountain Coffee’s account. The third deposit slip and
the remittance list are filed. The second remittance list
and the remittance advices are sent to Mary, another
accounts receivable clerk who, using the same PC,
updates the accounts receivable subsidiary ledger and
prepares an account summary, which is sent to Vic. The
remittance list and the remittance advice are then filed.
Vic uses the journal voucher and the account summary
to update the general ledger. These two documents are
then filed.

Required
a. Create a data flow diagram of the current system.
b. Create a system flowchart of the existing system.

c. Analyze the internal control weaknesses in the sys-
tem. Model your response according to the six



categories of physical control activities specified in
SAS 78/COSO.

d. Prepare a system flowchart of a redesigned com-
puter-based system that resolves the control weak-
nesses you identified. Explain your solution.

9. USA Cycle Company (Comprehensive
Case, Sales, Sales Returns, Cash
Receipts—Manual Procedures and

Stand-Alone PCs)

(Prepared by Byung Hee Pottenger, Lehigh University)
USA Cycle Company is one of the fastest-growing
bicycle distributors in the United States, with headquar-
ters in Chicago, Illinois. Their primary business is dis-
tribution of bicycles assembled in China, but they also
have a smaller, custom-order business for which they
build bicycles from parts purchased from various sup-
pliers. Their product line includes mountain, road, and
comfort bikes as well as a juvenile line with up to 24-
inch frames. They also distribute BMX bicycles as well
as tricycles and trailer bikes. In addition, they distribute
various bicycle accessories such as helmets, clothing,
lights, and spare parts for all of the models they carry.

Established in 1985, the company’s first warehouses
were in [llinois and Wisconsin and supplied retail bicycle
outlets primarily in the Midwest. One year ago, USA
Cycle Company expanded, adding two additional facili-
ties in Sacramento, California, and Redmond, Washing-
ton, to meet the growing demand for their bicycles. They
now also sell customized bicycles direct to retailers
through the Internet as well as by conventional means.

The company’s expansion to the West Coast was
coupled with a planned increase in reliance on suppliers
in China. Even though this resulted in decreased costs,
some problems regarding inventory levels arose because
of unexpected delays in shipping, primarily attributable
to miscommunication and shipping conditions. Because
the company does not want to carry excess inventory,
they are sometimes forced to seek local suppliers at an
increased cost.

Initially, USA Cycle Company was a family-owned
business. In need of capital, however, the company
went public when they added the two facilities on the
West Coast. The number of employees rose from 100 to
200 during the expansion.

USA Cycle Company uses limited computer technol-
ogy to process business transactions and record account-
ing data. Each of its facilities is similarly configured:
The various departments in the facility employ manual
procedures that are supported by non-networked PCs.
Because this type of configuration does not permit
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departments to share data digitally, most interdepart-
mental communication is accomplished via hard-copy
documents.

Since the expansion, USA Cycle has been plagued
by inefficiency and accounting errors. You have been
hired to evaluate their processes and internal controls
for compliance with the Sarbanes-Oxley Act. The reve-
nue cycle of one of its facilities is described in the fol-
lowing paragraphs.

Description of Sales Order Procedures

The USA Cycle Company sales order process begins
when a sales representative takes an order from the cus-
tomer over the phone or fax (for established customers)
and prepares the customer order. The sales clerk uses a
PCs to input the customer order into one of two different
data files, either the custom-design order file or the regu-
lar order file. The system manager in the sales depart-
ment periodically checks the Web server for orders that
come in through the Internet and prints these orders for
the sales clerk to enter as sales orders.

At the end of the day, the sales clerk updates the cus-
tomer file from the regular sales order file and the custom-
design sales order file and prints three copies of the sales
orders, including a factory order for each custom-design
order. The clerk forwards the sales orders to the ware-
house, where goods are retrieved from inventory and
shipped to the customer. The clerk also sends the factory
orders for custom-design bicycles to the factory for as-
sembly. One copy of the sales order is filed in the open
customer order file for use in answering customer
inquires. The last copy of the sales order is sent to the bill-
ing department for preparation of the sales invoice.

Once the warehouse receives a sales order, a ware-
house worker retrieves the goods and accesses the ware-
house department PC to update the inventory subsidiary
ledger using an inventory-management application pro-
gram. Another worker packs the goods and prepares two
copies of the bill of lading as well as a packing slip. The
packing slip is attached to the shipping container, and the
two copies of the bill of lading are sent to the shipping
company along with the goods. The worker also prepares
a shipping notice that is sent to the billing department
along with a bill of lading, sales order, and a factory
order (if the goods were for a custom-designed bicycle).

When the factory receives a factory order for a cus-
tom-designed bicycle from the sales department, a fac-
tory worker prepares a material-release form and sends
it to the warehouse for the materials. After the worker
assembles the product according to the order specifica-
tions, the factory order and the finished product are sent
to the warehouse, where the shipping documents are
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prepared, and the goods are shipped to the customer in
the same way as other sales orders.

After receiving the sales order from the sales depart-
ment, the billing/accounts receivable department clerk
files it in a temporary file until the shipping notice, the
bill of lading, and the sales order or factory order have
arrived from the warehouse. Once the shipping notice
and other documents have arrived, the clerk reviews
these documents along with the sales order from the
temporary file and prepares two copies of the sales
invoice using the billing/accounts receivable department
PC, which automatically records the sale in the sales
journal and updates the accounts receivable subsidiary
ledger and the general ledger. One copy of the sales
invoice is mailed to the customer and the other is for-
warded to the sales department, which closes the open
customer order file. After closing the open customer
order file, all documents in the file are sent to the bill-
ing/accounts receivable department. These documents
are then filed in the accounts receivable pending file
along with other documents the billing/accounts receiv-
able department receives to await customer payment.

Description of Sales Return Procedures

When goods are returned to the receiving department,
the receiving clerk counts and inspects the returned
goods and then prepares two returned-goods slips. Fol-
lowing this, the manager in the receiving department
evaluates the circumstances of the return and decides
whether to grant credit and stamps the slips accordingly.
Afterward, the goods are sent to the warchouse with
one of the stamped return slips.

In the warehouse, a warehouse employee enters the
information on the warehouse department PC, which
updates the inventory subsidiary ledger records. The
second stamped slip is sent to the billing/accounts re-
ceivable department, where the sales journal, accounts
receivable subsidiary ledger, and general ledger are
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automatically updated by crediting the customer
account. Both return slips are filed by billing/accounts
receivable in the returned goods file for future business
evaluation.

Description of Cash Receipts Procedures

All of USA Cycle’s mail arrives in the mail room in the
cash receipts department. A cash receipts clerk in the
mail room opens all the mail, separates the checks and
remittance advices, and endorses all the checks “For
Deposit Only.” Afterward, the clerk records each check
on a remittance list and sends one copy of the remit-
tance list to the billing/accounts receivable department
along with the remittance advices. Then the clerk pre-
pares a bank deposit slip and updates the cash receipts
journal on the cash receipts department’s PC. Later that
day, the cash receipts manager deposits the checks in
the bank. In the billing/accounts receivable department,
a clerk updates customer accounts on the department’s
PC with the information from the remittance advices,
which automatically updates the accounts receivable
subsidiary and general ledger control accounts. The bill-
ing/accounts receivable clerk also closes the accounts
receivable pending file for invoices that have been paid
in full. Finally, the clerk files all source documents
along with the remittance list and remittance advices in
the sales history file.

Required
a. Create a data flow diagram of the current system.
b. Create a system flowchart of the existing system.

c. Analyze the internal control weaknesses in the
system. Model your response according to the six
categories of physical control activities specified in
SAS 78/COSO.

d. Prepare a system flowchart of a redesigned
computer-based system that resolves the control
weaknesses you identified. Explain your solution.



The Expenditure Cycle
Part |: Purchases and Cash
Disbursements Procedures

the organization’s cash into the physical materials

and the human resources it needs to conduct busi-
ness. In this chapter we concentrate on systems and proce-
dures for acquiring raw materials and finished goods from
suppliers. We examine payroll and fixed asset systems in
the next chapter.

Most business entities operate on a credit basis and do
not pay for resources until after acquiring them. The time
lag between these events splits the procurement process into
two phases: (1) the physical phase, involving the acquisition
of the resource, and (2) the financial phase, involving the
disbursement of cash. As a practical matter, these are treated
as independent transactions that are processed through sepa-
rate subsystems.

This chapter examines the principal features of the two
major subsystems that constitute the expenditure cycle:
(1) the purchases processing subsystem and (2) the cash dis-
bursements subsystem. The chapter is organized into two
main sections. The first section provides an overview of the
conceptual system, including the logical tasks, the key enti-
ties, the sources and uses of information, and the flow of
key documents through an organization. The second section
deals with the physical system. We first use a manual sys-
tem to reinforce the reader’s understanding of key concepts.
We then examine several computer-based systems, focusing
on the operational and control implications of alternative
data processing methods.

T he objective of the expenditure cycle is to convert

Learning Objectives

After studying this chapter, you should:

Recognize the fundamental tasks
that constitute the purchases and
cash disbursements process.

Be able to identify the functional
areas involved in purchases and cash
disbursements activities and trace
the flow of these transactions
through the organization.

Be able to specify the documents,
journals, and accounts that provide
audit trails, promote the mainte-
nance of historical records, and sup-
port internal decision making and
financial reporting.

Understand the exposures associ-
ated with purchases and cash dis-
bursements activities and recognize
the controls that reduce these risks.

Be aware of the operational features
and the control implications of tech-
nology used in purchases and cash
disbursements systems.
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PART II Transaction Cycles and Business Processes

The Conceptual System
OVERVIEW OF PURCHASES AND CASH DISBURSEMENTS ACTIVITIES

In this section we examine the expenditure cycle conceptually. Using data flow diagrams (DFDs) as a
guide, we will trace the sequence of activities through two of the processes that constitute the expenditure
cycle for most retail, wholesale, and manufacturing organizations. These are purchases processing and
cash disbursements procedures. Payroll and fixed asset systems, which also support the expenditure
cycle, are covered in Chapter 6.

As in the previous chapter, the conceptual system discussion is intended to be technology-neutral. The
tasks described in this section may be performed manually or by computer. At this point our focus is on
what (conceptually) needs to be done, not how (physically) it is accomplished. At various stages in the
processes, we will examine specific documents, journals, and ledgers as they are encountered. Again, this
review is technology-neutral. These documents and files may be physical (hard copy) or digital (computer
generated). Later in the chapter, we examine examples of physical systems.

Purchases Processing Procedures

Purchases procedures include the tasks involved in identifying inventory needs, placing the order, receiv-
ing the inventory, and recognizing the liability. The relationships between these tasks are presented with
the DFD in Figure 5-1. In general, these procedures apply to both manufacturing and retailing firms. A
major difference between the two business types lies in the way purchases are authorized. Manufacturing
firms purchase raw materials for production, and their purchasing decisions are authorized by the produc-
tion plann